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(57) ABSTRACT 
The present application provides a peer-to-peer networking 
method and system for integrating heterogeneous Social net 
works. The method applied in a server device includes the 
following steps: First, the server device connects with a plu 
rality of peer nodes; each of the peer node defines a user end 
and accessing at least one social network. Then, the server 
device according to a social relationship of the Social net 
works links to the corresponding peer nodes for integrating a 
peer-to-peer social network (P2P-iSN) which configures a 
plurality of social paths among the peer nodes from the dif 
ferent social networks. 
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Fig. 6A 

Fig. 6B 
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GLOBAL RELATIONSHIP MODEL AND A 
RELATIONSHIPSEARCH METHOD FOR 

INTERNET SOCIAL NETWORKS 

BACKGROUND OF THE INVENTION 

0001 1. Field of the Invention 
0002 The present application relates to a relationship net 
work Search method. More particularly, the present applica 
tion relates to a relationship search method based on inte 
grated heterogeneous Social network. 
0003 2. Description of the Prior Art 
0004 Social Network Sites (SNSs) such as FacebookTM 
and LinkedinTM have transformed today’s society by provid 
ing easily accessible platforms for users to connect, commu 
nicate, and share vast amount of information. With SNSs, 
people keep in touch with their contacts, reconnect with old 
acquaintances, and establish new relationships with others 
based on shared features such as hobbies, interests, and over 
lapping friendship. The population of SNS users and the 
number of SNSS has been growing rapidly. For example, 
FacebookTM is estimated to have over one billion active users. 
Although it is hard to obtain an accurate estimate, there are 
thousands of SNSS all over the world that provide different 
kinds of services. 
0005. As a result, a user may register with multiple SNSS 
for different social network applications, carry multiple SNS 
accounts, interact with contacts from different SNSs, publish 
and access different web contents, and share contents within 
each SNS community. While SNSs offer different services, 
one key feature shared among SNSs is how they are built 
around users and users’ existing Social networks. Yet each 
SNS is isolated, so users manage their profiles and build 
relationships separately on different SNSs. The content for 
the same user in different SNSs may overlap, so it becomes a 
burden for users to manage contents across different SNSs. 
0006 Thus, providing a system and method for integrating 
heterogeneous social network demand of the area is a tech 
nical issue need to be solved in the technical field. 

SUMMARY OF THE INVENTION 

0007 To solve the aforementioned technical issue of con 
ventional technologies, one objective of the invention is to 
provide a system and method for integrating the heteroge 
neous Social network. 
0008 To achieve the aforementioned objective, the 
present application provides a peer-to-peer networking 
method for integrating heterogeneous Social networks, 
applied in a server device. The method comprises of the steps 
listed below. First, the server device connects with a plurality 
peer nodes. Each of the peer nodes defines a user end and 
accessing at least one social network. Then, the server device 
according to a social relationship of the Social networks links 
the corresponding peer nodes for integrating a peer-to-peer 
social network (P2P-iSN) which configures a plurality of 
Social paths among the peer nodes from the different social 
networks. 
0009. To achieve the aforementioned objective, the 
present application provides a peer-to-peer networking sys 
tem for integrating heterogeneous Social networks. The sys 
tem comprises of a communication module and a process 
module. The communication module connects with a plural 
ity peer nodes. Each of the peer nodes defines a user end and 
accessing at least one social network. The processing module 

Jan. 1, 2015 

connects with the communication module, the processing 
module according to a Social relationship of the Social net 
works links the corresponding peer nodes for integrating a 
peer-to-peer social network (P2P-iSN) which configures a 
plurality of social paths among the peer nodes from the dif 
ferent social networks. 
0010. As aforementioned description, the system and 
method of present application integrates the heterogeneous 
network and generates corresponding Social paths which are 
provide the user connect to his friends by the same social 
network or different social network in the same time. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0011 FIG. 1 shows system architecture of the peer-to-peer 
social network (P2P-iSN) of present application; 
0012 FIG. 2 shows format of a friend list of the present 
application; 
0013 FIG. 3 shows software architecture of P2P-iSN of 
present application; 
0014 FIG. 4 shows Global ID list of the present applica 
tion; 
0015 FIG. 5 shows message flow for login procedure of 
the present application; 
0016 FIG. 6A shows social graph over heterogeneous 
SNS of the present application; 
0017 FIG. 6B shows i-Search algorithm of the present 
application; and 
(0018 FIGS. 7 and 8 shows the comparison between the 
analytical and simulation result. 

DETAILED DESCRIPTION OF THE PREFERRED 
EMBODIMENT 

0019. To express the technical features, contents, advan 
tages and effects of the present application to assist examiner 
in understanding the present application, the specification 
and drawings are expressed in embodiments as followed. The 
drawings are provided to exemplarily show the present appli 
cation and may not show the true ratio and arrangement of the 
present application. The drawings are not intended to limit the 
Scope of the present application with the ratio and arrange 
ment thereof. 
0020 FIG. 1 shows a peer-to-peer social network (P2P 
iSN) structure comprises three kinds of social network (Face 
bookTM, TwitterTM, and GoogleTM) and two kinds of nodes: 
peer nodes and index peer nodes. 
0021 A peer node is installed on an end-device (e.g., PDA, 
Smartphone, or desktop) for a user to access SNSS and con 
nect to server device, and its main functionality is to integrate 
heterogeneous SNSs. The user of a peer node may register to 
one or more SNSS on his end-device, and possibly login to 
one or more SNSs at the same time. Present application uses 
a unique user ID to associate these different accounts of the 
same user from heterogeneous SNSs. A unique userID can be 
some kind of authenticated information like user's cellphone 
number or verifiable email address. The index peer node is 
installed in a server device and responsible for maintaining 
the communication status (i.e., online or off-line) and the 
routing information (i.e., IP address) of each peer node. When 
a peer node is turned on, it reports to the index peer node the 
online status, which comprises of its ID and IP address of the 
peer node. Upon receiving the online status, the index peer 
node updates the online status for the peer node. If a usera of 
the peer node na and a userb of the peer node nb are on each 
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other's friend listina SNS, and na and nb are turned on, these 
two online peer nodes can communicate with each other by 
using the corresponding IP addresses queried from the index 
peer node. The peer nodes can establish Social paths among 
users from different SNSs and build the so-defined “global 
relation-ship. 
0022. With the peer-to-peer network architecture, P2P 
iSN allows users from heterogeneous SNSs to communicate 
without involving any specific SNS, and the integration is 
independent of any specific SNS. In other words, the integra 
tion does not incur overhead to the SNSs. By applying P2P 
iSN, present application provides a Global Relationship 
Model to assess the strength of the global relationship 
between two users from heterogeneous SNSs. Based on the 
global relationship model, present application provides a 
searching mechanism, namely i-Search, to find the Social path 
between two users from heterogeneous SNSs. Present appli 
cation also provides an analytical model to evaluate the per 
formance of the i-Search mechanism in terms of the “path 
found probability and conduct extensive simulation studies 
to validate our analytical results. 
0023 Present application uses the cellphone number as an 
example for the unique ID. The phone book in a peer node 
(e.g., Jenny's end device) is used as the base to integrate 
heterogeneous SNSs. Take FIG.2a as an example. Jenny has 
a friend John with phone number “0910456.” 
0024. A database, friend list, is maintained to store the 
information about a user's friends. FIG.2b shows the format 
of a friend list. The friend list comprises three kinds of infor 
mation: personal information, Social network information, 
and address information. 

0025 Personal information field stores the IDs of the 
users friends, including the ID in SNS, phone number, and 
email address. In different SNSs, users may use different IDs. 
As shown in FIG.2b, for example, Jenny's friend, John, uses 
the ID, “John f, on FacebookTM and use the ID, “John t”, on 
TwitterTM). The phone number associates the entry in the 
phone book with the entry in the friend list. An entry in the 
phone book may be mapped to multiple entries in the friend 
list. 
0026 Social Network Information field comprises four 
subfields, including SN Type, T Value, Timestamp, and 
Online. The SN Type indicates which SNS the friend has 
registered. For example, in FIG. 2b, Jenny's friend, John, 
registered to FacebookTM using ID “John f” The T Value 
stores the result calculated by using Eq. 1 in the global rela 
tionship model, indicating the frequency that a user performs 
Some kind of Social activities on his friend (e.g., Jenny posts 
a comment, clicka "Like', or send a message on John's wall 
in FacebookTM). For example, in (1) in FIG.2b, the T Value 
for Jenny-John on FacebookTM is 0.9. The Timestamp field 
stores the time when the T Value was calculated. The Online 
indicates that whether the friend is on the SNS now or not and 
when John logins to the FacebookTM last time. If the value of 
Online is “On” (“Off”), the time is when John logins/logouts 
FacebookTM. For example, in FIG.2b, “On 12'0215 1430 
implies that John flogins FacebookTM at 14:00 on Feb. 15, 
2012, and is now on FacebookTM. 
0027. Address Information field stores the IP address and 
the port number of the friends end-device. This information 
is valid when the peer node of the friend is turned on. 
0028 FIG. 3 shows the software architecture of a P2P 
iSN. The software architecture of a peer node 1 comprising 
five classes and a function, PeerAgent 1.5, FeedRequestLis 
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tener1.1, SampleAuthListener 1.2, CreateFriendListListener 
1.3, BackgroundService 1.10, and a PhoneBook API 1.9. The 
details for the five classes are described below: 
0029. The FeedRequestListener1.1 is responsible for get 
ting the status of a user's social activities on SNS by invoking 
the API, mAsynckunner.request(“me/feed, newFee 
dRequestListener()) 3.3, provided by the SNS (e.g., Face 
book Graph API3, Twitter REST API 4, other social network 
API 5, etc.). 
0030 The SampleAuthListener 1.2 is responsible for 
authenticating a user when he turns on the peer node and login 
an SNS. The SampleAuthListener 1.2 is implemented by 
using the API SessionEvents.addAuthListener(new Sample 
AuthListener())3.1 provided by the SNS. 
0031. The CreateFriendListListener 1.3 is responsible for 
obtaining the IDs of a user's friends in an SNS by invoking the 
API, masynckunner request(“me/friends', new Create 
FriendListListener()) 3.2, and maintaining the user's friend 
list. 
0032. The BackgroundService class 1.10 is responsible 
for the message exchange between two peer nodes and 
between a peer node and an index peer node 2. The class 
provides the communication channel among peer nodes for 
the i-Search mechanism. To be more specific, a peer node uses 
this class to request another peer node to execute the i-Search 
mechanism to be elaborated later. The peer node uses this 
class to inform his online status to the index peer node. 
0033. The Peer Agent 1.5 is the main class. There are three 
functions defined in Peer Agent1. 1.5 including the following 
functions: Update Tvalue() 1.6, the Update FriendList() 
1.7, and the Relationship Finding( ) 1.8. The Update 
Tvalue() 1.6 and the Update FriendList( ) 1.7 are used to 
respectively update the T Value and Online field in the friend 
list. The Relationship Finding() 1.8 implements the i-Search 
mechanism to identify the directional social path between 
tWO uSerS. 

0034. The Phone Book API 1.9 is used to fetch a user's 
phone book friends. Several Smartphone operating systems 
provides such an API, for example, Android API. It is 
executed in the login procedure. By using the phone number, 
it can identify two or more accounts of the same user to 
integrate different SNSs. 
0035 An index peer node 2 is a database that maintains the 
Global ID list 2.5 with the format as shown in FIG. 4. For each 
online peer node, an entry is created in the Global ID List 2.5 
for the peer node. Similar to the Friend List 1.4, the Global ID 
List 2.5 comprises three kinds of information: Personal Infor 
mation, Social Net-work Information, and Address Informa 
tion for an online user. 

0036. The Personal information field stores the IDs of a 
user, including the ID in SNS used by the user to login an 
SNS, phone number, and email address. Note that a user may 
turn on a peer node by logging into one or more SNSS con 
currently, there may be one or more SNSIDs for the same user 
(i.e., multiple entries for the same user exist in the Global ID 
List 2.5. These multiple entries are linked using the same 
phone number (or email address) of the user. Note that in our 
implementation, we may select only one of the IDs for a user 
to be stored in the index peer node (e.g., the user's phone 
number) so that the IDs for a user can be kept unknown to the 
index node. 

0037. The Social Network Information field stores the 
SNS Type indicating which SNS the user logins currently 
(i.e., online). 
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0038. The Address Information field stores the IP address 
and the port number of the peer node turned on by the user. 
This information is valid when the peer node is turned on. 
0039 FIG. 3 shows the software architecture of the index 
peer node 2. There are one main class IndexPeer Agent 2.1 
and a database Global ID List 2.5. In the main class Index 
PeerAgent 2.1, the receiveSocket.receive() function 2.3 is 
executed to receive the message sent from a peer node 1. 
Upon receiving a message, the receivePacket.getData ()2.2 is 
invoked to get the information carried in this message. The 
receiveSocket.send( ) 2.4 is responsible for sending the 
response message to a peer node 1. 
0040. When a user turns on the peer node 1 on his end 
device, the Login procedure is executed. FIG. 5 illustrates the 
message flow for the Login procedure with the following 
steps: 
0041 Step 1. When a user turns on the peer node 1 a 
SampleAuthListener 1.2 is created, and the SessionEvents. 
addAuthListener (new SampleAuthListener()) function is 
exercised to authenticate the user in an SNS. 

0042 Step 2. If the authentication is successful, the SNS 
responds with the user SNS ID in the return of theSession 
Events.addAuthListener() function. 
0043 Step 3. The peer node 1 creates a Background Ser 
Vice 1.10 class to send a message (i.e., the User Online 
Message message)carrying the user's ID, Phone No., Email, 
IP address, port number, and SN Type, to the index peer node 
2. The index peer node 2 creates an entry for the user in the 
global ID list. 
0044 Steps 4 and 5. The peer node 1 creates a Create 
FriendListListener 1.3 (i.e., the FriendList Request and 
FriendList Response message pair) to get the IDs of the 
users friends from the SNSs, and creates an entry for each 
friend in the Friend List. 
0045 Steps 6 and 7. The peer node 1 uses the Background 
Serviceclass to send a message(i.e., theFriends OnlineSta 
tus Request and Friends OnlineSta-tus Response message 
pair) to the index peer node 2 to query the online friends of the 
USC. 

0046 Steps 8 and 9. The peer node 1 creates a Fee 
dRequestListener1.1 class to collect the social activity infor 
mation to calculate the T value from the SNS by exchanging 
the T Value Parameter Request and the T Value Parameter 
Response message pair. 
0047 Present application according to P2P-iSN provides 
the Global Relationship Model to identify the global relation 
ship between two users across heterogeneous SNSs. Present 
application first provides a tool to measure the global rela 
tionship strength between any two users across heteroge 
neous SNSs. Then present application provides an i-Search 
mechanism to find a meaningful directional Social path 
between two peer nodes in P2P-iSN. 
0048 Before searching for users global relationships, we 
need a tool to measure the relationship strength between any 
two users across heterogeneous SNSs. Present application 
modifies the decay function defined in classical Sociology on 
network relations to come up with more precise measure 
ments on global relationship strength in heterogeneous SNSS. 
0049. A directional social link a->b is associated with 
frequency, which is denoted by f(a,b), to capture how often a 
user a performs some kind of social activities with userb (e.g., 
user a posts a comment on userbs wall, clicka "Like', send 
a message, or makes user a call to userb). Consider there are 
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C kinds of social activities. For 1 sisC, let a denote the 
frequency that a user a performs the ith kind of activity with 
user b. We define f(a,b) by 

C (1) 

f(a,b) =X w.A. 
i=l 

0050 where w, is the weight for the ith kind of activity, 
0<ws1 for 1sisC, and X, w, 1. Note that in Eq. (1), the 
weight w, is a fine tuning tool to reflect different degrees of 
interactions in a relationship. For example, while clicking a 
“Like' often carries a more casual connotation, sending an 
email message implies stronger intention to communicate 
with another user, so we can use a larger w, to the latter kind 
of social activity. As for , it can be obtained from the 
measurement in an SNS for a given time period (e.g., per 
month or per day). In the directional Social linka->b, a larger 
f(a,b) value implies that user a pays more attention to userb. 
For example, assume there is only one kind of social activity 
(i.e., w=1), comment posting. If a user a posts five comments 
on average per day on b’s wall in the SNS (i.e., w=5/day), 
then f(a,b)=ww=5/day. We use a threshold 0 to bound f(a,b). 
In other words, if f(a,b)=0, we say that user a has enough 
attention on user b. 

0051 Present application descripts that an interaction fac 
tor exists between usera and userb if ae-band b-sa exist, and 
the value F(a,b) for an interaction factor is defined by 

re-(ning the ninth old) (2) 8 8 

0.052 A larger F(a,b) means more interactions between 
user a and userb, and from Eq. (2), we have 0.F(a,b)al and 

0053 Consider a social graph formed by heterogeneous 
SNSS. For example, in FIG. 6A, there are two SNSs in a social 
graph. Suppose that a directional Social path exists from user 
u (in the SNS, S1) to useru (in the SNS, S2) through users, 
uu. . . . , u, where at least one of the L+1 users is a peer 
node. Denote the directional Social path as a set of links, 
“P={u->uu-->us. . . . , u, -->u, u, eu,”. This direc 
tional Social path comprises of L directional links (i.e., the 
distance between u and u is P-L. To convey this direc 
tional Social path, we say that a global relationship exists 
between u and ul. Present application a function Z(P) to 
measure the strength of the global relationship between u1 
and ul--1, which is defined by 

1, if L = 0; (3) 
L. ZP 

(P) F(ui, iii.1) otherwise(i.e., Lai 1) 
i=1 

0054 From Eq. (2), we have Osf(u,u)s 1 and F(u.u.) 
=F(uu) for 1sisL. Then 0<Z(P)s 1. Furthermore, for the 
reverse directional path P' of P (i.e., P={u->u. . . . . 
u->uu->u}, we have Z(P)=Z(P). A larger Z(P) implies 
stronger global relationship. The strength Z(P) provide more 



US 2015/OOO6635 A1 

precise friend recommendation and trust/reputation metrics, 
and also serve as a basis for content sharing across SNSS. 
0055 Present application provides an i-Search mecha 
nism to find a directional Social path between two peer nodes 
in P2P-iSN. The i-Search mechanism establishes social paths 
link by link. When a link is added into a path, global relation 
ship strength is calculated for the new path using the Z(...) 
function in Eq. (3). If the global relationship strength for the 
new path is below a threshold value A, the social path search 
stops. Threshold value A is used to guarantee that the global 
relationship strength for the constructed pathis strong enough 
so that users are motivated to use the global Social relationship 
for further SNS applications. 
0056 Present application set up A based on the research 
findings in the Sociology (i.e., the interaction factor for link 
a->b is F(a,b)=0.5). Considering a path P with length P=4, 
then using the Z(...) function in Eq. (3), the global relationship 
strength for the path is Z(P)=0.5–0.0625, which is consid 
ered very weak relationship. Therefore, in the performance 
study later, we set A=0.5-0.125. 
0057. In other words, it is likely that the social path 
(searched by the i-Search mechanism) has path length no 
larger than 3. As long as the interaction factor for linka->b is 
F(a,b)s?B-1, the global relationship strength will be exponen 
tially decreasing, and hence the flood search should have low 
complexity. 
0058. Details of the i-Search mechanism are given below: 
The index peer node maintains the online status (including the 
ID and IP address of the peer node) for the online peer nodes. 
A friend list is maintained in the peer node, which stores the 
online information for all friends of the peer node. To simplify 
the description, present application uses “the friend b of a 
peer node a to imply that the social link a->b exists. 
0059. When a peer node is turned on, it reports its online 
status to the index peer node, and receives the latest online 
status for his friends from the index peer node. With the latest 
online information, the peer node can determine whether his 
friend is online (i.e., a peer node is turned on). An online peer 
node can communicate with his online friends directly. 
Present application executes a recursive algorithm, i-Search, 
in the peer node (FIG. 6B). In this algorithm, the set G is the 
friend list of a peer node. The input parameters stores the ID 
of the peer node who calls Algorithm 1, and r is the ID of the 
peer node to be searched. Initially, we set Pe-p. 
0060 Consider the scenario where the peer node a 
searches for the peer noded. A user a can “request his friend 
b to execute the i-Search algorithm (i.e., b.iSearch() in Algo 
rithm 1) through the direct communication if b is online. That 
is, the directional social path P is established along the online 
peer nodes. 
0061. Note that the i-Search mechanism may find multiple 
global social relationships between two peer nodes. For the 
peer node who triggers the i-Search mechanism, he can use 
the one with the largest global Social relationship strength. 
Furthermore, the system can speed up the execution of the 
i-Search mechanism by caching the searching results on the 
peer nodes. 
0062 All peer nodes and the corresponding social links in 
P2P-iSN form a social graph. A peer node may be turned on 
or off during the execution of i-Search, and the i-Search 
request can reach the friends only when the friends are online. 
In other words, a social link a->b does not exist if peer node 
a or b is turned off (i.e., off-line). Therefore, the physical 
network topology of P2P-iSN changes dynamically when the 
i-Search mechanism is being executed. 
(0063) Let P, be the “path found” probability that a direc 
tional Social path exists when a peer node a executes the 
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i-Search mechanism to find a peer noded. The online status of 
a peer node affects the P, significantly. In this section, present 
application provides an analytical model to obtain an 
approximation value for Pa 
0064. To simplify our discussion, we assume that the peer 
nodes in P2P-iSN are independently and identically distrib 
uted (i.i.d) in terms of network behaviors such as online 
status, interactions, etc. As discussed earlier, in this article, we 
set A=0.5-0.125 in the i-Search mechanism. In present 
application analytical model, we use the constraint Pls3 
instead of As0.125, i.e., the i-Search mechanism quits when 
the path length reaches 3 with conclusion that no global Social 
path is found. Assume that a peer node is turned on (i.e., 
online) for a time periodx (with the density function f(-) and 
mean 1/u.), and then it is turned off (i.e., off-line) for a time 
period y(with the density function f,(...) and mean 1/u.). The 
peer node alternates between X and y. Suppose that i-Search 
request arrivals to a peer node form a Poisson process. The 
probability p, that an i-Search request arrives when a peer 
node is online can be obtained by 

ELx uy (4) 
Po. F ELx) + Ey u, + uy 

0065 Present application provides the social graph for 
P2P-iSN using the Watts-Strogatz model with the three 
parameters a (i.e., there wire probability), n (i.e., the total 
number of peer nodes in P2P-iSN), and m (i.e., the average 
number of friends of a peer node). With the setup: 

0066. The Watts-Strogatz model has the small-world 
property, including Small average path length and high clus 
tering, which can also be applied to study SNS. 
0067 Let N, denote the expected number of the peer nodes 
that receive the i-Search request message during the execu 
tion of the i-Search mechanism. Consider the scenario that the 
peer node a executes the i-Search mechanism to search for a 
directional social path to d. If d belongs to one of the N, peer 
nodes, then the directional Social path from a to d is found. 
Therefore, we have 

P = 

0068 Present application derives N, as follows. There are 
two types of nodes including “far-nodes' and “near-nodes’ 
defined in the Watts-Strogatz model. The far-nodes represents 
the peer nodes that have social links after rewiring with prob 
ability a. The near-nodes represents the peer nodes that have 
Social links initially. 
0069. In the social graph of the P2P-iSN, let Nf and Nn, 
respectively, be the expected numbers of far-nodes and near 
nodes that receive an i-Search request when the i-Search 
mechanism is executed. Then we have 

N-N-N, 

(0070 N, and N, are obtained as follows. One round means 
that the i-Search request is delivered using a directional Social 
link a->b when both peer nodes a and b are online. In the 
i-Search mechanism, there are at most three rounds to con 
struct a directional Social path. In each round, a peer node that 
triggers the round can be either a far-node or near-node: 
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0071 Case 1 The peer node that triggers the round is a 
far-node. In this case, there are on average mop far-nodes 
and m(1-C)p, near-nodes that can receive the i-Search 
request. 
0072 Case 2 The peer node that triggers the round is a 
near-node. Because there is high probability that the near 
node sends the i-Search request to another near-node that has 
received this i-Search request previously, we consider that 
only far-nodes can receive the i-Search request for the 
approximation. In this case, there are on average mop far 
nodes that can receive the i-Search request. 
0073. Then, using the following iterative procedure to cal 
culate the N, and N, 
0074 Procedure 1. 
I0075) Input parameters: C, m, u, u, 
(0076) Output measures: N, N, N, 
(0077 Step 1. Select initial values, N-1, N-0, and 
rounde–0; 
0078 Step 2. 

N - n(1 - o (N): round++ 

0079 Step 3. If (rounds3), then go to Step 2. Otherwise, 
go to the next step. 
0080 Step 4. N-N-N, return. 
0081. The analytical model is validated by simulation 
experiments of a discrete event-driven simulation model, 
which has been widely adopted to simulate the mobile com 
munications network in several studies. The simulation 
model simulates the online/off-line behavior of a peer node 
and the behavior of the i-Search mechanism. 
0082 In the simulation model, we adopt the aforemen 
tioned discrete event-driven approach and define five types of 
events listed below: 
I0083. The QUERY ARRIVAL event represents that an 
online peer node starts the i-Search mechanism to find 
another peer node. 
I0084. The QUERY FORWARD event represents that an 
online peer node sends a i-Search request to his online friend. 
I0085. The QUERY RESPONSE event represents that an 
online peer node returns the results (i.e., a path is found) for 
the execution of the i-Search algorithm to the peer node who 
sends the i-Search request. 
I0086. The ONLINE event represents that a peer node is 
turned on. 
I0087. The OFFLINE event represents that a peer node is 
turned off. 
I0088 Present application maintains a timestampt to indi 
cate the time when an event occurs. The events are inserted 
into an event list and deleted/processed from the list in a 
non-decreasing timestamp order. During execution of the 
simulation, a simulation clock t is maintained, which indi 
cates the progress of simulation. The following variables are 
used in the simulation model: 
0089 N, indicates the number of rounds that have been 
executed for an i-Search request. 
0090 a is the ID of the peer node who triggers the i-Search 
mechanism. 
0091 d is the ID of the peer node to be found. 
0092] 1 indicates whether a social link exists between two 
peer nodes. 
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0093. We use the following counters in our simulation 
model to calculate the output measure: 
I0094) The C, counter counts the total number of finding a 
path Successfully. 
(0095) The C, counter counts the total number of the QUE 
RY ARRIVAL events that have been processed. 
0096 Present application repeats the simulation runs until 
C, exceeds 100,000 to ensure the stability of the simulation 
results. Then we obtain the output measure: 

(0097 FIG. 7 and FIG.8 show the comparison between the 
analytical and simulation results, whose details of the param 
eter setups are described below. The figures indicate that the 
simulation results approximate the analytical results well. 
0098. In the following, we study the effects of the input 
parameters on the P, performance for the i-Search mecha 
nism. In our study, we set the input parameters following the 
constraints in Eq. (5), and we set the total number of Peer 
nodes n=1000. The effects of the input parameters are 
described as follows. 

(0099] In FIG. 7 and FIG.8, we change u?u, from 0.5 to 8. 
A larger u?u, implies that the peer node spends more time 
online. For example, when u?u, 0.5 and u?u, 8, from Eq. 
(4), we have p-1/3 and p-8/9, respectively. Both figures 
show that the path found probability p, increases as u?u, 
increases. It is worth noticing that we have p, larger than 15 
percent when u?u-8 and C-0.8 as shown in FIG. 7 (with 
m=6), and p, is around 40 percent when u?u, 8 and m=10 as 
shown in FIG. 8. 
0100 Observing FIG. 7 where we set m=6, we study the 
effects of C. A larger C. implies that the Social graph of 
P2P-iSN is sparser (i.e., more far-nodes). FIG. 7 indicates that 
p, increases as C. increases, which means that in a sparser 
Social graph, the i-Search mechanism attains better found 
probability. In FIG. 8, we study the effects of m where we set 
C=0.4. A larger m implies more friends of a peer node. FIG. 
8 shows that with more friends, the i-Search mechanism 
achieves betterp, performance. 
0101. In Summary, when in a sparser Social graph and a 
peer node has more friends, there is 40 percent probability 
that the i-Search mechanism could find a global Social rela 
tionship for the user, i.e. a social path with strong relationship 
strength. 
What is claimed is: 
1. A peer-to-peer networking method for integrating het 

erogeneous Social networks, applied in a server device, com 
prising: 

connecting with a plurality peer nodes, each of the peer 
node defining a user end and accessing at least one social 
network; and 

according to a social relationship of the Social networks to 
link the other corresponding peer nodes for integrating a 
peer-to-peer social network (P2P-iSN) which configures 
a plurality of social paths among the peer nodes from the 
different social networks. 

2. The method as claimed in claim 1, further analyzing a 
Social frequency, a Social strength or an interaction activity 
among the peer nodes for identifying the Social path and 
integrating the different peer-to-peer networks. 
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3. The method as claimed in claim 2, wherein the social 
frequency is expressed as following equation: 

wherein, f(a,b) denotes the social frequency of directional 
social link user a->user b, w, denotes the weight for the ith 
kind of activity, C denotes kinds of social activities, denotes 
frequency that the user a performs the ith kind of activity with 
the userb. 

4. The method as claimed in claim 2, wherein the interac 
tion activity is expressed as following equation: 

b) = (infig b), dying a), e 

wherein, F(a,b) denotes the interaction activity between the 
user a and the userb, f(a,b) denotes the Social frequency of 
directional social link usera->userb, f(b.a) denotes the social 
frequency of directional social link userb->usera, 0 denotes 
a threshold value. 

5. The method as claimed in claim 2, wherein the social 
strength is expressed as following equation: 

1, if L = 0; 

Z(P) L 
(P) F(ui, iii.1) otherwisei.e., Lai 1) 
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wherein, u denotes the Social paths, L denotes a direction link 
value of the social paths, P denotes a set of the social paths. 

6. The method as claimed in claim 2, further analyzing the 
Social strength of the new added social path, and determining 
to identify the new added social path. 

7. The method as claimed in claim 1, further comprising: 
accessing an online status of the online peer node; and 
providing a corresponding friendship online status to the 

online peer node, and making the online peer node to 
communicate with other peer nodes according to the 
friendship online status. 

8. A peer-to-peer networking system for integrating het 
erogeneous Social networks, comprising: 

a communication module, connected with a plurality peer 
nodes, each of the peer node defining a user end and 
accessing at least one social network; and 

a processing module, connected with the communication 
module, the processing module according to a social 
relationship of the social networks to link the other cor 
responding peer nodes for integrating a peer-to-peer 
social network (P2P-iSN) which configures a plurality 
of Social paths among the peer nodes from the different 
Social networks. 

9. The system as claimed in claim 8, wherein the process 
ing module further analysis a social frequency, a Social 
strength or an interaction activity among the peer nodes for 
identifying the Social path and integrating the different peer 
to-peer networks. 

10. The system as claimed in claim 8, wherein the process 
ing module further accesses an online status of the online peer 
node, provides a corresponding friendship online status to the 
online peer node, and makes the online peer node to commu 
nicate with other peer nodes according to the friendship 
online status. 


