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Policy Server & Model

The invention relates to a method of management of concurrent sesstons within an electronic

system.

Electronic systems are widely used to provide all manner of services to both corporate and
consumer markets. Typically, these systems offer services as packages, providing a different
level of service to the end customer. Some systems even provide a level of service which i1s
customisable down to the level of an individual user of such systems. This is generally
referred to as a service level agreement (SLA). Service providers typically use policy based
management so that various kinds of traffic such as voice, data or video receive the priority in
terms of bandwidth availability that the respective SLA mandates. Such SLAs therefore
require a mechanism for monitoring system activity, policy management and policy

enforcement based on this activity.

The activity of monitoring and the act of enforcement require access to the necessary
functionality of the components within the system environment. This is a simple 1ssue of
integration as access to these components is achieved through open or known propretary
interfaces. However, the task of modelling the instantaneous state of the system in a way that

policy enforcement may be executed is not.

Current policy management systems simply take a network element view using a policy
decision point server to control the policy enforcement points (routers, switches etc) using

access control lists or queue management software.

One such system which takes a network element view is disclosed in US6243747 which
discloses a method for enforcing polices for configuration management in communication
networks in which a database of models is provided, each model representing a network
device and includes attribute values for the parameters of the network device. The method

defines network groups and policies for these groups, determines and resolves conflicts

between the groups.

SUBSTITUTE SHEET (RULE 26)
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The present invention seeks to provide a method of managing and enforcing policies based
upon the current state of a system, in particular for a system where the infrastructure of the

system 1s globally distributed.

According to the invention there is provided a method of management of concurrent sessions
within a networked electronic system comprising defining a model of the system to be
managed, defining policies, which policies are applicable to components of the model,
wherein system components are modelled as entities 1n the model with hierarchical
relationships between the entities, which entities each comprise a single physical or non-
physical object in the system, wherein policies are enforced in response to interactions

between entities within the system.

Preferably, the entities may comprise a plurality of physical or non-physical objects to which
a common policy is applicable. Preferably, entities are grouped into sets having a common
theme. Preferably, each entity is defined as local or distributed, wherein state information for
a local entity is located only at a pre-defined server and associated back-up servers and
wherein state information for a distributed entity is accessible to servers throughout the
system. Preferably, representation of the model comprises views, which views relate to a
single object type. Preferably, usage of the system components by a plurality of users 1s
monitored and policies define what the or each user i1s entitled to do, which policies are

defined in response to usage of system components by the or each user.

Advantageously, policy management is not dependent on any pre-defined concept so that
policies may be applied to anything that may be modelled as an entity within the policy
model. The abstraction away from the network element approach has proved advantageous.
This flexibility is provided by the data model and the methods used to construct the policy
model. Additionally, by maintaining system usage and applying and enforcing policies in
response to this usage, the policy server of the invention makes the electronic system less

liable to misuse.

An exemplary embodiment of the invention will now be described in greater detail with

reference to the drawings in which

Fig. 1 shows a schematic representation of the data model;
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Fig. 2 shows entities that describe the solution environment or system for a virtual ISP
infrastructure network.

Fig. 3 shows a single view, together with parent-child associations defined between
the entities.

Fig. 4 shows Fig.3 with an additional view.

Fig. 5 shows an example of Policy Associations overlaid on the Environment Model.
Fig. 6 shows a policy model.

Fig. 7 shows the relationship between a request and the Policy Model

Fig. 8 shows a further policy model.

Fig. 1 shows a schematic representation of the data model. In an environment requiring the
management of concurrent sessions, such as a virtual ISP or vISP, the invention can be used
to monitor usage and enforce policies that have been applied to elements, services, geographic

regions, users or any other abstract notion.

In general, a policy model can be defined as comprising two distinct parts:

1. A model of the system environment, known as the environment model;

2. Policies applicable to the environment model

The first step in the process of defining an environment model, and hence a policy model, is
to determine what the aim of policy management within the system environment is. Once this

1s established, the implementation can be developed.

An example of an aim might be: “to manage concurrent session access in a network access

environment”’.

The next step required in the definition of an environment model is the analysis of the system
environment. This analysis will typically include a breakdown (into elements) of any
infrastructure — either hardware or software, and might also include a description of how the
system 1its into the overall business or strategic objectives of the organisation. Such concepits,
which, for example, might include products and services, may be required within the model

depending upon the aim of policy management within this system.
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The environment model is defined using a simple data model, where system components are

modelled as entities in the environment model with hierarchical relationships.
An enfity may represent one of two broad classes:

1. A single physical or non-physical object — for example, an end-user; or
2. A collection of physical or non-physical objects may be represented as a group — for
example, a number of objects might be ‘grouped’ together in order to apply a policy

across them as a common set.

An entity may have no children, or one, two or many. It may also have no parents, or one, two

Or many.

An example of an entity within this definition is a service such as a virtual Internet Service
Provider, or vISP. Another example is a geographic region, which has multiple child regions

such as the ‘US’ region having child regions ‘East Coast’ and ‘West Coast’.

Once the environment model has been defined, it is necessary to define policies that are
applicable to the said environment model. A policy is an administrator-specified directive
that manages certain aspects of the desired outcome of interactions within a given system.
This system may provide an environment for users, applications, services, and infrastructure
or any other quantifiable object which can be modelled as an entity. A policy provides
guidelines for how these different entities within such an environment should be managed in

response to interactions within the system by each entity:.

In 1ts simplest form, a policy is one or more time sensitive rules that describe some action or
actions to undertake if certain pre-defined conditions exist (an event). A policy will typically
be applied to one or more entities (policy association) — the combination of these entities
providing the key to the policy and thus the application of the policy in response to a request

referring to these entities.

A prime example of a policy would be a session limit applied to a given VISP entity. This
session limit might, for example, limit the number of concurrent sessions for the VISP to a

predefined number that may not be exceeded.
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A rule provides a logical, determinate method for performing a mathematical operation and
obtaining a certain result. Rules comprise one or more input parameters, or arguments, and

may generate a number of events in response to the rule being violated.

Rule types are provided by means of plug-in components, typically Java plug-ins, that are
managed by the policy server. Parameters for these rule types are required as specified by
each individual rule type. An example of a rule would be that if a given state count reaches a

predefined limit, then a specified event should occur.

An event 1s the outcome of a condition being met by a rule. An event can then trigger one or
more actions that will then be executed. One or more events may be linked to a single rule.
For example, an event would trigger multiple actions such as sending an email, or SNMP-trap

1in response to being called.

An action is the execution of a predefined process, such as generating an SNMP-trap or email.
The process or action type requires identification, as do the parameters passed to the action

Processor.

An example of an action would be the sending of an email or SNMP-trap to a predefined

address with a predefined message.

As 1ndicated earlier, a policy can be applied to one or more entities — the combination of these
entities providing the key to the policy and thus the application of the policy in response to a

request. Within a policy association there can be only one entity of each type.

An example might be that a given vISP, vISP1, has a limit, X, 1n the geographical region
‘East Coast’, and another limit, Y, in the geographical region ‘West Coast’ — therefore two

policies are required, one for each combination.

Fig. 2 shows all the entities that describe the system environment (in this example a virtual
Internet Service Provider (VISP) infrastructure network). The entities are grouped into specific

sets that share a common theme.
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Each of these groupings are known as views. These views provide a means of defining the
system to be modelled. In general, views should not overlap; each entity view should provide
the basis for some information processing. Views could typically be services, users, or

perhaps data.

Each view represents a collection of entities that must be modelled within the policy server.
T'he data model requires that an instance of an entity be of a specific entity type (following
standard object-oriented design principles). An entity type is effectively a single view. That is,
the view ‘“VISPS’ creates the need for an entity type ‘Visp’, the view ‘REGIONS’ creates the

need for an entity type ‘Region’, and so on.

These entity types provide a template for the creation of entities within the policy server.

Each entity type requires a definition such as a unique name to identify the entity type.

Each entity is defined with a unique identifier applied to each, along with the appropriate
entity type. Additionally, the home server of the entity needs to be identified, along with a

backup server for the case where the primary (home) server fails.

Finally, the entity should be defined as either ‘local’ to the home server or ‘distributed’. If the
entity 1s defined as ‘local’, then any data associated with the entity is located only at the home
server (and associated backup server), thus restricting requests to this entity at only the home
or backup server (during failover). This is for entities that require no roaming ability across
the Policy Model for requests — therefore state information is only required locally and is not
distributed across the whole policy server system, generating unnecessary network traffic and

load on any of the other policy servers.

However, if the entity is defined as ‘distributed’, then the data associated with it, although stil]
homed on the local server, is made accessible to all other servers throughout the policy server
System. These servers are informed of where to direct requests for the particular entity
nominated as distributed. This is for entities that require roaming ability across the whole
Policy Model — therefore state information is required across all policy servers, and is

replicated by means of an inter-policy server protocol.
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Continuing with the example referred to with respect to Fig. 2, the entities that require

definition are given as follows:

Entity Entity T ypc-a Comments

US Region Geographic region representing ‘US’

West Coast Region GeograWWest Coast’ )

East Coast Region ) Geog?::lphic region repregentimt’ __'

Southern States Region | Geographic region representing ‘Southern |
States’

Miami Region Geograp-lﬁz_regic;n re;l“gsen:c—ing ‘Miami® |

' MiPOPA I_Region - Génograp_ﬁic regfc-)n representiné ‘MiPOPA’ POP

MiPOPB :Fggioﬁ " Geographic region representing “MiPOPB’ POP _

VISP1T h_"ﬁfm_:] Virtual ISP service (1) o "'"ﬁ

VISP2 vISP Virtual ISP service (2)

'VISP3 | vISP Virtual ISP service (3) .

TserX —Wm@r —]

Usery | UserName |Userof VISP2

‘UserZ - User-Name User of VISP3 - l

The next step is to define relationships between those entities defined in the previous step

using Network Associations which are defined, as necessary, within each view.

Fig. 3 shows a single view, that of ‘Region’, along with parent-child associations defined

between the entities.

A Network Association is defined as simply a parent-child relationship between two entities.
Network Associations are used to provide a means of linking entities of the same entity type
together, which provides a means of identifying which policies should be applied to a given

request.
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A typical example of a Network Association would be the relationships between the ‘US’
entity and the entities ‘East Coast’ and “West Coast’. Both of these latter entities are children

of the ‘US’ entity.

The underlying purpose of Network Associations is to provide a means of applying policies at
multiple levels. For example, as shown above, Miami is a parent of MiPOPA. It may be
required that MiPOPA has a policy applied to it, and that Miami has a policy applied to it
also. By using Network Associations, both policies will be applied to a request entering the
Policy Model at the MiPOPA entity. However, if the request enters the Policy Model at the
Miami entity, then only the Miami policy will be applied. Therefore, it can be clearly seen

that a child entity inherits the policies of all parents and grandparent and so on.

Network associations are subtly different to policy associations. Policy associations are not
one-to-one relationships between entities, they are effectively a defined collection, or set of

entities across views.

Fig. 4 shows the case where another view is introduced into the model. It should be
emphasised that only those entities that will have policies applied to them need to be defined
in the Environment Model. ‘Any other entities are redundant, although they may provide
clarity in the design stages and in the model. For example in Fig. 4, the ‘USER’ view has
been omitted — this is due to the fact that no policies are directly being applied to users. The
only policies being applied are those held in the Policy Model, ‘Visp’ and ‘Region’ views as
shown. In fact, in using the ‘service access’ plug-in as this example does, user state
information is held in a dynamically created (instantiated) object in memory at runtime.
However, if there 1s a requirement to apply policies to individual users, then a ‘USER’ view

would have to be included and policies applied accordingly.

The first step in defining a list of policies is to look at the Environment Model and for each
policy, to link the policy together with one or more entities to which it is to be applied. Each

policy definition requires a unique policy identifier (label) and a list of these entities.

For example, expanding the previous example the policies that should be applied to entities

within the Environment Model should be identified. For example.
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Policy Requirements

Pl

Limit concurrent sessions to 20,006 through
|
this region

(For usage reporting])

P2

Entities

I

| Limit concurrent sessions to 15,000 through
| this region

L (For usage repol'tillg])

P it e e S—

| Limit concurrent sessions t-(-)-—-S,OOO“:[_]-]IOth
| this region

| (For usage reporting’)

I imit concurrent sessions to 5_0,000
(This is a total limit for VISP3 across the

| whole Environment Model)

Limit concurrent sessions to 5,000

(Policy Association — this is a limit for VISP3

Miami region)

P6

] imit concurrent sessions to 2,000

MiPOPA region)

P77

P3

Iimit concurrent sessions to 5500
(Policy Association — this is a Iimit for VISP2
only when a request 1s received through the

MiPOPB region)

Limit concurrent sessions to 3
(Policy with a wildcard® for ‘User-Name’
entity type -across all users of VISP1 limiting

each to 3 concurrent sessions only)

— e —— i O v B AP

only when a request 1s received through the '

Miami, VISP3

' MiPOPA, VISP2

| (Policy Association — this i1s a limit for VISP2 |

only when a request 1s received through the '

Mi1POPB, VISP2

VISP1, *User-Name
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' These policies are applied within the ‘Region’ view to provide a usage reporting/alarm
mechanism only, since each POP will be physically limited based on the number of NAS
ports available. Therefore, using these policies, when limits are exceeded, events and actions

are executed, messaging the appropriate systems.

A wildcard is a construct that enables a policy to be applied to all entities of a specified
entity type. It is denoted by use of an asterisk (*). It should be noted that an entity
representing this wildcard must be defined within the Environment Model for the appropriate

VIEW.

The link between the views of a Policy Model is provided by means of Policy Associations.
The idea here is to associate entities in a manner that provides a unique key to which a policy
may be applied, hence the term Policy Association. Each policy is therefore based on a unique

set of entities. Fig. 5 shows an example of Policy Associations overlaid on the Environment

Model. This is known as the Policy Model.

Should requirements change and the need for policies to be applied to users arise, then a

‘User-Name’ view must be included and policies applied accordingly.

Therefore, extending the model above with a policy applied to a user, UserZ, the Policy

Model of Fig. 6 results:

The next step is to translate the textual policy requirements as stated in the above tables into

rules, events and actions.

Continuing with the exemplary embodiment a ‘service access’ rule plug-in would be used for
the solution environment we are addressing here. This requires the following rule-specific

parameters:

1. Rule identifier (a label for each instance of a rule)

2. A predefined limit

ﬁ

3. A time period during which the policy is active



CA 02463629 2004-04-14
WO 03/034207 PCT/GB02/04666

11

Therefore, the list of policies defined earlier now needs to be expanded, identifying these

further parameters.

For example:

Po}icy Name | P1

Rule T y;e | Service Access

Limit - {20000
| Time Period Wgékd;y Oam to Sp-fn

For each rule, time constraints, events and actions are selected.

Time constraints are supported as periods. A period may be system-default or user-defined.
Time constraints are applied to rules in order to restrict the period that a rule 1s active. For
example, it may be desired that a rule only be active between the periods of 9am to 5pm on

weekdays, therefore a time constraint defining this period should be created and applied to the

desired rule or rules.

A set of time periods to constrain the active operation period of rules is defined and then
applied to the appropriate rules. Time periods are defined by start time and end time, day of

week or date.

For each policy at least one event is usually defined. This is not a requirement though, since 1t

may not be required that an event be generated when a limit is hit — events are generally only

used as a reporting/alarm mechanism.

For example, policy P1 might have an event that is triggered when the limit 1s hit. The

purpose of this event being to notify the infrastructure provider that the availability of NAS

ports 1S running critically low.
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In response to this limit being hit and the event being triggered, the event generates actions.
The process or action type requires identification, as do the parameters passed to the action

Processor.

In response to an event being triggered for Policy P1, the actions might be to alert an OSS
monitor that the limit has been reached using an SNMP-trap, but also to inform the

appropriate personnel directly by email that a critical limit has been hat.

The following sections substantially describe the details of how a client request to the policy
server is processed in order to determine the appropriate response based upon the policy

model.

The first thing to understand is the relationship between a policy server client request and the

policy model.

Below is a typical example of a client request (one which relates to the example Policy

Model):

| Service ' RADIUS |

User-Name UserZ@VISP3.com
r———
Visp VISP3.com

Region ' | MiPOPA |

[Note: A client request should only comprise a maximum of one entity per entity type per

request. The number of entities per request has no defined limat. ]

The relationship between this request and the Policy Model used in the examples throughout
this document is shown in Fig. 7. In the Policy Model the label for the Visp would actually
be ‘VISP3.com’, not ‘“VISP3’ as shown in the diagram. Also the label for the User-Name
would actually be ‘UserZ@VISP3.com’, not ‘UserZ’ as shown in the diagram. Both of these

shortened versions were provided for clarity.
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From this diagram, it can be clearly seen that each field 1n the request relates directly to each
view 1n the Policy Model. Therefore, for the given request, the following policies would be

applied by the policy server (assuming that they are active as defined by their time

constraints):
Policy Policy Requirements | ~ Entities l
[_ Name | (
P1 | Limit concurrent sessions to 20,000 through | Miami | |
k
| this region
P2 Limit concurrent sessions to 15,000 throughi MiPOPA
this region
- P4 Limit concurrent sessions to 56,_000 | VISP3
l P5 | Limit concurrent sessions to_S,OOO Miami, VISP3
| -
P8 | Limit concurrent sessions to 6 for this user UserZ
|
I N B

The resulting reply to the client (which initiated the request) will be either an ‘accept’ or
‘decline’ message depending upon the aggregate result of all policies applied to the request.
I.e. Only when P1, P2, P4, P5 and P8 (example given) all return an ‘accept’ result does the
policy server respond with an ‘accept’ message to the client — all other combinations will

result in a ‘decline’ message.

The process of determining which policies to apply to a given request based upon the Policy
Model is performed by a component called the Policy Checker. In the case where the Policy
Model is to be deployed across multiple servers, then the Policy Model should be split into
separate parts which relate most closely to the appropriate environment interfaces (RADIUS
servers etc). An example of such a scenario might be in the case of an international service
that requires high performance and scalability and deals with a heavy load in several
geographically diverse locations. Each location might have a server that services all requests

for that area.
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However, with multi-server deployment and roaming services (distributed), policy
information for a given entity is still held on a single, nominated server, but all other servers
that form part of the system are informed of where to find the policy information. Roaming
requests such as those required by international services can then be processed efficiently and

effectively.

All inter-server data exchange is performed using an inter-policy server protocol. The Policy
Checker determines the appropriate policies to apply to a given request. Once determined, the
core Policy Engine executes the rules in each policy. To achieve this, the Policy Engine must
be provided with the appropriate state information associated with each policy as input
parameters. This state information 1s stored on a policy basis on any of the servers in the

system. This allocation 1s determined during policy creation.

Where there is a need to apply a specific policy to a specific set of objects all of which are the
same object-type, a default policy 1s used. A single instance of a default policy may be
applied to this single set of object. This enables policies to be applied to a large number of
objects without having to explicitly define a policy for each and every object and then apply it

to each of them.

Default policies provide a means of applying policies to large numbers of objects of the same
type. A default policy 1s applied to objects by means of selecting their base object-type. This
object-type 1s a typical concept used 1n object-oriented development, whereby an object 1s of

a particular type as specified by a class. An object is an instantiation of an object class.

Detault policies are created dynamically based on a transaction/request. Such policies then

handle any future transactions/requests.

The example below provides all the necessary information to explain the process of default

policies and their application.

The following features distinguish the approach taken by default policy generation from any

other currently proposed in the Policy Management arena:
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1. Instances of a single policy definition are generated dynamically in response to a
new transaction/request and applied to the object described in the request. The

policy used 1s based upon the class of object to which the request relates.

2. A single policy defimtion along with the use of object-types provides the means of

applying the same policy to large numbers of objects automatically.

A system might consist of the following objects:

Object A, Object B, Object C

Where these objects are of the following object-types:

Object A: Object-type XX
Object B: Object-type YY
Object C: Object-type ZZ

Where each object-type has the following policies assigned to them:

Object-typeXX: PolicyN

Object-typeY Y: PolicyO

Object-typeZZ: PolicyP
When a transaction/request is received, which consists of a reference to Object A which is of
Object-type XX, then an policy of type Policy N 1s applied to that request, and any subsequent
requests made which include a reference to Object A. So in the case where a request is
recerved which consists of a reference to Object A and to Object C, then both policies Policy
N and Policy P are applied to the request. The term ‘applied’ implies that a unique instance of

the 1ndicated policy is created in memory and used to maintain state and provide reference the

necessary rules and actions for policy enforcement

Although the invention has been particularly described with respect to a vISP, it is also
applicable to other network access session policing applications such as concurrent license

policing and online gaming session policing.
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Claims
1. A method of management of concurrent sessions within a networked electronic system

comprising defining a model of the system to be managed, defining policies, which policies
are applicable to components of the model, wherein system components are modelled as
entities in the model with hierarchical relationships between the entities, which entities each
comprise a single physical or non-physical object in the system, wherein policies are enforced

In response to interactions between entities within the system.

2. A method according to Claim 1, wherein the entities may comprise a plurality of

physical or non-physical objects to which a common policy 1s applicable.

3. A method according to Claim 1 or Claim 2, wherein entities are grouped into sets

having a common theme.

4. A method according to any one of Claims 1 to 3, wherein each entity is defined as
local or distributed, wherein state information for a local entity is located only at a pre-defined

server and associated back-up servers and wherein state information for a distributed entity i1s

accessible to servers throughout the system.

3. A method according to any one of Claims 1 to 4, wherein representation of the model

comprises views, which views relate to a single object type.

6. A method according to Claim 5, wherein the views do not overlap.

7. A method according to Claim 5 or Claim 6, wherein the views comprise services,

users or data.

8. A method according to any one of Claims 1 to 7, wherein the entity has one, two or

many children and/or one two or many parents.

0. A method according to any one of Claims 1 to 8, wherein a policy is applied to a
plurality of entities such that the combination of said entities determines the application of the

policy in response to a request referring to these entities.
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10. A method according to Claim 9, wherein when a policy is applied to a plurality of

entities, said entities comprise one entity of each type.

11. A method according to any one of Claims 1 to 10, wherein a single policy definition is
generated dynamically in response to a new transaction/request and applied to the object
described 1n the request, the policy used being based upon the class of object to which the

request relates.

12. A method according to Claim 11, wherein, the single policy definition along with the

use of object-types provides the means of applying the same policy to large numbers of

objects automatically.

13. A method according to any one of Claims 1 to 12, wherein the concurrent sessions
with the electronic system comprise user access sessions within the networked electronic
system and the policies are defined to mandate priority of the traffic for a user with respect to

bandwidth availability.

14. A method according to any one of Claims 1 to 13, wherein usage of the system
components by a plurality of users 1s monitored and policies define what the or each user is
entitled to do, which policies are defined in response to usage of system components by the or

each user.

15. A computer program adapted to manage concurrent sessions within an electronic

system according to a method according to any one of Claims 1 to 14.



CA 02463629 2004-04-14
WO 03/034207 PCT/GB02/04666

-1/7-
e
qé e
£ ~ .
g | * 2 ¢
[l 'g ]
3 — ad e
*
2
L
Ay
* | 8
-
* %
P — % O
= =
o a4
* é’
 pa O
<
i
=1 B
&l
*
QL
- &
e
S
(]

SUBSTITUTE SHEET (RULE 26)



CA 02463629 2004-04-14

WO 03/034207 PCT/GB02/04666
-2/7- =

......................
...................................................
...................................................

llllllll
CCCCCCCCCC

...........
IIIIIIIIIIII

.............

..............
..............
........................................................
.................................................
.............................................

West Coast

West Coast

......................................................
.......
...........................
.......................

-
R
00000
oooooooo
......................

'''''''''''''
OOOOOOOOOOOOOOOOOOOOOOOOOOOOO
OOOOOOOOOOOOOOOOOOOOOOOOOOOOOOO
............................
OOOOOOOOOOOOOOOOOOO
.........

:(Users of VISPA):

........

FIG. 2

C_Us >
C Bast >

-_—

Network Assaciation

FIG. 3

SUBSTITUTE SHEET (RULE 26)



CA 02463629 2004-04-14

PCT/GB02/04666

WO 03/034207

-3/1-

Arepunog MITA
UOTIRI00SSY JHOMIIN

Aoy

MITA
dstA

¥ Dl

MITA
woI39oy

SUBSTITUTE SHEET (RULE 26)



CA 02463629 2004-04-14

PCT/GB02/04666

WO 03/034207

-4/7-

AICpUnoOf] MOTA == e e wom come

g SIS (D T e

Aonog Amug )

f!l"

¢ DId

uoneroossy Aonog
UONRBIDOSSY FIOMIIN

g

Aoy

MITA
uoI39Y

SUBSTITUTE SHEET (RULE 26)



CA 02463629 2004-04-14

PCT/GB02/04666

WO 03/034207

ATCDUNOE MOLA o= == oo e e

foyog A )

o

e e i

M3ITA
OWIBN-195)

UONRBINOSSY Aof[O0d --—————=———-
UONIBIO0SSY NIOMION

Ay

MITA
uordoy

SUBSTITUTE SHEET (RULE 26)



CA 02463629 2004-04-14

PCT/GB02/04666

WO 03/034207

MITA
OUIBN-J98S[)

L

DId

wov ARz | o
sniave | e,

woynos )

MITA
uoI3ay

SUBSTITUTE SHEET (RULE 26)



WO 03/034207

Visp
View

s3I
RO waeD
S eOEa4aa b b

CA 02463629 2004-04-14

-7/7-

PCT/GB02/04666

«® L) ...‘Q-.\. C.....C

a 0 9 »
a®h oeen
«a ad nes
T4 0 o e

re e PwY A
coaés kP e .'.&.“.

a4 4 06 a»
L N R A
»w A meo e

veaaguseaan
.- "TEE IR
TREEE R

s -age s

Py b and assesess
sUw ARy a4 &SP adPrFe
TPe P ey a uSPhe Hire

venpa flacenv anaee
sSeaen caacev eee

.'.'.‘.'.’.l.'.‘ NPRARAAA
L

\

N

L B

ST AT OSSP RN I L

2 99 oV P9y ahAamaa S uwuwePFe eI ASASHIEPIPTDE "9 9Ue O e

ssoossflovevwenva '\‘-‘. *mseagsvaananbasoes sveane

TNee e e Hsesan ey Fa o édAdadsaaDaAsSeN e L E N N NN

* 9 PSS TR OV PSbuag ~~~ 4 P9 & A9 e Y adasdaDdohe e *SREAR®S IR

L T oPe NS boa ‘ PSS R o mAdaesrP hdaASaadsase | 2 B¢ N BE 2N

ad ™ O 'FE A ENEE NK] * F & 99 00 S S ST o nhadumbdhuhoe S bR dades

evea T EE LR ER] x'l.....i‘bt.'it.i'..t.. APPSR RSN

O....i......‘ - ® 90 00 P d 0 b ved A0 HOaAaea LI 3 OB 3N BN BN N N

N I I 'EEYEEZ N KN Fy ¢ & PP S VI Oagesudtas bt bd bae *S OROSPE D

'R NI I EREENENNE N .00.. S O P S OIT IV P AN SOPA DY &y A 4 ERBREOSOOEOS

....l.......p [ N B N ® T PPPPRSABRNEASPFPAEAany LN B N I N B NI NN N B

00'1.]....'. [ B 3N N OB N I BN N S PP PRRPREDPDPSEAREadea L BN BN N B O B BN BR B I AR

asa e a®rewvaw I......'...\...'.....I....‘-. ® A SO SO O FTARART IR

awv 'EFEEXEREN ued® b sredddwvd e S EHEORFPGOPIIARNREBEBIFE SIS L BN B O BB B BN B B B BN BN BN BN BN N B

A o4 e [T ENE ] [ ENENN N N N N N ¢ PO S PS VP OIEPRAEASASGEE C N B N BN B BN BE BN B BE B B BN BE BN BN N BN AN
jao}gqoooop. SO VvEd PR biébuovanaa ® 5000 0PV AN ESaa NNy *a hvaddadtadaaEv R oesesoeon

.."I"...". 'E B X B EEEENENEERNIENENIMNEJM,] N NN N ENNENENNENREMSN A ad GG R P44 a2 oIV IPY

X XN ' EEEEE) 'EEEEEEERENERIEN-NEN N NN N B B N B ® 00 % OV I G E PREE » (B B B BN B B B BN BN BN BN BN BE BE BN BN 3 BN BN B BN N BR BN BN BN AN

[ I IR ] LI BN B B B I BN OCOOIDDQOCCQOOCOCOQCI «a kb e * AP OSOSTERPTDE L] LB B O B BLOBE B BN BN O BN B BN B BN R BN OB BN B BN BE B AR BN BN BN

FE W ) 'FE R E RN fE B EE R EESENEEENER E N [ W N aase s e P e e fuedadat AR Adrd AN AaADPSRTADROFESPDS

.l.]....... L N B ® PR B PRENE Ry umN »a 4692909 309 AN 4 g4y hmsa b P ka2 LAC BN N BN BN BN BE BN N BN N 2

»® a L N B N N N N L Y I.l...l‘l...., » *e9 PR o L L B B BN IE BE B BN N N N B N 2S00 R EW OFE AP

Q..'..l.... & kb s SR PO NG sa s L # 09 e vera Pa & A d& kPP e e 0 S AF SO SR

e e s aae e L P e S8 b buap & t\:ovvo L N PP O F S uw PR B NS AaaEBSEPRELS

!tt[oddl... b oo AN A NENREN-NN [ ] | sV e e eST PR AS PR 0ASOE LI S0 de®OPSBIRSY

9 » A desooon m-m e ¢ RO P9 &P ua LR IR N L B A N L I 3N BN BN BN B BN N N A0 ®HO IS AP

.0.1...0..' “«a s o I ERE NN NN I J 0100. "o e th s b REEDADS DO e PO 00 BDER SO
sanw 'E EEER) du o ‘T EE N N NN - * L X ] a PO SO ENEOeaa S uPpPEP RSSO L B IR N OB N BN BN B B

a4 a ' EEEERER) u G we CEEE NN N a .}. [ E N ERENERNNMN] mympvhboeopd o e A0 PO Ssanvenvy
.C-}l.l.‘. Qe D de ¥ bhag e L 2 C O NS Séd S I E RSP Aar DRSS Rad 2990 ePROodn

e "B N EE N ¢ aa sde Py as a L TR PN S b RO ARS PSR o9 SO R TOION
".l"..." aAA4aRe '.00.‘.4 Ce 9 ha géyad et aa P adrprphbrd oA o O DS T RUE O
Aw "R E RN ad » e rPrPruaa L [ ] O S o e asddbpoeondarruauwdbudrrdddnaan ST O OSSOSO

[ N N &0 v are A aan {0 PY PSS PEV EP PR AR R BER R PP QSR [ E N NN NEENNNN,]
0.[‘..‘0. a a s ISP baan P U 4N 49 8P bhoeonave A AAPraaadae o0 OO P ES PO

L I B | Sy aae 1 kRee L L BN B BN BN O BN BRI BN B OB BE BN BN B BE BN IR BN BN BN BN BE BN B B BN BN P9 T @B BPBEIS N

> a asodse e L N TP PSR RESR t..c.‘...iOOO.COUOOOOOOOOOOCCOO A oS P IPEIPPTY
oot‘-oooco .s Ssvdavetsrrvansattoansnnavay fe .
> 4 S ad S L N I 2 - L S CE S A P oo Hharad Ep t daad ¢t san b [ N "
a» ahabpe [ A%Ss LI BN BRI BN O BN BN N N BN B BN BN BN N BE BN BU BN B BN BR B BN BN BN | e e L
0.}0.... * ¢ LB I I BN | ] A pash Padadbasesh s adasrtandrans [ N ] Te9@® -
..t.b... L N 2 L v L B IR BN O BN BN B BN B BE BN BN B B OB R N B BN BN N B N aeh | 8 BN [ ]
-4 s % 4da» L ] ® adaadé» ] - dabh o a aAauveEshaavdasen [ N K [ 3 N -

a . * R PO ® * .‘. L I | ® U e PE e pPavw ltld&..tl.!ll sPu 9 @ a

* e PaAESS ® A 46 58 4 a8 » l......t- > 20 4 avis & & PO S [ I a
..{OIG.. ] ® aase» aabd ah bia oo A S haNe | N BN N BN A ...!§ a
..1...0. L N Aretoqa & b L B N AP A oa oA RREDMDR?S *eP P -

e o *S P e . ® ®» soh aavw [ N N N  EEFEEY A EE NN NN ] L N I N BN [ ]
 J & s e *o® o0 adbhbdravy » 2 maad bbb LI N ] [ 3 B B N Y & B B N N N B BN L I R B 4 -
‘..[.... N N W) . & o8 & 0 0 L B N B B e L I N IR L 25 3 N BN N BN N BN «SP e w a

N | > eew se R a b P e (B B I BE B W | ® a4 aabesarn ad e aes» L I BE 2 N 2 B BN N I BN YSPEPEDP a
..‘.... ' B EEEEEEEE R NN, a PP s S 04N R PE e L N (Y N ENNENNENEMNEMNMNNESNEINNNEZNNN N a
) S 900 'F A EE A EEEENEERNDSNEN ] PSP RTOOP [ W | 9 haad ha [ ] L N S 0D HECLERPFPFREIOREABAYESPIFAS a

e 0 ‘'l W ) 'EEEEEEEEEREENEE N T E B E R EEREY ... XEEE N E N EE R ) > * F o sanaviéssunnuesveeRty e a
[ 3 v e R B NN N NN NN NN NN S OO F OB OD SaG IHFHPAARAGSEOR TS IIO.'.O..I'!.'.OU.OO.Q a a
B EMENEN) ' A A BN EEENNE NN, SA VO AE eSS T I bORAadde FE b f. REAGQEPFPUEPPRSFPFUE SR IR ERIPIISISE a
..‘.... [ FE R EEEE ENRNEE N N B B BN ( E T RN NERERIREZ-RNIHEZ BN KB B N B NN NN TAS TS T OO N IPINPN RGP RN a e
.o L ' EE A EEEREENERENNE] S S A U S0 EAVA Y PSSR ADARSTOIROSDS A REdTRER ERBDERARDEEIRY OO SO A YN ®a
® ® a ey S a4¢gpraabatdasantsw 'Y ENEENEFEREINENENNNENJINNRWREMNNEN®EN ..lCO..O.“IO‘.l‘.O..iC m L
LW ) - s UQg U hasdOO PaATTEPPS o P9 8 dadtat st AdlPOT OTOIEYS P rag e bbb et e PESOE S L I |
' ENMENE) I AR N EEN N NBNENNERMNNN) o PSP g sanh ok drFrd2aADOIRTIE OIS PO I PP ROSEBRRERTDEEDODERADS PN L N
& B aga 'FEFNFEEBENEENNNNEREIMNJ 2 PO S PP AGEADdFAATIEPITPRPOSSIE S LI S PO ISR NP PELEPLEREPFPEECrPAane L
[ W ] 44 0 AaA 9P d &F T OPTFTOE IS a ® 42 A s Ah e DO AT SRS SIS +*«n sobd bbb dSubbbedbrae® ®an m séw
e a & a 'EF RN EFEEEEEEREENES N oud e SO O PUT OIS PREROITSLEDN L 2k I 2 LI O B O BN L BN B BN BN BN BN N NN B N BN R N s 90
'..I... ' EEENREEEREEERER N N [ N (I R XN ENNNENNNHNEIHMZ,] LR N S S umbaa o op ReS SRS oL
L 3 I P ew A adbuwddbade>POeIPP e L B N [ B BN B BE N BN 2N B BN N N B | 0 3 N T w by R d # b Bkas L BN
--.1-«- v tAade I RS IPIPFORA namn SO AV PP OSSO UVRS %= PN L N L ® &as L N
>4 » a &0 ¢ A G QA &P AT OSICTAEY S « s L3 B B BN I B N N BN N NN mnbanea &b v 8P 4 &0 0 L I N
4 m & oo A EERNEERERNEIRENNEN N aw oS SR USNARSEYVA R 2 [ [ N NN 2089 LI
...!g.. 'E B E R BEENEENYE XK, - b B EE A ENENENENEN) t..blt. * 5 O"e o L B BN LR B B
e vweéea ase "'FEEF EEEEERENENFEXK] &« AN EE NENNENHNENMIEJN [ N B b e LN K (N W
nprbh $a *a PO PSP IISPEPPEPPRPaas ] P PP RO ESIOPSISRPEYN I.'.l.‘l.. * &S0 *H > 0 - o na
& s é 'R ] 2SS PV S AEats )haasn ] S VR PO ST S Eang b e umh s b oh sebH LN N L . 2 hAaeg
¢ oarw N I ® PO VRS NP AL E Ao S [ 3 3N B BN N OB OBE B IR BB OB BN BN BN Ik BE BN B BN BN N BN BN NN N L N [ 3N B ashn
> abd dr aas B EERER EENNENNNE NINE N (I AN EER N ENNIESN N N N B IE 23 3 N B N I B N I N N > » L B e e
Arasa oS “- RO UOVWIIEP R AA S PEES D ENIOIPAR TR RNA DS N R ev W L N
"I RE R 'K X J T EEEESEEEEKE NN S PP SNV EG IV PR AS TR AP S aw vyeeonR
"B EEERBAYER 'FEIENENNNREIRMNN] P AV POt et s A Avu SBFPADOSAdSRIPeSS . *SV S9 Ré BN ARE S aa
FE AN B E ) FE W ) (T I N E X N N B N N I BN 4 BRP B U EEGSARaE SO PEAP Y S e e P aPyp pygPudarn
.....x.;p. a®spnédos bddadoa PP Ay PR SANEANANDAE BRSSP A ANT P uypgbébwwuedbhae ha
& v H &P LU I Y s PPh P rFaaa» a bbb madad advodd oA s oAy LOLERSEDIS S [ N B BN BN BE BN BE N B B BN
'Y EEE K N K ) e bbb bras e Ph pavadadaatth addAdasoOat O ETODOIESS S REa apgpamadbausr
' EEREE R, * o LB 3 N N N W N A P Hh b A uh R ASa ED D PEaAdd AR AEATE OSSO An PP FW b P A AaN
.o...ook..' & bpwb b a [N B B BN B B B B BN BE O BN BN BN B BT BN B BN BN B BN O B OB N BN N OB B N N P PEapng Nadadorw
* o4 & 0a *eeIV Pomd R ah oS PO R S I bag o oA DS E PR S PF PO PR AEavwy
'FEEEERNE. 'E R K TPOe OPh abS PaS s o A bAaa A ESErEAE PR T OO PE ST e e e védadPhace
"N I EEENX] saAas s (T A EEEREN N P 0O Ao o2 ARdbdH A0 At IS eI SPP Sy B Pasaan
M EB ENE N N S sEH PR & bd Oee ® AP AP Aa b dEEPEAOTETEE T VYD e édaqgibumbdadr
.........\".. "o & BRSO PO L B BRI B O B BN O B I B BN BE BN & BN BN N BN N BN BN N BN N BN BN N BN N BN ePP SO ROy ea

[ XA E ENNENEN N oo ra o @ bh ® b # oo md padoasd a0 AT ROOOENYNE o - s P BSOS U eI

"N EEEENENEENE] e n e s 46 a a P P A a4 A& hhBaPFDPAREEDLDPAQESIIEIFEEEETEESE amém dpaoq bbb

A EEREEEREERK, aees (AN N N N (RN E R E N B I I X N A N N N N N N N RN NN NN NN NN NNENN; ‘m Ay huyp s noen
'EEEEE] M | » e a4 n ® 5 0% 0N ABEERENEN N N 3 B B 3 3 3 N B B I B N B B B B N B B N B N B B N N B N N

L L N I
aA aa o
a e
*»0 &L

2

* RO 0
L LB
LN
L
as® b
"o Ha
* oS o
® S RS o
4«4 o0 ad s

u ¢ * B ¢ an

L L LR

.\0 abés e»

a ana AbSoa

L X as®dPeER
- saaecew dasirer

= lra.tocbaao

L L AaS oS R RSEAS
aw s

L N
®h o aa

R &SSP an
> e ba e

a4 b oad TRV INNES

4 "o "e aa

a b S0P CAROEBV VIV NI ENPBPS AR

PO F SO N P ARS Aa S

PP RSP PR RS PR 4

S e oo mA ut B D AAR OSSO RED OO ATOEOIROT OO

2R ERE I EITEETTYY.
|l yea daapapraas
T X EE A EEREENE FENX NN NENMNNEMNMNNNNTENEMNNEIMNMNIEMNNN N "eemPd hdoeasnvw

'YEEXEENEEERNEFEE N N NN EN NN NNENE NN NIMNERXNNENMNENJ NN NN NI I BB RN N
SR SEER N EF P A EOE OREIE OO O TP PO IT RIS OO FEARJEaN b SdAaanaaare»
(I EEEE RN ERENENENN NN BENNNIMNNZE N3N NENNE X BN N NN B N B NN N B BRI RN
R K B LI B BN BF BN N BN B N N

a & sPaa kes
Cll\...l.'l.'ll..l.............
I FEE EENENREEENENHNNNEIEJ B S BN N N I
a »h o 'Y A EEEREEXEEFES RN NN N N N IR I N N N NI N2
49 & 0 'TEEYARNEEEZSEEEER T EE N IR I N N N N I N B N N N N R
N Ppboa &85 00 R 9 PV VAT EASIEASPPEIIS
a 'FENIEENEBEERENENNENENNEENNEELRY 4
[ 3 B S OD BSOSV ITEE bE SO EaAaPEERaSS
‘.......'............l.
.-...0.&..............I......

" E B P

P abew
SPo Rt Hha
P®FePp u R
LI N
A b mdad
PPRSEPw e

.a .‘s.o.c‘a'o.o.\o.

LR - a® PSS

SR POPP RGN PaEOR T ED SO
SR e D bg g i Tarere
PR REYIFTOPYENOTASESES
'FEREENEENNNERMNRENYEHN ;N ]
SO SO PR VST OPY DA DML OSSN

k2 o0 e
'TEEE

Fooe ...---..‘.......----..-...

*A 45 0P2A GO PE VNS |
A4 PSS OGPAPSIESPPRPIDEG

e ad SdesPedSPean -
S ABDSCAETPSTIOIOAEPPIFEIE
AP OSSP OIEORGIAY
P AR UPESOSSIREDOA SN
S A0 BRI OEaaa
S H S A GO U PR S
40 S OB O ERprhaaa

S92 B0 e Andana

® e o9 b nliadan

TV USORYVELA S

S U O OPERAAQn

eeser yrvh 2a e

o H AR S®H>aan

a2 ana o

¢ aa &O0 e e RRFJIRPsa bl be e
0 40P &V ST RN ESE ..CI....&..Ol.."........

S hadAasaar»

a4 dhaaaa
449 9"Hh éava
B &0 as b
& 00 0PI

.'.'.'.’.'.'.'.l. conmubIEB S

* S SI S

o.loccnlclcv-n-tooo

edAnsavw

Se BRSSP Pua b OESH

AR k.".: .

S 0GBV RSTad A bEOS

S OB & R b4 4 4abooe
¢ oo RP P RARD &MU
o2 R HhH gt PO ae
PON BT PQgaEanstne

ROV BT EE OO NS

mAa p o b e se»

A W oh g by i

R4 R Peanksae

S0 QA AR APIE P IR EPED

b8 S0 ASESOS

#5 pha BFE PaAPD

Ed hbuada e T

% bvad e P ad o
apyyngadadteonn &

tP Ot pANFSOAD AR

TOw sdwdiaA R Ssansee
RADSEER daAdPESASANTYN

(T EA N EERER ENEINNEINNEINININEHRJNNIMNEZ NHENINJENINEJSEHMJHN:EJENM
XA EIEENNENENHENENMNIESRNIEJN NN 3 N B33 BN NN E N ENB NN

P PP S OE RS A APAaAST oA PO RAROEETE PO PR PRPIES Ry R
PO SO P A IS PAa S PP AT AT RPN EE RSP e
PSS ot 0 ¢ PR QAPE AR AL PP AEDPPEDRPIEIYSIA D
A EERENENNERENNENINENINNENNEHNIMNNEMNGHEMNIMIEIMNEIEZSY 4
PO AR PO D ON AR OEDPED AT PP AN»E I
Re® bbb haAPsaARPASOROESASITF ORI AN
' EEFENENNENNENNEINHNENRJNNENEJNJNNENEMNMEH;]
«Saa b AAFSEIA®IAARANDOTORNDEDFIFPEN
8 2d A & oA addPRad o 2a SOd IR
¢4 P S ASPOAPESTATNOEUEFIDRPRPEIVIEDN
aPh PAR SAEAASETFISPIPAE STOIOSASPBTPRERIPRSTTYS
CE DD O AP AR DA AR SPVITIDOSOPFS I
4 P AR ASAPIOTT ATV O BRSSP RIIITS
A E S ASGOAGROSTIARROENIPESRIEIY
PR AG D IS USSP PRSP RENRPEAERPag

P99 0 v g

U B IR 3K B JE BE BN B AN J

LEE IE BN I B BN B BN IR BN BN N )

m A4 & sprdaedan

4 ad P ea s an»

addapsd ads ann»

4 44 dpasdqgavun s

v 4 AP AADOS AN SH
[ R N N X XK NNNNN N ]
S 5 50 AaaasOP A
«a Ay P PAAQOSASLAADAR
AA A bAavPdBRE S P
A0 P AP ARSI S

FIG.

Q0 IR EE O DEBSOIHAea

P94 BSOS PPITVSY

$ A Agehy e s R EBEPERP

B a9 0aaadh L 2 J
A4 A4 »» LR A N
aphéet e LR B
TR SAsS B L B B 4
nAbhaanse “a P PROP

a4 &g p b arPsosvevhragarasessna

LI B 28 BN B L B

4 b4 h &0 a4 SO0 N

Awpese " e4q
A4 & o P sew
u g e nd LN N
by PO S L ]
[ 3 B B @
L N [ ]
"BV RDAP L
o e dap
SR hu @
L N N
seona©Bn
L N
s o9 s
> o0 40
*sB 09 &
B es YveE

i

ANXA ¢ A9 ah va »
[ I Qadhve v aa
| N ] e o a as sa s
.O{OODDCOOOQ

L 249 e w9
CEL B BRI
LA K N
e PV S
*P e

LB L B B Y O

P "9 av e ey
vso4edaapy
adPadaaanrn
(2 B BN B AN
savadan
sedededan
a9 b A dea o
s s st t ey
e mNaEgday
PO VeSS SIS
S0 AaA®IS ENS

LEL B B I L
B &4 ePSsea

dSajpaveny

[ N N I X N N NI RN NN NN NN
LB BN IR B BN N 2 B BRI BN BN N BN N NN J
[ E N Y NENNNENNENNNEIMNJE
¢S S v A RDESPOVESDODNAE G
' TR ENEERENNERENNNENIMNENNIN )
[ E N N ENNENNNREEFENMNNENNENN)
rudbvave basw idPsooenese?d

LI N ‘LA N N

NN NN ENEEREENEENENEMN

s9 0y
»

sy

* > F >rF o »
A ad 488 0
aa e 4&ss L
aaadesen

A JIEEeH »

(N NN N NN ENNENNEINNMNNENEMNIEZH;EN®EJ
e & AP PaAPRSOAR SV OO EREBRE S
o6 A A S PG AaPARAREDPSTFBEREPOREITUY
*Hhaad PassdalaBPVFIAaASsIOISEIY TS

aReSTd>IS VI

LR | #0000 & 00 ¢e

BT A RD AP

0‘:0010 "TEEX]
b aane sessPa
ane TENENE!
een saesean

[
L
499
BV

eod as OO OES

- s &t osar

& 556423 0aafd s esn»

4 26 v rd A0 A4 4t FPhAGRERSPARD

® P b Phad aRdah B dd by

S o AN AL E PEDALbasaadadn e

[ ] AP P APASARAANEDDHIESaA

« 8 &b dlugavosasddbrateddsrare

9@ L SPEA S Naaastbee

LR BN I N R B N B BB B N B BB B BB BB

LI B B BB B AL B B B

S P bu b b b ad b badhacn e

40 0t Hada tHARSECTEAPISIIET BN

TR ERILEZERIEEXEY
SAANAR ABRD AOORAAD
ae e
se aba
A& e
A 4Aawbdaqe
artg ey
" 49
advoanaqe
« Ay
'EENEN
neeas vy
s eavwsews

eSS PSR
S PE FO B
4 & éaa s>
4 S VP PR

ha &G A® S

A4 ua s ohe

dudaads
A 4adaabdeee
cseda s b
LI BB N

R av R e PP .0

"
’. L 20 N X O I B BN B B IR BN BN BN B I B B BB N BE BN

S 09 4 s *as®eov e
oo v hau P R oe koo
S 09 ¥ B SaAaveae doo
o SR - aw PAaAATES
*O P Ba - a b advaqs
» & B 9P % [ ] S 000 de D
' K] 4 & 4 PFTASSaArN
'E BN K| [N N a«a P oaare an
aPrPna 4 e & Q& oo
rEe w9 «a 9o S Adpgave b
' X K| ~ N N N dh duw daer
[ I I &4 dbaw LI I B N N
hAEawae A abeywpae S Aatbhswvet a

SaeEpErrbaAaveErse

9 »d o ®
.....0.....\‘
S Suw Gg& &bhean ®
CH N N RN BN E NN NN N
YT EEEEEEEEEEEEENR NN R NN N N N N

EEEENEEIEEEERREYNN ) ' I AN EEEE R FE R RN EEEE NE NN N NN LR
IR N RN XN ENEENNEL TRNNN N NI A NN NN NN RN NI AR

' FE L E I ENFETE N
SP R PV SSOET AR a
SPRPEISISIASFAES
AN BN ENREEREEN]
[ E X EN NN ENWERE]
ARG g P eeE D
TENERNEIERE.

'FEEASEIEEEEENE N EEEEEE R E B I B O B BN 3 B I BN BN O BN B BN B N N X BN J
'S EEEEEEEREEEEEEEEEEEE N NI B NN BN NN B E B BN NN NN
'Y EEEEIEETTEETE N EEEEEE o iy I O O I B BN BN O BN BN B BN BE K BN 0 BN B N )
"'EEFERNILEEENE RN ERNENENNE N E N NN EZJ N BB E BB N NN N
' ERFEEIEEEENEFEEERERENR N E NN N N BN I NN NN B NN RS NN NERRE
"EEEBIEEEEE EAEEFEEREER RN NN NI N NN NN BN NN NN I E N E IR N
WEEXEEIEESEETTEEEEE FEEE R N NN N N I R N N NN B B2 N NI N NENNN

US SERVER

a Reag@ad®a s a
-9 v hd o gaaras a2 ane [
1-... (XX EEEEXYT i acsaraa s
® YEXERL XEXEEXT Cavaas .
'Y ELEEER 'YER K et ubaa A a
sfovee s saea 'Y EREER) »
AERMEEEIR N saeap R
& ayfscecassns ' R mesew P
T EEIE iR XY ® sSpyvaan a
aRssBIAUBBIY ae aapae -
A B PRGBS REN ® TYIEKE -

A s Rapy b Ppda b w
SR S ST AP SE RS

S ST ORPEPEY PR G
S e S SRR IOPRDN

* SOV OSRBRPIFPIYFPRY
L B B BN N OB B BN BE N N

A v A SEBRassH

»4dq9OoeRosen
S A9 PRSI IENA
S B L B N I B
« 9O BE S ORA

sSe B PR B
SR PE
*® &b
LI

> OO0 S PR YV T BSOS AED OO PPARATS PRSI IE B
S OP ST N e A hbPAAATADSDOERED DS RPIYE S
S C OV VS B EBhFA SO ARD AT OO REI NN
G0 09 O SO PP AR EAFAEPASPAAED PO T T A

b g ha DO
E e ndAdpbtadd»
»ER A Abbhea
PAaBPgEERDRPIAE

® k4 9% 909 L BN
L IR N BN BE N B N L N J
R &S B OO L I |
Be OSSO o LN 4
" Al ®Ahd e ®
PHh ¥ P owe »
P Ee b as e
> ada oae
ma vy awn
0 &b Psen
aa rPruaed
3R BB B
S P oS oA
LI B B N B
S 00000
L N A M
P asee e
LN N NN
(O N I N N
(A AN NN
" o0 va

L BN BB

4 uEme bE e

L NN N

NeS e BRESe

P PR GSad s

S 00 5 E® P P I H OSSR AR O AR

PSR S IR PP énayerowadaerraaisdiaanaans

HAQAEPFOOSPET IOV IINVNIFPANSISARGTEARpgarrarw

A PAS OTF P FD T ORI OUT ORI EAT IS hana

O SR AR APAAA S OSEBATDIEOOOR PRBaAaBE BE4&
sap o RPupEay
s oevacv vuff
YA REEXRER
TR EEEY
"TYE R
senon o

X R

B0 OFO NN IEP VIR EITTI IR PSP RV Adase oo

S0 FeOeN ST PERIFSNEBEPRAGARR A

EH AR SESAECASOS IO TR OTIFONADPEINNOaNE

4 PP A B OT OO PPV OO PFITESOSETE OSSN

'FENERNE NN NN ERIENNNN I NIENMNJMNIRESIRIEMIMHEMNNEMNJB NN

4 0 04 00900 FEOOATVINASSGEINESEIRS

S 594 02 bAaS AASASsDOOSTESSOSANDPTEOIE SO

WO O AA &V S EPEREBOETFLANADLRPEARed s

AP0 ON S HADSEREDEnDdanh

& OF SR S¢SV I e

* DO npadtd bod FOPEOSE SO EEN

o« bbb wpd o b bypa

A EE X

41 085 60095 B hqgevasnotr o

>N b
L 8 B
L B R
LI |
45 B8

S 0 P A TS PO PP RIPY
T E TR EENEEERENENNE N
® 3P o e ada s

e R P PSS S oA na

FTYEYEERIEE
AassR SRS ERNTS
> b avpe

SUBSTITUTE SHEET (RULE 26)



e

|
ok

Rule

**

1

ok

%



	Page 1 - abstract
	Page 2 - abstract
	Page 3 - abstract
	Page 4 - description
	Page 5 - description
	Page 6 - description
	Page 7 - description
	Page 8 - description
	Page 9 - description
	Page 10 - description
	Page 11 - description
	Page 12 - description
	Page 13 - description
	Page 14 - description
	Page 15 - description
	Page 16 - description
	Page 17 - description
	Page 18 - description
	Page 19 - claims
	Page 20 - claims
	Page 21 - drawings
	Page 22 - drawings
	Page 23 - drawings
	Page 24 - drawings
	Page 25 - drawings
	Page 26 - drawings
	Page 27 - drawings
	Page 28 - abstract drawing

