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1. 

METHOD FOR CONNECTING CALLS 
BETWEEN AN PMULTIMEDIA SUBSYSTEM 

(IMS) DOMAIN AND A CIRCUIT SWITCHED 
(CS) DOMAIN 

This application is the National Phase of PCT/KR2007/ 
002570 filed on May 28, 2007, which claims priority under 35 
U.S.C. 119(e) to U.S. Provisional Application No. 60/814, 
062 filed on Jun. 16, 2006 and under 35 U.S.C. 119(a) to 
Patent Application No. 10-2007-0029859 filed in Republic of 10 
Korea on Mar. 27, 2007, all of which are hereby expressly 
incorporated by reference into the present application. 

TECHNICAL FIELD 

The present invention relates to a method for connecting a 
call between an IMS domain and a CS domain. 

BACKGROUND ART 

Unregistered services refer to services performed instead 
of a session requested by a calling party, although the calling 
party requests to establish the session via an IMS domain with 
a target UE (User Equipment), since the target UE has unreg 
istered in the IMS domain. Here, the term “unregistered 
means a state that the registration in the IMS domain has not 
been done. For example, the unregistered services may 
include a Call Forward service, a Voice Mailbox service, and 
the like. These unregistered services are based upon Subscrip 
tion. That is, the unregistered services are performed only 
after a UE has subscribed the corresponding services. 
The subscription based unregistered service under an exist 

ing IMS framework was processed according to an iFC (Ini 
tial Filter Criteria) in an S-CSCF (Serving-Call Session Con 
trol Function). That is, once an IMS UE (User Equipment) 
(or, IMS terminal) has subscribed an unregistered service, the 
corresponding information is stored in a HSS (Home Sub 
scriber Server). In particular, the HSS records that the IMS 
UE has subscribed in the unregistered service and generates 
the iFC for the IMSUE. Therefore, when the IMSUE, which 
has subscribed the unregistered service, is in unregistered 
state to IMS domain, and when the S-CSCF receives a request 
for establishing a session with the UE, the S-CSCF can 
receive information (contents) related to the corresponding 
unregistered service from the HSS to transfer the session to an 
AS (Application Server). 

Hereinafter, how to process a Call Forward among the IMS 
unregistered services will be described with reference to FIG. 
1. The Call Forward is a representative IMS unregistered 
service. Preconditions as follows may be required in order to 
execute the service. 
UE-B has subscribed a Call Forward service and but is in an 

unregistered state to an IMS domain. 
UE-B has set a Call Forward for a session received from 
UE-A. 

UE-B has set a Call Forward for every session received. 
Upon subscribing the Call Forward service, iFC is installed 

in the HSS So as to enable performing of a triggering logic for 
the service. 

FIG. 1 is a block diagram illustrating a Call Forwarding 
process in an IMS domain according to the related art. For the 
sake of explanation, the components in FIG. 1, such as HSS, 
I-CSCF and S-CSCF will be briefly described. 

First, the HSS is a user information database evolved from 
HLR. The HSS supports IMS entities performing session 
control. The HSS stores user-related subscription information 
related to a multimedia session control, namely, user profile 
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2 
information including user position information, security 
information for user authentication and user permission and a 
user-subscribed service. The HSS uses DIAMETER proto 
cols (e.g., CX, DX and Shinterfaces). 
The CSCF is a type of SIP (Session Initiation Protocol) 

server which processes a SIP signal in an IMS. The I-CSCF of 
the CSCFs is located at the boundary of a management 
domain when no border function exists. The I-CSCF provides 
an IP address thereof to a DNS of a domain such that a server 
in another domain finds the I-CSCF to use it as an input node 
of a network. The I-CSCF uses the DIAMETER (e.g., Cx, Dx 
and Shinterfaces) to query the HSS as to the user's location 
and transfers a SIP message to a S-CSCF serving for the user, 
which is known by the querying. 
The S-CSCF is generally one of SIP servers as a central 

node of a signal layer to perform a session control. The 
S-CSCF always belongs to a home network. The S-CSCF 
may download a user profile from the HSS or upload it in the 
HSS using the DIAMETER (Cx and DX interfaces). The 
S-CSCF also binds the user's location and the SIP address, 
upon the SIP registration by the user. In addition, the S-CSCF 
is included in a path of every signal message to thusly inspect 
every message, determines a server to provide a service, 
routes a SIP message to an application server and performs 
policies of a network operator. 

Referring to FIG. 1 to explain the Call Forwarding process 
in the IMS according to the related art, UE-A sends an 
INVITE request to a S-CSCF#1 (S101). The S-CSCF#1 hav 
ing received the INVITE request performs a service logic to 
obtain an address of an I-CSCF (Interrogating-Call Session 
Control Function) allocated thereto (S102). The S-CSCF for 
wards the INVITE to the I-CSCF with the obtained address 
(S103). 

After receiving the INVITE, the I-CSCF sends a location 
query for location (position) information on a termination UE 
to the HSS (S104). The HSS then sends the location informa 
tion on the termination UE to the I-CSCF in response to the 
query (S105). The location information may include an 
address of an S-CSCF to which the INVITE is to be sent. After 
receiving the response, the I-CSCF sends the INVITE to an 
S-CSCF#2 using the address received from the HSS (S106). 
The S-CSCF#2 receives the INVITE message and then 

receives a user profile from the HSS. And, the S-CSCF#2 
performs a service control based upon an iFC stored in the 
user profile (S107). The iFC may include several information 
related to an unregistered service subscribed by the user. The 
corresponding iFC may also include an address of an AS 
which is capable of performing the Call Forward. The 
S-CSCF#2 sends the INVITE message to the AS with the 
address of the AS included in the iFC (S108). 
The AS having received the INVITE performs a service 

logic for the Call Forward (S109). After performing the Call 
Forward function, the AS generates a response message indi 
cating that a call should be forwarded to a specific address and 
sends the generated response to the S-CSCF#2 (S.110). 
The S-CSCF#2 transfers the response message to the 

UE-A (S111). The UE-A having received the response mes 
sage re-sends the INVITE to the specific address included in 
the response message (S112). 
The iFC previously mentioned will now be described in 

more detail. 
The iFC filtering may be used to process an initial SIP 

request. The S-CSCF may use the iFC in order to determine 
whether to process the received SIP request. The iFC may be 
stored in the HSS together with the user profile for manage 
ment. The S-CSCF may receive the iFC from the HSS when 
the S-CSCF receives a request for registering in the IMS from 
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an UE or when the S-CSCF receives an INVITE message for 
the unregistered service. The iFC is available in the S-CSCF 
for the user's registration period. The iFC may include infor 
mation as follows. 
AS address: This is an AS address to be accessed for a 

specific subscriber. 
Default handling: This includes contents (information) as 

to whether to give up a trigger having low priority, to 
open conversation or the like. 

Trigger point: This is information received from the HSS 
and defines SPT for a specific application. The S-CSCF 
analyzes filter criteria when receiving an initial SIP 
request. When the initial SIP request is identical to spe 
cific filter criteria, the S-CSCF performs a function of 
delivering (proxying) the request to a predefined SIP AS 
or the like. 

As described above, in the unregistered service procedure 
according to the related art, a user performs the Subscription 
to the corresponding service and then information related 
thereto is stored in the so-called HSS with an IMS framework 
in a format of iFC. Generally, the S-CSCF receives a user 
profile by accessing the HSS. That is, the S-CSCF evaluates 
the iFC when receiving an initial request. Even for this, the 
corresponding triggering point should be previously installed 
in the iFC by the registration. 

However, since a CSI (combination of CS (Circuit Switch 
ing) and IMS (IP Multimedia Subsystem)) is a non-subscrip 
tion based service, no iFC for the CSI exists separately. 
Accordingly, in case of a CSI interworking, namely, in case 
where an IMS UE sends an initial request to a CSIUE, if the 
CSI UE is in unregistered state to IMS domain, an IMS 
domain may send a response message Such as 400 Fail or the 
like to the IMS UE. 
A detailed example therefor is illustrated in FIG. 2. 
FIG. 2 is a block diagram illustrating a process in which an 

initial request received from an IMSUE is failed since a CSI 
UE is in an unregistered State. 
The procedures illustrated in FIG. 2 are performed as fol 

lows. 
An IMSUE is in an IMS registered state but a CSIUE is in 

an IMS unregistered state. 
The CSIUE has no subscription for an unregistered service 

(e.g., Call Forward, Voice Mail Box, etc.). 
As illustrated in FIG. 2, the IMS UE sends an INVITE 

request for the communication with the CSI UE to the 
S-CSCF2 (S201). 
The S-CSCF2 performs a service logic, and then the 

S-CSCF#2 acquires an address of an I-CSCF. The S-CSCF2 
sends the INVITE to the I-CSCF using the acquired address 
(S202). 
The I-CSCF sends a location query to the HSS in order to 

obtain location information related to a termination UE 
(S203). The I-CSCF then receives the location information 
related to the termination UE from the HSS in response to the 
location query. The location information may include the 
address of an S-CSCF to which the INVITE message is to be 
sent. The I-CSCF sends the INVITE message to the S-CSCF1 
by the address included in the information received from the 
HSS (S205). 

The S-CSCF1 receives a user profile from the HSS and 
performs a service logic based upon the iFC stored in the user 
profile (S206). The iFC may include several information 
related to many services subscribed by the user. Here, the iFC 
indicates that the CSIUE is currently in an IMS unregistered 
state and has not subscribed an unregistered service. The 
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4 
S-CSCF1 does not find an iFC matched with the initial SIP 
request received and thus sends a Fail message to the I-CSCF 
(S207). 
The I-CSCF having received the Fail message sends a Fail 

response message to the S-CSCF2(S208). The S-CSCF2 then 
forwards the Fail response message to the IMS UE (S209). 
As mentioned above, even if the termination side is the CSI 

UE, since the CSIUE is in the IMS unregistered state, it fails 
to set up a session. That is, since the CSI is a non-subscription 
based service, no method has been provided to send an initial 
request received from an IMS domain to a CS domain in case 
of the unregistered state of the CSIUE. 

DISCLOSURE OF THE INVENTION 

Therefore, it is an object of the present invention to provide 
a call connection method by which a call is transferred to a CS 
domain according to information as to whether to perform a 
session transfer in case of receiving a call connection request 
message via an IMS under the state that a terminal is in an 
IMS unregistered state. 

BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 is a block diagram illustrating a call forwarding 
process in an IMS according to the related art; 

FIG. 2 is a block diagram illustrating a process in which an 
initial request received from an IMS UE is failed under an 
unregistered state of a CSIUE; 

FIG. 3 is a block diagram illustrating an example of dereg 
istration according to the present invention; 

FIG. 4 is a block diagram illustrating another example of 
deregistration according to the present invention; 

FIG. 5 is a block diagram illustrating another example of 
deregistration according to the present invention; 

FIG. 6 is a block diagram illustrating an exemplary method 
for connecting a call in accordance with a first embodiment of 
the present invention; and 

FIG. 7 is a block diagram illustrating an exemplary method 
for connecting a call in accordance with a second embodi 
ment of the present invention. 

MODES FOR CARRYING OUT THE 
PREFERRED EMBODIMENTS 

To achieve this aspect, there is provided a method for 
connecting a call in a server for performing a call connection 
function with respect to at least one terminal, the method 
comprising: receiving a first domain call connection request 
message for at least one target terminal from at least one 
terminal; checking user profile information related to the 
target terminal; and selectively performing a call transfer 
toward a second domain based upon the user profile informa 
tion. 

In accordance with another aspect of the present invention, 
there is provided a method for connecting a call comprising: 
transferring a message including information as to a call 
transfer operation toward a second domain to a server during 
a deregistration of a first domain; receiving a call connection 
request message via the second domain from the server; and 
sending a response message for the received call connection 
request message to the server. 

Reference will now be made in detail to the preferred 
embodiments of the present invention, examples of which are 
illustrated in the accompanying drawings. It will also be 
apparent to those skilled in the art that various modifications 
and variations can be made in the present invention without 
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departing from the spirit or scope of the invention. Thus, it is 
intended that the present invention cover modifications and 
variations of this invention provided they come within the 
Scope of the appended claims and their equivalents. Also, the 
same reference numerals in the drawings define the same 
elements. 

In general, the term “deregistration” means an action that 
an IMS UE which has already registered in an IMS domain 
releases its registration in the IMS domain. Thus, when a CSI 
UE is in an IMS unregistered state through a deregistration 
process, the present invention may support a call transfer 
from an IMS domain toward a CS domain according to setup 
information indicating whether to perform a session transfer 
toward the CS domain. 

It is possible in the deregistration process to provide a 
network with information indicating that a CSI UE can 
receive a call connection request message via a CS domain 
instead of an IMS domain, although a calling party sends the 
message via the IMS domain. 

In order to transfer a session toward a CS domain even 
when a CSIUE has been unregistered in an IMS Domain, an 
IMS core should have a criteria for determining whether to 
transfer the session. For this, in the deregistration, the CSIUE 
should inform the network of related information, namely, 
information indicating that it is a CSI UE and it desires to 
receive a communication service over a CS domain even in 
the deregistered State. 

To achieve this, the present invention will exemplarily 
provide a first method of using an existing CSI capability 
indicator, a second method of using a new CSI deregistration 
indicator based upon uses (purposes) and a third method of 
storing a CSI capability indicator received during a registra 
tion process in a S-CSCF and using the indicator. 

The first exemplary method of using the existing CSI capa 
bility indicator will now be described with reference to FIG. 
3. 

FIG. 3 is a block diagram illustrating an example of dereg 
istration according to the present invention. Prior to describ 
ing the example of FIG. 3, a CSIUE sends to an IMS core a 
so-called CSI capability indicator in order to inform the CSI 
AS of its CSI capability during a registration process. Simi 
larly in an exemplary deregistration method of FIG.3, the CSI 
capability indicator of the registration process can be used 
even in a deregistration process in order to inform the IMS 
core that it is the CSIUE and to request to transfer a session 
toward a CS domain under an unregistered state. The CSI 
capability indicator may be used during the deregistration 
process in a different manner. That is, during the deregistra 
tion process, the CSI capability indicator is used to inform a 
S-CSCF that the corresponding UE is the CSIUE and to 
request to transfer a session under an unregistered State of the 
UE 

Explaining the deregistration method with reference to 
FIG. 3, the CSI UE sends to a S-CSCF1 a deregistration 
message including a CSI capability, or a REGISTER message 
including not only a CSI capability but also an indicator for 
deregistration, i.e., an expiration time set to 0 for deregis 
tration (i.e., REGISTER (CSI capability, expire=0) mes 
sage) (S301). The value 0 of the expiration time (i.e., a 
continual time of a register) denotes the state that the con 
tinual time of the register is 0, namely, a deregistered State. 
The CSI capability information denotes that the correspond 
ing UE is the CSIUE. 
The S-CSCF1 receives the deregistration message (or, 

REGISTER (CSI capability, expire-0) message) and then 
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6 
performs the deregistration so as to delete every profile 
related to a public user identity desiring to be deregistered 
(S302). 
The S-CSCF1 sends to an HSS a command of CX-Put 

(public user identity, private user identity and keep S-CSCF 
name) including state-changed contents for storing an 
S-CSCF name in the HSS for a CSI interworking (S303). The 
HSS sends a response with respect to the CX-Put to the 
S-CSCF1 (S304). Here, each parameter of the CX-Put (i.e., 
public user identity, private user identity and keep S-CSCF 
name) denotes as follows: The public user identity is the 
public user identity of the CSIUE which performs the dereg 
istration. The public user identity may be stored in order to 
perform the CSI interworking under the unregistered state. 
The private user identity is the private user identity of the CSI 
UE to perform the deregistration. The public user identity is 
an ID useable for an end user, while the private user identity 
is an ID usable in a network. Also, the keep S-CSCF name 
denotes information including the name of an S-CSCF having 
an iFC for the CSI interworking of the CSIUE which per 
forms the deregistration. The parameters will be re-described 
later. 
The S-CSCF1 sends a response to the CSIUE to inform the 

successful deregistration (S305). By completely performing 
the steps of S301 to S305, the deregistration method of the 
terminal according to the first embodiment can be imple 
mented. 

Hereinafter, another embodiment using a new CSI dereg 
istration indicator according to uses (purposes) will be 
described with reference to FIG. 4. 

FIG. 4 is a block diagram illustrating another example of 
deregistration according to the present invention. The dereg 
istration method including the steps S401 to S405 illustrated 
in FIG. 4 may be implemented according to the same opera 
tions as those in the deregistration method in FIG.3 except for 
the following differences. 

First, the CSI deregistration indicator at the step S401 is a 
newly-proposed indicator. That is, the deregistration method 
in FIG. 3 uses the CSI capability indicator of the registration 
process at the step S301. However, the deregistration method 
in FIG. 4 proposes a new CSI deregistration indicator. 

Second, the newly-proposed CSI deregistration indicator 
may be either sent by the CSI UE upon the deregistration 
according to purposes or not. For example, in case where the 
CSI UE is turned off, the CSIUE may not send the CSI 
deregistration indicator, since the CSI AS does not have to 
transfer a request for establishing a session with the CSIUE 
toward the CS domain. Also, if a user of the CSIUE does not 
want to use the functions of the CSI UE under the IMS 
unregistered State, the CSI deregistration indicator may not be 
sent for the IMS deregistration. However, in case of a simple 
IMS deregistration, the CSIUE sends the CSI deregistration 
indicator Such that it can use the functions thereof even in an 
IMS unregistered state. 

That it, according to the uses, the indicator may be included 
in the deregistration process when desiring to transfer a ses 
sion toward the CS domain under the unregistered State, and 
the indicator may not be included in the deregistration process 
when not desiring to use the functions of the CSIUE under the 
unregistered state of the CSIUE and when the CSI UE is 
power-off. 

Another embodiment of storing the CSI capability indica 
tor received during the registration process for use will be 
described with reference to FIG. 5. 
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In general, during the registration process the CSI UE 
sends to an IMS core a so-called CSI capability indicator in 
order to inform the CSI AS that the CSIUE desires the CSI 
interworking. 
The CSI indicator may be used for a third party registra 

tion. That is, the S-CSCF performs the third party registration 
into the CSI AS when receiving the corresponding indicator 
from the CSIUE. However, in the deregistration method of 
FIG. 5, in order to use the CSI service under the unregistered 
state, the CSI capability indicator received upon the registra 
tion may be separately stored in the S-CSCF. That is, the CSI 
capability indicator which has been received upon the regis 
tration can be stored by using specific variables and then 
storing it in the specific variables. Accordingly, the S-CSCF 
can recognize that the corresponding UE is the CSI capable 
UE. When receiving the deregistration message, the S-CSCF 
may determine whether the variable has been set in relation to 
the corresponding UE. If the variable has been set, the 
S-CSCF may recognize the corresponding UE is the CSIUE. 
Accordingly, the S-CSCF may perform an operation to Sup 
port the CSI service in the unregistered state. 

FIG. 5 is a block diagram illustrating another example of 
deregistration according to the present invention. As illus 
trated in FIG. 5, the CSIUE sends a REGISTER message for 
the registration to the S-CSCF1 (S501). Here, the CSI UE 
may include a CSI capability indicator in the REGISTER 
message such that it can inform the S-CSCF1 of its CSI 
capability to allow the performing of the 3' party registra 
tion. 

The S-CSCF1 sends 200 OK in response to the registration 
(S502). The S-CSCF1 checks the CSI capability indicator and 
stores the checked information in a specific variable, thereby 
confirming that the corresponding UE is the CSI capable UE. 

Then, the S-CSCF1 checks whether to perform the 3' 
party registration (S503). The S-CSCF1 sends the REGIS 
TER message to the CSI AS according to the CSI capability 
(S504). 
The CSI AS having received the CSI capability from the 

S-CSCF1 adds (includes) the corresponding UE to a CSIUE 
list managed by itself (S505). The CSI AS then sends 200 OK 
to the HSS in response to the successful addition into the CSI 
UE list (S506). 

Name of field 

Private user identity 

Public user identity 

Unregistered state related 
service 

Implicitly registered public 
user identity set O 
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The registration process is performed by the steps S501 to 

S506. The deregistration process will be described by the 
following steps S507 to S511. 

That is, the CSIUE sends to the S-CSCF1 a deregistration 
message, or a REGISTER message for deregistration which 
includes an expiration time set to 0 (i.e., expire–0) (S507). 
The S-CSCF1 having received the message performs the 
deregistration so as to delete every profile related to a public 
user identity desiring to be deregistered. Also, the S-CSCF1 
determines whether the CSIUE has the CSI capability by the 
comparison with a previously stored variable (S508). If it is 
determined at the step S508 that the UE has the CSI capabil 
ity, the S-CSCF1 sends changed contents to the HSS by a 
CX-Put command (e.g., state change, etc.) (S509). 
The HSS then sends a response with respect to the CX-Put 

to the S-CSCF1 (S510). 
The S-CSCF1 sends a response to the CSIUE to inform the 

successful deregistration (S511). It can be noticed that the 
operation of the step S509 is the same as the operation of the 
step S301 in the deregistration method of FIG. 3. 
AS Such, the deregistration method according to the present 

invention can be implemented in various embodiments. 
Hereinafter, a call connection method in accordance with a 

first embodiment will be described. 
The first embodiment is implemented such that CSI related 

information as to a CSIUE is additionally stored in the HSS. 
In related art, since the CSI is a non-subscription based ser 
vice, and since the user and the CSI service do not have much 
commonness, the CSI related information may not be stored 
in the userprofile of the HSS. Thus, when the CSIUE is in the 
unregistered state, a request forestablishing a session with the 
CSIUEreceived via an IMS domain may not be transferred 
toward the CS domain. 

Therefore, in the first embodiment of the present invention, 
whether an UE is a CSIUE is checked and additional CSI 
related information may be stored in the HSS, such that the 
CSI service can be available in the unregistered state. In 
general, the HSS may store the following data in relation to an 
IMS. These are used in every embodiment of the present 
invention, which can be indicated as shown in Table 1. 

TABLE 1. 

Description 

This is an ID to identify a subscriber used in IMS, namely, an 
ID used only in a network. 
This is an ID to identify a public user, such as an e-mail. One 
user can have several public user identities, each of which is 
associated with a private user identity. 
This is a parameter defining whether an identity is associated 
with a service under an unregistered state. This is permanent 
subscriber data in HSS. 

This is a set of one or more public user identities. This is a set 
public user identities which should be simultaneously 

registered when one user identity is registered. 
S-CSCF name This is the name of S-CSCFallocated to an IMS subscriber, 

i.e., an UE, when the UE is registered in an IMS domain. 
AS name This is the name of application server to host public user 

identity. 
FC Several sets of iFC are stored in HSS for each user. FC 

contains information related to an application or services 
requested or registered by a user. 

CSI deregistration This is information as to whether to perform a session transfer 
function toward a CS domain when the corresponding public 
user identity or UE (or URI) is under an IMS unregistered 
state (deregistration). 
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When the CSIUE performs the deregistration process, the 
S-CSCF1 switches the registered state of the corresponding 
identity into an unregistered state based upon the CX-Put. 
Here, by setting the CSI deregistration, even when the CSI 
UE is in the unregistered state, the S-CSCF does not send a 
Fail response message with respect to the SIP request but 
transfer the SIP request to the CSI AS for processing. 
Although the CSI is not the subscription based service, the 
CSI should be performed even in the unregistered state. 
Therefore, the CSI may be added to an unregistered state 
related service as a type of unregistered service. 
The significant features as follows may be obtained in the 

first embodiment of the present invention. 
First, the S-CSCF adds data indicating that the UE is 

capable of CSI and the name of a specific S-CSCF to the HSS 
by using a command provided via a CX interface. Such as 
CX-Put. In order to add the data indicating that the UE is 
capable of CSI, the present invention provides a exemplary 
way to add a CSI interworking, as a new service, to an existing 
Unregistered state related service field as shown in Table 1. 
Alternatively as shown in Table 1, the present invention pro 
vides a way to add a new field, i.e., CSI deregistration filed, 
indicating a capability of the CSIUE to the HSS. Here, if the 
CSI interworking is processed like the existing unregistered 
service and then stored in the HSS, the CSI interworking 
related information (data) is updated in a user profile. That is, 
the iFC for the CSI interworking is added to the user profile. 
Therefore, the S-CSCF can download the user profile from 
the HSS to obtain the related iFC. 

The S-CSCF also stores the name of S-CSCF which can 
install an iFC for the CSI interworking in the HSS by using 
the CX-Put. Accordingly, it is possible to transfer a session to 
the S-CSCF which can support the CSI interworking when 
receiving a session under an unregistered State. 

Second, the S-CSCF checks whether a value indicating that 
the UE is capable of CSI is included in a specific field, i.e., the 
new filed (the CSI deregistration filed) or, the existing filed 
(the Unregistered state related service filed) of the HSS 
when receiving the data from the HSS. When receiving data 
indicating that a UE having a specific user identity is the CSI 
UE, the S-CSCF may install the iFC for the CSI interworking 
therein. 

The first embodiment having the above features will be 
described with reference to FIG. 6. 

FIG. 6 is a block diagram illustrating an exemplary method 
for connecting a call in accordance with a first embodiment of 
the present invention. 

Referring to FIG. 6, the CSI UE sends a deregistration 
message or a REGISTER message to a S-CSCF1, the REG 
ISTER message having a CSI deregistration indicator and an 
expiration time set to 0 (i.e., REGISTER (CSI deregistra 
tion, expire-0) message) (S601). 

The S-CSCF1 receives the deregistration message and per 
forms the deregistration so as to delete every profile related to 
a public user identity desiring to be deregistered (S602). 
The S-CSCF1 sends a CX-Put command for the CSI inter 

working to an HSS (S603). The HSS sends a response with 
respect to the Cx-Put to the S-CSCF1 (S604). At the step 
S603, the additional CSI related information as explained 
above is characteristically sent to the HSS by the CX-Put 
command in order to be stored in the HSS. 
The S-CSCF1 sends a response to the CSIUE to inform the 

successful deregistration (S605). 
The deregistration is performed through the steps S601 to 

S605 and thereafter a process of receiving an INVITE mes 
sage is performed. 
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10 
In particular, an IMS UE sends the INVITE message to an 

S-CSCF2 for the communication with the CSIUE (S606). 
The S-CSCF2 performs a service logic to acquire an 

address of an I-CSCF, thereby sending the INVITE message 
to the I-CSCF using the acquired address (S607). 
The I-CSCF sends a location query of a termination UE to 

the HSS (S608). The I-CSCF receives location information 
related to the termination UE from the HSS (S609). At the 
step S609, the location information may include the address 
of the S-CSCF1 to which the I-CSCF will route the received 
SIP message for the CSI interworking. Also, the location 
information may include information for indicating that a 
service is available under an unregistered state, (i.e., the CSI 
interworking is available) even if the corresponding public 
user identity is in unregistered State. This information may be 
the information stored in the HSS at the step S603. That is, the 
information related to the CSI interworking may be stored in 
the HSS together with the name of S-CSCF to process the CSI 
interworking through the deregistration process. 
The I-CSCF sends the INVITE message to the S-CSCF1 

based upon the information received from the HSS at the step 
S609 (S610). 
The S-CSCF1 has not stored the user profile of the corre 

sponding CSIUE because the CSIUE was in the unregistered 
state. Accordingly, the S-CSCF1 attempts to download the 
related user profile from the HSS (S611). The HSS sends the 
user profile corresponding to the received public user identity 
to the S-CSCF1 (S612). 
Two different methods can be performed for the S-CSCF1 

to download the user profile at the step S612. 
First, the user profile may be entirely downloaded. The CSI 

interworking can be considered as an unregistered service 
such as “Call Forward”, “Voice Mailbox” or the like. Accord 
ingly, it may be included in the iFC of the user profile as one 
unregistered service. The iFC is stored by the process of 
adding the CSI interworking and the related information to 
the user profile of the HSS during the deregistration process. 
That is, since the IFC for the CSI interworking has been stored 
in the HSS, the S-CSCF1 can download the iFC. 

Second, the user profile may be partially downloaded. The 
information related to the CSI interworking is stored in the 
HSS to thusly be downloaded from the HSS. In this method, 
only the information for checking the CSI interworking is 
downloaded other than the entire user profile. Upon receiving 
the related data, the S-CSCF installs the iFC for the CSI 
interworking therein. The S-CSCF will then transfer the ses 
sion terminated by the CSIUE to the CSI AS based upon the 
FC. 
After the step S612, the S-CSCF1 analyzes the iFC of the 

user profile received from the HSS (i.e., refer to the first 
method) or analyzes the iFC for the CSI interworking 
installed in the S-CSCF1 (i.e., refer to the second method), 
thereby recognizing a service in the unregistered State. 
The S-CSCF1 then determines whether to transfer a SIP 

message to the CSI AS (S613). That is, the S-CSCF1 checks 
CSI capability information related to the CSIUE included in 
the iFC received at the step S612. If the CSI capability infor 
mation indicates a session transfer toward the CS domain 
under the IMS unregistered state, the S-CSCF1 may send the 
INVITE message to the CSI AS (S614). Conversely, if the 
CSI capability information does not indicate the session 
transfer toward the CS domain under the IMS unregistered 
sate, the S-CSCF1 may send a Fail response message to the 
IMS UE which sent the INVITE message. 
The CSI AS performs a termination logic to determine 

whether to either transfer the received INVITE message 
toward the CS domain or split the message (S615). 
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If it is determined to transfer the SIP message (i.e., 
INVITE) received at the step S613 toward the CS domain, the 
CSI AS changes the destination of the INVITE message into 
the CS domain to send the message to the S-CSCF1 (S616). 
The S-CSCF1 sends the INVITE message to a MGCF (Media 
Gateway Controller Function) in order to send it to the CS 
domain (S617). 
The MGCF sends a setup message to the CS domain of the 

CSIUE by mapping SIP to ISUP (S618). The CSIUE sends 
a CON message as a client open message to the MGCF 
(S619). The MGCF converts the CON message into a 200 OK 
message by mapping ISUP to SIP and sends the converted 
message to the S-CSCF1 (S620). 

The S-CSCF1 sends the received 200 OK message to the 
CSIAS (S621). The CSI AS sends the 200 OK message to the 
S-CSCF1 in order to send the 200 OK message to the IMS UE 
which sent the initial INVITE message (S622). 

The S-CSCF1 sends the received 200 OK to the I-CSCF 
(S623). The I-CSCF sends the 200 OK to the S-CSCF2 
(S624). The S-CSCF2 eventually sends the received 200 OK 
to the IMS UE (S625). 

Through the steps S601 to S625, the call connection 
method according to the first embodiment can be imple 
mented. 

Hereinafter, a call connection method in accordance with a 
second embodiment will be described. 

In the second embodiment, the additional CSI related 
information is stored in the S-CSCF. In general, when receiv 
ing a session request in the IMS domain, the S-CSCF may 
determine how to process the received request based upon an 
iFC, namely, to which entity the session is to be transferred. 
The iFC may be sent to the S-CSCF by being included in the 
user profile downloaded from the HSS when a terminal is 
registered. However, the iFC may be deleted after the dereg 
istration process is performed. 

In case of the CSI, every voice component session should 
be transferred toward the CS domain regardless of the IMS 
registered state. In the IMS registered state, a UE may transfer 
information indicating that it is the CSIUE to an IMS core 
through the registration process. However, in the IMS unreg 
istered state, since the CSI is not the subscription based ser 
vice, any related information is not stored in the HSS. Accord 
ingly, it is impossible to send a session to the CS domain. 

Therefore, in the second embodiment, if the S-CSCF rec 
ognizes that the terminal performing the deregistration is the 
CSI UE through the deregistration method illustrated in 
FIGS. 3 to 5, an iFC for the CSI interworking can be gener 
ated so as to allow the iFC to be used even under the unreg 
istered State. 

Until before re-performing the registration, the session 
included in every voice component should be sent to a specific 
S-CSCF (i.e., an S-CSCF having the iFC) to be processed 
thereby. Accordingly, during the deregistration process, the 
S-CSCF may transfer its URI address to the HSS when send 
ing CX-Put thereto. 

That is, in the second embodiment, there are two significant 
features as follows. 

First, the iFC for the CSI interworking is installed in the 
S-CSCF. In related art, the S-CSCF deletes every user profile 
related to a public user identity intending to perform the 
deregistration when receiving a deregistration message. 
However, the present invention holds the iFC for the CSI 
interworking by installing the iFC for CSI interworking for 
the CSI interworking in order for the iFC to be used even 
under the unregistered state. The iFC for the CSI interworking 
may be either a shared iFC or a specific iFC. 

10 

15 

25 

30 

35 

40 

45 

50 

55 

60 

65 

12 
In case of the shared iFC, the S-CSCF may manage, under 

a state of having one shared iFC, lists for public user identities 
of CSI UEs which are in the unregistered state. 

In case of having the specific iFC, the S-CSCF may manage 
both a public user identity and the iFC corresponding to the 
public user identity. 
An exemplary iFC as above described is represented as 

follows. The following iFC is one of the iFC for the CSI 
interworking for transferring a session to the CSI AS when a 
session including a voice component has been received, for 
example. 

Initial Filter Criteria of CSI Interworking 

Application Server Address: CSI-AS.operator.com 
Trigger point: 
Method = INVITE AND Request-URI= CSI-unregistered user(a)Ige.com 
AND 
mediatype = voice 
Handling: Proxy 
Priority: x 

“Initial Filter Criteria of CSI Interworking is the iFC 
according to the first embodiment of the present invention. 
Application Server Address: CSI-AS.operator.com” indi 

cates an address of an AS (Application Server) which can 
perform a service logic of the iFC according to the second 
embodiment. That is, if a received SIP message is matched 
with a trigger point, the SIP message may be sent to the 
address. 
The trigger point determines whether a message is the SIP 

message for performing the corresponding service logic and 
then lists conditions to transfer the SIP message to the appli 
cation server. The conditions may include a method type, a 
target user identity, a media type and the like which are 
configured using conditional statements such as AND and/or 
OR. The above example specifies conditions of triggering a 
received session in case where the method type is an INVITE 
message, a request-URI is CSI-unregistered user(alge.com 
and the media data is voice. 

Second, an URI address of a specific S-CSCF is stored in 
the HSS by the CX-Put command (i.e., CX-Put (public user 
identity, private user identity, and keep S-CSCF name)). The 
CX-Put may have the following format. The keep S-CSCF 
name denotes the name of S-CSCF having the iFC installed 
for the CSI interworking. Therefore, another S-CSCF can 
obtain the name of the S-CSCF capable of processing the 
session, when the another S-CSCF receives a session connec 
tion request with an unregistered CSIUE. 
The second embodiment with the two features as explained 

above may support the CSI interworking under the unregis 
tered State. The I-CSCF receives the address of the S-CSCF 
from the HSS to transfer a session thereto. The S-CSCF 
transfers the session to the CSI AS based upon the iFC 
installed for the CSI interworking. 
The second embodiment having the above features will be 

described with reference to FIG. 7. 
FIG. 7 is a block diagram illustrating an exemplary method 

for connecting a call in accordance with a second embodi 
ment of the present invention. 
As illustrated in FIG. 7, the CSIUE sends to the S-CSCF1 

a deregistration message or the REGISTER message having a 
CSI deregistration indicator and an expiration time set to 0 
(i.e., REGISTER (CSI deregistration, expire–0)) (S701). 

After receiving the deregistration message, the S-CSCF1 
performs the deregistration so as to delete every user profile 
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related to a public user identity desiring to be deregistered and 
simultaneously generates a new iFC for the CSI interworking 
(S702). 
The S-CSCF1 sends a CX-Put command for the CSI inter 

working to the HSS (S703). The HSS sends a response with 
respect to the CX-Put to the S-CSCF1 (S704). The S-CSCF1 
sends a response to the CSI UE to inform the successful 
deregistration (S705). 

At the step S702, it is characteristic that the new iFC for the 
CSI interworking is generated in the S-CSCF previously 
described. 
The deregistration is performed through the steps S701 to 

S705. Hereinafter, a process of sending an INVITE message 
to the CS domain is described based upon the steps S706 to 
ST23. 

In particular, the INVITE message for the communication 
with the CSIUE is sent from the IMS UE to the S-CSCF2 
(S706). 
The S-CSCF2 performs a service logic to obtain the 

address of the I-CSCF, and sends the INVITE message to the 
I-CSCF by using the obtained address (S707). 
The I-CSCF sends a location query of a termination UE to 

the HSS (S708). The I-CSCF receives location information 
related to routing of the termination UE (e.g., an S-CSCF 
address, etc.) from the HSS (S709). 

The I-CSCF sends the INVITE message to the S-CSCF1 
based upon the information received from the HSS (S710). 

The S-CSCF1 has stored the iFC generated for the CSI 
interworking during the deregistration process of the step 
S702. Accordingly, the S-CSCF1 checks the corresponding 
public user identity. Afterwards, the S-CSCF1 analyzes the 
iFC to check whether there is an available service under the 
unregistered State, thereby determining whether to transfer a 
SIP message to the CSI AS (S711). That is, the S-CSCF1 
checks CSI capability information on the CSIUE included in 
the iFC generated at the step S702. 

If the CSI capability information indicates that the session 
transfer toward the CS domain is possible under the IMS 
registered state, the S-CSCF1 may send the INVITE message 
to the CSI AS (S712). 

Alternatively, if the CSI capability information does not 
indicate that the session transfer toward the CS domain is 
possible under the IMS registered state, the S-CSCF1 may 
send a Fail response message to the IMS UE having sent the 
INVITE message. 
The CSI AS performs a termination logic to determine 

whether to transfer the received INVITE message to the CS 
domain or split the message (S713). 

If it is determined to send the SIP message received at the 
step S711 to the CS domain, the CSI AS changes the desti 
nation of the INVITE message into the CS domain to send the 
INVITE message to the S-CSCF1 (S714). The S-CSCF1 
sends the INVITE message to the MGCF in order to send it to 
the CS domain (S715). 

The MGCF sends a setup message to the CS domain of the 
CSIUE by mapping SIP to ISUP (S716). The CSIUE sends 
a CON message as a client open message to the MGCF 
(S717). The MGCF converts the CON message into a 200 OK 
message by mapping ISUP to SIP and sends the converted 
200 OK message to the S-CSCF1 (S718). 

The S-CSCF1 sends the received 200 OK message to the 
CSIAS (S719). 
The CSI AS sends the 200 OK message to the S-CSCF1 so 

as to send the 200 OK message to the IMS UE having sent the 
initial INVITE message (S720). 
The S-CSCF1 delivers the received 200 OK message to the 

I-CSCF (S721). The I-CSCF sends the 200 OK message to 
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14 
the S-CSCF2 (S722). The S-CSCF2 eventually sends the 
received 200 OK message to the IMS UE (S723). 

Through the steps S701 to S723, the call connection 
method according to the second embodiment can be imple 
mented. 
The present invention has been explained with reference to 

the embodiments which are merely exemplary. It will be 
apparent to those skilled in the art that various modifications 
and variations can be made in the present invention without 
departing from the spirit or scope of the invention. Thus, it is 
intended that the present invention cover modifications and 
variations of this invention provided they come within the 
Scope of the appended claims and their equivalents. 

Effect of the Invention 

In accordance one aspect of the present invention, even if a 
terminal receives a call connection request message over an 
IMS under an IMS unregistered state, it is possible to transfer 
the call to a CS domain based upon information as to whether 
to perform a session transfer. 

In accordance another aspect of the present invention, even 
if a terminal is in the CS domain under the IMS unregistered 
state, a call transferred from the IMS domain can be effec 
tively received. 
The invention claimed is: 
1. A method for connecting a call in a server between an IP 

Multimedia Subsystem (IMS) domain and a circuit switched 
(CS) domain for performing a call connection function with 
respect to at least one terminal, the method comprising: 

receiving, by the server, a first domain call connection 
request message for at least one target terminal from at 
least one terminal; 

checking, by the server, user profile information related to 
the target terminal; and 

selectively performing, by the server, a call transfer toward 
a second domain based upon the user profile informa 
tion, 

wherein the user profile information is obtained from a 
subscriber information server or HSS (Home Subscriber 
Server), and 

wherein the user profile information is stored by a S-CSCF 
(Serving Call Session Control Function) during an IMS 
deregistration process. 

2. A method for connecting a call in a server between an IP 
Multimedia Subsystem (IMS) domain and a circuit switched 
(CS) domain for performing a call connection function with 
respect to at least one terminal, the method comprising: 

receiving, by the server, a first domain call connection 
request message for at least one target terminal from at 
least one terminal; 

checking, by the server, user profile information related to 
the target terminal; and 

selectively performing, by the server, a call transfer toward 
a second domain based upon the user profile informa 
tion, 

wherein the user profile information is obtained from a 
subscriber information server or HSS (Home Subscriber 
Server), and 

wherein the user profile information comprises at least CSI 
capability information. 

3. The method of claim 2, wherein the CSI capability 
information is indicator information indicating whether to 
transfer a session toward a CS domain under an IMS unreg 
istered State. 

4. The method of claim 3, wherein the indicator informa 
tion is received by being included in DEREGISTER message. 
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5. A method for connecting a call in a server between an IP 
Multimedia Subsystem (IMS) domain and a circuit switched 
(CS) domain for performing a call connection function with 
respect to at least one terminal, the method comprising: 

receiving, by the server, a first domain call connection 
request message for at least one target terminal from at 
least one terminal; 

checking, by the server, user profile information related to 
the target terminal; and 

selectively performing, by the server, a call transfer toward 
a second domain based upon the user profile informa 
tion, 

wherein the user profile information is stored in the server, 
and 

wherein the user profile information is the information 
stored during a registration process of the target termi 
nal. 

6. The method of claim 1, wherein the user profile infor 
mation comprises at least CSI capability information. 

7. The method of claim 6, wherein the CSI capability 
information is indicator information indicating whether to 
transfer a session toward a CS domain under an IMS unreg 
istered State. 

8. The method of claim 7, wherein the indicator informa 
tion is received by being included in a REGISTER message. 

9. A method for connecting a call in a server between an IP 
Multimedia Subsystem (IMS) domain and a circuit switched 
(CS) domain for performing a call connection function with 
respect to at least one terminal, the method comprising: 

receiving, by the server, a first domain call connection 
request message for at least one target terminal from at 
least one terminal; 

checking, by the server, user profile information related to 
the target terminal; and 

selectively performing, by the server, a call transfer toward 
a second domain based upon the user profile informa 
tion, 

wherein the user profile information comprises at least user 
initial Filter Criteria (iFC) information, 

wherein the user profile information comprises at least 
information as to whether to perform a session transfer 
toward a CS domain under an IMS unregistered state. 

10. A method for connecting a call in a server between an 
IP Multimedia Subsystem (IMS) domain and a circuit 
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Switched (CS) domain for performing a call connection func 
tion with respect to at least one terminal, the method com 
prising: 

receiving, by the server, a first domain call connection 
request message for at least one target terminal from at 
least one terminal; 

checking, by the server, user profile information related to 
the target terminal; and 

selectively performing, by the server, a call transfer toward 
a second domain based upon the user profile informa 
tion, and 

wherein the call transfer toward the second domain is per 
formed in case where an initial Filter Criteria (iFC) 
indicates the session transfer toward the CS domain 
under an IMS unregistered state. 

11. The method of claim 10, further comprising converting 
the call connection request message into the call connection 
request message of the second domain by an application 
server and transferring the converted message to the target 
terminal. 

12. The method of claim 11, wherein the application server 
is a MGCF (Media Gateway Controller Function). 

13. A method for connecting a call comprising: 
transferring, by a UE (User Equipment) in a second 

domain, a message including information as to a call 
transfer operation toward the second domain to a server 
during a deregistration of a first domain; 

receiving, by the UE in the second domain, a call connec 
tion request message via the second domain from the 
server; and 

sending, by the UE in the second domain, a response mes 
Sage for the received call connection request message to 
the server. 

14. The method of claim 13, wherein the message is either 
an IMS REGISTER message or an IMS DEREGISTER mes 
Sage. 

15. The method of claim 13, wherein the call connection 
request message is transferred by converting the call connec 
tion request message of the first domain into the call connec 
tion request message of the second domain according to user 
profile information related to a user or URI. 

16. The method of claim 15, wherein the user profile infor 
mation indicates whether to perform a session transfer toward 
a CS domain under an IMS unregistered state of a terminal or 
URI. 


