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(57) ABSTRACT

A system for developing and implementing empirically
derived algorithms to generate decision rules to predict inval-
idity of subject reported data and fraud with research proto-
cols in surveys allows for the identification of complex pat-
terns of variables that detect or predict subject invalidity of
subject reported data and fraud with the research protocol in
the survey. The present invention may also be used to monitor
invalidity of subject reported data within a research protocol
to determine preferred actions to be performed. Optionally,
the invention may provide a spectrum of invalidity, from
minor invalidity needing only corrective feedback, to signifi-
cant invalidity requiring subject removal from the survey. The
algorithms and decision rules can also be domain-specific,
such as detecting invalidity or fraud among subjects in a
workplace satisfaction survey, or demographically specific,
such as taking into account gender or age. The algorithms and
decision rules may be optimized for the specific sample of
subjects being studied.
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OPERATION AND METHOD FOR
PREDICTION AND MANAGEMENT OF THE
VALIDITY OF SUBJECT REPORTED DATA

CROSS-REFERENCE

[0001] This application is a continuation of U.S. patent
application Ser. No. 12/965,719, filed Dec. 10, 2010, which is
acontinuation of U.S. patent application Ser. No. 11/844,632,
filed Aug. 24, 2007, which issued as U.S. Pat. No. 7,873,589
on Jan. 18, 2011, which is a continuation-in-part application
of U.S. patent application Ser. No. 11/002,046, filed Dec. 1,
2004, now abandoned, which is a continuation application of
U.S. patent application Ser. No. 09/825,534, filed Apr. 2,
2001, which issued as U.S. Pat. No. 6,879,970 on Apr. 12,
2005, which applications are incorporated herein by refer-
ence in their entirety.

BACKGROUND OF THE INVENTION

[0002] Evaluation of subject compliance or the validity of
subject reported data within research protocols typically
looks at only one variable at a time. Such evaluation is not
empirically derived by quantitative analysis of existing
datasets, instead relying on the researcher’s judgment and
biases to determine whether and what type of corrective
action is required. Furthermore, evaluation of subject com-
pliance or the validity of reported data within research pro-
tocols has typically not taken into account the domain of the
protocol or the characteristics of the subjects. Previously,
such evaluation often was not made in a timely way, but was
made only after serious noncompliance had occurred or inval-
idity of reported data was demonstrated.

SUMMARY OF THE INVENTION

[0003] The goal of research protocols is to collect valid,
consistent and/or reproducible data on one or more conditions
from groups of subjects involved in protocols such as clinical
trials or surveys. The reliability and consistency of the data
may be affected by factors such as the compliance of the
subjects in a clinical trial or the validity of subject reported
data in a survey.

[0004] Subjects in clinical trials are assigned tasks related
to treatment and data collection in accordance with a research
protocol. The integrity of clinical trials rests upon subjects’
faithful performance of these tasks. If subjects fail to comply
with the protocol, the trial fails to yield reliable, valid results.
Thus, subject noncompliance in clinical trials is a significant
risk and cost to the pharmaceutical industry. Accordingly,
predicting subject performance and assessment of such per-
formance is of substantial value to clinical research.

[0005] Subjects participating in surveys such as market
research, opinion surveys, opinion polling, political polling,
or workplace satisfaction surveys are questioned in a manner
designed to provide answers relevant to the goals or objec-
tives of the research study. If subjects fail to answer the
questions truthfully or carefully, the survey fails to yield
reliable, valid results. Thus, the potential invalidity of subject
reported data in surveys is a significant risk and cost to any
industry concerned with the results of opinion polls. Accord-
ingly, assessing subject performance and prediction of such
performance is of substantial value to survey research.
[0006] The benefits of a system that can predict and track
subject compliance in a clinical trial or the validity of subject
reported data in a survey include factors such as increased
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consistency, reproducibility or statistical power, reduced
clinical trial or survey costs through smaller sample sizes,
validity, or reduced time to complete the clinical trial or
survey.

[0007] According to one aspect of the invention, a method
of'predicting subject noncompliance is provided. The method
comprises the steps of analyzing historical subject compli-
ance data, generating at least one predictive algorithm for
predicting subject noncompliance by quantitative analysis of
the historical subject compliance data, and translating the at
least one predictive algorithm into at least one prediction rule
for use with a clinical trial.

[0008] According to another aspect, a method of determin-
ing subject noncompliance comprises the steps of analyzing
at least one data set selected from the group consisting of:
historical subject compliance data and historical protocol
data and generating at least one algorithm reflective of at least
one of historical subject compliance data and historical pro-
tocol data by quantitatively analyzing the historical subject
compliance data and the historical protocol data. The method
may also comprise translating the algorithm into at least one
decision rule for analyzing subject compliance information,
obtaining the subject compliance information and comparing
the subject compliance information to the at least one deci-
sion rule to determine if corrective action is needed.

[0009] According to a further aspect, a method of the inven-
tion comprises the steps of analyzing historical subject com-
pliance data and historical protocol data, generating a range
of noncompliance representative of the historical subject
compliance data not compliant with the historical protocol
data by quantitative analysis of the historical subject compli-
ance data and the historical protocol data, obtaining current
subject compliance information and comparing the range of
noncompliance to the current subject compliance information
to determine if corrective action is needed.

[0010] According to another aspect of the invention, a
method of predicting the validity of subject reported data is
provided. The method comprises the steps of analyzing his-
torical validity markers, generating at least one predictive
algorithm for predicting the invalidity of subject reported data
by quantitative analysis of the historical validity of subject
reported data, and translating the at least one predictive algo-
rithm into at least one prediction rule for use with a survey.

[0011] According to another aspect of the invention, a
method of predicting the validity of subject reported data is
provided. The method comprises the steps of analyzing valid-
ity markers from at lease one event, generating at least one
predictive algorithm for predicting the invalidity of subject
reported data by quantitative analysis of the validity of subject
reported data, and translating the at least one predictive algo-
rithm into at least one prediction rule for use with a survey.

[0012] According to another aspect of the invention, a
method of determining the validity of subject reported data
comprises the steps of analyzing at least one data set selected
from the group consisting of: information on the historical
validity of subject reported data and historical protocol data.
In another step, at least one algorithm reflective of said at least
one data set is generated, by quantitatively analyzing the
information in said at least one data set. In one embodiment
the method may also comprise, translating the algorithm into
at least one decision rule for analyzing the validity of subject
reported data, obtaining validity markers, for at least one
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event, and analyzing the validity of the subject reported data
with the at least one decision rule to determine if corrective
action is needed.

[0013] According to another aspect of the invention, a
method of determining the validity of subject reported data
comprises: analyzing at least one data set selected from the
group consisting of: validity markers from at least one event,
and protocol data; generating at least one algorithm reflective
of said at least one data set, by quantitatively analyzing the
validity of subject reported data and the protocol data. In one
embodiment the method may also comprise, translating the
algorithm into at least one decision rule for analyzing the
validity of subject reported data, obtaining the validity mark-
ers from at least one event and analyzing the validity of the
subject reported data with the at least one decision rule to
determine if corrective action is needed. In one embodiment
the protocol data is historical protocol data from more than
one clinical trial or survey. In another embodiment the pro-
tocol data is from a single clinical trial or survey.

[0014] According to another aspect of the invention, a
method of determining the validity of subject reported data
comprises: analyzing historical validity markers and histori-
cal protocol data, generating a range of validity representative
of the historical validity markers not compliant with the his-
torical protocol data by quantitative analysis of historical
validity markers and the historical protocol data, obtaining
current validity markers from a at least one event and com-
paring the range of validity to the current validity markers to
determine if corrective action is needed.

[0015] In yet another aspect of the invention, a method of
detecting subject fraud is provided, comprising analyzing
subject compliance data or validity markers, and protocol
data, generating at least one fraud detection algorithm for
detecting subject fraud by quantitative analysis of the histori-
cal subject compliance data or validity markers, and the his-
torical protocol data and translating the at least one fraud
detection algorithm into at least one fraud detection rule for
use with a clinical trial or survey. In one embodiment the
protocol data is historical protocol data from more than one
clinical trial or survey. In another embodiment the protocol
data is from a single clinical trial or survey.

[0016] In another aspect of the invention, a method of
detecting subject fraud is provided, comprising analyzing
subject compliance data or validity markers, generating at
least one fraud detection algorithm for detecting subject fraud
by quantitative analysis of the compliance data or validity
markers and translating the at least one fraud detection algo-
rithm into at least one fraud detection rule for use with a
clinical trial or survey. In one embodiment the compliance
data or validity markers are acquired from at least one subject
for at least one event. In another embodiment the compliance
data or validity markers are historical data or information is
acquired from at least one subject for more than one event.
[0017] Inone aspectoftheinvention, a medium suitable for
use in an electronic device is provided, comprising instruc-
tions for execution on the electronic device. The instructions,
comprising the steps of providing at least one of the group
consisting of compliance data, validity markers and protocol
data, generating at least one predictive algorithm for predict-
ing subject noncompliance or invalidity by quantitative
analysis of at said data set and translating said at least one
predictive algorithm into at least one prediction rule for use
with a clinical trial or survey. In one embodiment the com-
pliance data or validity markers are acquired from at least one
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subject for at least one event. In another embodiment the
compliance data or validity markers are historical data or
information is acquired from at least one subject for more
than one event. In one embodiment the protocol data is his-
torical protocol data from more than one clinical trial or
survey. In another embodiment the protocol data is from a
single clinical trial or survey.

[0018] In some other aspects of the invention, a medium
suitable for use in an electronic device is provided, compris-
ing instructions for execution on the electronic device, the
instructions comprising analyzing at least one data set
selected from the group consisting of subject compliance
data, validity markers and protocol data, generating at least
one algorithm reflective of said at least one data set by quan-
titative analysis of said at least one data set, translating the at
least one algorithm into at least one decision rule for analyz-
ing subject compliance information, obtaining the subject
compliance information and comparing the subject compli-
ance information to the at least one decision rule to determine
if corrective action is needed. In one embodiment the com-
pliance data or validity markers are acquired from at least one
subject for at least one event. In another embodiment the
compliance data or validity markers are historical data or
information is acquired from at least one subject for more
than one event. In one embodiment the protocol data is his-
torical protocol data from more than one clinical trial or
survey. In another embodiment the protocol data is from a
single clinical trial or survey.

[0019] According to another aspect of the invention, a
medium suitable for use in an electronic device is provided,
comprising, instructions for execution on the electronic
device. The instructions comprise analyzing subject compli-
ance data or validity markers and protocol data; generating a
spectrum of noncompliance or invalidity representative of the
subject compliance data or validity markers, not consistent
with the protocol data by quantitative analysis of the subject
compliance data or validity markers, and the protocol data;
obtaining subject compliance data or validity markers; and
comparing the spectrum of noncompliance or invalidity to the
subject compliance data or validity markers to determine if
corrective action is needed. In one embodiment the compli-
ance data or validity markers are acquired from at least one
subject for at least one event. In another embodiment the
compliance data or validity markers are historical data or
information is acquired from at least one subject for more
than one event. In one embodiment the protocol data is his-
torical protocol data from more than one clinical trial or
survey. In another embodiment the protocol data is from a
single clinical trial or survey

[0020] According to another aspect of the invention, a
medium suitable for use in an electronic device is provided,
having instructions for execution on the electronic device.
The instructions comprise analyzing subject compliance data
or validity markers, and protocol data, generating at least one
fraud detection algorithm for detecting subject fraud by quan-
titative analysis of the subject compliance data or validity
markers, and the protocol data and translating the at least one
fraud detection algorithm into at least one fraud detection rule
for use with a clinical trial or survey. In one embodiment the
compliance data or validity markers are acquired from at least
one subject for at least one event. In another embodiment the
compliance data or validity markers are historical data or
information is acquired from at least one subject for more
than one event. In one embodiment the protocol data is his-
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torical protocol data from more than one clinical trial or
survey. In another embodiment the protocol data is from a
single clinical trial or survey

INCORPORATION BY REFERENCE

[0021] All publications and patent applications mentioned
in this specification are herein incorporated by reference to
the same extent as if each individual publication or patent
application was specifically and individually indicated to be
incorporated by reference.

BRIEF DESCRIPTION OF THE DRAWINGS

[0022] The novel features of the invention are set forth with
particularity in the appended claims. A better understanding
of'the features and advantages of the present invention will be
obtained by reference to the following detailed description
that sets forth illustrative embodiments, in which the prin-
ciples of the invention are utilized, and the accompanying
drawings of which:

[0023] FIG. 1 illustrates a system for determining subject
non-compliance or the invalidity of subject reported data
according to one embodiment of the teachings of the present
invention, and

[0024] FIG. 2 is a schematic flow chart diagram illustrating
a method for analyzing compliance data, according to one
embodiment of the teachings of the present invention.
[0025] FIG. 3 is a schematic flow chart diagram illustrating
a method for analyzing the validity of subject reported data,
according to one embodiment of the teachings of the present
invention.

DETAILED DESCRIPTION OF THE INVENTION

[0026] The present invention involves an empirically
derived set of algorithms and decision rules that, in one
aspect, can predict subject compliance, and detect noncom-
pliance, within research protocols such as clinical trials. In an
alternative aspect the empirically derived set of algorithms
and decision rules can predict the validity of subject reported
data, and detect invalidity, within research protocols, such as
surveys. In some embodiments algorithms and decision rules
are used to provide an empirical approach for predicting
different types of subject noncompliance or invalidity, within
research protocols. This actuarial approach to predicting sub-
ject noncompliance or invalidity, within clinical trial proto-
cols or surveys, respectively, is consistent with empirical
research demonstrating the superiority of actuarial prediction
of human behavior as compared to subjective clinical judg-
ment. In one embodiment the consistency of a subject’s
responses within a survey is measured. In another embodi-
ment the reliability of a subject’s responses is measured. In a
further embodiment the reproducibility of a subject’s
responses is measured. In another embodiment, a portable
electronic device is used to query and collect data from the
subject. In another embodiment of the invention an interac-
tive voice response (IVR) system is used to query and collect
data from the subject.

DEFINITIONS

[0027] Asusedherein “clinical trial” refers to a broad range
of data collecting activities, including studies directed to
monitoring of one or more conditions within a clinical trial
group of subjects. Examples of studies include, but are not
limited to, drug trials involving humans, trials involving spe-
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cific diet and/or exercise regimens, trials involving meditative
practice, trials involving behavioral or educational interven-
tions, trials involving acupuncture, trials involving medical
devices, trials involving specific diet supplements and trials
involving homeopathy.

[0028] As used herein “survey” refers to a broad range of
data collecting activities, including studies directed to moni-
toring of one or more conditions within a group of partici-
pants in a survey. Examples of surveys include, but are not
limited to market research surveys, opinion surveys, opinion
polling, political polling, opinion surveys and workplace sat-
isfaction surveys.

[0029] Asusedherein “event” means a single occurrence in
a protocol. For example, in the context of opinion polling an
event may consist ofa single question completed by a subject.
In some embodiments an event may consist of a single occur-
rence in a protocol comprising multiple occurrences, such as
an opinion survey that repeatedly questions one or more
subjects, or a clinical trial that repeatedly collects data from
participants at different time points. An event may consist of
a single assessment of a subject, such as a subject’s response
in a marketing market research survey.

[0030] As used herein “market research” refers to any pro-
cess of systematic gathering, recording and analyzing of data
about customers, competitors and the relevant market for a
good or service. Market research surveys can gather empiri-
cal data about goods or services used and/or qualitative data
such as attributes of a good or service that a customer desires.
Example of such studies include, but are not limited to,
research intended to determine: what customers desire in a
test product or service; who are the customers for a particular
good or service; where are they located and how can they be
contacted; what quantity and quality do customers use of a
particular good or service; what is the best time to sell; what
is the long-term or historical price and/or preference ofa good
or service data over a historical time frame; is there more
demand for one product or another; and, what is a customer’s
or potential customer’s experience with a product and its use?

[0031] Asusedherein “opinion polling” refers to surveys of
opinion using sampling. They are usually designed to repre-
sent the opinions of a population by asking a small number of
people a series of questions and then extrapolating the
answers to the larger group. Examples of such polls include:
straw votes, exit polls, entrance polls, and various other kinds
of political candidate, policy or issue polls.

[0032] As used herein an “opinion survey” refers to any
survey designed to measure a subject’s opinion about a par-
ticular issue or topic. Examples include a subject’s opinion
about the economy, overall job security, quality of life, great-
est threat facing this country, or religion.

[0033] As used herein “workplace satisfaction measure-
ments” refers to any survey designed to measure employee
perceptions about their existing environment. Examples
include: employees’ perceptions about management, vertical
channels of communication, horizontal channels of commu-
nication, customer service, workload, workspace, compensa-
tion, benefits, management expectations, the company’s stra-
tegic plans and overall employee satisfaction.

[0034] As used herein “subject” refers to any participant in
a research protocol, such as clinical trial or a survey.

[0035] As used herein “trial data” or “clinical trial data”
refers to data gathered for the principal purpose of the clinical
trial. For example, trial data would include pain levels expe-
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rienced by subjects in a pain medication clinical trial or crav-
ing levels in an anti-smoking medication clinical trial.
[0036] As used herein “survey data” refers to data gathered
for the principle purpose of the survey. For example, survey
data could include employee morale levels experienced by
subjects in a workplace satisfaction survey, political prefer-
ences of a subject in a political poll, or preference of a par-
ticular good or service in a survey.

[0037] As used herein “compliance data” or “compliance
information” is data that relates to the subjects’ conformity to
the instructed or expected way data are collected, the circum-
stances under which the trial data was collected or other data
pertaining to characteristics of the trial data or other relevant
data. Some examples include timeliness, consistency with
other collected data, proximity of the data to an expected data
range and completeness of the data.

[0038] Asusedherein “validity markers™ or “validity infor-
mation” is data that relates to the circumstances under which
subject reported data, such as survey data, is collected.
“Validity markers” include variables or data pertaining to
characteristics of the survey data or other relevant data that
reflects its veracity or consistency. Some examples include,
but are not limited to, subject timeliness in answering ques-
tion or responding to prompts, consistency with other col-
lected data, proximity of the data to an expected data range,
completeness of the data, subject voice stress levels, and any
historical information on the subject’s veracity.

[0039] As used herein “evaluability database” refers to a
structured collection of records or data, comprising relevant
compliance or validity data that contains information related
to a clinical trial or a survey, respectively, or that relates to
judgments about a subject’s suitability to be included in the
database for a clinical trial or survey. An evaluability database
may include validity information about at least one event
from at least one subject.

[0040] As used herein “historical protocol data” includes
data specifying the research protocol of earlier clinical trials
or surveys. Examples of historical protocol data can include
questions posed to subjects, frequency of prompting of a
subject during various times of the day or week, time allowed
for subjects to respond to questions, requirements of subject
behavior, and conditions mandating removal of a subject
from certain statistical analyses or removal as participant in
the clinical trial or survey.

[0041] Asusedherein “portable electronic device” refers to
any electronic device that can be adapted for use by a subject
and/or clinical staff and/or survey staff for viewing and/or
inputting information. In some embodiments, the portable
electronic device will also have a visual, audible or tactile
alarm to gain the attention of the subject. In some other
embodiments a pager having a vibration alarm may be used as
aportable electronic device. Further examples include pagers
with audible alarms and/or text messaging capabilities, a
laptop computer or a cell phone, such as a smart phone. In one
embodiment a portable electronic device will be provided
with a display and at least one data input feature, including but
not limited to a touch-sensitive screen, a microphone and
buttons to enable a subject to respond to questions posed on
the display or to input unsolicited information. In one
embodiment a portable electronic device will be provided
with at least one data output feature including but not limited
to a display, a speaker, a vibratory device or one or more
lights. Examples of portable electronic devices include, but
are not limited to devices made by Hewlett Packard, Compagq,
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Palm (Palm Pilot), Apple, Handspring, Tap Wave, Sharp,
Toshiba, NTT DoCoMo, Dell, Mitac, Fujitsu, ViewSonic,
Acer, Anex TEK, ETEN, 02, Asus and Dopod. In some of
these embodiments the portable electronic device may also be
adapted to communicate with at least one other computer via
awireless connection or via a wired connection, including the
use of a modem and/or a network, such as a LAN or the
Internet. In another embodiment a portable electronic device
may be a smart-phone, including but not limited to a FOMA
D901i, FOMA D901iS, FOMA F2051, FOMA F2102V,
FOMA F700i, FOMA F880iES, FOMA F900i, FOMA
F900iC, FOMA F900iS, FOMA F900iT, Lenovo P930,
Nokia 3230, Nokia 3250, Nokia 3600, Nokia 3620 Nokia
3650, Nokia 3660, Nokia 5500, Nokia 6110 Navigator, Nokia
6120 Classic, Nokia 6260, Nokia 6290, Nokia 6600, Nokia
6620, Nokia 6630, Nokia 6638, Nokia 6670, Nokia 6680,
Nokia 6681, Nokia 6682, Nokia 7610, Nokia 7650, Nokia
E50, Nokia E60, Nokia E61, Nokia E70, Nokia N70, Nokia
N71, Nokia N72, Nokia N73, Nokia N75, Nokia N76, Nokia
N80, Nokia N90, Nokia N91, Nokia N92, Nokia N93, Nokia
N95, Nokia N-Gage, Nokia N-Gage QD, Panasonic X700,
Panasonic X800, Samsung SGH-D700, Samsung SGH-
D710, Samsung SGH-D720, Samsung SGH-D730, Sendo X,
Sendo X2, Siemens SX1, Nokia Series 90, Nokia 7700,
Nokia 7710, Arima U300, BenQ P30, BenQ P31, FOMA
M1000, Motorola A920, Motorola A925, Motorola A1000,
Motorola A1010, Motorola M1000, Nokia 6708, Sony Eric-
sson P800, Sony Ericsson P900, Sony Ericsson P910, Sony
Ericsson P910a, Sony Ericsson P910c, Sony Ericsson P9101,
Sony Ericsson P990, Sony Ericsson P990a, Sony Ericsson
P990c, Sony Ericsson P990i, Sony Ericsson W950i, Sony
Ericsson M600i, Handspring Treo 180, Handspring Treo 270,
Handspring Treo 300, Kyocera 6035, Kyocera 7135, Pal-
mOne, Treo 600, Treo 650, Treo 680, Treo 700p, Samsung
SGH-1500, Samsung SGH-1505, Samsung SPH-1300, Sam-
sung SPH-i330, Samsung SPH-i500, Samsung SPH-i550,
Group Sense PDA-Xplore G18, Group Sense PDA-Xplore
G88, Group Sense PDA-Xplore M28, Group Sense PDA-
Xplore M68, Group Sense PDA-Xplore M70, Group Sense
PDA-Xplore M98, Asus P505, Asus P505 Dual CPU, Audio-
vox PPC4100, Audiovox SMT5050, Audiovox SMT5600,
Audiovox PPC6600, Audiovox Thera, Axia A108, BenQ P50,
Casio DT-5200, CECT P08, Cingular 2100, Cingular 2125,
Cingular 8100, Compal AR-11, Dopod 515, Dopod 535,
Dopod 565, Dopod 577w, Dopod 585, Dopod 595, Dopod
686, Dopod 6961, Dopod 828, Dopod 828+, Dopod 830,
Dopod 838, Dopod 900, Dopod 5300, E-TEN e88, E-TEN
e88 plus, E-TEN G200, E-TEN G500, E-TEN M300, E-TEN
M500, E-TEN M600, E-TEN M600+, E-TEN P300, E-TEN
P300B, Europhone SG 4000, Everex E500, Everex E900,
Everex E960, Everex SP360, Gigabyte Einstein, Gigabyte
gSmart, Gizmondo, Hitachi G1000, HP iPaq h6300, HP iPaq
hw6500, HP iPag hw6900, Sagem My S-7, Samsung m8000,
Samsung SCH-i600, Samsung SCH-1640, Samsung SCH-
1645, Samsung SCH-1700, Samsung SCH-i730, Samsung
SGH-1300, Samsung SGH-1300%, Samsung SGH-i1310, Sam-
sung SGH-1600, Samsung SGH-1700, Samsung SGH-1750,
Sharp W-ZERO3, Siemens SX45, Siemens SX56, Sierra
Wireless Voq Al0, Sierra Wireless Voq All, Telefonica
TSM400, Torq P100, Torq P100w, Torq P120, Toshiba 2032,
i-mate JAM 2, i-mate New JAM, i-mate Smartphone2, i-mate
SP2, i-mate SP3, i-mate SPS5, Kinpo iDo 5600, Krome
Intellekt 1Q200, Krome Intellekt iQ700, Krome SPY, Kyo-
cera KC8100, Lenovo ET980, MiTAC Mio 8380, MiTAC
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Mio 8390, MiTAC Mio A700, MiTAC Mio A701, moboDA
3360, Motorola MPx200, Motorola MPx220, Motorola Q,
Motorola 1930, Neonode N1, Neonode N1m, Neonode N2,
Orange SPV, Palm Treo 700w, Panda e88, Panda e88 plus,
Pidion BM-150, Pidion BM-200, POZ X501, HTC Alpine, o
Qtek 20201, o Dopod 699, o Orange SPV M2500, o O2
XDAIl, o i-mate PDA2, HTC Amadeus, o Qtek 8100, o
T-Mobile SDA Music, o O2 Xphone IIm, HTC Apache, o
Audiovox PPC6700, HTC Artemis, HTC Athena, O2 XDA
Atom, HTC Blizzard, HTC Breeze, HTC BlueAngel, Qtek
9090, Dopod 700, Siemens SX66, T-Mobile MDA 111, e-plus
PDA 111, TATA Indicom EGO, Vodafone VPA 111, Orange
SPV M2000, 02 XDATIIs, i-mate PDA2k, HTC Canary, Qtek
6080, Orange SPV Classic, i-mate Smartphone, HTC
Charmer, HTC Falcon, HTC Faraday, Orange SPV C600,
HTC Feeler, Qtek 8020, Dopod 575, Vodafone VDA, O2
Xphone 11, i-mate SP3i, HTC Harrier, Verizon VX6600,
Audiovox PPC6601, Daxian CU928, i-mate PDA2k EVDO,
HTC Himalaya, Qtek 2020, Dopod 696, T-Mobile MDA 11,
Telefonica TSM500, Krome Navigator F1, Vodafone VPA,
Orange SPV M1000, O2 XDA 11, i-mate Phone Edition, HTC
Hurricane, T-Mobile SDA II, Orange SPV C550, i-mate
SP4m, HTC Magician, Qtek S100, Dopod 818, T-Mobile
MDA Compact, Orange SPV M500, O2 XDA 1I Mini, i-mate
JAM, HTC Muse, HTC Refresh, HTC Robbie, HTC Prodigy,
HTC Prophet, Orange SPV M600, HTC Sonata, Qtek 8200,
T-Mobile SDA, HTC Star Trek, HTC Tanager, Orange SPV
E100, HTC Tornado Noble, 02 XDA 1Q, i-mate SP5, HTC
Tornado Tempo, Qtek 8300, Dopod 586w, i-mate SP5m,
HTC Trinity, HTC Typhoon, Orange SPV C500, HTC TyTN
(Hermes), Orange SPV M3100, Vodafone PDA 9600, O2
XDA Trion, T-Mobile MDA Vario 11, i-mate JASJAM, Qtek
9600, Dopod CHT9000, Vodafone 1605, SoftBank X01HT,
Dopod 838Pro, Cingular 8525, HTC Universal, Qtek 9000,
Vodafone VPA 1V, i-mate JASJAR, Orange SPV MS5000,
HTC Vivida, HTC Voyager, Orange SPV E200, Qtek 9100,
Cingular 8125, O2 XDA Mini S, T-Mobile MDA, Vodafone
VPA Compact, i-mate K-JAM, Qtek 1010, Qtek 7070, Qtek
8010, Qtek 8080, Qtek 8310, Qtek 8500, Qtek 9600, Qtek
5110, Qtek 5200, Qtek 5300, Qtek 5310, Motorola A760—
The first phone to use Linux., Motorola A780, Motorola
E680, Motorola E6801, Motorola E895, E28 E2800, NEC
N901iC, NEC N700i, NEC N900i1, NEC N901iS, Panasonic
P700i, Panasonic P901i, Panasonic P901iS, TCL 787,
iPhone, a Black Berry phone (850, 850, 857, 950, 957 “Pro-
ton”, 5790, 5810, 6210, 6230, 6280, 6510, 6710, 6750, 7210,
7230, 7250, 7270, 7280, 7290, 7510, 7520, 7730, 7750, 7780,
7100t, 7105t, 7100r, 7100v, 7100g, 7100x, 7100i, 7130e,
7130c, 7130g, 7130v, 8700c, 8700r, 8700f, 8700g, 8703e,
8707v, 8707h, 8100, 8800, 8830, 8300), Jasper S20, a Sam-
sung smart-phone (A460, A640, A707, A900, c100, c417,
D500, D600, D800, D807, D830, D900, E105, E335, E700,
E720, E800, E810, E&20, E900, 1300, 1500, 1550, 1607, 1700,
1730, N270, P300, P510, T209, T319, T509, T519, T619,
T629, T709, T809, u340, u520, u540, u600, u620, u740,
W531,X450, X460, X480, X495, X640, X660, X700, X820,
X830, 2130, 72140, 7400, Z107) or similar phone capable of
displaying email or running third party software.

System Analysis

[0042] According to an embodiment, a system is provided
as shown in FIG. 1. A processor 10 is provided and is adapted
to communicate with at least one database 20. In some
embodiments discussed below, the database may store data
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related to subject compliance or the validity of a subject’s
answers, and associated research protocols. In one embodi-
ment the database is an evaluability database. An input device
30 is also provided to allow the subject or another person to
provide input to the processor 10. The input device 30 may be
akeyboard, touch sensitive screen, a microphone, a modem or
other such device adapted for communication with the pro-
cessor. An output device 40 is may be provided to receive and
display information from the processor 10. Examples of out-
put devices 40 include a printer, an speaker and a monitor.
[0043] Inone embodiment, a portable electronic device 50
is provided and is selectively operatively coupled to the pro-
cessor 10. The portable electronic device 50 can also include
a processor and may serve as an alarm, an input device, an
output device, an execution device for algorithms, and/or a
database. In some embodiments discussed below, the data-
base may store data related to subject compliance or the
validity of a subject’s answers, and associated research pro-
tocols. In one embodiment the database is an evaluability
database.

[0044] Inanother embodiment, a portable electronic device
is provided which comprises a processor 10. The portable
electronic device may further comprise at least one of an input
device, an output device, or a database. In some embodiments
discussed below, the database may store data related to sub-
ject compliance or the validity of a subject’s answers, and
associated research protocols. In one embodiment the data-
base is an evaluability database.

[0045] In one embodiment, a portable electronic device
with wireless communication capability is provided, includ-
ing, but not limited to Wi-Fi, NMT, AMPS/TACS/ETACS,
Hicap, CDPD, Mobitex, DataTAC, GSM, iDEN, D-AMPS,
1S-95/cdmaOne, PDC, CSD, PHS, GPRS, HSCSD, WiDEN,
EDGE (EGPRS), W-CDMA, UMTS (3GSM), FOMA, TD-
CDMA/UMTS-TDD, 1xEV-DO/IS-856, TD-SCDMA,
GAN (UMA), HSPA, HSDPA, HSUPA, HSPA+,
CDMA2000 1xRTT/IS-2000, UMB, UMTS Revision 8
(LTE), WIMAX, HSOPA, WiBro, Bluetooth, Infrared or
Dial-Up Networking.

Compliance Analysis

[0046] A flow chart illustrating another embodiment of the
present invention is set forth in FIG. 2. First, relevant subject
compliance data, and associated protocol data, reflecting sub-
ject compliance with research protocols in clinical trials, is
provided, step 110. Optionally, only subject compliance data
may be provided, as some applications may not require
knowledge of associated historical protocols for use of the
subject compliance data. For example, analysis of response
times to questions may not require knowledge of the maxi-
mum permissible time for subjects to answer questions in
earlier clinical trials.

[0047] Subject compliance data and associated protocol
data may be stored in one or more databases 20 and may be
identified from earlier clinical trials and/or earlier activities of
acurrent clinical trial. An output of the present invention may
include a database to provide subject compliance data and
associated protocol data for later use.

[0048] The subject compliance data and associated proto-
col data may be specific to the type of condition or medication
that is the focus of the clinical trial. For example, if the clinical
trial relates to a cardiovascular condition, the data may relate
to subject compliance with protocols in cardiovascular clini-
cal trials. Likewise, if the clinical trial relates to a cardiovas-
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cular medication, the data used may relate to subject compli-
ance with protocols in cardiovascular clinical trials. Another
embodiment may optionally include subject compliance data
and associated protocol data obtained from an earlier phase of
the clinical trial with the compliance data of the obtained from
a later phase. Alternatively, the subject compliance data and
associated protocol data may not be related to the type of
condition or medication that is the focus of the clinical trial.
[0049] At least one algorithm representative of the subject
compliance data is generated by quantitative analysis of the
compliance data, step 120. In some embodiments, multiple
algorithms are generated. Some embodiments involve the
application of statistical and other quantitative methods to
screen existing research data for markers of] e.g., variables
related to noncompliance with research protocols. In some
other embodiments, the subject compliance data is also
reviewed to exclude invalid data. For example, data reported
by one subject that appears to be well outside a range estab-
lished by all other subjects can indicate invalid data.

[0050] Examples of various types of data that may be col-
lected according to one embodiment include variables that
may represent ‘non-intuitive’ predictors such as gender of the
subject, presence or absence of disease, severity of any dis-
ease, age of subject, ethnic background of the subject, sexual
orientation of the subject, the time of the year, and the day of
the week.

[0051] Quantitative analysis methods are used to distin-
guish, identify, and predict instances of good and poor com-
pliance and/or instances of valid or invalid data entries. Quan-
titative analysis methods may include, but are not limited to,
application of a variety of statistical and data mining tech-
niques, such as logistic regression, discriminant function
analysis, classification and regression trees, neural networks,
and multiple linear regression to screen existing data and
derive algorithms to identify markers of noncompliance with
research protocols.

[0052] A variety of statistical methodologies can be used to
analyze the protocol and compliance data. For example,
logistic regression analyses use dichotomous and continuous
variables to predict dichotomous outcome variables. For
example, dichotomous outcome variables can indicate that a
subject “completed” or “failed to complete” a clinical trial
monitoring protocol. Discriminant function analysis relates a
categorical criterion variable to dichotomous or linear predic-
tors. Classification and Regression Trees (CART) use binary
recursive partitioning to identify unique groups of subjects,
such as, for example, subjects failing to complete the clinical
trial protocol and subjects completing the protocol with mini-
mal corrective feedback regarding their compliance with the
clinical trial protocol. Neural network approaches to pattern
recognition examine data for patterns and classity certain
patterns of data based on the probability that they lead to a
given outcome. Multivariate Regressive Splines (MARS)
build flexible regression models, including interactions, by
fitting separate splines to distinct intervals of the predictor
variables.

[0053] Other nonparametric and parametric statistical
approaches can also be applied to the prediction of subject
noncompliance with clinical trial protocols and/or survey
protocols.

[0054] A variety of predictor and criterion variables can be
used. Predictor variables can range between basic demo-
graphic characteristics, such as, for example, gender, to spe-
cific clinical trial compliance related variables, such as, for
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example, mean latency to respond to an audible prompt from
an optional portable electronic device. Similarly, criterion
variables can range from subtle, such as, for example, missing
some percentage of portable electronic device prompts, to
severe noncompliance, such as, for example, failure to com-
plete the clinical trial protocol. For detection of fraudulent
entries, example predictor variables could include the speed
or rate of entries, or an implausible or statistically unlikely
pattern of answers to a set of assessment questions.

[0055] In one embodiment complex, non-intuitive interac-
tions among multiple variables are used to optimally predict
subject compliance with clinical trial protocols. That is, the
markers or variables used to predict noncompliance may or
may not, in and of themselves, be related to noncompliance.
Algorithms may rely on different variables for different sub-
groups. For example, subgroups can include, but are not
limited to, men and women, older or younger subjects, or
subjects late or early in the clinical trial. The algorithms may
also identify different combinations of variables working
only in tandem. Thus, the variables alone may not be directly,
simply, or obviously related to noncompliance. The algo-
rithms may use complex and non-intuitive combinations of
predictors to predict subject noncompliance with clinical trial
protocols.

[0056] For example, individual cases may be collected and
identified, where compliance or validity has deteriorated. The
data from these cases may then be compared to cases where
compliance or validity was maintained. The compliance or
validity of the data from a particular case (the “dependent
variable” to be predicted), is predicted on the basis of a set of
other “predictor” variables collected from the trial partici-
pants. These “predictor” variables may include characteris-
tics of the person (e.g., gender, age, ethnicity, credit score,
address), characteristics of the trial (e.g., therapeutic or clini-
cal category, marketing survey, or political polling), as well as
variables related to the participant’s current status in the trial
(e.g., tenure in the study, trend in compliance up to this point).
In logistic regression, the compliance “outcome” is predicted
from such variables, and combinations and interactions of
variables (i.e., where one variable modifies the effect of
another; e.g., where past compliance is predictive for men but
not women) can be detected. The statistical analysis estimates
how predictable the outcome is, and yields an equation for
predicting non-compliance in future cases. Discriminant
function analyzes data with pre-defined groups (in this case,
compliant vs non-compliant), and analyzes continuous vari-
ables as the dependent variables, and yields an equation for
estimating the probability that any new case belongs to each
of the subgroups, based on its values on the dependent vari-
ables. Like logistic regression, CART also aims to predict a
dichotomous dependent variable from a set of predictors, but
does so by recursive partitioning on the basis of the predic-
tors, taken one at a time. So, for example, CART may recog-
nize that men are less compliant than women, and form two
subsets based on gender. It then would identity past compli-
ance as a predictor within the male subset, while searching
independently for the best next predictor among the women.
In this sense, effect modifiers and interactions are inherently
incorporated in CART’s approach. In these examples, com-
pliance or validity may be construed as a dichotomous yes/no
quantity.

[0057] Insomeembodiments compliance may be framed as
a quantitative continuum (e.g., the proportion of assessments
completed, or a composite quantity of proportion of assess-
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ments plus the number of instances in which the respondent
suspended prompting by an electronic diary). In these
embodiments, multivariate regression may be used, yielding
an equation with coefficients on the predictor variables to
estimate the likely value of the compliance or validity index.
Similarly, MARS would achieve optimal differentiation of
the quantitative outcome by recursive partitioning of the
sample on the basis of the predictor variables, fitting spline
predictors, which are more flexible than linear predictors.
[0058] Inanother embodiment, neural network approaches
may be used to analyze the collected data, which rely on
complex pattern recognition algorithms to “learn” how to
identify pre-specified cases and non-cases (i.e., compliant vs
noncompliant participants, valid vs invalid responses), and
then apply the pattern recognition to new cases.

[0059] In another embodiment context-specific algorithms
are used to maximize predictive utility. That is, different
algorithms can be derived for different groups of subjects,
such as, for example, subjects with cardiovascular or central
nervous system diseases, or for subjects in short versus long
studies. As a result, this embodiment avoids assuming that
any given set of variables will be equally predictive of clinical
trial noncompliance for all types of conditions or diseases or
for all types of subjects.

[0060] Yet another embodiment, provides for novel quan-
titative analyses to be incorporated into the development of
algorithms to further improve their predictive validity. Spe-
cifically, the algorithms can be subject to continuous
improvement as more data become available for analysis,
either within an individual clinical trial or accumulating
across clinical trials.

[0061] According to a further embodiment, algorithms can
be used to determine appropriate feedback to both subjects
and research staff regarding compliance with the protocol.
For example, a computer program can implement decision
rules based on these algorithms, and automatically determine
appropriate feedback or action by the personnel involved in
conducting the clinical trial. An advantage of these embodi-
ments is that, because the algorithms and decisions are based
on formal, empirical, and quantitative criteria, they remove
the subjective element in these decisions, which in turn mini-
mizes the potential for bias.

[0062] Other advantages provided by the disclosed
embodiments include provisions for the application of algo-
rithms for giving systematic feedback to subjects, research
sites, and clinical trial sponsors conducting clinical trials
using clinical trials.

[0063] Once one or more algorithms have been derived
from analysis of existing data, the algorithms can be trans-
lated into specific decision rules, step 130. Decision rules are
essentially reformatted algorithms that can be applied to cur-
rent subject compliance data to determine whether action is
needed, step 140. Decision rules may determine a threshold
of compliance or a threshold of noncompliance. Optionally, a
decision rule may identify a spectrum of noncompliance,
from minor noncompliance needing only corrective feed-
back, to significant noncompliance requiring subject removal
from the clinical trial. Decision rules may be based on the
specific dependent variable used to derive the algorithm or
may be based on one or more differing variables.

[0064] Forexample, a subject who, within the first two days
of the clinical trial, does not respond to more than 20% of
prompted inquiries and either suspends prompting more than
once or indicates he/she is napping more than once may be
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identified as failing to comply with the research protocol. As
another example, subjects who suspend prompting at least
twice, and whose total time of such suspension exceeds 2
hours, might be determined to be likely noncompliant,
regardless of their overall performance. For purposes of'illus-
tration, one sample decision rule may be stated as:

[0065] Display noncompliance remediation message to
clinical staff if: [0.32(ratio of missed random prompts)+
0.45(mean number of minutes spent time delaying
assessments per day/100)+0.80(mean number of hours
spent in sleep each night over past 7 days/10)]>1 where
if noncompliance is determined by this decision rule, an
action, such as sending a specific message to the clinical
staff is recommended.

[0066] For example, in the present example, the message
“Subject is not following the protocol as required, resulting in
substantial missed assessments. Call subject.”” may be sent to
the research staff.

[0067] According to one embodiment, criteria for identify-
ing a subject as noncompliant with the research protocol need
not overlap with criteria developed for determining whether
to drop a subject from the clinical trial or exclude data related
to that subject from the clinical trial results. For example, the
decision rule(s) related to dropping a subject from the clinical
trial might be based on failed responses to audible prompts
rather than on suspension of prompting.

[0068] Typically, a decision rule specifies what type of
action is required and may provide specific action details.
Action types include, but are not limited to, corrective, affir-
mative and anti-fraud actions. Action details may include the
content of a message to be provided to a subject or to clinical
staff.

[0069] Decision rules may be translated from algorithms
that identify patterns of noncompliance data that are harbin-
gers or leading indicators of later, more serious, noncompli-
ance. This would allow early action to be taken based on these
indicators. Such decision rules would typically be in the form
of contingencies or conditions based on early compliance
indicators.

[0070] Optionally, translation of algorithms to decision
rules may involve human input or additional factors. For
example, balancing the impact of a decision rule against the
focus of the clinical trial may result in an alteration of the
decision rule. For example, if subjects’ heart rates are being
monitored, frequency of prompting or loudness of reminder
alerts may be minimized so as not to artificially raise subject
heart rates. Also, clinical staff may alter decision rules based
on their assessment of external factors outside of the scope of
the quantitative analysis. An example may include providing
more alerts to clinical staff instead of directly to subjects to
provide more interaction between clinical staft and the sub-
jects.

[0071] A decision rule may also be used to predict which
subjects will fail to complete a clinical trial protocol. There-
fore, a decision to rule to drop the subject from the clinical
trial, or to work to improve subject performance, can be made
atan early time. By providing those conducting a clinical trial
with early feedback regarding subject noncompliance with a
research protocol, clinical trial data quality is improved
potentially saving both time and money by either improving
the compliance of potentially noncompliant subjects or
excluding unimprovable noncompliant subjects early in a
clinical trial.
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Analysis of a Subject’s Reported Data.

[0072] A flow chart illustrating the method of an alternative
embodiment is set forth in FIG. 3 First, relevant information
on the validity of a subject’s reported data, and associated
protocol data, reflecting subject truthfulness or care in
research protocols, such as in surveys, is provided, step 210.
Optionally, only subject validity data may be provided, as
some applications may not require knowledge of associated
historical protocol for analysis of the subject validity data. For
example, analysis of response times to questions may not
require knowledge of the maximum permissible time for
subjects to answer questions in earlier surveys.

[0073] Subject validity data and associated protocol data
may be stored in one or more databases 20 and may be
identified from earlier surveys and/or earlier activities of a
current survey. An output of the present invention may
include a database to provide subject survey data and associ-
ated protocol data for later use.

[0074] The subject validity data and associated protocol
data may be specific to the goal or objective that is the focus
of'the survey. Surveys include market research surveys, opin-
ion surveys, opinion polling, workplace satisfaction survey or
political polling. For example, if the survey relates to a work-
place satisfaction, the data may relate to subject validity data
in regards to questions about morale. Likewise, if the survey
relates to a market research survey, the data used may relate to
the validity of subject reported data, in regard to their prefer-
ence for a particular good, service or media outlet. In another
embodiment validity markers may be optionally combined
with associated protocol data obtained from an earlier phase
of the survey with the validity data of a present analysis. In a
related embodiment, the prior validity markers and/or the
prior protocol data may not be related to the type of good,
service, or media outlet that is the focus of a present survey.
[0075] At least one algorithm representative of the validity
of subject reported data is generated by quantitative analysis
of'the validity data, step 220. In some embodiments, multiple
algorithms are generated. In one embodiment the application
of statistical and other quantitative methods is used to screen
existing research data for markers of (e.g., variables) the
validity of subject reported data within research protocols. In
some embodiments, the subject validity data is also reviewed
to exclude invalid data. For example, data reported by one
subject that appears to be well outside a range established by
all other subjects may indicate invalid data.

[0076] Examples of various types of data that may be col-
lected according to one embodiment include variables that
may represent ‘non-intuitive’ predictors such as gender of the
subject, age of subject, income level of the subject, religious
affiliation of the subject, religious fervor of the subject, edu-
cation level of the subject, ethnic background of the subject,
the time of the year, and the day of the week.

[0077] Quantitative analysis methods are used to distin-
guish, identify, and predict instances of when the subject
reported data is valid or invalid. The quantitative analysis
methods may include, but are not limited to, application of a
variety of statistical and data mining techniques, such as
logistic regression, discriminant function analysis, classifica-
tion and regression trees, neural networks, and multiple linear
regression to screen existing data and derive algorithms to
identify markers of invalid subject reported data within
research protocols.

[0078] The validity of the data reported by subjects partici-
pating in a survey directly affects the survey’s quality and
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utility to the sponsor. The validity of responses to a survey
places an upper limit on its reliability.

[0079] Logistic regression analyses use dichotomous and
continuous variables to predict dichotomous outcome vari-
ables. For example, dichotomous outcome variables can indi-
cate “valid” or “invalid” answers to a survey. Discriminant
function analysis relates a categorical criterion variable to
dichotomous or linear predictors. Classification and Regres-
sion Trees (CART) use binary recursive partitioning to iden-
tify unique groups of subjects, such as, for example, subjects
failing to complete the survey or and subjects providing dif-
ferent answers to a series of questions designed to examine
the same construct. Neural network approaches to pattern
recognition examine data for patterns and classify certain
patterns of data based on the probability that they lead to a
given outcome. Multivariate Regressive Splines (MARS)
build flexible regression models, including interactions, by
fitting separate splines to distinct intervals of the predictor
variables. Other nonparametric and parametric statistical
approaches can also be applied to the prediction of the valid-
ity of subject reported data in survey protocols.

[0080] A variety of predictor and criterion variables can be
used. Predictor variables can range between basic demo-
graphic characteristics, such as, for example, gender, age,
ethnicity, geographical location, income level, to specific sur-
vey related variables, such as, for example, mean latency to
respond to an audible prompt from an optional portable elec-
tronic device. Similarly, criterion variables can range from
subtle, such as, for example, missing some percentage of
portable electronic device prompts, to severe validity issues,
such as, for example, failure to complete the survey. For
detection of fraudulent entries, example predictor variables
could include the speed or rate of entries, or an implausible or
statistically unlikely pattern of answers to a set of assessment
questions.

[0081] Inone embodiment complex, non-intuitive interac-
tions among multiple variables are used to optimally predict
the validity of subject reported data within survey protocols.
That is, the markers or variables used to predict invalidity may
ormay not, inand of themselves, be related to the invalid data.
Algorithms may rely on different variables for different sub-
groups. For example, subgroups can include, but are not
limited to, men and women, older or younger subjects, or
subjects that are late or early entries in the survey. The algo-
rithms may also identify different combinations of variables
working in tandem or synergistically. Thus, individual vari-
ables may not be directly, simply, or obviously related to the
invalid data. The algorithms may use complex and non-intui-
tive combinations of predictors to predict the validity or inval-
idity of subject reported data within surveys.

[0082] In one aspect methods for assessing or predicting
the reliability of a survey is provided for by analyzing validity
markers. In one embodiment a subject’s responses to ques-
tions or prompts are analyzed for patterns indicative of inap-
propriate, invalid or unreliable responses. In one embodiment
said analysis is based on benchmarks and/or at least one
database developed from at least one data set (such as the
present data set comprising at least one event, or multiple
events from the present survey). In another embodiment said
analysis is based on benchmarks and/or at least one database
developed from more than one data set (such as the present
data and at least one historic data set, comprising at least one
event, or multiple events from a survey).
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[0083] In another embodiment, a subject’s responses to
questions or prompts are analyzed to detect inconsistent or
contradictory responses. In one embodiment the subject may
be prompted to answer multiple questions, wherein some
questions pose essentially the same query and are designed to
provide information on the consistency of the subject’s
responses. In another embodiment the subject may be
prompted to answer multiple questions, wherein some ques-
tions are designed to generate implausible response patterns
in order to assess whether the subject is attentive and/or
responding in a contradictory pattern. In one embodiment a
subject’s consistency is analyzed within a single survey. In
another embodiment a subject’s consistency is analyzed
between two or more surveys.

[0084] In another embodiment, a subject’s responses to
questions or prompts are analyzed to detect patterns of
latency or delay in response time. In one embodiment the
subject’s response time is analyzed in comparison to statisti-
cal benchmarks based on the distribution of response times
for other subject in a present survey in order to detect invalid
responses. In another embodiment the subject’s response
time is analyzed in comparison to statistical benchmarks
based on the distribution of response times for subjects in a
historic survey in order to detect invalid responses.

[0085] In another embodiment, a subject’s responses to
questions or prompts are analyzed, wherein the subjects are
participants in a panel or cohort survey, such as a survey. For
example the subjects may be surveyed repeatedly at separate
time points as part of an on-going or longitudinal survey. In
one embodiment a subject’s responses may be analyzed to
compare their past responses for consistency, pattern of
response, or latency of response.

[0086] In another embodiment context-specific algorithms
are used to maximize predictive utility. That is, different
algorithms can be derived for different groups of subjects,
such as, for example in workplace satisfaction surveys, sub-
jects may be grouped by job classification, unionization sta-
tus, or level of management responsibility. The derivation of
group specific algorithms avoids the pitfalls of assuming that
any given set of variables will be equally predictive of the
validity of subject reported data for all types of surveys or for
all types of subjects.

[0087] Another embodiment provides for novel quantita-
tive analyses to be incorporated into the development of algo-
rithms to further improve their predictive validity. Specifi-
cally, the algorithms may be subject to continuous
improvement as more data become available for analysis,
such as when an individual enters a survey and/or by accu-
mulating data across multiple surveys.

[0088] According to a further embodiment, algorithms can
be used to determine appropriate feedback to both subjects
and research staff regarding the validity of subject reported
data in a survey. For example, a computer program can imple-
ment decision rules based on these algorithms, and automati-
cally determine appropriate feedback or action by the person-
nel involved in conducting the survey. Because the algorithms
and decisions are based on formal, empirical, and quantitative
criteria, they remove the subjective element in these deci-
sions, which in turn minimizes the potential for bias. In some
embodiments these algorithms may be used in applications
within existing or yet to be developed processes for giving
systematic feedback to subjects, research sites, and survey
sponsors conducting surveys using third party contractors.
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[0089] Once one or more algorithms have been derived
from analysis of existing data, the algorithms can be trans-
lated into specific decision rules, step 230. Decision rules are
essentially reformatted algorithms that can be applied to cur-
rent validity markers, to determine whether action is needed,
step 240. Decision rules may determine a threshold of validity
or a threshold of invalidity. Optionally, a decision rule may
identify a spectrum of invalidity, from minor invalidity need-
ing only corrective feedback, to significant invalidity requir-
ing subject removal from the survey. Decision rules may be
based on the specific dependent variable used to derive the
algorithm or may be based on one or more differing variables.

[0090] For example, a subject who, within the initial stages
of a survey, does not respond to more than 20% of prompted
inquiries and either suspends prompting more than once or
indicates he/she is unavailable more than once may be iden-
tified as failing to comply with the research protocol. As
another example, subjects who suspend prompting at least
twice, and whose total time of such suspension exceeds 2
hours, might be determined to be report invalid data, regard-
less of their overall performance. For purposes of illustration,
one sample decision rule may be stated as:

[0091] Display invalid remediation message to survey staft
if: [0.32(ratio of missed random prompts)+0 45(mean num-
ber of minutes spent time delaying assessments per day/
100)+0 80(mean number of hours spent in sleep each night
over past 7 days/10)]>1 where if invalidity is determined by
this decision rule, an action, such as sending a specific mes-
sage to the survey staff is recommended. For example, in the
present example, the message “Subject is not following the
protocol as required, resulting in substantial missed assess-
ments.” Intervention with the subject may be determined to be
the appropriate action.

[0092] According to an embodiment, criteria for identify-
ing a subject as reporting invalid data within the research
protocol need not overlap with criteria developed for deter-
mining whether to drop a subject from the survey or exclude
data related to that subject from the survey results. For
example, the decision rule(s) related to dropping a subject
from the survey might be based on failed responses to audible
prompts rather than on suspension of prompting.

[0093] Typically, a decision rule specifies what type of
action is required and may provide specific action details.
Action types include corrective, affirmative and anti-fraud
actions. Action details may include the content of a message
to be provided to a subject or to survey staff.

[0094] Decision rules may be translated from algorithms
that identify patterns of invalid data that are harbingers or
leading indicators of later, more serious, invalidity. This
would allow early action to be taken based on these indica-
tors. Such decision rules may be in the form of contingencies
or conditions based on early indicators of invalidity.

[0095] Optionally, translation of algorithms to decision
rules may involve human input or additional factors. For
example, balancing the impact of a decision rule against the
focus of the survey may result in an alteration of the decision
rule. For example, if subjects’ opinion of an audio, visual or
mixed media presentation is being surveyed, the frequency of
prompting or loudness of reminder alerts may be minimized
s0 as not to artificially distract the subject. Also, survey staff
may alter decision rules based on their assessment of external
factors outside of the scope of the quantitative analysis. An
example may include providing more alerts to survey staff
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instead of directly to subjects to provide more interaction
between survey staft and the subjects.

[0096] A decision rule may also be used to predict which
subjects will fail to complete a survey. Therefore, a decision
to drop the subject from the survey, or to work to improve
subject performance, can be made at an early time, such as
initial entry. By providing personnel conducting a survey with
early feedback regarding the validity of subject reported data
within a research protocol, the resulting survey data quality
may be improved. Early feedback potentially saves both time
and money by either improving the validity of data reported
by potentially unreliable subjects or excluding unimprovable
subjects who report invalid data, early in a survey.

[0097] A decision rule may also be used to identify a sub-
ject in a survey whose data is invalid, based on a pattern of
responses. The decision rule may be used to invalidate the
subject’s data or to prompt an interviewer or electronic device
administering or assisting in the administration of the inter-
view to query the subject about the questionable, or poten-
tially invalid data.

Fraud

[0098] The generation of a fraud detection algorithm can
take many forms. The psychometric properties of the scale
itself could be used to identify potentially fraudulent
responses. These response may be either intentionally or
unintentionally fraudulent. For example, according to one
embodiment, item response theory uses known properties of
individual items within an assessment to estimate the prob-
ability that an observed pattern of responses is valid. There-
fore, a subject answering yes to the question “My headaches
are completely debilitating” has a low probability of also
answering yes to the question “My headaches are a minor
inconvenience” such that observing this pattern of responses
could be indicative of fraud.

[0099] According to a further embodiment, the detection of
fraudulent or invalid entries in subject-supplied data may be
performed similarly to the methods described herein. For
example, the analysis could be based on statistical properties
of the responses themselves. Thus, as an example, analysis
might indicate that when the standard deviation across subject
responses on a particular questionnaire are less than 1.0,
fraudulent or invalid completion is highly likely.

[0100] The content of subjects’ responses could optionally
be used as a source of data for the fraud detection algorithms
if the responses are invariant or relatively invariant. For
example, a subject answering ‘yes’ to all questions, even
when the logical content of the questions would suggest some
alternating pattern of appropriate responses.

[0101] Analysis of fraud could also be based on particular
combinations of responses. For example, subjects who
answered that they took pain medication five or more times
daily, but who elsewhere indicated either that pain seventy
was 4, on a scale of 1 to 10, or that pain frequency was
‘infrequent’ or ‘rare’, might be flagged as cases likely to be
invalid. In another example, subjects that indicate that they
strongly favor the policies of a single political party yet also
indicate that they only vote for candidates from opposing
parties might be flagged as cases likely to be invalid. The
response patterns determined to represent potentially fraudu-
lent data need not be logically inconsistent or intuitively
invalid. Rather, they are determined to represent potentially
fraudulent data based on statistical analysis comparing valid
and invalid response profiles. Therefore, questions posed to
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subjects can be tailored to provide opportunities for the sub-
ject to contradict, or appear in disagreement with, responses
to earlier questions.

[0102] In an alternative embodiment, the posing of ques-
tions providing opportunities to contradict earlier responses
can be interactive. For example, further questions providing
opportunities to contradict earlier responses can be posed
only if a response to a question appears unusual or if a deci-
sion rule indicates earlier indications of potential fraud.
[0103] As a further example, the time required for a subject
to respond to items could be the foundation for the generation
of fraud detection algorithms. For example, compliance or
validity data could be used to estimate the mean length of time
subjects take to respond to certain items. In such an example,
response latencies less than two standard deviations below
those norms could be the basis of identifying the responses as
potentially fraudulent. For example, if a question contains 25
words and subjects take an average of 8 seconds to answer the
question, responses of less than 1 second could be identified
as potentially fraudulent.

[0104] Alternatively, the portable electronic device could
capture certain ecological data such as temperature, light
levels or ambient noise level, or physiological data, such as
heart rate, blood pressure, subject’s temperature, skin elec-
troconductivity, perspiration, or rate of blinking. This data
may be suggestive of a particular location, subjective, or
physical state, which is inconsistent with the subject’s
responses, suggesting possible fraud. In one embodiment this
data is incorporated into an evaluability database as validity
information.

[0105] In an alternative embodiment, subjects can be
included in the clinical trial or survey for the purpose of
providing fraudulent data. For example, in a group of 100
subjects, 20 subjects may be asked to provide fraudulent data.
By having such fraudulent data among data provided by the
subjects, quantitative analysis of can be used to ensure the
resulting algorithms and decision rules detect the known
fraudulent entries. In the event other subjects are also fraudu-
lently recording data without the knowledge of the clinical or
survey staff, the algorithms and decision rules will likely also
detect such unknown fraudulent activity. According to vari-
ous embodiments, each of the above variations for detection
of fraud can be used individually, sequentially or in combi-
nation.

Portable Electronic Devices

[0106] According to one aspect of the invention, a system
for automated processing of data collected via a portable
electronic device is provided, such as a laptop computer, a
handheld computer or smart-phone. In this embodiment, the
portable electronic device or system is designed to prompt a
subject for information and/or collect information as
recorded by the subject with or without prompting. It is envi-
sioned that in some embodiments each subject in the clinical
trial or survey is provided with a portable electronic device.
The portable electronic device can be used to collect compli-
ance and/or validity relevant information, such as the number
of data entry episodes, missed data entry occasions (e g,
instances where the portable electronic device prompts for
data, but the subject fails to respond), delays in data entry, or
the number of times an entry was changed. A database of
these variables may be processed according to the decision
rules to guide the actions of the portable electronic device as
described in detail in the copending U.S. patent application
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Ser. No. 09/825,533, titled “System for Clinical Trial Subject
Compliance”, which is herein incorporated by reference in its
entirety.

[0107] In one embodiment the portable electronic device
may also adapted to communicate with another computer to
allow the clinical or survey staff to consolidate the data from
all subjects in the clinical trial or survey, respectively, into one
location for review or processing. In some embodiments the
portable electronic device will also be adapted to communi-
cate with at least one other computer via a wireless connec-
tion or via a wired connection, including the use of a modem
and/or a network, such as a LAN or the Internet. For example,
by the use of the Internet, a dial-up modem, or wireless
connection, a subject may submit information from the por-
table electronic device to the clinical or survey staff from the
subject’s home. Wireless communication may occur by any
suitable data transfer format, including but not limited to,
Bluetooth, wife (e.g. 802.11g or 802.11b), NMT, AMPS/
TACS/ETACS, Hicap, CDPD, Mobitex, DataTAC, GSM,
iDEN, D-AMPS, IS-95/cdmaOne, PDC, CSD, PHS, GPRS,
HSCSD, WIiDEN, EDGE (EGPRS), W-CDMA, UMTS
(3GSM), FOMA, TD-CDMA/UMTS-TDD, 1xEV-DO/IS-
856, TD-SCDMA, GAN (UMA), HSPA, HSDPA, HSUPA,
HSPA+, CDMA2000 1xRTT/IS-2000, UMB, UMTS Revi-
sion 8 (LTE), WiMAX, HSOPA, WiBro.

[0108] In one embodiment, a portable electronic device or
a computer is adapted to communicate with clinical trial
equipment used for measuring, monitoring, controlling or
recording data or a process of the clinical trial. Examples of
such processes include administration of medication or moni-
toring of heart rates. In some embodiments the portable elec-
tronic device or a computer can automatically record desired
data for incorporation in the clinical trial data or compliance
data.

[0109] In an alternative embodiment, a portable electronic
device or a computer is adapted to communicate with survey
equipment used for measuring, monitoring, controlling or
recording data or a process of a survey. Examples of such
processes include live monitoring of viewers opinions of a
political speech, wherein the portable electronic device com-
municates opinions to a central computer, which can analyze
and display the aggregate results. In some embodiments the
portable electronic device or a computer can automatically
record desired data for incorporation in the survey data or
validity data.

[0110] In another aspect of the invention, a system for
automated processing of data collected viaa land line (such as
aLAN line,aT1, T2, or T3 line, a DSL line, a co-axial cable,
an ethernet cable, an optical cable, or an aluminum line, or a
copper line) is provided, such as from a non-portable elec-
tronic device, including, but not limited to a, desktop com-
puter, a smart-phone placed in a stationary dock, a portable
electronic device placed in a stationary dock, or a non-por-
table phone system (such as a wall phone or a desktop phone).
[0111] Inone embodiment a portable electronic device or a
non-portable electronic device is connected to a central
server. A subject may interact with the central server via an
interactive voice response (IVR) system, which is a phone
technology that allows a computer to detect voice and touch
tones using a normal phone call. The IVR system can respond
with pre-recorded or dynamically generated audio to further
direct callers on how to proceed. IVR systems can be used to
control almost any function where the interface can be broken
down into a series of simple menu choices. In one example a
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may call a number that is answered by an IVR system. The
IVR system plays a pre-recorded message and asks the sub-
ject to select options from a voice menu. This provides the
caller with the ability to automatically participate in a poll,
survey or clinical trial without the need for a human operator.
In one embodiment a pre-recorded voice prompt is played and
the caller presses a number on a telephone keypad to select an
option—i.e. “press 1 for yes, press 2 for no”. In another
embodiment the IVR system may use speech recognition
software to interpret a subject’s spoken answer such as “yes”,
“no”, more complex words, sentences and business names, or
a number as a valid response to a voice prompt. In one
embodiment the IVR system may measure and/or record
validity markers, including but not limited to, the length of a
delay before a subject responds to a prompt, length of
response, stress levels in a subject’s voice, whether the sub-
ject changes a response and what the response was changed
from.

[0112] Inanotherembodiment, a paper form, such as a case
report form, can be used by the subject to record data. The
data can then be entered into a database by the use of a
portable electronic device or other computer at an appropriate
time, such as by scanning the document or by human data
entry. Examples of case report forms include hand-written
forms and forms that allow for machine readable marks to be
made, enabling automated scanning of the case report forms
during entry of the data into a computer.

[0113] In another embodiment, a touch screen or key pad
can be used by the subject to record data. The data can then be
entered into a database by the use of a portable electronic
device or other computer at an appropriate time, such as by
human data entry using a stylus, a finger or buttons to enter
data. A subject can respond to text or audio prompts to select
an answer from one or more options, or to enter a subject
specified response. In one embodiment validity markers may
be measured and/or recorded, including but not limited to, the
length of a delay before a subject responds to a prompt, length
of response, whether the subject changes a response, what the
response was changed from and number of times an answer
was changed.

[0114] In an alternative embodiment, methods or algo-
rithms of the present invention may be incorporated in
instructions recorded on a medium suitable for use in an
electronic device, such as a computer, computer network
server or a portable electronic device. The medium can
include, for example, a hard disk, RAM medium, a Flash
drive, a diskette, CD-ROM or other optical or magnetic stor-
age medium. The instructions can optionally be stored on a
server that can be remote from the subject, clinical staff or
survey staff member.

[0115] According to another embodiment of the invention,
the server can provide data to be displayed. Data may be
displayed at the server itself or be transmitted to another
location, such as via a land line or wireless access to the
server, including, but not limited to, a LAN line, wife or
access to the Internet. The data can be processed to provide a
graphical display to interested parties. Examples of individu-
als who may be interested in viewing the graphical represen-
tation of compliance data include, but are not limited to, a site
coordinator (who may be interacting with the subject), a
clinical research organization (who may be responsible for
study execution across a number of research locations), other
agencies interested in the collection of the data, or the sponsor
of the research. Other, examples of individuals who may be
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interested in viewing the graphical representation of reliabil-
ity data, but are not limited to, a survey site coordinator (who
may be interacting with the subject), a survey research orga-
nization (who may be responsible for study execution across
a number of research locations), a marketing researcher, an
employer or a survey sponsor.

[0116] According to another embodiment, the server can
provide ongoing aggregation of data across subjects to speed
the time required to combine, clean, and make available final
data.

[0117] In another embodiment, an evaluability database,
such as an Excel™ database, may be compiled using validity
markers collected from one or more surveys. The validity
database may be used to predict validity of reported data from
any survey participant in a future survey, predict continued
reliability in an ongoing survey and/or identify unreliability
in a survey. The evaluability database may be used by spon-
sors of a survey to select subjects that will most likely yield
accurate, useful results without wasting resources.

[0118] The evaluability database may contain many difter-
ent metrics on subject performance, as described above. For
example, for particular survey sites, the validity information
in the database may list the historic ability of each site to reach
enrollment targets, how consistent each site was in previous
surveys with respect to training, the validity of subject
reported data, and regular trial monitoring and other data
indicative of reliability and therefore overall performance.
[0119] In this manner, a sponsor of a survey may identify
highly qualified sites, such as survey sites that historically
produce adequate, accurate and reliable data, for conducting
a survey, and avoid wasting resources on sites that will not
tend to produce usable results, such as non-performing survey
sites.

[0120] For example, the performance of targeted survey
sites in previous surveys may be tracked according to one
embodiment, in several different ways. The resulting data-
base allows for statistical analysis and identification only
those survey sites that have been able to meet their enrollment
targets and excel in producing valid subject reported data
within research protocols in other surveys. Selected survey
sites may then be ranked in a given category to identify the
premier survey sites that are most likely to succeed in a
proposed survey.

[0121] While preferred embodiments of the present inven-
tion have been shown and described herein, it will be obvious
to those skilled in the art that such embodiments are provided
by way of example only. Numerous variations, changes, and
substitutions will now occur to those skilled in the art without
departing from the invention. It should be understood that
various alternatives to the embodiments of the invention
described herein may be employed in practicing the inven-
tion. It is intended that the following claims define the scope
of the invention and that methods and structures within the
scope of these claims and their equivalents be covered
thereby.

1. A method of predicting the validity of subject reported
data, comprising the steps of:

analyzing validity markers;

generating at least one predictive algorithm for predicting
the invalidity of subject reported data by quantitative
analysis of said validity markers; and

translating the at least one predictive algorithm into at least
one prediction rule for use with a survey.
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2. The method of claim 1, further comprising the steps of:

analyzing validity markers; and

comparing said validity markers to said at least one predic-

tion rule to determine if action is needed.

3. The method of claim 2, further comprising the step of
determining an appropriate action if the step of comparing
indicates that action is needed.

4. The method of claim 2, wherein said step of analyzing
comprises the step of employing a portable electronic device
capable of displaying information and receiving and storing
input from a user.

5. The method of claim 2, further composing the step of
creating an evaluability database adapted to store data related
to the validity of subject reported data.

6. The method of claim 5, wherein the evaluability database
is tailored to a condition affecting the subject.

7. The method of claim 1, wherein said step of analyzing
further comprises analyzing historical protocol data and
wherein said step of generating comprises quantitative analy-
sis of the historical protocol data.

8. The method of claim 1, wherein said analyzing com-
prises analyzing at least one database containing at least one
set of data from the group consisting of historical validity
markers and historical protocol data.

9. The method of claim 1, wherein said validity markers are
historical validity markers, from more than one event.

10. The method of claim 1, wherein said validity markers
are from at least one event.

11. A method of determining the validity of subject
reported data, comprising the steps of:

analyzing at least one set of data from the group consisting

of historical validity markers and historical protocol
data;

generating at least one algorithm reflective of said at least

one set of data by quantitative analysis of said at least
one set of data;

translating the at least one algorithm into at least one deci-

sion rule for analyzing information on the validity of
subject reported data;

obtaining validity markers for at least one event; and

analyzing said validity markers with said at least one deci-

sion rule to determine if corrective action is needed.

12. The method of claim 11, further comprising the step of
determining an appropriate corrective action if the step of
analyzing indicates that corrective action is needed.

13. The method of claim 11, wherein the step of obtaining
comprises using a portable electronic device capable of dis-
playing information and receiving and storing input from a
user.

14. The method of claim 11, wherein the step of generating
employs at least one of the group of multiple linear regres-
sion, discriminant function analysis, logistic regression, neu-
ral networks, classification trees and regression trees.

15. The method of claim 11, wherein said analyzing com-
prises, analyzing at least one database containing at least one
data set selected from the group consisting of historical valid-
ity markers and historical protocol data.

16. A method of determining the validity of subject
reported data, comprising the steps of:

analyzing historical validity markers and historical proto-

col data;

generating a spectrum of invalidity representative of the

historical validity markers not compliant with the his-
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torical protocol data by quantitative analysis of the his-

torical validity markers and the historical protocol data;
obtaining validity markers for at least one event; and
comparing the spectrum of invalidity to the historical valid-

ity markers to determine if corrective action is needed.

17. The method of claim 16, further comprising the step of
determining an appropriate corrective action if the step of
comparing indicates that corrective action is needed.

18. The method of claim 17, wherein the step of obtaining
comprises using a portable electronic device capable of dis-
playing information and receiving and storing input from a
user.

19.-52. (canceled)



