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(57) ABSTRACT 

An identification tag 1 provided with a random pattern P 
readable with an image Sensor 2 is configured by three 
dimensionally disposing at least a pair of random pattern 
members 4a and 4b generating moiré fringeS M forming the 
random pattern P in a transparent medium 3. Through this 
configuration, the moiré fringes M are generated by the 
random pattern members 4a and 4b and the moiré fringes M 
Serve as a random pattern P (identification information) 
peculiar to respective identification tags 1 and So on which 
are difficult to be forged (copied). 
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IDENTIFICATION TAG 

BACKGROUND OF THE INVENTION 

0001) 1. Field of the Invention 
0002 The present invention relates to an identification 
tag Suitably used for an identification card or the like having 
random patterns which are readable by an image Sensor. 
0003 2. Description of the Relevant Art 
0004 Generally, since magnetic cards on which identifi 
cation information is written magnetically or IC cards hav 
ing a data memory function are apt to be forged (copied) or 
identification information written in the cards are apt to be 
Stolen, development of an identification tag which can 
reliably prevent forgery or data theft has been publicly 
requested. 

0005. As an identification tag resistant to forgery or data 
theft a data carrier (identification tag) disclosed in Japanese 
Patent Laid-open No. 10 (1998)-44650 has been known, for 
instance. The data carrier disclosed in the above Patent 
Bulletin is a data carrier having an identification information 
Section prepared for user's peculiar identification informa 
tion, and the identification information Section is prepared 
by Simultaneous molding of monochromatic thermoplastic 
resin pellets as a base board and metal fragments to be 
disposed at random by an extruder. 
0006. However, though such a conventional identifica 
tion tag (the data carrier) are difficult to forge or Steal data 
from due to the random disposition of metal fragments, there 
are problems. Such as being Vulnerable to copying or the like 
of identification information with, for instance, a copying 
machine because the metal fragments forming a random 
pattern are directly readout, difficulty of manufacturing, 
difficulty of quality assurance, and So on. Therefore, the 
technology is still unable to ensure a Sufficient reliability and 
Security. 

SUMMARY OF THE INVENTION 

0007 An object of the present invention is to provide an 
identification tag with enhanced reliability and Security, 
employing moiré fringes to improve resistance to be copied 
or the like with a copying machine as identification infor 
mation, and to avoid forgery and data theft more reliably. 
0008 Another object of the present invention is to pro 
vide an identification tag which can be manufactured easily, 
in high quality and at low cost. 
0009. In order to achieve these objects, the present inven 
tion is characterized by that when an identification tag 
provided with a random pattern readable with an image 
Sensor is formed, at least one pair of random pattern mem 
bers which generate moiré fringes to form the random 
pattern is disposed three-dimensionally in a transparent 
medium. The identification tag thus Structured generates 
moiré fringes by the random pattern members, and the moiré 
fringes Serve as a random pattern (identification informa 
tion) peculiar to respective identification tags which are not 
easily forged (copied). 

BRIEF DESCRIPTION OF THE DRAWINGS 

0.010 FIG. 1 is a perspective view showing an outside 
appearance of an identification card having an identification 
tag according to the preferred embodiment of the present 
invention; 
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0011 FIG. 2 is a plan view showing the identification tag 
in the identification cards, 

0012 FIG. 3 is a cross section of the side elevation view 
showing a portion of the identification cards, 
0013 FIG. 4 is an explanatory view of an identification 
tag structure in the identification cards, 
0014 FIG. 5 is a block diagram of an identification 
apparatus for the identification cards, and 
0015 FIG. 6 is a cross section of the side elevation view 
showing a portion of the identification cards provided with 
the identification tag according to a modified embodiment of 
the present invention. 

DETAILED DESCRIPTION OF THE 

PREFERRED EMBODIMENT(S) 
0016. Next, a preferable embodiment relating to the 
present invention will be cited and explained in detail with 
reference to the drawings. It should be noted that the 
attached drawings are not for Specifying the present inven 
tion but to facilitate understanding of the present invention. 
AS for well-known portions, in order to avoid making the 
present invention obscure, detailed explanation will be omit 
ted. 

0017 First, the configuration of the identification tag 1 
according to the present embodiment and the method of 
manufacturing thereof will be explained with reference to 
FIGS. 1 to 4. 

0018. The embodiment presents the case of using the 
identification tag 1 for identification cards C Such as credit 
cards, cash cards and the like. 

0019. The identification cards C have a card base board 
10 formed in a card shape as a whole, as shown in FIG. 1, 
and a rectangular aperture window 11 formed on a prede 
termined position of the card base board 10. In the mean 
time, a pair of net members 4an and 4bn is prepared for use 
as random pattern members 4a and 4b. In order to picture the 
net members 4an and 4bn, it is recommended to think of, for 
instance, a fabric Such as that used to make Stockings made 
by weaving fine synthetic fibers in a lattice. When this kind 
of fabric is used for the net members 4an and 4bn, the sizes 
and shapes of respective lattices come to be different from 
each other. 

0020. The net members 4an and 4bn prepared thus are 
arranged three-dimensionally, and are insert molded with a 
synthetic resin 3r to be a transparent medium 3. More 
Specifically, the insert molding can be easily carried out by 
Setting a pair of net members 4an and 4bn thus-prepared in 
layers in the mold cavity of a molding machine at a 
predetermined distance apart from each other (see FIG. 3), 
and pouring a molten Synthetic resin 3r into the cavity. It 
should be noted that the size (area) of the whole molded 
product is arbitrary, and in the case of molding a product 
having a large area, an identification tag 1 to be an object 
product can be obtained by cutting the molded product to the 
required size when in use. 
0021. Then, identification cards C shown in FIG. 1 can 
be obtained by fitting the identification tag 1 obtained thus 
into the aperture window 11 of the card base board 10. As 
described above, Since the identification tag 1 (identification 
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cards C) according to the present embodiment uses a pair of 
net members 4an and 4bn made of fabric, a high-quality 
product can be manufactured easily, and at low cost. 

0022. It should be noted that by selecting the thickness of 
the fiber and the tightness of the lattice forming the net 
members 4an and 4bn, the Storage capacity of the identifi 
cation tag 1 can be varied. Furthermore, any relative angle 
between net member 4an and net member 4bn can be 
accepted. That is, the Weave textures of respective net 
members 4an and 4bn may be disposed in the same direction 
(in parallel) or the net members 4an and 4bn may be 
disposed with a Small degree of angle between respective net 
members so that the weave texture direction of the net 
member 4bn Slants against that of the net member 4an. The 
colors of the net members 4an and 4bn are also arbitrary, and 
a design Such as a pattern or the like can be added as 
necessary. When a whitish color is used for instance, the 
merit of copy protection is enhanced. 
0023 FIG. 4 schematically shows a positional relation 
ship between the net members 4an and 4bn in the synthetic 
resin 3r for the identification tag 1. The figure shows a state 
in which a middle layer 3rm of the synthetic resin 3r exists 
between the net members 4an and 4bn, and a protective 
layer 3rf exists on the outside of one net member 4an, while 
another protective layer 3rr exists on the outside of the other 
net member 4bn. 

0024 Moiré fringes M can be generated by using such 
net members 4an and 4bn. More concretely, when seen from 
a specific distance away with respect to the identification tag 
1, the moiré fringes M shown in FIG. 2 can be recognized. 
The moiré fringes M and the net members 4an and 4bn form 
a random pattern P which Serves as unique identification 
information in respective identification cards C. . . . Accord 
ingly, no two cards can exist with the same identification 
information. 

0.025 A method of reading the random pattern P, namely, 
the method to identify the identification cards C will be 
explained next with reference to FIG. 5. 
0026. In FIG. 5, 30 indicates the identification apparatus. 
31 indicates the base board, and as the color of the base 
board 31, a color which easily generates the moiré pattern M 
on the identification tag 1 should be Selected. For instance, 
when a whitish color is selected for the net members 4an and 
4bn, a blackish color is recommended for the base board 31. 
32 indicates an identification processing System having a 
computing function which comprises an image Sensor (Such 
as a CCD) 2 disposed confronting the base board 31, an 
image processing Section 34, a coding processing Section 35, 
a memory Storage Section 36, a judgment processing Section 
37, and a control section 38. Further, 39 indicates an 
illuminating Section to illuminate the identification card C 
On Set. 

0027. In such an identification apparatus 30, the identi 
fication card C is set between the base board 31 and the 
image sensor 2 as shown in FIG. 5, and the identification 
card C on set is illuminated by the illuminating section 39. 
Through this formation, Since the moiré fringes M are 
generated on the identification tag 1 in the aperture window 
11 of the identification card C, the random pattern P in the 
aperture window 11 including the moiré fringeS M is read, 
namely, picked up by the image Sensor 2. In the meantime, 
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a read Signal from the image Sensor 2 is given to the image 
processing Section 34. Abinarizing processing of the readout 
Signal is performed in the image processing Section 34, and 
the binarized data obtained thus is given to the coding 
processing Section 35. In the coding processing Section 35, 
the binarized data are Subjected to data compression by a 
cipher System to obtain objective identification data (iden 
tification information). 
0028. When the identification apparatus 30 is operating in 
a registration mode, the identification data obtained from the 
coding processing Section 35 is registered in the memory 
Storage Section 36 and changed into a database. On the other 
hand, when the identification apparatus 30 is operating in an 
identification mode, the identification data obtained from the 
coding processing Section 35 is given to the judgment 
processing Section 37. Through this processing, the judg 
ment processing Section 37 performs the identification pro 
cessing whether the given identification data exists in the 
data base of the memory Storage Section 36 or not. AS a 
result, if the consistent identification data exists, an identi 
fication signal is given to the control Section 38. The control 
Section 38 admits the processing to proceed to the next Step, 
if, for instance, the identification card C is a cash card. On 
the contrary, if there exists no identification data consistent 
with the data in the memory Storage Section 36, a processing 
for this situation, for instance, a message indicating impos 
Sibility of identification is performed using a display or 
WOCC. 

0029. Thus, the identification tag 1 according to the 
present embodiment generates the moiré fringes M forming 
a peculiar random pattern P by the random pattern members 
4a and 4b, which makes it difficult to forge (copy) the 
identification information. In addition to that, even if a 
copying operation is performed with a copying machine or 
the like, it is impossible to copy the moiré fringes M 
three-dimensionally, which means that it is difficult to steal 
and misuse the identification information. AS described 
above, the reliability and Security of the identification tag 1 
is drastically enhanced. 

0030) Incidentally, FIG. 6 shows a modified embodi 
ment. The modified embodiment uses a transparent Synthetic 
resin 3r to which colored ink is poured as a transparent 
medium 3. Through this structure, a flow pattern 61 as 
shown in FIG. 6 is given to the transparent medium 3. As a 
result, in the modified embodiment, the random pattern P 
can be more complicated, which can be employed addition 
ally in the embodiments shown in FIG. 1 to FIG. 3. 

0031 Further, the modified embodiment presents the 
case of disposing the image Sensors 62 and 63 at two 
positions different from each other, and reading the identi 
fication tag 1 from a Slant angle. By adopting Such a 
three-dimensional reading System, it becomes possible to 
avoid data theft Such as copying by a copying machine and 
the like more successfully. Incidentally, in FIG. 6, the same 
portions as in FIG. 3 are given the same symbols or 
numerals to clarify the configuration, and detailed explana 
tion thereof will be omitted. 

0032. As described above, the present embodiments have 
been explained in detail. However, the present invention is 
not limited to these embodiments, it should be considered to 
be acceptable to modify any detail of configuration or 
method of implementation without departing from the Spirit 
of the present invention, and at the Same time to add or 
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cancel Some details as necessary. For instance, in the 
embodiment, though the case of disposing a pair of random 
pattern members 4a and 4b is shown, it is not intended to 
exclude a case of disposing three or more random pattern 
members 4a, 4b, and So on in So-called three or more layers. 
And, though the case of using fabric made of fiber as the net 
members 4an and 4bn is explained, it is needless to Say that 
a net member using a metal wire or the like is also accept 
able. Further, though the case of fitting and fixing the 
identification tag 1 prepared Separately into the aperture 
window 11 of the card base board 10 is shown as the 
embodiment, the identification tag 1 and the card base board 
10 can be integrally molded. In addition, as the usage of the 
identification tag 1, the case of using it for the identification 
cards C is explained, but it can be used for any identification 
of passports, licenses, and So on. 
What is claimed is: 

1. An identification tag provided with a random pattern 
readable with an image Sensor, Said identification tag com 
prising; 
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at least a pair of random pattern members generating 
moiré fringes forming Said random pattern, being dis 
posed three-dimensionally in a transparent medium. 

2. The identification tag according to claim 1, wherein a 
transparent Synthetic resin is used as Said transparent 
medium. 

3. The identification tag according to claim 1 or claim 2, 
wherein Said transparent medium is provided with a flow 
pattern. 

4. The identification tag according to claim 1, wherein a 
net member is used as Said random pattern member. 

5. The identification tag according to claim 4, wherein 
fabric made of fiber is used as said net members. 

6. The identification tag according to claim 1, wherein 
Said identification tag is used for identification cards. 


