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(57) ABSTRACT

Systems and methods are disclosed for compiling, curating,
and sharing digital content. A content clearinghouse server
can compile digital content items received from a number of
content sources and curate the digital content items for a user
of'a client device. The content clearinghouse server can also
receive information from client devices to be broadcast to a
number of different platforms. Digital content items received
from content sources and broadcast information can each be
de-duplicated at the content clearinghouse server.
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SYSTEMS AND METHODS FOR COMPILING,
CURATING, AND SHARING DIGITAL
CONTENT

CROSS-REFERENCE TO RELATED
APPLICATIONS

[0001] This application claims the benefit of U.S. Provi-
sional Patent Application Ser. No. 62/024,239, entitled “SY'S-
TEMS AND METHODS FOR COMPILING, CURATING,
AND SHARING DIGITAL CONTENT,” filed Jul. 14, 2014,
which is hereby incorporated by reference in its entirety. This
application also claims the benefit of U.S. Provisional Patent
Application Ser. No. 62/081,754, entitled “SYSTEMS AND
METHODS FOR COMPILING, CURATING, AND SHAR-
ING DIGITAL CONTENT,” filed Nov. 19, 2014, which is
hereby incorporated by reference in its entirety.

BACKGROUND

[0002] Digital devices like PCs, laptops, tablets, and smart-
phones Digital devices like PCs, laptops, tablets, and smart-
phones are playing an ever-increasing role in affecting behav-
iors as diverse as how we work and play, how we make and
sustain relationships, how we consume music, news, enter-
tainment, and social content, and how even how we decide
what we like and what we don’t. At the moment, the digital
content we consume using these devices tends to be unorga-
nized and located in a wide variety of locations. Finding
desirable content in the wide proliferation of available web-
sites, programs, and applications can be a daunting task, and
many simply limit content consumption to a few limited,
trusted sources lest they become overwhelmed by the vast
task of finding the proverbial needle in the haystack.

[0003] A number of platforms exist that attempt to manage
our digital lives. For instance, some applications consolidate
news articles, blog posts, and other content from diverse
sources into a single interface. However, these platforms all
fall short of providing a fully compiled and curated experi-
ence for organizing, sharing, and presenting all of a user’s
digital content.

SUMMARY

[0004] In some embodiments, a centralized user interface
may be provided for presenting social media content from
various social media sources. Social media content from vari-
ous social media sources with which a user is affiliated, usu-
ally embodied in “posts,” may be presented in the centralized
user interface in one continuous, integrated “feed.” Depend-
ing of the source of the social media content, a post presented
in the centralized user interface may be reformatted to blend
in with the look and feel of the centralized user interface. In
some embodiments, the centralized user interface may be
integrated into an operating system of a client device, while in
other embodiments, the centralized user interface may be
provided via a stand-alone application that may be installed
on a client device.

[0005] Similar or identical posts received from multiple
social media sources and/or multiple social media contacts
may be de-duplicated and/or combined at a content clearing-
house server before they are presented in the feed to prevent
the feed from becoming cluttered with duplicated content.
Outgoing posts may be directed to several different social
media sources simultaneously. To prevent the user’s social
media contacts from receiving the outgoing post on each of
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their respective social media sources, the content clearing-
house server may also determine the audience for the post on
each social media source and alter the audience for the out-
going post to minimize duplicate communications as practi-
cable.

[0006] Posts may also be displayed along with one or more
flags. The flags may quickly and clearly communicate infor-
mation about the post that may help the user determine
whether or not to view, share, like, comment, or otherwise
interact with the post. One flag could be a fact checking
indicator (e.g., a stoplight style icon) that indicates whether
the content associated with post has been checked for accu-
racy by an independent third-party source. Another flag could
indicate that the content associated with the post might be
inappropriate for children, work, etc. Yet another flag could
indicate that the post is a paid advertisement.

[0007] Insome embodiments, a content dashboard may be
provided for gathering, organizing, and sharing a user’s digi-
tal content. The digital content may include a user’s personal
digital content (e.g., pictures, videos, music, documents,
email messages, and calendar entries) and nonpersonal,
curated web content (e.g., pictures, videos, news articles,
social media posts, and critical reviews). One or more por-
tions of the dashboard may be shared with other users. The
other users may be other users of an application that provides
the dashboard, users of other social media sites, or to the
public at large via a publically accessible Internet website.
Digital content displayed in the dashboard may be prioritized
differently according to the time of day and/or the day of the
week, which may correlate with the type of digital content the
user may most wish to interact with.

BRIEF DESCRIPTION OF THE DRAWINGS

[0008] The above and other aspects and advantages of the
invention will become more apparent upon consideration of
the following detailed description, taken in conjunction with
accompanying drawings, in which like reference characters
refer to like parts throughout, and in which:

[0009] FIG. 1 depicts a schematic diagram of a network
system for compiling, curating, and sharing digital content, in
accordance with some embodiments;

[0010] FIGS. 2 and 3 show exemplary user interfaces for
presenting social media content from and broadcasting posts
to various social media sources, in accordance with some
embodiments;

[0011] FIGS. 4 and 5 show illustrative flowcharts of pro-
cesses for presenting social media content from and broad-
casting posts to various social media sources, in accordance
with some embodiments;

[0012] FIGS. 6A, 6B and 7 show exemplary user interfaces
for gathering, organizing, and sharing a user’s digital content,
in accordance with some embodiments;

[0013] FIGS. 8 and 9 show illustrative flowcharts of pro-
cesses for gathering, organizing, and sharing a user’s digital
content, in accordance with some embodiments; and

[0014] FIGS. 10A-10D show exemplary user interfaces for
gathering, organizing, and sharing a user’s digital content, in
accordance with some embodiments.

DETAILED DESCRIPTION OF THE
DISCLOSURE

[0015] Systems and methods for compiling, curating, and
sharing digital content are disclosed. These systems and
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methods can help to streamline a user’s experience while
consuming digital content by aggregating digital content
from various sources in a single user interface environment
and by facilitating the sharing of digital content with other
users via the same environment.

[0016] FIG. 1 depicts a schematic diagram of system 100
for compiling, curating, and sharing digital content, in accor-
dance with some embodiments. System 100 may include
client devices 102a, 1025, and 102¢ in communication with
content clearinghouse server 106 and content sources 108 via
network 104. While client devices 102a, 1025, and 102¢
(collectively client device 102) are depicted as representing a
smartphone, a tablet, and a desktop computer, respectively,
one skilled in the art will recognize that client device 102 may
be any type of electronic device capable of communicating
with another electronic device via network 104. Network 104
may be any suitable network, such as the Internet, for
example.

[0017] Content clearinghouse server 106 may be a comput-
ing device capable of communicating with client device 102
and content sources 108 via network 104. Content sources
108 may include any digital content source accessible via
network 104, including but not limited to email and instant
messaging, and calendaring servers, as well as social media
websites, news websites, sports websites, ecommerce web-
sites, trade websites, scholarly journals, blogs, forums, web-
comics, and online games, and/or servers hosting the same.
[0018] Insomeembodiments, content clearinghouse server
106 may receive digital content from content sources 108.
The digital content received from content sources 108 may be
based on user preferences defined by a user of client device
102. For example, a user may indicate his interest in receiving
digital content from one or more known content sources, such
as one or more particular social media or news websites. If
necessary, the user may provide his credentials for one or
more content sources 108 with which he is associated to
enable content clearinghouse server 106 to communicate
with username/password-protected content sources. The user
may also indicate his interest in one or more content catego-
ries. For those content categories, content clearinghouse
server 106 may consult a database of content sources known
to be associated with the indicated content categories and pull
digital content from those content sources. Digital content
may arrive at content clearinghouse server 106 from content
sources 108 relatively unfiltered, in that all content available
from content sources deemed to be of interest to the user of
client device 102 may be received at content clearinghouse
server 106.

[0019] Content clearinghouse server 106 may compile and
curate digital content received from content sources 108.
Compiling and curating the digital content may involve deter-
mining how relevant each particular digital content item is
likely to be to the user’s interests. Content clearinghouse
server 106 may rely on a points-based algorithm to determine
the likely relevance of a particular content item to the user. For
example, content clearinghouse server 106 may examine
metrics associated with the digital content item (e.g., how
many times the digital content item has been viewed, shared,
commented on, etc.), whether the digital content item was
generated or shared by one or more social media contacts, the
frequency with which the user previously interacted with
similar digital content items.

[0020] In some embodiments, points awarded to a given
digital content item may vary depending on the type of digital

Feb. 4, 2016

content item in question. For example, the scheme for award-
ing points to an article from a news website may vary from the
scheme for awarding points to a social media post. For
instance, the identity of the person who authored a social
media post may be more relevant to a user than the author a
news article, the digital content author’s identity may be
given more weight in the former case than in the latter. The
number of points awarded to a particular content item may
decay over time to ensure that fresh content is more highly
rated than stale content. Still further, different types of content
may have different “point multipliers” depending on the time
of' day and the day of the week. For example, news articles,
which many people prefer to read in the morning, may be
awarded a point multiplier (e.g., 2x, 3x, 10x, etc.) during the
hours of 5-10 am, Monday-Friday; the point multiplier may
be removed outside of that timeframe. Further yet, the user’s
history of interactions with digital content items may be used
to alter how points are awarded to various types of digital
content items, such that digital content items that user inter-
acts with frequently (e.g., news articles about environmental
issues) are awarded “bonus points™ over other types of news
articles.

[0021] Content clearinghouse server 106 may provide the
compiled and curated digital content to client device 102. In
some embodiments, the points awarded to each digital con-
tent item may be used to curate the digital content items
received from content sources 108 according to the user’s
stated tastes. Curating the digital content items may be
accomplished in a number of ways. In a first embodiment,
only a defined number of digital content items (e.g., 100) may
be selected for transmission to client device 102. Accord-
ingly, the top 100 digital content items, as ranked by content
clearinghouse server 106 may be provided to client device
102. In other embodiments, any digital content item reaching
a defined point threshold may be provided to client device
102. It should be understood that providing a digital content
item for client device 102 may involve an actual transfer of the
digital content item itself (e.g., a copy of an article, song,
document, etc.) or a transfer of a link to a location where the
digital content item may be retrieved (e.g., a link to an article
on a website).

[0022] Insomeembodiments, all or a portion of the curated
content may be downloaded to and stored and stored on client
device 102 at a time when client device 102 has an active
connection to network 104. Accordingly, the curated content
may be consumed even if client device 102 later loses con-
nectivity to network 104. Client device 102 may be config-
ured to automatically update periodically (e.g., once daily at
a time when client device 102 is connected to network 104).
Client device 102 may also be configured to update only when
manually prompted by the user, or client device 102 can
receive “push” updates, which may be received at any time
client device 102 is connected to network 104.

[0023] While awarding points to the various digital content
items, content clearinghouse server 106 may de-duplicate
and/or combine similar digital content items to avoid multiple
copies (or similar versions) of a digital content item from
being provided to client device 102. Recognition of similar or
identical digital content items may involve, for example, pars-
ing text associated with the digital content item (e.g., from the
body of the digital content item or from metadata associated
with the digital content item) and comparing keywords, hash-
tags, quotations, date of generation, content source, and/or
other attributes of the potentially duplicative digital content
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items. Thus, if several of a user’s social media contacts share
the same article with the user, content clearinghouse server
106 can recognize the duplicative copies and either decline to
provide them to client device 102. In other embodiments,
similar copies of a digital content item (e.g., breaking news
articles on a topic from different news outlets) can be com-
bined and transmitted as a bundled digital content item to
client device 102. Bundled content items may be identified by
a meta-description of the bundled digital content item and
provide the user access to each individual digital content item
in the bundle. Thus, even if a large number of news outlets are
generating articles covering the same story (e.g., a presiden-
tial election) only a single bundled content item may be
transmitted to client device 102, whereupon the user may
determine which content source 108 to go to for coverage of
the story.

[0024] According to some embodiments, content clearing-
house server 106 may also receive digital content from client
device 102. The digital content received from client device
102 may be any digital content accessible to client device 102.
Accordingly, the digital content may include, for example,
personal digital content items stored locally on client device
102 (e.g., music files, documents, videos, etc.), personal digi-
tal content items stored on a cloud-based server accessible to
client device 102, or any other digital content items accessible
by client device 102 (e.g., from content sources 108). In some
embodiments, a given digital content item received from cli-
ent device 102 may be formatted as a post to one or more
social media or content sharing sites. Accordingly, rather than
sharing digital content items from client device 102 directly
to another user’s client device, social media site, or a cloud-
based storage site, digital content items may first be routed
through content clearinghouse server 106.

[0025] Insomeembodiments, content clearinghouse server
106 may determine an audience for a post and, to the extent
possible, de-duplicate reception of the post by a particular
user via more than one platform. Determining the audience
for the post may include determining to which platforms the
post is being broadcast, determining which users of those
platforms would receive the post if it was not de-duplicated,
and limiting the audience as possible to prevent a particular
user from receiving the post via more than one platform. For
example, a user of client device 102 may broadcast a particu-
lar post to a one or more social media sites, email distribution
lists, SMS or MMS lists, multi-user cloud storage systems, or
any other suitable platforms. Content clearinghouse server
106 may intercept the broadcast and determine, for each
platform, a list of users who will receive the post (if not for
de-duplication), cross-reference the users on each list, and
eliminate one or more transmission modes to users found to
be represented in more than one list. Thus, if a particular user
is found, based on the cross-referencing, to be receiving the
post via two social media sites, email, and MMS, content
clearinghouse server 106 may decline to transmit the post to
the user by one or more of those methods (e.g., email and
MMS).

[0026] Insomeembodiments, content clearinghouse server
106 may maintain a database of a user’s contacts that cross-
references each of the contact’s aliases across different plat-
forms. Thus, the database may include a list of individuals
paired with their aliases (e.g., usernames, email addresses,
phone numbers, usernames, handles, etc.) for each platform.
The database may also indicate, as applicable for each plat-
form, how the individual is related to the user of client device
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102. For instance, because many social media sites allow
users to specify how they are related (e.g., as friends, family,
colleagues, acquaintances, followers, etc.), these relation-
ships may be used to define an audience for a particular post.
Accordingly, these relationships may help to determine the
audience for a particular broadcast, and they may be used to
de-duplicate communications to users (e.g., by helping to
narrow the audience to receive the post via a particular plat-
form). Information regarding individuals in the database may
be culled and compiled from data stored on client device 102,
data received from each platform via network 104, or data
entered, combined, or confirmed manually by a user of client
device 102.

[0027] In some implementations, de-duplication of a
broadcast post may be limited to relatively personal commu-
nications such as email, SMS, MMS, or direct messaging via
a social media site. These relatively personal communica-
tions may be contrasted with public or semi-public commu-
nications, such as posts to public or semi-public social media
sites. As used herein, the term public may refer to communi-
cations that are not restricted to a particular audience, the term
semi-public may refer to communications that are restricted
to aclass of users (e.g., friends on a social media site), and the
term personal may refer to communications that are directed
to individuals (e.g., an email, SMS, MMS, instant message, or
direct message). Accordingly, de-duplication may prevent an
individual from receiving the post via email, SMS, MMS,
instant message, and direct message, even if all of those
methods were chosen for the broadcast.

[0028] Inthe case of semi-public communications, the abil-
ity to de-duplicate a broadcast post may depend on the how
each semi-public platform permits narrowing an audience for
apost. Content clearinghouse server 106 may, for these types
of communications, de-duplicate communications only the
extent practicable given the platform permissions. However,
in the event that an individual user is “tagged” in multiple
versions of a post being broadcast to several public, semi-
public, or private communications platforms, content clear-
inghouse server 106 may remove the tag for all but one
communications mode so that the user is not tagged multiple
times across multiple platforms for the same post.

[0029] The database may further include data indicating
each individual’s preferred contact method. The preferred
contact method may be obtained, for example, via user pref-
erences gleaned from the information received at content
clearinghouse server 106 from one or more platforms, via
manual entry by the user of client device 102, and/or via
default rules or user-specific preferences defined for content
clearinghouse server 106. Conflicts in the preferred contact
method for an individual may be resolved in any suitable
manner (e.g., by giving the individual’s preferred contact
method over the user’s preferred contact method or vice
versa). Thus, when de-duplicating a broadcast post, content
clearinghouse server 106 may consult the database to deter-
mine each individual’s preferred contact method when deter-
mining how to transmit the post to each individual.

[0030] FIG. 2 shows an exemplary user interface 200 for
presenting posts from and broadcasting posts to various con-
tent sources, in accordance with some embodiments. Posts
may be curated and provided to the client device (e.g., client
device 102) as described above and presented within the user
interface of FIG. 2. Each post, which may include or link to
one or more digital content items as described above, may be
presented on the display in an easily readable format. As
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shown in FIG. 2, posts 202a-202; are displayed in list format,
although other formats (e.g. a grid view or whole-page view)
are contemplated. The user may choose to interact with one of
posts 202a-202; (e.g. to read the full post or to consume a
digital content item associated with the post) by choosing the
post on the display. A user may choose a post by clicking on
the post if interacting with the client device using 1/O devices
such as a keyboard and mouse, or by touching the post if
interacting with a touch-sensitive display of the client device,
for example.

[0031] Each of posts 202a-202; may indicate the source of
the post (e.g., one of content sources 108 of FIG. 1) and
various other information about the post, including, for
example the user or users who shared and/or generated the
post 204, a summary of the post 205 (e.g., a short text sum-
mary with or without a related image or video), one or more
flags 206 as discussed above, and one or more buttons 208
that may be actuated to easily interact with the post (e.g., in
order to like the post, comment on the post, and/or broadcast
the post as disclosed above. In some embodiments, a user may
also be able to filter the list of posts using filters 210a-210d
such that only posts with videos, pictures, and/or articles are
displayed in the user interface by choosing the appropriate
filter from filter menu 210 as shown in FIG. 2, for example.
[0032] As described above, identical or similar posts
received at the client device may be either de-duplicated or
combined into a single post. In the event that the post indi-
cates that it was received from multiple sources, choosing the
postmay cause the user interface to display a list of the similar
or identical posts such that the user can choose which a
particular source for the post. In the event that a particular
post was de-duplicated, a de-duplication flag 206e¢ may be
displayed to alert the user that additional sources may be
available for consuming the post. This feature may be useful,
for example, for similar posts that treat the same subject
differently (e.g., posts that link to two news articles from
different sources covering the same event). Choosing de-
duplication flag 206e a user may be presented with a second
user interface that lists the de-duplicated posts or links to the
de-duplicated posts.

[0033] A user may also choose to interact with the flags to
receive more information about the post. For instance, the
user interface displayed in FIG. 2 uses upwardly pointing
triangles, flags 2064, 2064, to indicate that the post has a
positive fact-check history while downward pointed tri-
angles, flag 206¢, may indicate that the post has a negative
fact-check history. Fact checking data may be imported, for
example, from an independent third-party source that pro-
vides fact checking services for articles, advertisements,
political claims, etc. As another example, a stop-sign shaped
flag 2065, 206/ may indicate that the content associated with
the flag is unsuitable for some audiences (e.g., because it
contains adult content, strong language, violence, etc.).
[0034] FIG. 3 shows an exemplary user interface 300 for
presenting posts from and broadcasting posts to various con-
tent sources, in accordance with some embodiments. In par-
ticular, FIG. 3 shows the user interface of FIG. 2 except that
the filtering menu has been replaced with a broadcast plat-
form selection menu, which may be displayed when the user
chooses or begins to type in the ‘Broadcast . .. >box 220. The
platform selection menu may provide the user with options
for choosing which of platforms 310a-310e should receive
the broadcast. The user may also be given the option to add
her own digital content item to the broadcast by choosing add
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content option 312. A similar menu may be displayed if the
user chooses to broadcast a post in the list of posts.

[0035] FIG. 4 shows an illustrative flowchart of process 400
for presenting social media content from and broadcasting
posts to various social media sources, in accordance with
some embodiments. Process 400 may begin at step 401 in
which posts are received from social media sources. The posts
may be received at a content clearinghouse server (e.g., con-
tent clearinghouse server 106 of FIG. 1) from various content
sources (e.g., content sources 108 of FIG. 1).

[0036] At step 403, the content clearinghouse server can
aggregate the posts. Aggregating the posts may involve
assigning points to and ranking the posts as described above
with respectto FIG. 1. Posts with less than a threshold number
of points may be discarded such that they will not be trans-
mitted to a client device.

[0037] At step 405, the content clearinghouse server may
de-duplicate and/or combine similar posts. De-duplicating
posts may involve parsing text associated with the digital
content item (e.g., from the body of the digital content item or
from metadata associated with the digital content item) and/
or comparing keywords, hashtags, quotations, date of genera-
tion, content source, and/or other attributes of the potentially
duplicative digital content items. For example, all posts
tagged with the same hashtag might be considered duplicates
even if the posts are not identical. When such duplicate posts
are received at the content clearinghouse server, the server
can either delete duplicate posts (e.g. duplicate posts that are
not from the user’s preferred digital content source) or com-
bine bundle the duplicate posts into a bundled digital content
item for transmission to a client device.

[0038] At step 407, the content clearinghouse server may
attach one or more flags to each post. The flags may commu-
nicate additional information about each post, such as its fact
checking history, whether it may contain content that is inap-
propriate for some users, whether the post has been de-dupli-
cated, and whether the content associated with the post is an
advertisement. In some embodiments, content clearinghouse
server may receive information sufficient to generate one or
more flags from the content source that originated the post. In
other embodiments, the content clearinghouse server can
consult a third-party database that stores information suffi-
cient to generate one or more flags. In still other embodi-
ments, the content clearinghouse server can provide analysis
of'the post to determine whether one or more flags are appro-
priate (e.g. the server can parse text associated with the post
for objectionable language).

[0039] At step 409, the content clearinghouse server may
provide the remaining posts to one or more client devices
along with at least the point total for each post. The content
clearing house server can send the data using a transmitter
over a network (e.g. network 104 of FIG. 1) to the one or more
client devices.

[0040] FIG. 5 shows an illustrative flowchart of process 500
for presenting social media content from and broadcasting
posts to various social media sources, in accordance with
some embodiments. Process 500 may begin at step 501 in
which a content clearinghouse server (e.g., content clearing-
house server 106 of FIG. 1) can receive a broadcast post from
a client device (e.g., client device 102 of FIG. 1). The broad-
cast post may be a single post generated at and/or shared from
the client device for transmittal to more than one communi-
cations platform. The broadcast post may include at least the
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post, one or more digital content items associated with the
post, and data regarding which platforms the broadcast post is
to be transmitted.

[0041] At step 503, the content clearinghouse server may
determine an audience for the broadcast. The audience may
include a list of all individuals who would receive the broad-
cast post if the post was broadcast to all platforms without
de-duplication. Therefore, separate lists of those individuals
may be obtained for each platform and cross-referenced
against one another. In some embodiments, the lists could be
kept in a database stored on the content clearinghouse server.
[0042] At step 505, the content clearinghouse server may
de-duplicate the broadcast posts. De-duplicating the broad-
cast posts can involve cross-referencing the separate lists
obtained for each platform to ensure, as practicable, that each
individual only receives the post via its preferred contact
method (or via the broadcasting user’s preferred contact
method). Thus, even if a particular individual would other-
wise receive the broadcast post on five different platforms,
after de-duplication, the user might only receive the broadcast
post on a single platform.

[0043] At step 507, the content clearinghouse server may
format the posts as appropriate for each platform. For
example, for one platform, the content clearinghouse server
can remove digital content items, such as images or videos,
from the post. For another platform, the content clearing-
house server might reduce the number of characters associ-
ated with the post. For yet another platform, the content
clearinghouse server might embed digital content items from
a content source (e.g., a news website) linked to in the post.

[0044] FIG. 6A shows exemplary user interface 600a for
gathering, organizing, and sharing a user’s digital content, in
accordance with some embodiments. In particular, user inter-
face 600a may be a dashboard for providing a user access to
digital content items and can be displayed on a client device
(e.g., client device 102 of FIG. 1). The digital content items
may include a user’s personal digital content (e.g., email,
calendar data, photos, videos, documents, etc.) stored locally
on the client device or remotely on another client device or on
one or more cloud storage servers. The digital content items
may also include digital content items received from various
content sources (e.g., content sources 108 of FIG. 1) acces-
sible to the client device via a network (e.g., network 104 of
FIG. 1). The dashboard can therefore compile substantially
all the digital content a user may wish to consume in one
convenient location.

[0045] The digital content presented in the dashboard may
be organized in a number of different formats. As shown in
user interface 600, the digital content may be organized
according to categories 602a-602p. Thus, all of a user’s email
and messaging may be accessed by choosing the ‘Email and
Messaging’ category, the user’s calendar may be accessed by
choosing the ‘Calendar’ category, digital content items
related to sports (e.g., scores, articles, etc.) may be accessed
by choosing the ‘Sports’ category, and so on. Choosing a
particular category may result in a second user interface being
presented to the user on the client device, such as user inter-
face 700 of FIG. 7, for example.

[0046] Digital content items may be arranged into catego-
ries in any suitable manner. In some embodiments, a content
clearinghouse server (e.g., content clearinghouse server 106
of FIG. 1) may receive digital content items from one or more
content sources. The content clearinghouse server can then
determine how to categorize the digital content item based on
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a number of factors, including the identity of the content
source or the subject matter of the digital content item as
determined based on keywords parsed from the content item
itself or from metadata associated with the content item. For
instance, if a recipe is received at the content clearinghouse
server from a food website, the digital content item could be
classified under a category dedicated to ‘Food.” Similar cat-
egorizations may be provided, for example, for world news,
local news, music, science, comedy, fashion, entertainment,
games, and social media.

[0047] Further categories may also be provided for orga-
nizing personal data beyond just the user’s email and mes-
saging and calendar data. These personal data categories may
require at least one authentication step (e.g., entering a user-
name/password, providing biometric authentication, etc.)
before access is permitted in order to prevent a third party
from accessing the user’s personal data. In user interface 600,
personal categories are shaded to provide visual distinction
between these categories and the other, nonpersonal catego-
ries. However, it should be understood that the categories may
be presented to the user in any format, including formats that
do not visually distinguish personal categories from nonper-
sonal categories.

[0048] A personal category may be provided for allowing a
user to access his location data. The location data may include
a log of the user’s locations as compiled by communications
devices inside one or more of the user’s client devices (e.g.,
GPS receivers, Wili transceivers, cell transceivers, etc.). The
location data may be presented in any number of suitable
formats, including a location log, a map-based location visu-
alization, etc.). The location data may further include data
regarding the locations of one or more other users. For
example, a parent may be able to access the locations of one
or more of her children in a similar manner to how she can
track her own location.

[0049] Another category 6020, designated My Vault in user
interface 600, may be provided for permitting access to a
user’s important, secret, confidential, or otherwise private
data. Such a category may require more stringent authentica-
tion methods (e.g., two-factor authentication). The data
accessible in My Vault may include digital copies of impor-
tant documents, such as identification documents, tax returns,
bank statements, confidential business documents, or any
other digital content item the user wishes to protect. My Vault
may also store the user’s credentials for logging into one or
more content sources (e.g., bank accounts, email accounts,
news websites, etc.). These credentials may be consulted by
the content clearinghouse server as necessary to receive con-
tent from username/password protected content sources.
[0050] Still another personal category 602p may be pro-
vided for storing one or more of a user’s payment methods,
designated ‘My Wallet’ in user interface 600. My Wallet may
store, for example, information for one or more credit cards,
online payment accounts, digital currency accounts, etc.
Information stored in My Wallet may be used to effect pay-
ment for one or more items purchased via the content clear-
inghouse server. For example, if a digital content item
received at the content clearinghouse server permits the user
to purchase goods or services, the content clearinghouse
server may, at the direction of the user using the client device,
consult the payment information stored in My Wallet in order
to arrange payment for the purchase.

[0051] User interface 600a may include menu 610 that
presents options that facilitate changing digital content is
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displayed in the dashboard. For example, rather than display-
ing digital content by category, a user may choose to have the
user interface display all of the available digital content at
once. This display method may bear some resemblance to
user interface 200 of FIG. 2, in that various digital content
items may be presented in list format. The digital content
items may be awarded points as described above with respect
to FIG. 1 in order to determine which digital content items to
present on the client device as well as to prioritize the pre-
sentation of the digital content items in the user interface. The
user may also invoke the menu to filter an All-Content view
down to certain types of content, such as social media posts,
news articles, personal data, photos, or videos, for example.
The dashboard may also include a stream or feed of posts 200
as described above with respect to FIGS. 1-3 to provide the
user with quick access to posts he may wish to consume.
[0052] Insomeembodiments, the user may choose to share
at least a portion of her dashboard with third parties. Accord-
ingly, one or more third parties (e.g., other users with
accounts tied to the content clearinghouse server or members
of the public at large without such an account) may be given
permission to view the same digital content items as have
been compiled, curated, and organized for the user of the
client device. In this manner, one or many users may be
permitted to “follow” the digital content consumption of
another user. In some embodiments, a third party may also be
able to copy at least a portion of a shared dashboard in order
to begin compiling their own dashboard. For both the sharing
and viewing/compiling aspects, reference to user interface
600 may be instructive.

[0053] To share a user’s dashboard, the user may interact
with one or more public/private flags 604a-604% displayed in
user interface 600a (shown as empty boxes for private cat-
egories and checked boxes for public categories). Categories
that have been shared may be either publically or semi-pub-
lically available for viewing and/or copying by third parties.
In keeping with the definitions provided above, public acces-
sibility may represent access that is not restricted to a particu-
lar audience, while semi-public accessibility may refer to
access that is restricted to a class of users, such as contacts,
friends, etc. As shown in user interface 600, the user has
chosen to make several of her categories public (or semi-
public) (i.e., World News, Local News, Sports, Music, Sci-
ence, Comedy, Entertainment, and Food) and has chosen to
make several of her categories private (i.e., Fashion, Games,
and Social). For security purposes, personal categories may
not be made public or semi-public.

[0054] When a user shares his dashboard, at least some of
his user preferences (whether manually entered or as gleaned
by the content clearinghouse server) may be made public as
well, such that any third parties wishing to copy a portion of
his dashboard may receive the same or similar digital content
that the user receives can access via the dashboard. It should
be understood, however, that some of the user’s preferences
or information may remain private, such as user log-in cre-
dentials for one or more content sources, for example.
[0055] When a third party views the user’s dashboard, she
may be presented with a user interface very similar to user
interface 600 except that the personal categories and the pri-
vate categories may not be displayed. Accordingly, she may
only be able to view the categories the user has marked public.
In some embodiments, the third party may be given restricted
access to the user’s actual dashboard, such that every digital
content item accessible to the user may also be accessed by
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the third party (e.g., even if the digital content item requires
the user’s log-in credentials). In other embodiments, how-
ever, the content clearinghouse server may make a copy ofthe
user’s dashboard and present the copy to the third party. In
that case, the third party may not be able to access digital
content items that require the user’s log-in credentials (unless
the third party also has valid credentials to the content source
from which the digital content item was received, or if the
digital content item itself was also copied when the user’s
dashboard was copied.

[0056] According to some embodiments, the third party
may choose to compile his own dashboard based on the user’s
dashboard. For example, for each displayed category the user
may be permitted to check a box displayed on his view of the
user’s dashboard, which can result in that category being
added to the user’s own dashboard. If the user does not have
a valid account for accessing the content clearinghouse
server, attempting to add a user’s category to his dashboard
may result in the third party being prompted to create an
account. In the event that a third party attempts to add a
similar category from two different users, the content clear-
inghouse server may determine whether the user preferences
that will be imported from each user can be combined (e.g., by
concatenating lists of content sources and preferences
imported from each user). If the user preferences cannot be
combined, the user may be prompted to choose to follow one
user’s version of the category.

[0057] Once a user has compiled a dashboard, which may
be based on a combination of user-defined categories and
categories compiled from other or more other users, the user’s
own preferences may begin to affect how digital content items
are curated. That is, even if a user compiled her entire dash-
board based on the dashboards of other users, the digital
content items ultimately transmitted to the user may begin to
diverge from those transmitted to the original user’s based on
how the user interacts with the digital content items. In some
embodiments, however, the user may be permitted to “lock”
one or more of her categories with another user’s categories to
ensure that she receives the same digital content items as that
other user does. Locking a category may involve either peri-
odically synchronizing a third party user’s preferences asso-
ciated with the category to ensure that the same or similar
digital content items are delivered to the third party or allow-
ing the third-party to directly access the user’s dashboard (or
a recent copy of the user’s dashboard) with respect to that
category.

[0058] Digital content items accessible via the various cat-
egories in the dashboard may be tracked, shared, traded, or
offered for sale to personal contacts or to the public at large.
For example, digital media items, such as songs or videos
may be made accessible through user interface 600, and these
items may be traded or offered for sale to others. In one
example, a user may place a selection of music files up forsale
or trade, and other users may be permitted to browse the
selection and purchase the files directly from the user. The
content items may also represent real-world goods or ser-
vices. Examples of real-world goods might be an individual’s
inventory of tools, supplies, or automobiles she wishes to
track or offer for sale or trade. Accordingly, a user may use the
systems and methods disclosed herein to keep track of per-
sonal effects and offer up the items for perusal, sale, or trade.
In further embodiments, real-world and purely digital content
items may be wagered, as disclosed in more detail below with
respect to FIG. 10.



US 2016/0036756 Al

[0059] FIG. 6B shows exemplary user interface 6005 for
gathering, organizing, and sharing a user’s digital content, in
accordance with some embodiments. In particular, user inter-
face 6005 may represent an alternative version of the dash-
board depicted in FIG. 6A. Categories 622a-622j may be
arranged in a sidebar next to content panel 624. Also depicted
in FIG. 65 is a specialized user interface 630 for connecting
with friends (e.g. contacts, individuals in the user’s commu-
nity, and individuals located worldwide). Connecting with
friends in this manner facilitate interaction between the user
and other individuals using the systems and methods dis-
closed herein.

[0060] FIG. 7 shows exemplary user interface 700 for gath-
ering, organizing, and sharing a user’s digital content, in
accordance with some embodiments. In particular, user inter-
face 700 may be a user interface for interacting with digital
content items associated with a particular category as
described above with respect to FIG. 6. User interface 700
may be presented to the user on the client device, for example,
if the user chooses the ‘Sports’ category in user interface 600.
Digital content items 702a-702¢ (representing articles) and
704a-7044d (representing photos and videos) may include
various articles likely to be of interest to the user (e.g., based
on the number of points the articles were awarded by the
content clearinghouse server), and various multimedia items,
such as photos and videos, of sporting content the user is
likely to be interested in.

[0061] FIG. 8 shows an illustrative flowchart of process 800
for gathering, organizing, and sharing a user’s digital content,
in accordance with some embodiments. Process 800 may
begin at step 801, in which preference data may be received at
a content clearinghouse server (e.g., content clearinghouse
server 106 of FIG. 1) from the client device (e.g., client device
102 of FIG. 1) of a user over a network (e.g., network 104 of
FIG. 1). The preference data may include indications of inter-
est in receiving digital content from one or more known
content sources (e.g., content sources 108 of FIG. 1) and/or
one or more content categories.

[0062] At step 803, the content clearinghouse server can
obtain digital content based at least on the preference data.
The digital content may be received from content sources
accessible to the content clearinghouse server via the network
and/or digital content items received from the client device
via the network.

[0063] At step 805, the content clearinghouse server may
transmit the digital content to one or more client devices for
display in a dashboard user interface (e.g., user interface 600
of FIG. 6). The digital content can be categorized to permit the
user to easily find content of interest via the dashboard.

[0064] At step 807, the content clearinghouse server can
receive dashboard sharing preferences from the user. The
sharing preferences may indicate sharing setting for one or
more of the user’s categories (e.g. by using public/private
flags 604a-604% of FIG. 6). For example, each of the user’s
categories may be given be associated with a public, semi-
public, or private sharing preference.

[0065] At step 809, the content clearinghouse server may
permit access of a shared portion of the dashboard to one or
more other users based on the sharing preferences. Permitting
access to the shared portion of the dashboard may involve
permitting direct access to the dashboard or creating a copy of
the dashboard for the one or more other users to access, for
example.
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[0066] FIG. 9 shows an illustrative flowchart of process 900
for gathering, organizing, and sharing a user’s digital content,
in accordance with some embodiments. Process 900 may
begin at step 901, in which a third party can access a user’s
digital content dashboard via a content clearinghouse server
(e.g., content clearinghouse server 106 of FIG. 1). In some
embodiments, only a portion of the user’s dashboard may be
accessible to the third party (e.g., as based on the user’s
sharing preferences).

[0067] At step 903, the content clearinghouse server can
compile a dashboard for the third party based on at least one
of the user’s categories. For instance, the third party may
check a box displayed on her view of the user’s dashboard,
which can result in that category being added to the third
party’s dashboard. If the third party does not have a dash-
board, the content clearinghouse server may create a new
dashboard for the third party.

[0068] At step 905, the content clearinghouse server can
transmit digital content items to a client device of the third
party for display in a dashboard user interface. The digital
content items may be transmitted via a network connecting
the content clearinghouse server and the client device, such as
network 104 of FIG. 1, for example.

[0069] At step 907, the content clearinghouse server may
receive instructions to lock one or more of the categories of
the third party’s dashboard. When a category is locked, the
content clearinghouse server may either transfer the user
preferences associated with the category to the third-party’s
client device such that the content received at the third party’s
dashboard is identical to the content received at the user’s
dashboard (at least until the third-party changes its own user
preferences). The content clearinghouse server may also peri-
odically synchronize the third-party’s dashboard with the
user’s dashboard so that the locked category remains in sync
despite changes in the third-party’s user preferences.

[0070] FIGS. 10A-10D show exemplary user interfaces
10004-1000d, respectively, for gathering, organizing, and
sharing a user’s digital content, in accordance with some
embodiments. In particular, user interface 1000 may repre-
sent a user interface for competing in games of skill, such as
fantasy sports, user interface 10005 may represent a user
interface used for wagering in those games of skill, user
interface 1000c may represent a user interface used for
browsing items to wager, and user interface 10004 may rep-
resent a user interface for recording current wagers and out-
comes of past wagers.

[0071] Itis common in such games of skill to wager on the
overall outcome whereby a monetary “buy-in” is split up
amongst the best performing user according to various cat-
egories (e.g., Pt place overall in a playoff format, highest
scoring overall, etc.). However, such games of skill may be
made more compelling if the wagering was more flexible.
Accordingly, flexible wagering terms are contemplated,
including wagering on face-to-face matchups (e.g., a weekly
one-on-one matchup in a fantasy football league), overall
results (e.g., the individual with the best record or the highest
aggregate score over the course of a season), or “oddball”
events where the outcome may be dependent on the occur-
rence of a rare event (e.g., a safety in a football game, a
disparity in a one-on-one matchup exceeding a certain value
or less than a certain value).

[0072] Using the systems and methods described herein,
individuals may be able to wager digital content items, such
as the digital content items accessible via user interface 600,
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which may represent actual digital content items (e.g., digital
audio or video files), links to digital content items (e.g., a link
to a download source for a digital content item), links to a
real-world item (e.g., a link to an online retailer for a particu-
lar real-world good or service), or a digital content item that
represents a real-world object (e.g., a bottle of wine from the
individual’s personal collection). Where the wagered digital
content item is an actual digital content item, a link to a digital
content item, or a link to a real-world item, ownership of the
digital content item may be transferred to the winning party
immediately upon the result being finalized. In some embodi-
ments, any payment required for the digital content item (e.g.,
payment for a real-world object to be ordered from an online
retailer) may be paid in advance such that as soon as owner-
ship is transferred, the prevailing party can access their win-
nings.

[0073] Each party to a particular wager may choose the
digital content item to wager (e.g., from the party’s own
personal dashboard), pick a digital content item from the
opposing party’s available digital content items (e.g., by
browsing through the opposing party’s shared dashboard),
have one or more digital content items suggested to them
(e.g., by acontent clearinghouse server 106), or combinations
of the above. In any case, both parties may be required to
approve the terms before the deal is finalized; if no agreement
is made, any proposed deal may be void or voidable by either
party. Agreed upon deals may also be voidable by either party
if a material change in circumstances occurs after entering
into the deal (e.g., a star player becoming inactive for a
particular game).

[0074] In some embodiments, a content clearinghouse
server may suggest items to be wagered. The suggestion may
take into account the parties’ known predilections as gleaned
from their interactions with a content clearinghouse server
(e.g., content clearinghouse server 106), a dashboard (e.g.,
user interface 600), and/or a questionnaire filled out by one or
both of the parties that details their likes and dislikes. Sug-
gestions made by the content clearinghouse server may be
valued within a range defined by the parties or by a league
(e.g., each digital content item must have a value between $10
and $100), and the relative values for wagered digital content
items between two opposing parties may be determined as a
function of ahandicap calculated for the particular wager. For
example, the handicap may be based on the odds of one player
prevailing, given projected point values in a head-to-head
match-up, for example. In other embodiments, digital content
items of substantially equal value may be wagered, but the
favored team may be required to cover a “spread” based, for
example, on projected point values.

[0075] While there have been described systems and meth-
ods for compiling, curating, and sharing digital content, it is
to be understood that many changes may be made therein
without departing from the spirit and scope of the invention.
Insubstantial changes from the claimed subject matter as
viewed by a person with ordinary skill in the art, no known or
later devised, are expressly contemplated as being equiva-
lently within the scope of the claims. Therefore, obvious
substitutions now or later known to one with ordinary skill in
the art are defined to be within the scope of the defined
elements. The described embodiments of the invention are
presented for the purpose of illustration and not of limitation.
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What is claimed is:

1. A content clearinghouse server, comprising:

a processor, communications circuitry, and a memory, the

memory comprising instructions recorded thereon for:
receiving, using the communications circuitry, a plurality
of posts from content sources;

aggregating, using the processor, the plurality of posts;

de-duplicating, using the processor, the plurality of posts to

generate at least one de-duplicated post; and
transmitting the at least one de-duplicated post to a client
device using the communications circuitry.

2. The content clearinghouse server of claim 1, wherein the
plurality of posts received from content sources are received
based on user preferences stored in the memory, the user
preferences indicating a user’s interest in at least one content
category.

3. The content clearinghouse server of claim 1, wherein the
plurality of posts received from content sources are received
based on user preferences stored in the memory, the user
preferences indicating a user’s interest in at least one content
source.

3. The content clearinghouse server of claim 1, wherein the
aggregating comprises:

determining a relevance metric that estimates a likelihood

that a post of the plurality of posts is relevant to the user’s
interests.

4. The content clearinghouse server of claim 3, wherein the
relevance metric is a point-based metric comprises an initial
score calculated using at least one of:

a number of times the post has been interacted with;

whether or not the post was generated or shared by one or

more of the user’s contacts; and

a frequency with which the user previously interacted with

similar posts.

5. The content clearinghouse server of claim 4, wherein the
initial score decreases as a function of time.

6. The content clearinghouse server of claim 3, the memory
comprising instructions recorded thereon for:

transmitting the relevance metric to the client device with

the post.

7. The content clearinghouse server of claim 1, wherein the
content management server de-duplicates posts by at least
one of:

parsing text associated with each post located in one of a

body of the post and metadata associated with the post;
and

comparing at least one of keywords, hashtags, quotations,

generation date, and content source associated with each
post of the plurality of posts with others of the plurality
of posts.

8. The content clearinghouse server of claim 7, wherein
duplicate posts are one of:

not transmitted to the client device; and

bundled together for transmission to the client device as a

bundled digital content item.

9. The content clearinghouse server of claim 1, the memory
comprising further instructions recorded thereon for:

attaching at least one flag to a post of the plurality of posts.

10. The content clearinghouse server of claim 8, wherein
the at least one flag comprises at least one of:

a fact-check history flag;

a de-duplication flag; and

a questionable content flag.
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11. A content clearinghouse server, comprising:

a processor, communications circuitry, and a memory, the
memory comprising instructions recorded thereon for:

receiving a broadcast post, via the communications cir-
cuitry, from a client device, the broadcast post compris-
ing information instructing the content clearinghouse
server to transmit the broadcast post to a plurality of
platforms;

determining an audience for the broadcast post for each

platform;

formatting the broadcast post to generate a formatted

broadcast post for each platform; and

transmitting the formatted broadcast post to the audience

on each respective platform.

12. The content clearinghouse server of claim 11, the
memory comprising further instructions recorded thereon
for:

de-duplicating the audience for the broadcast post by

cross-referencing individuals who are members of the
audience for more than one platform.

13. The content clearinghouse server of claim 12, wherein
each individual will remain in the audience of the platform
associated with his/her preferred contact method, wherein
each individual’s preferred contact method is stored in the
memory.

14. The content clearinghouse server of claim 12, wherein
each individual will remain in the audience of the platform
associated with the user’s preferred contact method, wherein
the user’s preferred contact method is stored in the memory.

15. A computer-implemented method, comprising:

transmitting digital content to a client device for display in

a dashboard user interface, the dashboard user interface
comprising a plurality of categories forming a taxonomy
for the digital content;

receiving dashboard sharing preferences from the user, the

dashboard sharing preferences comprising data regard-
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ing whether the user wishes to share the digital content
associated with a particular category of the plurality of
categories; and
permitting access to categories to at least one other user
based on the dashboard sharing preferences.
16. The computer-implemented method of claim 15, com-
prising:
determining identities of the at least one other user based
on whether the dashboard sharing preferences indicated
that the particular category is to be shared one of pub-
licly and semi-publicly.
17. The computer implemented method of claim 15,
wherein permitting access to categories comprises one of:
copying user preferences associated with the categories to
a client device of the at least one other user; and
permitting the at least one other user to directly access the
dashboard user interface.
18. The computer-implemented method of claim 15, fur-
ther comprising:
enabling wagering of digital content associated with a cat-
egory of the plurality of categories between the user and
the at least one other user.
19. A computer-implemented method, comprising:
accessing a first user’s digital content dashboard;
compiling a new dashboard for a second user based on at
least one of the user’s categories;
presenting the new dashboard to the second user; and
locking at least one of the categories of the new dashboard.
20. The computer-implemented method of claim 19,
wherein locking at least one of the categories comprises one
of:
periodically synchronizing user preferences for the second
user with user preferences for the first user associated
with the at least one of the categories; and
allowing the second user to directly access the at least one
of the categories on first user’s dashboard.
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