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USER IDENTIFICATION CARD CONTROL
METHOD, TERMINAL, AND COMPUTER
STORAGE MEDIUM

[0001] This application is a national phase of PCT appli-
cation No. PCT/CN2016/090071, filed on Jul. 14, 2016,
which claims the priority of Chinese Patent Application No.
CN2016100592906.0, filed on Jan. 28, 2016, the entire
content of all of which is incorporated herein by reference.

FIELD OF THE INVENTION

[0002] The present invention generally relates to the field
of communication technology and, more particularly, relates
to a user identification card control method, a terminal, and
a computer storage medium.

BACKGROUND

[0003] With the development of mobile communication
technology, advanced cellular networks, e.g., networks
based on the long-term evolution (LTE) standard (a standard
adopted by some “4G” networks), are being deployed all
over the world. Due to the introduction of key technologies
such as orthogonal frequency division multiplexing
(OFDM), multi-input & multi-output (MIMO), etc., using
4G-related standards can significantly improve spectral effi-
ciency and data transmission speed.

[0004] On the other hand, while the network speed and the
band utilization are getting improved, the emergence of
multi-mode terminals (terminals that have two user identi-
fication cards, for example, dual-card dual-active terminals)
allow users to establish data service connection while having
standby voice service.

[0005] However, the existing multi-mode terminals may
not be able to implement message sharing for multiple user
identification cards, and may not be able to flexibly control
the user identification cards. In view of the drawback of the
existing technology, improvement may be needed.

BRIEF SUMMARY OF THE INVENTION

[0006] The following is an overview of the topic detailed
in the disclosure. This summary is not intended to limit the
scope of the claims.

[0007] The embodiments of the present invention provides
a user identification card control method, a terminal, and a
computer storage medium to at least solve the drawback of
the existing technology.

[0008] In a first aspect, the embodiments of the present
invention provide a user identification card control method,
applied to a terminal including a first user identification card
and a second user identification card. The terminal includes
a first processor;

[0009] The method includes:

[0010] when the first processor needs to intercommu-
nicate with the first user identification card or the
second user identification card, generating an access
request;

[0011] the first processor, based on the access request,
querying the access permission of the user identifica-
tion card and, in response to having the access permis-
sion of the user identification card, controlling the
connection path of the user identification card and the
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first processor to be turned on to implement the inter-
communication between the first processor and the user
identification card.

[0012] In one embodiment, the terminal further includes a

second processor connected with the first processor.

[0013] The method further includes:

[0014] when the second processor needs to intercom-
municate with the first user identification card or the
second user identification card, generating an access
request and sending the access request to the first
processor;

[0015] the first processor, based on the access request,
querying the access permission of the user identifica-
tion card and, in response to having the access permis-
sion of the user identification card, controlling the
connection path between the user identification card
and the second processor to be turned on to implement
the intercommunication between the second processor
and the user identification card.

[0016] In one embodiment, the method also includes:

[0017] when the connection path between the second
processor and the first user identification card or the
second user identification card is turned on, but inter-
communication with the card is not performed within a
second preset time, releasing the connection path.

[0018] In one embodiment, the method also includes:

[0019] when the connection path between the first pro-
cessor and the first user identification card or the
second user identification card is turned on, but inter-
communication with the card is not performed within a
first preset time, releasing the connection path.

[0020] In one embodiment, the method also includes:

[0021] based on the access request, when determining
not having the access permission of the corresponding
user identification card, putting the access request into
a message queue, and waiting for a preset condition to
be satisfied to re-query the access permission.

[0022] In asecond aspect, the embodiments of the present
invention provide a terminal, including:

[0023] a first user identification card;
[0024] a second user identification card;
[0025] a first processor, configured to when intercom-

munication with the first user identification card or the
second user identification card is needed, generate an
access request;

[0026] the first processor, further configured to, based
on the access request, query the access permission of
the user identification card and, in response to having
the access permission of the user identification card,
control the connection path between the user identifi-
cation card and the first processor to be turned on to
implement the intercommunication between the first
processor and the user identification card.

[0027] In one embodiment, the terminal also includes a
second processor connected to the first processor.

[0028] The second processor is configured to, when inter-
communication with the first user identification card or the
second user identification card is needed, generate an access
request and send the access request to the first processor;
[0029] The first processor is further configured to, based
on the access request, query the access permission of the
user identification card and, in response to having the access
permission of the user identification card, control the con-
nection path between the user identification card and the
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second processor to be turned on to implement the inter-
communication between the second processor and the user
identification card.

[0030] In one embodiment, the terminal also includes:
[0031] a card controller.
[0032] The card controller is connected with the first

processor, the second processor, the first user identification
card, and the second user identification card, respectively;
[0033] The card controller is configured to, based on the
control of the first processor, turn on the connection path
between the first user identification card and the first pro-
cessor and/or the second processor; and also configured to,
based on the control of the first processor, turn on the
connection path between the second user identification card
and the first processor and/or the second processor.

[0034] In one embodiment, the card controller includes a
first switch and a second switch, where:

[0035] the first switch is connected with the first pro-
cessor and the first user identification card, respec-
tively;

[0036] the second switch is connected with the first
processor and the second user identification card,
respectively.

[0037] In one embodiment, the first processor includes a
first card driving module and a card control module.
[0038] The first card driving module is configured to,
when the first processor needs to intercommunicate with the
first user identification card or the second user identification
card, generate an access request and send the access request
to the card control module; and also configured to, when no
card intercommunication instruction is received within a
first preset time, send a release request to the card control
module.

[0039] The card control module is configured to, based on
the access request sent by the first card driving module,
output a control message to control the first switch to turn on
the connection path between the first user identification card
and the first processor, and/or control the second switch to
turn on the connection path between the second user iden-
tification card and the first processor.

[0040] The card control module is configured to, based on
the release request sent by the first card driving module,
output a control message to control the first switch to turn off
the connection path between the first user identification card
and the first processor, and/or control the second switch to
turn off the connection path between the second user iden-
tification card and the first processor.

[0041] In one embodiment, the second processor includes
a second card driving module.

[0042] The second card driving module is configured to,
when the second processor needs to intercommunicate with
the first user identification card or the second user identifi-
cation card, generate an access request and send the access
request to the card control module; and also configured to,
when no card intercommunication instruction is received
within a second preset time, send a release request to the
card control module.

[0043] The card control module is configured to, based on
the access request sent by the second card driving module,
output a control message to control the first switch to turn on
the connection path between the first user identification card
and the second processor, and/or control the second switch
to turn on the connection path between the second user
identification card and the second processor.
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[0044] The card control module is configured to, based on
the release request sent by the second card driving module,
output a control message to control the first switch to turn off
the connection path between the first user identification card
and the second processor, and/or control the second switch
to turn off the connection path between the second user
identification card and the second processor.

[0045] In one embodiment, the first processor is also
configured to send a message to the first user identification
card or the second user identification card at a preset time
interval to determine whether the user identification card is
in place.

[0046] When determining whether the first user identifi-
cation card is in place, in response to the first user identi-
fication card not connected with the first processor, the first
processor is further configured to send out a first control
instruction to control the first switch to turn on the connec-
tion path between the first user identification card and the
first processor.

[0047] When determining whether the second user iden-
tification card is in place, in response to the second user
identification card not connected with the first processor, the
first processor is further configured to send out a second
control instruction to control the second switch to turn on the
connection path between the second user identification card
and the first processor.

[0048] In one embodiment, the second processor is also
configured to send a message to the first user identification
card or the second user identification card at a preset time
interval to determine whether the user identification card is
in place.

[0049] When determining whether the first user identifi-
cation card is in place, in response to the first user identi-
fication card not connected with the second processor, the
first processor is further configured to send out a first control
instruction to control the first switch to turn on the connec-
tion path between the first user identification card and the
second processor.

[0050] When determining whether the second user iden-
tification card is in place, in response to the second user
identification card not connected with the second processor,
the first processor is further configured to send out a second
control instruction to control the second switch to turn on the
connection path between the second user identification card
and the second processor.

[0051] In a third aspect, the embodiments of the present
invention provide a user identification card control method,
including:

[0052] when intercommunication with a user identifi-
cation card is needed, generating an access request;

[0053] based on the access request, querying the access
permission of the corresponding user identification
card and, in response to having the access permission
of the user identification card, controlling the connec-
tion path of the user identification card to be turned on
to implement the intercommunication with the user
identification card.

[0054] In one embodiment, after the connection path of
the user identification card is turned on, when no card
intercommunication instruction is received within a preset
time, the connection path is released.
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[0055] In a fourth aspect, the embodiments of the present
invention provides a terminal, including a first user identi-
fication card and a second user identification card, and
further including:

[0056] a first processor, configured to output a first
control instruction and a second control instruction
according to an operation instruction of the user;

[0057] a first switch, configured to turn on the connec-
tion path between the first user identification card and
the first processor or the second processor according to
the first control instruction;

[0058] a second switch, configured to turn on the con-
nection path between the second user identification
card and the first processor or the second processor
according to the second control instruction, wherein:

[0059] when the first user identification card or the
second user identification card is connected with the
first processor, the first processor is further config-
ured to establish a communication connection with a
4G network;

[0060] a second processor, configured to establish a
communication connection with a 4G network when
the first user identification card or the second user
identification card is connected with the second pro-
Cessor.

[0061] In a fifth aspect, the embodiments of the present
invention provides a computer storage medium. The com-
puter storage medium may store computer-executable
instructions. The computer-executable instructions include:

[0062] when a first processor needs to intercommuni-
cate with a first user identification card or a second user
identification card, generating an access request;

[0063] the first processor, based on the access request,
querying the access permission of the user identifica-
tion card and, in response to having the access permis-
sion of the user identification card, controlling the
connection path of the user identification card and the
first processor to be turned on to implement the inter-
communication between the first processor and the user
identification card.

[0064] In one embodiment, the computer-executable
instructions further include:

[0065] when a second processor needs to intercommu-
nicate with the first user identification card or the
second user identification card, generating an access
request and sending the access request to the first
processor;

[0066] the first processor, based on the access request,
querying the access permission of the user identifica-
tion card and, in response to having the access permis-
sion of the user identification card, controlling the
connection path of the user identification card and the
second processor to be turned on to implement the
intercommunication between the second processor and
the user identification card.

[0067] In one embodiment, the computer-executable
instructions also include:

[0068] when the connection path between the second
processor and the first user identification card or the
second user identification card is turned on, but inter-
communication with the card is not performed within a
second preset time, releasing the connection path.
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[0069] In one embodiment, the computer-executable
instructions also include:

[0070] based on the access request, when determining
not having the access permission of the corresponding
user identification card, putting the access request into
a message queue, and waiting for a preset condition to
be satisfied to re-query the access permission.

[0071] By adopting an embodiment of the present inven-
tion, two processors may be able to control and intercom-
municate with two user identification cards, and flexible
access to the user identification cards by the two processors
may be achieved. Therefore, dual 4G is supported, which
improves the user experience; data service transmission by
dual 4G is supported, which greatly improves the data
transmission speed; and through the switching between user
identification cards, CS voice services of the first user
identification card and the second user identification card
can be both processed by the first processor, and thus only
one codec and one digital signal processing chip are
required. Logic for voice intercommunication between two
processing chips is not required, data (voice) transmission
between two processing chips is not required, and the cost
of software and hardware is reduced.

BRIEF DESCRIPTION OF THE DRAWINGS

[0072] The present invention will be further described in
the following with reference to the accompanying drawings
and embodiments. In the accompanying drawings:

[0073] FIG. 1 illustrates a schematic diagram of a terminal
according to an embodiment of the present invention;
[0074] FIG. 2 illustrates a schematic diagram of a terminal
according to an embodiment of the present invention;
[0075] FIG. 3 illustrates a detailed schematic diagram of a
first processor and a second processor of a terminal accord-
ing to an embodiment of the present invention;

[0076] FIG. 4 illustrates a schematic diagram of a hard-
ware structure of a terminal according to an embodiment of
the present invention;

[0077] FIG. 5 illustrates a schematic flow chart of a user
identification card control method according to an embodi-
ment of the present invention; and

[0078] FIG. 6 illustrates a schematic flow chart of a user
identification card control method according to another
embodiment of the present invention.

DETAILED DESCRIPTION

[0079] In order to make the technical features, the objects,
and the effects of the present invention more clearly under-
standable, specific embodiments of the present invention
will now be explained in detail with reference to the accom-
panying drawings.

[0080] Referring to FIG. 1, a schematic diagram of a
terminal according to an embodiment of the present inven-
tion is provided.

[0081] The terminal 100 according to the embodiment of
the present invention includes: a first user identification card
110, a second user identification card 120, a first processor
130, a second processor 140, an application program pro-
cessor 150, a card controller 160, a first radio frequency (RF)
device 170, and a second RF device 180.

[0082] The first user identification card 110 may be dis-
posed in a first card slot (not shown in FIG. 1). The second
user identification card 120 may be disposed in a second
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card slot (not shown in FIG. 1). In one embodiment, the first
card slot and the second card slot may adopt an “independent
card slot” manner, that is, two independent card trays may be
included for carrying the first user identification card and the
second user identification card, respectively. In another
embodiment, the first card slot and the second card slot may
adopt a “one tray for two” manner, that is, only one card tray
with two card slots may be included.

[0083] The user identification card according to the
embodiments of the present invention may be used to
identify and authenticate users for the network. For example,
the user identification card may include a universal sub-
scriber identity module (USIM), a subscriber identity mod-
ule (SIM), etc. In some embodiments, the user identification
card may store one or more of the following messages: an
integrated circuit card identifier (ICCID), an international
mobile subscriber identity (IMSI), a security authentication
and encryption message, a temporary message related to the
local network, a personal identification number (PIN), a
personal unlocking key (PUK) for PIN unlocking.

[0084] The terminal 100 may include any mobile, portable
computing or communication device, such as a cellular
device, that is capable of connecting to a network. For
example, the terminal 100 may be a cellular phone (mobile
phone), a navigation system, a computing device, or a
handheld device with wireless connection capability.
[0085] In an embodiment of the present invention, the
terminal 100 may be a device that accesses a network based
on subscription information in a user identification card. The
first user identification card 110 may be associated with a
first subscription, and the second user identification card 120
may be associated with a second subscription. The first
subscription and the second subscription may be voice
and/or data subscriptions. The first subscription and the
second subscription may be associated with the same tech-
nology type, the same network operator, or associated with
different technology types and/or different network opera-
tors. The technology type and/or network may include 4G
technologies including, but not limited to, long term evolu-
tion (LTE), time division long term evolution (TD-LTE),
EUTRAN (4G LTE), or any other fourth-generation mobile
communication technology.

[0086] When performing network search and network
registration, the type of the user identification card may be
identified according to the information stored in the user
identification card, such that the corresponding network
parameters may be loaded to perform network search and
network registration based on the type of the user identifi-
cation card. Thus, the terminal 100 may use the first sub-
scription associated with the first user identification card 110
for network communication, and also use the second sub-
scription associated with the second user identification card
120 for network communication. It should be understood
that the network parameters may include frequency bands,
channel numbers, and other parameters required for network
search and network registration. Different user identification
cards may correspond to different operators, and the corre-
sponding network parameters may also be different. For
example, when the user identification card is determined to
be China Mobile according to the IMSI, the corresponding
network parameters of China Mobile may be loaded to
complete the network registration.

[0087] The network parameters may be stored in a
memory (not shown in FIG. 1). According to the embodi-
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ments of the present invention, the number of network
parameters may be associated with the operators supported
by the terminal. For example, when the terminal supports
three major operators, the number of network parameters is
thus three; when the terminal supports global communica-
tion, the number of the network parameter files may reach
217 (the number of global operators is 217).

[0088] The memory may be any available storage medium
that can be accessed by a general or special purpose appli-
cation. For example, the memory may include a random
access memory (RAM), a read-only memory (ROM), an
electrically erasable programmable read-only memory (EE-
PROM), a disk storage, or other magnetic storage devices.

[0089] The first processor 130 may be configured to
complete the protocol processing, and also configured to
perform modulation and demodulation on the transmitted
and the received communication data to implement the
communication with an external communication device, and
other operations. Among them, the protocol processing may
include the implementation of protocols that handle various
network formats for network intercommunication, for
example, protocol code specified in a communication stan-
dard such as LTE, wide band code division multiple access
(WCDMA), global system for mobiles (GSM), time division
synchronous code division multiple access (IDSCDMA),
1x, code division multiple access (CDMA), evolution-data
optimized (EVDO). These standard protocols may be
required for user devices to interact with the operator’s
network (for example, accessing the Internet through data
traffic, calling via VOLTE, calling via the CS circuit domain,
etc.).

[0090] The second processor 140 may be configured to
complete the protocol processing, and also configured to
perform modulation and demodulation on the transmitted
and the received communication data to implement the
communication with an external communication device, and
other operations. Among them, the protocol processing may
include the implementation of protocols that handle various
network formats for network intercommunication, for
example, protocol code specified in a communication stan-
dard such as LTE, WCDMA, GSM, TDSCDMA, 1x,
CDMA, EVDO. These standard protocols may be required
for user devices to interact with the operator’s network (for
example, accessing the Internet through data traffic, calling
via VOLTE, calling via the CS circuit domain, etc.).

[0091] The first RF device 170 and the second RF device
180 may be configured to complete signal operations, such
as up-conversion, down-conversion, filtering, amplification,
transmission, receiving, etc. The wireless access technology
that the first RF device 170 and the second RF device 180
are related to may include LTE, GSM, GPRS, and so on.

[0092] According to the embodiments of the present
invention, the terminal 100 may be able to simultaneously
use the data networks of the two user identification cards to
download data services at the same time, such that the goal
of accelerating dual data concurrent download may be
achieved. Therefore, the same user identification card may
need to be accessed by both the first processor 130 and the
second processor 140. The term, access, used here may refer
to obtaining the messages of the user identification cards to
implement the network communication through the first
subscription associated with the first user identification card
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110 and also implement the network communication
through the second subscription associated with the second
user identification card 120.

[0093] Referring to FIG. 1, according to the embodiments
of the present invention, the card controller 160 may be
configured to, based on the control of the first processor 130,
switch the connection path between the first user identifi-
cation card 110 and the first processor 130, and also switch
the connection path between the second user identification
card 120 and the second processor 140, such that the first
processor 130 may be able to acquire the message of the first
user identification card 110 and also acquire the message of
the second user identification card 120, and the second
processor 140 may be able to acquire the message of the first
user identification card 110 and also acquire the message of
the second user identification card 120.

[0094] Therefore, the first user identification card 110 may
be able to implement voice and/or data services through the
first processor 130, the application program processor 150,
etc., and the second user identification card 120 may be able
to implement voice and/or data services through the first
processor 130, the application program processor 150, etc.
[0095] It should be understood that, referring to FIG. 2,
when processing voice services, the terminal of the embodi-
ments of the present invention may also include an earpiece
230, a microphone 240, a codec 220, a digital signal
processing chip 210, etc. The function of each component
and the flow of the voice communication process will be
described in detail later.

[0096] The first processor 130 may be responsible for
controlling the card controller 160 as a main core. The first
processor 130 and the second processor 140 may perform
status signal intercommunication through general-purpose
input-output (GPIO) ports. The status signal here may
include an operating status, e.g., whether the operating status
of the second processor 140 is normal, hibernate-awake, etc.
[0097] The application program processor 150 may be
configured to handle complex logic operations and perform
task assignments, etc.

[0098] The first processor 130 and the second processor
140 may transmit application data to the application pro-
gram processor 150 through USB/SDIO, and other methods.
[0099] The terminal 100 according to the embodiments of
the present invention may further include a memory (not
shown in FIG. 1). Multiple operating systems may be stored
in the memory. The operating systems may include, but are
not limited to, Windows, Linux, UNIX, Mac OS X, IOS,
Solaris, Android, etc. The operating system may be pro-
cessed by the application program processor 150, and the
operating system may include a driver layer, a kernel layer,
and a user layer. Among them, the kernel layer may include
a network interface layer, a network layer, a TCP/UDP
interface, and a kernel interface.

[0100] In one embodiment of the present invention, data
routing of dual data channels in the kernel may be imple-
mented in a TCP/IP flow-oriented manner to achieve the
goal of increasing the bandwidth.

[0101] In one embodiment of the present invention, the
pins of the user identification card may include a power pin
(VCC pin), a reset pin (RST pin), a clock pin (CLK pin), and
an input/output pin (DATA 1/O pin), etc.

[0102] When activating/cold resetting the user identifica-
tion card, after the clock is added, the reset pin may be held
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at a low voltage level for a preset time (for example, the
preset time may be 400 T cycles). As such, the user iden-
tification card may be reset.

[0103] The reset response may start tc time after when the
reset pin changes to a high voltage level, and tc may be
between 400 T and 40000 T (T is the period).

[0104] When hot resetting the user identification card, as
VCC and CLK remain stable, RST may be set to a low
voltage level for at least to time, and the user identification
card may start a hot reset.

[0105] According to the embodiments of the present
invention, the reset response may start tf time after RST
changes to a high voltage level H, and tf may be between
400 T and 40000 T periods. When the physical layer (L.1
layer) completes the switch of the user identification card
between the two processors, it will inevitably lead to the
VCC pin (cold reset) and the RST pin (hot reset) becoming
disconnected. A reset operation may be required when the
user identification card is accessed again. The reset time may
require at least 800 T period time. Therefore, in order to
reduce the number of resets, according to the embodiments
of the present invention, the switching operation of the user
identification card may be performed during a long waiting
period that the terminal needs to access the user identifica-
tion card.

[0106] According to the embodiments of the present
invention, the first processor 130 may be configured to,
when intercommunication with the first user identification
card and the second user identification card is needed,
generate an access request. The first processor 130 may
further be configured to, based on the access request, query
the access permission of the user identification card and, in
response to having the access permission of the user iden-
tification card, control the connection path of the user
identification card and the first processor 130 to be turned on
to implement the intercommunication between the first
processor 130 and the user identification card. The second
processor 140 may be configured to, when intercommuni-
cation with the first user identification card and the second
user identification card is needed, generate an access request
and send the access request to the first processor 130; the
first processor may further be configured to, based on the
access request, query the access permission of the user
identification card and, in response to having the access
permission of the user identification card, control the con-
nection path of the user identification card and the second
processor 140 to be turned on to implement the intercom-
munication between the second processor 140 and the user
identification card.

[0107] Whether or not having the access permission of the
user identification card may refer to whether the user iden-
tification card is being accessed by another processor, i.e.,
whether the user identification card is free. For example, if
the first user identification card is connected to the first
processor for data services, the second processor may not
have the access permission of the first user identification
card. In one embodiment, in response to not having the
access permission, the access request may be stored in a
message queue, and the access permission may be re-queried
when a preset condition is satisfied. For example, the preset
condition may be receiving a notification for re-acquiring
the access permission of the user identification card.
[0108] Referring to FIG. 3, in one embodiment of the
present invention, the first processor 130 may include a first
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card driving module 310 and a card control module 320. The
second processor 140 may include a second card driving
module 330. The card controller 160 may include a first
switch 340 and a second switch 350.

[0109] The first card driving module 310 may be config-
ured to, when the first processor 130 needs to intercommu-
nicate with the first user identification card or the second
user identification card, generate an access request and send
the access request to the card control module 320, and may
also be configured to, when no card intercommunication
instruction is received within a first preset time, send a
release request to the card control module 320. The card
intercommunication instruction may refer to a command
generated when intercommunicating with the user identifi-
cation card, for example, when reading the contact of the
card, initializing the card, etc.

[0110] The card control module 320 may be configured to,
based on the access request sent by the first card driving
module 310, output a control message to control the first
switch 340 to turn on the connection path between the first
user identification card 110 and the first processor 130,
and/or control the second switch 350 to turn on the connec-
tion path between the second user identification card 120
and the first processor 130.

[0111] The card control module 320 may be configured to,
based on the release request sent by the first card driving
module 310, output a control message to control the first
switch 340 to turn off the connection path between the first
user identification card 110 and the first processor 130,
and/or control the second switch 350 to turn off the con-
nection path between the second user identification card 120
and the first processor 130.

[0112] The second card driving module 330 may be con-
figured to, when the second processor 140 needs to inter-
communicate with the first user identification card or the
second user identification card, generate an access request
and send the access request to the card control module 320,
and may also be configured to, when no card intercommu-
nication instruction is received within a second preset time,
send a release request to the card control module 320.
[0113] The card control module 320 may be configured to,
based on the access request sent by the second card driving
module 330, output a control message to control the first
switch 340 to turn on the connection path between the first
user identification card 110 and the second processor 140,
and/or control the second switch 350 to turn on the connec-
tion path between the second user identification card 120
and the second processor 140.

[0114] The card control module 320 may be configured to,
based on the release request sent by the second card driving
module 330, output a control message to control the first
switch 340 to turn off the connection path between the first
user identification card 110 and the second processor 140,
and/or control the second switch 350 to turn off the con-
nection path between the second user identification card 120
and the second processor 140.

[0115] In one embodiment, the card control module 320
may intercommunicate with the first card driving module
310 and the second card driving module 330 through Rsp
and Ind messages.

[0116] In one embodiment, when the first card driving
module 310 does not receive (or detect) any card commu-
nication instruction within the first preset time (within a
period of timerl), the user identification card may be
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released. When the second card driving module 330 does not
receive (or detect) any card communication instruction
within the second preset time (within a period of timer2), the
user identification card may be released.

[0117] In the embodiment of the present invention, timerl
and timer2 may have different values, such that the two
processors may have different priorities for accessing the
user identification card. Specifically, the shorter the preset
time, the shorter the time interval for detecting the card
communication instruction, i.e., the higher the priority.
[0118] In one embodiment, the card control module 320
may maintain four state machines (00, 01, 10, 11) corre-
sponding to the first user identification card and the second
user identification card, respectively. Among them, corre-
sponding to the first user identification card, 00 may indicate
that neither processor needs to access the first user identi-
fication card, 01 may indicate that the second processor
needs to access the first user identification card, 10 may
indicate that the first processor needs to access the first user
identification card, and 11 may indicate that both processors
need to access the first user identification card. Correspond-
ing to the second identification identity card, 00 may indi-
cate that neither processor needs to access the second user
identification card, 01 may indicate that the second proces-
sor needs to access the second user identification card, 10
may indicate that the first processor needs to access the
second user identification card, and 11 may indicate that
both processors need to access the second user identification
card.

[0119] The card control module 320 may control the first
switch 340 and the second switch 350 according to the state
machine. Specifically, for example, in the 00 state, no
switching is needed; when the first user identification card is
in the 01 state, the second switch 350 may be controlled to
turn on the connection path between the second processor
and the first user identification card.

[0120] FIG. 4 illustrates a schematic diagram of a hard-
ware structure of a terminal according to an embodiment of
the present invention. In the embodiment, the application
program processor 150 may provide a user intercommuni-
cation interface and receive user’s operation instructions.
The first processor 130 may be configured to output the first
control instruction and the second control instruction
according to the user’s operation instructions.

[0121] The first switch 340 may be configured to turn on
the connection path between the first user identification card
110 and the first processor 130 or the second processor 140
according to the first control instruction.

[0122] The second switch 350 may be configured to turn
on the connection path between the second user identifica-
tion card 1120 and the first processor 130 or the second
processor 140 according to the second control instruction.
[0123] When the first user identification card 110 or the
second user identification card 120 is connected to the first
processor 130, the first processor 130 may be further con-
figured to establish a communication connection with the 4G
network.

[0124] When the first user identification card 110 or the
second user identification card 120 is connected with the
second processor 140, the second processor 140 may be
configured to establish a communication connection with the
4G network.

[0125] When the connection path between the first user
identification card is turned on, the first user identification
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card may be connected with the first processor or the second
processor, and the transmission of services (data and/or
voice services) may be implemented through the first user
identification card.

[0126] When the connection paths for the first user iden-
tification card and the second user identification card are
simultaneously turned on, the first user identification card
may be connected with the first processor, and the second
user identification card may be connected with the second
processor. As such, concurrent data service transmission
may be implemented through both the first user identifica-
tion card and the second user identification card; or voice
service transmission and data service transmission may be
implemented through the first user identification card and
the second user identification card, respectively; or voice
service transmission and data service transmission may be
implemented through the second user identification card and
the first user identification card, respectively; or voice ser-
vice transmission may be implemented through the first user
identification card while concurrent data service transmis-
sion may be implemented through both the first user iden-
tification card and the second user identification card.
[0127] Referring to FIG. 4, in one embodiment of the
present invention, the application program processor 150
may receive a user’s operation instruction. When the opera-
tion instruction is to provide CS voice services through the
first user identification card 110, the first processor 130 may
output a first control instruction to control a first card switch
controller 410 such that the first user identification card 110
may be connected to the first processor 130. The process of
performing CS voice services through the first user identi-
fication card 110 may include the followings.

[0128] First, a voice communication connection may be
established: the application program processor 150 may
transmit the operation instruction to the first processor 130,
and through a procedure, such as sending a radio resource
control (RRC) connection request from the first RF device
170 to an Evolved Node B (eNodeB), a voice communica-
tion connection with the called party may be established.
[0129] After the voice communication connection is
established, the voice uplink transmission process may be as
follows: the microphone 240 may collect voice signals, and
the codec 220 may receive the collected voice signals, and
transmit the signals to the digital signal processing chip 210
after performing analog-to-digital conversion; the digital
signal processing chip 210 may perform audio processing on
the received signals, and transmit the processed signals to
the first processor 130; the first RF device 170 may output
the signals processed by the first processor 130. The voice
downlink transmission process may be as follows: the first
RF device 170 may receive the downlink signals and trans-
mit the downlink signals to the first processor 130; the
digital signal processing chip 210 may perform audio pro-
cessing on the signals processed by the first processor 130
and transmit the signals to the codec 220; the codec 220 may
perform digital-to-analog conversion on the received signals
and transmit the signals to the earpiece 230.

[0130] Referring to FIG. 4, the application program pro-
cessor 150 may receive a user’s operation instruction. When
the operation instruction is to provide CS voice services
through the second user identification card 120, the first
processor 130 may output a second control instruction to
control a second card switch controller 420 such that the
second user identification card 120 may be connected to the
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first processor 130. The process of performing CS voice
services through the second user identification card 120 may
include the followings.

[0131] First, a voice communication connection may be
established: the application program processor 150 may
transmit the operation instruction to the first processor 130,
and through a procedure, such as sending a radio resource
control (RRC) connection request from the first RF device
170 to an eNodeB, a voice communication connection with
the called party may be established.

[0132] After the voice communication connection is
established, the voice uplink transmission process may be as
follows: the microphone 240 may collect voice signals, and
the codec 220 may receive the collected voice signals, and
transmit the signals to the digital signal processing chip 210
after performing analog-to-digital conversion; the digital
signal processing chip 210 may perform audio processing on
the received signals, and transmit the processed signals to
the first processor 130; the first RF device 170 may output
the signals processed by the first processor 130. The voice
downlink transmission process may be as follows: the first
RF device 170 may receive the downlink signals and trans-
mit the downlink signals to the first processor 130; the
digital signal processing chip 210 may perform audio pro-
cessing on the signals processed by the first processor 130
and transmit the signals to the codec 220; the codec 220 may
perform digital-to-analog conversion on the received signals
and transmit the signals to the earpiece 230.

[0133] The application program processor 150 may
receive user’s operation instructions. When the operation
instruction is to provide PS data services through the first
user identification card 110, the first processor 130 may
output a first control instruction to control the first card
switch controller 410 to turn on the connection path between
the first user identification card 110 and the first processor
130, and also output a second control instruction to control
the first card switch controller 410 to turn on the connection
path between the first user identification card 110 and the
second processor 140. Both operations may be able to
implement the transmission of PS data services.

[0134] Specifically, when the connection path between the
first user identification card 110 and the first processor 130
is turned on, the transmission flow of the PS data services is:
an application service module may receive data and transmit
the data to the first processor; the first RF device may
transmit the uplink signals after being processed by the first
processor to a first network (4G network), and receive the
downlink signals from the first network (4G network) and
transmit the downlink signals to the first processor for
processing; an application processing module may output
the downlink signals after being processed by the first
processor.

[0135] When the connection path between the first user
identification card 110 and the second processor 140 is
turned on, the transmission flow of the PS data services is:
the application service module may receive data and trans-
mit the data to the second processor; the first RF device 170
may transmit the uplink signals after being processed by the
second processor to an LTE network, and receive the down-
link signals from the LTE network and transmit the down-
link signals to the second processor for processing; the
application processing module may output the downlink
signals after being processed by the second processor.
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[0136] When the operation instruction is to perform PS
data services through the second user identification card
120, the first processor 130 may output the first control
instruction to control the second card switch controller 420
to turn on the connection path between the second user
identification card 120 and the first processor 130, and also
output a second control instruction to control the second
card switch controller 420 to turn on the connection path
between the second user identification card 120 and the
second processor 140. Both operations may be able to
implement the transmission of PS data services.

[0137] Specifically, when the connection path between the
second user identification card 120 and the first processor
130 is turned on, the transmission flow of the PS data
services is: an application service module may receive data
and transmit the data to the first processor; the first RF
device may transmit the uplink signals after being processed
by the first processor to a first network (4G network), and
receive the downlink signals from the first network (4G
network) and transmit the downlink signals to the first
processor for processing; an application processing module
may output the downlink signals after being processed by
the first processor.

[0138] When the connection path between the second user
identification card 120 and the second processor 140 is
turned on, the transmission flow of the PS data services is:
the application service module may receive data and trans-
mit the data to the second processor; the first RF device 170
may transmit the uplink signals after being processed by the
second processor to a second network (4G network), and
receive the downlink signals from the second network (4G
network) and transmit the downlink signals to the second
processor for processing; the application processing module
may output the downlink signals after being processed by
the second processor. Because after the user device is turned
on, the user device may intercommunicate with the user
identification card once every 28 seconds to confirm whether
the user identification card is in place, and thus ensure that
the communication is normal. The 28-second communica-
tion may be controlled by the processor connected to the
user identification card. For example, the processor may
send a null data to the user identification card, and when a
response is received, the user identification card may be
confirmed to be in place, otherwise the user identification
card may not be in place.

[0139] In the embodiments of the present invention, the
first processor 130 may be further configured to send mes-
sages to the first user identification card 110 or the second
user identification card 120 at a preset time interval to
confirm whether the user identification card is in place.
[0140] When confirming whether the first user identifica-
tion card 110 is in place (assuming that the first user
identification card 110 needs to be connected with the first
processor 130), in response to that the first user identification
card 110 is not connected to the first processor 130, the first
processor 130 may be further configured to output a first
control instruction to control the first card switch controller
410 to turn on the connection path between the first user
identification card 110 and the first processor 130.

[0141] When confirming whether the second user identi-
fication card 120 is in place (assuming that the second user
identification card 120 needs to be connected with the first
processor 130), in response to that the second user identi-
fication card 120 is not connected to the first processor 130,
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the first processor 130 may be further configured to output
a second control instruction to control the second card
switch controller 420 to turn on the connection path between
the second user identification card 120 and the first proces-
sor 130.

[0142] Similarly, the second processor 140 may be further
configured to send messages to the first user identification
card 110 or the second user identification card 120 at a preset
time interval to confirm whether the user identification card
is in place.

[0143] When confirming whether the first user identifica-
tion card 110 is in place (assuming that the first user
identification card 110 needs to be connected with the
second processor 140), in response to that the first user
identification card 110 is not connected to the second
processor 140, the first processor 130 may be further con-
figured to output a first control instruction to control the first
card switch controller 410 to turn on the connection path
between the first user identification card 110 and the second
processor 140.

[0144] When confirming whether the second user identi-
fication card 120 is in place (assuming that the second user
identification card 120 needs to be connected with the
second processor 140), in response to that the second user
identification card 120 is not connected to the second
processor 140, the first processor 130 may be further con-
figured to output a second control instruction to control the
second card switch controller 420 to turn on the connection
path between the second user identification card 120 and the
second processor 140.

[0145] For example, when the second user identification
card 120 originally connected to the second processor is
switched to the first processor 130 (e.g. switched to the first
processor 130 for PS data services), it may need to be
switched back to the second processor every 28 seconds.
That is, by controlling the second card switch controller 420,
the second user identification card 120 may be connected to
the second processor to complete the confirmation on
whether the second user identification card is in place. After
the card reading and confirmation is completed, the second
user identification card may be switched back to the first
processor again to ensure normal communication. Similarly,
when the first user identification card 110 originally con-
nected to the first processor is switched to the second
processor 140, it may need to be switched back to the first
processor every 28 seconds. That is, by controlling the first
card switch controller 410, the first user identification card
110 may be connected to the first processor to complete the
confirmation on whether the first user identification card is
in place. After the card reading and confirmation is com-
pleted, the first user identification card may be switched
back to the second processor again to ensure normal com-
munication.

[0146] It should be understood that the switching time of
the card switch controllers may be in the order of millisec-
onds, and the card reading time during the in-position
confirmation process may also be in the order of millisec-
onds. Therefore, the switching of the user identification card
may not affect the normal service transmission.

[0147] It should be understood that, in some embodi-
ments, through priority setting, the priority of the voice
services may be set to be higher than the priority of the data
services such that, during the process of confirming whether
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the user identification card is in place, normal operation of
the voice services may be preferentially ensured.

[0148] According to the in-position confirmation mecha-
nism described above, for a terminal consistent with the
embodiments of the present invention, when the first user
identification card 110 is connected to the second processor
140 for data service transmission, the first user identification
card 110 may also be simultaneously connected with the first
processor 130 for voice service transmission. It may only
require to ensure that the first user identification card 110 is
in place during the in-position confirmation process.

[0149] According to the in-position confirmation mecha-
nism described above, for a terminal consistent with the
embodiments of the present invention, when the second user
identification card 120 is connected to the second processor
140 for data service transmission, the second user identifi-
cation card 120 may also be simultaneously connected with
the first processor 130 for voice service transmission. It may
only require to ensure that the second user identification card
120 is in place during the in-position confirmation process.

[0150] According to the in-position confirmation mecha-
nism described above, for a terminal consistent with the
embodiments of the present invention, when the first user
identification card 110 is connected with the first processor
130 for data service transmission and voice services, the
second user identification card 120 may also be connected to
the second processor 140 for data service transmission. It
may only require to ensure that the first user identification
card 110 and the second user identification card 120 are
respectively in place during the in-position confirmation
process.

[0151] According to the in-position confirmation mecha-
nism described above, for a terminal consistent with the
embodiments of the present invention, when the second user
identification card 120 is connected with the first processor
130 for data service transmission and voice services, the first
user identification card 110 may also be connected to the
second processor 140 for data service transmission. It may
only require to ensure that the first user identification card
110 and the second user identification card 120 are respec-
tively in place during the in-position confirmation process.

[0152] In one embodiment of the present invention, the
first user identification card and the second user identifica-
tion card may both be 4G cards, for example, in the LET
standard or other type of 4G standards.

[0153] Referring to FIG. 5, accordingly, the embodiments
of the present invention also provide a user identification
card control method, applied to a terminal including a first
user identification card and a second user identification card.
The terminal may further include a first processor, and the
method may include:

[0154] S51, when the first processor needs to intercom-
municate with the first user identification card or the
second user identification card, generating an access
request;

[0155] S52, the first processor, based on the access
request, querying the access permission of the user
identification card and, in response to having the access
permission of the user identification card, controlling
the connection path of the user identification card and
the first processor to be turned on to implement the
intercommunication between the first processor and the
user identification card.
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[0156] The terminal may further include a second proces-
sor connected to the first processor, and the method may
further include:

[0157] S53, when the second processor needs to inter-
communicate with the first user identification card or
the second user identification card, generating an
access request and sending the access request to the
first processor;

[0158] S54, the first processor, based on the access
request, querying the access permission of the user
identification card and, in response to having the access
permission of the user identification card, controlling
the connection path of the user identification card and
the second processor to be turned on to implement the
intercommunication between the second processor and
the user identification card.

[0159] When the connection path between the second
processor and the first user identification card or the second
user identification card is turned on, but intercommunication
with the card is not performed within a second preset time,
the connection path is released.

[0160] When the connection path between the first pro-
cessor and the first user identification card or the second user
identification card is turned on, but intercommunication with
the card is not performed within a first preset time, the
connection path is released.

[0161] Based on the access request, when determining not
having the access permission of the corresponding user
identification card, the access request may be put into a
message queue, and when a preset condition is satisfied, the
access permission may be re-queried.

[0162] It should be understood that the specific implemen-
tation details and principles described in the foregoing
implementation can be applied to the user identification card
control method, and the details are not described herein
again.

[0163] Referring to FIG. 6, the embodiments of the pres-
ent invention provide a user identification card control
method, including:

[0164] S61, when intercommunication with a user iden-
tification card is needed, generating an access request;

[0165] S62, based on the access request, querying the
access permission of the corresponding user identifi-
cation card and, in response to having the access
permission of the user identification card, controlling
the connection path of the user identification card to be
turned on to implement the intercommunication with
the user identification card.

[0166] The embodiments of the present invention provide
a computer storage medium. The computer storage medium
may store computer-executable instructions. The computer-
executable instructions may include:

[0167] when the first processor needs to intercommu-
nicate with the first user identification card or the
second user identification card, generating an access
request;

[0168] the first processor, based on the access request,
querying the access permission of the user identifica-
tion card and, in response to having the access permis-
sion of the user identification card, controlling the
connection path of the user identification card and the
first processor to be turned on to implement the inter-
communication between the first processor and the user
identification card.
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[0169] In one embodiment, the computer-executable
instructions may further include:

[0170] when the second processor needs to intercom-
municate with the first user identification card or the
second user identification card, generating an access
request and sending the access request to the first
processor;

[0171] the first processor, based on the access request,
queries the access permission of the user identification
card and, in response to having the access permission
of the user identification card, controls the connection
path of the user identification card and the second
processor to be turned on to implement the intercom-
munication between the second processor and the user
identification card.

[0172] In one embodiment, the computer-executable
instructions may further include:

[0173] when the connection path between the second
processor and the first user identification card or the
second user identification card is turned on, but inter-
communication with the card is not performed within a
second preset time, the connection path is released.

[0174] In one embodiment, the computer-executable
instructions may further include:

[0175] when the connection path between the first pro-
cessor and the first user identification card or the
second user identification card is turned on, but inter-
communication with the card is not performed within a
first preset time, the connection path is released;

[0176] based on the access request, when determining
not having the access permission of the corresponding
user identification card, the access request may be put
into a message queue, and when a preset condition is
satisfied, the access permission may be re-queried.

[0177] The embodiments of the present invention also
provide a computer storage medium. The computer storage
medium may store computer-executable instructions. The
computer-executable instructions may include:

[0178] when intercommunication with a user identifi-
cation card is needed, generating an access request;

[0179] based on the access request, querying the access
permission of the corresponding user identification
card and, in response to having the access permission
of the user identification card, controlling the connec-
tion path of the user identification card to be turned on
to implement the intercommunication with the user
identification card.

[0180] In one embodiment, the computer-executable
instructions may also include that after the connection path
of the user identification card is turned on, when no card
intercommunication instruction is received within a preset
time, the connection path is released.

[0181] It should be understood that the specific implemen-
tation details and principles described in the foregoing
implementation can be applied to the computer storage
medium, and details are not described herein again.

[0182] The terminal and the user identification card con-
trol method according to the embodiments of the present
invention may allow two processors to control and inter-
communicate with two user identification cards, and thus
flexible access to the user identification cards by the two
processors may be achieved. Therefore, dual 4G is sup-
ported, which improves the user experience; data service
transmission by dual 4G is supported, which greatly
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improves the data transmission speed; and through the
switching between user identification cards, CS voice ser-
vices of the first user identification card and the second user
identification card can be both processed by the first pro-
cessor, and thus only one codec and one digital signal
processing chip are required. Logic for voice intercommu-
nication between two processing chips is not required, data
(voice) transmission between two processing chips is not
required, and the cost of software and hardware is reduced.

[0183] Inthe embodiments of the present invention, unless
otherwise specified, the term “plurality” refers to two or
more than two. In the description of the present invention, it
should be understood that the terms “first”, “second”, etc.
are used for descriptive purposes only and are not to be
construed as indicating or implying relative importance.

[0184] Any process or method described in the flowcharts
or described in other ways in the embodiments of the present
invention may be understood as comprising one or more
modules, segments, or sections of executable instruction
code for implementing the steps of a specific logic function
or process. In addition, the scope of the embodiments of the
present invention include additional implementations, in
which functions may be performed in an order different from
the order shown or discussed, including a substantially
simultaneous manner or a reverse order depending on the
functionality involved. This should be understood by those
skilled in the art according to the described embodiments of
the present invention.

[0185] For illustrative purposes, the foregoing description
uses specific terms to provide a thorough understanding of
the present invention. However, it will be apparent to those
skilled in the art that specific details may not be required in
order to implement the invention. The foregoing description
of specific embodiments of the invention has been presented
for the purposes of illustration and description. They are not
intended to be exhaustive or to limit the invention to the
precise forms disclosed. In view of the above principles,
many modifications and variations are possible. These
embodiments are shown and described in order to best
explain the principles of the invention and its practical
applications, thereby enabling others skilled in the art to best
utilize various embodiments of the present invention and
modifications that are suitable for intended specific uses. It
is intended that the scope of the invention is defined by the
following claims and their equivalents.

[0186] The above descriptions is only the preferred
embodiments of the present invention and is not intended to
limit the protection scope of the present invention.

INDUSTRIAL APPLICABILITY

[0187] By adopting the embodiment of the present inven-
tion, two processors may be able to control and intercom-
municate with two user identification cards, and thus flexible
access to the user identification cards by the two processors
may be achieved. Therefore, dual 4G is supported, which
improves the user experience; data service transmission by
dual 4G is supported, which greatly improves the data
transmission speed; and through the switching between user
identification cards, CS voice services of the first user
identification card and the second user identification card
can be both processed by the first processor, and thus only
one codec and one digital signal processing chip are
required. Logic intercommunication between two process-
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ing chips is not required, data (voice) transmission between
two processing chips is not required, and the cost of software
and hardware is reduced.

1. A user identification card control method, applied to a
terminal including a first user identification card and a
second user identification card, wherein the terminal
includes a first processor; and the method includes:

when intercommunicating with the first user identification
card or the second user identification card, generating,
by the first processor, an access request;

based on the access request, querying, by the first pro-
cessor, access permission of the user identification card
and, in response to having the access permission of the
user identification card, controlling a connection path
of the user identification card and the first processor to
be turned on to implement intercommunication
between the first processor and the user identification
card.

2. The user identification card control method according
to claim 1, wherein the terminal also includes a second
processor connected to the first processor; and the method
further includes:

when intercommunicating with the first user identification
card or the second user identification card, generating,
by the second processor, an access request and sending
the access request to the first processor;

based on the access request, querying, by the first pro-
cessor, the access permission of the user identification
card and, in response to having the access permission
of the user identification card, controlling a connection
path between the user identification card and the second
processor to be turned on to implement intercommu-
nication between the second processor and the user
identification card.

3. The user identification card control method according

to claim 2, wherein the method further includes:

when the connection path between the second processor
and the first user identification card or the second user
identification card is turned on, but intercommunication
with the card is not performed within a second preset
time, releasing the connection path.

4. The user identification card control method according

to claim 1, wherein the method further includes:

when the connection path between the first processor and
the first user identification card or the second user
identification card is turned on, but intercommunication
with the card is not performed within a first preset time,
releasing the connection path.

5. The user identification card control method according

claim 1, wherein the method further includes:

based on the access request, when determining not having
the access permission of the corresponding user iden-
tification card, putting the access request into a mes-
sage queue, and waiting for a preset condition to be
satisfied to re-query the access permission.

6. A terminal, comprising:

a first user identification card;

a second user identification card;

a first processor configured to, when intercommunicating
with the first user identification card or the second user
identification card, generate an access request;

wherein the first processor is further configured to, based
on the access request, query access permission of the
user identification card and, in response to having the
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access permission of the user identification card, con-
trol a connection path between the user identification
card and the first processor to be turned on to imple-
ment the intercommunication between the first proces-
sor and the user identification card.

7. The terminal according to claim 6, wherein the terminal
further includes a second processor connected to the first
processor, and

the second processor is configured to, when intercommu-

nicating with the first user identification card or the
second user identification card, generate an access
request and send the access request to the first proces-
sor;

wherein the first processor is further configured to, based

on the access request, query the access permission of
the user identification card and, in response to having
the access permission of the user identification card,
control a connection path between the user identifica-
tion card and the second processor to be turned on to
implement the intercommunication between the second
processor and the user identification card.

8. The terminal according to claim 7, wherein the terminal
further includes:

a card controller, wherein:

the card controller is connected with the first processor,
the second processor, the first user identification
card, and the second user identification card, respec-
tively;

the card controller is configured to, based on control of
the first processor, turn on the connection path
between the first user identification card and the first
processor and/or the second processor; and also
configured to, based on the control of the first
processor, turn on the connection path between the
second user identification card and the first processor
and/or the second processor.

9. The terminal according to claim 8, wherein the card
controller includes a first switch and a second switch,
wherein:

the first switch is connected with the first processor and

the first user identification card, respectively;

the second switch is connected with the first processor and

the second user identification card, respectively.

10. The terminal according to claim 9, wherein the first
processor includes a first card driving module and a card
control module, wherein:

the first card drive module is configured to, when the first

processor intercommunicates with the first user identi-
fication card or the second user identification card,
generate an access request and send the access request
to the card control module; and also configured to,
when no card intercommunication instruction is
received within a first preset time, send a release
request to the card control module;

the card control module is configured to, based on the

access request sent by the first card drive module,
output a control message to control the first switch to
turn on the connection path between the first user
identification card and the first processor, and/or con-
trol the second switch to turn on the connection path
between the second user identification card and the first
processor;

the card control module is configured to, based on the

release request sent by the first card drive module,
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output a control message to control the first switch to
turn off the connection path between the first user
identification card and the first processor, and/or con-
trol the second switch to turn off the connection path
between the second user identification card and the first
processor.

11. The terminal according to claim 10, wherein the
second processor includes a second card drive module,
wherein:

the second card drive module is configured to, when the

second processor intercommunicates with the first user
identification card or the second user identification
card, generate an access request and send the access
request to the card control module; and also configured
to, when no card intercommunication instruction is
received within a second preset time, send a release
request to the card control module;

the card control module is configured to, based on the

access request sent by the second card drive module,
output a control message to control the first switch to
turn on the connection path between the first user
identification card and the second processor, and/or
control the second switch to turn on the connection path
between the second user identification card and the
second processor;

the card control module is configured to, based on the

release request sent by the second card drive module,
output a control message to control the first switch to
turn off the connection path between the first user
identification card and the second processor, and/or
control the second switch to turn off the connection
path between the second user identification card and the
second processor.

12. The terminal according to claim 10, wherein:

the first processor is further configured to send a message

to the first user identification card or the second user
identification card at a preset time interval to determine
whether the user identification card is in place;

when determining whether the first user identification

card is in place, in response to the first user identifi-
cation card not connected with the first processor, the
first processor is further configured to send out a first
control instruction to control the first switch to turn on
the connection path between the first user identification
card and the first processor;

when determining whether the second user identification

card is in place, in response to the second user identi-
fication card not connected with the first processor, the
first processor is further configured to send out a second
control instruction to control the second switch to turn
on the connection path between the second user iden-
tification card and the first processor.

13. The terminal according to claim 10, wherein:

the second processor is further configured to send a

message to the first user identification card or the
second user identification card at a preset time interval
to determine whether the user identification card is in
place;

when determining whether the first user identification

card is in place, in response to the first user identifi-
cation card not connected with the second processor,
the first processor is further configured to send out a
first control instruction to control the first switch to turn
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on the connection path between the first user identifi-
cation card and the second processor;

when determining whether the second user identification
card is in place, in response to the second user identi-
fication card not connected with the second processor,
the first processor is further configured to send out a
second control instruction to control the second switch
to turn on the connection path between the second user
identification card and the second processor.

14. A terminal, comprising a first user identification card

and a second user identification card, and also including:

a first processor, configured to output a first control
instruction and a second control instruction according
to an operation instruction of a user;

a first switch, configured to turn on a connection path
between the first user identification card and the first
processor or the second processor according to the first
control instruction;

a second switch, configured to turn on a connection path
between the second user identification card and the first
processor or the second processor according to the
second control instruction, wherein:
when the first user identification card or the second user

identification card is connected with the first proces-
sor, the first processor is further configured to estab-
lish a communication connection with a 4G network,

a second processor, configured to establish a communi-
cation connection with a 4G network when the first user
identification card or the second user identification card
is connected with the second processor.

15. The terminal according to claim 14, wherein:

when intercommunicating with the first user identification
card or the second user identification card, the first
processor is configured to generate an access request;

based on the access request, the first processor is config-
ured to query the access permission of the user iden-
tification card and, in response to having the access
permission of the user identification card, output the
first control instruction and the second control instruc-
tion according to the operation instruction of the user.

16. The terminal according to claim 14, wherein:

when intercommunicating with the first user identification
card or the second user identification card, the second
processor is configured to generate an access request
and send the access request to the first processor;

based on the access request, the first processor is config-
ured to query the access permission of the user iden-
tification card and, in response to having the access
permission of the user identification card, output the
first control instruction and the second control instruc-
tion according to the operation instruction of the user.

17. The terminal according to claim 16, wherein:

when the connection path between the second processor
and the first user identification card or the second user
identification card is turned on, but intercommunication
with the card is not performed within a second preset
time, the connection path is released.

18. The terminal according to claim 15, wherein:

when the connection path between the first processor and
the first user identification card or the second user
identification card is turned on, but intercommunication
with the card is not performed within a first preset time,
the connection path is released.
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19. The terminal according to claim 14, wherein:

the first processor is further configured to send a message
to the first user identification card or the second user
identification card at a preset time interval to determine
whether the user identification card is in place;

when determining whether the first user identification
card is in place, in response to the first user identifi-
cation card not connected with the first processor, the
first processor is further configured to send out the first
control instruction to control the first switch to turn on
the connection path between the first user identification
card and the first processor;

when determining whether the second user identification
card is in place, in response to the second user identi-
fication card not connected with the first processor, the
first processor is further configured to send out the
second control instruction to control the second switch
to turn on the connection path between the second user
identification card and the first processor.

13
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20. The terminal according to claim 14, wherein:

the second processor is further configured to send a
message to the first user identification card or the
second user identification card at a preset time interval
to determine whether the user identification card is in
place;

when determining whether the first user identification
card is in place, in response to the first user identifi-
cation card not connected with the second processor,
the first processor is further configured to send out the
first control instruction to control the first switch to turn
on the connection path between the first user identifi-
cation card and the second processor;

when determining whether the second user identification
card is in place, in response to the second user identi-
fication card not connected with the second processor,
the first processor is further configured to send out the
second control instruction to control the second switch
to turn on the connection path between the second user
identification card and the second processor.

#* #* #* #* #*



