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Description

BACKGROUND OF THE INVENTION

[0001] The present invention relates to techniques for
authenticating and/or certifying users involved in elec-
tronic commerce activities. More specifically, the
present invention provides techniques for authenticat-
ing and/or certifying the users based upon trust informa-
tion issued by multiple trust evaluation institutions and
associated with the users.
[0002] Recent years have seen a tremendous growth
in the number of electronic commerce sites that may in-
clude Internet transaction sites, auction sites, and the
like. However, providing secure transactions using
these electronic commerce sites requires identity verifi-
cation of users involved in a transaction (also referred
to as "transaction partners") and confirmation of the re-
liability of the transaction partners, i.e., confirmation of
whether each transaction partner can be trusted or not.
[0003] Presently, a number of electronic commerce
sites (e.g., Internet transaction sites and auction sites)
implement transactions within a site by setting up a trust
evaluation institution and providing members of the site
with trust information generated by the trust evaluation
institution based on site members' past transactions and
the like. The trust information provided to or associated
with a member may indicate a level of reliability, credi-
bility, authenticity, identity, etc. of the member. For ex-
ample, trust information may indicate the member's lev-
el of reliability and worthiness for participating in a trans-
action. However, the trust information issued by conven-
tional trust evaluation institutions associated with a site
can only be for transactions between members belong-
ing to the same site.
[0004] Further, conventional trust evaluation institu-
tions associated with some of the sites generate trust
information using evaluation methods that are unique to
the sites, with members (users) being evaluated accord-
ing to independent evaluation standards. As a result an
evaluation technique or standard used by one trust eval-
uation institution may be different and incompatible with
an evaluation technique used by another trust evalua-
tion institution. As a result, with conventional systems,
the secure sharing of trust information between multiple
sites engaged in electronic commerce is difficult, if not
impossible. For example, if a first user, who is a member
of a first site serviced by a first trust evaluation institution
desires a transaction with a second user who is a mem-
ber of a second site serviced by a second trust evalua-
tion institution, the trust information accumulated at the
first site by the first user cannot be used at the second
site. As a result, the first user cannot enter into a trans-
action with the second user resulting in possibly lost
transaction opportunities for the first user and the sec-
ond user.
[0005] In light of the above, there is a need for tech-
niques which allow users to enter into electronic trans-

actions irrespective of the trust evaluation institutions
which provide trust information for the users.

SUMMARY OF THE INVENTION

[0006] The present invention provides techniques
that allow trust evaluation institutions to share trust in-
formation of members (users) belonging to different
trust evaluation institutions. More specifically, according
to an embodiment of the present invention, if a member
registered at one trust evaluation institution is to carry
out a transaction with a member registered at another
trust evaluation institution, the trust information of the
transaction partner assigned by the other trust evalua-
tion institution can be used as a basis for trust with re-
gard to the member's own trust evaluation institution.
[0007] According to an embodiment of the present in-
vention, techniques are provided for providing a trust in-
formation certificate to a user in a network environment.
In this embodiment, a system incorporating the present
invention accesses history information for the user, the
history information identifying past actions of the user.
The system then generates trust information for the user
based upon the history information, the trust information
generated according to a first evaluation technique. A
trust information certificate is generated for the user
based upon the trust information generated for the user
according to the first evaluation technique, and a trust
information sharing certificate is generated comprising
information for converting the trust information generat-
ed according to the first evaluation standard to trust in-
formation according to a second evaluation technique
different from the first evaluation standard.
[0008] According to another embodiment of the
present invention, a system incorporating the present
invention receives a transaction request from a user, the
transaction request comprising a first certificate and a
second certificate, the first certificate comprising trust
information for the user generated according to a first
evaluation standard, the second certificate comprising
attribute information for converting the trust information
generated according to the first evaluation standard to
trust information according to a second evaluation
standard different from the first evaluation standard. The
system converts the trust information included in the first
certificate to trust information according to the second
evaluation standard by using the attribute information
included in the second certificate.
[0009] According to yet another embodiment of the
present invention, an electronic commerce system is
provided comprising a first server configured to provide
services for a first plurality of members, the first plurality
of members including a first member, and a second
server configured to provide services for a second plu-
rality of members, the second plurality of members in-
cluding a second member. In this embodiment, the first
member receives a transaction request from the second
member. The transaction request comprises a first cer-
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tificate and a second certificate. The first certificate com-
prises trust information for the second member gener-
ated by the second server according to a second eval-
uation standard, the trust information generated based
upon the second member's activities. The second cer-
tificate comprises attribute information for converting
the trust information generated according to the second
evaluation standard to trust information according to a
first evaluation used by the first server, the first evalua-
tion standard different from the second evaluation
standard.
[0010] According to another embodiment of the
present invention, a memory is provided for storing data
for access by an application program being executed in
a data processing system. The memory comprises a
first data structure stored in the memory, the first data
structure used by the application program and compris-
ing trust information for a user, the trust information gen-
erated according to a first evaluation procedure, the
trust information indicating a certification level for the us-
er for participating in commercial activities. The memory
also comprises a second data structure stored in the
memory, the second data structure used by the applica-
tion program and comprising attributes information for
converting the trust information generated according to
the first evaluation procedure to trust information ac-
cording to a second evaluation procedure different from
the first evaluation procedure.
[0011] Various additional objects, features and ad-
vantages of the present invention can be more fully ap-
preciated with reference to the detailed description and
accompanying drawings that follow.

BRIEF DESCRIPTION OF THE DRAWINGS

[0012]

Fig. 1 is a simplified architecture diagram of a sys-
tem for providing trust information to a community
according to an embodiment of the present inven-
tion;
Fig. 2 is a simplified schematic diagram depicting
operations performed by a community server and
member clients to share trust information in a single
community according to an embodiment of the
present invention;
Fig. 3 is a simplified schematic diagram depicting
operations performed to share trust information be-
tween two communities according to an embodi-
ment of the present invention;
Fig. 4 is a simplified flowchart showing operations
performed by a community server when issuing a
trust information certificate according to an embod-
iment of the present invention;
Fig. 5 is a simplified flowchart showing the opera-
tions performed by community (A) of Fig. 3 when
issuing a trust information sharing certificate to
community (B) according to an embodiment of the

present invention;
Fig. 6 is a simplified flowchart showing operations
performed when a transaction takes place between
a member client (a) of community (A) and a member
client (b) of community (B) according to an embod-
iment of the present invention;
Fig. 7 depicts member registration information that
may be stored in a database according to an em-
bodiment of the present invention;
Fig. 8 depicts a data structure storing trust informa-
tion certificate for a member and trust information
sharing certificate received by a community server
to which the member belongs according to an em-
bodiment of the present invention;
Fig. 9 depicts information which may be included in
a trust information certificate and which may be
stored in a data structure according to an embodi-
ment of the present invention;
Fig. 10 depicts information which may be included
in a trust information sharing certificate and which
may be stored in a data structure according to an
embodiment of the present invention;
Fig. 11 shows mapping attributes for a first commu-
nity and a second community which both express
user trust quantitatively according to an embodi-
ment of the present invention;
Fig. 12 shows mapping attributes for an embodi-
ment where trust information is defined in terms of
levels; and
Fig. 13 shows mapping attributes in an embodiment
where a first community expresses trust evalua-
tions by rank while a second community uses quan-
titative evaluations according to an embodiment of
the present invention.

DETAILED DESCRIPTION OF THE INVENTION

[0013] The present invention provides techniques
that enable users to enter into transactions irrespective
of the trust evaluation institutions that provide trust in-
formation for the users. An embodiment of the present
invention is described in detail below in conjunction with
the figures. The scope of the present invention, as re-
cited in the claims, is not limited to the embodiment(s)
described below. One of ordinary skill in the art would
recognise other variations, modifications, and alterna-
tives.
[0014] According to the present invention, trust eval-
uation institutions generate trust information for mem-
bers of the trust evaluation institutions. A "member" of
a trust evaluation institution refers to a party that uses
trust information generated by the trust evaluation insti-
tution. A group of members using a trust evaluation in-
stitution and the trust information it generates is referred
to as a "community." In a specific embodiment, a trust
evaluation institution also serves as an institution that
manages the community. In a network environment, a
community may include a group of entities coupled to a
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network, where the entities include a server that per-
forms functions of a trust evaluation institution and one
or more user systems (or "member devices" or "member
clients" e.g., users' personal computers or other infor-
mation terminals) which are used by members of the
community who use trust information generated by the
trust evaluation institution. The server that manages the
community (the "community server") can be the server
of the trust evaluation institution (the "trust evaluation
institution server") as well as the electronic commerce
server, e.g., an electronic shopping mall server manag-
ing an electronic shopping mall.
[0015] Fig. 1 is a simplified architecture diagram of a
system for providing trust information for a community
according to an embodiment of the present invention.
The system depicted in Fig. 1 includes a community
server 110 and one or more user or member client sys-
tems 120 (referred to as "member clients") coupled to a
communication network 130. The system depicted in
Fig. 1 is merely illustrative of an embodiment incorpo-
rating the present invention and does not limit the scope
of the invention as recited in the claims. One of ordinary
skill in the art would recognise other variations, modifi-
cations, and alternatives.
[0016] Communication network 130 provides a mech-
anism allowing the systems depicted in Fig. 1 to com-
municate and exchange information with each other.
Communication network 130 may itself be comprised of
many interconnected computer systems and communi-
cation links. While in one embodiment communication
network 130 is the Internet, in other embodiments, com-
munication network 130 may be any suitable computer
network including a local area network (LAN), a wide
area network (WAN), a wireless network, an intranet, a
private network, a public network, a switched network,
and the like.
[0017] Community server 110 is configured to man-
age information related to users who are members of
the community serviced by server 110, to perform cer-
tificate issuing functions, and to provide other services
to members of community 100. Member client systems
120 may be used by members belonging to community
100 to request and receive various services provided by
server 110. According to an embodiment of the present
invention, in community 100, member clients 120 are
securely provided with a public key 124 (hereinafter re-
ferred to as a "Trusted Root") associated with a secret
key 115 stored by community server 110 and used by
server 110 for signatures. Clients 120 use public key 124
to authenticate community server 110. According to an
embodiment of the present invention, member clients
120 authenticate a transaction partner using a certificate
associated with public key 124 as the root of an authen-
tication path (authentication chain). Further details re-
lated to the authentication path are provided below.
[0018] Fig. 2 is a simplified schematic diagram of the
operations performed by a community server and mem-
ber clients to share trust information in a single commu-

nity according to an embodiment of the present inven-
tion. Community server 110 generates trust information
for each of its members (users) based upon information
about the member's past actions, and the like. Informa-
tion related to the member's past actions (e.g. transac-
tion history of the member) or information identifying
sources which are to be used to determine the member's
past activities may be stored in a data structure such as
the data structure depicted in Fig. 7. As shown in Fig. 7,
the information may include member identification infor-
mation 116 and information source for evaluating the
trust of the member 117.
[0019] The trust information may be formatted in the
form of trust information certificates 150 may be digitally
signed by server 110 using secret key 115 stored by
server 110. The trust information certificate including the
trust information is then communicated to member cli-
ents 120 used by the members of the community.
[0020] The trust information may be used by transac-
tion partners during a transaction to evaluate each oth-
er's reliability. A transaction may refer to the sending and
receiving of information such as transaction information,
e.g., requests of agreements to buy or sell. Fig. 9 depicts
information which may be included in a trust information
certificate 150 and which may be stored in a data struc-
ture according to an embodiment of the present inven-
tion.
[0021] As depicted in Fig. 9, a trust information certif-
icate 150 includes trust information 153 which indicates
the trust level of the member of community 100. The
trust information may indicate the member's credibility,
authenticity, identity, and the like. Member client 120
presents this trust information certificate 150 to commu-
nity server 110 in transactions within community 100,
thereby allowing the member client to be evaluated by
other member clients of community 100 involved in the
transaction based upon trust information 153 included
in trust information certificate 150 issued to the user or
the member client providing the trust information certif-
icate.
[0022] Fig. 3 is a simplified schematic diagram depict-
ing operations performed to share trust information be-
tween two communities according to an embodiment of
the present invention. For the sake of simplicity, it is as-
sumed that a particular member of a community uses a
particular member client. Accordingly, generating trust
information for a particular member client system im-
plies that the trust information is generated for the user
of the particular member client system and who is a
member of the community. This is not meant to limit the
scope of the present invention as recited in the claims.
In alternative embodiments, a member of a community
may use more than one member client system.
[0023] In the embodiment depicted in Fig. 3, the trust
information is shared between a community (A) 200 and
a community (B) 300 that may use different evaluation
standards or procedures for generating the trust infor-
mation for their respective members. In the embodiment
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depicted in Fig. 3, community (A) 200 receives trust in-
formation assigned to a member client (b) 320 in com-
munity (B) 300.
[0024] As depicted in Fig. 3, a community server (A)
210 manages information related to community (A) 200,
and is responsible for issuing a trust information certifi-
cate 150 to each member client (a) 220 belonging to the
community (A) 200. Trust information certificates 150
may be signed by community server (A) 210 using se-
cret key 115 stored by server (A). Likewise, a community
server (B) 310 manages information related to commu-
nity (B) and is responsible for issuing a trust information
certificate 150 to each member client (b) 320 belonging
to community (B) 300. Trust information certificates 150
issued by community server (B) 310 may be signed by
community server (B) 310 using secret key 115 stored
by server (B).
[0025] As depicted in Fig. 3, community server (A)
210 issues a trust information sharing certificate 400
that is communicated to community server (B) 310. Ac-
cording to the teachings of the present invention, trust
information sharing certificate 400 comprises attribute
information (hereinafter referred to as "trust information
mapping attributes 403") that is used to normalise/bal-
ance/adjust the trust information evaluation methods/
standards/techniques of community (A) and community
(B). Community server (A) 210 also issues public key
information of community server (B) 310. Trust informa-
tion sharing certificate 400 may be digitally signed with
the secret key 115 of community server (A) 210. Fig. 10
depicts information which may be included in a trust in-
formation sharing certificate 400 and which may be
stored in a data structure according to an embodiment
of the present invention.
[0026] To perform transactions in community (A), a
member client (b) 320 belonging to community (B) 300
presents community (A) with its own trust information
certificate 150 and the trust information sharing certifi-
cate 400 issued by community server (A) 210. Accord-
ing to an embodiment of the present invention, the trust
information certificate 150 and the trust information
sharing certificate 400 may be included in the transac-
tion request sent by member client (b) 320 to community
(A) 200. For example, the data structure depicted in Fig.
8 may represent a transaction request. As depicted in
Fig. 8, the request may comprise trust information cer-
tificate of the member 126 and trust information sharing
certificate 400 received by the community server to
which the member belongs 127.
[0027] A member client (a) 220 belonging to commu-
nity (A) 200 and with whom member client (b) 320 wants
to enter into a transaction receives the transaction re-
quest from member client (b) 320. Client (a) 220 belong-
ing to community (A) 200 then evaluates the trust level
of member client (b) 320 requesting the transaction
based upon the trust information 153 included in trust
information certificate 150 provided by member client
(b) 320 and based upon trust information mapping at-

tributes 403 included in the trust information sharing cer-
tificate 400 presented by member client (b) 320. The re-
quested transaction is performed based on the results
of this evaluation.
[0028] According to an embodiment of the present in-
vention, the trust information mapping attributes 403
comprise information that includes formulas for convert-
ing trust information generated using one set of stand-
ards (e.g. standards used by community server (B)) to
trust information based on another set of standards (e.
g. standards used by community server (A)), thus allow-
ing comparisons to be made between the trust informa-
tion levels. Figs. 11, 12, and 13 illustrate specific exam-
ples of trust information mapping attributes that may be
included in trust information sharing certificates issued
between community (A) 200 and community (B) 300.
[0029] Fig. 11 shows mapping attributes for an em-
bodiment where community (A) 200 and community (B)
300 both express user trust levels quantitatively. For ex-
ample, a trust level evaluation of "7" in community (A)
may correspond to a trust level evaluation of "10" in
community (B). In this case, the trust information map-
ping attributes may comprise information including a for-
mula specifying that "10 points=7 points" (as shown in
Fig. 11).
[0030] Fig. 12 shows mapping attributes for an em-
bodiment where trust information is defined in terms of
levels or grades. For example, in community (A) 200,
users are evaluated by a rank of "a," "b," "c," "d," or "e"
based on their past activities, and the like. In community
(B) 300, users are evaluated by a rank of "1," "2," or "3"
based on their past activities, and the like. In this em-
bodiment, the mapping attributes included in the trust
information sharing certificate issued for the two com-
munities may contain formulas such as "1=a", "2=c",
"3=e". The information may also be specified in the form
of a table as depicted in Fig. 12.
[0031] Fig. 13 shows mapping attributes in an embod-
iment where community (A) 200 expresses evaluations
by rank as in Fig. 12, and community (B) 300 uses quan-
titative evaluations. In this embodiment, the trust infor-
mation mapping attributes may contain formulas such
as "100 ~ 70 = a", "69 ~ 40 = b", and "39 ~ 0 = c".
[0032] In the examples described above, community
(A) 200 and community (B) 300 express trust informa-
tion in terms of points (quantitative evaluations) or in
terms of ranks. However, the scope of the present in-
vention is not limited to these forms of expressing trust
information. Various other forms and formats of trust in-
formation may also be used. Further, the examples of
trust information mapping attributes described above
present examples of "formulas" used to convert trust in-
formation generated according to certain evaluation
standards/procedures into trust information generated
according to different evaluation standards/procedures.
However, the examples do not limit the types of formulas
that may be used according to the teachings of the
present invention. The formulas are determined individ-
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ually by the communities when generating trust informa-
tion based upon differences in examination methods
and evaluation results. The "formulas" determined in
this manner are the trust information mapping attributes,
and these are indicated by the trust information sharing
certificates.
[0033] Fig. 4 is a simplified flowchart showing opera-
tions performed by a community server (e.g. community
server 110 depicted in Fig. 2) when issuing a trust infor-
mation certificate 150 according to an embodiment of
the present invention. The flowchart depicted in Fig. 4
is merely illustrative of an embodiment incorporating the
present invention and does not limit the scope of the in-
vention as recited in the claims. One of ordinary skill in
the art would recognise other variations, modifications,
and alternatives.
[0034] As depicted in Fig. 4, processing is initiated
when community server 110 receives a request to issue
a certificate from a member client 120 belonging to the
community serviced by community server 110 (step
1001). Community server 110 then verifies the identity
of the member sending the request (step 1002). The ver-
ification may be performed using off-line techniques, on-
line techniques, or by using a combination thereof. After
successful identity verification, community server 110
evaluates the member's trust based on information such
as the member's transaction history in the community,
and generates trust information based upon the evalu-
ation (step 1003). Next, a trust information certificate
150 is generated for the user (step 1004). As shown in
Fig. 9, the trust information certificate 150 may include
the issuing community server's identification informa-
tion 151, the requesting member's identification infor-
mation 152, and trust information 153 calculated for the
requesting user/member. The information may be digit-
ally signed by community server 110 in step 1004 using
secret key 115.
[0035] The community server then sends the gener-
ated trust information certificate 150 to member client
120 from whom the request for the certificate was re-
ceived in step 1001 (step 1005) and/or registers the cer-
tificate in a repository or the like to allow the certificate
to be widely disseminated to other member clients 120
in community 100 (step 1006).
[0036] Fig. 5 is a simplified flowchart showing the op-
erations performed by community (A) (depicted in Fig.
3) when issuing a trust information sharing certificate to
community (B) 300 according to an embodiment of the
present invention. The flowchart depicted in Fig. 5 is
merely illustrative of an embodiment incorporating the
present invention and does not limit the scope of the in-
vention as recited in the claims. One of ordinary skill in
the art would recognise other variations, modifications,
and alternatives.
[0037] As depicted in Fig. 5, communities (A) and (B)
enter into a preliminary agreement whereby communi-
ties (A) and (B) agree to share member trust information
(step 2001). For example, community server (A) 210

and community server (B) 310 agree to allow trust infor-
mation of member clients (b) 320 from community (B)
to be received by community (A) 200. Next, the differ-
ences between the evaluation methods/standards of
community (A) and community (B) are considered, and
trust information mapping attributes 403 are calculated
or generated (step 2002). Community server (A) 210
then generates a trust information sharing certificate
400 by formatting the attributes information (step 2003).
As depicted in Fig. 10, the trust information sharing cer-
tificate information may comprise information 401 iden-
tifying the issuing community server (i.e. community
server (A) 210 in this case), identification information
402 of the target community server (i.e. community serv-
er (B) 310 in this case), trust information mapping at-
tributes 403, and public key information 404 of the target
community server (i.e. public key information of commu-
nity server (B) 310 in this case). As part of step 2003,
community server (A) 210 may also digitally sign the cer-
tificate information using its secret key 115. Finally, the
generated trust information sharing certificate 400 is
registered in a repository as needed and made available
(step 2004).
[0038] Fig. 6 is a simplified flowchart showing opera-
tions performed when a transaction takes place be-
tween a member client (a) 220 of community (A) 200
and a member client (b) 320 of community (B) 300 (as
shown in Fig. 3) according to an embodiment of the
present invention. The flowchart depicted in Fig. 6 is
merely illustrative of an embodiment incorporating the
present invention and does not limit the scope of the in-
vention as recited in the claims. One of ordinary skill in
the art would recognise other variations, modifications,
and alternatives.
[0039] In the embodiment depicted in Fig. 6, member
client (b) 320 initiates a transaction request requesting
a transaction with a member client (a) 320 of community
(A) 200. The transaction request is sent from member
client (b) 320 to member client (a) 220 in community (A)
200 along with member client (b)'s own trust information
certificate 150 and trust information sharing certificate
400 (step 3001). Member client (a) 220 receives the
transaction request and confirms the transaction con-
tents (step 3002). Then the following operations are per-
formed in order to authenticate and evaluate the trust-
worthiness of member client (b) 320 making the request
for the transaction.
[0040] First, an authentication path is generated from
trust information certificate 150 of the member client (b)
320 being evaluated and sent to a Trusted Root which
is trusted by member (user) client (a) 220, i.e., a certif-
icate chain is set up as follows: trust information certifi-
cate 150 of member client (b) 320 → trust information
sharing certificate 400 from community (B) → public key
124 of community (A) 200 (step 3003). Next, in order to
check the legitimacy of the certificates in the authenti-
cation path, the public key is used to verify the digital
signatures of each of the certificates upstream in the au-
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thentication path (step 3004). Upon successful verifica-
tion, the trust of the member client (b) 320 is then cal-
culated using trust information 153 included in the trust
information certificate 150 and the trust information
mapping attributes 403 included in trust information
sharing certificate 400 (step 3005). According to an em-
bodiment of the present invention, in step 3005, the trust
information mapping attributes 403 are used to convert
the trust information included in trust information certif-
icate for member client (b) 320 from an evaluation stand-
ard used by community (B) 300 to an evaluation stand-
ard used by community (A) 200. Based upon the trust
level calculated in step 3005, member client (b) 320 is
evaluated to determine if it is a suitable transaction part-
ner (step 3006). If member client (b) 320 is determined
to be trustworthy and suitable for the transaction, the
transaction is carried out between member client (a) 320
who requested the transaction and member client (a)
220 which performed the evaluation (step 3007).
[0041] In the embodiment described in Fig. 3 and Fig.
6, member (user) client (a) 220 of community (A) 200
evaluates the party requesting the transaction, i.e.,
member client (b) 320 of community (B) 300. However,
it would also be possible for member client (b) 320 mak-
ing the transaction request to evaluate the trust of mem-
ber client (a) 220 of community (A) 200. By issuing in
advance a trust information sharing certificate 400 that
contains the trust information mapping attributes 403
and the public key 124 of the community server (A) 210
and that is signed with the secret key 115 of community
server (B) 310, member client (b) 320 can evaluate the
trust of member client (a) 220 of the community (A) for
the transaction.
[0042] Furthermore, identity confirmation and preven-
tion of transaction disavowals when a member client
120 carries out a transaction is made possible if, in com-
munity 100 shown in Fig. 2, community server 110 is-
sues to each of the member clients 120 a certificate
(public key certificate) containing public key information
corresponding to the secret key held by each of the
member clients 120. Alternatively, the trust information
certificates 150 can include the public key information.
[0043] The present invention allows transactions to
be carried out at multiple sites using trust information in
a secure environment (i.e., guaranteeing legitimacy of
trust information) using electronic certificates. The
present invention provides a secure and smooth system
where trust information can be shared with other sites
without requiring sites to change existing member eval-
uation methods or standards and without altering the ex-
clusive trust placed by a site in the public key of its com-
munity server (the Trusted Root relationship).
[0044] Another advantage of the present invention is
that trust information obtained by members of one site
can be used by the members at other sites without re-
quiring trust information to be accumulated separately
at the other sites. This significantly increases transac-
tion opportunities. The provision of more attractive sites

(communities) by having member (user) trust informa-
tion shared back and forth between one site and the oth-
er sites, is a further benefit promising a greatly increased
number of members (users).
[0045] It should be apparent that the above descrip-
tion describes only a specific embodiment of the present
invention and does not limit the scope of the present in-
vention as recited in the claims. Although specific em-
bodiments of the invention have been described, vari-
ous modifications, alterations, alternative constructions,
and equivalents are also encompassed within the scope
of the invention. The described invention is not restricted
to operation within certain specific data processing en-
vironments, but is free to operate within a plurality of
data processing environments. Additionally, although
the present invention has been described using a par-
ticular series of transactions and steps, it should be ap-
parent to those skilled in the art that the scope of the
present invention is not limited to the described series
of transactions and steps.
[0046] Further, while the present invention has been
described using a particular combination of hardware
and software, it should be recognised that other combi-
nations of hardware and software are also within the
scope of the present invention. The present invention
may be implemented only in hardware or only in soft-
ware or using combinations thereof. A software imple-
mentation of the present invention may be a program
performing several functions. The program may be
stored on a computer-readable medium.
[0047] The specification and drawings are, according-
ly, to be regarded in an illustrative rather than a restric-
tive sense. It will, however, be evident that additions,
subtractions, deletions, and other modifications and
changes may be made thereunto without departing from
the broader spirit and scope of the invention as set forth
in the claims.

Claims

1. A system for providing a trust information certificate
to a user in a network environment, the system com-
prising:

a receiving module configured to access history
information for the user, the history information
identifying past actions of the user;
an evaluation module configured to generate
trust information for the user based upon the
history information, the trust information gener-
ated according to a first evaluation technique;
a first certificate issuing module configured to
generate the trust information certificate for the
user based upon the trust information generat-
ed for the user according to the first evaluation
technique; and
a second certificate issuing module configured
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to generate a trust information sharing certifi-
cate comprising information for converting the
trust information generated according to the
first evaluation standard to trust information ac-
cording to a second evaluation technique dif-
ferent from the first evaluation standard.

2. The system of claim 1 wherein the information for
converting the trust information generated accord-
ing to the first evaluation standard to trust informa-
tion according to the second evaluation technique
comprises a formula for performing the conversion.

3. A data processing system comprising:

a receiving module configured to receive a
transaction request from a user requesting a
transaction, the transaction request comprising
a first certificate and a second certificate, the
first certificate comprising trust information for
the user generated according to a first evalua-
tion standard, the second certificate comprising
attribute information for converting the trust in-
formation generated according to the first eval-
uation standard to trust information according
to a second evaluation standard different from
the first evaluation standard; and
a conversion module configured to convert the
trust information included in the first certificate
to trust information according to the second
evaluation standard by using the attribute infor-
mation included in the second certificate.

4. The system of claim 3 comprising:

a transaction processing module configured to
perform the requested transaction based upon
the trust information according to the second
evaluation standard.

5. An electronic commerce system comprising:

a first server configured to provide services for
a first plurality of members, the first plurality of
members including a first member;
a second server configured to provide services
for a second plurality of members, the second
plurality of members including a second mem-
ber;
a first user system used by the first member;
and
a second user system used by the second
member;

wherein the first user system is configured to
receive a transaction request from the second user
system, the transaction request comprising a first
certificate and a second certificate, the first certifi-

cate comprising trust information for the second
member generated by the second server according
to a second evaluation standard, the trust informa-
tion generated based upon the second member's
activities, the second certificate comprising at-
tribute information for converting the trust informa-
tion generated according to the second evaluation
standard to trust information according to a first
evaluation used by the first server, the first evalua-
tion standard different from the second evaluation
standard.

6. The system of claim 5 wherein the first user system
is configured to covert the trust information included
in the first certificate to trust information according
to the first evaluation standard by using the attribute
information included in the second certificate.

7. A memory for storing data for access by an appli-
cation program being executed in a data processing
system, comprising:

a first data structure stored in the memory, the
first data structure used by the application pro-
gram and comprising:

trust information for a user, the trust infor-
mation generated according to a first eval-
uation procedure, the trust information in-
dicating a certification level for the user for
participating in commercial activities; and

a second data structure stored in the memory,
the second data structure used by the applica-
tion program and comprising:

attributes information for converting the
trust information generated according to
the first evaluation procedure to trust infor-
mation according to a second evaluation
procedure different from the first evaluation
procedure.

8. In a network environment for conducting electronic
commerce activities, a method of providing trust in-
formation for a user comprising:

accessing history information for the user, the
history information identifying past actions of
the user;
generating the trust information for the user ac-
cording to a first evaluation method based upon
the history information;
generating a trust information certificate for the
user comprising the trust information generated
for the user according to the first evaluation
method; and
generating a trust information sharing certifi-

13 14



EP 1 211 862 A2

9

5

10

15

20

25

30

35

40

45

50

55

cate comprising information for converting the
trust information generated according to the
first evaluation method to trust information ac-
cording to a second evaluation method different
from the first evaluation standard.

9. The method of claim 8 wherein the information for
converting the trust information generated accord-
ing to the first evaluation standard to trust informa-
tion generated according to the second evaluation
technique comprises a formula for performing the
conversion.

10. The method of claim 8 wherein generating the trust
information sharing certificate comprises:

determining mapping information identifying
the mapping between the first evaluation meth-
od and the second evaluation method; and
generating the information for converting the
trust information generated according to the
first evaluation method to trust information ac-
cording to a second evaluation method based
upon the mapping information.

11. In a network environment for conducting electronic
commerce activities, a method of determining trust
information for a user comprising:

receiving a transaction request from a user re-
questing a transaction, the transaction request
comprising a first certificate and a second cer-
tificate, the first certificate comprising trust in-
formation for the user generated according to
a first evaluation standard, the second certifi-
cate comprising attribute information for con-
verting the trust information generated accord-
ing to the first evaluation standard to trust infor-
mation according to a second evaluation stand-
ard different from the first evaluation standard;
and
converting the trust information included in the
first certificate to trust information according to
the second evaluation standard by using the at-
tribute information included in the second cer-
tificate.

12. The method of claim 11 comprising performing the
requested transaction based upon the trust infor-
mation according to the second evaluation stand-
ard.

13. The method of claim 11 wherein:

the trust information for the user generated ac-
cording to the first evaluation standard is ex-
pressed as a first quantitative value; and
converting the trust information comprises de-

termining a second quantitative value corre-
sponding to the first quantitative value, the sec-
ond quantitative value expressing the trust in-
formation according to the second evaluation
standard.

14. The method of claim 11 wherein:

the trust information for the user generated ac-
cording to the first evaluation standard is ex-
pressed as a grade value; and
converting the trust information comprises de-
termining a quantitative value corresponding to
the grade value, the quantitative value express-
ing the trust information according to the sec-
ond evaluation standard.

15. The method of claim 11 wherein:

the trust information for the user generated ac-
cording to the first evaluation standard is ex-
pressed as a quantitative value; and
converting the trust information comprises de-
termining a grade value corresponding to the
quantitative value, the grade value expressing
the trust information according to the second
evaluation standard.

16. In an electronic commerce system comprising a first
server configured to provide services for a first plu-
rality of users including a first user using a first user
system and a second server configured to provide
services for a second plurality of users including a
second user using a second user system, a method
of processing a transaction request, the method
comprising:

receiving a transaction request at the first user
system from the second user system, the trans-
action request comprising a first certificate and
a second certificate, the first certificate com-
prising trust information for the second member
generated by the second server according to a
second evaluation standard, the trust informa-
tion generated based upon the second user's
activities, the second certificate comprising at-
tribute information for converting the trust infor-
mation generated according to the second
evaluation standard to trust information accord-
ing to a first evaluation used by the first server,
the first evaluation standard different from the
second evaluation standard.

17. The method of claim 16 further comprising:

at the first user system, converting the trust in-
formation included in the first certificate to trust
information according to the first evaluation
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standard by using the attribute information in-
cluded in the second certificate.

18. A computer program product stored on a computer
readable medium for facilitating electronic com-
merce transactions, the computer program product
comprising:

code for accessing history information for a us-
er, the history information identifying past ac-
tions of the user;
code for generating trust information for the us-
er according to a first evaluation method based
upon the history information;
code for generating a trust information certifi-
cate for the user comprising the trust informa-
tion generated for the user according to the first
evaluation method; and
code for generating a trust information sharing
certificate comprising information for convert-
ing the trust information generated according
to the first evaluation method to trust informa-
tion according to a second evaluation method
different from the first evaluation standard.

19. A computer program product stored on a computer
readable medium for determining trust information
for a user, the computer program product compris-
ing:

code for receiving a transaction request from a
user requesting a transaction, the transaction
request comprising a first certificate and a sec-
ond certificate, the first certificate comprising
trust information for the user generated accord-
ing to a first evaluation standard, the second
certificate comprising attribute information for
converting the trust information generated ac-
cording to the first evaluation standard to trust
information according to a second evaluation
standard different from the first evaluation
standard; and
code for converting the trust information includ-
ed in the first certificate to trust information ac-
cording to the second evaluation standard by
using the attribute information included in the
second certificate.

20. The computer program product of claim 19 further
comprising code for performing the requested
transaction based upon the trust information ac-
cording to the second evaluation standard.
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