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METHOD AND CONTROL MECHANISM 
FOR ADATA FETCHING SERVICE 

BACKGROUND OF THE INVENTION 

1. Technical Field of the Invention 

The present invention concerns a method for a data 
fetching Service in a telecommunications network, and a 
control mechanism therefor. 

2. Discussion of Related Art 
Such a method and Such a control mechanism are known 

from U.S. Pat. No. 5,392,336. This patent specification 
describes a data memory and a fetching Service whereby a 
Sender Signals an operator of this Service that data are to be 
transmitted to a receiver. The data to be transmitted are then 
assigned an identification number and the data are Subse 
quently transmitted by the Sender to a memory in which they 
are Stored. After the identification number assigned to these 
data is received by a receiver, the data are transmitted from 
the memory to this receiver. 

With the known data Storage and fetching Service the 
Sender or the receiver of the data always determine when the 
data are transmitted from the Sender to the memory, or from 
the memory to the receiver. 

SUMMARY OF INVENTION 

It is the object of the present invention to provide a better 
utilization of a telecommunications network, particularly 
when large amounts of data are transmitted. 

According to a first aspect of the invention, a method for 
a data fetching Service in a telecommunications network, 
which comprises a data Sender and a control mechanism for 
controlling the fetching service, wherein the sender prepares 
data for fetching, wherein the Sender Signals a data fetching 
request to the control mechanism, and wherein the control 
mechanism receives the Signalled request, is characterized in 
that after receiving the request, the control mechanism 
determines in accordance with at least one criterion when 
the data are to be fetched from the Sender. 

According to a Second aspect of the invention, a control 
mechanism for a data fetching Service in a telecommunica 
tions network, with a receiving means for receiving a signal 
from a Sender of the telecommunications network, whereby 
the Sender conveys a data fetching request to the control 
mechanism, is characterized in that the control mechanism 
is designed So that after receiving the request it checks 
whether at least one criterion has been fulfilled, and if this 
is the case it causes the data to be fetched from the Sender, 
so that the time of the data fetching from the sender is 
determined by the control mechanism. 

It is an advantage that the operator of the fetching Service 
can determine at which point in time the data are fetched 
from the Sender. Because of the better utilization of the 
telecommunications network capacity, low-cost transmis 
Sion fees can be established. 

In an advantageous embodiment of the invention, the data 
to be fetched are directly transmitted by the sender to one or 
Several receivers. It is an advantage in that case if the 
fetching Service operator requires no intermediate memory. 

BRIEF DESCRIPTION OF THE DRAWING 

For the purpose of clarification the following describes 
the invention by means of two examples and drawings, 
wherein: 

FIG. 1 is a first example of a telecommunications network 
with a control mechanism according to the invention, in 
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2 
which the method of the invention can be carried out without 
an intermediate Storage of the data; 

FIG. 2 is a Second example of the telecommunications 
network whereby the method of the invention can be carried 
out with an intermediate Storage. 

DETAILED DESCRIPTION OF PREFERRED 
EMBODIMENTS 

FIG. 1 illustrates a telecommunications network N with a 
Subscriber who represents a data Sender S, and two further 
SubscriberS representing a first data receiver E1 and a Second 
data receiver E2. A control mechanism CM for a data 
fetching Service is located in the telecommunications net 
work N. The control mechanism CM contains a receiving 
means RM, particularly for receiving Signal messages from 
the sender S and the receivers E1 and E2. Said signal 
messages can be received via communications paths. A first 
communications path 12 is located between the control 
mechanism CM and the Sender S, a Second communications 
path 13 between the control mechanism CM and the first 
receiver E1, and a third communications path 14 between 
the control mechanism CM and the second receiver E2. A 
first transmission path 10 and a Second transmission path 11 
can be used to transmit data from the Sender S to the first 
receiver E1 or to the second receiver E2. The communica 
tion and transmission paths may be Switched connections. 
But it is also possible to carry out a connectionless trans 
mission through them. The control mechanism CM deter 
mines and controls the procedures for performing the fetch 
ing Service. In the present embodiments the Sender S 
prepares the data for fetching. To that end the Sender S has 
a memory in which the data are Stored until they are fetched. 
The Sender S now signals a data fetching request to the 
control mechanism CM via the first communications path 
12. The receiving means RM of the control mechanism CM 
receives the request Signalled by the Sender S. Advanta 
geously the control mechanism CM then informs the sender 
S of the reception and acceptance of the request, So that the 
Sender S can depend on the control mechanism CM carrying 
out the request. After the request is received, the control 
mechanism CM checks when the data are to be fetched from 
Sender S. 
To that end there are several criteria which can be 

checked. Such criteria are for example the momentary load 
of the telecommunications network N, the load of the control 
mechanism CM for processing requests, or other criteria that 
are favorable for the operation of the fetching service. Thus 
if the control mechanism CM determines that at least one of 
the criteria has been fulfilled, it causes and controls the 
fetching of the data from the sender S. The determination of 
the time at which the data is to be fetched from the Sender 
S therefore does not depend on the sender S, but on the 
control mechanism CM. When conveying the request it is 
also advantageously possible for the Sender S to Signal the 
control mechanism CM that the request is not urgent. This 
is particularly important when the control mechanism CM 
does not eXclusively carry out data fetching requests whose 
time it determines by itself, but also receives requests to be 
carried out immediately. 

Beyond that it is also possible for the sender S to provide 
the control mechanism CM with a time frame during which 
the data fetching request must be carried out by the control 
mechanism CM. It can be imagined that the control mecha 
nism CM takes such provisions by the sender S into account 
when it calculates the fees for carrying out the request. The 
less busy the control mechanism CM is when it determines 
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the time of the data fetching from the sender S, the lower 
may be the fee. 

In the present first example, the data to be fetched from 
the sender S are to be transported to the first receiver E1 and 
the second receiver E2. The sender S therefore signals the 
two receivers E1 and E2 to the control mechanism CM. At 
the time determined by the control mechanism CM, the data 
are then transported by the Sender S via the first transmission 
path 10 to the first receiver E1, and via the second trans 
mission path 11 to the Second receiver E2. If necessary the 
data are duplicated before transportation to the two receivers 
E1 and E2. In the present first example the transportation of 
the data from the sender S to the two receivers E1 and E2 
takes place in accordance with FIG. 1, without the interme 
diate Storage of the data in a memory assigned to the control 
mechanism CM. Thus to perform the fetching service, no 
intermediate memories are required for the intermediate 
Storage of the data for transportation from the Sender S to the 
receivers. Before the transportation of the data the control 
mechanism CM advantageously checks whether the two 
receivers E1 and E2 are ready to receive and Store the data. 
This can insure that the transportation of the data does not 
take place if the receivers E1 and E2 are not ready to receive 
the data. This check of the readiness to receive by receivers 
E1 and E2 can be carried out by the control mechanism CM 
at any time before the transportation of the data. In a further 
advantageous embodiment of the invention, the respective 
receiver E1 and E2 authenticates itself to the control mecha 
nism CM before the data are delivered. As an alternative it 
is also possible that the check of the readiness to receive the 
data by the receivers E1 and E2 is performed by the sender 
S. It is useful if this check by the sender S is performed 
before the request to fetch the data is signalled to the control 
mechanism CM. The Sender S only signals the request to 
fetch the data if at least one of the receivers E1 and E2 states 
that it is ready to receive the data. 

FIG. 2 illustrates a Second example of the telecommuni 
cations network N with the control mechanism CM of the 
invention, in which the method of the invention can be 
carried out with the intermediate Storage of the data in a 
memory M. The same designations as in FIG. 1 are used for 
the same elements, or those operating in the same manner. 

Once the control mechanism CM has determined the time 
at which the fetching of the data from the sender S takes 
place, the data are transported via a third transmission path 
20 from the sender S to the memory M, where they are 
Stored. The control mechanism CM can then communicate 
with the memory M via a fourth communications path 23. 
The receivers E1 and E2 of the control mechanism CM 
Signal via the communications paths 13 and 14 that the data 
stored in the memory Mare to be transported to the receivers 
E1 and E2. The control mechanism CM then causes the 
transportation of the data via a fourth transmission path 21 
to the first receiver E1 and via a fifth transmission path 22 
to the Second receiver E2. In that case the transportation of 
the data from the memory M to the first receiver E1 and to 
the Second receiver E2 can take place either immediately 
after the request from both receivers E1 and E2, or at a later 
time which is determined by the control mechanism CM in 
accordance with at least one criterion, as already described 
earlier. In that case it is also possible for the control 
mechanism CM to first inquire with the receivers E1 and E2 
whether they are ready to receive the data fetched from the 
sender S and stored in the memory M. 

All of the variations in the embodiment of the invention 
described in FIG. 1, which are executed without intermedi 
ate Storage, can also be transferred to the example in FIG. 2 
which includes the intermediate Storage of the data in the 
memory M. 
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4 
It is furthermore also possible for the sender S or the 

control mechanism CM to assign an identification to the data 
to be fetched and that the control mechanism CM only 
causes the transportation of the data to the receiverS E1 and 
E2 if they have previously signalled the assigned data 
identification to the control mechanism CM. This increases 
the Security against unauthorized access to the data. Since 
the sender S does not necessarily know when the data will 
be fetched from it, but must still ensure that only the 
appointed control mechanism CM can access the data to be 
fetched from the Sender S, it is advantageous if the control 
mechanism CM authenticates itself to the Sender S before 
the data are fetched. 

To carry out or apply the invention it is not necessary for 
the sender S to signal to the control mechanism CM one or 
more receivers of the data to be fetched. It is also possible 
to Store the data to be fetched in a memory assigned to the 
control mechanism CM, for example the memory M in FIG. 
2, and that only predetermined receivers, but also any 
number of receivers, can access the data as a function of the 
degree of confidentiality. 

Although the invention has been shown and described 
with respect to a best mode embodiment thereof, it should be 
understood by those skilled in the art that the foregoing and 
various other changes, omissions and additions in the form 
and detail thereof may be made therein without departing 
from the Spirit and Scope of the invention. 
What is claimed is: 
1. Method for a data fetching Service in a telecommuni 

cations network (N), which comprises a data Sender (S) and 
a control mechanism (CM) for controlling the fetching 
Service, 

wherein the Sender (S) prepares data for fetching, 
wherein the sender (S) and the control mechanism (CM) 

are linked by a communication path (12) of the tele 
communications network (N), 

wherein the Sender (S) signals a data fetching request to 
the control mechanism (CM) over the communication 
path (12) of the telecommunications network (N), and 

wherein the control mechanism (CM) receives the sig 
nalled request, characterized in that after receiving the 
request, the control mechanism (CM) determines in 
accordance with at least one criterion when the data are 
to be fetched from the sender (S). 

2. Method as claimed in claim 1, characterized in that 
after receiving the request the control mechanism (CM) 
Signals the acceptance of the request to the Sender (S). 

3. Method as claimed in claim 2, characterized in that the 
Sender (S) signals a lack of urgency to the control mecha 
nism (CM). 

4. Method as claimed in claim 2, characterized in that the 
sender (S) provides to the control mechanism (CM) a time 
frame during which the request must be carried out. 

5. Method as claimed in claim 2, characterized in that the 
telecommunications network (N) contains one or several 
receivers (E1, E2), and that the Sender (S) signals one or 
several receivers (E1, E2) to which the fetched data are to be 
transported. 

6. Method as claimed in claim 2, characterized in that the 
control mechanism (CM) causes the data that were fetched 
from the sender (S) to be stored in a memory (M), that one 
or several receivers (E1, E2) signal the control mechanism 
(CM) that the data are to be transported to the one or to each 
of the receivers (E1, E2), and that the control mechanism 
(CM) causes the data to be transported to the one or to each 
of the receivers (E1, E2). 
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7. Method as claimed in claim 6, characterized in that the 
Sender (S) assigns an identification to the data to be fetched, 
and that the control mechanism (CM) causes the data to be 
transported to the one or to each of the receivers (E1, E2) 
when the one or each of the receivers (E1, E2) signals the 
identification assigned to the data to the control mechanism 
CM). 

( 8. kind as claimed in claim 1, characterized in that the 
Sender (S) signals a lack of urgency to the control mecha 
nism (CM). 

9. Method as claimed in claim 8, characterized in that the 
sender (S) provides to the control mechanism (CM) a time 
frame during which the request must be carried out. 

10. Method as claimed in claim 8, characterized in that the 
telecommunications network (N) contains one or several 
receivers (E1, E2), and that the Sender (S) signals one or 
several receivers (E1, E2) to which the fetched data are to be 
transported. 

11. Method as claimed in claim 8, characterized in that the 
control mechanism (CM) causes the data that were fetched 
from the sender (S) to be stored in a memory (M), that one 
or several receivers (E1, E2) signal the control mechanism 
(CM) that the data are to be transported to the one or to each 
of the receivers (E1, E2), and that the control mechanism 
(CM) causes the data to be transported to the one or to each 
of the receivers (E1, E2). 

12. Method as claimed in claim 11, characterized in that 
the Sender (S) assigns an identification to the data to be 
fetched, and that the control mechanism (CM) causes the 
data to be transported to the one or to each of the receivers 
(E1, E2) when the one or each of the receivers (E1, E2) 
Signals the identification assigned to the data to the control 
mechanism (CM). 

13. Method as claimed in claim 1, characterized in that the 
sender (S) provides to the control mechanism (CM) a time 
frame during which the request must be carried out. 

14. Method as claimed in claim 13, characterized in that 
the telecommunications network (N) contains one or several 
receivers (E1, E2), and that the Sender (S) signals one or 
several receivers (E1, E2) to which the fetched data are to be 
transported. 

15. Method as claimed in claim 13, characterized in that 
the control mechanism (CM) causes the data that were 
fetched from the sender (S) to be stored in a memory (M), 
that one or Several receivers (E1, E2) signal the control 
mechanism (CM) that the data are to be transported to the 
one or to each of the receivers (E1, E2), and that the control 
mechanism (CM) causes the data to be transported to the one 
or to each of the receivers (E1, E2). 

16. Method as claimed in claim 15, characterized in that 
the Sender (S) assigns an identification to the data to be 
fetched, and that the control mechanism (CM) causes the 
data to be transported to the one or to each of the receivers 
(E1, E2) when the one or each of the receivers (E1, E2) 
Signals the identification assigned to the data to the control 
mechanism (CM). 

17. Method as claimed in claim 1, characterized in that the 
telecommunications network (N) contains one or several 
receivers (E1, E2), and that the Sender (S) signals one or 
several receivers (E1, E2) to which the fetched data are to be 
transported. 

18. Method as claimed in claim 17, characterized in that 
the data to be fetched from the sender (S) are transported to 
the one or to each of the receivers (E1, E2) without any 
intermediate Storage. 

19. Method as claimed in claim 18, characterized in that 
the one or each of the receivers (E1, E2) authenticates itself 
to the control mechanism (CM) before the data are trans 
ported. 
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20. Method as claimed in claim 18, characterized in that 

before the data are transported, the one or each of the 
receivers (E1, E2) signals that it is ready to receive the data. 

21. Method as claimed claim 18, characterized in that the 
sender (S) checks whether the one or each of the receivers 
(E1, E2) is ready to receive the data, and that the sender (S) 
Signals the request to the control mechanism (CM) if at least 
one of the receivers (E1, E2) is ready to receive the data. 

22. Method as claimed in claim 17, characterized in that 
the one or each of the receivers (E1, E2) authenticates itself 
to the control mechanism (CM) before the data are trans 
ported. 

23. Method as claimed in claim 22, characterized in that 
before the data are transported, the one or each of the 
receivers (E1, E2) signals that it is ready to receive the data. 

24. Method as claimed claim 22, characterized in that the 
sender (S) checks whether the one or each of the receivers 
(E1, E2) is ready to receive the data, and that the sender (S) 
Signals the request to the control mechanism (CM) if at least 
one of the receivers (E1, E2) is ready to receive the data. 

25. Method as claimed in claim 17, characterized in that 
before the data are transported, the one or each of the 
receivers (E1, E2) signals that it is ready to receive the data. 

26. Method as claimed claim 17, characterized in that the 
sender (S) checks whether the one or each of the receivers 
(E1, E2) is ready to receive the data, and that the sender (S) 
Signals the request to the control mechanism (CM) if at least 
one of the receivers (E1, E2) is ready to receive the data. 

27. Method as claimed in claim 1, characterized in that the 
control mechanism (CM) causes the data that were fetched 
from the sender (S) to be stored in a memory (M), that one 
or several receivers (E1, E2) signal the control mechanism 
(CM) that the data are to be transported to the one or to each 
of the receivers (E1, E2), and that the control mechanism 
(CM) causes the data to be transported to the one or to each 
of the receivers (E1, E2). 

28. Method as claimed in claim 27, characterized in that 
the Sender (S) assigns an identification to the data to be 
fetched, and that the control mechanism (CM) causes the 
data to be transported to the one or to each of the receivers 
(E1, E2) when the one or each of the receivers (E1, E2) 
Signals the identification assigned to the data to the control 
mechanism (CM). 

29. Method as claimed in claim 1, characterized in that 
before the data are fetched, the control mechanism (CM) 
authenticates itself to the sender (S). 

30. The method of claim 1, wherein said criterion relates 
to utilization of Said network load capacity, control mecha 
nism load, or operation of the fetching Service. 

31. Control mechanism (CM) for a data fetching service 
in a telecommunications network (N), with a receiving 
means (RM) for receiving a signal from a sender (S) of the 
telecommunications network (N), whereby the sender (S) 
and the control mechanism are linked by a communication 
path (12) of the telecommunications network, whereby the 
Sender conveys a data fetching request to the control mecha 
nism (CM), characterized in that the control mechanism 
(CM) is designed so that after receiving the request it checks 
whether at least one criterion has been fulfilled, and if this 
is the case it causes the data to be fetched from the Sender 
(S), so that the time of the data fetching from the sender (S) 
is determined by the control mechanism (CM). 

32. The method of claim 31, wherein said criterion relates 
to utilization of Said network load capacity, control mecha 
nism load, or operation of the fetching Service. 
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