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INFORMATION PROCESSING APPARATUS,
METHOD FOR CONTROLLING THE SAME,
AND COMPUTER READABLE MEDIUM FOR
THE SAME

CROSS-REFERENCE TO RELATED
APPLICATION

[0001] This application claims priority under 35 U.S.C.
§119 from Japanese Patent Application No. 2012-282644,
filed on Dec. 26, 2012. The entire subject matter of the appli-
cation is incorporated herein by reference.

BACKGROUND
[0002] 1. Technical Field
[0003] Aspects of the present invention relate to an infor-

mation processing apparatus, a method for controlling the
information processing apparatus and a computer readable
medium for information processing for executing communi-
cation with a device.

[0004] 2. Related Art

[0005] Various types of technologies for wireless commu-
nication between two communication devices have been pro-
posed. For example, two communication devices execute a
short-distance wireless communication for wireless settings
in accordance with a wireless communication mode based on
NFC (Near Field communication). The wireless settings are
used for executing a wireless communication based on a
communication mode (e.g., IEEE802.11a or 802.11b) difter-
ent from NFC. As a result, the two devices become able to
execute the wireless communication in accordance with the
wireless settings.

SUMMARY

[0006] However, there is a case where default wireless set-
tings which have been set in advance on a communication
device are changed to new wireless settings due to execution
of'the short-distance wireless communication. In such a case,
if a user plans to execute a wireless communication in accor-
dance with the default wireless settings after completion of
execution of a wireless communication in accordance with
the new wireless settings, the user needs to make wireless
settings again.

[0007] Aspects of the present invention are advantageous in
that they provide an information processing apparatus, a
method for controlling the information processing apparatus
and a computer readable medium for information processing
capable of solving the above described problem.

[0008] According to an aspect of the invention, there is
provided a non-transitory computer readable medium having
computer readable instruction stored thereon, which, when
executed by a processor of an information processing appa-
ratus comprising a first type interface configured to execute a
wireless communication with a device in a first communica-
tion mode and a second type interface configured to execute a
wireless communication with a network or a device in a
second communication mode, configures the processor to
function as: a first communication unit configured to execute
acommunication using the first type interface with a commu-
nication target device with which the information processing
apparatus communicates; a second communication unit con-
figured to obtain, by using the first communication unit, iden-
tifying information used to execute a communication with the
communication target device through the second type inter-
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face and to execute acommunication with the communication
target device through the second type interface based on the
obtained identifying information when a first network in
which the communication target device is included is differ-
ent from a second network set as a communication destination
for a communication through the second type interface of the
information processing apparatus; a third communication
unit configured to execute a communication with the commu-
nication target device by executing a communication with the
second network through the second type interface when the
first type network is same as the second type network; and a
fourth communication unit configured to execute a restoring
process where the communication destination for a commu-
nication through the second type interface is restored to the
second network after completion of the communication based
on the identifying information by the second communication
unit.

[0009] According to another aspect of the invention, there
is provided an information processing apparatus configured
as described above.

[0010] According to another aspect of the invention a
method for configuring an information processing apparatus
to have the above described functional units.

BRIEF DESCRIPTION OF THE
ACCOMPANYING DRAWINGS

[0011] FIG. 1 is a block diagram illustrating a network
according to an embodiment.

[0012] FIG. 2 is a part of a flowchart executed by a CPU to
control each component in accordance with an application
program.

[0013] FIG. 3 is a part of the flowchart executed by the CPU
to control each component in accordance with the application
program.

[0014] FIG. 4 illustrates an example of a table.

[0015] FIG. 5 illustrates an example of onscreen represen-
tation on a display unit.

[0016] FIG. 6 is a variation of a flowchart executed by a
CPU to control each component in accordance with an appli-
cation program.

DETAILED DESCRIPTION

[0017] Hereafter, an embodiment according to the inven-
tion will be described with reference to the accompanying
drawings.

[0018] (Configuration of Network 10)

[0019] As shown in FIG. 1, a network 10 includes an infor-
mation processing apparatus 100, MFPs 51 and 52, a first
access point 501 and a second access point 502. The term
MFP means a multifunction peripheral having a plurality of
functions including a print function, a scanning function and
a copying function.

[0020] An NFC communication I/F 112 of the information
processing apparatus 100 is configured to communicate with
an NFC communication I/F 36 of the MFP 51 via a wireless
communication 153 of an NFC (Near Field Communication)
type. In this embodiment, the wireless communication of the
NFC type is based on ISO/IEC21481 or 18092, for example.
[0021] A wireless LAN I/F 105 of the information process-
ing apparatus 100 is able to perform an infrastructure mode
communication with a wireless LAN I/F 34 of the MFP 51 via
wireless communications 151 and 154 based on a wireless
LAN. Furthermore, the wireless LAN I/F 105 is able to per-
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form an infrastructure mode communication with the MFP 52
via a wireless communication 152 based on a wireless LAN.
The wireless LAN I/F 105 is also able to directly communi-
cate with the wireless LAN I/F 34 via a wireless communi-
cation 155 based on WiFi Direct (hereafter, abbreviated as
WFD). The information processing apparatus 100 is able to
configure a WFD network by establishing a connection with
the MFP 51 in accordance with WED. In WFD, a wireless
communication is executed, for example, based on a standard
IEEE (The Institute of Electrical and Electronics Engineers,
Inc.) 802.11 or a standard (802.11a, 11, 11g, 11n, and etc.)
complying with IEEE 802.11.

[0022] A network N1 is configured by the first access point
501 and the MFP 51. A network N2 is configured by the
second access point 502 and the MFP 52. Each of the first
access point N1 and the second access point N2 has an SSID
(Service Set Identifier). SSID is a name for indentifying each
of'the first access point 501 and the second access point 502.
The information processing apparatus 100 is able to transmit
a print request or a scan request, to the MFPs 51 and 52, via
communication using the wireless LAN I/F 105, by executing
a print and scan application 121.

[0023] (Configuration of Information Processing Appara-
tus 100)
[0024] The information processing apparatus 100 is a por-

table device, such as a mobile phone or a portable terminal.
The information processing apparatus 100 includes a display
unit 102, a touch panel 103, an input I/F 104, the wireless
LAN I/F 105, the NFC communication I/F 112, a CPU (Cen-
tral Processing Unit) 106, a ROM (Read Only Memory) 107,
a RAM (Random Access Memory) 108 and a storage unit
109. These components are connected with each other via, for
example, an input/output port 110.

[0025] The display unit 102 receives an image signal out-
putted by the CPU 106, and displays an image based on the
received image signal. As the display unit 102, an LCD or an
organic EL panel can be used. The touch panel 103 is formed
of a transparent member, and is disposed to cover a surface of
the display unit 102. The touch panel 103 detects a position
touched, for example, by a user’s finger, and outputs infor-
mation on the detected position to the CPU 106. The input I/F
104 is, for example, an operation button.

[0026] The NFC communication I/F 112 is an interface to
execute the wireless communication 153 based on NFC.
Information for communication setting, such as an [P address
and an SSID, is not required to establish the wireless com-
munication 153 based on NFC. The wireless LAN I/F 105 is
an interface for executing the wireless communications 151,
152 and 155 based on wireless LAN. The distance within
which the wireless communications 151m 152 and 153 based
on wireless LAN can be performed is larger than the distance
within which the wireless communication 153 based NFC
can be performed. In addition, the communication rate of the
wireless communications 151, 152 and 155 based on wireless
LAN is higher than the communication rate of the wireless
communication 153 based NFC.

[0027] The CPU 106 executes a program stored in the stor-
age unit 109. The RAM 108 stores temporarily information
required for processing for the CPU 106. The storage unit 109
is configured as a combination of a flash memory, an HDD
(hard disk drive) and a buffer provided in the CPU 106. The
storage unit 109 is able to store data, such as image data and
document data. The storage unit 109 stores a program 120.
The program 120 includes a print and scan application 121
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(hereafter, referred to as an application 121) and an operating
system 124 (hereafter, referred to as an OS 124). The CPU
106 executes a process according to the program 120. In the
following, frequently the CPU 106 executing a program (e.g.,
the application 121 or the OS 124) will be simply referred to
by a name of the program. For example, there is a case where
the wording “the application program 121" means “the CPU
106 executing the application 121”.

[0028] The application 121 is an application for controlling
the CPU 16 to execute processes, such as a process for trans-
mitting a print command from the information processing
apparatus 100 to the MFP 51. The OS 124 is a program
providing basic functions, and is used commonly by applica-
tions, such as the application 121. The OS 124 includes a
program for controlling the wireless LAN I/F 105 and the
NFC communication I/F 112 to execute wireless communi-
cation. The OS 124 also provides an API (Application Pro-
gramming Interface) for enabling a program to obtain infor-
mation which various hardware components have acquired or
enabling a program to give instructions to various hardware
components.

[0029] The storage unit 109 stores a table TB1. The table
TB1 stores particular device identification information for
identifying a particular device and particular network identi-
fication information for identifying a particular network. The
particular device is a set device selected from a plurality of
devices as a communication destination for the information
processing apparatus 100. The particular network is a set
network as a communication destination for the communica-
tion using the wireless LAN I/F 105 of the information pro-
cessing apparatus 100. A network in which the particular
device is included may be set as the particular network.
[0030] In an example of the table TB1 shown in FIG. 4, a
model number 601 and an IP address 602 are used as the
particular device identification information. Further, an SSID
603 is used as the particular network identification informa-
tion. The model number 601 is information for identifying the
type of each device. The IP address 602 is a known bit string
which is assigned to each device and is used for communica-
tion. The SSID 603 is an identifier for identifying an access
point constituting the particular network.

[0031] In the following, explanation is given regarding the
case where the model numbers 601 of the MFPs 51 and 52 are
“Ink-MFP1” and “Ink-MFP2”, respectively, the ID addresses
602 of the MFPs 501 and 502 are “192.168.100.101” and
“192.168.100.102”, respectively, the SSID of the first access
point 501 constituting the network N1 is “SSID-1", and the
SSID of'the second access point 502 constituting the network
N2 is “SSID-2”. As shown in FIG. 4, the table TB 1 stores
“Ink-MFP2” as the model number 601, “192.168.100.102” as
the IP address 602, and “SSID-2” as the SSID 603. That is,
FIG. 4 illustrates the case where the MFP 52 is selected as the
particular device, and the network N2 is selected as the par-
ticular network.

[0032] (Configuration of MFP 51)

[0033] Hereafter, the configuration of the MFP 51 is
explained. The MFP 51 includes a CPU 32, a storage unit 33,
the wireless LAN I/F 34, the NFC communication I/F 36, a
button input unit 38, a panel 39, a printer 10 and a scanner 20
as basic components. These components are able to commu-
nicate with each other via an input/output port 43.

[0034] The CPU 32 executes a program 21 stored in the
storage unit 33. The storage unit 33 is configured as a com-
bination of a RAM, a ROM, a flash memory, an HDD (hard
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disk drive) and a buffer provided in the CPU 32. The storage
unit 33 stores the program 21 which includes various pro-
grams, such as an OS 29.

[0035] The NFC communication I/F 36 is an interface for
executing the wireless communication 153 based on NFC.
The wireless LAN I/F 34 is an interface for executing the
wireless communications 154 and 155 based on wireless
LAN. The button input unit 38 is a key for executing the
various functions of the MFP 51. The button input unit 38 may
be a touch panel provided integrally with the panel 39. The
panel 39 displays various types of function information of the
MEFP 51. The printer 19 executes a printing operation using
image data stored in the storage unit 33. The scanner 20
executes a reading operation. Since the MFP 52 has the same
configuration as that of the MFP 51, the detailed configura-
tion of the MFP 52 is omitted for the sake of simplicity.
[0036] (Operation of Application 121)

[0037] Hereafter, a process in which the CPU 106 controls
the various units in accordance with the application 121 is
explained with reference to FIGS. 2 to 5. In the following,
explanation is given for the case where the network N2 is set
as the particular network, the information processing appara-
tus 100 is connected to the network N2 being the particular
network, and a user holds the information processing appa-
ratus 100 up over the MFP 51 (i.e., the MFP 51 is selected as
a communication target device).

[0038] When the application 121 is invoked, a flowchart
shown in FIG. 2 is started. In S110, the application 121 judges
whether the touch panel 103 has received an operation for
selecting print target data. When the print target data has not
been received (S110: NO), the process returns to S110. When
the print target data has been received (S110: YES), the pro-
cess proceeds to S112. In S112, the application 121 displays
a print preview on the display unit 102. Furthermore, the
application 121 displays a device of a communication partner
and a network of a communication partner on the display unit
102. In the example of the embodiment, a print preview image
P1 is displayed on the display unit as shown in FIG. 5. As
illustrated in a region R1 in FIG. 5, the model number of the
particular device (i.e., MFP 52) is displayed as information
representing the device of the communication partner, and an
SSID (i.e., SSID-2) of the second access point 502 included in
the particular network (i.e., the network N2) is displayed as
information representing the network of the communication
partner.

[0039] In S114, the application 121 judges whether report
information informing start of NFC communication has been
received from the OS 124. The NFC communication is started
when the NFC communication I/F 112 provided in the infor-
mation processing apparatus 100 moves into an area within a
predetermined distance from an NFC communication I/F pro-
vided in a target device of NFC communication. The prede-
termined distance may be, for example, approximately 10 cm.
When the report information has not been received (S114:
NO), the process returns to S114. When the report informa-
tion has been received (S114: YES), the process proceeds to
S116. In the example of the embodiment, the explanation is
given for the case where the user holds the information pro-
cessing apparatus 100 up over the MFP 51. The application
121 receives, from the OS 124, the report information repre-
senting the fact that the wireless communication 153 based on
NFC with the MFP 51 is started.

[0040] In S116, the application 121 obtains, from the OS
124, the SSID of the network currently connected with the
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information processing apparatus 100. In the example
according to the embodiment, the information processing
apparatus 100 is connected with the network N2 being the
particular network. Therefore, the SSID (i.e., SSID-2) of the
second access point 502 included in the network N2 is
obtained.

[0041] In S120, the application 121 transmits the obtained
SSID to the communication target device using the wireless
communication 153 based on NFC. In the example according
to the embodiment, the SSID-2 of the second access point 502
is transmitted to the MFP 51 being the communication target
device. In S121, the application 121 receives the of commu-
nication target device identification information from the
communication target device, through the wireless commu-
nication based on NFC. The communication target device
identification information is, for example, a model number of
a communication target device, an IP address of a communi-
cation target device, an SSID of a network in which a com-
munication target device is included and a password of the
SSID. The application 121 may receive, from the communi-
cation target device, coincidence judgment information
which is described later. In the example according to the
embodiment, the application 121 receives the model number
(Ink-MFP1) and the IP address (192.168.100.101) of the
MFP 51 being the communication target device, the SSID
(SSID-1) of the network N1, and etc.

[0042] In S122, the application 121 judges whether the
network in which the communication target device is
included coincides with the particular network (i.e., the net-
work with which the information processing apparatus 100 is
being connected). The judgment may be made, for example,
based on the coincidence judgment information received
from the communication target device in S121. The coinci-
dence judgment information indicates whether the network in
which the communication target device is included coincides
with the particular network. The coincidence judgment infor-
mation is generated by the communication target device. For
example, the communication target device may generate the
coincidence judgment information indicating that the both
networks coincide with each other when the SSID of the
particular network (this SSID is transmitted to the communi-
cation target device in S120) coincides with the SSID of the
network (this SSID is stored, for example, in a storage unit of
the communication target device) to which the communica-
tion target device belongs.

[0043] When the both networks coincide with each other
(S122: YES), it can be judged that the information processing
apparatus 100 is able to communicate with the communica-
tion target device via the particular network. Therefore, since
in this case there is no necessity to establish a new commu-
nication path, the process proceeds to S139. On the other
hand, when the both networks do not coincide with each other
(S122: NO), the process proceeds to S123.

[0044] In S123, the application 121 receives a designated
SSID from the communication target device via the wireless
communication 153 based on NFC. The designated SSID is
an SSID designated by the communication target device. The
designated SSID is used for executing the communication
with the communication target device using the wireless LAN
IF 105.

[0045] In S124, the application 121 judges whether the
designated SSID received from the communication target
device is a onetime SSID. The one-time SSID is an SSID
having a character string which is provided as a different
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character string at each issuance. The SSID is also an SSID
for executing wireless communication based on WFD. As an
example of a method for judging whether the designated
SSID is a onetime SSID, a method of judging whether a
predetermined character string indicating a onetime SSID is
contained in the character string of the designated SSID can
be cited. As an example of the predetermined character string,
a character string “onetime” can be cited.

[0046] When the designated SSID is not a onetime SSID
(S124: NO), it can be judged that the communication target
has designated the wireless LAN communication of the infra-
structure mode via an access point. Therefore, in this case, the
process proceeds to S126 where the wireless LAN commu-
nication in the infrastructure mode is executed based on the
received designated SSID.

[0047] On the other hand, when the designated SSID is a
onetime SSID in S124 (S124: YES), it can be judged that the
communication target device has designated a wireless com-
munication based on WFD, and the process proceeds to S128.
In S128, the application 121 judges whether the particular
network has been set. This judgment may be made by con-
firming whether the SSID 603 is stored in the table TB1.
When the particular network has not been set (S128: NO), the
process proceeds to S136. When the particular network has
been set (S128: YES), the process proceeds to S130. In S130,
the application 121 stores temporarily the SSID 603 of the
particular network in the RAM 108. In the explanation of the
embodiment, the SSID (i.e., SSID-2) of the network N2 is
stored in the RAM 108 temporarily.

[0048] In S132, the application 121 judges whether the
particular device is different from the communication target
device. This judgment may be made by checking whether
particular device identification information 600 coincides
with the communication target device identification informa-
tion received in S121. When the particular device coincides
with the communication target device (S132: NO), the pro-
cess proceeds to S136. When the particular device does not
coincide with the communication target device (S132: YES),
the process proceeds to S134. In S134, the application 121
temporarily stores the particular device identification infor-
mation in the RAM 108.

[0049] In S136, the application 121 executes communica-
tion with the communication target device based on the WFD
wireless communication. Specifically, the application 121
executes the WFD wireless communication with the commu-
nication target device by providing the onetime SSID
received in S123 with the OS 124. In the example of the
embodiment, the wireless communication 155 based on WFD
is executed with the MFP 51 being the communication target
device.

[0050] In S138, the application 121 changes display of the
network of the communication partner. In the example of the
embodiment, representation shown in a region R2 in FIG. 5 is
displayed in the region R1 in place of the representation being
currently displayed in the region R1 in FIG. 5. As a result,
display of the network of the communication partner is
changed to the model number of the communication target
device (i.e., MFP 51).

[0051] In S139, the application 121 judges whether the
particular device is different from the communication target
device. Since the judging manner in S139 is the same as that
in S132 described above, explanation of S139 is omitted.
When the particular device coincides with the communica-
tion target device (S139: NO), the process proceeds to S150.
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When the particular device is difterent from the communica-
tion target device (S139: YES), the process proceeds to S140.
In S140, the application 121 changes the representation of the
device of the communication partner. In the example of the
embodiment, representation shown in the region R2 in FIG. 5
is displayed in the region R1 in place of the representation
being currently displayed in the region R1 in FIG. 5. As a
result, the representation of the device of the communication
partner is changed to the model number of the communica-
tion target device (i.e., the MFP 51). Thus, it is possible to
display the information indicating the communication target
device on the display unit 102 during the communication with
the communication target device using the wireless LAN I/F.
[0052] InS150,the application 151 transmits the print data
to the communication target device by using the wireless
LAN I/F 105. Since the communication using the wireless
LAN I/F 105 is faster than the communication using the NFC
communication I/F 112, the print data can be transmitted in a
shorter period of time. In S152, the application 121 judges
whether transmission of the print data has completed. When
the transmission of the print data has not completed (S152:
NO), the process returns to S152. When the transmission of
the print data has completed (S152: YES), the process pro-
ceeds to S154.

[0053] In S154, the application 121 judges whether a one-
time SSID changing process has been executed in the state
where the particular network is set. The onetime SSID chang-
ing process is a process where a SSID used for executing the
communication using the wireless LAN I/F 105 is changed
from the SSID of the particular network to the onetime SSID.
This judgment may be made by checking whether the SSID of
the particular network is temporarily stored in the RAM 108
(i.e., whether the process of S130 has been executed). When
the onetime SSID changing process has been executed in the
state where the particular network is set (S154: YES), the
process proceeds to S156.

[0054] In S156, the application 121 executes a restoring
process. The restoring process is a process where the com-
munication destination of the wireless communication using
the wireless LAN I/F 105 is restored, from the network in
which the communication target device is included, to the
particular network. Specifically, the application 121 restores
the communication destination of the wireless communica-
tion using the wireless LAN I/F 105 to the particular network,
by providing the SSID of the particular network stored tem-
porarily in the RAM 108 with the OS 124. In the example of
the embodiment, the wireless communication executed
through the wireless LAN I/F 105 is restored from the wire-
less communication 155 to the wireless communication 152.
As a result, the communication destination of the wireless
LAN I/F 105 is restored, from the network (i.e., the network
communication with the MFP 51 without intervention of the
first access point 501) in which the communication target
device (i.e., the MFP 51) is included, to the particular network
(i.e., the network N2).

[0055] In S157, the application 121 executes a process for
restoring display of the communication destination network
to the original representation. In the example of the embodi-
ment, the SSID (i.e., SSID-2) of the second access point 502
included in the particular network (i.e., the network N2) is
displayed as the information indicating the communication
destination network, as shown in the region R1 in FIG. 5.
[0056] InS158, the application 121 judges whether a com-
munication device changing process has been executed. The
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communication device changing process is a process for
changing a device of a communication target from the par-
ticular device to the communication target device. This judg-
ment may be made by checking whether the particular device
identification information 600 is temporarily stored in the
RAM 108 (i.e., whether the process of the S134 has been
executed). When the communication device changing pro-
cess has been executed (S158: YES), the process proceeds to
S162. In S162, the application 121 executes a process for
restoring representation of the device of the communication
partner to the original representation. In the example of the
embodiment, the model number of the particular device (i.e.,
the MFP 52) is displayed as the information indicating the
device of the communication partner as shown in the region
R1in FIG. 5.

[0057] On the other hand, when the communication device
changing process has not been executed (S158: NO), the
process proceeds to S160. In S160, the application 121 dis-
plays information indicating that no device is selected as a
communication partner in the display unit 102. Then, the
flowchart terminates.

[0058] Onthe other hand, when it is judged in S154 that the
onetime SSID changing process has not been executed in the
state where the particular network is set (S15: NO), the pro-
cess proceeds to S172. In S172, the application 121 judges
whether the onetime SSID changing process has been
executed. This judgment may be made by checking whether
the designated SSID received from the communication target
is a onetime SSID (i.e., the judgment result in S124).

[0059] When the onetime SSID changing process has been
executed (S172: YES), the process proceeds to S174 where
the wireless communication based on WFD is disconnected.
When the onetime SSID changing process has not been
executed (S172: NO), it is judged that the designated SSID
received from the communication target is an SSID for wire-
less communication in the infrastructure mode, and the pro-
cess proceeds to S176. In S176, the application 121 stores the
designated SSID in the table TB1 as the SSID 603 of the
particular network. Then, the flowchart terminates.

[0060] (Advantageous Effect)

[0061] Advantageous effects of the above described appli-
cation 121 will now be explained. When the particular net-
work (e.g., the network N2) set as a communication destina-
tion for communication using the wireless LAN I/F 105 is
different from the network (e.g., the MFP 51) in which the
communication target device is included (S122: NO), the
application 121 is able to receive the designated SSID from
the communication target device via the wireless communi-
cation 153 based on NFC (S123). Then, the application 121 is
able to execute communication (e.g., the wireless communi-
cation 155) with the communication target device (e.g., the
MFP 151), using the wireless LAN I/F 105, based on the
obtained designated SSID. After the communication with the
communication target device is finished (S152: YES), the
communication destination for the communication using the
wireless LAN I/F 105 can be automatically restored from the
network (e.g., the MFP 51), in which the communication
target device is included, to the particular network (e.g., the
network N2) (S156). Therefore, it is unnecessary for the user
to make settings regarding a communication destination for
communication using the wireless LAN I/F 105 even when
the communication with the particular network (e.g., the net-
work N2) using the wireless LAN I/F 105 is started after the
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communication with the communication target device using
the wireless LAN I/F 105 is finished. As a result, usability can
be enhanced.

[0062] When the designated SSID is a onetime SSID
(S124: YES), a communication path (e.g., the wireless com-
munication 155) established with the communication target
device (e.g., the MFP 51) using the wireless LAN I/F 105
based on the designated SSID has a high possibility of becom-
ing unavailable after completion of the communication. Since
the application 121 automatically restores the communica-
tion destination for communication using the wireless LAN
I/F 105 to the particular network (e.g., the network N2)
(S156) after the communication with the communication tar-
get device is finished (S152: YES), it becomes possible to
avoid occurrence of a situation where the user continues using
a communication having a high possibility of becoming
unavailable later.

[0063] The application 121 is able to judge whether the
network in which the communication target device is
included coincides with the particular network based on the
coincidence judgment information received from the com-
munication target device (S122). Therefore, it is possible to
cause the communication target device to make judgment on
whether the network in which the communication target
device is included coincides with the particular network. As a
result, it becomes possible to decrease the processing load on
the information processing apparatus 100.

[0064] The application 121 is able to change representation
of'a network of a communication partner or representation of
a device of a communication partner (S138, S140) in
response to connection with a network which is different from
the particular network (S136). Furthermore, the application
121 is able to restore the representation of the network of the
communication partner or the representation of the device of
the communication partner to original representation (S157,
S162) in response to restoring of the communication destina-
tion to the particular network (S156). Therefore, it is possible
to indicate a communication target of the information pro-
cessing apparatus 100 in real time. As aresult, usability can be
enhanced.

[0065] When the particular network is not set (S128: NO)
and the designated SSID received from the communication
target device is not a onetime SSID (S172: NO), the desig-
nated SSID can be stored in the table TB1 as the SSID 603 of
the particular network (S176). Therefore, it becomes possible
to automatically set the particular network when the particu-
lar network is not set. As a result, it becomes possible to save
the user selecting the particular device and making settings.

[0066] The application 121 is able to detect completion of
the communication using the wireless LAN I/F 105 by detect-
ing completion of the communication for image data (S152:
YES). Therefore, it is possible to eliminate the need for com-
municating with the communication target device for the
information for making a judgment on the completion of the
communication using the wireless LAN L.F 105. As a result,
it becomes possible to suppress traffic of the communication.
[0067] The application 121 executes the wireless commu-
nication based on WFD using the wireless LAN I/F 105, with
the communication target device, by providing the onetime
SSID received from the communication target device with the
OS 124 (S136). Furthermore, the application 121 restores the
communication destination of the wireless communication
using the wireless LAN I/F 105 to the particular network
(S156), by providing the SSID temporarily stored inthe RAM
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108 with the OS 124. Therefore, it becomes possible to cause
the OS 124 to execute the process for executing the commu-
nication. As a result, it becomes possible to suppress the
process amount executed by the application 121 or to sup-
press the size of the application 121.

[0068] Although the present invention has been described
in considerable detail with reference to certain preferred
embodiments thereof, the scope of the invention is not limited
to the above described embodiments. Various variations and
modifications of the above described embodiments are also
included in the scope of the invention. Such variations are
explained below.

[0069] (Variations)

[0070] The judgment on whether the network in which the
communication target device is included coincides with the
particular network is not limited to the above described
example. In FIG. 6, a part of a flowchart where the coinci-
dence judgment is executed by the application 121 is shown.
When the report information is received from the OS 124
(S114: YES), the process proceeds to S115a. In S115aq, the
application 121 receives, from the communication target
device, the SSID identitying the network in which the com-
munication target device is included. In the example of the
embodiment, the SSID of the network N1 (i.e., SSID-1) in
which the MFP 51 being the communication target device is
included is received. In S117a, the application 121 judges
whether the network in which the communication target
device is included coincides with the particular network. This
judgment may be made by checking whether the SSID of the
particular network (read out from the table TB1) coincides
with the SSID (obtained in S1154a) of the network to which
the communication target deice belongs. When the network in
which the communication target device is included coincides
with the particular network (S117a: YES), the process pro-
ceeds to S139. When the network in which the communica-
tion target device is included does not coincide with the
particular network (S117a: NO), the process proceeds to
S118a. In S118aq, the application 121 receives the designated
SSID from the communication target device via the wireless
communication 153 based on NFC. As a result, it becomes
possible to cause the application 121 to make the judgment.
[0071] The judgment on whether the communication with
the communication target device is finished is not limited to
the example where whether the transmission of the print data
is finished is monitored in S152. For example, completion of
the communication may be detected in response to receipt of
communication completion report information indicating
completion of the communication with the communication
target device, from the communication target device, through
the communication using the wireless LAN I/F 105. As a
result, completion of the communication with the communi-
cation target device using the wireless LAN I/F 105 can be
detected securely.

[0072] The timing at which the application 121 receives the
SSID of the network with which the information processing
apparatus 100 is being connected is not limited to the timing
of'S116. For example, the SSID may be received at the timing
at which the print preview is presented or at the timing at
which the application 121 is started.

[0073] Theprocess of S122 or S124 may be omitted. In this
case, the designated SSID is constantly treated as a onetime
SSID. Therefore, as communication with the communication
target device, the wireless communication based on WFD is
used constantly.
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[0074] In the above described embodiment, explanations
are made for the case where the user holds the information
processing apparatus 100 up and selects, as the communica-
tion target device, the device which has executed the NFC
communication to cause the communication target device to
execute the print process. When the print process is executed
using the NFC communication, the information enabling the
user to recognize the communication using the NFC commu-
nication may be displayed on the display unit 102. For
example, a character string indicating that the printing is
being executed by the device over which the information
processing apparatus 100 is held up.
[0075] The values of the IP address and the character
strings of the SSID in the above described embodiment are
used by way of example, and various values and character
strings may be used as the IP address and the SSID.
[0076] The communication between the first access point
501 and the MFP 51 and the communication between the
second access point 502 and the MFP 52 may be either of
wireless communication or wire communication.
[0077] The representation on the display unit 102 shown in
FIG. 5 is merely an example. Various types of images may be
displayed on the display unit 102.
[0078] Various types of data may be used as the model
number 601 as long as such data uniquely define a device. For
example, data not including numbers or data formed only of
symbols may be used as the model number. Alternatively, a
name (e.g., a device name) uniquely defining a device may be
used as the model number.
[0079] The information identifying a device is not limited
to the IP address, and a URL or a MAC address may be used
as the information identifying a device.
[0080] The information processing apparatus 100 may be
configured such that an external memory, such as a memory
card, can be connected thereto. In this case, various types of
data may be stored in the external memory in place of the
storage unit 109.
[0081] Each program may be formed as one program mod-
ule or may be formed of a plurality of program modules. Each
component or program module may be replaced with another
one within the scope of the invention. The invention may be
implemented on a computer (e.g., the CPU 106) executing an
image processing program (e.g., the application 121), a com-
puter executing a process (e.g., an operating system or
another application) other than the image processing pro-
gram, a hardware unit operating in accordance with a pro-
gram, or a combination of a computer and a hardware com-
ponent. The invention may also be implemented on a
computer executing processes of a plurality of programs in
conjunction with each other or a hardware component oper-
ating in accordance with instructions from such a computer.
[0082] It is noted that various connections are set forth
between elements in the foregoing description. It is noted that
these connections in general and unless specified otherwise,
may be direct or indirect and that this specification is not
intended to be limiting in this respect. Aspects of the inven-
tion may be implemented in computer software as programs
storable on computer-readable media including but not lim-
ited to RAMs, ROMs, flash memory, EEPROMs, CD-media,
DVD-media, temporary storage, hard disk drives, floppy
drives, permanent storage, and the like.

What is claimed is:

1. A non-transitory computer readable medium having
computer readable instruction stored thereon, which, when
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executed by a processor of an information processing appa-
ratus comprising a first type interface configured to execute a
wireless communication with a device in a first communica-
tion mode and a second type interface configured to execute a
wireless communication with a network or a device in a
second communication mode, configures the processor to
function as:

a first communication unit configured to execute a commu-
nication using the first type interface with a communi-
cation target device with which the information process-
ing apparatus communicates;

a second communication unit configured to obtain, by
using the first communication unit, identifying informa-
tion used to execute a communication with the commu-
nication target device through the second type interface
and to execute a communication with the communica-
tion target device through the second type interface
based on the obtained identifying information when a
first network in which the communication target device
is included is different from a second network set as a
communication destination for a communication
through the second type interface of the information
processing apparatus;

a third communication unit configured to execute a com-
munication with the communication target device by
executing a communication with the second network
through the second type interface when the first type
network is same as the second type network; and

afourth communication unit configured to execute a restor-
ing process where the communication destination for a
communication through the second type interface is
restored to the second network after completion of the
communication based on the identifying information by
the second communication unit.

2. The non-transitory computer readable medium accord-

ing to claim 1,

wherein the instruction further configures the processor
such that:

the fourth communication unit executes the restoring pro-
cess when the identifying information has a character
string which is issued as a different character string at
every issuance of the character string.

3. The non-transitory computer readable medium accord-

ing to claim 1,

wherein the instruction further configures the processor
such that:

the first communication unit further transmits second iden-
tification information identifying the second network to
the communication target device through the communi-
cation using the first communication unit; and

the second communication unit judges that the first net-
work is different from the second network in response to
receiving information indicating that the first network is
different from the second network, from the communi-
cation target device through the first type interface.

4. The non-transitory computer readable medium accord-

ing to claim 1,

wherein the instruction further configures the processor
such that:

the first communication unit further obtains third identifi-
cation information identifying the first network from the
communication target device; and

the second communication unit judges that the first net-
work is different from the second network when the third
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identification information is different from the second
identification information identifying the second net-
work.
5. The non-transitory computer readable medium accord-
ing to claim 4,
wherein the instruction further configures the processor
such that:
the first communication unit obtains the identifying infor-
mation from the communication target device via the
first type interface when the third identification informa-
tion is different from the second identification informa-
tion; and
the identifying information is issued as a different charac-
ter string at every issuance of the identifying informa-
tion.
6. The non-transitory computer readable medium accord-
ing to claim 1,
wherein the instruction further configures the processor
such that:
the second communication unit displays information indi-
cating execution of the communication with the com-
munication target device on a display unit of the infor-
mation processing apparatus in response to execution of
the communication with the communication target
device through the second type interface based on the
identifying information; and
the fourth communication unit displays information indi-
cating execution of the communication with the second
network in response to execution of the restoring pro-
cess.
7. The non-transitory computer readable medium accord-
ing to claim 1,
wherein the information processing apparatus further com-
prises a storage unit and a display unit; and
the storage unit stores particular device identification infor-
mation identifying a particular device which has been
selected in advance, as a communication destination of
the information processing apparatus, from a plurality of
devices,
wherein the instruction further configures the processor
such that the first communication unit further obtains
communication target device identification information
identifying the communication target device included in
the first network, from the communication target device,
through the communication using the first type inter-
face,
wherein the instruction further configures the processor to
function as a display control unit configured to display
the communication target device identification informa-
tion on the display unit during a time period in which the
communication with the communication target device is
executed through the second communication unit and to
display the particular device identification information
on the display unit in response to completion of the
communication through the second communication unit
when the particular device is different from the commu-
nication target device.
8. The non-transitory computer readable medium accord-
ing to claim 1,
wherein the information processing apparatus further com-
prises a storage unit which stores second identification
information identifying the second network in response
to a fact that the second network is set as a communica-
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tion destination of the communication through the sec-
ond type interface of the information processing appa-
ratus, and
wherein the instruction further configures the processor
such that when the storage unit does not store the second
identification information and the identifying informa-
tion is obtained by the first communication unit, the
second communication unit stores the identifying infor-
mation in the storage unit as the second identification
information.
9. The non-transitory computer readable medium accord-
ing to claim 1,
wherein the instruction further configures the processor
such that:
the second communication unit executes the communica-
tion with the communication target device for image
data to be used for image processing; and
the fourth communication unit detects completion of the
communication through the second communication unit
in response to completion of the communication for the
image data.
10. The non-transitory computer readable medium accord-
ing to claim 1,
wherein the instruction further configures the processor
such that the fourth communication unit detects comple-
tion of the communication through the second commu-
nication unit in response to receipt of report information,
indicting completion of the communication with the
communication target device, from the communication
target device through communication using the second
type interface.
11. The non-transitory computer readable medium accord-
ing to claim 1,
wherein the information processing apparatus further com-
prises a storage unit storing the instruction and an oper-
ating system program,
wherein the operating system program, when executed by
the processor of the information processing apparatus,
configures the processer to function as a communication
controlunit configured to execute acommunication with
a network identified by identification information,
wherein the instruction further configures the processor
such that:
the second communication unit causes the communication
control unit to execute a communication with the com-
munication target device through the second type inter-
face by providing the identifying information obtained
through the first communication unit with the commu-
nication control unit; and
the fourth communication unit causes the communication
control unit to execute a communication with the second
network through the second type interface by providing
the second identification information identifying the
second network with the communication control unit.
12. The non-transitory computer readable medium accord-
ing to claim 1,
wherein:
the first type interface is an interface for a short-distance
wireless communication;
the second type interface is an interface for a wireless LAN
communication; and
the identifying information includes a SSID (Service Set
Identifier).
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13. The non-transitory computer readable medium accord-
ing to claim 2,

wherein the instruction further configures the processor
such that:

the second communication unit judges whether the identi-
fying information includes a character string which is
issued as a different character string at every issuance of
the character string by detecting whether the identifying
information obtained through the first communication
unitincludes a predetermined character string which has
been set in advance.

14. The non-transitory computer readable medium accord-

ing to claim 1,

wherein the instruction further configures the processor
such that:

the second communication unit execute direct communi-
cation with the communication target device through the
second type interface when the first network is different
from the second network.

15. The non-transitory computer readable medium accord-

ing to claim 1,

wherein the instruction further configures the processor
such that:

the second communication unit executes the communica-
tion with the communication target device by commu-
nicating with the first network through the second type
interface when the first network is different from the
second network.

16. An information processing apparatus, comprising:

a first type interface configured to execute a wireless com-
munication with a device in a first communication mode

a second type interface configured to execute a wireless
communication with a network or a device in a second
communication mode;

a first communication unit configured to execute a commu-
nication using the first type interface with a communi-
cation target device of the information processing appa-
ratus;

a second communication unit configured to obtain, by
using the first communication unit, identifying informa-
tion used to execute a communication with the commu-
nication target device through the second type interface
and to execute a communication with the communica-
tion target device through the second type interface
based on the obtained identifying information when a
first network in which the communication target device
is included is different from a second network set as a
communication destination for a communication
through the second type interface of the information
processing apparatus;

a third communication unit configured to execute a com-
munication with the communication target device by
executing a communication with the second network
through the second type interface when the first type
network is same as the second type network; and

a fourth communication unit configured to execute a restor-
ing process where the communication destination for a
communication through the second type interface is
restored to the second network after completion of the
communication based on the identifying information by
the second communication unit.

17. A method for controlling an information processing

apparatus comprising a first type interface configured to
execute a wireless communication with a device in a first
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communication mode and a second type interface configured
to execute a wireless communication with a network or a
device in a second communication mode,

the method comprising:

a first communication step of executing a communication
using the first type interface with a communication tar-
get device of the information processing apparatus;

a second communication step of obtaining, by the first
communication step, identifying information used to
execute a communication with the communication tar-
get device through the second type interface and execut-
ing a communication with the communication target
device through the second type interface based on the
obtained identifying information when a first network in
which the communication target device is included is
different from a second network set as a communication
destination for a communication through the second
type interface of the information processing apparatus;

a third communication step of executing a communication
with the communication target device by executing a
communication with the second network through the
second type interface when the first type network is same
as the second type network; and

a fourth communication step of executing a restoring pro-
cess where the communication destination fora commu-
nication through the second type interface is restored to
the second network after completion of the communica-
tion based on the identifying information by the second
communication step.
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