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(57) ABSTRACT 

A method and a device for implementing Network Service 
Provider (NSP) realm discovery, which are designed to dis 
cover the NSP realm by the user equipment in wireless com 
munication network. In the present invention, the network 
side notifies the user equipment of the NSP realm; the user 
equipment receives the realm notified by the network side and 
discovers the required NSP realm. The present invention can 
implement the NSP realm discovery 
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METHOD FOR IMPLEMENTING THE 
NETWORK SERVICE PROVIDER DOMAIN 
NAME DISCOVERY AND THE DEVICE 

THEREOF 

CROSS-REFERENCE TO RELATED 
APPLICATIONS 

0001. This application is a continuation of International 
Patent Application No. PCT/CN2006/001990, filed Aug. 7, 
2006, which claims priority to Chinese Patent Application 
No. 200510036667.8, filed Aug. 23, 2005, both of which are 
hereby incorporated by reference. 

FIELD OF THE INVENTION 

0002 The present invention relates to access techniques in 
a wireless communication network, particularly to a method 
and device for implementing network service provider (NSP) 
domain name discovery in the wireless communication net 
work when a user equipment accesses the network. 

BACKGROUND OF THE INVENTION 

0003. As wireless communication techniques develop, 
wireless communication networks are emerging in new 
forms, such as the Worldwide Interoperability for Microwave 
Access (WiMax) network, defined by WiMax Forum, and 
Wireless Local Area Network (WLAN). Usually, such a wire 
less communication network includes a user equipment, a 
Network Access Providers (NAP) and a Network Service 
Providers (NSP) composed by different operators. For 
example, in the case of WiMax networks, based on IEEE (The 
Institute of Electrical and Electronics Engineers) 802.16 stan 
dard, WiMax networks provide a high access rate. 
0004 FIG. 1 shows a schematic diagram of a reference 
model of WiMax network in a non-roaming condition. In the 
non-roaming condition, an Access Service Network (ASN) 
110 is connected to a Connection Service Network (CSN) 
120, and a Subscriber Station/Mobile Subscriber Station (SS/ 
MSS) 130 accesses the CSN 120 through the ASN 110. 
0005 FIG. 2 shows a schematic diagram of the reference 
model of WiMax network in a roaming condition. In the 
roaming condition, the ASN 110 is connected to a Visited 
CSN 121. The Visited CSN 121 is connected to a Home CSN 
122. The SS/MSS 130 is authenticated by the Home CSN 122 
through the ASN 110 and the Visited CSN 121, and enjoys the 
services provided by the Visited CSN 121 and the Home CSN 
122. 
0006. Usually, ASN is operated by NAP, and CSN is oper 
ated by NSP. For example, in an actual deployment, the NAP. 
Visited NSP, and Home NSP may be different operators. An 
area may be covered by multiple ASNs, and each ASN may be 
connected to multiple NSP networks. For example, there are 
two deployment models for WiMax network at present: one is 
“NAP+NSP' model, i.e. the NAPs and the NSPs are in one 
to-one mapping relationship; the other is “NAP Sharing 
model, i.e. an NAP is mapped to multiple NSPs, and shared by 
the NSPS. 
0007. A simplified deployment model for WiMax network 

is shown in FIG. 3. 

0008. An ASN 111 of NAP 4 and an ASN 112 of NAP 6 
cover a same area. A CSN 1201 of NSP 1, a CSN 1202 of 
NSP 2, and a CSN 1203 of NSP 3 share the ASN 111 of 
NAP 4; the ASN 112 of NAP 6 is bound with a CSN 1204 of 
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NSP 6; the SS/MSS 131 and 132 access the network through 
ASN 111 and 112, respectively. 
0009. In an ASN Sharing model, there is a problem for a 
user equipment, as to how to know which NSPs share a 
current ASN, in other words, which NSPs can be accessed via 
the current ASN. It is the problem of choosing NSPs in 
wireless communication network, i.e. how the network side 
provide the information of currently available networks to a 
user equipment, so that the user equipment can obtain the 
information on all NSP networks accessible from the current 
location, then access an appropriate network. 
0010. Usually, four stages may be needed for the user 
equipment to choose an appropriate network to access: 
(0011 Stage of NAP discovery: the SS/MSS discovers all 
NAP networks accessible from the current location, in con 
dition that the current location of the SS/MSS is in coverage 
of these NAP networks. 

(0012 Stage of NSP list discovery for current NAP: for 
each NAP network accessible from the current location, dis 
cover all NSPs accessible from the NAP. 
0013 Stage of obtaining all NSPs currently accessible and 
choosing an NSP: include all NSPs accessible from the cur 
rent location of the SS/MSS in an NSP List, and choose an 
appropriate NSP from the list on the basis of a set of rules. 
0014 Stage of processing a network access to the chosen 
NSP: choose an appropriate NAP for the chosen NSP in 
condition that an NSP can be accessed via more that one 
NAPs, and initiate a network access process. 
(0015. In the current IEEE 802.16g Specification, an NSP 
identity is provided to the SS/MSS by defining the following 
attributes, such as Type, Length, Value (TLV): 

TABLE 1 

Attributes to Service Identity Information (SII) TLV 

Name Type Length Value Scope 

SIITLV 3*n One or more SBC RSP 
24-bit NSP IDs 

TABLE 2 

Attributes to NSPList TLV 

Name Type Length Value Scope 

NSP List 3*n One or more SII Message 
24-bit NSP IDs 

0016. In the second stage of network discovery and selec 
tion, the above two TLVs are used for providing the attributes 
in the NSP List to the SS/MSS. The NSPID in the above two 
TLVs is a 24-bit ID in a string format. 

SUMMARY OF THE INVENTION 

0017. The present invention provides a method and a 
device for discovering NSP domain name, which can effec 
tively and reliably discover NSP domain name. 
0018. A device for implementing network service pro 
vider (NSP) domain name discovery, includes: 
0019 a realm receiving unit, configured to receive realms 
of one or more NSPs from a network side; and 
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0020 a realm discovering unit, configured to choose the 
realm of a required NSP from the received realms of one or 
more NSPS. 
0021. The device further includes: a realm query request 
constructing unit, configured to constructan NSP realm query 
request to be initiated to the network side. 
0022. The device further includes: a realm storing unit, 
configured to store the received realms of one or more NSPs, 
or to store the chosen realm of the required NSP. 
0023. A device for implementing network service pro 
vider (NSP) domain name discovery, includes: 
0024 a realm querying unit, configured to map one or 
more NSP IDs into one or more realms of corresponding 
NSPs; and 
0025 a realm information notifying unit, configured to 
send the mapped realms of corresponding NSPs obtained 
from the realm querying unit. 
0026. The device further includes: a realm query request 
resolving unit, configured to resolve a received NSP realm 
query request and to trigger the realm querying unit. 
0027 Compared with the prior art, the present invention 
has the following benefits: 
0028. In the present invention, the network side notifies 
the user equipment of the NSP realm name, the user equip 
ment receives the NSP realm name notified by the network 
side, and discover the required NSP realm name. In the actual 
implementation, the network side can broadcast the NSP 
realm name actively, or the user equipment can initiate a 
query for the NSP realm name, so that the NSP realm name 
can be discovered effectively and reliably. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0029 FIG. 1 is a schematic diagram of a reference model 
of WiMax network in a non-roaming condition; 
0030 FIG. 2 is a schematic diagram of a reference model 
of WiMax network in a roaming condition; 
0031 FIG. 3 is a schematic diagram of a deployment 
model of WiMax network; 
0032 FIG. 4 is a flow diagram of an embodiment of the 
method for implementing NSP domain name discovery in the 
present invention; and 
0033 FIG. 5 is a flow diagram of another embodiment of 
the method for implementing NSP domain name discovery in 
the present invention. 

DETAILED DESCRIPTION OF THE 
EMBODIMENTS 

0034. When a subscriber chooses an NSP to access (i.e. in 
the fourth stage of network discovery and selection, stage of 
processing a network access to the chosen NSP), the sub 
scriber should construct the Network Access Identifier (NAI) 
with an NSP domain name (an NSP domain name is often 
named realm for it is often in the realm format), so as to 
route an Authentication, Authorization and Accounting 
(AAA) message. 
0035. An NSP realm is a subscriber-readable identifier 
that identifies the NSP identity, such as wimax.operatorname. 
org. An NAI is an identifier that identifies the subscriber's 
identity, for example, username(alrealm. An AAA proxy 
between the subscriberand the AAA server in the subscriber's 
home network routes AAA messages by means of the domain 
aC. 

Jul. 17, 2008 

0036. However, a 24-bit NSP ID can’t be used to route 
AAA messages in the conventional technology, which is to 
say, it is hard to discover NSP domain name in an access 
process. 
0037. In the present invention, the network side notifies a 
user equipment of the NSP domain name (realm). After the 
user equipment receives the NSP realm notified by the net 
work side, the user equipment discovers the required NSP 
realm. Wherein, the network side can actively or passively 
notify the user equipment of the NSP realm. Hereunder the 
embodiments of the present invention will be described. 
0038 FIG. 4 shows a flow diagram of one embodiment of 
the method for implementing NSP realm discovery in the 
present invention. The main process is described as follows: 
0039 Step 11: A query for the NSPID in the realm format 
in an SS/MSS is triggered. 
0040. For example, when an SS/MSS receives a 24-bit 
NSPID which can't be recognized locally (the 24-bit NSPID 
may be in an SII TLV from an SBC RSP message or an SII 
message, the 24-bit NSP ID may also be in NSP list), the 
SS/MSS determines whether the 24-bit NSP ID can be 
mapped into a NSP realm locally. If the 24-bit NSPID cannot 
be mapped into an NSP realm locally, the SS/MSS triggers a 
query. If the 24-bit NSPID can be mapped into an NSP realm 
locally, it may terminate the process. 
0041. The mapping can be implemented with a variety of 
ways. For example, the SS/MSS may store a mapping table 
for the mapping relationship between the 24-bit NSPID and 
NSPID in the realm format (NSP realm). When the SS/MSS 
determines the 24-bit NSP ID may not be mapped directly 
into an NSPID in the realm format locally, it will trigger (or 
the user will manually trigger) a query for the NSP realm 
corresponding to the 24-bit NSP ID. 
0042 Step 12: The SS/MSS initiates a query to a BS. 
0043. In the query process, the 24-bit NSPID is carried in 
an uplink message sent from the user equipment. 
0044. In a specific implementation, the NSP ID to be 
mapped into the realm format can be carried in the query 
request message. For example, the query can be implemented 
with the attributes (TLV) shown in Table 3. 

TABLE 3 

Name Length Value 

Realm Query 3*n Including one or more 24-bit NSP IDs 

0045. For example, a Realm Query attribute can be carried 
in a SBC REQ message, to query for the NSP realm corre 
sponding to the 24-bit NSPID. 
0046. It is noted that, if more than one 24-bit NSP IDs 
needs to be queried, they can be handled one by one as step 12 
may be repeated; or the NSP realm corresponding to the NSP 
IDs may be queried for in one-off. 
0047. Or, in the query process, the SS/MSS may send an 
uplink message to the network side with a specific request ID 
(for example for one bit) to request the relationship between 
all or a part of the 24-bit NSP IDs and the corresponding NSP 
realms. 
0048 Step 13: Through the network side, the BS returns a 
downlink message including the requested NSP realm, which 
refers to the NSP realm corresponding to the 24-bit NSPID. 
0049. In a specific implementation, the NSP realm may be 
notified to the SS/MSS by means of the attributes shown in 
Table 4. 
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TABLE 4 

Name Length Value 

Realm Variable Including one or more NSP IDs in the realm 
format 

0050 For example, the attributes of the realm can be car 
ried in a SBC RSP message in the downlink message. 
0051. Or, the network side may send to the SS/MSS the 
mapping relationship between all of or a part of the 24-bit 
NSP IDs and the corresponding NSP realms. 
0052. In the query process, the BS can utilize the NSP 
realm-name configuration information stored locally (config 
ured in advance, or configured dynamically by the network 
management system). Or the BS query for the NSP realm 
from an external entity, so as to map the 24-bit NSPID into the 
NSP realm in the realm format. 
0053 Step 14: The SS/MSS stores the information of the 
NSP realm obtained in step 13 in a local configuration file. 
0054 Step 14 is optional. 
0055 Refer to FIG. 5, which is a flow diagram of another 
embodiment of the method for implementing NSP domain 
name (realm) discovery in the present invention. The main 
process is described as follows: 
0056 Step 21: At the network side, a BS broadcasts the 
NSP realm corresponding to the 24-bit NSP ID to a SS/MSS 
periodically or aperiodically. 
0057 Specifically, for example, the BS periodically or 
aperiodically broadcasts the Realm attributes in a downlink 
message. For example, the Realm attributes may be carried in 
SII messages. The format of the Realm attributes is shown in 
Table 5: 

TABLE 5 

Name Length Value 

Domain Name Variable Including 24-bit NSPID and corresponding 
NSPID in the realm format 

0058. In addition, the attributes of a 24-bit NSPID can be 
in the format shown in Table 6: 

TABLE 6 

Name Length Value 

NSPID 3 Including 24-bit NSP ID 

0059. The attributes of a NSP realm in the realm format 
can be in the format shown in Table 7: 

TABLE 7 

Name Length Value 

NSP realm Variable Including NSPID in realm format 

0060 Step 22: The SS/MSS stores the obtained the infor 
mation of the NSP realm in a local configuration file. 
0061 Step 22 is optional. In this case, the SS/MSS utilizes 
the received broadcast message to accomplish a conversion. 
When the broadcast message is not stored locally, the infor 
mation received in the current process can’t be used in Sub 
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sequent conversions. When a conversion is required next 
time, the SS/MSS may monitor the broadcast message. 
0062. In one embodiment of the present invention, a 
device for implementing NSP realm discovery may include: 
0063 a realm receiving unit, configured to receive an NSP 
realm from the network side; 
0064 a realm discovering unit, configured to discover a 
required NSP realm from the received NSP realm. 
0065. The device may further include a realm query 
request constructing unit configured to construct an NSP 
realm query request to be initiated to the network side. 
0066. The units can be implemented and the working pro 
cedures can be understood in combination with the above 
mentioned embodiments. 
0067. The device described in this embodiment may be 
arranged in the user equipment. 
0068. In another embodiment of the present invention, a 
device for implementing NSP realm discovery may includes: 
0069 a realm querying unit, configured to query for an 
NSP realm corresponding to an NSP ID: 
0070 a realm notifying unit, configured to obtain the NSP 
realm corresponding to the query from the realm querying 
unit, and send the information of the NSP realm; 
0071 a realm query request resolving unit, configured to 
resolve a received NSP realm query request and trigger the 
realm querying unit. 
0072 The realm querying unit may query for a realm 
actively. The realm notifying unit may broadcast the infor 
mation of the realm. 
0073. The device described in this embodiment may be 
arranged in an appropriate device at the network side. 
0074. It is noted that the units in the above embodiments 
can be separated ones, or can be combined freely. 
0075 While the present invention has been illustrated and 
described in combination with some exemplary embodi 
ments, the present invention is not limited to these. Those 
skilled in the art should recognize that various variations and 
modifications can be made without departing from the prin 
ciple and scope of the present invention as defined by the 
accompanying claims. 
What we claim is: 
1. A method for implementing network service provider 

(NSP) domain name discovery, comprising: 
notifying realms of one or more NSPs, by a network side, 

to a user equipment, 
wherein the user equipment chooses a required realm of an 
NSP from the realms of one or more NSPs. 

2. The method according to claim 1, wherein notifying the 
realms of one or more NSPs further comprises: 

receiving, by a base station (BS) at the network side, an 
NSP realm query request from the user equipment; 

sending, by the BS at the network side, the realms of one or 
more NSP requested by the user equipment. 

3. The method according to claim 2, wherein the NSP 
realm query request carries one or more 24-bit NSP IDs; and 

wherein sending to the user equipment the NSP realm 
requested by the user equipment further comprises: 

mapping the one or more 24-bit NSP IDs into one or more 
realms of corresponding NSPs; and 

returning, by the BS at the network side, the one or more 
realms of corresponding NSP to the user equipment. 

4. The method according to claim 3, wherein the NSP 
realm query request is conveyed by an uplink message sent 
from the user equipment; and 
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wherein the one or more realms of corresponding NSP are 
carried in a downlink message sent from the network 
side. 

5. The method according to claim 4, wherein the uplink 
message is a subscriber basic capability request (SBC REQ) 
message; and 

wherein the downlink message is a Subscriber basic capa 
bility response SBC RSP message or a service identity 
information (SII) message. 

6. The method according to claim 3, wherein, the NSP 
realm query request is sent from the user equipment when the 
one or more 24-bit NSPIDs are unavailable to be mapped into 
the one or more realms of corresponding NSPs locally. 

7. The method according to claim 3, wherein the query 
request carries a request ID, 

wherein mapping the one or more 24-bit NSP IDs into one 
or more realms of corresponding NSPs further com 
prises: 

mapping, by the network side, all or part of the 24-bit NSP 
IDs into the realms of corresponding NSPs according to 
the request ID. 

8. The method according to claim 3, wherein the mapping 
relationship between the 24-bit NSP IDs and realms of cor 
responding NSPs is obtained from configuration information 
stored locally at the network side or by non-locally querying. 

9. The method according to claim 3, further comprising: 
storing the mapping relationship between the 24-bit NSP 

IDs and realms of corresponding NSPs locally, by the 
user equipment. 

10. The method according to claim 1, further comprises, 
broadcasting, by the network side, the mapping relationship 
between the realms of one or more NSPs and the correspond 
ing NSP IDs. 

11. The method according to claim 10, wherein the corre 
sponding NSP IDs are 24-bit NSP IDs: 

the method further comprising: 
storing the mapping relationship between the 24-bit NSP 

IDs and realms of corresponding NSPs locally, by the 
user equipment. 

12. A method for implementing network access, compris 
1ng: 

choosing an NSP to be accessed, by a user equipment; 
obtaining a realm of corresponding NSP to an ID of the 
NSP by the user equipment; 
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constructing a network access ID with the realm of corre 
sponding NSP; and 

routing an AAA message through the network access ID. 
13. The method according to claim 12, wherein the user 

equipment obtains the realm of corresponding NSP to the 
NSPID by local mapping; or 

wherein the user equipment obtains a realm of correspond 
ing NSP to the NSPID in a broadcast message from the 
network side; or 

the method further comprising: 
initiating an NSP realm query request, by the user equip 

ment, to the network side; 
receiving, by the user equipment, the realm of correspond 

ing NSP from the network side. 
14. The method according to claim 12, further comprising: 
storing, by the user equipment, the realm of corresponding 
NSP locally. 

15. A device for implementing network service provider 
(NSP) domain name discovery, comprising: 

a realm receiving unit, configured to receive realms of one 
or more NSPs from a network side; and 

a realm discovering unit, configured to choose the realm of 
a required NSP from the received realms of one or more 
NSPS. 

16. The device according to claim 15, further comprising: 
a realm query request constructing unit, configured to con 

struct an NSP realm query request to be initiated to the 
network side. 

17. The device according to claim 15, further comprising: 
a realm storing unit, configured to store the received realms 

of one or more NSPs, or to store the chosen realm of the 
required NSP. 

18. A device for implementing network service provider 
(NSP) domain name discovery, comprising: 

a realm querying unit, configured to map one or more NSP 
IDs into one or more realms of corresponding NSPs; and 

a realm information notifying unit, configured to send the 
mapped realms of corresponding NSPs obtained from 
the realm querying unit. 

19. The device according to claim 18, further comprising: 
a realm query request resolving unit, configured to resolve 

a received NSP realm query request and to trigger the 
realm querying unit. 
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