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DYNAMIC POLICY-BASED ON-BOARDING
OF DEVICES IN ENTERPRISE
ENVIRONMENTS

TECHNICAL FIELD

[0001] The present disclosure relates generally to provid-
ing access to wireless networks.

BACKGROUND

[0002] When entering an enterprise facility that provides
access to a wireless network to employees (or members) and
non-employees (or non-members), a visitor to the facility
typically signs in at a reception area and is given a password
for the wireless network. If the visitor wishes to connect to
the wireless network through a user device, the visitor can
then enter the password through an enterprise-specific web
portal and respond to prompts indicating that the visitor
agrees to specific terms and conditions imposed by the
enterprise. If the visitor does not wish to connect to the
wireless device, or does not agree to the specific terms and
conditions imposed by the enterprise, the visitor might
disable the wireless network interface on their user device.

BRIEF DESCRIPTION OF THE DRAWINGS

[0003] FIG. 1 illustrates a wireless roaming environment
including a federated identity and access services engine of
an identity and access federation;

[0004] FIG. 2 illustrates dynamic connections between
access providers, enterprise entities, identity providers, and
service providers in the wireless roaming environment illus-
trated in FIG. 1;

[0005] FIG. 3 is a flow diagram illustrating an example
method for automatically on-boarding identity providers and
access providers to an identity and access federation within
a wireless roaming environment;

[0006] FIG. 4 is a flow diagram illustrating an example
method for requesting, by an access provider on behalf of a
potential guest user, access to a wireless network and
receiving a response;

[0007] FIG. 5 is a flow diagram illustrating an example
method for authenticating, by an identity provider, a request
to access a wireless network, including determining com-
pliance with applicable identity and/or access policies; and
[0008] FIG. 6 is a block diagram illustrating selected
elements of an example computing system.

DESCRIPTION OF EXAMPLE EMBODIMENTS

Overview

[0009] According to one embodiment, a method for pro-
viding access to wireless networks may include receiving,
by a wireless network access provider from a user device, a
request to access a wireless network. The method may
include obtaining data representing a policy applicable to the
access request, sending the access request, augmented with
the policy, to an identity provider associated with the user
and having no pre-existing relationship with the access
provider, and receiving, from the identity provider, an access
request response indicating whether or not the policy is met.
The method may include communicating, to the wireless
device, an indication that the access request has been
accepted, if the policy is met, or an indication that the access
request has been rejected, if the policy is not met. The access
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provider and identity provider may be members of an
identity and access federation that communicate over a
dynamically established secure connection.

Example Embodiments

[0010] FIG. 1 illustrates a wireless roaming environment
100 including a federated identity and access services engine
110 of a cloud-based identity and access federation though
which members or participants define a collection of com-
mon terms, conditions, and terms of service for identity and
access policies. In the illustrated example, federated identity
and access services engine 110 is configured to implement a
cloud-based service for automating negotiations between
identity providers and access policies including, but not
limited to, negotiating terms and conditions, acceptable use
policies, liability disclaimers, and provisions for providing
permanent identities of guest users of a wireless network
and/or their devices. In the illustrated embodiment, feder-
ated identity and access services engine 110 operates on a
network 105 in the cloud. In certain embodiments, federated
identity and access services engine 110 may implement an
Authentication, Authorization, and Accounting (AAA)
framework to facilitate access network provider and identity
provider on-boarding, including acting as a certificate
authority on behalf of the identity and access federation. In
certain embodiments, federated identity and access services
engine 110 may also be configured to provide, or coordinate,
capabilities for logging data related to operations performed,
services received, or resource usage and making that data
visible for accounting purposes.

[0011] In certain embodiments, in order to take advantage
of the automated negotiations facilitated by identity and
access services engine 110, access providers 120 and iden-
tity providers 140 may join or participate in the identity and
access federation. In certain embodiments, the federation
may allow for flexibility regarding the terms and conditions
that each access provider 120 and identity provider 140
adheres to and/or enforces. For example, the specific subsets
of the defined terms and conditions for which individual
access providers 120 and identity providers 140 require
consent may vary between providers. In certain embodi-
ments, there may be different tiers of policies from an access
and/or an identity perspective to which users must agree in
order to connect with a visited wireless network. In certain
embodiments, some policies enforced on an identity pro-
vider basis may define requirements of an access provider or
service rather than being enforced through user consent. In
certain embodiments, the federation may serve as a trust
anchor for the access providers 120 and identity providers
140 in wireless roaming environment 100.

[0012] In certain embodiments, identity and access ser-
vices engine 110 may be configured to on-board various
access providers 120 and identity providers 140 through a
validation process. For example, if an access provider 120
elects to join the identity and access federation and is
validated by identity and access services engine 110, it
becomes of member of the federation and is trusted by
identity providers 140 that are also members of the federa-
tion. Similarly, if an identity provider 140 elects to join the
identity and access federation and is validated by identity
and access services engine 110, it becomes of member of the
federation that is trusted by access providers 120 that are
also members of the federation. As described in more detail
below, validating an access provider or an identity provider
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may include confirming that the access provider or identity
provider is actually the entity it purports to be. Once an
access provider or identity provider is validated by identity
and access services engine 110, identity and access services
engine 110 may distribute certificates to the access provider
or identity provider indicating that it is a trusted member of
the identity and access federation. Subsequent to this certi-
fication, secure communication channels may be established
between access providers 120 and identity providers 140
that are members of the identity and access federation, after
which they may communicate with each other over these
secure channels. In other words, in certain embodiments,
access providers 120 and identity providers 140 that are
trusted by identity and access services engine 110, as evi-
denced by the certificates they have been issued by identity
and access services engine 110, may automatically establish
a trust relationship with each other based on their trust
relationships with identity and access services engine 110.

[0013] As illustrated in FIG. 1, within wireless roaming
environment 100, federated identity and access services
engine 110 may be communicatively coupled to one or more
enterprise entities 130, identity providers 140, and/or service
providers 150 over network 105 during the certification
process through which the enterprise entities 130, identity
providers 140, and/or service providers 150 join the identity
and access federation. Federated identity and access services
engine 110 may also be communicatively coupled to mul-
tiple access providers 120 during the certification process
through which the access providers 120 join the identity and
access federation. In certain embodiments, each access
provider 120 may implement a wireless access point, or
wireless “hotspot,” for an enterprise entity 130 or service
provider 150. In certain embodiments, an access provider
120 may include a Wireless Local Area Network (LAN)
Controller, or WLC, for a public wireless network. Other
suitable technologies may be used to control access to a
visited wireless network, in other embodiments. For
example, in some embodiments, LTE based wireless access
technologies are used by the access provider 120. In such
embodiments, the access provider 120 may include LTE
eNB, Mobility Management Entity (MME) and Serving
Gateway (SGW) functions for a public LTE wireless net-
work. In some embodiments, wireless access provider 120
may be configured to operate in a specific spectrum, for
example lightly licensed Citizen’s Broadband Radio Service
(CBRS) or Multefire Alliance defined unlicensed 5 GHz
spectrum.

[0014] In various embodiments, access providers 120 may
operate in shopping centers, retail shops, hotels, airports,
train stations, restaurants, coffee shops, schools, public
libraries, recreational areas, amusement parks, concert or
sporting venues, or in other types of businesses or enter-
prises that allow customers or guests to connect to their
wireless networks if they agree to certain conditions.

[0015] In various embodiments, identity providers 140
may include “home” service providers, such as Internet
service providers or cellular data service providers that have
an existing relationship with a user or a user device thereof.
In certain embodiments, an identity provider 140 may be an
authentication service with which a user or a user device has
an existing relationship. In certain embodiments, a social
media application or service to which a user is a subscriber
may maintain one or more identities associated with the
subscriber as well as credentials for those identities, and thus
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may act as an identity provider 140 in wireless roaming
environment 100. In certain embodiments, a user profile,
including such credentials, may be stored in a memory on a
user device for use when connecting to a wireless network.

[0016] In certain embodiments, in order for identity and
access services engine 110 to validate an identity provider
140, the engine may be configured to identify the identity
provider by their AAA address. The AAA address will be
Domain Name System (DNS) resolved and, thus, will be
associated with a domain name. In addition, the identity
provider may be associated with a realm name that maps the
identity provider to its owner. In certain embodiments,
identity and access services engine 110 may be configured to
validate the identity provider by verifying the ownership of
the domain name and realm name that are associated with
the identity provider through the DNS. If and when the
identity provider 140 is validated, identity and access ser-
vices engine 110 may issue security credentials (e.g., a
certificate) to the identity provider indicating its membership
in the identity and access federation. In certain embodi-
ments, the identity and access federation must include at
least one identity provider before it can on-board an access
provider.

[0017] In certain embodiments, in order for identity and
access services engine 110 to validate an access provider
120, the engine may be configured to confirm that the access
provider is associated with an actual human person, e.g., a
person who is responsible for that access provider and who
can be contacted in case problems are encountered with
respect to the access provider. In certain embodiments, the
validation may include determining that there is a valid
mobile phone number associated with the access provider,
e.g., one that can be traced back to a particular human
person. In other embodiments, other methods may be used
to by identity and access services engine 110 to validate an
access provider 120. If and when the access provider 120 is
validated, identity and access services engine 110 may issue
security credentials (e.g., a certificate) to the access provider
indicating its membership in the identity and access federa-
tion.

[0018] FIG. 2 illustrates dynamic connections between
access providers, enterprise entities, identity providers, and
service providers in the wireless roaming environment illus-
trated in FIG. 1. More specifically, FIG. 2 illustrates con-
nections between access providers, enterprise entities, iden-
tity providers, and service providers following the
certification, by federated identity and access services
engine 110, of multiple access providers 120 and identity
providers 140 in roaming environment 100 as members of
an identity and access federation. Following this certifica-
tion, secure connections (shown as dashed arrows) have
been established between various pairs of these entities
within wireless roaming environment 100. In certain
embodiments, the illustrated components may communicate
directly with each other over the secure connections (rather
than communicating with each other through federated
identity and access services engine 110) to perform AAA
negotiations, as described herein. For example, in certain
embodiments, the illustrated components may exchange
messages in accordance with the Remote Authentication
Dial-In User Service (RADIUS) networking protocol over a
Transport Layer Security (TLS) protocol. Other suitable
authentication protocols may be used in other embodiments.
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[0019] In the embodiment illustrated in FIG. 2, each of
user devices 125 may be communicatively coupled to a
respective access provider 120 through which the user
device 125 may be able to obtain access to respective service
providers 150, some of which may be operated by one of
enterprise entities 130. In certain embodiments, more than
one user device 125 may be coupled to a given access
provider 120 at a time. In certain embodiments, user devices
125 may include mobile communication devices, such as
smart phones or tablet computing devices. User devices 125
may also include Internet-of-Things (IoT) devices that do
not have the ability to display web pages or agree to specific
terms and conditions.

[0020] As described herein, following certification by
federated identity and access services engine 110, the access
providers 120 and identity providers 140 may dynamically
and automatically negotiate between themselves, even when
there is no previously established relationship between par-
ticular pairs of access providers 120 and identity providers
140, in order to authenticate users and/or their user devices
125. This may allow a user device 125 to access a particular
enterprise entity 130 or service provider 150 operating on a
visited wireless network and/or allow a guest user to use
mobile data applications on their user device 125 over the
visited wireless network. For example, in certain embodi-
ments, once a user device 125 of a guest user locates an
access provider 120 that is a member of the identity and
access federation, the access provider 120 may automati-
cally facilitate a negotiation with an identity provider 140
associated with the guest user and/or a user device 125
thereof. This may include augmenting the signaling that
would otherwise pass between the access provider 120,
which may enforce a set of identity and/or access policies,
and the identity provider 140, which may enforce a set of
identity and/or access policies as well, to include indications
of those policies (e.g., identifiers of the policies, or data
defining the policies) and/or whether or not they have been
agreed to or otherwise met. In certain embodiments, the
negotiation may include verifying that the access provider
120 and an identity provider 140 belong to the federation. In
certain embodiments, the verification (authentication) may
be performed in accordance with a public key infrastructure
(PKD). In certain embodiments, the verification (authentica-
tion) may be performed by exchanging messages in accor-
dance with the RADIUS networking protocol over a TLS
protocol. Other suitable authentication protocols may be
used in other embodiments.

[0021] In certain embodiments, the negotiation between
the access provider 120 and an identity provider 140 may be
based on any of a variety of identity and access policies
obtained from a repository of such policies, some of which
may be specific to the visited wireless network, the device
type of user device 125, the guest user, the identity provider
140, a target service provider 150, or a target enterprise
entity 130. If the negotiation is successful, the guest user
may be granted access to a visited wireless network in
wireless roaming environment 100 that is associated with
the access provider 120. In certain embodiments, assuming
federated identity and access services engine 110 has pre-
viously delivered the necessary security credentials to the
access provider 120 and the identity provider 140, a secure
connection may be dynamically established between the
access provider 120 and the identity provider 140. Subse-
quently, there may be a signaling from the access provider
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120 indicating specific policies to be met (which may
include some policies to which the guest user is required to
consent) in order to be allowed to connect to the wireless
network, and a signaling back from the identity provider 140
indicating whether those policies have been met. In certain
embodiments, the exchanged messages may be messages in
accordance with the Extensible Authentication Protocol
(EAP) framework.

[0022] In certain embodiments, identity provider 140 may
compare applicable identity and/or access policies to the
policies to which the guest user has consented or are
otherwise met. In certain embodiments, particular per-sub-
scriber policies that are applicable to a given wireless
network connection request may be based on a set of
credentials associated with the guest user or a user device
125 thereof. For example, a given set of credentials (and a
corresponding identity) for a guest user or user device 125
may be associated with a respective identity provider, which
may store per-subscriber policy data associated with that
identity. The per-subscriber policies supported by different
identity providers with which a guest user or a user device
125 thereof is associated may be the same or may be
different, in different embodiments. Similarly, different
classes of access providers may be associated with different
identity and access policies. In certain embodiments, access
providers 120 and identity providers 140 may be configured
to mix and match these policies within the signaling
exchanged between them to ensure that as users are authen-
ticated onto various wireless networks in the wireless roam-
ing environment they are suitably authorized.

[0023] In certain embodiments, an identity provider 140
(or an AAA framework thereof) may be configured to
recover information signaled by access provider 120. In
certain embodiments, an identity provider 140 (or an AAA
framework thereof) may be configured to complete an EAP
dialogue initiated on behalf of a guest user or a user device
125 thereof. In certain embodiments, an identity provider
140 (or an AAA framework thereof) may be configured to
use an authenticated identity of a guest user or a user device
125 thereof to look up, in a policy database, the policies
agreed to by the guest user or user device 125. In certain
embodiments, an identity provider 140 may be configured to
cause the authentication exchange with the access provider
120 to fail if the user has not agreed to those policies, in
which case an indication of the failure is signaled to the
access provider 120. In certain embodiments, an identity
provider 140 may be configured to signal any information
required by the applicable policies, such as, for example, a
permanent identity, to access provider 120.

[0024] In certain embodiments, access provider 120 may
be configured to recover information signaled by an identity
provider 140 (or an AAA framework thereof) and use the
information for its own policy purposes. In certain embodi-
ments, access provider 120 may include, be coupled to, or be
in communication with a policy repository in which various
identity and/or access policies are matched with respective
unique identifiers of user devices 125. For example, the
policy repository may store mappings between identity
and/or access policies and respective media access control
(MAC) address ranges. In certain embodiments, access
provider 120 may be configured to signal any necessary
enterprise policies to an identity provider 140. An AAA
system in the access provider 120 may be configured to
recover the policy information received from the identity
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provider 140 and to dynamically adapt its behavior accord-
ingly. Various operations of identity and access services
engine 110, identity providers 140, and access providers 120
within wireless roaming environment 100 may be further
illustrated by way of the flow diagrams depicted in FIGS.
3-5 and described below. For example, FIGS. 4 and 5
illustrate example methods that, collectively, implement
automatic on-boarding of user devices in an enterprise
environment.

[0025] In certain embodiments, the systems and methods
described herein for automatically on-boarding devices in
enterprise environments may support the use of organiza-
tional unique identifiers (OUIs) in determining which access
and/or identity policies are applicable to a given wireless
network access request. The GUIs may include the portion
of'a Media Access Control (MAC) address that identifies the
vendor of a network adapter. In certain embodiments, the
systems and methods described herein for automatically
on-boarding devices in enterprise environments may support
the use of Fully Qualified Domain Names (FQDNs) in
determining which access and/or identity policies are appli-
cable to a given wireless network access request. An FQDN
may specify the exact location of a webpage or other
network resource. In certain embodiments, an FQDN may
be resolved to address information associated with access
providers and identity providers as a result of their on-
boarding, including terms and conditions/acceptable use
policies and/or certificates distributed by identity and access
services engine 110. In certain embodiments, an FQDN may
be resolved to address reporting, logging, and/or trouble-
shooting of a service to which a guest user is granted access.
In certain embodiments, an FQDN may be used for public
key infrastructure (PKI) in a wireless roaming environment,
e.g., as a certificate authority (CA). In such embodiments,
the certificate may embed information related to an FQDN
for online certificate status checking, an FQDN for CA
Issuers, and/or an FQDN for one or more Certificate Poli-
cies.

[0026] In certain embodiments, the systems and methods
described herein for automatically on-boarding devices in
enterprise environments may enable seamless on-boarding
while meeting enterprise IT security and policy require-
ments. For example, in certain embodiments, enterprise
environments may be obligated to track usage by guest users
and/or to associate the traffic to and from a device used by
an enterprise employee (e.g., a meeting organizer), and the
systems and methods described herein may support those
obligations. In certain embodiments, the systems described
herein may support the use of a kiosk (e.g., in a reception
area of an enterprise facility) at which a potential guest user
(e.g., a meeting organizer or attendee) can enter their tele-
phone number (e.g., an MSISDN) and contact information
for themselves and/or for other participants in the meeting.
The kiosk may be communicatively coupled to an access
provider within a wireless roaming environment that is a
member of an identity and access federation. The access
provider may facilitate the authentication of the potential
guest user and/or other meeting participants in a manner
similar to that described above for authenticating a single
potential guest user. For example, because a permanent
identity (MSISDN) has been provided for the potential guest
user, this information may be included in, or appended to, an
access accept message for the meeting organizer or partici-
pant who entered it through the kiosk. In addition, since the
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meeting organizer or participant has also indicated, through
the kiosk, who they are meeting and their contact informa-
tion, this information may be linked from the web interac-
tion between the potential guest user and the kiosk to the
access provider to seamlessly integrate this information into
an AAA negotiation between the access provider and various
identity providers associated with respective ones of the
other meeting participants to authorize access by the other
meeting participants.

[0027] FIG. 3 is a flow diagram illustrating an example
method for automatically on-boarding identity providers and
access providers to an identity and access federation within
a wireless roaming environment. In some embodiments,
method 300 may be performed by a federated identity and
access services engine within a wireless roaming environ-
ment, such as engine 110 illustrated in FIG. 1 and FIG. 2.
Method 300 may begin and, at 302, may include receiving,
from an identity provider, a request to join an identity and
access federation and attempting to validate the identity
provider. In certain embodiments, validating the identity
provider may include validating the owner of the identity
provider and the trustworthiness of the domain and realm of
the identity provider, as described above. In other embodi-
ments, other methods may be used to validate the identity
provider.

[0028] If, at 304, the identity provider is validated, method
300 may proceed to 306. Otherwise, method 300 may
proceed to 308. At 306, the method may include issuing a
certificate to the identity provider as a member of the
identity and access federation.

[0029] At 308, the method may include receiving, from an
access provider, a request to join the federation and attempt-
ing to validate the access provider. In certain embodiments,
validating the access provider may include verifying the
existence of an actual human person that is associated with
the access provider, as described above. In other embodi-
ments, other methods may be used to validate the access
provider.

[0030] If, at 310, the access provider is validated, method
300 may proceed to 312. Otherwise, method 300 may
proceed to 314. At 312, the method may include issuing a
certificate to the access provider as a member of the identity
and access federation. Once at least one identity provider
and one access provider have been on-boarded to the fed-
eration, the identity providers and access providers may be
able to communicate with each other directly over dynami-
cally established secure links to negotiate and provide access
to particular wireless networks by users who have relation-
ships with particular identity providers.

[0031] As shown by the dashed lines illustrated in FIG. 3,
if, at 314, there are more identity providers and/or access
providers who elect to join the federation, any or all of the
operations of method 300 may be repeated, as appropriate.
For example, if there are additional identity providers who
elect to join the federation, the operations shown as 302-306
may be repeated for each additional identity provider to
potentially on-board the identity provider to the federation
within the wireless roaming environment. In another
example, if there are additional access providers who elect
to join the federation, the operations shown as 308-312 may
be repeated for each additional access provider to potentially
on-board the access provider to the federation within the
wireless roaming environment. In various embodiments, any
number of identity providers and access providers may join
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the federation, after which they can communicate with each
other directly over dynamically established secure connec-
tions in any access provider/identity provider pairing. How-
ever, identity providers and access providers need not join
the federation in pairs.

[0032] Particular embodiments may repeat one or more
steps of the method of FIG. 3, where appropriate. Although
this disclosure describes and illustrates particular steps of
the method of FIG. 3 as occurring in a particular order, this
disclosure contemplates any suitable steps of the method of
FIG. 3 occurring in any suitable order. Moreover, although
this disclosure describes and illustrates an example method
for automatically on-boarding identity providers and access
providers including the particular steps of the method of
FIG. 3, this disclosure contemplates any suitable method for
automatically on-boarding identity providers and access
providers including any suitable steps, which may include
all, some, or none of the steps of the method of FIG. 3, where
appropriate. Furthermore, although this disclosure describes
and illustrates particular components, devices, or systems
carrying out particular steps of the method of FIG. 3, this
disclosure contemplates any suitable combination of any
suitable components, devices, or systems carrying out any
suitable steps of the method of FIG. 3.

[0033] FIG. 4 is a flow diagram illustrating an example
method for requesting, by an access provider on behalf of a
potential guest user, access to a wireless network and
receiving a response. In some embodiments, method 400
may be performed by an access provider that has joined an
identity and access federation, such as any of access pro-
viders 120 illustrated in FIG. 1 or FIG. 2. Method 400 may
begin and, at 402, may include receiving, by an access
provider that has joined an identity and access federation,
from a wireless device, a request made on behalf of a user
to access a particular wireless network. In certain embodi-
ments, the user may have no previous or current relationship
with the access provider. For example, the request may be a
request to connect to a wireless network operated by an
enterprise that is made on behalf of a customer or guest of
the enterprise.

[0034] Method 400 may include, at 404, obtaining from a
policy repository based on a realm of the user recovered
from the request, at least one policy applicable to the
network and/or the potential guest user. For example, a
realm name associated with the user may be recovered from
the received request and may be used to look up the
applicable policy or policies in the policy repository. The
policy repository may store a variety of identity and access
policies, some of which may be specific to the wireless
network to be visited, the device type of a user device
through which the potential guest user wishes to access the
wireless network, the guest user, an identity provider with
which the potential guest user has a relationship, a target
service provider, or a target enterprise entity. In certain
embodiments, the policies may include a requirement to
provide permanent user identity for the potential guest user.
For example, it may be a policy of the access provider to
only permit users to connect to the wireless network if a
permanent identity of the potential guest user is known. In
certain embodiments, the policy may include an indication
that the enterprise domain will only permit access to the
wireless network if the identity provider appends a perma-
nent user identity to the access accept message that is
returned by the identity provider at the conclusion of the
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authentication dialogue. The policy may indicate one or
more types of permanent identities that are acceptable. For
example, in certain embodiments, the permanent identity of
a potential guest user may include a telephone number (e.g.,
a mobile phone number). In certain embodiments, the poli-
cies applicable to a given access request may include
identity provider policies instead of, or in addition to,
user-consented policies. For example, an identity provider
may enforce a policy that only permits authentication if the
access provider indicates their network supports VoIP, or
meets some other certification/compliance level.

[0035] In certain embodiments, the policies may indicate
that the access request is associated with an enterprise
domain having specific policy requirements. In certain
embodiments, the policies may indicate an acceptable use
policy to which the potential guest user is required to have
consented. In certain embodiments, the policies may include
a pointer to a list of public acceptable use policies to which
the potential guest user is required to have consented. In
certain embodiments, the policies may indicate an implied
disclaimed liability for the enterprise provider. In certain
embodiments, the policies may include a pointer to a list of
public disclaimers to which the potential guest user is
required to have agreed. In certain embodiments, members
or participants in the federation, including various access
providers and/or identity providers, may have agreed to a
defined collection of common terms, conditions, and terms
of service for identity and access policies. An individual
access provider may specify that, in order to be allowed to
connect to a given wireless network, a potential guest user
is required to have consented to the terms and conditions on
an access-provider-specific list of terms and conditions, e.g.,
terms 1, 4, 3, 4, 6, 8, and 10 in the defined collection of terms
and conditions. If the potential guest user has not consented
to these terms, they will not be allowed to connect to the
wireless network.

[0036] In certain embodiments, some terms and conditions
may be required of all potential guest users who wish to
access a particular wireless network. For example, all poten-
tial guest users may be required to agree to terms related to
security, fraud, and/or illegal behavior. In certain embodi-
ments, potential guest users may be required to adhere to
age-related restrictions on access to particular wireless net-
works or to consent to age-related content filtering, e.g., for
potential guest users under the age of thirteen. In general,
any suitable combination of policies may be applied to
different wireless network access requests made on behalf of
a potential guest user.

[0037] At 406, method 400 may include identifying, based
on the realm name, the IP address of an identity provider that
has joined the federation and that is associated with the user.
In certain embodiments, the access provider may not yet
know the identity of the potential guest user, but may know
the MAC address associated with a user device through
which the potential guest user wishes to connect to the
visited wireless network. For example, the MAC address of
the user device may be included in, and extracted from, the
access request received from the access provider on behalf
of'the user. In certain embodiments, the access provider may
be able to discern the device type of the user device based
on the MAC address, may be able to identify certain identity
and/or access policies that are applicable to devices of the
identified type, and may subsequently provide information
about the applicable policy or policies to an identity provider
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associated with the potential guest user’s device. For
example, in certain embodiments, messages that are
exchanged during performance of the method illustrated in
FIG. 4 may constitute an EAP dialogue in which some of the
messages have been augmented with additional policy-
related information by the access provider.

[0038] Method 400 may include, at 408, sending the
access request, augmented with information identifying or
defining the applicable access policy or policies, to the
identity provider associated with the user, and receiving a
response. In certain embodiments, the access provider may
augment a RADIUS access request, which includes a user
name attribute having a pseudonym, with additional attri-
butes and signal the augmented message to the identity
provider. For example, the message may be augmented with
an indication that the visited wireless network is an enter-
prise network that has particular policy requirements. In
another example, the message may be augmented with an
indication that the visited wireless network has a require-
ment that particular liability disclaimers have been accepted,
or that a particular end user acceptable use policy has been
accepted. In yet another example, the message may be
augmented with an indication that the visited wireless net-
work has a requirement that a permanent identity of the
potential guest user must be communicated to the access
provider in order to connect to the wireless network.

[0039] If, at 410, the response received from the identity
provider indicates that the request complies with the
required policy or policies, method 400 may proceed to 412.
Otherwise, method 400 may proceed to 410. As noted above,
the required policies may include policies to which the user
previously consented and/or identity provider policies. For
example, an identity provider may enforce a policy that only
permits authentication if the access provider indicates their
network supports VoIP, or has meets another certification/
compliance level.

[0040] At 416, the method may include communicating, to
the access provider, an indication that the access request has
been rejected. At 412, the method may include storing, in a
memory, a mapping between a permanent user identity
included in the response and the address of the user device.
At 414, the method may include communicating, to the user
device, an indication that the access request has been
accepted.

[0041] Particular embodiments may repeat one or more
steps of the method of FIG. 4, where appropriate. Although
this disclosure describes and illustrates particular steps of
the method of FIG. 4 as occurring in a particular order, this
disclosure contemplates any suitable steps of the method of
FIG. 4 occurring in any suitable order. Moreover, although
this disclosure describes and illustrates an example method
for requesting, by an access provider on behalf of a potential
guest user, access to a wireless network and receiving a
response, including the particular steps of the method of
FIG. 4, this disclosure contemplates any suitable method for
requesting, by an access provider on behalf of a potential
guest user, access to a wireless network and receiving a
response, including any suitable steps, which may include
all, some, or none of the steps of the method of FIG. 4, where
appropriate. Furthermore, although this disclosure describes
and illustrates particular components, devices, or systems
carrying out particular steps of the method of FIG. 4, this
disclosure contemplates any suitable combination of any
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suitable components, devices, or systems carrying out any
suitable steps of the method of FIG. 4.

[0042] In one example embodiment, a hotel that offers
access to a wireless network to its registered guests may
wish to obtain the telephone numbers of the guests of the
hotel. Therefore, when a user device of a hotel guest locates
an access point for the hotel’s wireless network, in order for
the hotel guest to be permitted to connect to the hotel’s
wireless network through their user device, the access point
may require that the hotel guest has consented to provide
their telephone number. In this example, if the hotel guest
has consented to provide their telephone number, in general
or to specific types of service providers, including hospital-
ity providers, an identity provider associated with the hotel
guest may provide the telephone number in the access accept
response it returns to the access provider. In another
example, a potential guest user may not have consented to
provide their telephone number when and if it is required in
order to access a wireless network operated by a retailer.
[0043] In certain embodiments, an access provider may
exchange information with an identity provider regarding
identity provider policies. This information may include, for
example, an indication of whether the identity provider is
required to receive accounting information from the access
provider, or whether the identity provider specifically does
not want to receive accounting information. In certain
embodiments, there may be defined policies indicating
which, if any, logging data related to operations performed,
services received, or resource usage are to be signaled to the
identity provider (which may be associated with the poten-
tial guest user’s home service provider) for accounting
purposes. For example, in an academic environment, this
type of accounting information may not be required. How-
ever, a service provider may require that this type of
accounting information be signaled to the identity provider.
[0044] FIG. 5 is a flow diagram illustrating an example
method for authenticating, by an identity provider, a request
to access a wireless network, including determining com-
pliance with applicable identity and/or access policies.
Method 500 may begin and, at 502, may include receiving,
by an identity provider that has joined an identity and access
federation from an access provider that has also joined the
federation, an access request made on behalf of a user. The
request may include at least one policy applicable to the
request. For example, the request may have been augmented
by the access provider to indicate any of a variety of identity
provider policies and/or user-consented policies that are
applicable to the request.

[0045] Method 500 may include, at 504, obtaining policy
and consent data associated with the user, and comparing the
accessed policy and consent data to any user-consented
policy or policies specified in the received access request. In
certain embodiments, the user-specific policy and consent
data may be stored and maintained in a memory by the
identity provider and may be retrieved on demand in
response to an access request. The user-specific policy and
consent data may include data indicating which of the
defined access and/or identity policies defined by the fed-
eration have been consented to by the user under certain
conditions. For example, consent to specific policies, such as
a requirement to provide a telephone number or other
permanent identity, may be indicted as a general (blanket)
consent. In another example, consent to specific policies
may be agreed to or withheld from specific types of enter-
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prises or service providers (e.g., agreed to or withheld from
hospitality providers, retailers, airports, or academic insti-
tutions), enterprises or service providers in specific geo-
graphic locations (e.g., agreed to only within the United
States), or for specific types of venues (e.g., agreed to or
withheld from concert or sporting event venues, amusement
parks, or recreational areas).

[0046] If, at 506, the comparison indicates that the user
previously consented to the required user-consented policy
or policies, method 500 may proceed to 508. Otherwise, the
method may proceed to 512. For example, not every poten-
tial guest user may consent to providing a telephone number
or other permanent identity. Therefore, the negotiation may
succeed or fail, at least in part, on a user or subscriber basis,
as the user may opt in or opt out of particular access and/or
identity policies. In addition, some identity providers may
have more restrictive policies regarding the sharing of
private user information with third parties than other identity
providers, and this may hold true even for members of the
federation.

[0047] If, at 508, it is determined that other applicable
policies, if any, are met, method 500 may proceed to 510.
Otherwise, method 500 may proceed to 512. For example,
the request may identify any number of identity provider
policies that are applicable to the request instead of, or in
addition to, any number of user-consented policies that are
applicable to the request.

[0048] At 510, the method may include communicating, to
the access provider, an indication that the access request has
been accepted. In certain embodiments, the response may
include a permanent user identity. In certain embodiments,
if all of the access and/or identity policy requirements are
agreed to and met, the identity provider may complete the
EAP dialogue. More specifically, the identity provider may
construct an access accept message and may embed a
permanent identity of the user (e.g., the user’s telephone
number, or MSISDN), or other information required by an
applicable policy, in a particular attribute within the access
accept message (e.g., a chargeable user ID attribute or other
attribute).

[0049] At 512, the method may include communicating, to
the access provider, an indication that the access request has
been rejected. For example, in certain embodiments, if not
all of the access and/or identity policy requirements are
agreed to or met, the identity provider may construct an
access reject message and may embed an indication of the
failure within the access reject message (e.g., an indication
of a policy failure.) In various embodiments, the failure of
an AAA negotiation may be due to the fact that a particular
identity provider does not support a required policy or may
be due to the potential guest user having opted out of one or
more required policies. In certain embodiments, the signal-
ing of the failure indication may include a detailed descrip-
tion of the reason, from a policy perspective, that the
negotiation failed. For example, the failure indication may
include an indication of the required policy or policies to
which the user failed to consent.

[0050] Particular embodiments may repeat one or more
steps of the method of FIG. 5, where appropriate. Although
this disclosure describes and illustrates particular steps of
the method of FIG. 5 as occurring in a particular order, this
disclosure contemplates any suitable steps of the method of
FIG. 5 occurring in any suitable order. Moreover, although
this disclosure describes and illustrates an example method
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for authenticating, by an identity provider, a request to
access a wireless network, including determining consent
with respect to applicable identity and/or access policies,
and including the particular steps of the method of FIG. 5,
this disclosure contemplates any suitable method for authen-
ticating, by an identity provider, a request to access a
wireless network, including determining consent with
respect to applicable identity and/or access policies, includ-
ing any suitable steps, which may include all, some, or none
of the steps of the method of FIG. 5, where appropriate.
Furthermore, although this disclosure describes and illus-
trates particular components, devices, or systems carrying
out particular steps of the method of FIG. 5, this disclosure
contemplates any suitable combination of any suitable com-
ponents, devices, or systems carrying out any suitable steps
of the method of FIG. 5.

[0051] FIG. 6 is a block diagram illustrating selected
elements of an example computing system 600. In this
example embodiment, computing system 600 includes one
or more processors 610. Each of processors 610 may include
circuitry or logic to interpret or execute program instructions
and/or to process data. For example, each processor 610 may
include a microprocessor, microcontroller, digital signal
processor (DSP), graphics processor (GPU), or application
specific integrated circuit (ASIC). In certain embodiments,
one or more of processors 610 may be a multi-core and/or
multi-threaded processor including circuitry to execute pro-
gram instructions in parallel on behalf of operating system
632, one or more applications 634, EAP server 636, or any
other software modules resident within program instructions
630. Processors 610 may interpret and/or execute program
instructions and/or process data stored locally in memory
subsystem 620 or remotely (not shown).

[0052] Processors 610 may implement any instruction set
architecture, in different embodiments. In certain embodi-
ments, all of the processors 610 may implement the same
instruction set architecture. In other embodiments, two or
more of processors 610 may implement different instruction
set architectures. Processors 610 are coupled to a memory
subsystem 620 and an input/output subsystem 650 via a
system interface 615. System interface 615 may implement
any of a variety of suitable bus architectures and protocols
including, but not limited to, a Micro Channel Architecture
(MCA) bus, Industry Standard Architecture (ISA) bus,
Enhanced ISA (EISA) bus, Peripheral Component Intercon-
nect (PCI) bus, PCI-Express (PCle) bus, or a HyperTrans-
port (HT) bus, in various embodiments.

[0053] In various embodiments, memory subsystem 620
may include random access memory (RAM), read-only
memory (ROM), electrically erasable programmable read-
only memory (EEPROM), flash memory, magnetic storage,
opto-magnetic storage, and/or any other type of volatile or
non-volatile memory. In certain embodiments, memory sub-
system 620 may include non-transitory computer-readable
mass-storage or removable media, e.g., a hard disk drive,
floppy disk drive, Compact Disk (CD) or Digital Video Disk
(DVD), and/or other type of rotating storage media, and/or
another type of solid state storage media. In certain embodi-
ments, memory subsystem 620 may include a database
and/or network storage (for example, a server).

[0054] In the example embodiment illustrated in FIG. 6,
memory subsystem 620 includes program instructions 630,
including program instructions that when executed by one or
more of the processors 610 implement some or all of the
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methods described herein for automatically on-boarding
identity providers, access providers, and/or user devices in
enterprise environments, as well as other methods. For
example, program instructions 630 include operating system
632, one or more applications 634, and EAP server 636.
Applications 634 may include program instructions to
implement a federated identity and access services engine,
an authentication engine of an identity provider, a request
builder of an access provider, or any other software modules
executable to implement the described methods.

[0055] In certain embodiments, EAP server 636 may be
configured to construct messages to be exchanged between
access providers, identity providers, enterprise entities, and/
or service providers to perform AAA negotiations, as
described herein. Other messages may be constructed and
exchanged at the direction of, or on behalf of, federated
identity and access services engine 634 to facilitate the
onboarding of an access provider or identity provider to an
identity and access federation within a wireless roaming
environment. In certain embodiments, the messages con-
structed by EAP server 636 may include access policy
and/or identity policy information, including indications of
applicable policies and/or indications of whether applicable
policies have been consented to or otherwise met. In certain
embodiments, federated identity and access services engine
634 may be configured to perform any or all of the methods
described herein for facilitating the automatic on-boarding
of access providers and/or identity providers in enterprise
environments.

[0056] In the example embodiment illustrated in FIG. 6,
storage 640 within memory subsystem 620 may include
storage for a policy repository (shown as 642) and storage
for application data (shown as 644). Policy data 642 may
include information about policies required by an access
provider for particular users or networks, subscriber access
policy and consent data (e.g., access policy and consent data
for users with whom an identity provider has an existing
relationship), or any other policy-related data usable by the
applications 634. Application data 644 may store mappings
between MAC addresses and permanent identities, sub-
scriber identity data (e.g., one or more permanent identities
for users with whom an identity provider has an existing
relationship), or any other data accessed or produced by any
of the applications 634 during operation.

[0057] In the example embodiment illustrated in FIG. 6,
input/output interface 650 may implement any of a variety
of digital and/or analog communication interfaces, graphics
interfaces, video interfaces, user input interfaces, and/or
peripheral interfaces for communicatively coupling input/
output devices or other remote devices to the components of
computing system 600. For example, certain embodiments,
input/output interface 650 may implement any of a variety
of suitable bus architectures and protocols including, but not
limited to, an MCA bus, an ISA bus, an EISA bus, a PCI bus,
a PCle bus, or an HT bus. Input/output interface 650 may
generate signals to be provided (e.g., via one or more output
pins of computing system 600) to one or more display
devices, a graphics accelerator card, and/or other input/
output devices (such as a keyboard, a mouse, a camera, a
microphone, a universal asynchronous receiver/transmitter
(UART) device or device interface, a universal serial bus
(USB) device or device interface, a Bluetooth wireless
UART device or device interface or an 1/O expansion
interface device) (not shown in FIG. 6). In certain embodi-
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ments, input/output interface 650 may implement any suit-
able communication interface through which computing
system 600 can exchange messages with one or more access
providers, identity providers, enterprise entities, and/or ser-
vice providers to perform AAA negotiations, as described
herein. For example, input/output interface 650 may support
communication over one or more of the following: a public
switched telephone network (PSTN), a public or private data
network, a local area network (LAN), a metropolitan area
network (MAN), a wide area network (WAN), a local,
regional, or global communication or computer network
such as the Internet, a wireline or wireless network, an
enterprise intranet, other suitable communication link, or
any combination of any of the preceding.

[0058] Modifications, additions, or omissions may be
made to the systems and apparatuses disclosed herein with-
out departing from the scope of the disclosure. The compo-
nents of the systems and apparatuses may be integrated or
separated. For example, the components of computing sys-
tem 600 may be located on one or more boards within a
single computing system housing or may be located on
multiple boards distributed within respective computing
system housings. Moreover, the operations of the systems
and apparatuses may be performed by more, fewer, or other
components. For example, the operations of a federated
identity and access services engine 110 may be performed
by one component, or may be performed by more than one
component. Similarly, the operations of any of applications
634 and/or EAP servers 636 may be performed by respective
single components, or may be performed by more than one
component. Additionally, operations of the systems and
apparatuses may be performed using any suitable logic
comprising software, hardware, and/or other logic. As used
in this document, “each” refers to each member of a set or
each member of a subset of a set.

[0059] Modifications, additions, or omissions may be
made to the methods disclosed herein without departing
from the scope of the disclosure. The methods may include
more, fewer, or other steps. Additionally, steps may be
performed in any suitable order.

[0060] A component of the systems and apparatuses dis-
closed herein may include an interface, logic, memory,
and/or other suitable element. An interface receives input,
sends output, processes the input and/or output, and/or
performs other suitable operation. An interface may com-
prise hardware and/or software.

[0061] Logic performs the operations of the component,
for example, executes instructions to generate output from
input. Logic may include hardware, software, and/or other
logic. Logic may be encoded in one or more tangible media
and may perform operations when executed by a computer.
Certain logic, such as a processor, may manage the operation
of a component. Examples of a processor include one or
more computers, one or more mMicroprocessors, one or more
applications, and/or other logic.

[0062] In certain embodiments, the operations of the
embodiments may be performed by one or more non-
transitory computer readable media encoded with a com-
puter program, software, computer executable instructions,
and/or instructions capable of being executed by a computer.
In certain embodiments, the operations of the embodiments
may be performed by one or more non-transitory computer
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readable media storing, embodied with, and/or encoded with
a computer program and/or having a stored and/or an
encoded computer program.
[0063] A memory stores information. A memory may
comprise one or more non-transitory, tangible, computer-
readable, and/or computer-executable storage media.
Examples of memory include, without limitation, computer
memory (for example, RAM or ROM), mass storage media
(for example, a hard disk), removable storage media (for
example, a CD or a DVD), database and/or network storage
(for example, a server), and/or other computer-readable
medium.
[0064] Components of the systems and apparatuses dis-
closed herein may be coupled by any suitable communica-
tion network. A communication network may comprise all
or a portion of one or more of the following: a PSTN, a
public or private data network, a LAN, a MAN, a WAN, a
local, regional, or global communication or computer net-
work such as the Internet, a wireline or wireless network, an
enterprise intranet, other suitable communication link, or
any combination of any of the preceding.
[0065] Although this disclosure has been described in
terms of certain embodiments, alterations and permutations
of the embodiments will be apparent to those skilled in the
art. Accordingly, the above description of the embodiments
does not constrain this disclosure. Other changes, substitu-
tions, and alterations are possible without departing from the
spirit and scope of this disclosure, as defined by the follow-
ing claims.
1-20. (canceled)
21. A network component, comprising:
one or more processors; and
one or more computer-readable non-transitory storage
media coupled to the one or more processors and
comprising instructions that, when executed by the one
or more processors, cause the network component to
perform operations comprising:
receiving, by an identity provider, a request to access a
wireless network from an access provider, wherein:
the identity provider and the access provider are
members of an identity and access federation
implemented in a wireless roaming environment;
and
the request to access the wireless network is made on
behalf of a user;
obtaining, by the identity provider, data associated with
the user;
comparing, by the identity provider, the data associated
with the user to a user-consented policy; and
determining, by the identity provider, whether the user
previously consented to the user-consented policy.
22. The network component of claim 21, the operations
further comprising:
determining that the user previously consented to the
user-consented policy; and
indicating, in an access request response, an acceptance to
the request to access the wireless network.
23. The network component of claim 21, the operations
further comprising:
determining that the user failed to previously consent to
the user-consented policy; and
indicating, in the access request response, a rejection to
the request to access the wireless network.

Sep. 8§, 2022

24. The network component of claim 21, the operations
further comprising:
storing the data associated with the user, wherein the data
comprises user-specific policy and consent data; and

retrieving the data associated with the user on demand in
response to receiving the request to access the wireless
network.

25. The network component of claim 21, the operations
further comprising determining compliance with an identity
provider policy.

26. The network component of claim 21, wherein the
identity provider is associated with one of the following:

an Internet service provider;

a cellular data service provider;

an authentication service; and

a social media service.

27. The network component of claim 21, wherein the
identity and access federation defines at least common
terms, conditions, and terms of service for access policies
and identity policies.

28. A method, comprising:

receiving, by an identity provider, a request to access a

wireless network from an access provider, wherein:

the identity provider and the access provider are mem-
bers of an identity and access federation imple-
mented in a wireless roaming environment; and

the request to access the wireless network is made on
behalf of a user;

obtaining, by the identity provider, data associated with

the user;

comparing, by the identity provider, the data associated

with the user to a user-consented policy; and
determining, by the identity provider, whether the user
previously consented to the user-consented policy.

29. The method of claim 28, further comprising:

determining that the user previously consented to the

user-consented policy; and

indicating, in an access request response, an acceptance to

the request to access the wireless network.

30. The method of claim 28, further comprising:

determining that the user failed to previously consent to

the user-consented policy; and

indicating, in the access request response, a rejection to

the request to access the wireless network.
31. The method of claim 28, further comprising:
storing the data associated with the user, wherein the data
comprises user-specific policy and consent data; and

retrieving the data associated with the user on demand in
response to receiving the request to access the wireless
network.

32. The method of claim 28, further comprising deter-
mining compliance with an identity provider policy.

33. The network component of claim 28, wherein the
identity provider is associated with one of the following:

an Internet service provider;

a cellular data service provider;

an authentication service; and

a social media service.

34. The method of claim 28, wherein the identity and
access federation defines at least common terms, conditions,
and terms of service for access policies and identity policies.
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35. One or more computer-readable non-transitory stor-
age media embodying instructions that, when executed by a
processor, cause the processor to perform operations com-
prising:

receiving, by an identity provider, a request to access a

wireless network from an access provider, wherein:

the identity provider and the access provider are mem-
bers of an identity and access federation imple-
mented in a wireless roaming environment; and

the request to access the wireless network is made on
behalf of a user;

obtaining, by the identity provider, data associated with

the user;

comparing, by the identity provider, the data associated

with the user to a user-consented policy; and
determining, by the identity provider, whether the user
previously consented to the user-consented policy.

36. The one or more computer-readable non-transitory
storage media of claim 35, the operations further compris-
ing:

determining that the user previously consented to the

user-consented policy; and

indicating, in an access request response, an acceptance to

the request to access the wireless network.
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37. The one or more computer-readable non-transitory
storage media of claim 35, the operations further compris-
ing:

determining that the user failed to previously consent to

the user-consented policy; and

indicating, in the access request response, a rejection to

the request to access the wireless network.
38. The one or more computer-readable non-transitory
storage media of claim 35, the operations further compris-
ing:
storing the data associated with the user, wherein the data
comprises user-specific policy and consent data; and

retrieving the data associated with the user on demand in
response to receiving the request to access the wireless
network.

39. The one or more computer-readable non-transitory
storage media of claim 35, the operations further comprising
determining compliance with an identity provider policy.

40. The one or more computer-readable non-transitory
storage media of claim 35, wherein the identity provider is
associated with one of the following:

an Internet service provider;

a cellular data service provider;

an authentication service; and

a social media service.
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