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(57) ABSTRACT

A printing system includes a terminal apparatus and a
printing apparatus. The terminal apparatus includes: a first
inputting section; and a processor configured to: transmit a
print request for printing an object image indicated by object
data to the printing apparatus; receive first input authenti-
cation information inputted by a user; and transmit the first
input authentication information to the printing apparatus.
The printing apparatus includes: a second inputting section;
a printing section; a processor configured to: receive the
print request; store the object data and associated authenti-
cation information included in the print request while asso-
ciating with each other in a first memory; receive the first
input authentication information; determine whether the first
input authentication information matches the associated
authentication information; receive input of second input
authentication information from the user; and determine
whether the second input authentication information
matches the associated authentication information.
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Fig. 3
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PRINTING SYSTEM, PRINTING APPARATUS
AND NON-TRANSITORY
COMPUTER-READABLE MEDIUM
STORING INSTRUCTIONS TO TERMINAL
APPARATUS

CROSS REFERENCE TO RELATED
APPLICATION

The present application claims priority from Japanese
Patent Application No. 2016-002329 filed on Jan. 8, 2016
the disclosure of which is incorporated herein by reference
in its entirety.

BACKGROUND

Field of the Invention

The present invention relates to a printing system, a
printing apparatus and a non-temporary and computer-read-
able medium storing instruction to a terminal apparatus,
capable of communicating with the printing apparatus,
which are configured to delete an object data stored in a
memory.

Description of the Related Art

Conventionally, there is known a configuration wherein
an image forming apparatus stores an image data to which
a password is added. In this image forming apparatus, the
image data can be printed under a condition that a password
is inputted by a user and the authentication (verification) for
the inputted password is successful. Further, in a case that
deletion of the image data added with the password and the
stored in the image forming apparatus is instructed, the
image forming apparatus displays a screen urging the input
of'the password. Then, in a case that the password is inputted
by the user via the screen, the image forming apparatus
determines whether or not the inputted password is the
password added to the image data, and deletes the image
data under a condition that the inputted password matches
the password added to the image data.

SUMMARY

In the technique described in Japanese Patent Application
Laid-open No. H11-045034, in a case that the user wishes to
delete the image data, the user is required to go in front of
the image forming apparatus, and to input the password via
the screen of the image forming apparatus. Namely, the user
is required to go to in front of the image forming apparatus
for the sole purpose of deleting the image data. Accordingly,
it takes the user’s time and labor to delete the image data
which is added with the password and stored in the image
forming apparatus.

The present teaching has been made in view of the
above-described situation, and an object of the present
teaching is to provide a technique for reducing the time and
labor of the user in a case of deleting data as an object to be
deleted (object data) which is stored in the memory while
being associated with associated (related) authentication
information.

The present teaching has been made for solving at least a
part of the above task, and can be realized by an aspect as
described in the following.

According to a first aspect of the present teaching, there
is provided a printing system including a terminal apparatus
and a printing apparatus communicable with each other,

wherein the terminal apparatus includes:

a first inputting section;
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2

a first network interface; and
a processor configured to:
transmit a print request for printing an object image
indicated by object data via the first network inter-
face to the printing apparatus, the print request
including associated authentication information
associated with the object data;
receive first input authentication information inputted
by a user via the first inputting section, after the print
request has been transmitted; and
transmit the received first input authentication infor-
mation via the first network interface to the printing
apparatus, and
the printing apparatus includes:
a second inputting section;
a second network interface;
a printing section; and
a processor configured to:
receive the print request via the second network inter-
face from the terminal apparatus;
store the object data and the associated authentication
information included in the print request while asso-
ciating with each other in a first memory;
receive second input authentication information input-
ted by the user via the second inputting section, after
the object data and the associated authentication
information have been stored in the first memory;
determine whether the received second input authenti-
cation information inputted by the user via the sec-
ond inputting section matches the associated authen-
tication information stored in the first memory;
print the object image indicated by the object data by
using the printing section, if the processor of the
printing apparatus determines that the second input
authentication information matches the associated
authentication information;
receive the first input authentication information via the
second network interface from the terminal appara-
tus, after the object data and the associated authen-
tication information have been stored in the first
memory;
determine whether the first input authentication infor-
mation received from the terminal apparatus matches
the associated authentication information stored in
the first memory; and
delete the object data from the first memory without
printing the object image indicated by the object
data, if the processor of the printing apparatus deter-
mines that the first input authentication information
matches the associated authentication information.
In the printing system according to the first aspect of the
present teaching, the terminal apparatus transmits the first
input authentication information inputted in the terminal
apparatus to the printing apparatus. The printing apparatus
deletes the object data associated with the associated authen-
tication information from the first memory, if the received
first input authentication information matches the associated
authentication information stored in the first memory.
Namely, the user can delete the object data from the first
memory by inputting the first input authentication informa-
tion to the terminal apparatus, without having to go in front
of the printing apparatus and input the first input authenti-
cation information to the printing apparatus. Accordingly, it
is possible to reduce the time and labor of the user in a case
that the user wishes to delete the object data which is stored
in the first memory while being associated with the associ-
ated authentication information.
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According to a second aspect of the present teaching,
there is provided a printing apparatus communicable with a
terminal apparatus, the printing apparatus including:

an inputting section;

a network interface;

a printing section; and

a processor configured to:

receive a print request for printing an object image

indicated by object data from the terminal apparatus via
the network interface, the print request including asso-
ciated authentication information associated with the
object data;

store the object data and the associated authentication

information included in the print request while associ-
ating with each other in a memory;

receive, from the terminal apparatus via the network

interface, first input authentication information which
is inputted to the terminal apparatus, after the object
data and the associated authentication information have
been stored in the memory;

determine whether the first input authentication informa-

tion received from the terminal apparatus matches the
associated authentication information stored in the
memory;

receive second input authentication information inputted

by a user via the inputting section, after the object data
and the associated authentication information have
been stored in the memory;

determine whether the received second input authentica-

tion information inputted via the inputting section
matches the associated authentication information
stored in the memory;
print the object image indicated by the object data by
using the printing section, if the processor determines
that the second input authentication information
matches the associated authentication information; and

delete the object data from the memory without printing
the object image indicated by the object data, if the
processor determines that the first input authentication
information matches the associated authentication
information.

The printing apparatus according to the second aspect of
the present teaching deletes, similarly to the first aspect, the
object data associated with the associated authentication
information, if the first input authentication information
received from the terminal apparatus matches the associated
authentication information stored in the memory. Namely,
the user can delete the object data from the memory by
inputting the first input authentication information to the
terminal apparatus, without having to go in front of the
printing apparatus and input the first input authentication
information to the printing apparatus. Accordingly, it is
possible to reduce the time and labor of the user in a case that
the user wishes to delete the object data which is stored in
the memory while being associated with the associated
authentication information.

According to a third aspect of the present teaching, there
is provided a non-transitory computer-readable medium
storing instructions to a terminal apparatus which includes
an inputting section, a display, and a network interface and
which is communicable with a printing apparatus, the
instructions, when executed by a processor of the terminal
apparatus, causing the terminal apparatus to:

display, on the display, a deletion screen which is for a
user to instruct deletion of object data from a first memory
and which includes an item indicating identification infor-
mation for identifying the object data, after a print request
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4

including associated authentication information associated
with the object data and the identification information for
identifying the object data has been received by the printing
apparatus and then the object data, the associated authenti-
cation information, and the identification information have
been stored in the first memory while being associated with
one another, the print request being a request for printing an
object image indicated by the object data;

receive input authentication information inputted by the
user via the inputting section; and

transmit, to the printing apparatus via the network inter-
face, a delete request including the identification informa-
tion and the input authentication information, if the deletion
of the object data has been instructed via the deletion screen
and then the input authentication information inputted by the
user has been received,

wherein the delete request is a request for deleting the
object data from the first memory without printing the object
image indicate by the object data if the input authenticating
information included in the delete request matches the
associated authentication information stored in the first
memory while being associated with the identification infor-
mation.

The instructions stored in the medium according to the
third aspect of the present teaching cause the terminal
apparatus to transmit, to the printing apparatus, the delete
request for deleting the object data and including the input
authentication information inputted via the inputting section
of the terminal apparatus. Namely, the user can transmit, to
the printing apparatus, the request for deleting delete the
object data from the memory by inputting the input authen-
tication information to the terminal apparatus, without hav-
ing to go in front of the printing apparatus and input the input
authentication information to the printing apparatus.
Accordingly, it is possible to reduce the time and labor of the
user in a case that the user wishes to delete the object data
which is stored in the memory while being associated with
the associated authentication information. Further, this con-
figuration allows the user to instruct the object data to be
deleted, based on the identification information included in
the deletion screen displayed by the terminal apparatus.

Further, the terminal apparatus of the present teaching,
and a controlling method, a computer program and a com-
puter-readable recording medium storing the computer pro-
gram which are configured to realize the functions of the
printing system, the printing apparatus and the terminal
apparatus of the present teaching are also novel and effec-
tive.

BRIEF DESCRIPTION OF THE DRAWINGS

FIGS. 1A and 1B are views depicting the configuration of
a printing system.

FIGS. 2A and 2B are a sequence diagram of a data storage
processing.

FIG. 3 is a flow chart of a data print processing.

FIGS. 4A and 4B are a sequence diagram of a data
deletion processing of a first embodiment.

FIG. 5 is a view depicting a deletion screen.

FIGS. 6A to 6C are a sequence diagram of a data deletion
processing of a second embodiment.

DESCRIPTION OF THE EMBODIMENTS
First Embodiment

With reference to FIGS. 1A and 1B, an explanation will
be given about the configuration of a printing system 2. The
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printing system 2 includes a PC 100, a mobile terminal 200,
a printer 300 and Access Point (AP) 400. The PC 100, the
printer 300 and the AP 400 belong to a same local area
network (LAN) 5. Further, the mobile terminal 200 belongs
to the LAN 5 by wirelessly connecting to the AP 400.
Accordingly, the PC 100 can communicate with the mobile
terminal 200 and the printer 300 via the LAN 5, without via
the Internet. Similarly, the mobile terminal 200 also can
communicate with the PC 100 and the printer 300 via the
LAN 5, without via the Internet. Note that although FIG. 1B
depicts the PC 100 and the mobile terminal 200 each as one
unit, actually a plurality of pieces of each of the PC 100 and
the mobile terminal 200 are connectable. Here, the configu-
ration depicted in FIGS. 1A and 1B with a dotted rectangle
does not appear in the configuration of the first embodiment,
and thus the explanation therefor will be described in a
second embodiment to be described later on.
<Configuration of PC 100>

The PC 100 is a terminal usable by a user for causing the
printer 300 to print an image data. The PC 100 is provided
with a network interface (network I/F) 110, a controller 120,
a displaying section 130, and an operating section 140. The
network I/F 110 is an interface for transmitting and receiving
a signal via a network such as the LAN, Internet, etc.

The controller 120 is provided with a CPU 122 and a
memory 124. A program 126 is stored in the memory 124.
The memory 124 is, for example, a RAM, a ROM, a HDD,
etc. The CPU 122 executes a various kinds of operations
(processings) in accordance with the program 126 stored in
the memory 124. Note that the program 126 includes a
printing application 127 for printing a print data (to be
described in detail later on). Note that in the second embodi-
ment (to be described later on), the memory 124 stores a
deleting application 128 and a standard format 129 which
are included in the program 126 depicted in FIG. 1B.
However, the deleting application 128 and the standard
format 129 are not used (do not appear) in the configuration
of the first embodiment, and thus the deleting application
128 and the standard format 129 will be explained in relation
to the second embodiment which will be described later on.

The displaying section 130 is a display configured to
display a various kinds of information. The operating section
140 is provided with a keyboard and a mouse. The user can
input a various kinds of instructions to the PC 100 by
operating the operating section 140.

<Configuration of Mobile Terminal 200>

The mobile terminal 200 is a terminal usable by the user
for causing the printer 300 to print an image data, similarly
to the PC 100. The mobile terminal 200 is provided with a
network I/F 210, a controller 220 and a displaying section
230. The network I/F 210 is an interface for transmitting and
receiving a signal via a network such as the LAN, Internet,
etc., and is an interface for wireless connection to an external
apparatus or device.

The controller 220 is provided with a CPU 222 and a
memory 224. A program 226 is stored in the memory 224.
The memory 224 is, for example, a RAM, a ROM, a HDD,
etc. The CPU 222 executes a various kinds of operations
(processings) in accordance with the program 226 stored in
the memory 224. Note that the program 226 includes a
printing application 227 for printing a print data (to be
described in detail later on). Note that in the second embodi-
ment (to be described later on), the memory 224 stores a
deleting application 228 and a standard format 229 which
are included in the program 226 depicted in FIG. 1B.
However, the deleting application 228 and the standard
format 229 are not used (do not appear) in the configuration
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6

of the first embodiment, and thus the deleting application
228 and the standard format 229 will be explained in relation
to the second embodiment which will be described later on.

The displaying section 230 is a display configured to
display a various kinds of information. Note that the dis-
playing section 230 functions also as a touch panel config-
ured to receive (accept) an operation by the user.

<Configuration of Printer 300>

The printer 300 is a laser printer. The printer 300 is
provided with a network I/F 310, a controller 320, a dis-
playing section 330, an operating section 340, and a print
executing section 350. The network I/F 310 is an interface
for transmitting and receiving a signal via a network such as
the LAN, Internet, etc.

The controller 320 is provided with a CPU 322 and a
memory 324. A program 326, a job table 327, a printer
screen data 328, and a terminal screen data 329 are stored in
the memory 324. The memory 324 is, for example, a RAM,
a ROM, a HDD, etc. The CPU 322 executes a various kinds
of operations (processings) in accordance with the program
326 stored in the memory 324.

The job table 327 stores a job 1D, a user name, a file name,
and a Personal Identification Number code (PIN code). The
job ID is identification information which is unique to a job
generated in accordance with a request from the PC and by
which the job is identified. The user name is identification
information for identifying the user operating the PC from
which the request is transmitted. The file name is identifi-
cation information for identifying a print data based on an
image data associated with the job. The PIN code is authen-
tication information which is utilized when a print data is to
be printed, and which is composed, for example, of a
four-digit number. Note that in the second embodiment (to
be described later on), a protocol name is stored in the job
table 327. The protocol name, however, does not appear in
the configuration of the first embodiment, and thus the
explanation therefor will be given in relation to the second
embodiment.

As will be explained in detail later on, the printer 300 is
capable of executing a secure printing. The secure printing
is a printing method wherein an input of a PIN code
associated to a print data from the user via the displaying
section 330 and the operating section 340 is received; and
under a condition that the inputted PIN code matches a PIN
code stored in the job table 327, the print data associated
with the matched PIN code is printed. Note that the job table
327 depicted in FIG. 1A indicates a state that two jobs are
already registered.

The printer screen data 328 is a page data indicating a
screen which is displayed in the displaying section 330 of
the printer 300 for executing the secure printing. The printer
screen data 328 includes a job list screen and a PIN code
input screen (to be described later on).

The terminal screen data 329 is a page data indicating a
screen displayed in the displaying section 130 of the PC 100
or the displaying section 230 of the mobile terminal 200.
Specifically, the printer 300 is capable of functioning as a
web server, and is capable of transmitting the terminal
screen data 329 which is a web page data having a Hyper
Text Markup Language (HTML) format to the PC 100 and
the mobile terminal 200, to thereby cause the displaying
section of each of the PC 100 and the mobile terminal 200
to display a screen indicated by the terminal screen data 329.
Note that a part of the image indicated by the terminal screen
data 329 becomes displayable (visible) by a successful login
to the printer 300 by the PC 100 and the mobile terminal
200.
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The terminal screen data 329 includes a home screen data,
a login screen data, a login-success screen data, a login-
failure screen data, a deletion screen data, a delete-success
screen data, and a delete-failure screen data (which will be
described later on). Note that the home screen data, the login
screen data, the delete-success screen data, and the delete-
failure screen data are stored in advance in the memory 329
as the terminal screen data 329. The login-success screen
data and the login-failure screen data are generated in
response respectively to the occurrences of successful login
and failed login by the PC 100, etc. to the printer 300 (to be
described in detail later on). The deletion screen data is
generated in response to reception, by the printer 300, of a
deletion screen obtaining request from the PC 100, etc. (to
be described in detail later on).

The displaying section 330 is a display configured to
display a various kinds of information thereon. Note that the
displaying section 330 functions also as a touch panel for
receiving (accepting) an operation from the user. The oper-
ating section 340 is provided with a plurality of keys. The
user can input a various kinds of instructions to the printer
300 by operating the displaying section 330 and/or the
operating section 340. The print executing section 350
executes a processing for printing an externally obtained
data on a recording medium by a known electro-photo-
graphic system.

<Operation of Printing System 2> (Data Storage Process-
ing)

With reference to FIGS. 2A and 2B, a data storage
processing executed by the printing system 2 will be
explained.

In a case that a secure printing is desired by a user, at first,
the printing system 2 executes the data storage processing
including the processings of steps T10 to T22 in response to
the user’s operation of the PC 100. Here, the secure printing
is a printing method for executing printing under a condition
that the PIN code is inputted to the printer 300, as described
above. Specifically, in a case that the printer 300 receives the
PIN code and an image data from the PC 100, the printer 300
does not immediately print the image data, and in a case that
the PIN code is inputted by the user, the printer 300 prints
the image data associated with the PIN code inputted by the
user.

In step T10, the PC 100 receives (accepts), from the user,
an execution instruction for executing the secure printing.
Specifically, at first, the PC 100 activates the printing
application 127, triggered by the user’s selection of printing
of an image data imgl with an image browsing application
(not depicted in the drawings) included in the program 126,
and the PC 100 causes the displaying section 130 to display
a print setting screen.

The print setting screen is a screen for allowing the user
to make settings for the printing of the image data imgl. The
PC 100 obtains setting information stl composed of a
number of copies to be printed, a setting regarding double-
sided printing and a sheet size for the image data imgl,
based on input made by the user in the print setting screen.
Further, the PC 100 obtains a user name us1 and a PIN code
pinl for executing the secure printing for the image imgl,
based on the input made by the user in the print setting
screen. Note that it is allowable to designate the user name
usl by using a user name used during the login to the PC 100
by the user when the PC 100 has been activated, rather than
the user name specified with the input by the user.

In step T12, the PC 100 transmits a job generating request
reql1 to the printer 300, in accordance with a protocol 1. The
protocol 1 is, for example, Web Service on Devices (WSD).
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The job generating request reql is a request for causing the
printer 300 to generate a print job for a print data pimgl
based on the image data imgl. The job generating request
reql includes a file name filel as the file name of the image
data img1, and the user name us1 obtained in step T10. Note
that in steps T12 to T22, the PC 100 and the printer 300
communicate with each other in accordance with the pro-
tocol 1.

In step T14, the printer 300 generates a job 1 based on the
job generating request 1. The job 1 includes the user name
usl and the file name filel. After the printer 300 has
generated the job 1, the printer 300 imparts a job ID jbl to
the job 1; and the printer 300 stores, in the job table 327, the
job ID jb1, the user name us1 and the file name filel as the
job 1 in which the job ID jbl, the user name usl and the file
name filel are associated to one another.

In step T16, the printer 300 transmits a response resl to
the PC 100, in accordance with the protocol 1. The response
resl is a response with respect to the job generating request
reql, and indicates that the job 1 has been generated
successfully.

In step T18, the PC 100 transmits a print data generating
request req2 to the printer 300 in accordance with the
protocol 1. The print data generating request req2 is a
request for causing the printer 300 to generate a print data
based on the setting information st1 obtained in the step T10.
The print data generating request req2 includes the image
data imgl, the setting information st1 and the PIN code pin1.

In step T20, the printer 300 generates a print data based
on the print data generating request req2. Specifically, the
printer 300 generates, from the image data imgl, a RGB
output data in which RGB value in a range of 0 to 255 is
imparted to each of pixels. Note that the printer 300 gener-
ates the RGB output data based on the setting information
stl. Next, the printer 300 executes a color conversion
processing for converting the RGB value, of each of the
pixels contained in the RGB output data, into a CMYK
value. With this, a CMYK output data in which a CMYK
value in a range of 0 to 255 is imparted to each of pixels is
generated. Next, the printer 300 executes a binarization
processing for the CMYK output data. As the binarization
processing, for example, the dithering method, the error
diffusion method, etc. is used. This generates print data
pimg1 in which each of the pixels has a two-gradation pixel
value that is 1 or 0. Note that “1” indicates that a dot is
formed on a recording medium, and “0” indicates that no dot
is formed on the recording medium. The printer 300 stores
the generated print data pimgl in the memory 324, while
associating the generated print data pimgl with the job ID
jbl.

Further, the printer 300 stores the PIN code pinl in the job
table 327 while associating the PIN code pinl with the job
1D jb1. By doing so, the print data pimgl and the job 1 (the
job ID jbl, user name usl, file name filel, and PIN code
pinl) are stored in the memory 324 while being associated
with each other.

In step T22, the printer 300 transmits a response res2 to
the PC 100, in accordance with the protocol 1. The response
res2 is a response with respect to the print data generating
request req2 and indicates that the print data pimg1 has been
generated successfully.

Steps T30 to T42 indicate a case that a user, different from
the user operating the PC 100, operates the mobile terminal
200 to instruct the printer 300 to execute the secure printing,
at a different timing from the timing at step T10.

In steps T30 to T42, the mobile terminal 200 transmits, to
the printer 300, a job generating request req3 and a print data
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generating request req4 in a similar manner as those in steps
T10 to T22, which in turn causes the printer 300 to generate
ajob 2 and a print data pimg2, and to store the generated job
2 and print data pimg2 in the memory 324 while associating
the generated job 2 and print data pimg2 with a job ID jb2.

The PC 100 transmits, in step T12, the job generating
request reql including the user name us1 and the file name
filel to the printer 300, and the PC transmits, in step T18, the
print data generating request req2 including the image data
imgl, the setting information st1 and the PIN code pinl to
the printer 300. On the other hand, the mobile terminal 200
transmits, in step 132, a job generating request req3 for
generating the job 2 including a user name us2, a file name
file2, and a PIN code pin2 in accordance with a protocol 2
(for example, Internet Printing Protocol (IPP)) which is
different from the protocol 1, to the printer 300. Further, the
mobile terminal 200 transmits, in step T38, a print data
generating request req4 including an image data img2 and
setting information st2, to the printer 300. Namely, it is
allowable that the PIN code is contained in either one of the
job generating request and the print data generating request.

With this, the print data pimg2 and the job 2 (the job ID
jb2, user name us2, file name file2, and PIN code pin2) are
stored in the memory 324 while being associated with each
other. Note that in steps T32 to T42, the mobile terminal 200
and the printer 300 communicate with each other in accor-
dance with the protocol 2.

Note that in the embodiment as described above, each of
the PC 100 and the mobile terminal 200 transmits the job
generating request and the print data generating request
separately to the printer 300. Instead of doing so, however,
it is allowable that each of the PC 100 and the mobile
terminal 200 transmits one generating request in which the
job generating request and the print data generating request
are combined (bundled). In this case, the generating request
includes the user name, the file name, the PIN code, the
image data and the setting information. After the printer 300
receives the generating request, the printer 300 stores, in the
job table 327, the user name, the file name and the PIN code
while associating the user name, the file name and the PIN
code with the job ID. Further, the printer 300 generates a
print data based on the image data and the setting informa-
tion, and stores the generated print data in the memory 324
while associating the print data with the job ID. With this,
the print data and the job are stored in the memory 324 while
being associated with each other.

In the above-described manner, the two jobs are registered
in the job table 327 as depicted in FIG. 1A. Note that these
requests may be executed with respect to the printer 300 by
another terminal apparatus or unit different from the PC 100
and the mobile terminal 200. Note that although the jobs
registered by the print instructions from different users,
respectively, are indicated in the job table 327 depicted in
FIG. 1A by way of example, in a case that a same user (for
example, the user name us1) issues another print instruction,
a job different from the job 1 (for example, a job 3) is further
registered in the job table 327 while being associated with
the user name usl.

(Data Print Processing)

Next, an explanation will be given about a data print
processing executed by the printer 300, with reference to
FIG. 3. The data print processing is a processing for printing
a print data of a job generated and stored by the data storage
processing.

The printer 300 starts the data print processing under a
condition that the printer 300 receives, form a user, an
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operation of selecting a button, for the execution of secure
printing, which is displayed in the displaying section 330.

In step S110, the CPU 322 causes the displaying section
330 to display a job list screen, and receives a selection of
a job to be executed. The job list screen includes a list of all
the file names of the jobs stored in the job table 327, boxes
each for selecting one of the stored jobs for of which
execution is instructed, an execution button for instructing
the execution of the job, and a stop button for stopping the
job selection for the secure printing. Note that in the present
embodiment, although the job list screen displays the list of
the file names of all the jobs stored in the job table 327,
regardless of the user name, there is no limitation to this. It
is allowable, for example, in a case that the user name is
inputted by a login operation to the printer 300, etc., before
selecting the button for executing the secure printing, job(s)
associated with the inputted user name is (are) extracted
from the job table 327 and is displayed in the job list screen.

In step S112, the CPU 322 determines whether or not a job
is selected in the job list screen, and whether or not execu-
tion of the selected job is instructed. The CPU 322 deter-
mines that no job is selected (S112: NO) in a case that the
execution button is not depressed in the job list screen, or
that the execution button is depressed in a state that any box
for selecting the job is not selected, and the CPU 322
executes the processing of step S110. On the other hand, the
CPU 322 determines that the job is selected (S112: YES) in
a case that the execution button is depressed in a state that
a box for selecting the job is selected, and the CPU 322
executes the processing of step S114. Note that the CPU 322
ends the data print processing in a case that the stop button
is depressed (not depicted in the drawings).

In step S114, the CPU 322 displays a PIN code input
screen for executing a job selected in the job list screen
(hereinafter referred to as “print job”), and receives (accepts)
input of the PIN code. The PIN code input screen includes
a box for inputting the PIN code, an instruction button for
instructing the authentication of the PIN code, and a stop
button for stopping the authentication of the PIN code.

In step S116, the CPU 332 determines whether or not the
PIN code inputted in the PIN code input screen matches the
PIN code associated with the print job. The CPU 322
executes the authentication of the PIN code, in response to
the input of the PIN code to the box for inputting the PIN
code thereto, and the depression of the button for instructing
the authentication. Specifically, the CPU 322 determines
whether or not the inputted PIN code matches the PIN code
stored in the job table 327 while being associated with the
print job.

In a case that the inputted PIN code does not match the
PIN code associated with the print job (S116: NO), the CPU
322 executes the processing of step S114. On the other hand,
in a case that the inputted PIN code matches the PIN code
associated with the print job (S116: YES), the CPU 322
executes the processing of step S118. Note that in a case that
the stop button is depressed (not depicted in the drawings),
the CPU 322 executes the processing of step S110, and again
receives the job selection.

In step S118, the CPU 322 prints a print data associated
with the print job. Here, the CPU 322 uses a print executing
section 350 so as to print the print data on a recording
medium, based on the setting information included in the
print request at the time when the print job has been
generated.

In step S120, the CPU 322 deletes the print job. Specifi-
cally, the CPU 322 deletes the job ID, the user name, the file
name and the PIN code, which are associated with the print
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job, from the job table 327. Further, the CPU 322 deletes the
print data associated with the job ID of the print job, from
the memory 324. In response to the completion of the
processing of step S120, the data print processing is ended.

(Data Deletion Processing)

Next, an explanation will be given about a data deletion
processing executed by the printing system 2, with reference
to FIGS. 4A and 4B. The data deletion processing is a
processing for deleting a job generated and stored by the
data storage processing. In the embodiment, although the
data deletion processing is explained after the explanation of
the data print processing, the execution sequence of the data
print processing and the data deletion processing is not
limited to this. The data deletion processing may be
executed after the execution of data print processing, or may
be executed before the execution of data print processing.
Namely, the printer 300 is capable of executing deletion of
a certain print data, regardless of the printing of a specific
print data which is different from the certain data.

The data deletion processing is started in a case that the
user issues an instruction to login to the printer 300 via the
PC 100. Specifically, at first, the user operates the operating
section 140 of the PC 100 so as to activate a web browser
(not depicted in the drawings) included in the program 126.
Further, the user inputs, in the web browser, an IP address of
the printer 300 to an address bar for specifying the address.
The PC 100 makes access to the printer 300 in accordance
with the inputted IP address, and obtains a home screen data
included in the terminal screen data 329. The user depresses
a login button in a home screen indicated by the home screen
data and displayed in the PC 100. With this, the data deletion
processing is started. Note that in the present embodiment,
it is assumed that the combination of the user name us1 and
a password psi for allowing the user corresponding to the
user name usl to login to the printer 300, via the PC 100,
etc., is stored in the memory 324 of the printer 300 in
advance.

In step T210, the PC 100 transmits a login screen obtain-
ing request reqll to the printer 300. The login screen
obtaining request req11 is a request for allowing the PC 100
to obtain a login screen for login to the printer 300.

In step T212, the printer 300 transmits, to the PC 100, a
response resll with respect to the login screen obtaining
request req11. The response res11 includes the login screen
data included in the terminal screen data 329.

In step T214, the PC 100 displays the login screen in the
displaying section 130, based on the login screen data. The
login screen includes a box for inputting the user name, a
box for inputting a password, and a button for executing the
login.

In step T215, the PC 100 receives inputs of the user name
and the password by the user. The PC 100 obtains, in the
login screen, the user name us1, the password pswl and a
login execution instruction in response to depressing of the
button for instructing the login after the user name us1 has
been inputted to the box for inputting the user name, and the
password psw1 has been inputted to the box for inputting the
password.

In step T216, the PC 100 transmits a login request req12
to the printer 300. The login request reql2 is a request for
allowing the PC 100 to login to the printer 300. The login
request req12 includes the user name us1 and the password
pw1 which have been inputted in step T215.

In step T218, the printer 300 determines whether or not
the login of the PC 100 has been successful. Specifically, the
printer 300 determines whether or not the combination of the
user name usl and the password pwl included in the login
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request req12 has been stored in the memory 324 in advance.
Here, since the combination of the user name usl and the
password pwl has been stored in the memory 324 in
advance, the printer 300 determines that the login of the PC
100 has been successful (T218: YES), and executes the
processing of step T220.

In step T220, the printer 300 generates a login-success
screen data included in the terminal screen data 329. The
login-success screen data indicates that the login of the PC
100 (to the printer 300) has been successful.

In step T224, the printer 300 transmits, to the PC 100, a
response res12 with respect to the login request req12. The
response res12 includes the login-success screen data indi-
cating that the login of the PC 100 to the printer 300 has been
successful.

In step T226, the PC 100 displays the login-success
screen, based on the login-success screen data received from
the printer 300, in the displaying section 130.

Note that in step T218, in a case that the combination of
the user name usl and the password pwl included in the
login request reql2 has not been stored in the memory 324
in advance, the printer 300 determines that the login of the
PC 100 (to the printer 300) has failed (T218: NO), and
executes the processing of step T222.

In step T222, the printer 300 generates a login-failure
screen data included in the terminal screen data 329. The
login-failure screen data indicates that the login of the PC
100 (to the printer 300) has failed. Further, the response
res12 transmitted in step T214 includes the login-failure
screen data for displaying the login-failure screen indicating
that the login of the PC 100 to the printer 300 has failed.
Note that the login-failure screen may be a screen for
receiving the input of the user name and the input of the
password again. In such a case, the login-failure screen
includes a box for inputting the user name, a box for
inputting the password, and a button for executing the login,
similarly to the login screen.

The following explanation will be made on the premise
that the PC 100 displays the login-success screen.

In step T227, the PC 100 receives a deletion screen
obtaining instruction from the user (issued by the user). In
response to the selection made by the user, in the login-
success screen, so as to select a button for obtaining a
deletion screen SC1 for deleting the job stored in the job
table 327 of the printer 300, the PC 100 executes the
processing of step T228.

In step T228, the PC 100 transmits a deletion screen
obtaining request req14 to the printer 300.

In step T230, the printer 300 generates a deletion screen
data included in the terminal screen data 329. The deletion
screen data is a screen data indicating the deletion screen
SC1. The printer 300 generates the deletion screen data by
extracting the job 1 and the job 2 as all the jobs stored in the
job table 327. Note that in order to display the file names of
the extracted jobs in the deletion screen SC1, the deletion
screen data includes the file name filel and the file name file
2. Although not displayed in the deletion screen SC1, the job
1D jb1 and the job ID jb2 corresponding to the extracted jobs
are also included in the deletion screen data. With this, the
user can instruct object data to be deleted based on the file
names filel and file2 included in the deletion screen SC1
displayed by the PC 100. Note that it is allowable to generate
the deletion screen data by extracting only the job(s) which
is (are) included in the jobs stored in the job table 327 and
which is (are) stored while being associated with the user
name usl inputted at the time of the login.
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In step 1232, the printer 300 transmits a response res14 to
the PC 100. The response res 14 is a response with respect
to the deletion screen obtaining request req14, and includes
the deletion screen data generated in step T230. With this,
the printer 100 can display the deletion screen SC1 including
the file name(s), even if the PC 100 does not store the file
name(s) included in the print request transmitted to the
printer 300.

In step 1234, the PC 100 displays the deletion screen SC1
in the displaying section 130. As described above, the
deletion screen SC1 is a screen via which the job 1 and the
job 2 stored in the job table 327 of the printer 300 can be
deleted.

As depicted in FIG. 5, a checkbox CBX1 in the deletion
screen SC1 is a box for selecting the job 1. The user can
select the job 1 by checking the checkbox CBX1 on (by
entering a check to the checkbox CBX1) based on the file
name filel indicated next to the checkbox CBX1. Further,
under a condition that the checkbox CBX1 is checked on, a
textbox TBX1 is transformed from being in a display state
in which the textbox TBX1 is input-disabled to a display
state in which the textbox TBX1 is input-enabled. The
textbox TBX1 is a box for inputting the PIN code of the job
1. As described above, the printer 300 receives the input of
the PIN code by the user so as to print the print data
corresponding to the job. Accordingly, the printer 300 is
required to receive the input of the PIN code by the user also
in a case that the job is to be deleted.

A checkbox CBX2 is a checkbox for selecting the job 2.
A textbox TBX2 is a box for inputting the PIN code of the
job 2. Under a condition that the checkbox CBX2 is checked
on, the textbox TBX2 is transformed from being in a display
state in which the textbox TBX2 is input-disabled to a
display state in which the textbox TBX2 is input-enabled,
similarly to the textbox TBX1. A button BT1 is a button for
instructing the deletion of the selected job(s) to the printer
300. A button BT2 is a button for stopping (cancelling,
aborting) the selection of the job(s) to be deleted.

Returning to FIG. 4B, in step 1236, the PC 100 receives
the selection of a job and the input of a PIN code by the user.
In the deletion screen SC1 displayed in the displaying
section 130 of the PC 100, the user enters a check to a check
box corresponding to a job which the user wishes to delete,
inputs the PIN code of the selected job in the text box
corresponding to the selected job, and then depresses the
button BT1. The PC 100 obtains the inputted PIN code, and
specifies the job ID corresponding to the job based on the
check entered in the checkbox. In the following, an expla-
nation will be given about a case that the user instructs the
deletion of the job 1. Namely, in the deletion screen SC1, the
user depresses the button BT1 in a state that the checkbox
CBX1 is checked on and the PIN code pinl is inputted in the
textbox TBX1. In this situation, the PC 100 obtains the PIN
code pinl and specifies the job ID jbl, as well.

In step T238, the PC 100 transmits a job deleting request
req15 to the printer 300. The job deleting request req15 is a
request for causing the printer 300 to delete the job 1 of
which deletion is instructed by the user. The job deleting
request req15 includes the job ID jb1 specified and the PIN
code pinl obtained by the input made by the user in step
T236.

In step T240, the printer 300 determines whether or not
the PIN code included in the job deleting request reql5
matches the PIN code corresponding to the job of which
deletion is requested by the user. Specifically, the printer 300
specifies that the job of which deletion is requested by the
user is the job 1, based on the job ID jb1 included in the job
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deleting request reql5. The printer 300 determines whether
or not the PIN code included in the job deleting request
reql5 matches the PIN code corresponding to the job 1.
Here, since each of the PIN code included in the job deleting
request req15 and the PIN code corresponding to the job 1
is the PIN code pinl, the printer 300 determines that the PIN
codes match to each other (1240: YES), and the printer 300
executes the processing of T242.

In step T242, the printer 300 deletes the job 1. Specifi-
cally, the printer 300 deletes, from the job table 327, the job
1D jb1, the user name usl, the file name filel and the PIN
code pinl. Further, the printer 300 deletes the print data
pimgl associated with the job ID jbl of the job 1 from the
memory 324.

In step T244, the printer 300 transmits, to the PC 100, a
response res15 with respect to the job deleting request reql15.
The response resl5 includes a delete-success screen data
included in the terminal screen data 329. The delete-success
screen data is a screen data for displaying a delete-success
screen for indicating the deletion of the job 1, of which
deletion has been specified by the user, has been successful.

In step T246, the PC 100 displays the delete-success
screen, based on the delete-success screen data received
from the printer 300, in the displaying section 130.

Note that in step T240, in a case that the PIN code
included in the job deletion request req15 does not match the
PIN code corresponding to the job of which deletion has
been specified by the user (1240: NO), the printer 300
executes the processing of step 1244, without executing the
processing of T242. In this case, the response res15 trans-
mitted in step T244 includes a delete-failure screen data
included in the terminal screen data 329. The delete-failure
screen data is a screen data for displaying a delete-failure
screen indicating that the deletion of the job of which
deletion was specified by the user has been failed. Further,
in step T246, the PC 100 displays the deletion-failure screen
in the displaying section 130. Note that the deletion-failure
screen may be a screen for receiving (accepting) the PIN
code, corresponding to the job of which deletion has been
failed, again. In such a case, the delete-failure screen
includes a box for inputting the PIN code, and a button for
instructing the execution of login.

In response to the completion of the processing of step
T246, the data deletion processing is ended. Note that in a
case that the user instructs, via the deletion screen SC1, the
execution of the deletion of both of the job 1 and the job 2,
then the determination is to be made for each of the job 1 and
the job 2 in step T240 as to whether the corresponding PIN
codes match or not regarding each of the jobs 1 and 2. In
such a case, for example, under the condition that the PIN
codes match regarding each of the jobs 1 and 2, the printer
300 transmits the delete-success screen data to the PC 100;
on the other hand, under a condition that the PIN codes does
not match regarding at least one of the jobs 1 and 2, the
printer 300 transmits the delete-failure screen data to the PC
100.

Note that although the user operates the PC 100 in this
embodiment, it is allowable that the user operates the mobile
terminal 200, instead of operating the PC 100, so as to
execute the data deletion processing. In such a case, since
the processings executed by the mobile terminal 200 are
similar to those executed by the PC 100, any explanation
therefor will be omitted.

As explained above, in the present embodiment, in a case
that the PC 100 transmits the PIN code pinl inputted in step
T236 to the printer 300, the printer 300 deletes the print data
pimg1 of the job 1 from the memory 324 under a condition
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that the PIN code pinl received from the PC 100 matches the
PIN code pinl stored in the memory 324 while being
associated with the job ID jb1. Namely, the user can delete
the image data pimg1 from the memory 324, without going
in front of the printer 300 and inputting the PIN code pinl
to the printer 300. Accordingly, it is possible to reduce the
time and labor of the user in a case of deleting the print data
pimgl which is stored in the memory 324 while being
associated with the PIN code pinl.

<Corresponding Relationship>

The PC 100 is an example of the “terminal apparatus”.
The printer 300 is an example of the “printing apparatus”.

The print data pimg]1 is an example of the “object data”.
The PIN code pinl corresponding to the print data pimgl1 is
an example of the “associated authentication information”.
The PIN code inputted in step T236 of FIG. 4B is an
example of the “first input authentication information”, and
the PIN code inputted in step S114 of FIG. 3 is an example
of the “second input authentication information”.

The operating section 140 of the PC 100 is an example of
the “first inputting section”. The operating section 340 of the
printer 300 is an example of the “second inputting section”.
The print executing section 350 of the printer 300 is an
example of the “printing section”. The memory 324 of the
printer 300 is an example of the “first memory” and is an
example of the “memory”. The CPU 122 of the PC 100 is an
example of the “processor”. The CPU 322 of the printer 300
is an example of the “processor”.

The file name filel, file name file2 are an example of the
“identification information”. The displaying section 130 of
the PC 100 is an example of the “display”.

Second Embodiment

Next, an explanation will be given about a printing system
2 in a second embodiment, with reference to FIGS. 1A and
1B. The printing system 2 of the second embodiment is
configured by adding the following configuration to the
printing system 2 of the first embodiment. The other (re-
maining) configuration of the printing system 2 of the
second embodiment is similar to that of the first embodi-
ment, and thus any detailed explanation therefor will be
omitted.

<Configuration of PC 100>

The PC 100 includes, in the program 126, a deleting
application 128 for deleting a job. The deleting application
128 includes a standard format 129. The standard format 129
is a format for generating a screen displayed in the display-
ing section 130 by the deleting application 128 (to be
described in detail later on).

<Configuration of Mobile Terminal 200>

The mobile terminal 200 includes, in the program 226, a
deleting application 228 for deleting a job. The deleting
application 228 includes a standard format 229. The stan-
dard format 229 is a format for generating a screen displayed
in the displaying section 230 by the deleting application 228
(to be described in detail later on).

<Configuration of Printer 300>

The Printer 300 stores, in the job table 327, a protocol
name while associating the protocol name with a job ID, a
user name, a file name and a PIN code. The protocol name
is identification information for identifying a communica-
tion protocol which is used when the printer 300 commu-
nicates with an external apparatus or device such as the PC
100 and/or the mobile terminal 200, etc.

<Operation of Printing System 2> (Data Storage Process-

ing)
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With reference to FIGS. 2A and 2B, a data storage
processing executed by the printing system 2 of the second
embodiment will be explained. In the data storage process-
ing of the second embodiment, the printer 300 stores also the
protocol name, unlike the data storage processing in the first
embodiment. Specifically, the storage of the protocol name
is executed in the following manner.

As described above, in step T12, the PC 100 transmits the
job generating request reql to the printer 300 in accordance
with the protocol 1, based on the execution instruction for
executing the secure printing which the PC has received in
step T10.

In step T14, the printer 300 generates a job based on the
job generating request reql. The job includes a user name
usl, a file name filel and a protocol name prol. The protocol
name prol is identification information for identifying the
protocol 1 used when the PC 100 transmits the job gener-
ating request reql to the printer 300. The printer 300 is
allowed to specify (identify) the protocol name prol, under
a condition that the printer 300 receives, from the PC 100,
the job generating request reql in accordance with the
protocol 1. When the printer 300 generates the job, the
printer 300 imparts the job ID jb1 to the generated job, and
the printer 300 stores, in the job table 327, the job ID jbl,
the user name us1, the file name filel and the protocol name
prol while associating the job ID jb1, the user name us1, the
file name filel and the protocol name prol to one another.

Since steps T16 to T22 are similar to those in the first
embodiment, any explanation therefor will be omitted. By
the completion of the processings up to step 122, the print
data pimgl, the user name us1, the file name filel, the PIN
code pinl, and the protocol name prol are associated to one
another in the memory 324 of the printer 300.

Further, in steps T30 to T42, the print data pimg2, the user
name us2, the file name file2, the PIN code pin2, and the
protocol name pro2 are associated to one another, in the
memory 324 of the printer 300, in a similar manner in steps
T10 to T22.

(Data Print Processing)

Since the data print processing of the second embodiment
is same as the data print processing of the first embodiment,
any explanation therefor is omitted.

(Data Deletion Processing)

An explanation will be given about a data deletion pro-
cessing of the second embodiment, with reference to FIGS.
6A to 6C. The data deletion processing is started in a case
that the user issues an instruction to activate the deleting
program 228 in the screen of the displaying section 230 of
the mobile terminal 200. Specifically, the user selects an icon
of'the deleting application 228 in the screen of the displaying
section 230 of the mobile terminal 200. In response to this,
the mobile terminal 200 activates the deleting program 228
so as to start the data deletion processing. Note that the
mobile terminal 200 is made to be capable of performing
communications in accordance with the protocol 1 and the
protocol 2, respectively, by the deleting application 228.

In step T310, the mobile terminal 200 transmits, to the
printer 300, a job list obtaining request req21 in accordance
with the protocol 1. The job list obtaining request reql2 is
a request for obtaining a list of job(s) which is (are)
generated and stored by a job generation request transmitted
from an external apparatus or device to the printer 300 in
accordance with the protocol 1.

In step T311, the printer 300 extracts a job list Istl.
Specifically, the printer 300 extracts, as the job list, a list of
the job ID(s) and the file name(s) of a job or jobs which
is/are included in the jobs stored in the job table 327 and
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which is/are stored while being associated with the protocol
name prol for specifying (identifying) the protocol 1.
Accordingly, the printer 300 extracts, from the job table 327,
the job ID jbl of the job 1, the file name filel and the
protocol name prol as the job list Istl.

In step T312, the printer 300 transmits, to the mobile
terminal 200, a response res21 with respect to the job list
obtaining request req21 in accordance with the protocol 1.
The response res21 includes the job list Ist1 extracted in step
T311.

In step T314, the mobile terminal 200 stores the received
job list Istl in the memory 224.

In steps T316 to T320, the mobile terminal 200 obtains a
job list 1st2 from the printer 300 and stores the obtained job
list 1st2 in the memory 224, in a similar manner as regarding
steps 1310 to T314. Note that in step T316, the mobile
terminal 200 transmits, to the printer 300, a job list obtaining
request req22 in accordance with the protocol 2. Accord-
ingly, in step T317, the printer 300 extracts a job list 1st2
composed of the job ID jb2 of the job 2 and the file name
file2 which are stored in the job table 327 while being
associated with the protocol name pro2, and the protocol
name pro2. Further, in step 1318, the printer 300 transmits,
to the mobile terminal 200, a request res22 with respect to
the job list obtaining request req22, in accordance with the
protocol 2.

In step T322, the mobile terminal 200 generates a deletion
screen data for displaying the deletion screen SC1 (see FIG.
5) based on the obtained job lists Istl and 1st2 and the
standard format 229. Further, the mobile terminal 200 dis-
plays the deletion screen SC1, based on the generated
deletion screen data, in the displaying section 230.

Among the items indicated in the deletion screen SC1,
items different from the file names filel and file2 can be
displayed based on the standard format 229. The mobile
terminal 200 adds, to the standard format 229, the file names
filel and file2 included in the obtained job lists Ist1 and list2,
respectively. With this, the file name filel and the file name
file2 become displayable in columns or fields for displaying
the file names in the deletion screen SC1. According to this
configuration, even if the mobile terminal 200 does not store
the file name(s) included in the print request transmitted to
the printer 300, the mobile terminal 200 is capable of
displaying the deletion screen SC1 including the file name
(s). Further, the mobile terminal 200 is capable of displaying
the deletion screen SC1 based on the screen information
generated by itself.

In step T324, the mobile terminal 200 receives the selec-
tion of job and the input of PIN code by the user. Since the
processing of step T324 is similar to the processing of step
T236 of FIG. 4B, any explanation therefor will be omitted.
Note that in the following, an explanation will be given
about a case that the deletion of the job 1 is instructed by the
user. Accordingly, the mobile terminal 200 obtains the PIN
code pinl, and specifies the job ID jbl.

In step T326, the mobile terminal 200 determines whether
or not the protocol name associated with the specified job ID
jbl is the protocol name prol. Specifically, the mobile
terminal 200 extracts the protocol name(s) which is/are
included in all the job lists stored in the memory 224, and
which is/are associated with the job ID jbl. Here, since the
protocol name prol is associated with the job ID jb1 (T326:
YES), the mobile terminal 200 executes the processing of
step T328.

In step T328, the mobile terminal 200 transmits, to the
printer 300, a job deleting request req23 in accordance with
the protocol 1 specified (identified) by the protocol name
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prol. The job deleting request req23 includes the specified
job ID jbl and the PIN code pinl obtained by the input made
by the user.

In step T330, the printer 300 determines whether or not
the PIN code included in the job deleting request req23
matches the PIN code corresponding to the job of which
deletion is requested by the user. Specifically, the printer 300
specifies that the job of which deletion is requested by the
user is the job 1, based on the job ID jb1 included in the job
deleting request req23. The printer 300 determines whether
or not the PIN code included in the job deleting request
req23 matches the PIN code corresponding to the job 1.
Here, since each of the PIN code included in the job deleting
request req23 and the PIN code corresponding to the job 1
is the PIN code pinl, the printer 300 determines that the PIN
codes match to each other (T330: YES), and the printer 300
executes the processing of step T332.

In step T332, the printer 300 deletes the job 1. Specifi-
cally, the printer 300 deletes, from the job table 327, the job
1D jb1, the user name usl, the file name filel and the PIN
code pinl. Further, the printer 300 deletes the print data
pimgl, which is associated with the job ID jb1 of the job 1,
from the memory 324.

In step T334, the printer 300 transmits, to the mobile
terminal 200, a response res23 with respect to the job
deleting request req23. The response res23 includes infor-
mation indicating that the deletion of the job 1, of which
deletion was specified by the user, has been successful.

In step T336, the mobile terminal 200 determines whether
or not the protocol name associated with the specified job ID
jb1 is the protocol name pro2. As described above, since the
job ID jb1 is associated with the protocol name prol, but not
associated with the protocol name pro2 (T336: NO), the
mobile terminal 200 executes the processing of step T346.

In step T346, the mobile terminal 200 displays the delete-
success screen, indicating that the deletion of the job has
been successful, in the displaying section 230, in response to
a situation that the information included in the response
res23 indicates that the deletion of the job has been suc-
cessful. In the present embodiment, the delete-success
screen data for displaying the delete-success screen is
included in the program 126 in advance, similarly to the
standard format 129. Instead of the above configuration,
however, the delete-success screen data may be generated by
the mobile terminal 200 in response to the receipt of the
response res23 by the mobile terminal 200. In response to
the completion of the processing of step 1346, the data
deletion processing is ended.

Note that in step T330, in a case that the PIN code
included in the job deletion request does not match the PIN
code corresponding to the job of which deletion has been
specified by the user (T330: NO), the printer 300 executes
the processing of step T334, without executing the process-
ing of step T332. In this case, the response res23 transmitted
in step T334 includes information indicating that the dele-
tion of the job, of which deletion was specified by the user,
has failed. Further, in step T346, the mobile terminal 200
displays a delete-failure screen, indicating that the deletion
of the job has failed, in the displaying section 230. In the
present embodiment, the delete-failure screen data for dis-
playing the delete-failure screen is included in the program
126 in advance. Instead of this configuration, however, the
delete-failure screen data may be generated by mobile
terminal 200 in response to the receipt of the response res23
by the mobile terminal 200. Note that the deletion-failure
screen may be a screen for receiving (accepting) the PIN
code, corresponding to the job of which deletion has been
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failed, again. In such a case, the delete-failure screen
includes a box for inputting the PIN code, and a button for
instructing the execution of login.

In the foregoing, the case that the deletion of the job 1 is
instructed by user in step 1324 has been explained. In the
following, an explanation will be given about a case wherein
the deletion of the job 2 is instructed by the user in step
T324.

In step T324, the mobile terminal 200 receives the selec-
tion of job and the input of PIN code by the user. Here, it is
assumed such a case that in the deletion screen SC1, the user
depresses the button BT1 in a state that the checkbox CBX2
is checked on and the PIN code pin2 is inputted in the
textbox TBX2. In this situation, the mobile terminal 200
obtains the PIN code pin2 and specifies the job ID jb2, as
well.

In step T326, the mobile terminal 200 determines whether
or not the protocol name associated with the specified job ID
jb2 is the protocol name prol. Here, since the protocol name
prol is not associated with the job ID jb2 (T326: NO), the
mobile terminal 200 executes the processing of step T336.

In step T336, the mobile terminal 200 determines whether
or not the protocol name associated with the specified job ID
jb2 is the protocol name pro2. Here, since the protocol name
pro2 is associated with the job ID jb2 (T336: YES), the
mobile terminal 200 executes the processing of step T338.

In step T338, the mobile terminal 200 transmits, to the
printer 300, a job deleting request req24 in accordance with
the protocol 2 specified by the protocol name pro2. The job
deleting request req24 includes the job ID jb2 specified and
the PIN code pinl obtained by the input made by the user in
step T324.

In step T340, the printer 300 determines whether or not
the PIN code included in the job deleting request req24
matches the PIN code corresponding to the job of which
deletion is requested by the user. Since the specific deter-
mining method in step T340 is similar to that in T330, any
explanation therefor will be omitted. Here, since each of the
PIN code included in the job deleting request req24 and the
PIN code corresponding to the job 2 is the PIN code pin2,
the printer 300 determines that the PIN codes match to each
other (T340: YES), and the printer 300 executes the pro-
cessing of step T342.

In step T342, the printer 300 deletes the job 2. Specifi-
cally, the printer 300 deletes, from the job table 327, the job
1D jb2, the user name us2, the file name file2 and the PIN
code pin2. Further, the printer 300 deletes the print data
pimg2 associated with the job ID jb2 of the job 2 from the
memory 324.

In step T344, the printer 300 transmits, to the mobile
terminal 200, a response res24 with respect to the job
deleting request req24. The response res24 includes infor-
mation indicating that the deletion of the job2, of which
deletion was specified by the user, has been successful.

In step T346, the mobile terminal 200 displays, in the
displaying section 230, the delete-success screen indicating
that the deletion of the job has been successful, in response
to a situation that the information included in the response
res24 indicates that the deletion of the job has been suc-
cessful. In response to the completion of the processing of
step T346, the data deletion processing is ended.

Note that in step T340, in a case that the PIN code
included in the job deletion request req24 does not match the
PIN code corresponding to the job of which deletion has
been specified by the user (1340: NO), the printer 300
executes the processing of step T344, without executing the
processing of step T342. In this case, the response res24

10

15

20

25

30

35

40

45

50

55

60

65

20

transmitted in step T344 includes information indicating that
the deletion of the job, of which deletion was instructed by
the user, has failed. Further, in step T346, the mobile
terminal 200 displays, in the displaying section 230, the
delete-failure screen.

In the foregoing, the case that the deletion of the job 2 is
instructed by user in step T324 has been explained. Note that
in a case that the deletion of both of the jobs 1 and 2 is
instructed in the deletion screen SC1 by the user, then the
processings from steps T326 to T344 are to be repeated by
the number of the job of which deletion is instructed. In such
a case, for example, in step T346, the mobile terminal 200
may cause the displaying section 230 to display the delete-
success screen, under a condition that the mobile terminal
200 receives, in step T334 or T344, the information from the
printer 300 indicating that the deletion has succeeded for
each of the jobs; on the other hand, in step T346, the mobile
terminal 200 may cause the displaying section 230 to display
the delete-failure screen, under a condition that the mobile
terminal 200 receives, in step T334 or T344, the information
from the printer 300 indicating that the deletion has failed
for at least one of the jobs.

Further, in a case that the deleting application 228 also
supports a protocol(s) different from the protocol 1 and the
protocol 2, the processings similar to those in steps T326 to
T334, or in steps T336 to T344 are also executed before step
T346 for all the protocol(s) which is (are) supported by the
deleting application and which is (are) different from the
protocols 1 and 2.

Note that in the present embodiment, the user operates the
mobile terminal 200. It is allowable, however, that the data
deletion processing is executed by operating the PC 100,
rather than operating the mobile terminal 200. Since the
processings executed by the PC 100 are similar to the
processings executed by the mobile terminal 200, any expla-
nation therefor will be omitted. Note that, however, the
deletion screen data indicating the deletion screen SC1 is
generated by the PC 100 based on the standard format 129
included in the deleting application 128 and the obtained job
lists 1st1 and 1st2. The specific deleting method is similar to
the method indicated in step T322.

As explained above, in the present embodiment, in a case
that the mobile terminal 200 transmits the PIN code pinl
inputted in step 1324 to the printer 300, the printer 300
deletes the print data pimgl of the job 1 from the memory
324 under the condition that the PIN code pinl received
from the mobile terminal 200 matches the PIN code pinl
stored in the memory 324 while being associated with the
job ID jb1. Namely, the user can delete the image data pimgl
from the memory 324 by inputting the PIN code pinl in the
mobile terminal 200, without going in front of the printer
300 and inputting the PIN code pinl to the printer 300.
Accordingly, it is possible to reduce the time and labor of the
user in a case of deleting the print data pimg1 which is stored
in the memory 324 while being associated with the PIN code
pinl.

<Corresponding Relationship>

The mobile terminal 200 is an example of the “terminal
apparatus” and the “first terminal apparatus”. The PC 100 is
an example of the “second terminal apparatus”. The printer
300 is an example of the “printing apparatus”.

The print data pimg1 is an example of the “object data”.
The PIN code pinl corresponding to the print data pimgl is
an example of the “associated authentication information”.
The PIN code inputted in step 1324 of FIG. 6B is an
example of the “first input authentication information”, and
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the PIN code inputted in step S114 of FIG. 3 is an example
of the “second input authentication information”.

The displaying section 230 of the mobile terminal 200 is
an example of the “first inputting section” and is an example
of'the “display”. The operating section 340 of the printer 300
is an example of the “second inputting section”. The print
executing section 350 of the printer 300 is an example of the
“printing section”.

The file name filel, file name file2 are an example of the
“identification information”.

The memory 324 of the printer 300 is an example of the
“first memory” and is an example of the “memory”. The
memory 124 of the PC 100 and the memory 224 of the
mobile terminal 200 are examples of the “second memory”.
The CPU 122 of the PC 100 and the CPU 222 of the mobile
terminal 200 are examples of the “processor”. The CPU 322
of the printer 300 is an example of the “processor”.

In the foregoing, the specific examples of the present
teaching have been explained in detail. These examples,
however, are provided for the illustrative purposes only, and
are not intended to limit or restrict the scope of the claims.
The technique described in the scope of the claims includes
various modifications, changes, etc., of the above-described
embodiments, in various manners.

[Modification 1]

In the above-described first and second embodiments, the
PC 100 and the mobile terminal 200 display, in step 1234 of
FIG. 4B and step T322 of FIG. 6 A, respectively, the deletion
screen SC1 including the check boxes each for selecting a
job and text boxes each for inputting a PIN code. Instead of
this configuration, however, each of the PC 100 and the
mobile terminal 200 may display deletion screens for allow-
ing the user to perform the job selection and the input of PIN
code via separate screens, respectively. In this case, each of
the PC 100 and the mobile terminal 200 displays, at first, a
screen which includes the check boxes each for selecting a
job but does not include text boxes each for inputting a PIN
code. In a case that the user enters a check to a check box
corresponding to a job which the user wishes to delete, and
depresses a button for instructing the execution, then in
response to this, each of the PC 100 and the mobile terminal
200 displays a screen including a text box for inputting the
PIN code of the selected job. In general, the terminal
apparatus may cause the displaying section to display a
deletion screen for allowing the user to issue an instruction
to delete an object data from the first memory.

[Modification 2]

In the above-described first and second embodiments, the
printer 300 stores the job table 327 in the memory 324.
Instead of this configuration, however, it is allowable that a
memory inside an external server communicable with the
printer 300 stores the job table 327. In this case, the printer
300 receives the job generating request reql in step T12 of
FIG. 2A, and in response to this, the printer 300 generates
the job 1 in step T14. The printer 300 transmits the generated
job 1 to the external server, and causes the memory in the
external server to store the job 1. Further, the printer 300
receives the print data generating request req2 in step T18,
and in response to this, the printer 300 generates the print
data pimgl in step T20. The printer 300 transmits the
generated print data pimgl to the external server, and causes
the memory in the external server to store the print data
pimgl. Furthermore, the printer 300 receives the job gen-
erating request reql and the print data generating request
req2, and in response to this, the printer 300 may transmit
the job generating request reql and the print data generating
request req2 to the external server, and the external server
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may generate the job 1 and the print data pimgl, and may
store the generated job 1 and print data pimg]1 in the memory
in the external server. Alternatively, an external memory
such as a USB memory connected to the printer 300 may
store the job table 327. In this case, the printer 300 may
transmit the generated job 1 and print data pimgl to the
external memory, and may cause the external memory to
store the job 1 and the print data pimgl. In general, the
printing apparatus may store, in the first memory, the object
data and the associated authentication information included
in the print request, while associating the object data and the
associated authentication information to each other.

[Modification 3]

In the above-described first embodiment, the PC 100
transmits the job deleting request req15 including the job ID
and the PIN code to the printer 300 in step T238 of FIG. 4B.
Instead of this configuration, however, it is allowable that
the PC 100 transmits, to the printer 300, a job deleting
request including the job ID, the PIN code and the user name
operating the PC 100. For example, the user name included
in this job deleting request is the user name usl inputted
during the login to the PC 100 in step T215. In this case, the
printer 300 may determine, in step T240, whether or not the
combination of the PIN code and the user name included in
the job deleting request reql5 matches the combination of
the PIN code and the user name corresponding to the job of
which deletion has been request by the user. In a case that
the combination of the PIN code and the user name included
in the job deleting request req15 matches the combination of
the PIN code and the user name corresponding to the job of
which deletion has been request by the user, the job is
deleted. Accordingly, the user operating the PC 100 can
delete only the job corresponding to the user. In other words,
it is possible to prevent a certain user operating the PC 100
from deleting a job corresponding to another user different
from the certain user.

Further, in the above-described second embodiment, in
steps T328 and T338 of FIGS. 6B and 6C, the mobile
terminal 200 transmits, to the printer 300, the job deleting
requests req23 and req24 each including the job ID and the
PIN code. Instead of this configuration, however, the mobile
terminal 200 may transmit, to the printer 300, a job deleting
request including the job ID, the PIN code and the user name
operating the mobile terminal 200, similarly to the PC 100
as the above-described modification 3. In this case, the
mobile terminal 200 may receive the input of the user name,
in addition to the selection of job and the input of PIN code
by the user, for example in step T324 in order to obtain the
user name included in the job deleting request. Further, the
operation of the printer 300 in such a case is similar to that
in the above-described modification 3. Accordingly, the user
operating the mobile terminal 200 can delete only the job
corresponding to the user. In other words, it is possible to
prevent a certain user operating the mobile terminal 200
from deleting a job corresponding to another user different
from the certain user.

[Modification 4]

In the above-described second embodiment, the mobile
terminal 200 obtains the job lists from the printer 300 in
steps T310 and T312, and in steps T316 and T318 of FIG.
6A, respectively. Instead of this configuration, however, the
mobile terminal 200 may store the job list(s) in the memory
224 in advance. In this case, the mobile terminal 200 stores,
in the memory 224, the user name us2, the file name file2
and the PIN code pin2 obtained in step T32 of FIG. 2B as
the job list. Note that in a case that the mobile terminal 200
further obtains the executing instruction for executing the
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secure printing, the mobile terminal 200 adds the inputted
user name, file name and PIN code to the job list, and stores
the inputted user name, file name and PIN code added to the
job list in the memory 224. Further, the mobile terminal 200
does not execute the steps T310 to T320 of FIG. 6A; rather,
in step T322 of FIG. 6A, the mobile terminal 200 generates
the deletion screen based on the job list stored in the memory
224, and displays the generated deletion screen. With this,
consequently, the user issues, in the deletion screen, an
instruction for deleting the job which is transmitted from the
mobile terminal 200. Accordingly, for example, in a case
that the mobile terminal 200 is a portable terminal which is
assumed to be used only by the user, it is possible to ensure
the security. Further, the above configuration may be pro-
vided also on the PC 100, in a similar manner regarding the
mobile terminal 200. In general, the terminal apparatus may
cause the displaying section to display a deletion screen for
allowing the user to issue an instruction to delete an object
data from the first memory.

[Modification 5]

In the mobile terminal 200 of the above-described second
embodiment, the program 226 includes the printing appli-
cation 227 and the deleting application 228. Namely, the
mobile terminal 200 instructs the printing of print data and
the deletion of job to the printer 300, by using different
applications, respectively. Instead of this configuration,
however, the mobile terminal 200 may have a program 226
including a multi-application which is provided with both of
the functions of the printing application 227 and the deleting
application 228 and which is capable of performing both of
the printing of print data and the deletion of job. In this case,
under a condition that the image data img]1 is selected in step
T30 of FIG. 2B, the mobile terminal 200 activates the
multi-application, instead of the printing application 227, so
as to display the print setting screen in the displaying section
130. Further, in FIG. 6A, the mobile terminal 200 starts the
data deletion processing in response to the user’s instruction
to activate the multi-application in the screen of the display-
ing section 230 of the mobile terminal 200.

Further, the multi-application may be provided with the
functions of the image browsing application, the printing
application 227 and the deleting application 228. In such a
situation, in a case that the user issues an instruction to
execute the printing of the image data imgl by using the
multi-application in step T30 of FIG. 2B, then the multi-
application displays the print setting screen in the displaying
section 130. Further, in FIG. 6A, the mobile terminal 200
starts the data deletion processing in response to the user’s
instruction to activate the multi-application in the screen of
the displaying section 230 of the mobile terminal 200. Note
that the deleting application in the second embodiment may
be an example of the “computer program”, or the multi-
application of the above-described modification 5 may be an
example of the “computer program”.

[Modification 6]

In the above-described first and second embodiments, in
step T20 of FIG. 2A, the printer 300 stores the print data
pimg]1 in the memory 224, while associating the print image
pimgl to the job ID jbl. Instead of this configuration,
however, the print 300 may store the image data imgl
received in step T18, or the RGB output data generated in
step T20. In this case, the printer 300 generates the print data
pimgl from the image data imgl, or the RGB output data,
and perform printing, in step S118 of FIG. 3.

Further, instead of allowing the printer 300 to generate the
print data pimgl, it is allowable that PC 100 generates the
print data pimgl. In this case, the PC 100 receives the
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response res1 in step T16, and then the PC 100 generates the
RGB output data from the image data imgl based on the
setting information stl. Further, the PC 100 generates the
print data pimgl from the RGB output data. The specific
method for generating the print data pimgl is same as the
method described in relation to step T20. Afterwards, the PC
100 transmits the print data pimg1 to the printer 300 in step
T18. Note that since the print data pimg]1 is generated based
on the setting information st1, the PC 100 is not required to
transmit the print setting information st1 in step T18. In step
T20, the printer 300 stores the print data pimgl in the
memory 324, while associating the print data pimg1 with the
job ID jbl.

[Modification 7]

In the above-described first and second embodiments, the
printer 300 is a laser printer. Instead of this configuration,
however, the printer 300 may be an ink-jet printer. In
general, the printing apparatus may be provided with a
printing section.

[Modification 8]

Each of the processings in the above-described first and
second embodiments is realized by performing the process-
ings, in accordance with the softwares (namely, the program
126, the program 226 and the program 326), by the CPU 122
of the PC 100, the CPU 222 of the mobile terminal 200, and
the CPU 322 of the printer 300, respectively. Instead of this
configuration, however, the processings in the above-de-
scribed first and second embodiments may be realized by
hardware such as a logical circuit, etc.

What is claimed is:
1. A printing system comprising a terminal apparatus and
a printing apparatus communicable with each other,
wherein the terminal apparatus includes:
a first inputting section;
a first network interface; and
a processor configured to:
transmit a print request for printing an object image
indicated by object data via the first network
interface to the printing apparatus, the print
request including associated authentication infor-
mation associated with the object data,
wherein the printing apparatus includes:
a second inputting section;
a second network interface;
a printing section; and
a processor configured to:
receive the print request via the second network
interface from the terminal apparatus;
store the object data and the associated authentica-
tion information included in the print request in
association with each other in a first memory;
receive second input authentication information
inputted by the user via the second inputting
section, after the object data and the associated
authentication information have been stored in the
first memory;
determine whether the received second input authen-
tication information inputted by the user via the
second inputting section matches the associated
authentication information stored in the first
memory;
print the object image indicated by the object data by
using the printing section, if the processor of the
printing apparatus determines that the second
input authentication information matches the asso-
ciated authentication information,
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wherein processor of the terminal apparatus is further
configured to:
receive first input authentication information inputted
by a user via the first inputting section, after the print
request has been transmitted and the object data and
associated authentication information have been
stored in the first memory; and
transmit a delete request for deleting the object data
without printing the object image via the first net-
work interface to the printing apparatus, the delete
request including the received first input authentica-
tion information, and
wherein the processor of the printing apparatus is further
configured to:
receive the delete request including the first input
authentication information via the second network
interface from the terminal apparatus, after the object
data and the associated authentication information
have been stored in the first memory;
determine whether the first input authentication infor-
mation included in the delete request received from
the terminal apparatus matches the associated
authentication information stored in the first
memory; and
delete the object data from the first memory without
printing the object image indicated by the object
data, if the processor of the printing apparatus deter-
mines that the first input authentication information
matches the associated authentication information
stored in the first memory.
2. The printing system according to claim 1,
wherein the print request further includes identification
information for identifying the object data,
the processor of the printing apparatus stores the object
data, the associated authentication information and the
identification information while associating with one
another in the first memory,
the terminal apparatus further includes a display,
the processor of the terminal apparatus is further config-
ured to display on the display a deletion screen for the
user to instruct deletion of the object data from the first
memory, the deletion screen including an item indicat-
ing the identification information,
the processor of the terminal apparatus transmits, to the
printing apparatus, the delete request for deleting the
object data from the first memory via the first network
interface, if the deletion of the object data has been
instructed via the deletion screen and then the processor
of the terminal apparatus has received the first input
authentication information inputted by the user, the
delete request including the identification information
and the first input authentication information,
the processor of the printing apparatus receives the delete
request from the terminal apparatus via the second
network interface, and
the processor of the printing apparatus determines
whether the first input authentication information
included in the delete request matches the associated
authentication information which is stored in the first
memory while being associated with the identification
information.
3. The printing system according to claim 2,
wherein the processor of the terminal apparatus is further
configured to obtain the identification information
stored in the first memory, and
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the deletion screen includes the item indicating the iden-
tification information obtained by the processor of the
terminal apparatus.

4. The printing system according to claim 3,

wherein the printing apparatus further includes the first
memory,

the first memory further stores screen information indi-
cating the deletion screen, and

the processor of the terminal apparatus is configured to
obtain the screen information, which includes the iden-
tification information, from the printing apparatus.

5. The printing system according to claim 2,

wherein the terminal apparatus further includes a second
memory,

the second memory stores a standard format for display-
ing the deletion screen,

the processor of the terminal apparatus is further config-
ured to:

generate screen information indicating the deletion screen
by adding the identification information to the standard
format; and

display, on the display, the deletion screen indicated by
the screen information generated by the processor of
the terminal apparatus.

6. The printing system according to claim 5,

wherein the printing system comprises a first terminal
apparatus and a second terminal apparatus, as the
terminal apparatus,

a processor of the first terminal apparatus is configured to
transmit, to the printing apparatus in accordance with a
first protocol, a first print request for printing a first
object image indicated by first object data, the first print
request including first associated authentication infor-
mation which is associated with the first object data and
first identification information for identifying the first
object data,

a processor of the second terminal apparatus is configured
to transmit, to the printing apparatus in accordance with
a second protocol, a second print request for printing a
second object image indicated by second object data,
the second print request including second associated
authentication information which is associated with the
second object data and second identification informa-
tion for identifying the second object data,

if the processor of the printing apparatus receives the first
print request via the second network interface, the
processor of the printing apparatus stores the first
object data, the first associated authentication informa-
tion, the first identification information, and the first
protocol while associating with one another in the first
memory,

if the processor of the printing apparatus receives the
second print request via the second network interface,
the processor of the printing apparatus stores the sec-
ond object data, the second associated authentication
information, the second identification information, and
the second protocol while associating with one another
in the first memory,

the processor of the first terminal apparatus is further
configured to:

obtain, from the first memory in accordance with the first
protocol, the first identification information stored in the first
memory while being associated with the first protocol;
obtain, from the first memory in accordance with the second
protocol, the second identification information stored in the
first memory while being associated with the second proto-
col;
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store the first identification information and the first
protocol while associating with each other in a memory
of the first terminal apparatus, if the first identification
information has been obtained from the first memory;
and
store the second identification information and the second
protocol while associating with each other in the memory of
the first terminal apparatus, if the second identification
information has been obtained from the first memory,
the processor of the first terminal apparatus is configured
to display, on a display of the first terminal apparatus,
the deletion screen including a first item indicating the
first identification information and a second item indi-
cating the second identification information,
the processor of the first terminal apparatus is further
configured to:
specity, from the memory of the first terminal, the first
protocol associated with the first identification infor-
mation for identifying the first object data, if deletion of
the first object data has been instructed in the deletion
screen; and
specity, from the memory of the first terminal, the second
protocol associated with the second identification infor-
mation for identifying the second object data, if dele-
tion of the second object data has been instructed in the
deletion screen,
the processor of the first terminal apparatus is configured
to transmit, to the printing apparatus in accordance with
the first protocol, a first delete request for deleting the
first object data from the first memory, if the first
protocol has been specified by the processor of the first
terminal apparatus, and
the processor of the first terminal apparatus is configured
to transmit, to the printing apparatus in accordance with
the second protocol, a second delete request for delet-
ing the second object data from the first memory, if the
second protocol has been specified by the processor of
the first terminal apparatus.
7. The printing system of claim 1, wherein:
the object data and the associated authentication informa-
tion included in the print request are stored in the first
memory in association with each other and with a
corresponding job identifier,
the delete request includes the received first input authen-
tication information and the corresponding job identi-
fier, and
the processor of the printing apparatus is configured to
determine whether the first input authentication infor-
mation included in the delete request received from the
terminal apparatus matches the associated authentica-
tion information stored in the first memory based on the
corresponding job identifier.
8. The printing apparatus of claim 1, wherein:
the object data and the associated authentication informa-
tion included in the print request are stored in the first
memory in association with each other and with a
corresponding job identifier,
the delete request includes the received first input authen-
tication information and the corresponding job identi-
fier, and
the processor of the printing apparatus is configured to
determine whether the first input authentication infor-
mation included in the delete request received from the
terminal apparatus matches the associated authentica-
tion information stored in the first memory based on the
corresponding job identifier.
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9. A printing apparatus communicable with a terminal

apparatus, the printing apparatus comprising:

an inputting section;
a network interface;
a printing section; and
a processor configured to:
receive a print request for printing an object image
indicated by object data from the terminal apparatus
via the network interface, the print request including
associated authentication information associated
with the object data;
store the object data and the associated authentication
information included in the print request in associa-
tion with each other in a memory;
receive, from the terminal apparatus via the network
interface, a delete request for deleting the object data
without printing the object image, the delete request
including first input authentication information
which is inputted to the terminal apparatus by a user
after the print request has been received, the delete
request received after the object data and the asso-
ciated authentication information have been stored in
the memory;
determine whether the first input authentication infor-
mation included in the delete request received from
the terminal apparatus matches the associated
authentication information stored in the memory;
receive second input authentication information input-
ted by a user via the inputting section, after the object
data and the associated authentication information
have been stored in the memory;
determine whether the received second input authenti-
cation information inputted via the inputting section
matches the associated authentication information
stored in the memory;
print the object image indicated by the object data by
using the printing section, if the processor deter-
mines that the second input authentication informa-
tion matches the associated authentication informa-
tion stored in memory; and
delete the object data from the memory without print-
ing the object image indicated by the object data, if
the processor determines that the first input authen-
tication information matches the associated authen-
tication information stored in memory.
10. The printing apparatus according to claim 9,
wherein the print request further includes identification
information for identifying the object data,
the processor stores the object data, the associated authen-
tication information and the identification information
while associating with one another in the memory,
the processor receives, from the terminal apparatus via the
network interface, the delete request for deleting the
object data from the memory, the delete request includ-
ing the identification information and the first input
authentication information, and
the processor determines whether the first input authen-
tication information included in the delete request
matches the associated authentication information
which is stored in the memory while being associated
with the identification information.
11. The printing apparatus according to claim 10, further

comprising the memory, the memory further storing screen
information indicating a deletion screen, and

the processor is configured to transmit the screen infor-
mation including the identification information to the
terminal apparatus via the network interface.
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12. A non-transitory computer-readable medium storing
instructions to a terminal apparatus which includes an input-
ting section, a display, and a network interface and which is
communicable with a printing apparatus, the instructions,
when executed by a processor of the terminal apparatus,
causing the terminal apparatus to:

display, on the display, a deletion screen which is for a

user to instruct deletion of object data from a first
memory of the printing apparatus and which includes
an item indicating identification information for iden-
tifying the object data, after a print request including
associated authentication information associated with
the object data and the identification information for
identifying the object data has been received by the
printing apparatus from the terminal apparatus and the
object data, the associated authentication information,
and the identification information have been stored in
the first memory in association with one another, the
print request being a request for printing an object
image indicated by the object data;

receive input authentication information inputted by the

user via the inputting section, after the print request has
been transmitted and the object data, associated authen-
tication information, and identification information
have been stored in the first memory; and

transmit, to the printing apparatus via the network inter-

face, a delete request including the identification infor-
mation and the input authentication information, if the
deletion of the object data has been instructed via the
deletion screen and the input authentication informa-
tion inputted by the user has been received,

wherein the delete request is a request for deleting the

object data from the first memory without printing the
object image indicated by the object data, receipt of the
delete request by the printing apparatus causing the
printing apparatus to delete the object data if the input
authenticating information included in the delete
request matches the associated authentication informa-
tion stored in the first memory of the printing apparatus
in association with the identification information.

13. The medium according to claim 12, wherein the
instructions further cause the terminal apparatus to obtain
the identification information stored in the first memory.

14. The medium according to claim 13,

wherein the terminal apparatus further includes a second

memory,

the second memory stores a standard format for dis-
playing the deletion screen,

the instructions further cause the terminal apparatus to
generate screen information indicating the deletion
screen by adding, to the standard format, the iden-
tification information obtained from the first
memory, and
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the terminal apparatus displays, on the display, the
deletion screen indicated by the screen information.
15. The medium according to claim 14,
wherein the instructions further cause the terminal appa-
ratus to:
obtain, from the first memory in accordance with a first
protocol, a first identification information for iden-
tifying first object data and stored in the first memory
while being associated with the first protocol;
obtain, from the first memory in accordance with a
second protocol, a second identification information
for identifying second object data and stored in the
first memory while being associated with the second
protocol;
store the first identification information and the first
protocol while associating with each other in the
second memory, if the first identification information
has been obtained from the first memory; and
store the second identification information and the
second protocol while associating with each other in
the second memory, if the second identification
information has been obtained from the first
memory;
the instructions cause the terminal apparatus to display
the deletion screen including a first item indicating
the first identification information and a second item
indicating the second identification information, on
the display,
the instructions further cause the terminal apparatus to:
specify, from the second memory, the first protocol associ-
ated with the first identification information for identifying
the first object data, if deletion of the first object data has
been instructed via the deletion screen; and
specify, from the second memory, the second protocol
associated with the second identification information
for identifying the second object data, if deletion of the
second object data has been instructed via the deletion
screen,
the instructions cause the terminal apparatus to transmit,
to the printing apparatus via the network interface in
accordance with the first protocol, a first delete request
for deleting the first object data from the first memory,
if the first protocol has been specified, and
the instructions cause the terminal apparatus to transmit,
to the printing apparatus via the network interface in
accordance with the second protocol, a second delete
request for deleting the second object data from the first
memory, if the second protocol has been specified.
16. The medium according to claim 12, wherein the
instructions further cause the terminal apparatus to transmit
the print request to the printing apparatus via the network
interface.



