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The present systems, devices, and methods relate to man-
aging shared vehicle access. Vehicle access can be provided
to a candidate user based on whether the user is included in
a list of at least one user associated with a respective virtual
key. Virtual keys can be created, or lists of at least one user
can be updated to include the candidate user, to in turn
provide vehicle access. Virtual keys can be stored in a
plurality of virtual key slots, with vehicle access being
provided based on a virtual key stored in an active key slot.
Status reports can be sent to a reservation management
device, for updating virtual keys or lists of at least one user.
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Store, by a first at least one non-transitory processor-readable storage medium of a vehicle
device, a plurality of virtual keys, each virtual key associated with a respective list of at
least one user from a plurality of lists of at least one user, and each virtual key associated
with a respective set of vehicle access privileges, wherein users included in each respective
list of at least one user are entitled to the respective set of vehicle access privileges
associated with a respective virtual key to which the respective list of at least one user is
associated.

v

In response to an interaction event with the vehicle device by a candidate user, where
credentials for the candidate user are received by the vehicle device, determine by a first at
least one processor of the vehicle device, whether the candidate user is included in a list of
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METHODS FOR SHARED VEHICLE ACCESS

PRIOR APPLICATION DATA

[0001] This application is a continuation of U.S. patent
application Ser. No. 17/725,675 titled “Systems for Shared
Vehicle Access”, filed on Apr. 21, 2022, which claims
priority to U.S. Provisional Patent Application No. 63/270,
844 titled “Systems, Devices, and Methods for Shared
Vehicle Access”, filed on Oct. 22, 2021.

TECHNICAL FIELD

[0002] The present disclosure generally relates to systems,
devices, and methods for managing shared vehicles, and in
particular relates to controlling access to shared vehicles.

BACKGROUND

[0003] In many scenarios, it is desirable for a vehicle or
plurality of vehicles to be shared between different users. As
one example, a commercial vehicle fleet may include a
plurality of vehicles which are operated by rotating drivers.
As another example, a vehicle rental agency may have a
plurality of vehicle, which are rented out to different users.
To provide vehicle access to different users, it is desirable to
have systems, devices, or methods for assigning, identifying,
or checking vehicle access privileges of candidate users in
order to provide or deny vehicle access appropriately.

SUMMARY

[0004] According to a broad aspect, the present disclosure
describes a method for managing shared access to a vehicle
including a vehicle device, the method comprising: storing,
by a first at least one non-transitory processor-readable
storage medium of the vehicle device, a plurality of virtual
keys, each virtual key associated with a respective list of at
least one user from a plurality of lists of at least one user, and
each virtual key associated with a respective set of vehicle
access privileges, wherein users included in each respective
list of at least one user are entitled to the respective set of
vehicle access privileges associated with a respective virtual
key to which the respective list of at least one user is
associated; in response to an interaction event with the
vehicle device by a candidate user, where credentials for the
candidate user are received by the vehicle device, determin-
ing by a first at least one processor of the vehicle device,
whether the candidate user is included in a list of the
plurality of lists; if the candidate user is included in a list of
the plurality of lists: determining, by the first at least one
processor of the vehicle device, a virtual key associated with
the list in which the candidate user is included and a set of
vehicle access privileges associated with the determined
virtual key; and providing vehicle access to the candidate
user in accordance with the determined set of vehicle access
privileges; and if the candidate user is not included in a list
of' the plurality of lists: communicating, by a communication
interface of the vehicle device, the credentials of the can-
didate user for reception by a reservation management
device; receiving, by the communication interface of the
vehicle device from the reservation management device, an
indication of vehicle access privileges of the candidate user;
and providing vehicle access to the candidate user in accor-
dance with the vehicle access privileges indicated in the
indication of vehicle access privileges.
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[0005] Receiving an indication of vehicle access privi-
leges of the candidate user may comprise: receiving, by the
communication interface of the vehicle device from the
reservation management device, a specified list of at least
one user including the candidate user associated with a
specified virtual key which is associated with a specified set
of vehicle access privileges; and providing vehicle access to
the candidate user in accordance with the vehicle access
privileges provided in the indication of vehicle access privi-
leges may comprise: providing vehicle access to the candi-
date user in accordance with the specified set of vehicle
access privileges. The method may further comprise: updat-
ing, by a second at least one processor of the reservation
management device, an existing list of at least one user
associated with an existing virtual key to include the can-
didate user; and sending, by a communication interface of
the reservation management device, the updated list of at
least one user. The method may further comprise: receiving,
by the communication interface of the vehicle device from
the reservation management device, the specified virtual
key. The method may further comprise: creating, by a
second at least one processor of the reservation management
device, the specified virtual key and the specified list of at
least one user associated with the specified virtual key; and
sending, by a communication interface of the reservation
management device, the specified virtual key and the speci-
fied list of at least one user to be received by the vehicle
device.

[0006] Storing the plurality of virtual keys may comprise:
storing the plurality of virtual keys in a plurality of virtual
key slots on the first at least one non-transitory processor-
readable storage medium, each virtual key of the plurality of
virtual keys stored in a respective virtual key slot of the
plurality of virtual key slots. The plurality of virtual key slots
may include one active virtual key slot and a plurality of
non-active virtual key slots, access to the vehicle may be
controlled according to a set of vehicle access privileges
associated with a virtual key stored in the active virtual key
slot, and the method may further comprise: if the candidate
user is included in a list of the plurality of lists: providing
vehicle access to the candidate user in accordance with the
determined set of vehicle access privileges includes storing
the determined virtual key in the active key slot; and if the
candidate user is not included in a list of the plurality of lists:
providing vehicle access to the candidate user in accordance
with the vehicle access privileges indicated in the indication
of'vehicle access privileges may include storing a virtual key
associated with the vehicle access privileges provided in the
indication of vehicle access privileges in the active virtual
key slot. Storing the determined virtual key in the active
virtual key slot may comprise copying the determined
virtual key to the active virtual key slot. The plurality of
non-active virtual key slots may include four non-active-
virtual key slots.

[0007] Each virtual key of the plurality of virtual keys may
be associated with an expiry time, and the method may
further comprise: removing, from the first at least one
non-transitory processor-readable storage medium, keys of
the plurality of virtual keys which are expired.

[0008] The method may further comprise sending a status
report from the vehicle device to be received by the reser-
vation management device, the status report indicating the
plurality of virtual keys stored on the first at least one
non-transitory processor-readable storage medium. The sta-
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tus report may indicate an expiry time for each virtual key
of the plurality of virtual keys, and the method may further
comprise: receiving, by the vehicle device, an updated
plurality of virtual keys which does not include expired
virtual keys; and storing, by the first at least one non-
transitory processor-readable storage medium, the updated
plurality of virtual keys. The method may further comprise:
determining, by a second at least one processor of the
reservation management device, whether any virtual keys of
the plurality of virtual keys has expired based on the expiry
time for each key; updating, by the second at least one
processor of the reservation management device, the plural-
ity of keys to remove any expired keys; and providing the
updated plurality of keys to the vehicle device. The method
may further comprise: receiving, by the vehicle device, an
updated plurality of virtual keys which includes at least one
additional virtual key not indicated in the status report; and
storing, by the first at least one non-transitory processor-
readable storage medium, the updated plurality of virtual
keys. The method may further comprise: determining, by a
second at least one processor of the reservation management
device, whether any new virtual key requests have been
received since a previous status update was received from
the vehicle device; determining, by the second at least one
processor, whether there is an available virtual key slot for
each new virtual key request; updating, by the second at
least one processor, the plurality of virtual keys to add at
least one new virtual key corresponding to each new virtual
key request in available key slots; and providing the updated
plurality of virtual keys to the vehicle device. The method
may further comprise: receiving, by the vehicle device, at
least one additional virtual key not indicated in the status
report; and storing, by the first at least one non-transitory
processor-readable storage medium, the at least one addi-
tional virtual key. Sending the status report from the vehicle
device may comprise sending the status report from the
vehicle device at regular intervals.

[0009] The indication of vehicle access privileges may
indicate that the candidate user has no vehicle access privi-
leges; and providing vehicle access to the candidate user in
accordance with the vehicle access privileges indicated in
the indication of vehicle access privileges may comprise:
denying vehicle access to the candidate user.

[0010] According to another broad aspect, the present
disclosure describes a system for managing shared access to
a vehicle, the system comprising: a vehicle device including
a first communication interface, a first at least one processor;
and a first at least one non-transitory processor-readable
storage medium communicatively coupled to the first at least
one processor, wherein the first at least one non-transitory
processor-readable storage medium stores first processor-
executable instructions, which when executed by the first at
least one processor cause the vehicle device to: store, by the
first at least one non-transitory processor-readable storage
medium, a plurality of virtual keys, each virtual key asso-
ciated with a respective list of at least one user from a
plurality of lists of at least one user, and each virtual key
associated with a respective set of vehicle access privileges,
wherein users included in each respective list of at least one
user are entitled to the respective set of vehicle access
privileges associated with a respective virtual key to which
the respective list of at least one user is associated; in
response to an interaction event with the vehicle device by
a candidate user, where credentials for the candidate user are
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received by the vehicle device, determine by the first at least
one processor whether the candidate user is included in a list
of the plurality of lists; if the candidate user is included in
a list of the plurality of lists: determine, by the first at least
one processor, a virtual key associated with the list in which
the candidate user is included and a set of vehicle access
privileges associated with the determined virtual key; and
provide vehicle access to the candidate user in accordance
with the determined set of vehicle access privileges; and if
the candidate user is not included in a list of the plurality of
lists: communicate, by the first communication interface, the
credentials of the candidate user for reception by a reserva-
tion management device; receive, by the first communica-
tion interface from the reservation management device, an
indication of vehicle access privileges of the candidate user;
and provide vehicle access to the candidate user in accor-
dance with the vehicle access privileges indicated in the
received indication of vehicle access privileges.

[0011] The indication of vehicle access privileges of the
candidate user may comprise: a specified list of at least one
user including the candidate user associated with a specified
virtual key which is associated with a specified set of vehicle
access privileges; and vehicle access may be provided to the
candidate user in accordance with the specified set of vehicle
access privileges. The system may further comprise the
reservation management device which includes a second at
least one processor, a second at least one non-transitory
processor-readable storage medium communicatively
coupled to the second at least one processor, and a second
communication interface, and the second at least one non-
transitory processor-readable storage medium may store
second processor-executable instructions, which when
executed by the second at least one processor cause the
reservation management device to: update, by the second at
least one processor, an existing list of at least one user
associated with an existing virtual key to include the can-
didate user; and send, by the second communication inter-
face, the updated list of at least one user. The indication of
vehicle access privileges of the candidate user may further
comprise the specified virtual key. The system may further
comprise the reservation management device which
includes a second at least one processor, a second at least
one non-transitory processor-readable storage medium com-
municatively coupled to the at least one second processor,
and a second communication interface, and the second at
least one non-transitory processor-readable storage medium
may store second processor-executable instructions, which
when executed by the second at least one processor cause the
reservation management device to: create, by the second at
least one processor, the specified virtual key and the speci-
fied list of at least one user associated with the specified
virtual key; and send, by the second communication inter-
face, the specified virtual key and the specified list of at least
one user to be received by the vehicle device.

[0012] The first processor-executable instructions which
cause the first at least one non-transitory processor-readable
storage medium to store the plurality of virtual keys may
cause the first at least one non-transitory processor-readable
storage medium to: store the plurality of virtual keys in a
plurality of virtual key slots, each virtual key of the plurality
of virtual keys stored in a respective virtual key slot of the
plurality of virtual key slots. The plurality of virtual key slots
may include one active virtual key slot and a plurality of
non-active virtual key slots; access to the vehicle may be
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controlled according to a set of vehicle access privileges
associated with a virtual key stored in the active virtual key
slot; the first processor-executable instructions which cause
the vehicle device to, if the candidate user is included in a
list of the plurality of lists, provide vehicle access to the
candidate user in accordance with the determined set of
vehicle access privileges may cause the first at least one
processor-readable storage medium to store the determined
virtual key in the active virtual key slot; and the first
processor-executable instructions which cause the vehicle
device to, if the candidate user is not included in a list of the
plurality of lists: provide vehicle access to the candidate user
in accordance with the vehicle access privileges provided in
the indication of vehicle access privileges may cause the first
at least one non-transitory processor-readable storage
medium to: store a virtual key associated with the vehicle
access privileges provided in the indication of vehicle access
privileges in the active virtual key slot.

[0013] The first processor-executable instructions which
cause the first at least one non-transitory processor-readable
storage medium to store the determined virtual key in the
active virtual key slot may cause the first at least one
non-transitory processor-readable storage medium to copy
the determined virtual key to the active virtual key slot. The
plurality of non-active virtual key slots may include four
non-active-virtual key slots.

[0014] Each virtual key of the plurality of virtual keys may
be associated with an expiry time, and the first processor-
executable instructions may further cause the first at least
one non-transitory processor-readable storage medium to:
remove keys of the plurality of virtual keys which are
expired.

[0015] The first processor-executable instructions may
further cause the vehicle device to: send, by the first com-
munication interface, a status report from the vehicle device
to be received by the reservation management device, the
status report indicating the plurality of virtual keys stored on
the first at least one non-transitory processor-readable stor-
age medium. The status report may indicate an expiry time
for each virtual key of the plurality of virtual keys, and the
first processor-executable instructions may further cause the
vehicle device to: receive, by the first communication inter-
face, an updated plurality of virtual keys which does not
include expired virtual keys; and store, by the first at least
one non-transitory processor-readable storage medium, the
updated plurality of virtual keys. The system may further
comprise the reservation management device which
includes a second at least one processor, a second at least
one non-transitory processor-readable storage medium com-
municatively coupled to the second at least one processor,
and a second communication interface, and the second at
least one non-transitory processor-readable storage medium
may store second processor-executable instructions, which
when executed by the second at least one processor cause the
reservation management device to: determine, by the second
at least one processor, whether any virtual keys of the
plurality of virtual keys has expired based on the expiry time
for each key; update, by the second at least one processor,
the plurality of virtual keys to remove any expired keys; and
provide, by the second communication interface, the
updated plurality of virtual keys to the vehicle device. The
first processor-executable instructions may further cause the
vehicle device to: receive, by the first communication inter-
face, an updated plurality of virtual keys which includes at
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least one additional virtual key not indicated in the status
report; and store, by the first at least one non-transitory
processor-readable storage medium, the updated plurality of
virtual keys. The system may further comprise the reserva-
tion management device which includes a second at least
one processor, a second at least one non-transitory proces-
sor-readable storage medium communicatively coupled to
the second at least one processor, and a second communi-
cation interface, and the second at least one non-transitory
processor-readable storage medium may store second pro-
cessor-executable instructions, which when executed by the
second at least one processor cause the reservation manage-
ment device to: determine, by the second at least one
processor, whether any new virtual key requests have been
received since a previous status update was received from
the vehicle; determine, by the second at least one processor,
whether there is an available virtual key slot for each new
virtual key request; update, by the second at least one
processor, the plurality of virtual keys to add at least one
new virtual key corresponding to each new virtual key
request in available key slots; and provide, by the second
communication interface, the updated plurality of virtual
keys to the vehicle device. The first processor-executable
instructions may further cause the vehicle device to: receive,
by first communication interface, at least one additional
virtual key not indicated in the status report; and store, by the
first at least one non-transitory processor-readable storage
medium, the at least one additional virtual key. The first
processor-executable instructions which cause the first com-
munication interface to send the status report may cause the
first communication interface to send the status report at
regular intervals.

[0016] The indication of vehicle access privileges of the
candidate user may indicate that the candidate user has no
vehicle access privileges; and the first processor-executable
instructions which cause the vehicle device to provide
vehicle access to the candidate user in accordance with the
vehicle access privileges indicated in the indication of
vehicle access privileges may cause the vehicle device to:
deny vehicle access to the candidate user.

[0017] According to another broad aspect, the present
disclosure describes a method for managing shared access to
a vehicle including a vehicle device, the method comprising:
storing, by a first at least one non-transitory processor-
readable storage medium of the vehicle device, a plurality of
virtual keys, each virtual key associated with a respective list
of at least one user from a plurality of lists of at least one
user, and each virtual key associated with a respective set of
vehicle access privileges, wherein users included in each
respective list of at least one user are entitled to the respec-
tive set of vehicle access privileges associated with a respec-
tive virtual key to which the respective list of at least one
user is associated; in response to an interaction event with
the vehicle device by a user device of a candidate user,
where credentials for the candidate user are received by the
vehicle device from the user device, determining by a first
at least one processor of the vehicle device, whether the
candidate user is included in a list of the plurality of lists; if
the candidate user is included in a list of the plurality of lists:
determining, by the first at least one processor of the vehicle
device, a virtual key associated with the list in which the
candidate user is included and a set of vehicle access
privileges associated with the determined virtual key; and
providing vehicle access to the candidate user in accordance



US 2023/0252365 Al

with the determined set of vehicle access privileges; and if
the candidate user is not included in a list of the plurality of
lists: receiving, from the user device, an indication of
vehicle access privileges of the candidate user; and provid-
ing vehicle access to the candidate user in accordance with
the vehicle access privileges indicated in the received indi-
cation of vehicle access privileges.

[0018] Receiving an indication of vehicle access privi-
leges of the candidate user may comprise: receiving, by a
communication interface of the vehicle device from the user
device, a specified list of at least one user including the
candidate user associated with a specified virtual key which
is associated with a specified set of vehicle access privileges;
and providing vehicle access to the candidate user in accor-
dance with the vehicle access privileges provided in the
indication of vehicle access privileges may comprise: pro-
viding vehicle access to the candidate user in accordance
with the specified set of vehicle access privileges. The
method may further comprise: downloading, by the user
device from a reservation management device, the specified
list of at least one user; and sending, by the user device, the
specified list of at least one user to be received by the vehicle
device. The method may further comprise: updating, by a
second at least one processor of the reservation management
device, an existing list of at least one user associated with an
existing virtual key to include the candidate user; and
sending, by a communication interface of the reservation
management device, the updated list of at least one user to
be received by the user device. The method may further
comprise: downloading, by the user device from a reserva-
tion management device, the specified virtual key; and
sending, by the user device, the specified virtual key to be
received by the vehicle device. The method may further
comprise: creating, by a second at least one processor of the
reservation management device, the specified virtual key
and the specified list of at least one user associated with the
specified virtual key; and transferring, by a communication
interface of the reservation management device, the speci-
fied virtual key and the specified list of at least one user to
be received by the user device.

[0019] Storing the plurality of virtual keys may comprise:
storing the plurality of virtual keys in a plurality of virtual
key slots on the first at least one non-transitory processor-
readable storage medium, each virtual key of the plurality of
virtual keys stored in a respective virtual key slot of the
plurality of virtual key slots. The plurality of virtual key slots
may include one active virtual key slot and a plurality of
non-active virtual key slots, access to the vehicle is con-
trolled according to a set of vehicle access privileges asso-
ciated with a virtual key stored in the active virtual key slot,
and the method may further comprise: if the candidate user
is included in a list of the plurality of lists: providing vehicle
access to the candidate user in accordance with the deter-
mined set of vehicle access privileges includes storing the
determined virtual key in the active virtual key slot; and if
the candidate user is not included in a list of the plurality of
lists: providing vehicle access to the candidate user in
accordance with the vehicle access privileges provided in
the indication of vehicle access privileges may include
storing a virtual key associated with the vehicle access
privileges provided in the indication of vehicle access privi-
leges in the active virtual key slot. Storing the determined
virtual key in the active virtual key slot may comprise
copying the determined virtual key to the active virtual key
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slot. The plurality of non-active virtual key slots may
include four non-active-virtual key slots.

[0020] Each virtual key of the plurality of virtual keys may
be associated with an expiry time, and the method may
further comprise: removing, from the first at least one
non-transitory processor-readable storage medium, keys of
the plurality of virtual keys which are expired.

[0021] The method may further comprise sending a status
report from the vehicle device to be received by a reserva-
tion management device, the status report indicating the
plurality of virtual keys stored on the first at least one
non-transitory processor-readable storage medium. The sta-
tus report may indicate an expiry time for each virtual key
of the plurality of virtual keys, and the method may further
comprise: receiving, by the vehicle device, an updated
plurality of virtual keys which does not include expired
virtual keys; and storing, by the first at least one non-
transitory processor-readable storage medium, the updated
plurality of virtual keys. The method may further comprise:
determining, by a second at least one processor of the
reservation management device, whether any virtual keys of
the plurality of virtual keys has expired based on the expiry
time for each key; updating, by the second at least one
processor of the reservation management device, the plural-
ity of virtual keys to remove any expired keys; and providing
the updated plurality of virtual keys to the vehicle device.
The method may further comprise: receiving, by the vehicle
device, an updated plurality of virtual keys which includes
at least one additional virtual key not indicated in the status
report; and storing, by the first at least one non-transitory
processor-readable storage medium, the updated plurality of
virtual keys. The method of may further comprise: deter-
mining, by a second at least one processor of the reservation
management device, whether any new virtual key requests
have been received since a previous status update was
received from the vehicle device; determining, by the second
at least one processor, whether there is an available virtual
key slot for each new virtual key request; updating, by the
second at least one processor, the plurality of virtual keys to
add at least one new virtual key corresponding to each new
virtual key request in available key slots; and providing the
updated plurality of virtual keys to the vehicle device. The
method may further comprise: receiving, by the vehicle
device, at least one additional virtual key not indicated in the
status report; and storing, by the first at least one non-
transitory processor-readable storage medium, the at least
one additional virtual key. Sending the status report from the
vehicle device may comprise sending the status report from
the vehicle device at regular intervals.

[0022] The indication of vehicle access privileges may
indicate that the candidate user has no vehicle access privi-
leges; and providing vehicle access to the candidate user in
accordance with the vehicle access privileges indicated in
the indication of vehicle access privileges may comprise:
denying vehicle access to the candidate user.

[0023] According to another broad aspect, the present
disclosure describes a system for managing shared access to
a vehicle, the system comprising: a vehicle device including
a first communication interface, a first at least one processor;
and a first at least one non-transitory processor-readable
storage medium communicatively coupled to the first at least
one processor, wherein the first at least one non-transitory
processor-readable storage medium stores first processor-
executable instructions, which when executed by the first at
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least one processor cause the vehicle device to: store, by the
first at least one non-transitory processor-readable storage
medium, a plurality of virtual keys, each virtual key asso-
ciated with a respective list of at least one user from a
plurality of lists of at least one user, and each virtual key
associated with a respective set of vehicle access privileges,
wherein users included in each respective list of at least one
user are entitled to the respective set of vehicle access
privileges associated with a respective virtual key to which
the respective list of at least one user is associated; in
response to an interaction event with the vehicle device by
a user device of a candidate user, where credentials for the
candidate user are received from the user device, determine
by the first at least one processor whether the candidate user
is included in a list of the plurality of lists; if the candidate
user is included in a list of the plurality of lists: determine,
by the first at least one processor, a virtual key associated
with the list in which the candidate user is included and a set
of vehicle access privileges associated with the determined
virtual key; and provide vehicle access to the candidate user
in accordance with the determined set of vehicle access
privileges; and if the candidate user is not included in a list
of the plurality of lists: receive, by the first communication
interface from the user device, an indication of vehicle
access privileges of the candidate user; and provide vehicle
access to the candidate user in accordance with the vehicle
access privileges indicated in the received indication of
vehicle access privileges.

[0024] The indication of vehicle access privileges of the
candidate user may comprise: a specified list of at least one
user including the candidate user associated with a specified
virtual key which is associated with a specified set of vehicle
access privileges; and vehicle access may be provided to the
candidate user in accordance with the specified set of vehicle
access privileges. The system may further comprise the user
device which includes a second at least one processor, a
second at least one non-transitory processor-readable stor-
age medium communicatively coupled to the second at least
one processor, and a second communication interface, and
the second at least one non-transitory processor-readable
storage medium may store second processor-executable
instructions, which when executed by the second at least one
processor cause the user device to: download, by the second
communication interface from a reservation management
device, the specified list of at least one user; and send, by the
second communication interface, the specified list of at least
one user to be received by the vehicle device. The system
may further comprise the reservation management device
which includes a third at least one processor, a third at least
one non-transitory processor-readable storage medium com-
municatively coupled to the third at least one processor, and
a third communication interface, and the third at least one
non-transitory processor-readable storage medium may
store third processor-executable instructions, which when
executed by the third at least one processor cause the
reservation management device to: update, by the third at
least one processor, an existing list of at least one user
associated with an existing virtual key to include the can-
didate user; and send, by the third communication interface,
the updated list of at least one user to be received by the user
device. The second processor-executable instructions may
further cause the user device to: download, by the second
communication interface from a reservation management
device, the specified virtual key; and send, by the second
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communication interface, the specified virtual key to be
received by the vehicle device. The system may further
comprise the reservation management device which
includes a third at least one processor, a third at least one
non-transitory processor-readable storage medium commu-
nicatively coupled to the third at least one processor, and a
third communication interface, and the third at least one
non-transitory processor-readable storage medium may
store third processor-executable instructions, which when
executed by the third at least one processor cause the
reservation management device to: create, by the third at
least one processor, the specified virtual key and the list of
at least one user associated with the specified virtual key;
and transfer, by the third communication interface, the
specified virtual key and the specified list of at least one user
to be received by the user device.

[0025] The first processor-executable instructions which
cause the first at least one non-transitory processor-readable
storage medium to store the plurality of virtual keys may
cause the first at least one non-transitory processor-readable
storage medium to: store the plurality of virtual keys in a
plurality of virtual key slots, each virtual key of the plurality
of virtual keys stored in a respective virtual key slot of the
plurality of virtual key slots. The plurality of virtual key slots
may include one active virtual key slot and a plurality of
non-active virtual key slots; access to the vehicle may be
controlled according to a set of vehicle access privileges
associated with a virtual key stored in the active virtual key
slot; the first processor-executable instructions which cause
the vehicle device to, if the candidate user is included in a
list of the plurality of lists, provide vehicle access to the
candidate user in accordance with the determined set of
vehicle access privileges may cause the first at least one
non-transitory processor-readable storage medium to store
the determined virtual key in the active virtual key slot; and
the first processor-executable instructions which cause the
vehicle device to, if the candidate user is not included in a
list of the plurality of lists: provide vehicle access to the
candidate user in accordance with the vehicle access privi-
leges indicated in the indication of vehicle access privileges
may cause the first at least one non-transitory processor-
readable storage medium to: store a virtual key associated
with the vehicle access privileges provided in the indication
of'vehicle access privileges in the active virtual key slot. The
first processor-executable instructions which cause the first
at least one non-transitory processor-readable storage
medium to store the determined virtual key in the active
virtual key slot may cause the first at least one non-transitory
processor-readable storage medium to copy the determined
virtual key to the active virtual key slot. The plurality of
non-active virtual key slots may include four non-active-
virtual key slots.

[0026] Each virtual key of the plurality of virtual keys may
be associated with an expiry time, and the first processor-
executable instructions may further cause the first at least
one non-transitory processor-readable storage medium to:
remove keys of the plurality of virtual keys which are
expired.

[0027] The first processor-executable instructions may
further cause the vehicle device to: send, by the first com-
munication interface, a status report from the vehicle device
to be received by a reservation management device, the
status report indicating the plurality of virtual keys stored on
the first at least one non-transitory processor-readable stor-
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age medium. The status report may indicate an expiry time
for each virtual key of the plurality of virtual keys, and the
first processor-executable instructions may further cause the
vehicle device to: receive, by the first communication inter-
face, an updated plurality of virtual keys which does not
include expired virtual keys; and store, by the first at least
one non-transitory processor-readable storage medium, the
updated plurality of virtual keys. The system may further
comprise the reservation management device which
includes a second at least one processor, a second at least
one non-transitory processor-readable storage medium com-
municatively coupled to the second at least one processor,
and a second communication interface, and the second at
least one non-transitory processor-readable storage medium
may store second processor-executable instructions, which
when executed by the second at least one processor cause the
reservation management device to: determine, by the second
at least one processor, whether any virtual keys of the
plurality of virtual keys has expired based on the expiry time
for each key; update, by the second at least one processor,
the plurality of virtual keys to remove any expired keys; and
provide, by the second communication interface, the
updated plurality of virtual keys to the vehicle device.

[0028] The first processor-executable instructions may
further cause the vehicle device to: receive, by the first
communication interface, an updated plurality of virtual
keys which includes at least one additional virtual key not
indicated in the status report; and store, by the first at least
one non-transitory processor-readable storage medium, the
updated plurality of virtual keys. The system may further
comprise the reservation management device which
includes a second at least one processor, a second at least
one non-transitory processor-readable storage medium com-
municatively coupled to the second at least one processor,
and a second communication interface, and the second at
least one non-transitory processor-readable storage medium
may store second processor-executable instructions, which
when executed by the second at least one processor cause the
reservation management device to: determine, by the second
at least one processor, whether any new virtual key requests
have been received since a previous status update was
received from the vehicle; determine, by the second at least
one processor, whether there is an available virtual key slot
for each new virtual key request; update, by the second at
least one processor, the plurality of virtual keys to add at
least one new virtual key corresponding to each new virtual
key request in available key slots; and provide, by the
second communication interface, the updated plurality of
virtual keys to the vehicle device. The first processor-
executable instructions may further cause the vehicle device
to: receive, by first communication interface, at least one
additional virtual key not indicated in the status report; and
store, by the first at least one non-transitory processor-
readable storage medium, the at least one additional virtual
key. The first processor-executable instructions which cause
the first communication interface to send the status report
may cause the first communication interface to send the
status report at regular intervals.

[0029] The indication of vehicle access privileges of the
candidate user may indicate that the candidate user has no
vehicle access privileges; and the first processor-executable
instructions which cause the vehicle device to provide
vehicle access to the candidate user in accordance with the
vehicle access privileges indicated in the indication of
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vehicle access privileges may cause the vehicle device to:
deny vehicle access to the candidate user.

[0030] According to another broad aspect, the present
disclosure describes a method for managing shared access to
a vehicle including a vehicle device, the method comprising:
storing, by a first at least one non-transitory processor-
readable storage medium of the vehicle device, a plurality of
virtual keys, each virtual key associated with a respective list
of at least one user from a plurality of lists of at least one
user, and each virtual key associated with a respective set of
vehicle access privileges, wherein users included in each
respective list of at least one user are entitled to the respec-
tive set of vehicle access privileges associated with a respec-
tive virtual key to which the respective list of at least one
user is associated; in response to an interaction event with
the vehicle device by a candidate user, where credentials for
the candidate user are received by the vehicle device,
determining by a first at least one processor of the vehicle
device, whether the candidate user is included in a list of the
plurality of lists; if the candidate user is included in a list of
the plurality of lists: determining, by the first at least one
processor of the vehicle device, a virtual key associated with
the list in which the candidate user is included and a set of
vehicle access privileges associated with the determined
virtual key; and providing vehicle access to the candidate
user in accordance with the determined set of vehicle access
privileges; and if the candidate user is not included in a list
of the plurality of lists: receiving input from the candidate
user which includes an indication of vehicle access privi-
leges of the candidate user; and providing vehicle access to
the candidate user in accordance with the vehicle access
privileges indicated in the indication of vehicle access
privileges.

[0031] Receiving input from the candidate user which
includes an indication of vehicle access privileges of the
candidate user may comprise: receiving input from the
candidate user which identifies a specified virtual key stored
on the first at least one non-transitory processor-readable
storage medium, the specified virtual key associated with a
specified set of vehicle access privileges; and providing
vehicle access to the candidate user in accordance with the
vehicle access privileges provided in the indication of
vehicle access privileges may comprise: providing vehicle
access to the candidate user in accordance with the specified
set of vehicle access privileges. The method may further
comprise: updating, by the first at least one processor, an
existing list of at least one user stored on the first at least one
non-transitory processor-readable storage medium associ-
ated with the specified virtual key to include the candidate
user.

[0032] Receiving input from the candidate user which
includes an indication of vehicle access privileges of the
candidate user may comprises: receiving input from the
candidate user which includes a new virtual key associated
with a specified set of vehicle access privileges; and pro-
viding vehicle access to the candidate user in accordance
with the vehicle access privileges provided in the indication
of vehicle access privileges may comprise: providing
vehicle access to the candidate user in accordance with the
specified set of vehicle access privileges. The method may
further comprise, if the candidate user is not included in a list
of the plurality of lists: storing, by the first at least one
non-transitory processor-readable storage medium, the new
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virtual key and a new list of at least one user associated with
the new virtual key which includes the candidate user.
[0033] The method may further comprise, if the candidate
user is not included in a list of the plurality of lists: creating,
by the first at least one processor, a new virtual key asso-
ciated with a specified set of vehicle access privileges; and
creating, by the first at least one processor, a new list of at
least one user associated with the new virtual key which
includes the candidate user, and providing vehicle access to
the candidate user in accordance with the vehicle access
privileges provided in the indication of vehicle access privi-
leges may comprise: providing vehicle access to the candi-
date user in accordance with the specified set of vehicle
access privileges.

[0034] Storing the plurality of virtual keys may comprise:
storing the plurality of virtual keys in a plurality of virtual
key slots on the first at least one non-transitory processor-
readable storage medium, each virtual key of the plurality of
virtual keys stored in a respective virtual key slot of the
plurality of virtual key slots. The plurality of virtual key slots
may include one active virtual key slot and a plurality of
non-active virtual key slots, access to the vehicle may be
controlled according to a set of vehicle access privileges
associated with a virtual key stored in the active virtual key
slot, and the method may further comprise: if the candidate
user is included in a list of the plurality of lists: providing
vehicle access to the candidate user in accordance with the
determined set of vehicle access privileges includes storing
the determined virtual key in the active virtual key slot; and
if the candidate user is not included in a list of the plurality
of lists: providing vehicle access to the candidate user in
accordance with the vehicle access privileges provided in
the indication of vehicle access privileges may include
storing a virtual key associated with the vehicle access
privileges provided in the indication of vehicle access privi-
leges in the active virtual key slot. Storing the determined
virtual key in the active virtual key slot may comprise
copying the determined virtual key to the active virtual key
slot. The plurality of non-active virtual key slots may
include four non-active-virtual key slots.

[0035] Each virtual key of the plurality of virtual keys may
be associated with an expiry time, and the method may
further comprise: removing, from the first at least one
non-transitory processor-readable storage medium, keys of
the plurality of virtual keys which are expired.

[0036] The method may further comprise sending a status
report from the vehicle device to be received by a reserva-
tion management device, the status report indicating the
plurality of virtual keys stored on the first at least one
non-transitory processor-readable storage medium. The sta-
tus report may indicate an expiry time for each virtual key
of the plurality of virtual keys, and the method may further
comprise: receiving, by the vehicle device, an updated
plurality of virtual keys which does not include expired
virtual keys; and storing, by the first at least one non-
transitory processor-readable storage medium, the updated
plurality of virtual keys. The method may further comprise:
determining, by a second at least one processor of the
reservation management device, whether any virtual keys of
the plurality of virtual keys has expired based on the expiry
time for each key; updating, by the second at least one
processor of the reservation management device, the plural-
ity of virtual keys to remove any expired keys; and providing
the updated plurality of virtual keys to the vehicle device.
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The method may further comprise: receiving, by the vehicle
device, an updated plurality of virtual keys which includes
at least one additional virtual key not indicated in the status
report; and storing, by the first at least one non-transitory
processor-readable storage medium, the updated plurality of
virtual keys. The method may further comprise: determin-
ing, by a second at least one processor of the reservation
management device, whether any new virtual key requests
have been received since a previous status update was
received from the vehicle device; determining, by the second
at least one processor, whether there is an available virtual
key slot for each new virtual key request; updating, by the
second at least one processor, the plurality of virtual keys to
add at least one new virtual key corresponding to each new
virtual key request in available key slots; and providing the
updated plurality of virtual keys to the vehicle device. The
method may further comprise: receiving, by the vehicle
device, at least one additional virtual key not indicated in the
status report; and storing, by the first at least one non-
transitory processor-readable storage medium, the at least
one additional virtual key. Sending the status report from the
vehicle device may comprise sending the status report from
the vehicle device at regular intervals.

[0037] The indication of vehicle access privileges may
indicate that the candidate user has no vehicle access privi-
leges; and providing vehicle access to the candidate user in
accordance with the vehicle access privileges indicated in
the indication of vehicle access privileges may comprise:
denying vehicle access to the candidate user.

[0038] Receiving input from the candidate user which
includes an indication of vehicle access privileges of the
candidate user may comprise: receiving the input from the
candidate user by a user input device of the vehicle. Receiv-
ing input from the candidate user which includes an indi-
cation of vehicle access privileges of the candidate user may
comprise: receiving the input from the candidate user from
a user device by a communication interface of the vehicle
device.

[0039] According to another broad aspect, the present
disclosure describes a system for managing shared access to
a vehicle, the system comprising: a vehicle device including
a first communication interface, a first at least one processor;
and a first at least one non-transitory processor-readable
storage medium communicatively coupled to the first at least
one processor, wherein the first at least one non-transitory
processor-readable storage medium stores first processor-
executable instructions, which when executed by the first at
least one processor cause the vehicle device to: store, by the
first at least one non-transitory processor-readable storage
medium, a plurality of virtual keys, each virtual key asso-
ciated with a respective list of at least one user from a
plurality of lists of at least one user, and each virtual key
associated with a respective set of vehicle access privileges,
wherein users included in each respective list of at least one
user are entitled to the respective set of vehicle access
privileges associated with a respective virtual key to which
the respective list of at least one user is associated; in
response to an interaction event with the vehicle device by
a candidate user, where credentials for the candidate user are
received by the vehicle device, determine by the first at least
one processor whether the candidate user is included in a list
of the plurality of lists; if the candidate user is included in
a list of the plurality of lists: determine, by the first at least
one processor, a virtual key associated with the list in which
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the candidate user is included and a set of vehicle access
privileges associated with the determined virtual key; and
provide vehicle access to the candidate user in accordance
with the determined set of vehicle access privileges; and if
the candidate user is not included in a list of the plurality of
lists: receive input from the candidate user which includes
an indication of vehicle access privileges of the candidate
user; and provide vehicle access to the candidate user in
accordance with the vehicle access privileges indicated in
the indication of vehicle access privileges.

[0040] The input from the candidate user which includes
the indication of vehicle access privileges of the candidate
user may comprise: input from the candidate user which
identifies a specified virtual key stored on the first at least
one non-transitory processor-readable storage medium, the
specified virtual key associated with a specified set of
vehicle access privileges; and vehicle access may be pro-
vided to the candidate user in accordance with the specified
set of vehicle access privileges. The first processor-execut-
able instructions may further cause the first at least one
processor to: update an existing list of at least one user
stored on the first at least one non-transitory processor-
readable storage medium associated with the specified vir-
tual key to include the candidate user. The input from the
candidate user which includes an indication of vehicle
access privileges of the candidate user may comprise: input
from the candidate user which includes a new virtual key
associated with a specified set of vehicle access privileges;
and the first processor-executable instructions which cause
the vehicle device to provide vehicle access to the candidate
user in accordance with the vehicle access privileges indi-
cated in the indication of vehicle access privileges may
cause the vehicle device to: provide vehicle access to the
candidate user in accordance with the specified set of vehicle
access privileges. The first processor-executable instructions
may further cause the vehicle device to, if the candidate user
is not included in a list of the plurality of lists: store, by the
first at least one non-transitory processor-readable storage
medium, the new virtual key and a new list of at least one
user associated with the new virtual key which includes the
candidate user.

[0041] The first processor-executable instructions may
further cause the vehicle device to, if the candidate user is
not included in a list of the plurality of lists: create, by the
first at least one processor, a new virtual key associated with
a specified set of vehicle access privileges; and create, by the
first at least one processor, a new list of at least one user
associated with the new virtual key which includes the
candidate user, and the first processor-executable instruc-
tions which cause the vehicle device to provide vehicle
access to the candidate user in accordance with the vehicle
access privileges provided in the indication of vehicle access
privileges may cause the vehicle device to: provide vehicle
access to the candidate user in accordance with the specified
set of vehicle access privileges.

[0042] The first processor-executable instructions which
cause the first at least one non-transitory processor-readable
storage medium to store the plurality of virtual keys may
cause the first at least one non-transitory processor-readable
storage medium to: store the plurality of virtual keys in a
plurality of virtual key slots, each virtual key of the plurality
of virtual keys stored in a respective virtual key slot of the
plurality of virtual key slots. The plurality of virtual key slots
may include one active virtual key slot and a plurality of
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non-active virtual key slots; access to the vehicle may be
controlled according to a set of vehicle access privileges
associated with a virtual key stored in the active virtual key
slot; the first processor-executable instructions which cause
the vehicle device to, if the candidate user is included in a
list of the plurality of lists, provide vehicle access to the
candidate user in accordance with the determined set of
vehicle access privileges may cause the first at least one
non-transitory processor-readable storage medium to store
the determined virtual key in the active virtual key slot; and
the first processor-executable instructions which cause the
vehicle device to, if the candidate user is not included in a
list of the plurality of lists: provide vehicle access to the
candidate user in accordance with the vehicle access privi-
leges provided in the indication of vehicle access privileges
may cause the first at least one non-transitory processor-
readable storage medium to: store a virtual key associated
with the vehicle access privileges provided in the indication
of'vehicle access privileges in the active virtual key slot. The
first processor-executable instructions which cause the first
at least one non-transitory processor-readable storage
medium to store the determined virtual key in the active
virtual key slot may cause the first at least one non-transitory
processor-readable storage medium to copy the determined
virtual key to the active virtual key slot. The plurality of
non-active virtual key slots may include four non-active-
virtual key slots.

[0043] Each virtual key of the plurality of virtual keys may
be associated with an expiry time, and the first processor-
executable instructions may further cause the first at least
one non-transitory processor-readable storage medium to:
remove keys of the plurality of virtual keys which are
expired.

[0044] The first processor-executable instructions may
further cause the vehicle device to: send, by the first com-
munication interface, a status report from the vehicle device
to be received by a reservation management device, the
status report indicating the plurality of virtual keys stored on
the first at least one non-transitory processor-readable stor-
age medium. The status report may indicate an expiry time
for each virtual key of the plurality of virtual keys, and the
first processor-executable instructions may further cause the
vehicle device to: receive, by the first communication inter-
face, an updated plurality of virtual keys which does not
include expired virtual keys; and store, by the first at least
one non-transitory processor-readable storage medium, the
updated plurality of virtual keys. The system may further
comprise the reservation management device which
includes a second at least one processor, a second at least
one non-transitory processor-readable storage medium com-
municatively coupled to the second at least one processor,
and a second communication interface, and the second at
least one non-transitory processor-readable storage medium
may store second processor-executable instructions, which
when executed by the second at least one processor cause the
reservation management device to: determine, by the second
at least one processor, whether any virtual keys of the
plurality of virtual keys has expired based on the expiry time
for each key; update, by the second at least one processor,
the plurality of virtual keys to remove any expired virtual
keys; and provide, by the second communication interface,
the updated plurality of virtual keys to the vehicle device.
The first processor-executable instructions may further
cause the vehicle device to: receive, by the first communi-
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cation interface, an updated plurality of virtual keys which
includes at least one additional virtual key not indicated in
the status report; and store, by the first at least one non-
transitory processor-readable storage medium, the updated
plurality of virtual keys. The system may further comprise
the reservation management device which includes a second
at least one processor, a second at least one non-transitory
processor-readable storage medium communicatively
coupled to the second at least one processor, and a second
communication interface, and the second at least one non-
transitory processor-readable storage medium may store
second processor-executable instructions, which when
executed by the second at least one processor cause the
reservation management device to: determine, by the second
at least one processor, whether any new virtual key requests
have been received since a previous status update was
received from the vehicle; determine, by the second at least
one processor, whether there is an available virtual key slot
for each new virtual key request; update, by the second at
least one processor, the plurality of virtual keys to add at
least one new virtual key corresponding to each new virtual
key request in available key slots; and provide, by the
second communication interface, the updated plurality of
virtual keys to the vehicle device. The first processor-
executable instructions may further cause the vehicle device
to: receive, by first communication interface, at least one
additional virtual key not indicated in the status report; and
store, by the first at least one non-transitory processor-
readable storage medium, the at least one additional virtual
key. The first processor-executable instructions which cause
the first communication interface to send the status report
may cause the first communication interface to send the
status report at regular intervals.

[0045] The indication of vehicle access privileges of the
candidate user may indicate that the candidate user has no
vehicle access privileges; and the first processor-executable
instructions which cause the vehicle device to provide
vehicle access to the candidate user in accordance with the
vehicle access privileges indicated in the indication of
vehicle access privileges may cause the vehicle device to:
deny vehicle access to the candidate user.

BRIEF DESCRIPTION OF THE DRAWINGS

[0046] Exemplary non-limiting embodiments are
described with reference to the accompanying drawings in
which:

[0047] FIG. 1 is a schematic view of a system for man-
aging shared vehicle access.

[0048] FIGS. 2, 3, and 4 are flowchart diagrams of exem-
plary methods for managing shared access to a vehicle, in
accordance with at least three exemplary illustrated imple-
mentations.

[0049] FIG. 5 is a schematic diagram for virtual key
storage in any of the device discussed herein.

[0050] FIG. 6 is a table which illustrates an exemplary set
of virtual keys.

DETAILED DESCRIPTION

[0051] The present disclosure details systems, methods,
and devices for managing access to shared vehicles.

[0052] FIG. 1 is a schematic view of a system 100 for
managing shared vehicle access. FIG. 1 shows a reservation
management device 110, which includes at least one pro-
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cessor 114, at least one non-transitory processor-readable
storage medium 116, and a communication interface 118.
Although illustrated as one device, reservation management
device 110 can include a plurality of devices, a plurality of
processors 114, a plurality of non-transitory processor-read-
able storage mediums 116, and/or a plurality of communi-
cation interfaces 118. Further, such a plurality of reservation
management devices can be in close proximity (e.g. in a
central server location), or can be distributed across different
locations (e.g. as remote devices). Communication interface
118 can be a wired or wireless interface, through which
reservation management device 110 communicates with
other devices, such as a plurality of wvehicles, vehicle
devices, or user devices.

[0053] Inthe illustrated example, reservation management
device 110 is shown as communicating with vehicle devices
in four vehicles 120a, 1205, 120c¢, and 1204 (collectively
referred to as vehicles 120). However, reservation manage-
ment device 110 could communicate with vehicle devices in
any appropriate number of vehicles, such as one vehicle,
dozens of vehicles, hundreds of vehicles, thousands of
vehicles, or even more vehicles.

[0054] Vehicle 120q includes at least one processor 124a,
at least one non-transitory processor-readable storage
medium 126a, and a communication interface 128a.
Together, the at least one processor 124a, the at least one
non-transitory processor-readable storage medium 126a,
and the communication interface 128a can be referred to as
“vehicle device” 122a.

[0055] Vehicle 1205 includes at least one processor 1245,
at least one non-transitory processor-readable storage
medium 1265, and a communication interface 1285.
Together, the at least one processor 1245, the at least one
non-transitory processor-readable storage medium 1265,
and the communication interface 1285 can be referred to as
“vehicle device” 1225.

[0056] Vehicle 120c¢ includes at least one processor 124c¢,
at least one non-transitory processor-readable storage
medium 126¢, and a communication interface 128c.
Together, the at least one processor 124¢, the at least one
non-transitory processor-readable storage medium 126¢, and
the communication interface 128¢ can be referred to as
“vehicle device” 122¢.

[0057] Vehicle 1204 includes at least one processor 1244,
at least one non-transitory processor-readable storage
medium 1264, and a communication interface 128d.
Together, the at least one processor 1244, the at least one
non-transitory processor-readable storage medium 1264,
and the communication interface 1284 can be referred to as
“vehicle device” 1224.

[0058] Collectively, vehicle 120a, vehicle 1205, vehicle
120¢, and vehicle 1204 can be referred to as “vehicles 120”.
Collectively, the at least one processor 124a, the at least one
processor 1245, the at least one processor 124c¢, and the at
least one processor 1244 can be referred to as “processors
124”. Collectively, the at least one non-transitory processor-
readable storage medium 126a, the at least one non-transi-
tory processor-readable storage medium 1265, the at least
one non-transitory processor-readable storage medium 126¢,
and the at least one non-transitory processor-readable stor-
age medium 1264 can be referred to as “non-transitory
processor-readable storage mediums 126”. Collectively,
communication interface 128a, communication interface
1285, communication interface 128¢, and communication
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interface 1284 can be referred to as “communication inter-
faces 128”. Collectively, vehicle device 1224, vehicle device
1225b, vehicle device 122¢, and vehicle device 1224 can be
referred to as “vehicle devices 122”.

[0059] Any of the communication interfaces 128 can be a
wired interface or a wireless interface, or a vehicle device
can include both a wired communication interface and a
wireless communication interface.

[0060] Each of vehicle devices 122 can be a monolithi-
cally packaged device (i.e. a device contained in a single
housing) which is installed in a respective vehicle. However,
this is not necessarily the case, and each vehicle device 122
can refer to the collection of components installed in a
vehicle (i.e. they do not have to be packaged in a single
housing). Further, components of any of the vehicle devices
122 can be multi-purpose components which serve other
functions within the vehicle.

[0061] System 100 is also illustrated in FIG. 1 as including
an optional user device 130. User device 130 can further
optionally include any of at least one processor 134, at least
one non-transitory processor-readable storage medium 136,
and a communication interface 138. As one example, user
device 130 could be a personal device belonging to a user,
such as a smartphone, PDA, tablet, or any similar device. As
another example, user device 130 could be an identification
device such as an RFID card, key fob, or similar. In some
implementations, user device 130 communicates with a
vehicle device 122 (e.g. via communication interface 138).
In FIG. 1, user device 130 is shown as communicating with
vehicle device 1225 in vehicle 1205, but user device 130
could also communicate with any of vehicle devices 122a,
122¢, or 1224 in respective vehicles 120a, 120c, and 1204,
or any other vehicle device, as appropriate for a given
application. In some implementations, user device 130 com-
municates with reservation management device 110 (e.g. via
communication interfaces 118 and 138) as illustrated in FIG.
1. In some implementations, user device 130 communicates
with a vehicle device and with reservation management
device 110.

[0062] FIG. 2 is a flowchart diagram which illustrates an
exemplary method 200 performed by devices such as those
in FIG. 1. Method 200 as illustrated includes acts 202, 204,
206, 208, 210, 212, 214, and 216. One skilled in the art will
appreciate that additional acts could be added, acts could be
removed, or acts could be reordered as appropriate for a
given application. With reference to the example illustrated
in FIG. 1, acts can be performed by appropriate components
of reservation management device 110, vehicle devices 122,
or user device 130. Further, any of the at least one non-
transitory processor-readable storage mediums 116, 126, or
136 could have instructions stored thereon, which when
executed by a respective at least one processor (processors
114, 124, or 134) cause the respective reservation manage-
ment device 110, vehicle devices 122, or user device 130 to
perform a given act of method 200. In the discussion of
method 200 below, reference to an act being performed by
at least one processor 124 refers to the act being performed
by any of processors 124a, 1245, 124¢, or 124d. Reference
to an act being performed by at least one non-transitory
processor-readable storage medium 126 refers to the act
being performed by any of non-transitory processor-read-
able storage mediums 126a, 1265, 126¢, or 126d. Reference
to an act being performed by communication interface 128
refers to the act being performed by any of communication
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interfaces 128a, 1285, 128¢, or 128d. Typically, for a com-
bination of acts performed by a combination of at least one
processor, at least one non-transitory processor-readable
storage medium, and a communication interface of a vehicle
device, the combination of acts are performed by at least one
processor, at least one non-transitory processor-readable
storage medium, and a communication interface common to
one of vehicle devices 122a, 1225, 122¢, or 122d (or any
other similar vehicle device).

[0063] At202, a first at least one non-transitory processor-
readable storage medium of a vehicle device (e.g. any of
non-transitory processor-readable storage mediums 126a,
1265, 126¢, or 126d of respective vehicle devices 122a,
122b, 122¢, and 1224) stores a plurality of virtual keys. Each
virtual key of the plurality of virtual keys is associated with
a respective list of at least one user, and each virtual key of
the plurality of virtual keys is associated with a respective
set of vehicle access privileges. Users included in each
respective list of at least one user are entitled to the respec-
tive set of vehicle access privileges associated with the
respective virtual key to which the respective list of at least
one user is associated.

[0064] Throughout this disclosure, a given vehicle can be
“reserved”, in that a “reservation” can be made for the
vehicle, in which a certain user can be provided vehicle
access. For example, for a rental vehicle fleet, users can
reserve vehicles for current or future use. Each reservation
can be associated with a virtual key, which can impact
whether other users can access the vehicle during reserva-
tion periods, or what vehicle access privileges are required
by other users in order to override an existing reservation
(e.g. administrator privileges). Reservations can be made by
users themselves (e.g. for a rental vehicle fleet), or by
managers (e.g. for a commercial fleet where users are
assigned different vehicles). A pre-existing reservation is not
necessarily required for vehicle access. For example, a
candidate user may be provided with vehicle access if a
vehicle is available. As another example, an service person
may be provided with vehicle access as needed for service
as needed.

[0065] A “set of vehicle access privileges™ refers to a set
of vehicle related activities a user can perform with respect
to a vehicle, and can be assigned on a per-user or per-role of
a user basis. As one example, a set of vehicle access
privileges for users in a “cleaning staff” role could include
permission to unlock and open vehicle doors, but may not
include permission to activate an engine of the vehicle or
drive the vehicle. As another example, a set of vehicle access
privileges for a renter of a vehicle can include permission to
unlock and open vehicle doors, to start a vehicle engine, and
to drive the vehicle, but may not include permissions to open
a hood of the vehicle to access the engine, or to access
diagnostic information of the vechicle. As yet another
example, a set of vehicle access privileges for a maintenance
person can include permission to unlock and open vehicle
doors, to start a vehicle engine, to drive the vehicle, to open
a hood of the vehicle to access the engine, and to access
diagnostic information of the vehicle.

[0066] By associating sets of vehicle access privileges
with respective virtual keys, which in turn are associated
with respective lists of at least one user, multiple users can
be assigned to a single virtual key and have the same vehicle
access privileges, which improves storage efficiency and
management of user permissions. However, it is not required
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that each unique virtual key be associated with a unique set
of vehicle access privileges. For example, in some imple-
mentations, two different vehicle renters can be associated
with two different virtual keys, where each key is associated
with an identical set of vehicle access privileges. In this case,
the two different virtual keys are used to manage different
vehicle reservations by the different renters (for example for
reservations at different times).

[0067] An interaction event can occur with the vehicle
device by a candidate user. In one example, the interaction
event could include the candidate user touching an RFID or
NFC user device to a corresponding scanner installed in the
vehicle. In another example, the interaction event could
include the candidate user using a communications device
(e.g. short range communication such as Bluetooth®) to
connect to the vehicle device and send signals or data to the
vehicle device. In yet another example, the vehicle could
have an input device installed, such as a keypad, touchpad,
or biometric scanner, which the candidate user can interact
with. Credentials for the candidate user (e.g. name, identi-
fication code, password, access privileges, authentication
key, or other appropriate credentials) are provided to the
vehicle device.

[0068] At 204, in response to the interaction event, a first
at least one processor of the vehicle device (e.g. any of
processors 126a, 1265, 126¢, or 1264 of respective vehicle
devices 122a, 1225, 122¢, and 1224) determines whether the
candidate user is included in a list of the plurality of lists. For
example, the first at least one processor can compare cre-
dentials for the candidate user to credentials for each user in
each list of at least one user (or compare credentials until the
candidate user is found in one of the lists of at least one
user). At 206, if the candidate user is included in a list of the
plurality of lists, method 200 proceeds to acts 208 and 210.
At 206, if the candidate user is not included in a list of the
plurality of lists, method 200 proceeds to acts 212, 214, and
216.

[0069] If the candidate user is included in a list of the
plurality of lists at 206, then at 208, the first at least one
processor determines a virtual key associated with the list in
which the candidate user is included, and a set of vehicle
access privileges associated with the determined virtual key.
In this way, a set of vehicle access privileges associated with
the candidate user is determined. At 210, vehicle access is
provided to the candidate user in accordance with the
determined set of access privileges.

[0070] Throughout this disclosure, there are discussions of
providing vehicle access in accordance with sets of vehicle
access privileges. In any such discussions herein, vehicle
access can be provided in any appropriate manner. As one
non-limiting example, a physical key-box can be installed or
stored in the vehicle, which contains a physical key for the
vehicle (e.g. an ignition key). In some implementations, this
key-box can be unlocked to provide a user access to the
physical key. Further, this key-box could include means for
controlling locking and unlocking doors of the vehicle, such
as mechanical actuators which press unlock and lock buttons
on a remote associated with the vehicle. In other implemen-
tations, the key-box could store a key-fob for a push-to-start
vehicle, and can provide power to the key-fob as needed to
provide vehicle access. In another non-limiting example, at
least one inhibiting module could be installed in the vehicle,
which prevents activation (or locking/unlocking) of certain
vehicle components absent an authorization signal. Such an
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inhibiting module could be as described, for example, in
U.S. Provisional Patent Application No. 63/227,375, which
is incorporated herein by reference in its entirety. These
mechanisms for providing or denying vehicle access are
merely exemplary, and any mechanism for controlling
vehicle access could be utilized as appropriate for a given
application. Further, any mechanism for controlling vehicle
access can be controlled as instructed by a respective vehicle
device (e.g. vehicle devices 122q, 1225, 122¢, and 122d), or
at least one processor in the respective vehicle device (e.g.
any of processors 126a, 1265, 126¢, or 1264d).

[0071] If the candidate user is not included in a list of the
plurality of lists at 206, then at 212, a communication
interface of the vehicle device (e.g. any of communication
interfaces 128a, 1285, 128¢, or 1284 of respective vehicle
devices 122a, 122b, 122¢, and 122d) communicates the
credentials of the candidate user for reception by a reserva-
tion management device (e.g. reservation management
device 110).

[0072] At 214, the communication device of the vehicle
device receives, from the reservation management device,
an indication of vehicle access privileges of the candidate
user. Examples of how the reservation management device
obtains or determines the indication of vehicle access privi-
leges are discussed later. Further, several examples of the
identification of vehicle access privileges are discussed later.
[0073] At 216, vehicle access is provided to the candidate
user in accordance with the vehicle access privileges indi-
cated in the indication of vehicle access privileges. Provid-
ing vehicle access to the candidate user is similar to as
discussed above regarding act 210, and discussion of act 210
is applicable to act 216 unless context requires otherwise.

[0074] In some implementations, receiving an indication
of vehicle access privileges of the candidate user, as in act
214, comprises: receiving, by the communication interface
of the vehicle device from the reservation management
device, a specified list of at least one user including the
candidate user associated with a specified set of vehicle
access privileges. In this exemplary implementation, the
candidate user is not found in a list of at least one user at the
vehicle device (at 204 and 206), and so the credentials are
sent to the reservation management device (at 212), for use
as discussed below.

[0075] Inone exemplary implementation, a second at least
one processor of the reservation management device (e.g.
the at least one processor 114 of reservation management
device 110) can check to see if the candidate user is included
in a list of at least one user stored at the reservation
management device (e.g. on the at least one non-transitory
processor-readable storage medium 116). This could occur,
in one example, if a reservation was made for the vehicle via
the reservation management device, but hasn’t yet been
transmitted to the vehicle device. In another example, if the
vehicle device has limited storage capacity, not all possible
reservations, lists of users, or virtual keys may be stored on
the vehicle device, but some can instead be stored on the
reservation management device. These scenarios are merely
exemplary, and other scenarios may arise where the candi-
date user is included in a list of at least one user on the
non-transitory processor-readable medium of the reservation
management device. If a list of users which includes the
candidate user is found on the at least one non-transitory
processor-readable storage medium of the reservation man-
agement device, this (specified) list of at least one user is
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sent by a communication interface of the reservation man-
agement device (e.g. communication interface 118). The
specified list is associated with a specified virtual key, which
is associated with a specified set of vehicle access privileges.
In this way, the “indication of vehicle privileges of the
candidate user” comprises the specified list of at least one
user. The specified list of at least one user is received by the
communication interface of the vehicle device (e.g. any of
communication interfaces 128 of respective vehicle device
122), and at 216 vehicle access is provided to the candidate
user in accordance with the specified vehicle access privi-
leges.

[0076] In some cases, the candidate user may not be
included in a list of at least one user stored on the non-
transitory processor-readable storage medium of the reser-
vation management device. However, the credentials of the
candidate user may be indicative of the user being entitled
to vehicle access privileges. For example, in a rental vehicle
fleet, the candidate user could be a registered user in good
standing, who is able to access available vehicles as needed
by interacting with said vehicles. As another example, the
candidate user could be a fleet administrator or service
worker, who is given vehicle access for the purpose of
managing or servicing vehicles in the fleet. These scenarios
are merely exemplary, and a candidate user could be deemed
as being entitled to vehicle access privileges for any reason
appropriate for a given application.

[0077] In some cases where the candidate user is entitled
to vehicle access privileges, an existing list of at least one
user associated with an existing virtual key (associated with
an existing set of vehicle access privileges) can be updated
by at least one processor of the reservation management
device (e.g. the at least one processor 114) to include the
candidate user. The updated list of at least one user is then
sent by the communication interface (e.g. communication
interface 118) of the reservation management device to the
vehicle device. The updated list is received by the commu-
nication interface of the vehicle device (e.g. any of com-
munication interfaces 128 of respective vehicle device 122),
and at 216 vehicle access is provided to the candidate user
in accordance with a set of vehicle access privileges asso-
ciated with a virtual key associated with the updated list.

[0078] In other cases where the candidate user is entitled
to vehicle access privileges, the at least one processor of the
reservation management device can create a new (specified)
virtual key, and a specified list of at least one user associated
with the specified virtual key which includes the candidate
user. The new specified virtual key is associated with a
specified set of vehicle access privileges. The new specified
virtual key and the specified list of at least one user are sent
by the communication interface (e.g. communication inter-
face 118) of the reservation management device to the
vehicle device. The specified virtual key and the specified
list of at least one user is received by the communication
interface of the vehicle device (e.g. any of communication
interfaces 128 of respective vehicle device 122), and at 216
vehicle access is provided to the candidate user in accor-
dance with the set of vehicle access privileges associated
with the specified virtual key associated with the specified
list of at least one user. In some cases, only the new specified
virtual key may need to be sent to the vehicle device, and not
the list of at least one user associated with the new specified
virtual key. As one example, if the candidate user is the only
user associated with the new specified virtual key, the at
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least one processor of the vehicle device could create the list
of at least one user (the list of the candidate user) in response
to receiving the new specified virtual key, since the vehicle
device received credentials of the candidate user in the
interaction event with the vehicle device.

[0079] In some implementations, the indication of vehicle
access privileges in act 214 of method 200 indicates that the
candidate user has no vehicle access privileges, in which
case providing vehicle access to the candidate user in
accordance with the vehicle access privileges indicated in
the indication of vehicle access privileges comprises: deny-
ing vehicle access to the candidate user. As one example, the
candidate user may not be a registered user of a vehicle fleet,
and therefore may not be entitled to vehicle access privi-
leges. As another example, the candidate user may be a
registered user of a vehicle fleet, but a vehicle device with
which they have interacted corresponds to a vehicle which
is not available (e.g. is reserved for another user), and
therefore the candidate user may not be entitled to vehicle
access privileges for said vehicle at the time of interest.

[0080] FIG. 3 is a flowchart diagram which illustrates an
exemplary method 300 performed by devices such as those
in FIG. 1. Method 300 as illustrated includes acts 202, 204,
206, 208, 210, 312, and 314. One skilled in the art will
appreciate that additional acts could be added, acts could be
removed, or acts could be reordered as appropriate for a
given application. With reference to the example illustrated
in FIG. 1, acts can be performed by appropriate components
of reservation management device 110, vehicle devices 122,
or user device 130. Further, any of the at least one non-
transitory processor-readable storage mediums 116, 126, or
136 could have instructions stored thereon, which when
executed by a respective at least one processor (processors
114, 124, or 134) cause the respective reservation manage-
ment device 110, vehicle devices 122, or user device 130 to
perform a given act of method 300. In the discussion of
method 300 below, reference to an act being performed by
at least one processor 124 refers to the act being performed
by any of processors 124a, 1245, 124c¢, or 124d. Reference
to an act being performed by at least one non-transitory
processor-readable storage medium 126 refers to the act
being performed by any of non-transitory processor-read-
able storage mediums 126a, 1265, 126¢, or 126d. Reference
to an act being performed by communication interface 128
refers to the act being performed by any of communication
interfaces 128a, 1285, 128¢, or 128d. Typically, for a com-
bination of acts performed by a combination of at least one
processor, at least one non-transitory processor-readable
storage medium, and a communication interface of a vehicle
device, the combination of acts are performed by at least one
processor, at least one non-transitory processor-readable
storage medium, and a communication interface common to
one of vehicle devices 122a, 1225, 122¢, or 122d (or any
other similar vehicle device).

[0081] Acts 202,204,206, 208, and 210 in method 300 are
similar to acts 202, 204, 206, 208, and 210 in method 200,
and discussion of these acts above with reference to method
200 is applicable to method 300 as well.

[0082] Some differences between method 300 and method
200 occurs in the acts performed when (at 204 and 206) the
candidate user is not included in a list of the plurality of lists
on the at least one non-transitory processor-readable storage
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medium of the vehicle device (e.g. any of non-transitory
processor-readable storage mediums 126 of vehicle devices
122).

[0083] If the candidate user is not included in a list of the
plurality of lists on the at least one non-transitory processor-
readable storage medium of the vehicle device, at 312 the
communication interface of the vehicle device (e.g. any of
communication interfaces 128 of vehicle device 122)
receives an indication of vehicle access privileges of the
candidate user from a user device of the candidate user. This
can be the same user device as used in the interaction event
with the vehicle by the candidate user at 204.

[0084] At 314, vehicle access is provided to the candidate
user in accordance with the vehicle access privileges indi-
cated in the indication of vehicle access privileges. Provid-
ing vehicle access to the candidate user is similar to as
discussed above regarding act 210, and discussion of act 210
is applicable to act 314 unless context requires otherwise.
[0085] In some implementations, receiving an indication
of vehicle access privileges of the candidate user, as in act
312, comprises: receiving, by the communication interface
of'the vehicle device from the user device, a specified list of
at least one user including the candidate user associated with
a specified set of vehicle access privileges. In such exem-
plary implementations, the user device itself provides infor-
mation to the vehicle device, which is used for determining
vehicle access privileges and providing vehicle access.
[0086] In one exemplary implementation, a reservation
(e.g., list of at least one user, and or virtual key) of the
candidate user for the vehicle can be downloaded to the user
device from a reservation management device, prior to the
candidate user being provided with vehicle access. This can
be useful if the vehicle device does not have network access,
such as if the vehicle is parked in an area with poor or no
cellular reception (e.g. in an underground parkade). As one
example, in a scenario where the vehicle belongs to a rental
vehicle fleet, the candidate user may reserve the vehicle,
where the reservation is processed by the reservation man-
agement system. The vehicle may not have network access,
and so information regarding the reservation is not received
by the vehicle device of the vehicle. Instead, reservation
information is downloaded to the user device of the candi-
date user. When the candidate user interacts with the vehicle
device by the user device (e.g. by connecting user device
130 to a vehicle device 122 over communication interfaces
136 and 126, which can include short range communication
interfaces such as Bluetooth®, NFC, or RFID), the reser-
vation information is transferred to the vehicle device.

[0087] In some cases, the reservation information down-
loaded to user device 130 from the reservation management
device 110, and sent to a vehicle device 122, comprises a
specified list of at least one user including the candidate user
associated with a specified set of vehicle access privileges.
For example, a specified virtual key associated with a
specified set of vehicle access privileges may already be
stored on a non-transitory processor-readable storage
medium of the vehicle device (e.g. any of non-transitory
processor-readable storage mediums 126 of vehicle devices
122), and a specified list of at least one user including the
candidate user is downloaded to the user device and sent to
the vehicle device, for association with the specified virtual
key. For example, the specified list of at least one user can
be an existing list of least one user associated with an
existing virtual key, and at least one processor of the
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reservation management device (e.g. the at least one pro-
cessor 114) can update the existing list of at least one user
to include the candidate user. The specified list of at least one
user (as updated to include the candidate user) can then be
sent to the user device, and in turn sent to the vehicle device.

[0088] In other cases, the reservation information down-
loaded to user device 130 from the reservation management
device 110, and sent to vehicle device 122, comprises the
specified key associated with the specified list of at least one
user and the specified set of vehicle access privileges. For
example, when the candidate user makes a reservation with
the reservation management device 110, the at least one
processor 114 can create the specified virtual key as a new
virtual key associated with the specified set of vehicle access
privileges, and create the specified list of at least one user as
a new list including the candidate user. The specified virtual
key and the specified list of at least one user including the
candidate user are then transferred from the reservation
management device 110 to the user device 130 by commu-
nication interfaces 118 and 138. In some cases, only the new
specified virtual key may need to be sent to the vehicle
device, and not the list of at least one user associated with
the new specified virtual key. As one example, if the
candidate user is the only user associated with the new
specified virtual key, the at least one processor of the vehicle
device could create the list of at least one user (the list of the
candidate user) in response to receiving the new specified
virtual key, since the vehicle device received credentials of
the candidate user in the interaction event with the vehicle
device.

[0089] In each of the above examples, the specified list is
received by the communication interface of the vehicle
device (e.g. any of communication interfaces 128 of a
respective vehicle device 122), and at 314 vehicle access is
provided to the candidate user in accordance with the
specified set of vehicle access privileges.

[0090] In some implementations, the indication of vehicle
access privileges in act 312 of method 300 indicates that the
candidate user has no vehicle access privileges, in which
case providing vehicle access to the candidate user in
accordance with the vehicle access privileges indicated in
the indication of vehicle access privileges comprises: deny-
ing vehicle access to the candidate user. As one example, the
indication from the user device could be corrupt, incorrect,
or forged, and therefore the candidate user is not entitled to
vehicle access privileges.

[0091] FIG. 4 is a flowchart diagram which illustrates an
exemplary method 400 performed by devices such as those
in FIG. 1. Method 400 as illustrated includes acts 202, 204,
206, 208, 210, 412, and 414. One skilled in the art will
appreciate that additional acts could be added, acts could be
removed, or acts could be reordered as appropriate for a
given application. With reference to the example illustrated
in FIG. 1, acts can be performed by appropriate components
of reservation management device 110, vehicle devices 122,
or user device 130. Further, any of the at least one non-
transitory processor-readable storage mediums 116, 126, or
136 could have instructions stored thereon, which when
executed by a respective at least one processor (processors
114, 124, or 134) cause the respective reservation manage-
ment device 110, vehicle devices 122, or user device 130 to
perform a given act of method 400. In the discussion of
method 400 below, reference to an act being performed by
at least one processor 124 refers to the act being performed
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by any of processors 124a, 1245, 124¢, or 124d. Reference
to an act being performed by at least one non-transitory
processor-readable storage medium 126 refers to the act
being performed by any of non-transitory processor-read-
able storage mediums 126a, 1265, 126¢, or 126d. Reference
to an act being performed by communication interface 128
refers to the act being performed by any of communication
interfaces 128a, 1285, 128¢, or 1284. Typically, for a com-
bination of acts performed by a combination of at least one
processor, at least one non-transitory processor-readable
storage medium, and a communication interface of a vehicle
device, the combination of acts are performed by at least one
processor, at least one non-transitory processor-readable
storage medium, and a communication interface common to
one of vehicle devices 122a, 1225, 122¢, or 122d (or any
other similar vehicle device).

[0092] Acts 202,204,206, 208, and 210 in method 400 are
similar to acts 202, 204, 206, 208, and 210 in method 200,
and discussion of these acts above with reference to method
200 is applicable to method 400 as well.

[0093] Some differences between method 400 and method
200 occurs in the acts performed when (at 204 and 206) the
candidate user is not included in a list of the plurality of lists
on the at least one non-transitory processor-readable storage
medium of the vehicle device (e.g. any of non-transitory
processor-readable storage mediums 126 of vehicle devices
122).

[0094] If the candidate user is not included in a list of the
plurality of lists on the at least one non-transitory processor-
readable storage medium of the vehicle device, at 412 the
vehicle device receives input from the candidate user which
includes an indication of vehicle access privileges of the
candidate user. In some implementations, this input is pro-
vided via an input device of the vehicle. For example, the
vehicle could have a keypad, biometric sensor, or any other
appropriate device by which a user can provide input. In this
way, the candidate user can input identifying information to
the vehicle device, such as name, identity, access code,
authentication information, access privileges, or any other
appropriate input. In other implementations, the candidate
user can provide the input to a user device, which commu-
nicates the input to the vehicle device (e.g. via communi-
cation interfaces 138 and 128).

[0095] At 414, vehicle access is provided to the candidate
user in accordance with the vehicle access privileges indi-
cated in the indication of vehicle access privileges. Provid-
ing vehicle access to the candidate user is similar to as
discussed above regarding act 210, and discussion of act 210
is applicable to act 414 unless context requires otherwise.
[0096] In some implementations, receiving input from the
candidate user which includes an indication of vehicle
access privileges of the candidate user comprises: receiving
input from the candidate user which identifies a specified
virtual key stored on the at least one non-transitory proces-
sor-readable storage medium of the vehicle device (e.g. any
of non-transitory processor-readable storage mediums 126),
the specified key associated with a specified set of vehicle
access privileges. In one example, the candidate user may
provide an input which identifies themselves or their role
(e.g. a vehicle renter, assigned driver, an administrator, a
service person, or other role). Based on the identity or role
of'the candidate user, the at least one processor of the vehicle
device may identify a specific virtual key associated with the
candidate user (e.g. corresponding to a reservation by the
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candidate user), or a virtual key associated with users in the
input role (e.g. a virtual key corresponding to administers, or
other roles). In another example, the candidate user may
input the virtual key itself, or some code which identifies the
virtual key (e.g. an abbreviated key or shorter code which
corresponds to the virtual key). An existing list of at least
one user stored on the at least one non-transitory processor-
readable storage medium of the vehicle device associated
with the specified virtual key can be updated by the at least
one processor of the vehicle device to include the candidate
user.

[0097] In some implementations, receiving input from the
candidate user which includes an indication of wvehicle
access privileges of the candidate user comprises: receiving
input from the candidate user which includes a new virtual
key associated with a specified set of vehicle access privi-
leges. For example, the candidate user could input an entire
virtual key. As another example, the candidate user could
input a code or partial key, from which an entire virtual key
can be generated by the at least one processor of the vehicle
device. The specified set of vehicle access privileges asso-
ciated with the new virtual key could also be input by the
user, or could be generated by the at least one processor of
the vehicle device based on the virtual key or based on
credentials of the candidate user (e.g. identity or role). The
at least one processor of the vehicle device can also create
a new list of at least one user which includes the candidate
user, and is associated with the new virtual key. The new
virtual key and the new list of at least one user can be stored
by the at least one non-transitory processor-readable storage
medium of the vehicle device.

[0098] In some implementations, if the candidate user is
not included in a list of at least one user, the at least one
processor of the vehicle device can create a new virtual key
associated with a specified set of vehicle access privileges.
The specified set of vehicle access privileges associated with
the new virtual key could be input by the user, or could be
generated by the at least one processor of the vehicle device
based on credentials of the candidate user (e.g. and identity
or role). The at least one processor of the vehicle device can
also create a new list of at least one user which includes the
candidate user, and is associated with the new virtual key.
The new virtual key and the new list of at least one user can
be stored by the at least one non-transitory processor-
readable storage medium of the vehicle device.

[0099] In each of the above exemplary implementations,
at 414 vehicle access is provided to the candidate user in
accordance with the specified set of vehicle access privileges
associated with the specified or newly generated virtual key.
[0100] In some implementations, the indication of vehicle
access privileges in act 412 of method 400 indicates that the
candidate user has no vehicle access privileges, in which
case providing vehicle access to the candidate user in
accordance with the vehicle access privileges indicated in
the indication of vehicle access privileges comprises: deny-
ing vehicle access to the candidate user. As one example, the
candidate user may not be a registered user of a vehicle fleet,
and therefore may not be entitled to vehicle access privi-
leges. As another example, the candidate user may be a
registered user of a vehicle fleet, but a vehicle device with
which they have interacted corresponds to a vehicle which
is not available (e.g. is reserved for another user), and
therefore the candidate user may not be entitled to vehicle
access privileges for said vehicle at the time of interest.
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[0101] FIG. 5 is a schematic diagram for virtual key
storage in the context of any of the devices discussed herein.
The storage scheme discussed with reference to FIG. 5 is
applicable to storage of any virtual keys discussed herein,
including by any of non-transitory processor-readable stor-
age mediums 116, 126, or 136 discussed with reference to
FIG. 1, as examples. Further, the storage scheme discussed
with reference to FIG. 5 is applicable to storage of virtual
keys in any of the methods discussed herein, including
method 200 in FIG. 2, method 300 in FIG. 3, and method
400 in FIG. 4.

[0102] FIG. 5 illustrates a plurality of slots 510, 520, 530,
540, and 550, in which virtual keys can be stored. The
plurality of slots can be, for example, on any of the non-
transitory processor-readable storage mediums 126 (or non-
transitory processor-readable storage mediums 116 or 136).
In the example illustrated in FIG. 5, each slot can store a
respective virtual key: slot 510 stores virtual key 512, slot
520 stores virtual key 522, slot 530 stores virtual key 532,
slot 540 stored virtual key 542, and slot 550 stores virtual
key 552. However, this is not necessarily the case; for
example, in some scenarios at least one slot can be empty.
Further, although five slots are illustrated in the example,
any appropriate number of slots could be used, such as two
slots, three slots, four slots, ten slots, twenty slots, or even
more slots.

[0103] FIG. 5 also illustrates a respective list of at least
one user associated with each virtual key: list 514 is asso-
ciated with virtual key 512, list 524 is associated with virtual
key 522, list 534 is associated with virtual key 532, list 544
is associated with virtual key 542, and list 554 is associated
with virtual key 552. A respective set of vehicle access
privileges can be associated with each virtual key. In this
way, each user in a list of at least one user associated with
a given virtual key is entitled to the set of vehicle access
privileges associated with the given virtual key.

[0104] Sets of vehicle access privileges do not have to be
unique to a specific virtual key (though they can be). For
example, two different users may have reservations to use a
vehicle, at different times. Separate virtual keys may be
stored in separate slots, each virtual key for a respective user.
However, each virtual key may be associated with the same
set of vehicle access privileges (that is, each user may be
granted the same permissions to use functions of the vehicle
during their rental period).

[0105] FIG. 5 illustrates five virtual keys slots: slot 510 is
an “active” virtual key slot, whereas slots 520, 530, 540, and
550 are “non-active” virtual key slots. Although FIG. §
illustrates four non-active key slots (slots 520, 530, 540, and
550), any appropriate number of virtual key slots could be
implemented in a given application.

[0106] Vehicle access can be controlled according to what
virtual key is in the “active” key slot. That is, vehicle access
can be provided to a user included in a list of at least one user
associated with a virtual key in the active virtual key slot, in
accordance with the set of vehicle access privileges associ-
ated with the virtual key in the active key slot. In the
example shown in FIG. 5, with virtual key 512 stored in
virtual key slot 510, vehicle access is provided to a user in
list 514, according to a set of vehicle access privileges
associated with virtual key 512. The remaining non-active
virtual key slots can store respective virtual keys for future
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or alternate use (e.g. future vehicle reservations, adminis-
trator usage, cleaner usage, service work usage, or any other
appropriate use).

[0107] In order to provide vehicle access to a candidate
user if the candidate user is included in a list of at least one
user as in acts 210 in methods 200, 300, and 400 in FIGS.
2, 3, and 4, a determined virtual key associated with the list
of at least one user can be stored in the active key slot. With
reference to FIG. 5 for example, if the candidate user is
determined as being in list 524, virtual key 522 associated
with list 524 is identified. Virtual key 522 can then be stored
in virtual key slot 510 (the active key slot), and vehicle
access is provided in accordance with a set of vehicle access
privileges associate with virtual key 522. In some imple-
mentations, storing virtual key 522 in slot 510 could involve
copying or duplicating virtual key 522, such that virtual key
522 is stored in both slot 510 and slot 520. In other
implementations, virtual key 522 can be stored in slot 510,
and deleted from slot 520 to make room for another virtual
key. In such a case, virtual key 512 could then be stored in
slot 520, if desired.

[0108] In order to provide vehicle access to a candidate
user if the candidate user is not included in a list of at least
one user as in act 216 in method 200 in FIG. 2, act 314 in
method 300 in FIG. 3, or act 414 in method 400 in FIG. 4,
a virtual key associated with the vehicle access privileges
indicated in a respective indication of vehicle access privi-
leges (as in act 214 in method 200 in FIG. 2, act 312 in
method 300 in FIG. 3, or act 412 in method 400 in FIG. 4)
is stored in the active virtual key slot. As an example, in
cases where a virtual key is received by a vehicle device
from a reservation management device (as can be the case in
act 214 of method 200), or from a user device (as can be the
case in act 312 of method 300), the received virtual key can
be stored directly in the active virtual key slot (slot 510 in
FIG. 5). An associated list of at least one user which includes
the candidate user can also be stored in or associated with
the active key slot. As another example, in cases where a
virtual key is created by a vehicle device (as can be the case
in act 312 of method 300, or act 412 of method 400), the
created virtual key can be stored directly in the active virtual
key slot (slot 510 in FIG. 5). An associated list of at least one
user which includes the candidate user can also be stored in
or associated with the active key slot.

[0109] The virtual key slot structure illustrated in FIG. 5
is useful for storing a plurality of keys, some of which can
be associated with different users or different sets of vehicle
access privileges. In one exemplary scenario, active virtual
key slot 510 can store a virtual key for a current reservation
of the vehicle, non-active virtual key slot 520 can store a
virtual key for a next reservation of the vehicle, non-active
virtual key slot 530 can store a virtual key for administrators
or service persons who are entitled to full vehicle access
privileges, non-active virtual key slot 540 can store a virtual
key for vehicle cleaning staff, who are entitled to limited
vehicle access privileges (e.g. unlocking doors only, not
driving of the vehicle), and non-active virtual key slot 550
can be left open for any intervening reservations that may
arise. This specific use case for key slots is merely exem-
plary, and virtual key slots could be utilized or allocated in
any manner as appropriate for a given application.

[0110] Each of the devices in FIG. 1 does not have to store
virtual keys in the same number of slots. For example, the
five virtual key slots illustrated in FIG. 5 could be how
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virtual keys are stored on at least one non-transitory pro-
cessor-readable storage medium 126 of a vehicle device 122.
This could be because storage space on at least one non-
transitory processor-readable storage medium 126 may be
limited. However, at least one non-transitory processor-
readable storage medium 116 of reservation management
device 110 may have more storage space, and may be able
to store a higher number of virtual keys compared to at least
one non-transitory processor-readable storage medium 116.
In such an implementation, virtual keys can be moved from
reservation management device 110 to a vehicle device 122
as needed, to accommodate the lower storage space of at
least one non-transitory processor-readable storage medium
126.

[0111] FIG. 6 is a table which illustrates an exemplary set
of virtual keys, and exemplary time stamps associated
therewith. In the leftmost column, virtual key IDs for five
keys are listed: virtual keys 610, 620, 630, 640, and 650.
Although five virtual keys are illustrated in the example, any
number of virtual keys could be used as appropriate for a
given application. In the middle column, a Beginning Time
Stamp is shown for each virtual key (e.g. a time at which the
virtual key is created). In the example, virtual key 610 was
created at a reference time t1. The remaining virtual keys are
created some time later than tl. In particular, virtual key 620
was created at time t1+100 (e.g. minutes, though any appro-
priate time scale could be used, such as seconds, hours, days,
etcetera), virtual key 630 was created at time t1+200, virtual
key 640 was created at time t1+300, and virtual key 650 was
created at time t1+400. The selection of t1, and the other
times relative thereto, are merely exemplary, and any appro-
priate time t1 could occur, for any of the virtual keys (i.e.
virtual key 610 does not have to be the first-created virtual
key). Each of the virtual keys also has an ending time stamp
later than t1 (i.e. each virtual key is associated with an expiry
time). In the example of FIG. 6, virtual key 610 has an
expiry time of t1+4000 (e.g. minutes, though any appropri-
ate time scale could be used, such as seconds, hours, days,
etcetera), virtual key 620 has an expiry time of t1+3000,
virtual key 630 has an expiry time of t1+2000, virtual key
640 has an expiry time of t1+500, and virtual key 650 has
an expiry time of t1+1000. The listed expiry times are
merely exemplary, and any appropriate expiry times could
occur in a given application.

[0112] Sometime after a virtual key has expired (after an
ending time stamp of the virtual key), said virtual key can be
removed from storage. For example, for a plurality of virtual
keys stored on any of non-transitory processor-readable
storage mediums 126 of vehicle devices 122, expired virtual
keys can be removed (e.g. deleted or de-indexed) from the
respective non-transitory processor-readable storage medi-
ums 126. Similarly, for a plurality of virtual keys stored on
the at least one non-transitory processor-readable storage
medium 116 of reservation management device 110, expired
virtual keys can be removed (e.g. deleted or de-indexed) the
at least one non-transitory processor-readable storage
medium 116. Such removal of expired virtual keys can be
performed on the device in which the removal occurs, or can
occur in communication with other devices as discussed
below.

[0113] In some implementations, any of the methods dis-
cussed herein (method 200 in FIG. 2, method 300 in FIG. 3,
and method 400 in FIG. 4) can include sending a status
report from the vehicle device (e.g. an of vehicle devices
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122a, 1225, 122¢, or 122d) to be received by a reservation
management device (e.g. reservation management device
110). The status report can indicate the plurality of virtual
keys stored on at least one non-transitory processor-readable
storage medium of the vehicle device (e.g. the at least one
non-transitory processor-readable storage medium 126a,
1264, 126c¢, or 126d). The status report is useful for man-
aging updating and changing of virtual keys and associated
data on the vehicle device. In some implementations, the
status report could be sent from the vehicle device at regular
intervals (i.e. periodically). In some implementations, the
status report can be sent from the vehicle device in response
to a status report request from the reservation management
device.

[0114] In some implementations, the status update indi-
cates an expiry time for each virtual key of a plurality of
virtual keys stored on the non-transitory processor-readable
storage medium of the vehicle device. The at least one
processor of the reservation management device (e.g. the at
least one processor 114) determines whether any virtual keys
of the plurality of virtual keys has expired based on the
expiry time for each key as indicated in the status report. The
at least one processor of the reservation management device
can update the plurality of virtual keys to remove any
expired keys. The reservation management device provides
the updated plurality of keys to the vehicle device (e.g. by
communication interface 118). The vehicle device receives
(e.g. by communication interface 128) the updated plurality
of virtual keys which does not include expired virtual keys,
and stores the updated plurality of virtual keys in the at least
one non-transitory processor-readable storage medium of
the vehicle device.

[0115] Insome implementations, the at least one processor
of the reservation management device determines whether
any new virtual key requests have been received since a
previous status update was received from the vehicle device
(e.g., the at least one processor of the reservation manage-
ment device determines whether any new reservation
requests have been received since a previous status update
from the vehicle device). The at least one processor of the
reservation management device determines whether there is
an available virtual key slot for each new virtual key request
(with reference to key slots on the vehicle device). If there
is at least one available virtual key slot, the at least one
processor of the reservation management device updates the
plurality of virtual keys to add at least one new virtual key
corresponding to each new virtual key request in available
slots. In some implementations, an “available virtual key
slot” may be determined as a key slot which contains an
expired virtual key, and updating the plurality of virtual keys
can include replacing the expired key with a new virtual key
associated with a new virtual key requests. The reservation
management device provides the updated plurality of virtual
keys to the vehicle device (e.g. by communication interface
118). The vehicle device receives (e.g. by communication
interface 128) the updated plurality of virtual keys which
includes at least one additional virtual key, and stores the
updated plurality of virtual keys in the at least one non-
transitory processor-readable storage medium of the vehicle
device. In this implementation, the entire plurality of keys
stored on the at least one non-transitory processor-readable
storage medium of the vehicle device can be replaced with
the updated plurality of keys, even if certain keys in the
updated plurality of virtual keys have not been updated.
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[0116] In some implementations, the entire plurality of
virtual keys on the at least one non-transitory processor-
readable storage medium of the vehicle device does not need
to be replaced; instead, only virtual keys which need to be
added, updated, or replaced can be added, updated, or
replaced. In one example, the at least one processor of the
reservation management device determines whether there is
at least one new virtual key request compared to a plurality
of virtual keys indicated in the status report. If there is at
least one new virtual key request, the reservation manage-
ment device sends (e.g. by the communication interface 118)
a new at least one virtual key to be added to the vehicle
device based on the new virtual key request. The vehicle
device receives (e.g. by communication interface 128) the
new at least one virtual key. The at least one non-transitory
processor-readable storage medium of the vehicle device
then stores the new at least one virtual key in appropriate
slots. This could include storing the new at least one virtual
key in at least one empty slot, or replacing at least one
expired virtual key with the new at least one virtual key.

[0117] In some implementations, prior to creating or send-
ing the new at least one virtual key, the at least one processor
of the reservation management device can determine
whether the is at least one available virtual key slot on the
at least one non-transitory processor-readable storage
medium of the vehicle device, and may refrain from sending
the new at least one virtual key to the vehicle device, or may
prioritize sending only a subset of the new at least one
virtual key based on a number of available slots on the at
least one non-transitory processor-readable storage medium
of the vehicle device.

[0118] Insome implementations, the at least one processor
of the vehicle device can determine whether there is at least
one available virtual key slot on the at least one non-
transitory processor-readable storage medium of the vehicle
device, and discard new virtual keys received from the
reservation management system for which there is no avail-
able slot.

[0119] While the present invention has been described
with respect to the non-limiting embodiments, it is to be
understood that the invention is not limited to the disclosed
embodiments. Persons skilled in the art understand that the
disclosed invention is intended to cover various modifica-
tions and equivalent arrangements included within the scope
of the appended claims. Thus, the present invention should
not be limited by any of the described embodiments.

[0120] Throughout this specification and the appended
claims, infinitive verb forms are often used, such as “to
operate” or “to couple”. Unless context dictates otherwise,
such infinitive verb forms are used in an open and inclusive
manner, such as “to at least operate” or “to at least couple”.

[0121] The specification includes various implementa-
tions in the form of block diagrams, schematics, and flow-
charts. A person of skill in the art will appreciate that any
function or operation within such block diagrams, schemat-
ics, and flowcharts can be implemented by a wide range of
hardware, software, firmware, or combination thereof. As
non-limiting examples, the various embodiments herein can
be implemented in one or more of: application-specific
integrated circuits (ASICs), standard integrated circuits
(ICs), programmable logic devices (PLDs), field-program-
mable gate arrays (FPGAs), computer programs executed by
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any number of computers or processors, programs executed
by one or more control units or processor units, firmware, or
any combination thereof.
[0122] The disclosure includes descriptions of several
processors. Said processors can be implemented as any
hardware capable of processing data, such as application-
specific integrated circuits (ASICs), standard integrated cir-
cuits (ICs), programmable logic devices (PLDs), field-pro-
grammable gate arrays (FPGAs), logic circuits, or any other
appropriate hardware. The disclosure also includes descrip-
tions of several non-transitory processor-readable storage
mediums. Said non-transitory processor-readable storage
mediums can be implemented as any hardware capable of
storing data, such as magnetic drives, flash drives, RAM, or
any other appropriate data storage hardware.
What is claimed is:
1. A method for managing shared access to a vehicle
including a vehicle device, the method comprising:
storing, by a first at least one non-transitory processor-
readable storage medium of the vehicle device, a plu-
rality of virtual keys in a plurality of virtual key slots,
wherein:
each virtual key is stored in a respective virtual key slot
of the plurality of virtual key slots;
each virtual key is associated with a respective list of at
least one user from a plurality of lists of at least one
user;
each virtual key is associated with a respective set of
vehicle access privileges;
users included in each respective list of at least one user
are entitled to the respective set of vehicle access
privileges associated with a respective virtual key to
which the respective list of at least one user is
associated;
the plurality of virtual key slots includes one active
virtual key slot and a plurality of non-active virtual
key slots; and
access to the vehicle is controlled according to a set of
vehicle access privileges associated with a virtual
key stored in the active virtual key slot;
in response to an interaction event with the vehicle device
by a candidate user, where credentials for the candidate
user are received by the vehicle device, determining by
a first at least one processor of the vehicle device,
whether the candidate user is included in a list of the
plurality of lists;
if the candidate user is included in a list of the plurality of
lists:
determining, by the first at least one processor of the
vehicle device, a virtual key associated with the list
in which the candidate user is included and a set of
vehicle access privileges associated with the deter-
mined virtual key;
storing, by the first at least one non-transitory proces-
sor-readable storage medium, the determined virtual
key in the active virtual key slot; and
providing vehicle access to the candidate user in accor-
dance with the determined set of vehicle access
privileges, by providing a vehicle access mechanism
which controls access to the vehicle with control
instructions from the first at least one processor
based on the set of vehicle access privileges associ-
ated with the determined virtual key stored in the
active virtual key slot; and
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if the candidate user is not included in a list of the plurality

of lists:

communicating, by a communication interface of the
vehicle device, the credentials of the candidate user
for reception by a reservation management device;

receiving, by the communication interface of the
vehicle device from the reservation management
device, an indication of vehicle access privileges of
the candidate user;

storing, by the first at least one non-transitory proces-
sor-readable storage medium, a virtual key associ-
ated with the vehicle access privileges provided in
the indication of vehicle access privileges in the
active virtual key slot; and

providing vehicle access to the candidate user in accor-
dance with the vehicle access privileges indicated in
the indication of vehicle access privileges, by pro-
viding the vehicle access mechanism with control
instructions from the first at least one processor
based on the vehicle access privileges associated
with the virtual key stored in the active virtual key
slot.

2. The method of claim 1, wherein:

receiving an indication of vehicle access privileges of the

candidate user comprises: receiving, by the communi-
cation interface of the vehicle device from the reser-
vation management device, a specified list of at least
one user including the candidate user associated with a
specified virtual key which is associated with a speci-
fied set of vehicle access privileges; and

providing vehicle access to the candidate user in accor-

dance with the vehicle access privileges provided in the
indication of vehicle access privileges comprises: pro-
viding vehicle access to the candidate user in accor-
dance with the specified set of vehicle access privileges
by storing the specified virtual key in the active virtual
key slot.

3. The method of claim 2, further comprising:

updating, by a second at least one processor of the

reservation management device, an existing list of at
least one user associated with an existing virtual key to
include the candidate user; and

sending, by a communication interface of the reservation

management device, the updated list of at least one
user.

4. The method of claim 2, further comprising:

receiving, by the communication interface of the vehicle

device from the reservation management device, the
specified virtual key.

5. The method of claim 4, further comprising:

creating, by a second at least one processor of the reser-

vation management device, the specified virtual key
and the specified list of at least one user associated with
the specified virtual key; and

sending, by a communication interface of the reservation

management device, the specified virtual key and the
specified list of at least one user to be received by the
vehicle device.

6. The method of claim 1, wherein storing the determined
virtual key in the active virtual key slot comprises copying
the determined virtual key to the active virtual key slot.

7. The method of claim 1, wherein the plurality of
non-active virtual key slots includes four non-active-virtual
key slots.
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8. The method of claim 1, wherein each virtual key of the
plurality of virtual keys is associated with an expiry time,
and the method further comprises:

removing, from the first at least one non-transitory pro-

cessor-readable storage medium, keys of the plurality
of virtual keys which are expired.

9. The method of claim 1, further comprising sending a
status report from the vehicle device to be received by the
reservation management device, the status report indicating
the plurality of virtual keys stored on the first at least one
non-transitory processor-readable storage medium.

10. The method of claim 9, wherein the status report
indicates an expiry time for each virtual key of the plurality
of virtual keys, and the method further comprises:

receiving, by the vehicle device, an updated plurality of

virtual keys which does not include expired virtual
keys; and

storing, by the first at least one non-transitory processor-

readable storage medium, the updated plurality of
virtual keys.

11. The method of claim 10, wherein the method further
comprises:

determining, by a second at least one processor of the

reservation management device, whether any virtual
keys of the plurality of virtual keys has expired based
on the expiry time for each key;

updating, by the second at least one processor of the

reservation management device, the plurality of'keys to
remove any expired keys; and

providing the updated plurality of keys to the vehicle

device.
12. The method of claim 9, wherein the method further
comprises:
receiving, by the vehicle device, an updated plurality of
virtual keys which includes at least one additional
virtual key not indicated in the status report; and

storing, by the first at least one non-transitory processor-
readable storage medium, the updated plurality of
virtual keys.
13. The method of claim 12, further comprising:
determining, by a second at least one processor of the
reservation management device, whether any new vir-
tual key requests have been received since a previous
status update was received from the vehicle device;

determining, by the second at least one processor, whether
there is an available virtual key slot for each new virtual
key request;

updating, by the second at least one processor, the plu-

rality of virtual keys to add at least one new virtual key
corresponding to each new virtual key request in avail-
able key slots; and

providing the updated plurality of virtual keys to the

vehicle device.
14. The method of claim 9, wherein the method further
comprises:
receiving, by the vehicle device, at least one additional
virtual key not indicated in the status report; and

storing, by the first at least one non-transitory processor-
readable storage medium, the at least one additional
virtual key.

15. The method of claim 1, wherein:

the indication of vehicle access privileges indicates that

the candidate user has no vehicle access privileges; and
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providing vehicle access to the candidate user in accor-
dance with the vehicle access privileges indicated in the
indication of vehicle access privileges comprises:
denying vehicle access to the candidate user.

16. The method of claim 1, wherein:

the vehicle access mechanism comprises at least one
electrically actuated door lock of the vehicle; and

providing the vehicle access mechanism with control
instructions comprises providing an instruction to
cause the at least one electrically actuated door lock to
unlock.

17. The method of claim 1, wherein:

the vehicle access mechanism comprises a key box which
contains a physical key to the vehicle; and

providing the vehicle access mechanism with control
instructions comprises providing an instruction to
cause the key box to make the physical key accessible
to the candidate user.

18. The method of claim 1, wherein:

the vehicle access mechanism comprises a key box which
contains a remote control for the vehicle, and which
includes at least one mechanical actuator operable to
press at least one button of the remote control; and
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providing the vehicle access mechanism with control
instructions comprises providing an instruction to actu-
ate the at least one mechanical actuator to press at least
one button on the remote control which causes the
vehicle to be accessible to the candidate user.

19. The method of claim 1, wherein:

the vehicle access mechanism comprises a key box which
contains a key fob for the vehicle; and

providing the vehicle access mechanism with control
instructions comprises providing an instruction for the
key box to provide power to the key fob, thereby
enabling vehicle access to the candidate user.

20. The method of claim 1, wherein:

the vehicle access mechanism comprises an inhibiting
module which prevents activation of at least one com-
ponent of the vehicle absent an authorization signal;
and

providing the vehicle access mechanism with control
instructions comprises providing the authorization sig-
nal that enables activation of the at least one component
of the vehicle.



