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VIRTUAL CURRENCY PAYMENT PROXY 
DEVICE , VIRTUAL CURRENCY PAYMENT 

PROXY METHOD , AND RECORDING 
MEDIUM 

closed in PTL 3 which is different from a virtual currency is 
not applicable to a decentralized virtual currency system as 
it is . 
[ 0010 ] An exemplary object of the present invention is to 
provide a technique intended for enabling payment proxy of 
a virtual currency in a decentralized virtual currency system . TECHNICAL FIELD 

[ 0001 ] The present invention relates to a virtual currency 
payment proxy device and so on . Solution to Problem 

BACKGROUND ART 

[ 0002 ] Bitcoin ( see NPL 1 ) is a decentralized virtual 
currency which enables data on a virtual currency to be 
shared distributedly . Moreover , there is a blockchain tech 
nique as a technique with which a large number of users 
manage a virtual currency by broadcasting data to one 
another . A virtual currency utilizing a blockchain technique 
records transfer of value from a payment source to a 
payment destination . Techniques related to a virtual cur 
rency are disclosed in , for example , PTLs 1 and 2 . 
[ 0003 ] A user account ( hereinafter also simply referred to 
as an " account ” ) is normally required for utilization of such 
a virtual currency . In order to acquire an account and manage 
a virtual currency , a user is required to use an electronic 
instrument such as a personal computer ( PC ) or a smart 
phone . Note that a technique related to payment proxy in a 
( non - virtual currency ) electronic payment system is dis 
closed in , for example , PTL 3 . 

CITATION LIST 

Patent Literature 

[ 0004 ] [ PTL 1 ] Japanese Unexamined Patent Application 
Publication No. 2016-170530 

[ 0005 ] [ PTL 2 ] Japanese Unexamined Patent Application 
Publication No. 2013-531855 

[ 0006 ] [ PTL 3 ] Japanese Unexamined Patent Application 
Publication No. 2006-260277 

[ 0011 ] According to one aspect of the present invention , a 
payment proxy device of a virtual currency includes : first 
generation means for generating a first transaction by use of 
a balance of a proxy in response to a request from a payment 
source , the first transaction including first destination infor 
mation which includes , as destinations , an account of the 
proxy , an account of the payment source , and payment 
destination information representing a payment destination , 
and approval information of the proxy , and being a trans 
action indicating trading of a virtual currency ; acquisition 
means for acquiring payment destination identification 
information transmitted by a payment destination as an 
evidence of receipt of money and intended for identifying 
the payment destination ; and second generation means for 
generating a second transaction using the first transaction as 
a balance , and a fourth transaction using , as a balance , a third 
transaction generated by the payment source , wherein the 
second generation means generates the second transaction 
including , as approval information of the payment destina 
tion , the payment destination identification information 
acquired from the payment destination represented by the 
payment destination information included in the destinations 
of the first transaction in order to use the first transaction as 
a balance , and including the approval information of the 
proxy , and second destination information including the 
account of the proxy as a destination , and in order to use , as 
a balance , the third transaction including third destination 
information which includes , as destinations , the account of 
the proxy and the account of the payment source , and the 
approval information of the payment source , generates the 
fourth transaction including the approval information of the 
payment source received from the payment source after 
acquisition of the payment destination identification infor 
mation , the approval information of the proxy , and fourth 
destination information including the account of the proxy 
as a destination . 
[ 0012 ] According to another aspect of the present inven 
tion , a payment proxy method of a virtual currency includes : 
generating a first transaction by use of a balance of a proxy 
in response to a request from a payment source , the first 
transaction including first destination information which 
includes , as destinations , an account of the proxy , an account 
of the payment source , and payment destination information 
representing a payment destination , and approval informa 
tion of the proxy , and being a transaction indicating trading 
of a virtual currency ; acquiring payment destination identi 
fication information transmitted by a payment destination as 
an evidence of receipt of money and intended for identifying 
the payment destination ; generating a second transaction by 
use of the first transaction as a balance , the second transac 
tion including , as approval information of the payment 
destination , the payment destination identification informa 
tion acquired from the payment destination represented by 
the payment destination information included in the desti 
nations of the first transaction , and including second desti 
nation information which includes the approval information 

Non Patent Literature 

[ 0007 ] [ NPL 1 ] Satoshi Nakamoto , “ Bitcoin : A Peer - to 
Peer Electronic Cash System ” , [ online ] , [ retrieved on 
Nov. 7 , 2016 ) , Internet < URL : https://bitcoin.org/bitcoin . 
pdf > 

SUMMARY OF INVENTION 

Technical Problem 

[ 0008 ] Even in a decentralized virtual currency , a demand 
for payment proxy by a proxy can be assumed . For example , 
there is a need to , when paying money to a user having no 
account , enable a virtual currency to be utilized for payment 
without bothering the user who receives the money to 
acquire an account . For example , for a person who is not 
used to handling an electronic instrument , such a trouble 
some procedure as acquisition of an account can lead to a 
situation where utilization of a virtual currency is prevented . 
Moreover , when an account is acquired , a trouble of man 
aging a virtual currency is also caused later . 
[ 0009 ] However , the existing virtual currency systems as 
disclosed PTLs 1 and 2 and NPL 1 do not enable payment 
proxy in a decentralized virtual currency . Moreover , pay 
ment proxy in such an electronic payment system as dis 
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[ 0019 ] FIG . 5 is a block diagram illustrating one example 
of a configuration of a payment proxy system . 
[ 0020 ] FIG . 6 is a block diagram illustrating still another 
example of a configuration of a payment proxy device . 
[ 0021 ] FIG . 7 is a sequence chart illustrating one example 
of an operation during trading of a virtual currency . 
[ 0022 ] FIG . 8 is a sequence chart illustrating another 
example of an operation during trading of a virtual currency . 
[ 0023 ] FIG . 9 is a block diagram illustrating one example 
of a hardware configuration of a computer device . 

EXAMPLE EMBODIMENT 

of the proxy and the account of the proxy as a destination ; 
and by use of , as a balance , a third transaction generated by 
the payment source , and including third destination infor 
mation which includes , as destinations , the account of the 
proxy and the account of the payment source , and the 
approval information of the payment source , generating a 
fourth transaction including the approval information of the 
payment source received from the payment source after 
acquisition of the payment destination identification infor 
mation , the approval information of the proxy , and fourth 
destination information including the account of the proxy 
as a destination . 
[ 0013 ] According to another aspect of the present inven 
tion , a computer - readable non - transitory recording medium 
records a program which causes a computer to execute : 
processing of generating a first transaction by use of a 
balance of a proxy in response to a request from a payment 
source , the first transaction including first destination infor 
mation which includes , as destinations , an account of the 
proxy , an account of the payment source , and payment 
destination information representing a payment destination , 
and approval information of the proxy , and being a trans 
action indicating trading of a virtual currency ; processing of 
acquiring payment destination identification information 
transmitted by a payment destination as an evidence of 
receipt of money and intended for identifying the payment 
destination ; and processing of generating a second transac 
tion using the first transaction as a balance , and a fourth 
transaction using , as a balance , a third transaction generated 
by the payment source , wherein the second transaction 
includes , as approval information of the payment destina 
tion , the payment destination identification information 
acquired from the payment destination represented by the 
payment destination information included in the destinations 
of the first transaction in order to use the first transaction as 
a balance , and includes the approval information of the 
proxy , and second destination information including the 
account of the proxy as a destination , and the fourth trans 
action includes , in order to use , as a balance , the third 
transaction including third destination information which 
includes , as destinations , the account of the proxy and the 
account of the payment source , and the approval information 
of the payment source , the approval information of the 
payment source received from the payment source after 
acquisition of the payment destination identification infor 
mation , the approval information of the proxy , and fourth 
destination information including the account of the proxy 
as a destination . 

First Example Embodiment 
[ 0024 ] FIG . 1 is a block diagram illustrating a configura 
tion of a payment proxy device 10 according to one example 
embodiment . The payment proxy device 10 is a computer 
device applied to a decentralized virtual currency system . 
The payment proxy device 10 includes at least a first 
generation unit 110 , an acquisition unit 120 , and a second 
generation unit 130. The payment proxy device 10 may 
include another component as required . 
[ 0025 ] Herein , a decentralized virtual currency system 
refers to a virtual currency system which does not require a 
certain organization ( central organization ) . For example , a 
virtual currency system called bitcoin is one example of a 
decentralized virtual currency system referred to herein . 
However , the payment proxy device 10 is not limited to the 
bitcoin , and is applicable to payment proxy for all virtual 
currencies using a blockchain technique . Note that , unless 
otherwise stated , a term “ virtual currency system ” described 
below means a decentralized virtual currency system using 
a blockchain technique . 
[ 0026 ] The payment proxy device 10 enables trading of a 
virtual currency between a user ( hereinafter also referred to 
as a “ payment source [ payer ) ” ) having an account of a 
virtual currency system , and another user ( hereinafter also 
referred to as a “ payment destination ( payee ] ” ) having no 
account of the virtual currency system . The present example 
embodiment enables such trading via a proxy operating the 
payment proxy device 10. Note that a payment source may 
be reworded as a payer . In addition , a payment destination 
may be reworded as a payee . Moreover , a payment source , 
a payment destination , and a proxy are not limited to natural 
persons , and may be legal persons . 
[ 0027 ] The first generation unit 110 generates a first trans 
action . Herein , a transaction refers to data representing 
trading of a virtual currency , i.e. , movement of a monetary 
value . More specifically , a transaction includes at least 
destination information and approval information . A trans 
action may include other information . A transaction may 
include , for example , amount information . Herein , amount 
information is information indicating a quantity of a mon 
etary value , and indicates , for example , an amount by a 
predetermined monetary unit being utilizable in a virtual 
currency system . Note that a virtual currency may be rep 
resented by a unit which is unique to a virtual currency 
system , and may also be represented by being converted into 
a currency ( legal currency ) guaranteed by a nation or the 
like , such as the Japanese yen or the U.S. dollar . 
[ 0028 ] Destination information indicates a destination of a 
virtual currency . Destination information is configured in 
such a way as to be able to include a plurality of users as 
destinations . A user is identified by , for example , an account . 

Advantageous Effects of Invention 
[ 0014 ] The present invention enables payment proxy of a 
virtual currency in a decentralized virtual currency system . 

BRIEF DESCRIPTION OF DRAWINGS 

[ 0015 ] FIG . 1 is a block diagram illustrating one example 
of a configuration of a payment proxy device . 
[ 0016 ] FIG . 2 is a sequence chart illustrating one example 
of a procedure of payment proxy . 
[ 0017 ] FIG . 3 is a block diagram illustrating another 
example of a configuration of a payment proxy device . 
[ 0018 ] FIG . 4 is a flowchart illustrating one example of an 
operation of the payment proxy device . 
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An account is data allocated in order to uniquely specify a 
user , such as a so - called user identifier ( ID ) . An account is 
allocated to a user at utilization of a virtual currency system 
( e.g. , during registration ) . Moreover , a user may be identi 
fied by information being equivalent to an account and 
uniquely specifying a user . Information being equivalent to 
an account and uniquely specifying a user will be described 
later . A user who has become a destination of a transaction 
requires approval information of the user being the destina 
tion , in order to utilize a virtual currency relevant to the 
transaction . 
[ 0029 ] Approval information is information for guaran 
teeing validity of a transaction . Approval information is 
information associated with an account . Approval informa 
tion is , for example , electronic signature data allocated to an 
individual user of a virtual currency system . Note that an 
electronic signature referred to herein is not necessarily 
limited to a specific scheme . 
[ 0030 ] Furthermore , approval information may be infor 
mation associated with information other than an account 
included in destination information . Note that information 
associated with information other than an account will be 
described later . 
[ 0031 ] The first generation unit 110 generates a first trans 
action in response to a request from a payment source . The 
first transaction includes first destination information includ 
ing , as destinations , an account of a proxy , an account of a 
payment source , and payment destination information rep 
resenting a payment destination , and approval information 
of the proxy . The first transaction represents at least move 
ment of an amount to be paid to a payment destination from 
a payment source . Note that the first transaction may rep 
resent , as required , movement of an amount including 
required expense ( a charge relating to recording of a trans 
action and proxy thereof , or the like ) . Moreover , the first 
destination information includes , herein , accounts of two 
users and approval information of one person , but may 
include accounts of three or more persons . For example , the 
first destination information may include accounts of a 
plurality of proxies . 
[ 0032 ] The payment destination information is informa 
tion representing a destination to which a payment source 
pays money . The payment destination information is infor 
mation being equivalent to an account and uniquely speci 
fying a payment destination . The payment destination infor 
mation indicates a destination approved by payment 
destination identification information described later . When 
the payment destination identification information is an 
electronic signature generated by use of a signing key 
generated by a payment destination , the payment destination 
identification information may be generated based on a 
verification key of the electronic signature of the payment 
destination . 
[ 0033 ] The first transaction is a transaction functioning as 
a so - called deposit ( guaranty money ) . That the first desti 
nation information includes a plurality of users as destina 
tions means that it is not possible to utilize a virtual currency 
unless there are a predetermined number of a plurality of 
pieces of approval information relevant to the plurality of 
users . In the present example embodiment , the first trans 
action is a transaction using a function of a multi - signature 
( also referred to as “ multisig ” ) , and includes a plurality of 
users as destinations . The first transaction becomes utiliz 
able by approval information of a proxy , and approval 

information of a payment source and / or approval informa 
tion of a payment destination ( described later ) . The first 
transaction is generated by use of a balance . The first 
transaction is generated , for example , by use of an unused 
virtual currency of a proxy . 
[ 0034 ] The acquisition unit 120 acquires payment desti 
nation identification information transmitted by a payment 
destination as an evidence of receipt of money and intended 
for identifying the payment destination . The payment des 
tination identification information is information proving 
that money paid to a payment destination from a proxy is 
received by the payment destination . The payment destina 
tion identification information is transmitted from the pay 
ment destination to the proxy . The payment destination 
identification information is information being information 
other than an account and being associated with payment 
destination information . The payment destination identifi 
cation information may be , for example , an electronic sig 
nature generated by use of a signing key generated by a 
payment destination , or may be other information . The 
payment destination identification information is informa 
tion for guaranteeing validity of a transaction including 
destination identification information in a destination , and is 
information equivalent to approval information associated 
with an account . 
( 0035 ] The second generation unit 130 generates a second 
transaction by use of , as a balance , a first transaction 
generated by the first generation unit 110 and recorded in a 
blockchain . 
[ 0036 ] The second transaction includes , as approval infor 
mation of a payment destination , payment destination iden 
tification information acquired from the payment destination 
represented by payment destination information included in 
a destination of a first transaction in order to use the first 
transaction as a balance . Further , the second transaction 
includes approval information of a proxy , and second des 
tination information including an account of the proxy as a 
destination . The second transaction indicates movement of 
an amount determined based on an amount represented by a 
first transaction . The second transaction may include amount 
information . Movement of an amount of which movement is 
indicated by a second transaction is the same as an amount 
of which movement is indicated by a first transaction . Note 
that the second transaction may include approval informa 
tion of a payment source . 
[ 0037 ] first transaction and a second transaction are 
different in the following points . Firstly , the first transaction 
includes , in a destination , an account of a payment source 
and payment destination information representing a pay 
ment destination , whereas the second transaction does not 
include , in a destination , an account of a payment source and 
payment destination information . Secondly , the first trans 
action does not include approval information of a payment 
destination , whereas the second transaction includes 
approval information of a payment destination . 
[ 0038 ] Information which is not included in the first 
transaction and is included in the second transaction is 
approval information of a payment destination . The second 
generation unit 130 can generate a second transaction by 
using , as approval information of a payment destination , 
payment destination identification information transmitted 
from the payment destination . When receiving money from 
a proxy , the payment destination transmits payment desti 
nation identification information as an evidence of receipt of 



US 2020/0160292 A1 May 21 , 2020 
4 

the money . Thereafter , when the acquisition unit 120 
receives the payment destination identification information , 
the second transaction generated by the second generation 
unit 130 is registered in a blockchain in a way similar to the 
first transaction . 
[ 0039 ] Furthermore , the second generation unit 130 gen 
erates a fourth transaction by use of , as a balance , a third 
transaction generated by a payment source and recorded in 
a blockchain . 
[ 0040 ] The fourth transaction generated by the second 
generation unit 130 uses , as a balance , the third transaction 
generated by a payment source . The third transaction indi 
cates movement of an amount to be paid to a proxy from a 
payment source . The third transaction includes third desti 
nation information including , as destinations , an account of 
a proxy and an account of a payment source , and approval 
information of the payment source . The third transaction 
may include amount information . An amount of which 
movement is indicated by the third transaction has only to be 
at least an amount to be paid to a payment destination from 
a payment source . Note that the third transaction may 
represent , as required , movement of an amount including 
required expense ( a charge relating to recording of a trans 
action and proxy thereof , or the like ) . The third transaction 
generated by the payment source is registered in a block 
chain in a way similar to the first transaction . 
[ 0041 ] The second generation unit 130 generates a fourth 
transaction after confirming that the third transaction is 
registered in the blockchain . Note that the second generation 
unit 130 may generate a fourth transaction after generating 
a second transaction , or may generate a fourth transaction 
before generating a second transaction . Moreover , the sec 
ond generation unit 130 may simultaneously generate a 
second transaction and a fourth transaction . 
[ 0042 ] In order to generate a fourth transaction which uses 
a third transaction as a balance , the second generation unit 
130 receives , from a payment source , approval information 
of the payment source relevant to an account of a payment 
source included in a destination of the third transaction . The 
second generation unit 130 receives , from a payment source , 
approval information of the payment source , for example , 
after the acquisition unit 120 receives payment destination 
identification information . 
[ 0043 ] The fourth transaction generates a fourth transac 
tion including approval information of a payment source 
received from the payment source , approval information of 
a proxy , and fourth destination information including an 
account of the proxy as a destination . The fourth transaction 
indicates movement of an amount determined based on an 
amount represented by a third transaction . The fourth trans 
action may include amount information . Movement of an 
amount of which movement is indicated by a fourth trans 
action is the same as an amount of which movement is 
indicated by a third transaction . 
[ 0044 ] A third transaction and a fourth transaction are 
different in the following points . Firstly , the third transaction 
includes an account of a payment source in a destination , 
whereas the fourth transaction does not include an account 
of a payment source in a destination . Secondly , the third 
transaction does not include approval information of a 
proxy , whereas the fourth transaction includes approval 
information of a proxy . 
[ 0045 ] Information which is not included in the third 
transaction and is included in the fourth transaction is 

approval information of a proxy . The second generation unit 
130 can generate a fourth transaction using , as a balance , the 
third transaction including approval information of a proxy 
as a destination , by using approval information of a payment 
source received from the payment source , and own ( proxy ) 
approval information . The fourth transaction generated by 
the second generation unit 130 is registered in a blockchain 
in a way similar to the first transaction . 
[ 0046 ] A configuration of the payment proxy device 10 is 
as above . By operating in the following way under such a 
configuration , the payment proxy device 10 enables pay 
ment proxy of a virtual currency by a proxy . 
[ 0047 ] FIG . 2 is a sequence chart illustrating a procedure 
of payment proxy using the payment proxy device 10. In 
step S11 , a payment source provides required information to 
the payment proxy device 10. Herein , information required 
for payment proxy includes at least an account of a payment 
source , information for specifying a payment destination , 
and information indicating an amount to be paid to the 
payment destination . Information for specifying a payment 
destination may be , for example , an identifier indicating a 
payment destination associated with payment destination 
information , may be a mail address , or may be other 
information ( a name or appellation of a payment destination , 
or the like ) . Moreover , information for specifying a payment 
destination may be payment destination information . 
[ 0048 ] A method of providing the information by a pay 
ment source is not limited to a specific method . For example , 
a payment source may transmit required information to the 
payment proxy device 10 by use of an electronic instrument 
such as a smartphone . Alternatively , a payment source may 
visit a store operated by a proxy , and convey required 
information in writing or orally , or may mail a proxy a 
document describing required information . 
[ 0049 ] For convenience of description , a providing action 
by a payment source in step S11 is hereinafter referred to as 
a “ request " . It can be said that a request referred to herein is 
also an expression of an intention of payment from a 
payment source to a payment destination via the payment 
proxy device 10 . 
[ 0050 ] At provision , i.e. , a request of such information , the 
payment proxy device 10 executes step S12 . In step S12 , the 
first generation unit 110 generates , based on information 
provided from the payment source , a first transaction indi 
cating movement of an amount ( trading of a virtual cur 
rency ) to be paid to a payment destination . As described 
above , the first transaction includes first destination infor 
mation including , as destinations , an account of a proxy , an 
account of a payment source , and payment destination 
information representing a payment destination , and 
approval information of the proxy . An account of a payment 
source and payment destination information representing a 
payment destination are specified based on information 
provided from a payment source . On the other hand , an 
account and approval information of a proxy are previously 
recorded in the payment proxy device 10 , or are acquirable 
from a predetermined storage device . 
[ 0051 ] The first transaction generated in step S12 is reg 
istered in a blockchain . For example , the first transaction is 
registered in a blockchain by a miner of a virtual currency . 
A first transaction registered in a blockchain is configured in 
such a way that it is not possible to utilize the first transac 
tion without approvals of a proxy and at least another user 
among destinations included in first destination information , 
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i.e. , an approval of a proxy , and an approval of a payment 
source and / or a payment destination . 
[ 0052 ] A payment source executes step S13 . A payment 
source which executes step S13 is , for example , an elec 
tronic instrument such as a smartphone utilized by the 
payment source . The payment source may execute step S13 
after confirming that a first transaction is registered in a 
blockchain . In step S13 , the payment source generates a 
third transaction indicating at least trading of a virtual 
currency for an amount to be paid to a payment destination . 
As described above , the third transaction includes third 
destination information including , as destinations , an 
account of a proxy and an account of a payment source , and 
approval information of the payment source . An account and 
approval information of a payment source are previously 
recorded in a terminal device utilized by the payment source , 
or are acquirable from a predetermined storage device . The 
third transaction is registered in a blockchain in a way 
similar to the first transaction . A third transaction registered 
in a blockchain is configured in such a way that it is not 
possible to utilize the third transaction without approvals of 
a destination ( i.e. , a proxy and a payment source ) included 
in third destination information . 
[ 0053 ] Thereafter , in step S14 , a proxy executes , for a 
payment destination , payment of an amount specified by 
information indicating an amount to be paid to the payment 
destination , included in information required for payment 
proxy . Although FIG . 2 describes in such a way that the 
payment proxy device 10 makes payment to the payment 
destination , the payment proxy device 10 is not required to 
utilize a virtual currency . The payment proxy device 10 or a 
proxy managing the payment proxy device 10 transfers , for 
example , cash equivalent to an amount to be paid to a 
payment destination , to an account of the payment destina 
tion opened in a financial institution such as a bank . Alter 
natively , a proxy may make payment with cash or a credit 
card in a store operated by a payment destination . Moreover , 
a proxy may make payment with a virtual currency different 
from a virtual currency used for payment proxy . 
[ 0054 ] After a proxy or the payment proxy device 10 used 
by the proxy makes payment to a payment destination , the 
payment destination transmits payment destination identifi 
cation information to the payment proxy device 10 in step 
S15 . A method of transmitting payment destination identi 
fication information by a payment destination is not limited 
to a specific method . For example , a payment destination 
may transmit payment destination identification information 
to the payment proxy device 10 by use of an electronic 
instrument such as a smartphone . Alternatively , a payment 
destination may transmit payment destination identification 
information to another device different from the payment 
proxy device 10. In this case , the another device transfers the 
payment destination identification information to the pay 
ment proxy device 10 . 
[ 0055 ] Note that payment destination identification infor 
mation transmitted to the payment proxy device 10 by a 
payment destination may be secret information generated by 
use of a secret key generated by the payment destination , 
may be an electronic signature given to information indi 
cating that a payment destination has received money , or 
may be another form . Payment destination identification 
information has only to approve a transaction related to 
payment destination information , and the transaction includ 
ing the payment destination information in a destination . 

[ 0056 ] In step S16 , a payment source transmits approval 
information of a payment source to the payment proxy 
device 10. The payment source may transmit approval 
information of the payment source from the payment proxy 
device 10 , in response to a notification indicating that the 
acquisition unit 120 has acquired payment destination iden 
tification information . 
[ 0057 ] Then , the payment proxy device 10 executes step 
S17 . Note that the payment proxy device 10 may execute 
step S17 before step S16 , or may execute step S17 simul 
taneously with step S16 . In step S17 , the second generation 
unit 130 generates a second transaction by use of , as a 
balance , the first transaction generated in step S12 and 
registered in a blockchain . Herein , the second generation 
unit 130 generates a second transaction including payment 
destination identification information as approval informa 
tion of the payment destination , and including approval 
information of a proxy . The second generation unit 130 has 
approval information for approving a plurality of destina 
tions included in a first transaction . Thus , the second gen 
eration unit 130 can generate a second transaction by use of 
the first transaction as a balance . 
[ 0058 ] The second transaction is registered in a blockchain 
in a way similar to the first transaction . A proxy can utilize 
the second transaction as a balance . In other words , a proxy 
can apply a virtual currency of an amount indicated by the 
second transaction to a virtual currency that can be utilized 
by the proxy 
[ 0059 ] Furthermore , the payment proxy device 10 
executes step S18 . In step S18 , the second generation unit 
130 generates a fourth transaction by use of , as a balance , the 
third transaction generated in step S13 and registered in a 
blockchain . Herein , the second generation unit 130 gener 
ates a second transaction including approval information of 
a proxy , and the approval information of a payment source 
received in step S16 . The second generation unit 130 has 
approval information for approving a plurality of destina 
tions included in a third transaction . Thus , the second 
generation unit 130 can generate a fourth transaction by use 
of the third transaction as a balance . 
[ 0060 ] The fourth transaction is registered in a blockchain 
in a way similar to the first transaction . A proxy can utilize 
the fourth transaction as a balance . In other words , a proxy 
can apply a virtual currency of an amount indicated by the 
fourth transaction to a virtual currency that can be utilized by 
the proxy 
[ 0061 ] As described above , the payment proxy device 10 
according to the present example embodiment has a con 
figuration which generates a first transaction including , as 
destinations , an account of a proxy , an account of a payment 
source , and payment destination information representing a 
payment destination , and generates a second transaction 
using the first transaction as a balance . Moreover , the 
payment proxy device 10 has a configuration which gener 
ates a third transaction generated by a payment source and 
including , as destinations , an account of a proxy and an 
account of a payment source , and generates a fourth trans 
action using the third transaction as a balance . An account of 
a payment destination is not required at generation of the 
transactions . Therefore , even when a payment destination 
does not create an account or the like , a payment source can 
utilize a virtual currency for payment to the payment des 
tination . Thus , by such a configuration , the payment proxy 
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device 10 according to the present example embodiment can 
achieve payment proxy of a virtual currency in a decentral 
ized virtual currency system . 
[ 0062 ] Furthermore , in the present example embodiment , 
a proxy is not able to freely utilize , solely by an own 
intention , a deposited virtual currency and a virtual currency 
from a payment source , at a point where a first transaction 
is generated , and at a point where a third transaction is 
generated , respectively , and becomes able to utilize the 
virtual currencies at points where a second transaction and 
a fourth transaction are generated . By generating a transac 
tion stepwise in this way , the payment proxy device 10 
according to the present example embodiment can achieve 
payment proxy of a virtual currency , and can also prevent 
unauthorized utilization ( e.g. , utilization of a virtual cur 
rency by a proxy before the proxy completes payment to a 
payment destination ) . 

Second Example Embodiment 
[ 0063 ] FIG . 3 is a block diagram illustrating a configura 
tion of a payment proxy device 20 according to another 
example embodiment . The payment proxy device 20 
includes the same configuration as the payment proxy device 
10 according to the first example embodiment . Specifically , 
the payment proxy device 20 includes a first generation unit 
110 , an acquisition unit 120 , a second generation unit 130 , 
a third generation unit 140 , and a confirmation unit 150 . 
[ 0064 ] Among terms used in the following example 
embodiments and modification examples , a term that is also 
used in the first example embodiment is used in the same 
meaning as the term used in the first example embodiment , 
unless otherwise noted . Moreover , in the present example 
embodiment , a component which is given the same refer 
ence sign as that of a component described in the first 
example embodiment is a component similar to the compo 
nent having the same reference sign described in the first 
example embodiment . Thus , repeated description relating to 
such a component may be appropriately omitted . 
[ 0065 ] The first generation unit 110 generates a first trans 
action similar to that of the payment proxy device 10 
according to the first example embodiment . Moreover , the 
acquisition unit 120 acquires payment destination identifi 
cation information from a payment destination , in a way 
similar to the payment proxy device 10 according to the first 
example embodiment . Further , the second generation unit 
130 generates a second transaction similar to that of the 
payment proxy device 10 according to the first example 
embodiment . 
[ 0066 ] The third generation unit 140 generates a fifth 
transaction and a sixth transaction which are different from 
any of the first transaction , the second transaction , a third 
transaction , and a fourth transaction . The third generation 
unit 140 generates the fifth transaction by use of , as a 
balance , the first transaction generated by the first generation 
unit 110 and recorded in a blockchain . The fifth transaction 
is the same as the second transaction in using the first 
transaction as a balance . Moreover , the third generation unit 
140 generates the sixth transaction by use of , as a balance , 
the third transaction generated by a payment source and 
recorded in a blockchain . The sixth transaction is the same 
as the fourth transaction in using the third transaction as a 
balance . 
[ 0067 ] The third generation unit 140 selectively operates 
with the second generation unit 130. More specifically , the 

second generation unit 130 operates when the acquisition 
unit 120 receives payment destination identification infor 
mation , i.e. , when money is paid to a payment destination by 
a proxy and the payment destination receives the money , 
whereas the third generation unit 140 operates when a 
virtual currency is paid ( i.e. , paid back ) to generation 
sources of the first transaction and the third transaction . For 
example , when a payment is not made by a proxy ( a payment 
destination does not receive money ) , the third generation 
unit 140 generates the fifth transaction , and offsets the first 
transaction being a deposit . Moreover , when a payment is 
not made by a proxy , the third generation unit 140 pays back 
money to a payment source by generating the sixth trans 
action for paying back the third transaction generated by the 
payment source as a transaction for a payment . 
[ 0068 ] The fifth transaction includes fifth destination 
information including an account of a proxy as a destination , 
approval information of the proxy , and approval information 
of a payment source . A difference between the fifth trans 
action and the second transaction is that the second trans 
action includes , as approval information of a payment des 
tination , payment destination identification information 
transmitted from the payment destination , whereas the fifth 
transaction includes approval information of a payment 
source . As described above , the first transaction registered in 
a blockchain is configured in such a way that it is not 
possible to utilize the first transaction without approvals of 
a proxy and at least another user among destinations 
included in first destination information , i.e. , an approval of 
a proxy , and an approval of a payment source and / or a 
payment destination . The third generation unit 140 generates 
the fifth transaction including approval information of a 
proxy and approval information of a payment source , in 
order to use the first transaction as a balance . Note that an 
amount of which movement is indicated by the fifth trans 
action is the same as an amount of which movement is 
indicated by the first transaction . Moreover , the fifth trans 
action may include amount information . 
[ 0069 ] The sixth transaction includes sixth destination 
information including an account of a payment source as a 
destination , approval information of a proxy , and approval 
information of the payment source . A difference between the 
sixth transaction and the fourth transaction is that the fourth 
transaction includes an account of a proxy as a destination , 
whereas the sixth transaction includes an account of a 
payment source as a destination . As described above , the 
third transaction registered in a blockchain is configured in 
such a way that it is not possible to utilize the third 
transaction without an approval of a destination ( i.e. , a proxy 
and a payment source ) included in third destination infor 
mation . The third generation unit 140 generates the sixth 
transaction including approval information of a proxy and 
approval information of a payment source , in order to use 
the third transaction as a balance . Note that an amount of 
which movement is indicated by the sixth transaction is the 
same as an amount of which movement is indicated by the 
third transaction . Moreover , the sixth transaction may 
include amount information . 
[ 0070 ] The confirmation unit 150 confirms receipt of 
money by a payment destination . The confirmation unit 150 
confirms receipt of the money by the payment destination , 
by confirming whether or not the acquisition unit 120 has 
acquired payment destination identification information , 
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within a predetermined period after the first transaction and 
the third transaction are registered in a blockchain . 
[ 0071 ] FIG . 4 is a flowchart illustrating an operation of the 
payment proxy device 20. Note that , at the operation , a 
payment source and a payment destination can perform 
actions similar to those in the first example embodiment . In 
other words , prior to generation of the first transaction , a 
payment source executes a request similar to that in step 
S11 . Moreover , the payment source generates the third 
transaction after generation of the first transaction . 
[ 0072 ] In step S21 , the first generation unit 110 generates 
a first transaction . At a request from a payment source , the 
first generation unit 110 generates a first transaction . Note 
that information included in the first transaction is similar to 
that in the first example embodiment . 
[ 0073 ] In step S22 , the confirmation unit 150 determines 
whether a predetermined condition relating to receipt is 
satisfied . A condition referred to herein is that , for example , 
“ a payment destination receives a predetermined charge 
from a proxy ” , i.e. , the acquisition unit 120 acquires pay 
ment destination identification information . When the con 
dition relating to receipt includes a time limit , the confir 
mation unit 150 suspends determination until the time limit 
arrives . 
[ 0074 ] When the condition relating to receipt is satisfied 
( S22 : YES ) , the second generation unit 130 executes step 
S23 . On the other hand , when a condition relating to 
payment is not satisfied ( S22 : NO ) , the third generation unit 
140 executes step S24 . In step S23 , the second generation 
unit 130 generates a second transaction and a fourth trans 
action . In step S24 , the third generation unit 140 generates 
a fifth transaction and a sixth transaction . 
[ 0075 ] As described above , the payment proxy device 20 
according to the present example embodiment has a con 
figuration which selectively generates a second transaction 
and a fourth transaction or a fifth transaction and a sixth 
transaction , according to a determination result by the con 
firmation unit 150. The configuration enables changing of a 
destination or approval information of a transaction , depend 
ing on presence or absence of receipt of money by a payment 
destination . Specifically , the payment proxy device 20 gen 
erates a second transaction and a fourth transaction desig 
nating a proxy as a destination when a payment destination 
receives money , and the payment proxy device 20 generates 
a fifth transaction designating a proxy as a destination and a 
sixth transaction designating a payment source as a desti 
nation when a payment destination does not receive money . 
Thus , in addition to an effect similar to that of the payment 
proxy device 10 according to the first example embodiment , 
the payment proxy device 20 according to the present 
example embodiment can pay back a virtual currency to a 
proxy and a payment source when a payment destination 
does not receive money , i.e. , when payment proxy of money 
is not properly performed . 

proxy device 10 according to the first example embodiment 
or the payment proxy device 20 according to the second 
example embodiment . 
[ 0078 ] The terminal device 32 is a terminal device used by 
a user of a payment source . On the other hand , the terminal 
device 33 is a terminal device used by a user of a payment 
destination . Although each of the terminal device 32 and the 
terminal device 33 is an electronic instrument such as a 
smartphone , a specific configuration thereof is not limited as 
long as exchange of required data with the payment proxy 
device 31 is possible . 
[ 0079 ] The virtual currency system 34 is a decentralized 
virtual currency system , and is a peer - to - pear ( P2P ) type 
payment system of a virtual currency . In other words , the 
virtual currency system 34 is configured by a plurality of 
nodes of a peer - to - pear type network . A virtual currency in 
the present example embodiment is bitcoin based on PTL 1 . 
In other words , the virtual currency system 34 manages a 
virtual currency by using a blockchain technique . 
[ 0080 ] Note that , generally , the term “ bitcoin ” indicates a 
specific virtual currency in one case , and indicates a virtual 
currency system using the virtual currency in another case . 
In the present example embodiment , in order to avoid 
confusion , the term “ bitcoin ” is used with the meaning of a 
virtual currency . Moreover , a currency unit of bitcoin is 
" BTC ” . 
[ 0081 ] FIG . 6 is a block diagram illustrating a configura 
tion of the payment proxy device 31. The payment proxy 
device 31 includes a virtual currency management unit 310 , 
a request management unit 320 , and a transaction manage 
ment unit 340. More specifically , the transaction manage 
ment unit 340 includes an approval information manage 
ment unit 341 , a proxy - deposit transaction generation unit 
342 , a payment receipt transaction generation unit 343 , a 
payback transaction generation unit 344 , an information 
confirmation unit 345 , and an acquisition unit 346 . 
[ 0082 ] The virtual currency management unit 310 man 
ages a virtual currency owned by the payment proxy device 
31. The virtual currency management unit 310 manages an 
account of a proxy , and a balance of a virtual currency of the 
proxy . The virtual currency management unit 310 records , in 
a predetermined recording medium , the account of the proxy 
and the balance of the virtual currency of the proxy , and 
reads the account and the balance as required . Note that the 
virtual currency management unit 310 may acquire a bal 
ance of a virtual currency of a proxy from the virtual 
currency system 34 , instead of storing the balance in the 
payment proxy device 31 . 
[ 0083 ] The request management unit 320 manages a 
request , i.e. , a request for payment proxy by a virtual 
currency from a payment source . The request management 
unit 320 receives the request from the terminal device 32. A 
request in the present example embodiment means data 
including a bitcoin address for specifying a payment source , 
information for specifying a payment destination , and pay 
ment information indicating a payment amount to be paid to 
the payment destination via a proxy . Note that a bitcoin 
address is generated based on a verification key of an 
electronic signature of a user . A bitcoin address is equivalent 
to one example of an “ account ” in the first and second 
example embodiments . Moreover , payment information can 
include an expense such as a transaction charge , in addition 
to an amount to be paid to a payment destination . 

Third Example Embodiment 
[ 0076 ] FIG . 5 is a block diagram illustrating a configura 
tion of a payment proxy system 30 according to still another 
example embodiment . The payment proxy system 30 
includes a payment proxy device 31 , a terminal device 32 , 
a terminal device 33 , and a virtual currency system 34 . 
[ 0077 ] The payment proxy device 31 is a computer device 
which achieves proxy of trading by a proxy . The payment 
proxy device 31 is equivalent to one example of the payment 
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[ 0084 ] Information for specifying a payment destination is 
equivalent to one example of “ payment destination infor 
mation ” in the first and second example embodiments . The 
payment destination information is , for example , open infor 
mation generated based on a verification key of an electronic 
signature generated by a payment destination . Note that 
information for specifying a payment destination may be an 
identifier indicating a payment destination associated with 
payment destination information , may be a mail address , or 
may be other information ( a name or appellation of a 
payment destination , or the like ) . In this case , payment 
destination information associated with information for 
specifying a payment destination received by the payment 
proxy device 31 has only to be acquired from a recording 
unit or the like storing the payment destination information . 
When information for specifying a payment destination 
included in the received request is not information being 
describable in a destination of a transaction , the request 
management unit 320 may convert the information for 
specifying a payment destination into a form being describ 
able as a destination of a transaction . In other words , the 
request management unit 320 may generate , based on infor 
mation for specifying a payment destination , information 
being usable as a bitcoin address of a payment destination . 
[ 0085 ] Furthermore , the request management unit 320 
may compare a payment amount indicated by payment 
information with a balance of a virtual currency of a proxy 
managed by the virtual currency management unit 310 . 
When the payment amount is more than the balance of the 
proxy , the proxy is not able to execute a proxy procedure 
requested from a payment source . Therefore , when the 
payment amount is more than the balance of the proxy , the 
request management unit 320 may execute predetermined 
error processing ( a notification to the terminal device 32 , or 
the like ) . 
[ 0086 ] The transaction management unit 340 manages 
generation of a transaction , and information related to gen 
eration of a transaction . The approval information manage 
ment unit 341 manages secret information required for 
generation of approval information . Secret information in 
the present example embodiment includes a signing key 
associated with an account of a proxy . Moreover , approval 
information in the present example embodiment includes an 
electronic signature generated by use of a signing key . 
[ 0087 ] Transactions generated in the transaction manage 
ment unit 340 can be classified into three kinds of transac 
tions . Hereinafter , for convenience of description , these 
transactions are also referred to as a “ proxy - deposit trans 
action ” , a “ payment receipt transaction " , and a “ payback 
transaction ” . Moreover , a transaction used as a balance in a 
payment receipt transaction and a payback transaction and 
generated by the terminal device 32 of a payment source is 
also referred to as a “ payment transaction ” . 
[ 0088 ] The proxy - deposit transaction generation unit 342 
generates a proxy - deposit transaction . A proxy - deposit 
transaction is equivalent to one example of a “ first transac 
tion ” in the first and second example embodiments . In other 
words , a proxy - deposit transaction functions as a deposit of 
a payment receipt transaction and a payback transaction 
described later . 
[ 0089 ] A proxy - deposit transaction includes an account of 
a proxy , an account of a payment destination , payment 
destination information , and approval information of the 
proxy . An account of a proxy is managed by the virtual 

currency management unit 310. An account of a payment 
destination and payment destination information are man 
aged by the request management unit 320. Approval infor 
mation of a proxy is managed by the approval information 
management unit 341. Therefore , the proxy - deposit trans 
action generation unit 342 can generates a proxy - deposit 
transaction by use of these pieces of information managed 
by the virtual currency management unit 310 , the request 
management unit 320 , and the approval information man 
agement unit 341 . 
[ 0090 ] The acquisition unit 346 acquires , as an evidence 
of receipt of money , payment destination identification 
information transmitted from a payment destination . For 
example , the acquisition unit 346 receives , from the terminal 
device 33 , a notification indicating that a payment destina 
tion has received money . Alternatively , the acquisition unit 
346 may accept a similar notification not from a payment 
destination but from a financial institution or a credit card 
company . When receiving such a notification , the acquisi 
tion unit 346 may transmit a transmission request of pay 
ment destination identification information to the terminal 
device 33 , and receive , from the terminal device 33 , the 
payment destination identification information as a response 
to the transmission request . When acquiring payment des 
tination identification information , the acquisition unit 346 
supplies the payment destination identification information 
to the payment receipt transaction generation unit 343 . 
Payment destination identification information is informa 
tion associated with payment destination identification . Pay 
ment destination identification information may be , for 
example , an electronic signature generated by use of a 
signing key generated by a payment destination , or may be 
other information . Payment destination identification infor 
mation is information for guaranteeing validity of a trans 
action including destination identification information in a 
destination , and is information equivalent to approval infor 
mation associated with an account . 
[ 0091 ] Furthermore , when acquiring payment destination 
identification information , the acquisition unit 346 may 
transmit a transmission request of approval information of a 
payment source to the terminal device 32 of a payment 
source , and acquire the approval information of the payment 
source . 

[ 0092 ] The acquisition unit 346 may manage receipt of 
money by a payment destination . For example , the acquisi 
tion unit 346 may record , as a trading history , receipt of 
money by a payment destination . The acquisition unit 346 
may further include a function of issuing a certificate for 
certifying that a payment destination has received money . A 
certificate referred to herein has an effect of a receipt or an 
equivalent thereof . A certificate is typically electronic data 
which are electronically transmitted and received , but may 
be printed on predetermined paper and then mailed to a 
payment source . 
[ 0093 ] The payment receipt transaction generation unit 
343 generates a payment receipt transaction . A payment 
receipt transaction is equivalent to one example of a “ second 
transaction ” and a " fourth transaction ” in the first and 
second example embodiments . The payment receipt trans 
action generation unit 343 generates , based on the payment 
destination identification information supplied from the 
acquisition unit 346 , a transaction ( second transaction ) using 
a proxy - deposit transaction as a balance , and a transaction 
( fourth transaction ) using a payment transaction as a bal 
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ance . In the present example embodiment , a second trans 
action and a fourth transaction are collectively called a 
payment receipt transaction . A balance referred to herein is 
equivalent to an unspent transaction output ( UTXO ) in 
bitcoin . 
[ 0094 ] A payment receipt transaction includes a transac 
tion including an account of a proxy , approval information 
of a proxy , and payment destination identification informa 
tion , and a transaction including an account of a proxy , 
approval information of a proxy , and approval information 
of a payment source . Payment destination identification 
information is approval information for approving payment 
destination information included in a destination of a proxy 
deposit transaction . The payment receipt transaction genera 
tion unit 343 may convert payment destination identification 
information into a form being utilizable as approval infor 
mation that can be included in a transaction . 
[ 0095 ] An account of a proxy and approval information of 
the proxy is included in a proxy - deposit transaction . Pay 
ment destination identification information is transmitted 
from the terminal device 33 , and acquired by the acquisition 
unit 346. The payment receipt transaction generation unit 
343 can generate a second transaction by use of a proxy 
deposit transaction , and payment destination identification 
information transmitted from the terminal device 33 . 
[ 009 ] Furthermore , approval information of a payment 
source is transmitted from the terminal device 32 after 
acquisition of payment destination identification informa 
tion . Thus , the payment receipt transaction generation unit 
343 can generate a fourth transaction by use of an account 
of a proxy and approval information of the proxy used for 
generation of the second transaction , and approval informa 
tion of a payment source transmitted from the terminal 
device 32 . 
[ 0097 ] In this way , the proxy - deposit transaction genera 
tion unit 342 generates a transaction requiring approval 
information of a proxy , in such a way that a payment source 
and a payment destination are not able to utilize a proxy 
deposit transaction and a payment transaction without an 
approval of a proxy . 
[ 0098 ] Note that the payment receipt transaction genera 
tion unit 343 is assumed to generate two transactions as 
payment receipt transactions , but may generate one trans 
action combining the two transactions . In other words , the 
payment receipt transaction generation unit 343 has only to 
be a transaction which returns , to the payment proxy device 
31 , as a balance , a proxy - deposit transaction generated by 
the proxy - deposit transaction generation unit 342 as a 
deposit , and enables the payment proxy device 31 to utilize 
a balance of a payment transaction generated by the terminal 
device 32 . 
[ 0099 ] The payback transaction generation unit 344 gen 
erates a payback transaction . A payback transaction is 
equivalent to one example of a “ fifth transaction ” and a 
" sixth transaction ” in the second example embodiment . The 
payback transaction generation unit 344 generates , as pay 
back transactions , a transaction using a proxy - deposit trans 
action as a balance ( i.e. , UTXO ) , and a transaction using a 
payment transaction as a balance . 
[ 0100 ] A payback transaction includes a transaction 
including an account of a proxy , approval information of a 
proxy , and approval information of a payment source , and a 
transaction including an account of a payment source , 
approval information of a proxy , and approval information 

of a payment source . An account of a proxy , an account of 
a payment source , and approval information of a proxy are 
included in a proxy - deposit transaction . Approval informa 
tion of a payment source is transmitted from the terminal 
device 32. The payback transaction generation unit 344 can 
generate a payback transaction by use of an account of a 
proxy , an account of a payment source , approval information 
of a proxy , and approval information transmitted from the 
terminal device 32 . 

[ 0101 ] Note that the payback transaction generation unit 
344 is assumed to generate two transactions as payback 
transactions , but may generate one transaction combining 
the two transactions . In other words , the payback transaction 
generation unit 344 has only to be a transaction which 
returns , to the payment proxy device 31 , as a balance , a 
proxy - deposit transaction generated by the proxy - deposit 
transaction generation unit 342 as a deposit , and pays back , 
to the terminal device 32 , a balance of a payment transaction 
generated by the terminal device 32 . 
[ 0102 ] The information confirmation unit 345 confirms 
receipt of money by a payment destination . In the present 
example embodiment , the information confirmation unit 345 
performs the confirmation by referring to a proxy - deposit 
transaction and a payment transaction in the virtual currency 
system 34 , and then confirming that the acquisition unit 346 
receives payment destination identification information . 
More specifically , after a proxy - deposit transaction is 
recorded in the virtual currency system 34 , and a payment 
transaction is recorded in the virtual currency system 34 , the 
information confirmation unit 345 determines whether the 
acquisition unit 346 acquires payment destination identifi 
cation information by a predetermined payment time limit . 
A payment time limit referred to herein is determined , for 
example , with reference to a timing at which a request is 
made from a payment source . A payment time limit may 
differ depending on a payment amount , or may be settable 
by any one of a payment source , a payment destination , and 
a proxy . 
[ 0103 ] The information confirmation unit 345 recognizes 
that a payment destination has received money , with a fact 
that the acquisition unit 346 receives payment destination 
identification information by a payment time limit . The 
payback transaction generation unit 344 generates a payback 
transaction , based on a determination result by the informa 
tion confirmation unit 345. Specifically , the payback trans 
action generation unit 344 generates a payback transaction 
when the acquisition unit 346 does not acquire payment 
destination identification information by a payment time 
limit . 

[ 0104 ] Note that the information confirmation unit 345 
may be configured in such a way as to notify a proxy that 
money is paid first , after a proxy - deposit transaction and a 
payment transaction are generated . This enables the proxy to 
confirm payment of money by a payment source . Moreover , 
in order to pay back to a payment source by generating a 
payback transaction when a payment destination does not 
receive money by a payment time limit , the information 
confirmation unit 345 may notify the terminal device 32 that 
the payment destination does not receive the money by the 
payment time limit . Then , the information confirmation unit 
345 supplies the payback transaction generation unit 344 
with approval information of a payment source received as 
a response to the notification . 
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[ 0105 ] In the present example embodiment , the proxy 
deposit transaction generation unit 342 is equivalent to one 
example of the first generation unit 110 in the first and 
second example embodiments . Moreover , the payment 
receipt transaction generation unit 343 is equivalent to one 
example of the second generation unit 130 in the first and 
second example embodiments . The payback transaction 
generation unit 344 is equivalent to one example of the third 
generation unit 140 in the second example embodiment . The 
information confirmation unit 345 is equivalent to one 
example of the confirmation unit 150 in the second example 
embodiment . The acquisition unit 346 is equivalent to one 
example of the acquisition unit 120 in the first and second 
example embodiments . 
[ 0106 ] FIGS . 7 and 8 are sequence charts each illustrating 
an operation during trading in the payment proxy system 30 . 
FIG . 7 illustrates an operation when a payment destination 
receives money by a payment time limit . On the other hand , 
FIG . 8 illustrates an operation when a payment destination 
does not receive money by a payment time limit . Note that , 
in FIG . 8 , the same reference sign as that in FIG . 7 is given 
to a step in which processing similar to that in FIG . 7 is 
executed . 
[ 0107 ] In step S301 , the terminal device 32 transmits a 
request to the payment proxy device 31. The request 
involves payment information , a bitcoin address of a pay 
ment source , and information for specifying a payment 
destination . The terminal device 32 executes step S301 , 
based on an operation of the payment source . The payment 
proxy device 31 accepts the request in the request manage 
ment unit 320 . 
[ 0108 ] When receiving a request from the terminal device 
32 , the payment proxy device 31 executes step S302 . In step 
S302 , the transaction management unit 340 generates a 
proxy - deposit transaction , based on the request . In step 
S303 , the transaction management unit 340 transmits the 
generated proxy - deposit transaction to the virtual currency 

a payment procedure of money to a payment destination by 
a payment time limit . The proxy may pay money via the 
payment proxy system 30 , but may pay money without 
intervention of the payment proxy system 30 ( e.g. , by 
transferring cash ) . Alternatively , the proxy may pay money 
to a proxy by use of a virtual currency other than bitcoin . In 
either case , the payment proxy device 31 notifies the termi 
nal device 33 in step S308 that payment of money is 
executed . 
[ 0113 ] When accepting the notification in step S308 and 
receiving money , the terminal device 33 executes step S309 . 
In step S309 , the terminal device 33 transmits payment 
destination identification information to the payment proxy 
device 31 as an evidence of receipt of the money . 
[ 0114 ] In step S310 , the transaction management unit 340 
confirms whether the proxy - deposit transaction registered in 
step S304 and the payment transaction registered in step 
S307 are registered in a blockchain , and further confirms 
receipt of payment destination identification information . In 
the present example , payment destination identification 
information is transmitted from the terminal device 33 in 
step S309 , and therefore the information confirmation unit 
345 confirms that the acquisition unit 346 acquires the 
payment destination identification information . 
[ 0115 ] When confirming that the acquisition unit 346 of 
the payment proxy device 31 has acquired payment desti 
nation identification information , the transaction manage 
ment unit 340 executes step S311 . In step S311 , the trans 
action management unit 340 transmits , to the terminal 
device 32 , a transmission request of approval information of 
a payment source for utilizing a payment transaction , with 
the payment destination identification information as an 
evidence of a fact that money is paid to a payment destina 
tion . In this instance , the payment proxy device 31 may 
transmit , in association with the transmission request , infor 
mation representing that payment destination identification 
information is received . 
[ 0116 ] When accepting the transmission request in step 
S311 , the terminal device 32 transmits approval information 
of a payment source to the payment proxy device 31 in step 
S312 . When receiving approval information of a payment 
source from the terminal device 32 , the payment proxy 
device 31 executes step S313 and S314 . 
[ 0117 ] In step S313 , the transaction management unit 340 
generates a payment receipt transaction . Specifically , the 
payment receipt transaction generation unit 343 generates a 
transaction using , as a balance ( UTXO ) , the proxy - deposit 
transaction registered in a blockchain in step S304 , and a 
transaction using , as a balance ( UTXO ) , the payment trans 
action registered in a blockchain in step S307 . 
[ 0118 ] Then , in step S314 , the transaction management 
unit 340 transmits the payment receipt transaction generated 
in step S313 to the virtual currency system 34 . 
[ 0119 ] When receiving a payment receipt transaction from 
the payment proxy device 31 , the virtual currency system 34 
executes step S315 . In step S315 , the virtual currency 
system 34 registers the payment receipt transaction in a 
blockchain . Consequently , the payment receipt transaction 
becomes able to be utilized by a payment destination . 
[ 0120 ] Next , in the example of FIG . 8 , steps S301 to S307 
are executed as in the example of FIG . 7. On the other hand , 
in this example , it is assumed that a payment destination has 
not received money by a payment time limit . 

system 34 . 
[ 0109 ] When receiving a proxy - deposit transaction from 
the payment proxy device 31 , the virtual currency system 34 
executes step S304 . In step S304 , the virtual currency 
system 34 registers the proxy - deposit transaction in a block 
chain . Note that a proxy - deposit transaction , a payment 
transaction , a payment receipt transaction , and a payback 
transaction are registered in a blockchain in a way similar to 
other general transactions in bitcoin , i.e. , by use of a 
well - known technique . 
[ 0110 ] After transmitting a request to the payment proxy 
device 31 , the terminal device 32 executes step S305 . In step 
S305 , the terminal device 32 generates a payment transac 
tion . In this instance , the terminal device 32 generates the 
payment transaction by use of an account of a proxy 
provided from the payment proxy device 31 in advance or as 
a response to the request . Note that the terminal device 32 
may execute step S305 after confirming that a proxy - deposit 
transaction is registered in the virtual currency system 34. In 
step S306 , the terminal device 32 transmits the generated 
payment transaction to the virtual currency system 34 . 
[ 0111 ] When receiving a payment transaction from the 
terminal device 32 , the virtual currency system 34 executes 
step S307 . In step S307 , the virtual currency system 34 
registers the payment transaction in a blockchain . 
[ 0112 ] When a proxy - deposit transaction and a payment 
transaction are registered in a blockchain , a proxy performs 
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can designate a plurality of bitcoin addresses by use of a 
multi - signature ( also referred to as " multisig " ) . 

[ 0121 ] After step S307 , the payment proxy device 31 
executes step S316 . In step S316 , the transaction manage 
ment unit 340 confirms whether the proxy - deposit transac 
tion registered in step S304 and the payment transaction 
registered in step S307 are registered in a blockchain , and 
further confirms receipt of payment destination identifica 
tion information . As described above , when a proxy - deposit 
transaction and a payment transaction are registered in a 
blockchain , a proxy performs a payment procedure of 
money to a payment destination by a payment time limit , but 
when a payment source does not receive money , a payment 
procedure is not completed , and therefore , the acquisition 
unit 346 is not able to receive payment destination identi 
fication information . The information confirmation unit 345 
confirms whether payment destination identification infor 
mation is received from the terminal device 33 by a payment 
time limit . Herein , since a case where money is not received 
by a payment time limit is assumed , the information con 
firmation unit 345 confirms that payment destination iden 
tification information is not received . 
[ 0122 ] When money is not received by a payment time 
limit , the transaction management unit 340 executes step 
S317 . In step S317 , the transaction management unit 340 
notifies the terminal device 32 that money is not received . In 
response to the notification , the terminal device 32 transmits 
approval information of a payment source to the payment 
proxy device 31 in step S318 . 
[ 0123 ] When receiving approval information of a payment 
source from the terminal device 32 , the payment proxy 
device 31 executes steps S319 and S320 . In step S319 , the 
transaction management unit 340 generates a payback trans 
action . Specifically , the payback transaction generation unit 
344 generates a transaction using , as a balance ( UTXO ) , the 
proxy - deposit transaction registered in a blockchain in step 
S304 , and a transaction using , as a balance ( UTXO ) , a 
payment transaction registered in a blockchain in step S307 . 
A destination of each of the transactions is an account of a 
generation source of the transaction used as a balance . Then , 
in step S320 , the transaction management unit 340 transmits , 
to the virtual currency system 34 , the payment transaction 
generated in step S319 . 
[ 0124 ] When receiving a payback transaction from the 
payment proxy device 31 , the virtual currency system 34 
executes step S321 . In step S321 , the virtual currency 
system 34 registers the payback transaction in a blockchain . 
Consequently , out of the payback transactions , a transaction 
using a proxy - deposit transaction as a balance becomes able 
to be utilized by a proxy , and a transaction using a payment 
transaction as a balance becomes able to be utilized by a 
payment source . In other words , when money is not received 
by a payment destination , a virtual currency for an amount 
paid in advance as a deposit is paid back to a proxy , and a 
virtual currency for an amount paid in advance is paid back 
to a payment source . 
[ 0125 ] As described above , the payment proxy system 30 
according to the present example embodiment can achieve 
payment proxy of a virtual currency in a decentralized 
virtual currency system , in a way similar to the payment 
proxy device 10 according to the first example embodiment 
and the payment proxy device 20 according to the second 
example embodiment . Particularly , the payment proxy sys 
tem 30 enables payment proxy with bitcoin and in a virtual 
currency system using the bitcoin . A transaction in a bitcoin 

Modification Examples 
[ 0126 ] For example , following modifications can be 
applied to the first to third example embodiments described 
above . These modification examples can be appropriately 
combined as required . 
[ 0127 ] ( 1 ) At trading of bitcoin , the terminal device 33 
may transmit , to the terminal device 32 , trading identifica 
tion information for identifying trading . In this case , the 
terminal device 32 includes the trading identification infor 
mation in a request , in addition to a bitcoin address of a 
payment source , payment information , and payment desti 
nation information . Trading identification information is , for 
example , an ID differing from trading to trading . The 
terminal device 32 transmits the request including the trad 
ing identification information to the payment proxy device 
31 . 
[ 0128 ] In the payment proxy device 31 , the request man 
agement unit 320 manages trading identification informa 
tion . For example , prior to generation of a proxy - deposit 
transaction , the request management unit 320 can determine 
validity of trading , based on trading identification informa 
tion . Specifically , the request management unit 320 inquires 
of the terminal device 33 about trading identification infor 
mation , and determines whether trading identification infor 
mation transmitted from the terminal device 32 coincides 
with trading identification information transmitted from the 
terminal device 33. When these pieces of trading identifi 
cation information coincide with each other , the transaction 
management unit 340 generates a proxy - deposit transaction . 
The transaction management unit 340 may include the 
trading identification information in the proxy - deposit trans 
action . 
[ 0129 ] A correspondence ( i.e. , a combination ) between a 
payment destination and a payment source can be made 
more explicit by using such trading identification informa 
tion . This can facilitate subsequent generation , registration , 
and confirmation of a payment receipt transaction or a 
payback transaction . 
[ 0130 ] ( 2 ) The virtual currency management unit 310 may 
manage a balance of a cash currency in an account of a proxy 
opened in a financial institution such as a bank , in addition 
to a virtual currency owned by the payment proxy device 31 . 
The virtual currency management unit 310 may manage , for 
example , a number of an account of a proxy , and a balance 
of a cash currency of the proxy . The virtual currency 
management unit 310 records , in a predetermined recording 
medium , the number of the account of the proxy , and the 
balance of the cash currency of the proxy , and reads the 
number and the balance as required . Note that the virtual 
currency management unit 310 may acquire a balance of a 
cash currency of a proxy from a system of a financial 
institution , without storing the balance in the payment proxy 
device 31. Then , the proxy - deposit transaction generation 
unit 342 may generate a proxy - deposit transaction by use of 
a balance of a virtual currency of a proxy and a balance of 
a cash currency owned by the proxy . 
[ 0131 ] Consequently , the payment proxy device 31 can 
generate a proxy - deposit transaction when a proxy has an 
amount of a virtual currency or a cash currency for which the 
proxy performs payment proxy , and therefore , the payment 
proxy device 31 can perform payment proxy even when the 
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as required . For example , a matter described by use of a 
specific example embodiment is also applicable to another 
example embodiment within a consistent scope . 

REFERENCE SIGNS LIST 

payment proxy device 31 does not convert , into a virtual 
currency , a cash currency in an account registered in the 
virtual currency system 34 . 
[ 0132 ] ( 3 ) A specific hardware configuration of the device 
( the payment proxy devices 10 , 20 , and 31 ) according to the 
present disclosure include many variations , and is not lim 
ited to a specific configuration . For example , the device 
according to the present disclosure may be achieved by use 
of software , and may be configured in such a way as to share 
various kinds of processing by use of a plurality of pieces of 
hardware . 
[ 0133 ] FIG . 9 is a block diagram illustrating one example 
of a hardware configuration of a computer device 40 which 
achieves the device according to the present disclosure . The 
computer device 40 is configured by including a central 
processing unit ( CPU ) 401 , a read only memory ( ROM ) 402 , 
a random access memory ( RAM ) 403 , a storage device 404 , 
a drive device 405 , a communication interface 406 , and an 
input / output interface 407 . 
[ 0134 ] The CPU 401 executes a program 408 by use of the 
RAM 403. The communication interface 406 exchanges 
data with an external device via a network 410. The input / 
output interface 407 exchanges data with a peripheral device 
( an input device , a display device , or the like ) . The com 
munication interface 406 and the input / output interface 407 
can function as components for acquiring and outputting 
data . 
[ 0135 ] Note that the program 408 may be stored in the 
ROM 402. Moreover , the program 408 may be recorded in 
a recording medium 409 such as a memory card , and read by 
the drive device 405 , or may be transmitted from an external 
device via the network 410 . 
[ 0136 ] The device according to the present disclosure can 
be achieved by the configuration ( or a part thereof ) illus 
trated in FIG.9 . For example , in a case of the payment proxy 
device 10 or 20 , the first generation unit 110 , the acquisition 
unit 120 , the second generation unit 130 , the third generation 
unit 140 , and the confirmation unit 150 correspond to the 
CPU 401 , the ROM 402 , and the RAM 403 . 
[ 0137 ] Note that a component of the device according to 
the present disclosure may be configured by a single cir 
cuitry ( processor or the like ) , or may be configured by a 
combination of a plurality of circuitries . A circuitry referred 
to herein may be dedicated or general - purpose . For example , 
the device according to the present disclosure may be 
achieved by a dedicated processor in one part , and achieved 
by a general - purpose processor in another part . 
[ 0138 ] The configuration described as a single device in 
the example embodiments described above may be distrib 
uted and provided in a plurality of devices . For example , the 
payment proxy device 10 , 20 , or 31 may be achieved by 
cooperation of a plurality of computer devices by use of a 
cloud computing technique or the like . 
[ 0139 ] The present invention has been described above 
with the example embodiments and modification examples 
described above as exemplary examples . However , the pres 
ent invention is not limited to the example embodiments and 
modification examples . The present invention can include , 
within the scope of the present invention , example embodi 
ments to which various modifications and applications that 
can be understood by a so - called person skilled in the art are 
applied . Moreover , the present invention can include 
example embodiments in which matters described in the 
present description are appropriately combined or replaced 

[ 0140 ] 10 Payment proxy device 
[ 0141 ] 20 Payment proxy device 
[ 0142 ] 110 First generation unit 
[ 0143 ] 120 Acquisition unit 
[ 0144 ] 130 Second generation unit 
[ 0145 ] 140 Third generation unit 
[ 014 ] 150 Confirmation unit 
[ 0147 ] 30 Payment proxy system 
[ 0148 ] 31 Payment proxy device 
[ 0149 ] 32 Terminal device 
[ 0150 ] 33 Terminal device 
[ 0151 ] 34 Virtual currency system 
[ 0152 ] 40 Computer device 

1. A payment proxy device of a virtual currency , com 
prising : 

a memory storing instructions ; and 
one or more processors configured to execute the instruc 

tions to : 
generate a first transaction by use of a balance of a proxy 

in response to a request from a payment source , the first 
transaction including first destination information 
which includes , as destinations , an account of the 
proxy , an account of the payment source , and payment 
destination information representing a payment desti 
nation , and approval information of the proxy , and 
being a transaction indicating trading of a virtual cur 
rency ; 

acquire payment destination identification information 
transmitted by a payment destination as an evidence of 
receipt of money and intended for identifying the 
payment destination ; and 

generate a second transaction using the first transaction as 
a balance , and a fourth transaction using , as a balance , 
a third transaction generated by the payment source , 
wherein 

the one or more processors are further configured to 
execute the instructions to 
generate the second transaction including , as approval 

information of the payment destination , the payment 
destination identification information acquired from 
the payment destination represented by the payment 
destination information included in the destinations 
of the first transaction in order to use the first 
transaction as a balance , and 

including the approval information of the proxy , and 
second destination information including the account 
of the proxy as a destination , and 

in order to use , as a balance , the third transaction includ 
ing third destination information which includes , as 
destinations , the account of the proxy and the account 
of the payment source , and the approval information of 
the payment source , 
generate the fourth transaction including 
the approval information of the payment source 

received from the payment source after acquisition 
of the payment destination identification informa 
tion , 

the approval information of the proxy , and 
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fourth destination information including the account of 
the proxy as a destination . 

2. The payment proxy device according to claim 1 , further 
comprising 

the one or more processors are further configured to 
execute the instructions to , 

based on the approval information of the payment source 
received from the payment source , 

generate , by use of the first transaction as a balance , a fifth 
transaction including fifth destination information 
which includes the account of the proxy as a destina 
tion , the approval information of the proxy , and the 
approval information of the payment source , and 

generate , by use of the third transaction as a balance , a 
sixth transaction including sixth destination informa 
tion which includes the account of the payment source 
as a destination , the approval information of the proxy , 
and the approval information of the payment source . 

3. The payment proxy device according to claim 2 , further 
comprising 

the one or more processors are further configured to 
execute the instructions to confirm receipt of money by 
the payment destination , wherein 

the second transaction and the fourth transaction are 
generated when the receipt of the money is confirmed , 
and 

the fifth transaction and the sixth transaction are generated 
when the receipt of the money is not confirmed . 

4. The payment proxy device according to claim 1 , 
wherein 

the one or more processors are configured to execute the 
instructions to generate the first transaction by use of a 
balance of a virtual currency of the proxy and a balance 
of a cash currency owned by the proxy . 

5. The payment proxy device according to claim 1 , 
wherein 

the one or more processors are configured to execute the 
instructions to acquire , from the payment source and 
the payment destination , pieces of trading identification 
information for identifying trading of a virtual cur 
rency , and generate the first transaction when pieces of 
the acquired trading identification information coincide 
with each other . 

6. The payment proxy device according to claim 1 , 
wherein 

the virtual currency is bitcoin , and 
the one or more processors are configured to execute the 

instructions to generate the second transaction by use of 
the first transaction as an unspent transaction output 
( UTXO ) , and generate the fourth transaction by use of 
the third transaction as an UTXO . 

7. A payment proxy method of a virtual currency , com 
prising : 

generating a first transaction by use of a balance of a 
proxy in response to a request from a payment source , 
the first transaction including first destination informa 
tion which includes , as destinations , an account of the 
proxy , an account of the payment source , and payment 
destination information representing a payment desti 
nation , and approval information of the proxy , and 
being a transaction indicating trading of a virtual cur 
rency ; 

acquiring payment destination identification information 
transmitted by a payment destination as an evidence of 
receipt of money and intended for identifying the 
payment destination ; 

generating a second transaction by use of the first trans 
action as a balance , the second transaction including , as 
approval information of the payment destination , the 
payment destination identification information 
acquired from the payment destination represented by 
the payment destination information included in the 
destinations of the first transaction , and including sec 
ond destination information which includes the 
approval information of the proxy and the account of 
the proxy as a destination ; and 

by use of , as a balance , a third transaction generated by 
the payment source , and including third destination 
information which includes , as destinations , the 
account of the proxy and the account of the payment 
source , and the approval information of the payment 
source , generating a fourth transaction including the 
approval information of the payment source received 
from the payment source after acquisition of the pay 
ment destination identification information , the 
approval information of the proxy , and fourth destina 
tion information including the account of the proxy as 
a destination . 

8. The payment proxy method of a virtual currency 
according to claim 7 , further comprising 
based on the approval information of the payment source 

received from the payment source , 
generating , by use of the first transaction as a balance , a 

fifth transaction including fifth destination information 
which includes the account of the proxy as a destina 
tion , the approval information of the proxy , and the 
approval information of the payment source , and 

generating , by use of the third transaction as a balance , a 
sixth transaction including sixth destination informa 
tion which includes the account of the payment source 
as a destination , the approval information of the proxy , 
and the approval information of the payment source . 

9. A computer - readable non - transitory recording medium 
recording a program which causes a computer to execute : 

processing of generating a first transaction by use of a 
balance of a proxy in response to a request from a 
payment source , the first transaction including first 
destination information which includes , as destinations , 
an account of the proxy , an account of the payment 
source , and payment destination information represent 
ing a payment destination , and approval information of 
the proxy , and being a transaction indicating trading of 
a virtual currency ; 

processing of acquiring payment destination identification 
information transmitted by a payment destination as an 
evidence of receipt of money and intended for identi 
fying the payment destination ; and 

processing of generating a second transaction using the 
first transaction as a balance , and a fourth transaction 
using , as a balance , a third transaction generated by the 
payment source , wherein 

the second transaction 
includes , as approval information of the payment des 

tination , the payment destination identification infor 
mation acquired from the payment destination rep 
resented by the payment destination information 
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included in the destinations of the first transaction in 
order to use the first transaction as a balance , and 

includes 
the approval information of the proxy , and 
second destination information including the account 
of the proxy as a destination , and 

the fourth transaction includes , 
in order to use , as a balance , the third transaction includ 

ing third destination information which includes , as 
destinations , the account of the proxy and the account 
of the payment source , and the approval information of 
the payment source , 
the approval information of the payment source 

received from the payment source after acquisition 
of the payment destination identification informa 
tion , 

the approval information of the proxy , and 

fourth destination information including the account of 
the proxy as a destination . 

10. The recording medium according to claim 9 , wherein 
the program further causes a computer to execute , 
based on the approval information of the payment source 

received from the payment source , 
processing of generating , by use of the first transaction as 

a balance , a fifth transaction including fifth destination 
information which includes the account of the proxy as 
a destination , the approval information of the proxy , 
and the approval information of the payment source , 
and 

generating , by use of the third transaction as a balance , a 
sixth transaction including sixth destination informa 
tion which includes the account of the payment source 
as a destination , the approval information of the proxy , 
and the approval information of the payment source . 


