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(57) ABSTRACT 

Managing access to a conference call includes obtaining, via 
a calendar application, a list of participants, the list of 
participants includes a number of participants to be included 
in a conference call, identifying, from the list of participants, 
a first portion of the participants that have personal pass 
codes, generating guest passcodes for a second portion of the 
participants associated with the list of participants that do 
not have the personal passcodes, and permitting, based on 
the personal passcodes or the guest passcodes, each of the 
participants to participate in the conference call. 
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MANAGING ACCESS TO A CONFERENCE 
CALL 

BACKGROUND 

0001. The present invention relates to managing access to 
a conference call, and more specifically, to managing access 
to a conference call for a number of participants. 
0002. A conference call is an audio based discussion 
between a number of participants. The participants may be 
joined together via telephone devices to facilitate the con 
ference call. The conference call may be designed to allow 
the participants to participate during the conference call by 
allowing each of the participants to listen and contribute to 
the conference call. Further, the conference call may be 
designed to allow a select number of the participants to listen 
to the conference call, but not contribute to the conference 
call. 

BRIEF SUMMARY 

0003. A method for managing access to a conference call 
includes obtaining, via a calendar application, a list of 
participants, the list of participants includes a number of 
participants to be included in a conference call, identifying, 
from the list of participants, a first portion of the participants 
that have personal passcodes, generating guest passcodes for 
a second portion of the participants associated with the list 
of participants that do not have the personal passcodes, and 
permitting, based on the personal passcodes or the guest 
passcodes, each of the participants to participate in the 
conference call. 

0004. A system for managing access to a conference call 
includes a registering engine to register, via a user interface 
(UI), a number of users with a managing system, the 
managing system permitting the number of users to create a 
list of participants in a calendar application for a conference 
call, an obtaining engine to obtain, via the calendar appli 
cation, the list of participants, the list of participants includes 
a number of participants to be included in the conference 
call, a participant identifying engine to identify, from the list 
of participants, a first portion of the participants that have 
personal passcodes, a generating engine to generate guest 
passcodes for a second portion of the participants associated 
with the list of participants that do not have the personal 
passcodes, a permitting engine to permit, based on the 
personal passcodes or the guest passcodes, each of the 
participants to participate in the conference call, a moderator 
identifying engine to identify, based on the personal pass 
codes, a moderator for the conference call, and a receiving 
engine to receive an action from at least one of the partici 
pants. 

0005. A machine-readable storage medium encoded with 
instructions for managing access to a conference call, the 
instructions executable by a processor of a system to cause 
the system to identify, from a list of participants, a first 
portion of participants that have personal passcodes, gener 
ate guest passcodes for a second portion of the participants 
associated with the list of participants that do not have the 
personal passcodes, and permit, based on the personal 
passcodes or the guest passcodes, each of the participants to 
participate in the conference call. 
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BRIEF DESCRIPTION OF THE SEVERAL 
VIEWS OF THE DRAWINGS 

0006. The accompanying drawings illustrate various 
examples of the principles described herein and are a part of 
the specification. The examples do not limit the scope of the 
claims. 

0007 FIG. 1 is a diagram of an example of a system for 
managing access to a conference call, according to one 
example of principles described herein. 
0008 FIG. 2 is a diagram of an example of a system for 
managing access to a conference call, according to one 
example of principles described herein. 
0009 FIG. 3 is a flowchart of an example of a method for 
managing access to a conference call, according to one 
example of principles described herein. 
0010 FIG. 4 is a flowchart of an example of a method for 
managing access to a conference call, according to one 
example of principles described herein. 
0011 FIG. 5 is a diagram of an example of a managing 
system, according to the principles described herein. 
0012 FIG. 6 is a diagram of an example of a managing 
system, according to the principles described herein. 
0013 Throughout the drawings, identical reference num 
bers designate similar, but not necessarily identical, ele 
mentS. 

DETAILED DESCRIPTION 

0014. The present specification describes a method and 
system for managing access to a conference call. Such that 
each participant has a personal passcode that is specific to 
them and can be reused by the participant for different 
conference calls regardless of who is attending or moderat 
ing each conference call. 
0015 The present invention may be a system, a method, 
and/or a computer program product. The computer program 
product may include a computer readable storage medium 
(or media) having computer readable program instructions 
thereon for causing a processor to carry out aspects of the 
present invention. 
0016. The computer readable storage medium can be a 
tangible device that can retain and store instructions for use 
by an instruction execution device. The computer readable 
storage medium may be, for example, but is not limited to, 
an electronic storage device, a magnetic storage device, an 
optical storage device, an electromagnetic storage device, a 
semiconductor storage device, or any suitable combination 
of the foregoing. A non-exhaustive list of more specific 
examples of the computer readable storage medium includes 
the following: a portable computer diskette, a hard disk, a 
random access memory (RAM), a read-only memory 
(ROM), an erasable programmable read-only memory 
(EPROM or Flash memory), a static random access memory 
(SRAM), a portable compact disc read-only memory (CD 
ROM), a digital versatile disk (DVD), a memory stick, a 
floppy disk, a mechanically encoded device such as punch 
cards or raised structures in a groove having instructions 
recorded thereon, and any suitable combination of the fore 
going. A computer readable storage medium, as used herein, 
is not to be construed as being transitory signals perse. Such 
as radio waves or other freely propagating electromagnetic 
waves, electromagnetic waves propagating through a wave 
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guide or other transmission media (e.g., light pulses passing 
through a fiber-optic cable), or electrical signals transmitted 
through a wire. 
0017 Computer readable program instructions described 
herein can be downloaded to respective computing/process 
ing devices from a computer readable storage medium or to 
an external computer or external storage device via a net 
work, for example, the Internet, a local area network, a wide 
area network and/or a wireless network. The network may 
comprise copper transmission cables, optical transmission 
fibers, wireless transmission, routers, firewalls, Switches, 
gateway computers and/or edge servers. A network adapter 
card or network interface in each computing/processing 
device receives computer readable program instructions 
from the network and forwards the computer readable 
program instructions for storage in a computer readable 
storage medium within the respective computing/processing 
device. 
0018 Computer readable program instructions for carry 
ing out operations of the present invention may be assembler 
instructions, instruction-set-architecture (ISA) instructions, 
machine instructions, machine dependent instructions, 
microcode, firmware instructions, state-setting data, or 
either source code or object code written in any combination 
of one or more programming languages, including an object 
oriented programming language Such as Smalltalk, C++ or 
the like, and conventional procedural programming lan 
guages, such as the “C” programming language or similar 
programming languages. The computer readable program 
instructions may execute entirely on the user's computer, 
partly on the user's computer, as a stand-alone software 
package, partly on the user's computer and partly on a 
remote computer or entirely on the remote computer or 
server. In the latter scenario, the remote computer may be 
connected to the user's computer through any type of 
network, including a local area network (LAN) or a wide 
area network (WAN), or the connection may be made to an 
external computer (for example, through the Internet using 
an Internet Service Provider). In some embodiments, elec 
tronic circuitry including, for example, programmable logic 
circuitry, field-programmable gate arrays (FPGA), or pro 
grammable logic arrays (PLA) may execute the computer 
readable program instructions by utilizing state information 
of the computer readable program instructions to personalize 
the electronic circuitry, in order to perform aspects of the 
present invention. 
0019 Aspects of the present invention are described 
herein with reference to flowchart illustrations and/or block 
diagrams of methods, apparatus (systems), and computer 
program products according to embodiments of the inven 
tion. It will be understood that each block of the flowchart 
illustrations and/or block diagrams, and combinations of 
blocks in the flowchart illustrations and/or block diagrams, 
can be implemented by computer readable program instruc 
tions. 
0020. These computer readable program instructions may 
be provided to a processor of a general purpose computer, 
special purpose computer, or other programmable data pro 
cessing apparatus to produce a machine, Such that the 
instructions, which execute via the processor of the com 
puter or other programmable data processing apparatus, 
create means for implementing the functions/acts specified 
in the flowchart and/or block diagram block or blocks. These 
computer readable program instructions may also be stored 
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in a computer readable storage medium that can direct a 
computer, a programmable data processing apparatus, and/ 
or other devices to function in a particular manner, such that 
the computer readable storage medium having instructions 
stored therein comprises an article of manufacture including 
instructions which implement aspects of the function/act 
specified in the flowchart and/or block diagram block or 
blocks. 
0021. The computer readable program instructions may 
also be loaded onto a computer, other programmable data 
processing apparatus, or other device to cause a series of 
operational steps to be performed on the computer, other 
programmable apparatus or other device to produce a com 
puter implemented process. Such that the instructions which 
execute on the computer, other programmable apparatus, or 
other device implement the functions/acts specified in the 
flowchart and/or block diagram block or blocks. 
0022. The flowchart and block diagrams in the Figures 
illustrate the architecture, functionality, and operation of 
possible implementations of systems, methods, and com 
puter program products according to various embodiments 
of the present invention. In this regard, each block in the 
flowchart or block diagrams may represent a module, seg 
ment, or portion of instructions, which comprises one or 
more executable instructions for implementing the specified 
logical function(s). In some alternative implementations, the 
functions noted in the block may occur out of the order noted 
in the figures. For example, two blocks shown in Succession 
may, in fact, be executed substantially concurrently, or the 
blocks may sometimes be executed in the reverse order, 
depending upon the functionality involved. It will also be 
noted that each block of the block diagrams and/or flowchart 
illustration, and combinations of blocks in the block dia 
grams and/or flowchart illustration, can be implemented by 
special purpose hardware-based systems that perform the 
specified functions or acts or carry out combinations of 
special purpose hardware and computer instructions. 
0023. As noted above, a conference call is an audio based 
discussion between a number of participants. A moderator of 
a conference call sets up the conference call and shares a 
conference call number and a participant passcode with each 
participant that is to be included in the conference call. To 
join the conference call, each participant uses a keypad on 
a telephone device to dial the conference call number given 
to them by the moderator. The participant then uses the 
keypad on the telephone device to enter in the participant 
passcode given to them by the moderator. Once the partici 
pant passcode is entered in correctly, the participant is then 
joined to the conference call. 
0024 However, once a participant passcode has been 
shared, it must be changed for future conference calls to 
prevent other participants from attending conference calls 
they are not authorized to attend. Such intrusions happen 
inadvertently when the conference call has been resched 
uled, when the conference call is extended, or when partici 
pants join the conference call a few minutes earlier then the 
scheduled time for the conference call. Further, if there is an 
additional participant that is to join the conference call, there 
is no way for the moderator to know who the additional 
participant is since all the participants have the same par 
ticipant passcode. Further, each of the participants must 
recall or look up the participant code for each conference 
call. This may be burdensome for each of the participants 
since the participant code varies between moderators. As a 
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result, the participants need to be able to look up the 
participant passcode or memorize the participant passcode 
for each specific conference call. This can be challenging if 
the participants cannot look up the participant passcode or 
cannot recall the participant passcode. 
0025. The principles described herein include a method 
for managing access to a conference call. Such a method 
includes obtaining, via a calendar application, a list of 
participants, the list of participants includes a number of 
participants to be included in a conference call, identifying, 
from the list of participants, a first portion of the participants 
that have personal passcodes, generating guest passcodes for 
a second portion of the participants associated with the list 
of participants that do not have the personal passcodes, and 
permitting, based on the personal passcodes or the guest 
passcodes, each of the participants to participate in the 
conference call. Such a method allows each participant to 
have a personal passcode or a guest passcode that is specific 
to that participant. As a result, the system is aware, via 
manual set-up or via communication with the calendar 
application, which participants are permitted to each con 
ference call. 
0026. In the present specification and in the appended 
claims, the term “list of participants' means a number of 
participants that are to participate in a specific conference 
call. The list of participants may include participants that 
have personal passcodes and/or guest passcodes. 
0027. In the present specification and in the appended 
claims, the term "calendar application” means a web based 
application that is used for Scheduling conference calls. The 
calendar application allows a moderator to schedule the 
conference call at a specific time and date. Further, the 
calendar application allows a moderator to add participants 
to the conference call via a list of participants. 
0028. In the present specification and in the appended 
claims, the term “conference call” means communication 
between a number of participants over a network. The 
conference call may be an audio conference call. The 
conference call may be a video conference call. 
0029. In the present specification and in the appended 
claims, the term "participants' means a number of users that 
are to be included in a conference call. Participants include 
users that have been invited to the conference call by a 
moderator. 
0030. In the present specification and in the appended 
claims, the term “personal passcode” means an identification 
number that is registered and specific to a user Such as a 
participant. To join a conference call the user may specify 
their personal passcode via a keypad of a telephone device. 
0031. In the present specification and in the appended 
claims, the term 'guest passcode” means an identification 
number that is temporarily registered to a guest. To join a 
conference call the guest may specify their guest passcode 
via a keypad of a telephone device. There may be a guest 
passcode for each guest associated with a conference call. 
0032. In the present specification and in the appended 
claims, the term “moderator” means a user sets up a con 
ference call. The moderator may set up a conference call by 
selecting a time, a date, and participants for the conference 
call. 
0033. In the present specification and in the appended 
claims, the term “action” means a sequence of keys a 
participant may enter in on a keypad of a telephone device. 
The sequence of keys may be predefined by a managing 
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system. For example, an action Such as 3 always indicates 
that the conference call will be an impromptu conference 
call. As a result, an action may be generic for all participants. 
The sequence of keys may be specific to a participant. For 
example, one participant may specify that an action Such as 
*5 indicates that the conference call will be an impromptu 
conference call for while another participant may specify 
that an action such as *9 indicates that the conference call 
will be an impromptu conference call. As a result, an action 
may be specific to a single participant or generic for all of 
the participants. 
0034. In the following description, for purposes of expla 
nation, numerous specific details are set forth in order to 
provide a thorough understanding of the present systems and 
methods. It will be apparent, however, to one skilled in the 
art that the present apparatus, systems, and methods may be 
practiced without these specific details. Reference in the 
specification to “an example' or similar language means that 
a particular feature, structure, or characteristic described in 
connection with that example is included as described, but 
may not be included in other examples. 
0035 Referring now to the figures, FIG. 1 is a diagram of 
an example of a system for managing access to a conference 
call, according to one example of principles described 
herein. As will be described below, a managing system is in 
communication with a network to obtain, via a calendar 
application, a list of participants, the list of participants 
includes a number of participants to be included in a 
conference call. The managing system identifies, from the 
list of participants, a first portion of the participants that have 
personal passcodes. Further, the managing system generates 
guest passcodes for a second portion of the participants 
associated with the list of participants that do not have the 
personal passcodes. The managing system permits, based on 
the personal passcodes or the guest passcodes, each of the 
participants to participate in the conference call. 
0036. As illustrated, the system (100) includes a user 
device (102) with a display (104). Users, such as moderators 
or participants, use the user device (102) to access a network 
(106). As will be described in other parts of this specifica 
tion, the user device (102) allows the users to register with 
a managing system (110). 
0037. The system (100) further includes an electronic 
mail (email) system (108). The email system (108) may 
include a number of email addresses associated with the 
users. Further, guest passcodes may be sent to the email 
system (108). As a result, a user, Such as a participant that 
is a guest, may retrieve a guest passcode by accessing the 
email system (108). 
0038. Further, the system (100) includes a database (112). 
As will be described in other parts of this specification, the 
database (112) may store user names, email address, and 
personal passcodes for each of the users that have registered 
with the managing system (110). 
0039. The system (100) further includes a calendar appli 
cation (118). The calendar application (118) may be a web 
based application that is used for Scheduling conference 
calls. The calendar application (118) allows a moderator to 
schedule a conference call at a specific time and date. 
Further, the calendar application (118) allows the moderator 
to add participants to the conference call via the list of 
participants. 
0040. Further, the system (100) includes telephone 
device (116). As will be described in other parts of this 
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specification to join the conference call, a user, Such as a 
moderator or participant, uses a keypad on the telephone 
device (116) to dial a conference call number. The confer 
ence call number may be given to each participant by the 
moderator. The conference call number may be a single 
phone number that all participants dial in to. 
0041. The system (100) further includes a managing 
system (110). The managing system (110) may be in com 
munication with the email system (108), the database (112), 
the calendar application (118), the user device (102), and a 
telephone device (116) over a network (106). 
0042. The managing system (110) obtains, via the calen 
dar application (118), a list of participants, the list of 
participants includes a number of participants to be included 
in a conference call. The conference call may be a planned 
conference call, an impromptu conference call, or an 
extended conference call. 
0043. Further, the managing system (110) identifies, from 
the list of participants, a first portion of the participants that 
have personal passcodes. The managing system (110) may 
access the database (112) to determine which of the partici 
pants have personal passcodes. 
0044. A generating engine (114) of the managing system 
(110) generates guest passcodes for a second portion of the 
participants associated with the list of participants that do 
not have the personal passcodes. The managing system (110) 
may access the database (112) to determine which of the 
participants do not have personal passcodes. 
0045. Further, the managing system (110) permits, based 
on the personal passcodes or the guest passcodes, each of the 
participants to participate in the conference call. Once, the 
participant has dialed the conference call number, the par 
ticipant then uses the keypad on the telephone device (116) 
to enter in a personal passcode or a guest passcode. Once the 
personal passcode or a guest passcode is entered in correctly, 
the managing system (110) contacts the calendar application 
(118) to determine which conference call the participant is to 
join and joins the participant to the appropriate conference 
call. Such a system allows each participant to have a 
personal passcode that is specific to that participant. Espe 
cially if group sharing of a guest passcode is not permitted. 
As a result the managing system (110) is aware, via com 
munication with the calendar application (118), which par 
ticipants are permitted to each conference call. More infor 
mation about the managing system (110) will be described 
later on in this specification. 
0046 While this example has been described with refer 
ence to the managing system being located over the network, 
the managing system may be located in any appropriate 
location according to the principles described herein. For 
example, the managing system may be located in a user 
device, a server, a datacenter, other locations, or combina 
tions thereof. 
0047 FIG. 2 is a diagram of an example of a system for 
managing access to a conference call, according to one 
example of principles described herein. As will be described 
below, a managing system is in communication with a 
network to obtain, via a calendar application, a list of 
participants the list of participants includes a number of 
participants to be included in a conference call. The man 
aging system identifies, from the list of participants, a first 
portion of the participants that have personal passcodes. 
Further, the managing system generates guest passcodes for 
a second portion of the participants associated with the list 
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of participants that do not have the personal passcodes. The 
managing system permits, based on the personal passcodes 
or the guest passcodes, each of the participants to participate 
in the conference call. 

0048. As illustrated, the system (200) includes a user 
device (202) with a display (204). In one example, a user 
uses the user device (202) to access a network (206). The 
user device (202) allows a number of users to register with 
a managing system (210). For example, a user interface (UI) 
may be presented to the user. As will be described below, the 
UI may include text boxes, drop down boxes, and radio 
buttons. The text boxes, drop down boxes, and radio buttons 
allow the users to specify user names and email addresses. 
0049. The system (200) further includes an email system 
(208). The email system (208) may store in memory a 
number of email addresses associated with the users. As 
illustrated the email system (208) stores in memory email 
address A (220-1), email address B (220-2), and email 
address C (220-3). Each of the email addresses may corre 
spond to a user. For example, email address A (220-1) may 
correspond to a user A. Email address B (220-2) may 
correspond to a user B. Email address C (220-3) may 
correspond to a user C. In some examples, a managing 
system (210) may be in communication with the email 
system (208) to retrieve and associate email addresses with 
personal passcodes for users. 
0050. Further, the system (200) includes a database 
(212). Once the users register with the managing system 
(210), information about the user may be stored in the 
database (212). As illustrated, the database (112) may store 
user names (228), email address (230), and personal pass 
codes (232) for each of the users. For example, the database 
(212) stores user names (228) such as user A (228-1), user 
B (228-2), and user C (228-3). 
0051. The database (212) may store email addresses 
(230) that are associated with each of the user names (228). 
For example, the database (212) may store email address A 
(230-1). Email address A (230-1) may be associated with 
user A (228-1). The database (212) may store email address 
B (230-2). Email address B (230-2) may be associated with 
user B (228-2). Further, the database (212) may store email 
address C (230-3). Email address C (230-3) may be asso 
ciated with user C (228-3). 
0.052 Further, the database (212) may store personal 
passcodes (232) that are associated with each of the user 
names (228). For example, personal passcode A (232-1) may 
be associated with user A (228-1). Personal passcode B 
(232-2) may be associated with user B (228-2). Personal 
passcode C (232-3) may be associated with user C (228-3). 
The personal passcodes (232) may be generated by a man 
aging system (210) and assigned to a user name (228) and/or 
email address (230). 
0053. The system (200) further includes a calendar appli 
cation (218). The calendar application (218) may be a web 
based application that is used for Scheduling conference 
calls. The calendar application allows a moderator to sched 
ule the conference call at a specific time and date. Further, 
the calendar application allows a moderator to add partici 
pants to the conference call via the list of participants. As 
illustrated, the calendar application (218) includes confer 
ence call A (222-1) and conference call B (222-2). Each of 
the conference calls (222) may be scheduled for a specific 
date. For example, date A (224-1) may specify that confer 
ence call A (222-1) is scheduled for Friday April 10" at 9:00 
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AM. Date B (224-4) may specify that conference call B 
(222-2) is scheduled for Friday April 10' at 10:00 AM. 
0054 Further, the calendar application (218) may include 
a list of participants for each of the conference calls (222-1). 
The list of participants for conference call A (222-1) may 
include participant A (226-1) and participant B (226-2). As 
will be described below, participant A (226-1) may be user 
A (228-1) and participant B (226-2) may be user B (228-2). 
Similarly, the list of participants for conference call B 
(222-2) may include participant A (226-1) and participant D 
(226-4). As will be described below, participant A (226-1) 
may be user A (228-1) and participant D (226-4) may be a 
guest that has not registered with the managing system 
(210). 
0055. The system (200) further includes a number of 
telephone devices (216). The telephone devices (216) may 
be landline telephones, Smartphones, cellular phones, other 
types of telephones that can facilitate a conference call. As 
illustrated, the number of telephone devices (216) includes 
a telephone device A (216-1), telephone device B (216-2), 
telephone device C (216-3). Further, to join the conference 
call, a user, such as a moderator or participant, uses a keypad 
on a telephone device (216) to dial a conference call number. 
The user then uses the keypad on the telephone device (216) 
to enter in a personal passcode or a guest passcode. Once the 
personal passcode or a guest passcode is entered in correctly, 
the user is then joined to an appropriate conference call as 
described in FIG. 1. 
0056 Although each of the telephone devices (216-1) 
need not be associated with a user, for illustrative purposes 
each of the telephone devices may be used and/or associated 
with one user. For example, telephone device A (216-1) may 
be used and/or associated with user A (228-1). Telephone 
device B (216-2) may be used and/or associated with user B 
(228-2). Telephone device C (216-3) may be used and/or 
associated with user D (228-4). 
0057 The system (200) further includes a managing 
system (210). In one example, the managing system (210) 
includes a processor and computer program code. The 
computer program code is communicatively coupled to the 
processor. The computer program code includes a number of 
engines (214). The engines (214) refer to program instruc 
tions for performing a designated function. The computer 
program code causes the processor to execute the designated 
function of the engines (214). In other examples, the engines 
(214) refer to a combination of hardware and program 
instructions to perform a designated function. Each of the 
engines (214) may include a processor and memory. The 
program instructions are stored in the memory and cause the 
processor to execute the designated function of the engine. 
As illustrated, the managing system (204) includes a regis 
tering engine (214-1), an obtaining engine (214-2), a par 
ticipant identifying engine (214-3), a generating engine 
(214-4), a permitting engine (214-5), a moderator identify 
ing engine (214-6), and a receiving engine (214-7). 
0058. The registering engine (214-1) registers, via a UI, 
a number of users with the managing system (210), the 
managing system (210) permitting the number of users to 
create a list of participants in the calendar application (218) 
for a conference call. For example, the UI may include a 
number of drop down boxes. The drop down boxes allows 
the users to select user names and/or email addresses. The UI 
may include a number of radio buttons. By selecting the 
radio buttons, the radio buttons allow the user to select a user 
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names and/or email addresses. The UI may include a text 
box. The text box allows the users to manually define user 
names and/or email addresses. The UI may include a Submit 
button. Once the user has specified the user names and/or 
email addresses, the user may select on the Submit button. 
Once the Submit button is selected, the personal passcode is 
sent to the user via the email system (208). The user may 
access the email system (208) to retrieve their personal 
passcode. In other examples the UI may display the personal 
passcode. As a result, the users are registered with the 
managing system (210) and receive their own personal 
passcode. The personal passcodes are associated with their 
corresponding email addresses which have been included in 
a calendar invitation for a conference call. As a result, users 
need not install teleconferencing programs. 
0059. Further, the registering engine (214-1) allows the 
users to reset their personal passcode. The registering engine 
(214-1) may allow the user to reset their personal passcode 
via the functions of the drop down boxes and radio buttons 
described above. As a result, if the user desires to reset their 
personal passcode, the managing system (210) allows them 
to do so. 

0060. The obtaining engine (214-2) obtains, via the cal 
endar application (218), a list of participants, the list of 
participants includes a number of participants to be included 
in a conference call. In some examples the conference call 
may be an impromptu conference call. For an impromptu 
conference call the moderator calls the conference call 
number, enters his or her personal passcode and performs an 
action, such as pressing 3 on a keypad of a telephone device 
(216). This indicates that the conference call will be an 
impromptu conference call. The managing system (210) in 
turn generates a one-time use passcode that is audibly 
provided to the moderator. The moderator shares the one 
time use passcode with the participants. As a result, the 
participants may enter in the one-time use passcode on a 
keypad of a telephone device (216) once the participants 
have dialed the conference call number to join the 
impromptu conference call. 
0061. Other technologies, such as paired moderator and 
participant passcodes, can also serve a purpose for 
impromptu meetings or for meetings for which security is 
not a concern. Each user may have a reusable participant 
passcode, also generated by the generating engine (214-4). 
Once the user has authenticated with his or her personal 
passcode, the user can indicate by performing an action, 
Such as pressing 3 on a keypad of a telephone device (216), 
that the user would like to act as the moderator of an 
impromptu meeting for which his or her reusable participant 
passcode should be valid. Others may join this call by 
entering the moderator's reusable participant passcode 
rather than their own personal passcodes. Further, the mod 
erator of a scheduled meeting can at any time active their 
participant passcode by performing an action, such as press 
ing 3 on a keypad of a telephone device (216). The 
participants already connected to the conference call would 
remain connected to the conference call, but other users may 
now join the conference call by entering the moderators 
personal passcode or by entering their own personal pass 
code if they were already listed as a participant in for the 
conference call. 
0062. Additionally, individual or recurring conference 
call for which the moderator is unconcerned with security, 
the moderator may select a function in the calendar appli 
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cation (218) to enable the moderator's reusable participant 
passcode to be shared with the participants. As a result, any 
user may dial in to the conference call with the moderators 
participant passcode and those invited to the meeting may 
use either the moderator's participant passcode or their own 
personal passcode. Selecting this option is an indicator that 
the moderator is comfortable with the present level of 
security of the system (200). 
0063. Further, the conference call may be an extended 
conference call. Conference call often runs longer than 
expected. The moderator can perform an action Such as 
pressing 3 on a keypad of a telephone device (216) to 
extend the conference call. This extension will be indefinite 
until the moderator can perform another action Such as 
pressing 5 on the keypad of the telephone device (216) to 
exit the conference call or hanging up the telephone device 
(216). Further, any of the participants who were listed as a 
participant in the list of participants in the extended call will 
be presented with joining the extended meeting as an option 
when connecting with their personal passcodes so long as 
the extension is still active. 
0064. The participant identifying engine (214-3) identi 

fies, from the list of participants, a first portion of the 
participants that have personal passcodes. The personal 
passcodes is a unique passcode that is specific to each 
participant. Further, the personal passcodes are not selected 
by the participants, rather they are generated by the man 
aging system (210). This increases the security of the 
personal passcode. Since the managing system (210) is in 
communication with the calendar application (218) and the 
database (212), the participant identifying engine (214-3) 
identifies, from the list of participants, a first portion of the 
participants. For example, for conference call A (222-1), the 
participant identifying engine (214-3) identifies, from the 
calendar application (218), participant A (226-1) and par 
ticipant B (226-2) are included in the list of participants. 
Further, the participant identifying engine (214-3) identifies, 
from the database (212) that participant A (226-1) has 
personal passcode A (232-1) and participant B (226-2) has 
personal passcode B (232-2). 
0065. Similarly, for conference call B (222-2), the par 
ticipant identifying engine (214-3) identifies, from the cal 
endar application (218), participant A (226-1) and partici 
pant D (226-4) are included in the list of participants. 
Further, the participant identifying engine (214-3) identifies, 
from the database (212) that participant A (226-1) has 
personal passcode A (232-1). However, participant D (226 
4) does not have a personal passcode B. 
0.066 The generating engine (214-4) generates guest 
passcodes for a second portion of the participants associated 
with the list of participants that do not have their own 
personal passcodes. In an example, the generating engine 
(214-4) identifies, from the list of participants, the second 
portion of participants that do not have the personal pass 
codes as guests. As mentioned above, participant D (226-4) 
does not have a personal passcode. As a result, participant D 
(226-4) may be a guest. 
0067. The generating engine (214-4) determines a guest 
passcode for each of the guests. As a result, the generating 
engine (214-4) determines a guest passcode for participant D 
(226-4). 
0068. Further, the generating engine (214-4) determines 
if each of the guests are a frequent guest or an infrequent 
guest. A frequent guest is commonly invited to attend 
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conference call. As a result, it is beneficial to treat a frequent 
guest as a participant by providing them with a personal 
passcode that they can reuse just like those within the 
organization. The option of providing a guest with a per 
Sonal passcode may be determined automatically by the 
generating engine (214-4). Alternatively, the option of pro 
viding a guest with a guest passcode or a personal passcode 
may be determined manually by a user Such as the modera 
tor. A table can be created for these external users, such as 
frequent guests, that would map their email address to their 
personal passcode. 
0069. Further, there may be other participants who are 
infrequent guests. For these participants the generating 
engine (214-4) generates a guest passcode that is specific to 
a particular conference call and only valid for the duration 
of that conference call. The moderator of the conference call 
can select a new calendar entry in the calendar application 
(218) to generate a onetime guest passcode for infrequent 
guest. The guest passcode can be shared with multiple guests 
and would not remain valid outside of the specific confer 
ence call. 
0070 Further, the generating engine (214-4) retrieves a 
corresponding email addresses for each of the frequent 
guests. The generating engine (214-4) retrieves a corre 
sponding email addresses for each of the frequent guests via 
the mail system (208). 
0071. The generating engine (214-4) further stores, in a 
library, the guest passcode as a personal passcode for each 
of the frequent guests with the corresponding email address. 
Although not illustrated, the library may be similar to the 
database (212). In other examples the generating engine 
(214-4) further stores the personal passcode for each of the 
frequent guests with the corresponding email address in the 
database (212). 
0072 Further, the generating engine (214-4) sends the 
guest passcode to each of the guests. The guest passcode 
may be sent to the guests via an email sent to the email 
system (208), a short message service (SMS), the calendar 
application (218), or a telephone device (216). 
0073. The permitting engine (214-5) permits, based on 
the personal passcodes or the guest passcodes, each of the 
participants to participate in the conference call. To dial into 
a conference call, a participant would dial the conference 
call number and then Supply their personal passcode or guest 
passcode. The managing system (210) contacts the calendar 
application (218) to determine which moderator's confer 
ence call they should attend. As a result, there’s only one 
passcode to memorize which can be used for all of a 
participants conference calls. Further, the moderator can 
precisely control who is attending each conference call. In 
Some examples, the moderators, participants, and frequent 
guests can save their conference call number and personal 
passcodes as a contact entry of a telephone device (216). 
0074 The moderator identifying engine (214-6) identi 
fies, based on the personal passcodes together with the 
calendar application (218), a moderator for the conference 
call. The user scheduling the conference call is the modera 
tor unless otherwise specified. For example, a secretary can 
schedule a conference call for a vice president (VP) and 
specify that the VP is actually the moderator. Again, the 
moderator just dials the conference call number and then 
provides their personal passcode. The managing system 
(210) contacts the calendar application (218) to determine 
that the user has a scheduled conference call and their 
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conference call begins. In some examples if the moderator 
has secluded two overlapping conference calls, the modera 
tor is prompted to attend this conference call or a different 
conference call. As a result, there is no need to memorize 
multiple passcodes. Further, there is no need to share one's 
personal passcode or guest passcode at any point. 
0075. In some examples, the conference calls are more 
closely associated with a calendar entry in the calendar 
application (218) than with the moderator. Further, the 
managing system (210) uses the calendar entry to determine 
who is acting as the moderator. It is therefore possible that 
a conference call could conceivably begin or continue in the 
absence of a moderator. For example, a reoccurring confer 
ence call may be scheduled when the moderator is on 
vacation. Given that the calendar entries of the calendar 
application (218) can be individually moderated, the mod 
erator could select a feature such that the conference call 
does not need the moderator to be present. 
0076. In another example, the moderator may designate 
an alternate moderator or a fill-in moderator. A fill-in mod 
erator could perform some action Such as pressing *4 on a 
keypad of a telephone device (216) to indicate his or her 
awareness that the moderator will not be joining and that the 
alternate moderator will be filling in. 
0077. If a moderator has teleconferencing software 
installed, the moderator can uniquely identify which partici 
pant is generating unwanted audio because each line is now 
paired with a specific user via their personal passcode. For 
example, noise detected from a line will be depicted by lines 
above a microphone icon. Therefore, allowing the moderator 
to either ask the specific participant to stop speaking and/or 
mute their line. 
0078. As mentioned above, the managing system (210) 
includes the receiving engine (214-7). The receiving engine 
(214-7) receives an action from at least one of the partici 
pants. The action may designate a fill-in moderator. It may 
be the case that the moderator wishes to join or moderate 
another conference call, but the discussion is valuable and 
the moderator doesn't wish to interrupt it, apart from 
announcing their exit. The moderator may designate a fill-in 
moderator on the fly. This can be performed through the 
calendar application (218) or a hand shake technique 
between the moderator and the fill-in moderator. A hand 
shake technique between the moderator and the fill-in mod 
erator may include the moderator pressing *4 on a keypad of 
a telephone device and then the fill-in moderator pressing *4 
on a keypad of a telephone device. 
007.9 The action may extend the conference call. If the 
moderator of the extended conference call is also moderat 
ing another conference call just after then a participant who 
was listed as a participant for both would hear an audio 
prompt such as, press 1 to join Mr. X's meeting disclosure 
presentation which started at 1:30, press 2 to join Mr. X's 
meeting build procedures, which started at 2:30. 
0080 Further, the action allows the participants to switch 
between the conference call and a conflicting conference 
call. The managing system (210) doesn’t automatically 
Switch participants from conference call to conference call 
based on a schedule. The participant who is in one confer 
ence call will have to take action to switch to the next 
conference call, even in the absence of conflict. As a result, 
a participant would initiate the switch to the next conference 
call via an action Such as a key sequence entered in on the 
keypad of the telephone device (216). If there are conflicts 
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at the time the participant initiates the Switch, that is 
addressed just as it would be when the participant initially 
dialed into the managing system (210) via the conference 
call number. 

I0081. There may be ambiguity with regard to which 
conference call a participant should join when the partici 
pant dials into the conference call number with his or her 
personal passcode. This can happen when a conference call 
the participant was invited to or is moderating has extended 
into the next scheduled conference call or when there is 
more than one conference call at a particular time that the 
participant has accepted, tentatively accepted or is moder 
ating. When such conflicts arise, the participant will be 
audibly prompted with conference call details such as meet 
ing chair and/or Summary for each scheduled conference call 
then asked to enter a number or a key sequence on the 
keypad of the telephone device (216) to join a respective 
conference call. For example, the prompt may be press 1 to 
join conference call X, press 2 to join conference call Y. 
Even in the absence of a conflict, the participant is still 
audibly informed which conference call they are joining. 
I0082 Further, there can be an action that generates an 
uninvited passcode for an uninvited participant that is valid 
for the duration of the conference call. The uninvited par 
ticipants may be last minute users who were not formally 
invited to participate in the conference call via the methods 
and techniques described above. For example, the moderator 
may need to add a participant at the last minute and doesn't 
want to have to go through the trouble of inviting the 
participant and waiting for the participant to accept the 
invite before the participant can join the conference call. 
This may even be impossible if the participant or moderator 
doesn’t have internet access. The moderator can generate the 
one-time use uninvited passcode for Such occasions. The 
uninvited passcode isn't specifically associated with a par 
ticular participant and the participant need not have done 
anything in terms of the calendar application (218) in order 
to be able to join the conference call. If the moderator lacks 
internet access, the moderator can initiate the handshake 
described above to designate a fill-in moderator. Because the 
calendar application (218) and managing system (210) are in 
communication, the calendar application (218) will be aware 
that the fill-in moderator is the acting as the moderator for 
this conference call and can do things like generates one 
time use uninvited passcode for the conference call. 
I0083. An overall example of FIG. 2 will now be 
described. The registering engine (214-1) registers, via a UI. 
a number of users with a managing system, the managing 
system permitting the number of users to create a list of 
participants in a calendar application for a conference call. 
The obtaining engine (214-2) obtains, via a calendar appli 
cation (218), a list of participants to be included in confer 
ence call A (222-1) as participants. The participants may be 
participant A (226-1) and participant B (226-2). The partici 
pant identifying engine (214-3) identifies, from the list of 
participants, a first portion of the participants that have 
personal passcodes. The participant identifying engine (214 
3) identifies personal passcode A (232-1) and personal 
passcode B (232-2). The generating engine (214-4) gener 
ates guest passcodes for a second portion of the participants 
associated with the list of participants that do not have the 
personal passcodes. Since all the participants have personal 
passcodes, the generating engine (214-4) does not generate 
any gust passcodes. The permitting engine (214-5) permits, 
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based on the personal passcodes or the guest passcodes, each 
of the participants to participate in the conference call as 
described above. The moderator identifying engine (214-6) 
identifies, based on the personal passcodes, a moderator for 
the conference call. Based on the calendar entry, participant 
A (226-1) is identified as the moderator and participant A 
will be identified via their use of passcode A (232-1). The 
receiving engine (214-7) receives an action from at least one 
of the participants. Participant A (226-1) may enteran action 
on a keypad of telephone device A (216-1) to switch over to 
conference call B (222-2). 
0084. While this figure has been described with reference 
to conference call in an audio form, the conference call may 
be in other forms. For example, the conference call may be 
in an audio-video form. A conference call in the audio-video 
form may be initiated on devices that have displays, cam 
eras, microphones, speakers, and can access to a uniform 
resource locator (URL). Each of the participants may access 
the URL and authenticate via their personal passcode or 
guest passcode to join the conference call. Once the partici 
pants join the conference call, the displays, cameras, micro 
phones, and speakers may be used to facilitate communica 
tion. 

I0085 FIG. 3 is a flowchart of an example of a method for 
managing access to a conference call, according to one 
example of principles described herein. The method (300) 
may be executed by the system (100) of FIG.1. The method 
(300) may be executed by other systems such as system 200, 
system 500, or system 600. In this example, the method 
(300) includes obtaining (301), via a calendar application, a 
list of participants, the list of participants includes a number 
of participants to be included in a conference call, identify 
ing (302), from the list of participants, a first portion of the 
participants that have personal passcodes, generating (303) 
guest passcodes for a second portion of the participants 
associated with the list of participants that do not have the 
personal passcodes, and permitting (304), based on the 
personal passcodes or the guest passcodes, each of the 
participants to participate in the conference call. 
I0086. As mentioned above, the method (300) includes 
obtaining (301), via a calendar application, a list of partici 
pants, the list of participants includes a number of partici 
pants to be included in a conference call. The method (300) 
may obtain the list of participants from several calendar 
applications that are registered with the managing system. 
For example, if a system includes calendar System X, 
calendar system Y, and calendar system Z the method (300) 
may accesses calendar system X, calendar system Y, and 
calendar system Z to obtain the list of participants. 
I0087. As mentioned above, the method (300) includes 
identifying (302), from the list of participants, a first portion 
of the participants that have personal passcodes. The method 
may access a database as described above to identify the first 
portion of the participants that have the personal passcodes. 
The first portion of the participants may be identified via 
credentials such as user names or email addresses. 

0088 As mentioned above, the method (300) includes 
generating (303) guest passcodes for a second portion of the 
participants associated with the list of participants that do 
not have the personal passcodes. If the database cannot 
identify all participants via credentials such as user names or 
email addresses, these participants that cannot be identified 
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are considered to be guests. As a result, the method (300) 
may generate the guess passcodes as described above for the 
guests. 
I0089. As mentioned above, the method (300) includes 
permitting (304), based on the personal passcodes or the 
guest passcodes, each of the participants to participate in the 
conference call. If the personal passcodes or the guest 
passcodes is valid for the conference call, the participant 
may join the conference call. However, if the personal 
passcodes or the guest passcodes is not valid for the con 
ference call, the participant may not join the conference call. 
Further, if a second user ties to access the conference call 
with a personal passcode of a first user who has already 
joined the conference call, the method (400) may not allow 
the second user to join the conference call. In some 
examples, the method (400) may prompt the first user to 
reset their personal passcode. Further, other actions may be 
taken by the method (400) if more than one user tries to 
access the conference call with one personal passcode. 
0090 FIG. 4 is a flowchart of an example of a method for 
managing access to a conference call, according to one 
example of principles described herein. The method (400) 
may be executed by the system (100) of FIG.1. The method 
(400) may be executed by other systems such as system 200, 
system 500, or system 600. In this example, the method 
(400) includes registering (401), via a UI, a number of users 
with a managing System, the managing System permitting 
the number of users to create a list of participants in a 
calendar application for a conference call, obtaining (402), 
via a calendar application, the list of participants, the list of 
participants includes a number of participants to be included 
in the conference call, identifying (403), from the list of 
participants, a first portion of the participants that have 
personal passcodes, generating (404) guest passcodes for a 
second portion of the participants associated with the list of 
participants that do not have the personal passcodes, per 
mitting (405), based on the personal passcodes or the guest 
passcodes, each of the participants to participate in the 
conference call, identifying (406), based on the personal 
passcodes, a moderator for the conference call, and receiv 
ing (407) an action from at least one of the participants. 
0091. As mentioned above, the method (400) includes 
registering (401), via a UI, a number of users with a 
managing System, the managing System permitting the num 
ber of users to create a list of participants in a calendar 
application for a conference call. The method (300) may 
present the UI to the number of user at time of registration. 
The method (300)) may present the UI to the number of 
users each time the users accesses the managing system. The 
method (300) may present the UI to the number of users 
each time the users set up a conference call. 
0092. As mentioned above, the method (40X)) includes 
identifying (406), based on the personal passcodes, a mod 
erator for the conference call. The method (400) may 
identify an original moderator for the conference call. The 
method (400) may allow the moderator to designate a fill-in 
moderator. 

0093. As mentioned above, the method (400) includes 
receiving (407) an action from at least one of the partici 
pants. The action extends the conference call, designates a 
fill-in moderator, allows the participants to switch between 
the conference call and a conflicting conference call, gen 
erates an uninvited passcode for uninvited participants that 
are valid for the duration of the call, or combinations thereof. 
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0094 FIG. 5 is a diagram of a managing system, accord 
ing to one example of principles described herein. The 
managing system (500) includes a registering engine (514 
1), an obtaining engine (514-2), a participant identifying 
engine (514-3), a generating engine (514-4), a permitting 
engine (514-5), a moderator identifying engine (514-6), and 
a receiving engine (514-7). The engines (514) refer to a 
combination of hardware and program instructions to per 
form a designated function. Alternatively, the engines (514) 
may be implemented in the form of electronic circuitry (e.g., 
hardware). Each of the engines (514) may include a proces 
sor and memory. Alternatively, one processor may execute 
the designated function of each of the engines (514). The 
program instructions are stored in the memory and cause the 
processor to execute the designated function of the engine. 
0095. The registering engine (514-1) registers, via a UI, 
a number of users with a managing system, the managing 
system permitting the number of users to create a list of 
participants in a calendar application for a conference call. 
The registering engine (514-1) registers, via the UI, the 
number of users with the managing system, the managing 
system permitting the number of users to create the list of 
participants in one calendar application for the conference 
call. The registering engine (514-1) registers, via the UI, the 
number of users with the managing system, the managing 
system permitting the number of users to create the list of 
participants in several calendar applications for several 
conference calls. 
0096. The obtaining engine (514-2) obtains, via the cal 
endar application, the list of the participants, the list of 
participants includes a number of participants to be included 
in the conference call. The obtaining engine (514-2) obtains, 
via the calendar application, one list of participants to be 
included in the conference call as participants. The obtaining 
engine (514-2) obtains, via the calendar application, several 
lists of participants to be included in the conference call as 
participants. 
0097. The participant identifying engine (514-3) identi 

fies, from the list of participants, a first portion of the 
participants that have personal passcodes. The participant 
identifying engine (514-3) identifies, from several lists of 
participants, the first portion of the participants that have 
personal passcodes. 
0098. The generating engine (514-4) generates guest 
passcodes for a second portion of the participants associated 
with the list of participants that do not have the personal 
passcodes. The generating engine (514-4) generates one 
guest passcode for a second portion of the participants 
associated with the list of participants that do not have the 
personal passcodes. 
0099. The permitting engine (514-5) permits, based on 
the personal passcodes or the guest passcodes, each of the 
participants to participate in the conference call. The per 
mitting engine (514-5) permits, based on the personal pass 
codes or the guest passcodes, each of the participants to 
participate in the conference call as long as the personal 
passcodes and/or guest passcodes are valid. 
0100. The moderator identifying engine (514-6) identi 

fies, based on the personal passcodes, a moderator for the 
conference call. The moderator identifying engine (514-6) 
identifies, based on the personal passcodes, one moderator 
for the conference call. The moderator identifying engine 
(514-6) identifies, based on the personal passcodes, several 
moderators for the conference call. 
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0101 The receiving engine (514-7) receives an action 
from at least one of the participants. The receiving engine 
(514-7) receives several actions from several of the partici 
pants. 
0102 FIG. 6 is a diagram of a managing system, accord 
ing to one example of principles described herein. In this 
example, the managing system (600) includes resource(s) 
(602) that are in communication with a machine-readable 
storage medium (604). Resource(s) (602) may include one 
processor. In another example, the resource(s) (602) may 
further include at least one processor and other resources 
used to process instructions. The machine-readable storage 
medium (604) represents generally any memory capable of 
storing data such as instructions or data structures used by 
the managing system (600). The instructions shown stored in 
the machine-readable storage medium (604) include identify 
instructions (606), generate instructions (608), and permit 
instructions (610). 
0103) The machine-readable storage medium (604) con 
tains computer readable program code to cause tasks to be 
executed by the resource(s) (602). The machine-readable 
storage medium (604) may be tangible and/or physical 
storage medium. The machine-readable storage medium 
(604) may be any appropriate storage medium that is not a 
transmission storage medium. A non-exhaustive list of 
machine-readable storage medium types includes non-vola 
tile memory, Volatile memory, random access memory, write 
only memory, flash memory, electrically erasable program 
read only memory, or types of memory, or combinations 
thereof. 
0104. The identify instructions (606) represents instruc 
tions that, when executed, cause the resource(s) (602) to 
identify, from a list of participants, a first portion of partici 
pants that have personal passcodes. The generate instruc 
tions (608) represents instructions that, when executed, 
cause the resource(s) (602) to generate guest passcodes for 
a second portion of the participants associated with the list 
of participants that do not have the personal passcodes. The 
permit instructions (610) represents instructions that, when 
executed, cause the resource(s) (602) to permit, based on the 
personal passcodes or the guest passcodes, each of the 
participants to participate in the conference call. 
0105. Further, the machine-readable storage medium 
(604) may be part of an installation package. In response to 
installing the installation package, the instructions of the 
machine-readable storage medium (604) may be down 
loaded from the installation package's source, Such as a 
portable medium, a server, a remote network location, 
another location, or combinations thereof. Portable memory 
media that are compatible with the principles described 
herein include DVDs, CDs, flash memory, portable disks, 
magnetic disks, optical disks, other forms of portable 
memory, or combinations thereof. In other examples, the 
program instructions are already installed. Here, the memory 
resources can include integrated memory Such as a hard 
drive, a solid state hard drive, or the like. 
0106. In some examples, the resource(s) (602) and the 
machine-readable storage medium (604) are located within 
the same physical component, Such as a server, or a network 
component. The machine-readable storage medium (604) 
may be part of the physical component's main memory, 
caches, registers, non-volatile memory, or elsewhere in the 
physical component's memory hierarchy. Alternatively, the 
machine-readable storage medium (604) may be in commu 
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nication with the resource(s) (602) over a network. Further, 
the data structures, such as the libraries, may be accessed 
from a remote location over a network connection while the 
programmed instructions are located locally. Thus, the man 
aging system (600) may be implemented on a user device, 
on a server, on a collection of servers, or combinations 
thereof. 

0107 The managing system (600) of FIG. 6 may be part 
of a general purpose computer. However, in alternative 
examples, the managing system (600) is part of an applica 
tion specific integrated circuit. 
0108. The preceding description has been presented to 
illustrate and describe examples of the principles described. 
This description is not intended to be exhaustive or to limit 
these principles to any precise form disclosed. Many modi 
fications and variations are possible in light of the above 
teaching. 
0109 The flowchart and block diagrams in the figures 
illustrate the architecture, functionality, and operations of 
possible implementations of systems, methods, and com 
puter program products. In this regard, each block in the 
flowchart or block diagrams may represent a module, seg 
ment, or portion of code, which has a number of executable 
instructions for implementing the specific logical function 
(s). It should also be noted that, in some alternative imple 
mentations, the functions noted in the block may occur out 
of the order noted in the figures. For example, two blocks 
shown in Succession may, in fact, be executed Substantially 
concurrently, or the blocks may sometimes be executed in 
the reverse order, depending upon the functionality 
involved. It will also be noted that each block of the block 
diagrams and/or flowchart illustration and combination of 
blocks in the block diagrams and/or flowchart illustration, 
can be implemented by special purpose hardware-based 
systems that perform the specified functions or acts, or 
combinations of special purpose hardware and computer 
instructions. 

0110. The terminology used herein is for the purpose of 
describing particular examples, and is not intended to be 
limiting. As used herein, the singular forms 'a,” “an and 
“the are intended to include the plural forms as well, unless 
the context clearly indicated otherwise. It will be further 
understood that the terms “comprises” and/or “comprising 
when used in the specification, specify the presence of stated 
features, integers, operations, elements, and/or components, 
but do not preclude the presence or addition of a number of 
other features, integers, operations, elements, components, 
and/or groups thereof. 
What is claimed is: 

1. A method for managing access to a conference call, the 
method comprising, with a computer: 

obtaining, via a calendar application, a list of participants 
to be included in a conference call; 

identifying, from the list of participants, a first portion of 
the participants that have personal passcodes and a 
second portion of the participants that do not have a 
personal passcode; 

generating a guest passcode for each of the participants 
that do not have a personal passcode; and 

permitting each of the participants presenting either a 
personal passcode or a guest passcode to participate in 
the conference call. 
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2. The method of claim 1, further comprising identifying, 
based on the passcode entered, to which of a plurality of 
conference calls the participant is to be joined. 

3. The method of claim 1, further comprising an original 
moderator transferring responsibility to a fill-in moderator. 

4. The method of claim 1, further comprising, in response 
to receiving an action from at least one of the participants, 
generating an uninvited passcode for an uninvited partici 
pant that is valid for the duration of the conference call 

5. The method of claim 1, further comprising, in response 
to receiving an action from at least one of the participants, 
allowing at least one of the participants to Switch between 
the conference call and a conflicting conference call. 

6. The method of claim 1, wherein each guest passcode is 
unique and generating the guest passcodes comprises: 

designating each of the participants that do not have a 
personal pass code as a frequent guest or an infrequent 
guest; 

retrieving a corresponding electronic mail (email) 
addresses for each of the frequent guests; 

storing, in a library, the guest passcode as a personal 
passcode for each of the frequent guests along with the 
corresponding email address for that frequent guest. 

7. The method of claim 1, wherein the conference call is 
an impromptu conference call, the method comprising: 

receiving indication of an action by a moderator to initiate 
an impromptu conference call; 

generating a one-time use passcode that is provided to the 
moderator to be shared with desired participants to the 
impromptu conference call; and 

connecting participants to the impromptu conference call 
based on either entry of the one-time user passcode or 
a valid personal passcode known to the system. 

8. The method of claim 1, further comprising resetting a 
personal passcode at request of a corresponding participant. 

9. A system for managing access to a conference call, the 
System comprising a computer implementing a managing 
system, the computer comprising a network interface and 
being programmed to: 

obtain a list of participants to be included in the confer 
ence call; 

identify, from the list of participants, a first portion of the 
participants that have a personal passcode and a second 
portion of the participants that do not have a personal 
passcode: 

generate a guest passcode for each participant that does 
not have a personal passcode: 

in response to presentation of either a personal passcode 
or a guest passcode, permit a participants to participate 
in the conference call, wherein each personal or guest 
passcode uniquely corresponds to a particular partici 
pant. 

10. The system of claim 9, the computer further pro 
grammed to identify, based on the personal passcodes, a 
moderator for the conference call 

11. The system of claim 9, the computer further pro 
grammed to transfer responsibility from an original mod 
erator to a fill-in moderator using a handshake procedure. 

12. The system of claim 11, wherein the handshake 
procedure comprises the original moderator entering a code 
to the system and the fill-in moderator also entering a code 
to the system. 

13. The system of claim 9, the computer further pro 
grammed to: 
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determine if each of the participants lacking a personal 
passcode is a frequent guest or an infrequent guest; and 

adopt the guest passcode assigned to a frequent guest as 
a personal passcode for that participant. 

14. A non-transitory machine-readable storage medium 
encoded with instructions for managing access to a confer 
ence call, the instructions executable by a processor of a 
system to cause the system to: 

identify, from a list of participants, a first portion of 
participants that have personal passcodes and a second 
portion of the participants that do not have personal 
passcodes; 

generate guest passcodes for the second portion of the 
participants associated with the list of participants that 
do not have the personal passcodes, wherein each 
passcode, personal or guest, uniquely corresponds to a 
particular listed participant; and 

permit, based on the personal passcodes or the guest 
passcodes, each of the participants to participate in the 
conference call. 

15. The product of claim 14, further comprising instruc 
tions that, when executed, cause the processor to determine 
to which of a number of concurrent conference calls to join 
a participant based on a passcode entered by that participant; 
and, when that participant is listed on two conflicting 
conference calls, prompting the participant to indicate to 
which the conference all that participant will be joined. 
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16. The product of claim 14, further comprising instruc 
tions that, when executed, cause the processor to addition 
ally generate an uninvited passcode separate from the per 
Sonal and guest passcodes, the uninvited passcode to enable 
previously uninvited participants to be included in the 
conference call. 

17. The product of claim 14, further comprising instruc 
tions that, when executed, cause the processor to identify, 
based on the personal passcodes, a moderator for the con 
ference call. 

18. The product of claim 17, further comprising instruc 
tions that, when executed, cause the processor to determine 
if a personal passcode entered by a first participant is 
Subsequently entered again by another participant and 
prompt a participant corresponding to that personal passcode 
to reset that personal passcode. 

19. The product of claim 14, further comprising instruc 
tions that, when executed, cause the processor to receive an 
action from at least one of the participants. 

20. The product of claim 19, wherein the action extends 
the conference call, designates a fill-in moderator, allows at 
least one of the participants to switch between the confer 
ence call and a conflicting conference call, generates an 
uninvited passcode for an uninvited participant that is valid 
for a duration of the conference call, or combinations 
thereof. 


