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VEHICLE ACCESS AND FLEET
MANAGEMENT CONTROL VIA
BLUETOOTH BEACONS

FIELD

[0001] The present teachings relate to vehicle fleet man-
agement, and more particularly to the use of Bluetooth
beacons as a form of vehicle access, vehicle tracking and
personal tracking.

BACKGROUND

[0002] The statements in this section merely provide back-
ground information related to the present disclosure and may
not constitute prior art.

[0003] Often lightweight low speed vehicles such as golf
cars, passenger transport or shuttle vehicles, maintenance or
ground care utility vehicles, turf mowers, cargo vehicles, or
any other lightweight low-speed vehicles are utilized by golf
courses, country clubs, resorts, rental facilities, theme parks,
airports, military bases, universities, sporting and recreation
facilities, etc., for a plurality of purposes. With use of such
vehicles at such facilities, it is often desirable to employ a
fleet management and terrestrial travel boundary control
systems in order to be able to monitor and regulate a variety
of parameters based on the type of vehicle, the person or
people that will be driving the vehicle, and the environment
in which the vehicle will be utilized. For example, it may be
desirable to regulate the speed, hours of operation, and/or
terrestrial travel boundaries of a resort passenger transport
vehicle based on whether a resort guest will be driving the
vehicle, or a resort employee will be driving the vehicle.

[0004] Known global positioning system (GPS) based
fleet management and terrestrial travel boundary control
(often referred to as geofencing) systems are limited to use
only where the vehicles to be tracked are accessible to GPS
signals. However, when such vehicles travel in areas where
they are not accessible to GPS signals, e.g., caves, ware-
houses, underground vehicle storage barns, GPS based fleet
management and geofencing systems become inoperable
and are no longer able to track and control such vehicles.
Additionally, known GPS based fleet management and
geofencing systems can be expensive, complex, and hard to
maintain and are unreliable.

SUMMARY

[0005] In various embodiments, the present disclosure
provides a Bluetooth plus radio frequency identification
(RFID) beacon for use vehicle fleet management and
geofencing system, wherein the beacon comprises a housing
and a circuit board disposed within the housing. In various
embodiments the circuit board comprises a Bluetooth com-
munication circuitry portion containing a unique media
access control (MAC) address, and an RFID circuitry por-
tion integrated with Bluetooth communication circuitry such
RFID is associated with the Bluetooth circuitry MAC
address whereby the Bluetooth beacon can be identified by
an RFID reader communicating with the RFID circuitry
using the MAC address of the Bluetooth circuitry.

[0006] In various embodiments, the beacon further com-
prises a machine readable identification code disposed on
the housing, wherein the machine readable identification
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code utilizable to assign the beacon to a facility guest or
employee by associating the machine readable identification
code with the MAC address.

[0007] In various embodiments, the beacon further com-
prises a battery for powering the circuit board.

[0008] In various other embodiments, the present disclo-
sure provides a Bluetooth beacon based fleet management
and geofencing system (BTBFMGS), wherein the system
comprises a fleet management and geofencing system
(FMGS) central serve, at least one FMGS facility computer
communicatively connected to the central server, and a
plurality of FMGS tablets communicatively connected to the
central server, each FMGS tablet disposed in a respective
one of a plurality of facility guest vehicles, each FMGS
tablet structured and operable for Bluetooth communication.
In various embodiments, the BTIBFMGS additionally com-
prises a plurality of FMGS computer modules communica-
tively connected to the central server, each FMGS computer
module disposed in a respective one of a plurality of facility
utility vehicles. In various embodiments, the BTBFMGS
additionally comprises a plurality of radio frequency iden-
tification (RFID) readers each RFID reader disposed in a
respective one of the plurality of facility utility vehicles and
communicatively connected to the respective FMGS com-
puter module. The BTBFMGS further comprises a plurality
of Bluetooth and RFID beacons, each beacon is structured
and operable to communicate with the plurality of FMGS
tablets via Bluetooth communication and with the plurality
of RFID reader via radio frequency communication. In
various embodiments, each beacon comprises a housing and
a circuit board disposed within the housing. The circuit
board comprises a Bluetooth communication circuitry por-
tion containing a unique media access control (MAC)
address and an RFID circuitry portion integrated with Blu-
etooth communication circuitry portion such RFID circuitry
portion is associated with the Bluetooth circuitry MAC
address, whereby the Bluetooth beacon can be identified by
the RFID readers communicating with the RFID circuitry
portion using the MAC address of the Bluetooth communi-
cation circuitry portion.

[0009] In various embodiments, the BTBFMGS further
comprises an identification code (e.g., a quick response
(QR) code) disposed on the housing to assign the beacon to
a facility guest or employee by associating the identification
code with the MAC address of the respective beacons.
[0010] In various embodiments, each beacon is structured
and operable to be assigned, via the identification code and
the respective MAC address, to one of: a respective facility
guest and be utilized by the guest as a Bluetooth key for
enabling and disabling operation of one of the facility guest
vehicles; a respective facility employee and be utilized by
the employee as a RFID employee identification badge for
enabling and disabling operation of one of the facility utility
vehicles; and/or a particular geographical terrestrial location
for use as a geofencing and location tracking marker for the
facility guest vehicles and the facility utility vehicles.
[0011] In various embodiments, each beacon used as the
geofencing and location tracking marker is disposed at the
respective particular terrestrial geographical location.
[0012] In various embodiments, each FMGS tablet and
each FMGS computer module is communicatively con-
nected to at least one vehicle control module that is struc-
tured and operable to control at least one vehicle operational
parameter such that each FMGS tablet and each FMGS
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computer module can control the at least one vehicle opera-
tional parameter based on at least one of; guest authorization
parameters of privileges associated with the MAC address of
the beacon assigned to the respective facility guest, and/or
employee authorization parameters or privileges associated
with the MAC address of the beacon assigned to the respec-
tive facility employee.

[0013] In various embodiments, the at least one vehicle
operational parameter comprises at least one of: a locked/
unlocked operational status of the vehicle; vehicle speed, via
control of one of a vehicle prime mover speed; and/or
direction of motive force generated by the prime mover.
[0014] In various embodiments, each FMGS tablet and
each FMGS computer module is structured and operable to,
in real time, communicate with the beacons utilized as
location tracker, via Bluetooth communications, and com-
municate with the FMGS central server, via at least one of
cellular communication and WiFi communications, to pro-
vide vehicle location information to the FMGS central
server, which is accessible by at least one FMGS facility
computer.

[0015] In various embodiments, the particular terrestrial
geographical location is a terrestrial geographical location
that is not accessible to global positioning system (GPS)
satellite signals.

[0016] In various embodiments, when one of the plurality
of beacons is assigned to a facility guest, information
regarding the guest is associated with the MAC address of
the respective beacon such that when the guest pairs the
respective beacon with one of the FMGS tablets, the respec-
tive FMGS tablet will display information relevant to the
facility guest.

[0017] By placing a Bluetooth and RFID beacon in a fixed
location with precise known GPS coordinates vehicle’s
location can be determined with a high degree of certainty
every time the vehicle comes into proximity of the beacon.
When multiple beacons are used along a path the need for a
GPS signal is eliminated and live ‘breadcrumb trail” can be
displayed for customers to see, thus showing a location
without live real time GPS signals and communication
[0018] This summary is provided merely for purposes of
summarizing various example embodiments of the present
disclosure so as to provide a basic understanding of various
aspects of the teachings herein. Various embodiments,
aspects, and advantages will become apparent from the
following detailed description taken in conjunction with the
accompanying drawings which illustrate, by way of
example, the principles of the described embodiments.
Accordingly, it should be understood that the description and
specific examples set forth herein are intended for purposes
of illustration only and are not intended to limit the scope of
the present teachings.

DRAWINGS

[0019] The drawings described herein are for illustration
purposes only and are not intended to limit the scope of the
present teachings in any way.

[0020] FIG. 1 is a schematic of a Bluetooth beacon based
fleet management and geofencing system (BTBFMGS) in
accordance with various embodiments of the present disclo-
sure.

[0021] FIG. 2 is an isometric view of a vehicle, exemplar-
ily illustrated as a golf car, comprising a fleet management
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and geofencing system (FMGS) vehicle tablet of the
BTBFMGS, in accordance with various embodiments.
[0022] FIG. 3 is an isometric view of a vehicle, exemplar-
ily illustrated as a work/utility vehicle, comprising FMGS
vehicle module of the BTBFMGS, in accordance with
various embodiments.

[0023] FIG. 4 is a side view of a vehicle, exemplarily
illustrated as a personal transport vehicle, comprising FMGS
vehicle tablet of the BTBFMGS, in accordance with various
embodiments.

[0024] FIG. 5 block diagram of a of Bluetooth-plus-RFID
(BTRFID) beacon of the BTBFMGS, in accordance with
various embodiments of the present disclosure.

[0025] FIG. 6 is a front view of the BTRFID beacon
having a machine-readable identification code disposed on a
face of the beacon, in accordance with various embodiments
of the present disclosure.

[0026] FIG. 7 is an exemplary diagram of a portion of a
golf course having a plurality of the BTRFID beacons used
as geographical markers, in accordance with various
embodiments of the present disclosure.

[0027] Corresponding reference numerals indicate corre-
sponding parts throughout the several views of drawings.

DETAILED DESCRIPTION

[0028] The following description is merely exemplary in
nature and is in no way intended to limit the present
teachings, application, or uses. Throughout this specifica-
tion, like reference numerals will be used to refer to like
elements. Additionally, the embodiments disclosed below
are not intended to be exhaustive or to limit the invention to
the precise forms disclosed in the following detailed descrip-
tion. Rather, the embodiments are chosen and described so
that others skilled in the art can utilize their teachings. As
well, it should be understood that the drawings are intended
to illustrate and plainly disclose presently envisioned
embodiments to one of skill in the art, but are not intended
to be manufacturing level drawings or renditions of final
products and may include simplified conceptual views to
facilitate understanding or explanation. As well, the relative
size and arrangement of the components may differ from that
shown and still operate within the spirit of the invention.
[0029] As used herein, the word “exemplary” or “illustra-
tive” means “serving as an example, instance, or illustra-
tion.” Any implementation described herein as “exemplary”
or “illustrative” is not necessarily to be construed as pre-
ferred or advantageous over other implementations. All of
the implementations described below are exemplary imple-
mentations provided to enable persons skilled in the art to
practice the disclosure and are not intended to limit the scope
of the appended claims.

[0030] Unless otherwise defined, all technical and scien-
tific terms used herein have the same meaning as commonly
understood by one of ordinary skill in the art to which this
disclosure belongs. The terminology used herein is for the
purpose of describing particular example embodiments only
and is not intended to be limiting. As used herein, the
singular forms “a”, “an”, and “the” may be intended to
include the plural forms as well, unless the context clearly
indicates otherwise. The terms “comprises”, “comprising”,
“including”, and “having” are inclusive and therefore
specify the presence of stated features, integers, steps,
operations, elements, and/or components, but do not pre-
clude the presence or addition of one or more other features,
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integers, steps, operations, elements, components, and/or
groups thereof. The method steps, processes, and operations
described herein are not to be construed as necessarily
requiring their performance in the particular order discussed
or illustrated, unless specifically identified as an order of
performance. It is also to be understood that additional or
alternative steps can be employed.

[0031] When an element, object, device, apparatus, com-
ponent, region or section, etc., is referred to as being “on”,
“engaged to or with”, “connected to or with”, or “coupled to
or with” another element, object, device, apparatus, compo-
nent, region or section, etc., it can be directly on, engaged,
connected or coupled to or with the other element, object,
device, apparatus, component, region or section, etc., or
intervening elements, objects, devices, apparatuses, compo-
nents, regions or sections, etc., can be present. In contrast,
when an element, object, device, apparatus, component,
region or section, etc., is referred to as being “directly on”,
“directly engaged to”, “directly connected to”, or “directly
coupled to” another element, object, device, apparatus,
component, region or section, etc., there may be no inter-
vening elements, objects, devices, apparatuses, components,
regions or sections, etc., present. Other words used to
describe the relationship between elements, objects, devices,
apparatuses, components, regions or sections, etc., should be
interpreted in a like fashion (e.g., “between” versus “directly
between”, “adjacent” versus “directly adjacent”, etc.).
[0032] As used herein the phrase “operably connected to”
will be understood to mean two are more elements, objects,
devices, apparatuses, components, etc., that are directly or
indirectly connected to each other in an operational and/or
cooperative manner such that operation or function of at
least one of the elements, objects, devices, apparatuses,
components, etc., imparts are causes operation or function of
at least one other of the elements, objects, devices, appara-
tuses, components, etc. Such imparting or causing of opera-
tion or function can be unilateral or bilateral.

[0033] As used herein, the term “and/or” includes any and
all combinations of one or more of the associated listed
items. For example, A and/or B includes A alone, or B alone,
or both A and B.

[0034] Although the terms first, second, third, etc. can be
used herein to describe various elements, objects, devices,
apparatuses, components, regions or sections, etc., these
elements, objects, devices, apparatuses, components,
regions or sections, etc., should not be limited by these
terms. These terms may be used only to distinguish one
element, object, device, apparatus, component, region or
section, etc., from another element, object, device, appara-
tus, component, region or section, etc., and do not neces-
sarily imply a sequence or order unless clearly indicated by
the context.

[0035] Moreover, it will be understood that various direc-
tions such as “upper”, “lower”, “bottom”, “top”, “left”,
“right”, “first”, “second” and so forth are made only with
respect to explanation in conjunction with the drawings, and
that components may be oriented differently, for instance,
during transportation and manufacturing as well as opera-
tion. Because many varying and different embodiments may
be made within the scope of the concept(s) taught herein,
and because many modifications may be made in the
embodiments described herein, it is to be understood that the
details herein are to be interpreted as illustrative and non-
limiting.
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[0036] The apparatuses/systems and methods described
herein can be implemented at least in part by one or more
computer program products comprising one or more non-
transitory, tangible, computer-readable mediums storing
computer programs with instructions that may be performed
by one or more processors. The computer programs may
include processor executable instructions and/or instructions
that may be translated or otherwise interpreted by a proces-
sor such that the processor may perform the instructions.
The computer programs can also include stored data. Non-
limiting examples of the non-transitory, tangible, computer
readable medium are nonvolatile memory, magnetic storage,
and optical storage.

[0037] As used herein, the term module can refer to, be
part of, or include an application specific integrated circuit
(ASIC); an electronic circuit; a combinational logic circuit;
a field programmable gate array (FPGA); a processor
(shared, dedicated, or group) that performs instructions
included in code, including for example, execution of
executable code instructions and/or interpretation/transla-
tion of uncompiled code; other suitable hardware compo-
nents that provide the described functionality; or a combi-
nation of some or all of the above, such as in a system-on-
chip. The term module can include memory (shared,
dedicated, or group) that stores code executed by the pro-
Ccessor.

[0038] The term code, as used herein, can include soft-
ware, firmware, and/or microcode, and can refer to one or
more programs, routines, functions, classes, and/or objects.
The term shared, as used herein, means that some or all code
from multiple modules can be executed using a single
(shared) processor. In addition, some or all code from
multiple modules can be stored by a single (shared) memory.
The term group, as used above, means that some or all code
from a single module can be executed using a group of
processors. In addition, some or all code from a single
module can be stored using a group of memories.

[0039] Referring now to FIGS. 1, 2, 3 and 4, the present
disclosure generally provides a Bluetooth beacon based fleet
management and geofencing system (BTBFMGS) 10 that is
structured and operable to manage, monitor, track and
control various operations of a fleet of lightweight vehicles,
such as a golf car 14 exemplarily shown in FIG. 2, a personal
transport vehicle exemplarily shown in FIG. 2, or a utility
vehicle exemplarily shown in FIG. 3. The BTBFMGS 10 is
advantageously implemented to manage, monitor, track and
control various operational parameters of a fleet (i.e., a
plurality) of lightweight low speed vehicles 14 such as golf
cars, passenger transport or shuttle vehicles, maintenance or
ground care utility vehicles, turf mowers, cargo vehicles, or
any other lightweight low-speed vehicles that are utilized by
golf courses, country clubs, resorts, rental facilities, theme
parks, airports, military bases, universities, sporting and
recreation facilities, etc. For example, the BTIBFMGS 10 is
structured and operable to use Bluetooth based communi-
cation technology to manage, monitor, track and control
various vehicle operational parameters such as: assignment
of authorized vehicle operators; vehicle range, speed and
operation control based on operator assignment; and geo-
graphical boundary regulation based on operator assign-
ment. Moreover, the BITBFMGS 10 is structured and oper-
able to use Bluetooth based communication technology to
manage, monitor, track and control such vehicle operational
parameters in areas or environments where global position-
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ing system (GPS) satellite signals are inaccessible, inoper-
able and/or ineffective for use in managing, monitoring,
tracking and/or controlling such vehicle operational param-
eters, for example, when the vehicle 14 is located or travels
within caves, warehouses, underground vehicle storage
barns, etc.

[0040] The BTBFMGS 10 is a computer based, software
controlled system that generally comprises a central server
18 communicatively connected (wired or wirelessly) to one
or more facility computer and/or tablet 22 (e.g., one or more
desk-top computer/computer tablet located on site at the
respective golf courses, country clubs, resorts, rental facili-
ties, theme parks, airports, military bases, universities, sport-
ing and recreation facilities, etc.). In various instances, it is
envisioned that one or more of the facility computers and/or
tablets 22 can be located remotely from the respective
facility. The central server 18 can be located locally on-site
at the respective facility or located remotely from the
facility. The BTBFMGS 10 additionally comprises a plural-
ity of vehicle tablets 26 (e.g., computer tablets having
internal memory and a processor, and an external touch
sensitive screen/display) installed in a plurality of the
vehicles 14 (e.g., one tablet 26 installed in each of a plurality
of'the vehicles 14). The vehicle tablets 26 are structured and
operable to communicate with the server 18 via cellular
communication technology and protocols, and via wireless
(WiFi) communication technology and protocols (e.g., wire-
less local area network communications). The BIBFMGS
10 further comprises a plurality of vehicle computer mod-
ules 30 (e.g., display-less computer modules) installed in a
plurality of the vehicles 14 (e.g., one module 30 installed in
each of a plurality of the vehicles 14). The vehicle modules
30 are structured and operable to communicate with the
server 18 via cellular communication technology and pro-
tocols, and via wireless (WiFi) communication technology
and protocols. The BTBFMGS 10 still further comprises a
plurality of radio frequency identification (RFID) readers 34
installed in a plurality of the vehicles 14 (e.g., one RFID
reader 34 installed in each of a plurality of the vehicles 14).
The BTBFMGS 10 further yet comprises a plurality of
Bluetooth-plus-RFID (BTRFID) beacons or tokens 38 that
are structured and operable to be utilized as both vehicle
keys, and as terrestrial geographical location markers. The
BTRFID beacons 38 that are utilized as vehicle keys will be
referred to herein as BTRFID beacon-keys 38A, and the
BTRFID beacons 38 that are utilized as terrestrial geo-
graphical location markers will be referred to herein as
BTRFID beacon-markers 38B.

[0041] As described further below, the BTRFID beacons
38 include circuit boards that have Bluetooth beacon cir-
cuitry and technology integrated with RFID circuitry and
technology thereon. Hence, the BTRFID beacons 38 are
structured and operable to provide both Bluetooth commu-
nication and near-field communication (e.g., near-field
radio-frequency communication). Therefore, the BTRFID
beacons 38 are structured and operable to communicate with
the vehicle tablets 26 and the vehicle modules 30, via
Bluetooth communication technology and protocols, and
with the RFID readers 34, via near-field radio-frequency
communication technology and protocols.

[0042] Referring particularly to FIGS. 2, 3 and 4, each
vehicle 14 generally includes a chassis or frame 42, a pair of
rear wheels 50 and a pair of front wheels 46 operationally
connected to the chassis 14, and a passenger compartment
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54. The passenger compartment 54 generally includes a dash
console 58, a floorboard 62, and a passenger seating struc-
ture 66. The dash console 30 can include one or more
instrument displays, gauges, vehicle control devices and/or
storage compartments. In various embodiments, the RFID
reader 34 can be mounted anywhere on the dash console 58,
for example in a location easily accessible by an operator of
the vehicle 14. The passenger compartment 54 additionally
includes a steering wheel 70 for use by the operator to
control the directional movement of the vehicle 14, a brake
pedal 74 for use by the operator to control slowing and
stopping of the vehicle 14, and an accelerator pedal 76 for
use by the operator to control the torque delivered by a prime
mover 78 (described below) to one or more of the rear and/or
front wheels 46 and/or 50. Particularly, the prime mover 78
is operatively connected to a drivetrain 82 that is operatively
connected to at least one of the rear and/or front wheels 46
and/or 50. Each vehicle 14 further comprises a vehicle
electrical power source 80 (e.g., one or more battery) that is
structured and operable to provide electrical power to vari-
ous electrical components of the vehicle 14 (e.g., a vehicle
motor if the prime mover 78 is an electric motor, and other
vehicle electrically operated modules and components), and
a vehicle main control module 84 that is communicatively
(wired or wirelessly) connected to the a computer-based
prime mover control unit (PMCU) 86. The PMCU 86 is
structured and operable to control various operations of the
vehicle prime mover 78 such as air/fuel ratio, spark timing
and engine speed (e.g., RPM) if the prime mover 78 is an
internal combustion engine, and motor speed and torque
output if the prime mover 78 is an electric motor) and the
vehicle main control module 84 is structured and operable to
communicate with the PMCU 86 and control various other
vehicle modules, devices and operations.

[0043] The prime mover 78 can be any device that is
structured and operable to generate torque (e.g., motive
force, e.g., power) utilized to provide motive force for the
vehicle 14 via the drivetrain 82. For example, the prime
mover 78 can be an internal combustion engine (ICE), an
electric motor, a hybrid combination of an ICE and an
electric motor, or any other suitable motive power source
and remain within the scope of the present disclosure.
Operation of the prime mover 78 is generally controlled by
PMCU 86 to generate torque (e.g., motive force, e.g., power)
utilized to provide motive force for the vehicle 14 via the
drivetrain 82. For example, in various embodiments wherein
the prime mover is an internal combustion engine the PMCU
86 can control engine speed and torque output by controlling
a fuel/air mixture ratio and/or a spark ignition timing of the
engine. Or, for example, in various embodiments wherein
the prime mover is an electric motor, the PMCU 86 can
control the amount of voltage provided to the motor from
one or more battery of the vehicle 14.

[0044] Referring now to FIGS. 1, 2, 3 and 4, as described
above, the BTBFMGS 10 includes a plurality of vehicle
tablets 26 installed in a plurality of vehicles 14. For example,
a golf country club or resort can have a fleet of vehicles 14
(i.e., a plurality, e.g., 2-200 or more golf cars) that are
provided to guests for use as a golf car and/or personal
transport vehicle during their stay at the facility. In such
instances, each vehicle 14 will have a vehicle tablet 26
installed therein. In various embodiments, each vehicle
tablet 26 is electrically connected to, and powered by, the
respective vehicle electrical system (e.g., powered by the
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vehicle 14 battery bank). Additionally, each vehicle tablet 26
is communicatively connected (wired or wirelessly) to one
or more vehicle control module, such as the PMCU 86
and/or the vehicle main control module 84 that is commu-
nicatively connected (wired or wirelessly) to the PMCU 86.
Each vehicle tablet 26 includes at least one processer and
electronic storage module, and is structured and operable to
communicate with other computer based devices via cellular
and/or WiFi communications technology. In various
embodiments, each vehicle tablet 26 can comprise an inter-
nal battery for providing electrical power to the respective
vehicle tablets 26 without connection to the vehicle electri-
cal system. While in yet other embodiments, the vehicle
tablets 26 can comprise an internal battery and be structured
and operable to removably connected to the vehicle electri-
cal system such that vehicle tablets can be powered by the
vehicle electrical system or by the internal battery when the
power from the vehicle electrical system is unavailable.

[0045] Similarly, as described above, the BTBFMGS 10
includes a plurality of vehicle modules 30 installed in a
plurality of vehicles 14. For example, a golf course, country
club, resort, rental facility, theme park, airport, military base,
university, or sporting and recreation facility can have a fleet
of work, utility or guest transportation vehicles 14 (i.e., a
plurality, e.g., 2-200 or more work, utility or guest trans-
portation vehicles) that are utilized by employees of the
respective facility for various work related and guest trans-
portation purposes. In such instances, each vehicle 14 will
have a vehicle module 30 installed therein. In various
embodiments, each vehicle module 30 is electrically con-
nected to, and powered by, the respective vehicle electrical
system (e.g., powered by the vehicle 14 battery bank).
Additionally, each vehicle module 30 is communicatively
connected (wired or wirelessly) to one or more vehicle
control module, such as the PMCU 86 and/or the vehicle
main control module 84 that is communicatively connected
(wired or wirelessly) to the PMCU 86 and/or a voltage
control module (e.g., an On/Off switch) for controlling the
connection and disconnection of electrical power from one
or more vehicle battery to the electrical systems of the
vehicle 14. Each vehicle module 30 includes at least one
processer and electronic storage module, and is structured
and operable to communicate with other computer based
devices via cellular and WiFi communications technology.

[0046] Referring now to FIGS. 1, 5 and 6, as described
above, the BTBFMGS 10 comprises a plurality of Blu-
etooth-plus-RFID (BTRFID) beacons or tokens 38 that are
structured and operable to be utilized as both vehicle bea-
con-keys 38A, and as terrestrial geographical location mark-
ers 38B. The BTRFID beacons 38 are structured and oper-
able to communicate via Bluetooth communication
technology with the FMGS vehicle tablets 26 and the FMGS
vehicle modules 30. Additionally, the beacons 38 are further
structured and operable to communicate with the RFID
readers 34 via radio frequency communication technology.
Hence, each beacon 38 is structured and operable to com-
municate both with the FMGS vehicle tablets 26 modules
30, via Bluetooth communication technology, and with the
RFID readers 34, via radio frequency communication tech-
nology.

[0047] Each of the FMGS vehicle tablet and module 26
and 30 are structured and operable to communicate with the
beacons 38, via Bluetooth communication technology, and
to communicate with the FMGS central server 18 view
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cellular and/or WiFi communications. For example, when a
vehicle 14 is too far away from the FMGS central server 18
or a facility computer 22 to be communicatively connected
to the FMGS central server 18 via WiFi signals (e.g., when
a golf car 14 is out of WiFi signal range on the golf course,
or a resort personal transport vehicle 14 is out of WiFi signal
range at a guest’s lodging unit), the FMGS vehicle tablet and
module 26 and 30 will communicate with the FMGS central
server 18 via cellular communication technology. However,
when a vehicle 14 is near or in close proximity to (i.e.,
within WiFi signal range of) the FMGS central server 18, or
a facility computer 22 communicatively connected to the
FMGS central server 18, the FMGS vehicle tablet and
module 26 and 30 will communicate, in real time, with the
FMGS central server 18 or facility computer 22 communi-
catively connected to the FMGS central server 18 via WiFi
communication technology.

[0048] Each beacon 38 comprises a body, or housing, 90
that encloses a BTRFID circuit board 94 and a battery 98.
The battery 98 is electrically connected to, and provides
electrical power to, the BTRFID circuit board 94. The
BTRFID circuit board 94 comprises a Bluetooth circuitry
portion 102 integrated with and electrically connected to a
RFID circuitry portion 106. The Bluetooth circuitry portion
102 generally comprises a network interface controller hav-
ing a specific assigned media access control (MAC) address.
Particularly, the Bluetooth circuitry portion 102 of each
individual beacon 38 is assigned a unique MAC address that
is specific to the respective beacon 38 only and can be used
to specifically identify the respective beacon 38. The Blu-
etooth circuitry portion 102 generally comprises circuitry
structured and operable to communicate with the FMGS
vehicle tablets 26 and modules 30 via Bluetooth signals and
communication protocols. The RFID circuitry portion 106
generally comprises circuitry structured and operable to
communicate with the RFID readers 34 via radio frequency
signals and communication protocols. Importantly, since the
RFID circuitry portion 106 is integrated with Bluetooth
circuitry portion 106, the RFID circuitry portion 102 is
uniquely associated with the MAC address of the integrated
Bluetooth circuitry portion 106 such that when the RFID
reader communicates with (e.g., reads) the RFID circuitry
portion 102 of the beacon 38 the MAC address of the
integrated Bluetooth circuitry portion 106 can be used to
identify the respective beacon 38.

[0049] Therefore, when the FMGS vehicle tablet or mod-
ule 26 or 30 of a particular vehicle 14 pairs with, or links to,
a beacon 38, via the Bluetooth circuitry portion 106, or the
RFID reader 34 of a particular vehicle 14 communicates
with (e.g., reads) the RFID circuitry portion 102, the MAC
address of the respective beacon 38 is identified by the
FMGS vehicle tablet 26 or the FMGS vehicle module 30
communicatively connected to the RFID reader 34. Conse-
quently, all information (e.g., guest and/or employee infor-
mation) stored within or accessible by the respective vehicle
tablet 26 or module 30 that is associated, correlated, linked
or paired with the respective specific MAC address can be
identified, located and accessed by the respective vehicle
tablet 26 or module 30. Hence, the RFID circuitry portion
102 is integrated with the Bluetooth circuitry portion 106
such that all information (e.g., guest and/or employee infor-
mation) associated, correlated, linked or paired with the
respective specific and unique MAC address can be identi-
fied, located and accessed by the respective vehicle tablet 26
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or module 30 by identifying the respective beacon 38 using
the RFID reader 34 to communicate with the RFID circuitry
portion 102 and using the Bluetooth circuitry portion 106 to
communicate with the vehicle tablet 26.

[0050] As illustrated in FIG. 6, each beacon 38 addition-
ally includes a unique machine-readable identification code
110 (e.g., a barcode, a quick response (QR) code, or any
other two-dimensional or three-dimensional machine-read-
able identification code) imprinted on, affixed to, or other-
wise disposed on a face of the beacon housing 90. Impor-
tantly, since the MAC address is specific to the respective
beacon 38 and the respective unique identification code 110
is disposed on and specific to the respective beacon 38, the
MAC address and identification code 110 of each beacon 38
are associated, correlated or linked, and the association/
correlation/linking can be stored in electronic memory of the
FMGS central server 18 (e.g., a database or lookup table
within the FMGS central server 18). Therefore, when a
beacon 38 is assigned to a facility guest or employee, the
beacon identification code 110 can be scanned using any
suitable scanning device connected to one or more of the
facility FMGS computers 22, and information relating to the
guest or employee can be associated, correlated or linked
with the respective identification code 110 via execution of
BTBFMGS software (e.g., programs and/or algorithms)
stored on and executed by FMGS central server 18 (i.e.,
executed by one or more processor of the FMGS central
server 18). It should be understood that a first portion of the
BTBFMGS software is stored on the FMGS central server
18 and second portion of the BTBFMGS software is stored
and executed by the FMGS vehicle tablets 26 and modules
30 (i.e., executed by one or more processor of the FMGS
vehicle tablets 26 and modules 30).

[0051] This association/correlation/linking of guest or
employee information and identification code 110 can be
stored in the electronic memory of the FMGS central server
18 (e.g., a database or lookup table of the FMGS central
server 18) and accessed by any of the FMGS tablets 26,
FMGS modules 30 and/or facility computers 22. More
particularly, since the unique MAC address and identifica-
tion code 110 of each beacon 38 are associated/correlated/
linked with each other, the guest or employee information
can be associated/correlated/linked with the respective
MAC address via execution of BIBFMGS software. This
association/correlation/linking of guest or employee infor-
mation and MAC address can be stored in the electronic
memory of the FMGS central server 18 (e.g., a database or
lookup table of the FMGS central server 18). Therefore,
guest or employee information can be accessed by any of the
FMGS tablets 26, FMGS modules 30 and/or facility com-
puters 22 upon pairing the respective beacon 38 with a
FMGS vehicle tablet 26 or vehicle module 30, via the
Bluetooth circuitry portion 106, and upon identifying the
respective beacon 38 via the RFID reader 34 and the RFID
circuitry portion 102. The guest and employee information
can include any information input to, via the facility com-
puters 22 and/or FMGS vehicle tablets 26, and stored on the
FMGS central server 18 such as personal information (e.g.,
the guest or employee name, cell phone number, etc.), guest
lodging unit information, guest length of stay at the facility,
etc.

[0052] Referring now to FIGS. 1, 2, 3, 4, 5, and 6, as
described above, in various embodiments the BTBFMGS 10
can be implemented and utilized by a facility such as golf
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courses, country clubs, resorts, rental facilities, theme parks,
airports, military bases, universities, sporting and recreation
facilities, etc., to track, monitor and control operations of
guest vehicles, such as golf cars and personal transport
vehicle, and facility utility vehicles such as turf mowers and
work vehicles. For example, in various embodiments
wherein the BTBFMGS 10 is implemented and utilized by
a resort or golf club, upon arrival a guest would be issued a
beacon 38 for use as a key for access to a vehicle 14, e.g.,
a golf car or personal transport vehicle. As described above,
in such instances the beacon will be referred to as the
beacon-key 38A.

[0053] More specifically, upon arrive of a guest, a facility
attendant (e.g., front desk receptionist, facility manager, golf
club house attendant, etc.) will access, via a FMGS facility
computer 22, the BIBFMGS software stored on the FMGS
central server 18. Utilizing the BTBFMGS software the
facility attendant will enter the guest information (e.g., the
guest name, cell phone number, golf course holes to be
played, lodging unit, etc.) and guest authorization param-
eters or privileges (e.g., what type of vehicle 14 the guest is
authorized to drive, the maximum speed the guest is autho-
rized to drive the vehicle 14, the terrestrial geographical
areas of the facility property on which the guest is authorized
to drive the vehicle 14, etc.) and then scan the beacon
identification code 110 of a beacon-key 38A, thereby asso-
ciating/correlating/linking the respective beacon-key 38A to
the guest (e.g., associating/correlating/linking the respective
beacon-key 38A to the guest information and guest autho-
rization parameters or privileges) within the FMGS central
server 18. As described above, each beacon identification
code 110 and Bluetooth circuitry portion MAC address is
unique to the respective beacon 38. Therefore, when the
facility attendant scans the beacon identification code 110
into the BTBFMGS software, the guest (e.g., guest infor-
mation and guest authorization parameters or privileges) is
also associated/correlated/linked with respective MAC
address of the beacon-key 38A. The association/correlation/
linking of the guest (e.g., guest information and guest
authorization parameters or privileges) with respective
MAC is stored in the FMGS central server 18.

[0054] In various embodiments, after the guest has been
issued a beacon-key 38A, the guest can select any available
vehicle 14 (i.e., any vehicle 14 that has not been assigned to
another guest) having a FMGS vehicle tablet 26 installed
therein, and pair the beacon-key 38 A with the FMGS vehicle
tablet 26 (i.e., communicatively connect the beacon-key
38A with the FMGS vehicle tablet 26). Particularly, each
FMGS vehicle tablet 26 has stored therein the MAC
addresses of all the beacons 38 implemented and utilized by
the respective facility (e.g., 10s, 100s or 1000s of beacons 38
and MAC addresses). In various embodiments, the tablets 26
are updated/refreshed with the MAC addresses and with
various other information/data, such as guest and employee
information and authorization parameters, needed to be
stored on the tablets 26 via WiFi when in vehicles are within
WiFi range of the FMGS central sever 15 and/or within WiFi
range of one or more facility computer 22.

[0055] In various embodiments, each tablet 26 is con-
stantly scanning for Bluetooth signals from any and all of the
beacons 38 (e.g., pinging or refreshing once every 5 to 10
seconds). Therefore, in various embodiments, when a guest
approaches an available vehicle 14, the FMGS vehicle tablet
26 will sense, in real time, the guest’s beacon-key 38A and
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inquire whether the guest wants to pair (i.e., communica-
tively connect) their beacon-key 38A to the respective
FMGS vehicle tablet 26. For example, when the FMGS
vehicle tablet 26 of a vehicle 14 senses that a guest’s
beacon-key 38A is within the Bluetooth signal range, the
tablet 26 will look up the MAC address of the beacon-key
38A from the database or table of MAC addresses stored in
the tablet 26 and identify the guest (e.g., guest information
guest authorization parameters). The tablet 26 will then
display on the screen thereof an initial pairing screen such as
a message inquiring whether the guest would like to pair
with the tablets 26 and drive the vehicle 14. The guest can
then preform the desired on-screen operations to pair (i.e.,
communicatively connect) their beacon-key 38A with the
respective vehicle tablet 26. In various other embodiments,
the guest can select a vehicle 14 and, via the touch screen of
the tablet 26 request the tablet 26 “search for key”. The
tablet 26 will then identify all Bluetooth signals found and
list respective beacon-keys 38 A on the screen. The guest will
then select his/her beacon-key 38A and tablet 26 will pair
(i.e., communicatively connect) the guest’s beacon-key
38A.

[0056] As described above, each FMGs vehicle tablet 26
is communicatively connected (wired or wirelessly) to one
or more vehicle control module, such as the PMCU 86
and/or the vehicle main controller 84 that is communica-
tively connected (wired or wirelessly) to the PMCU 86
and/or a voltage control module (e.g., an electrical switch or
relay) for controlling the connection and disconnection of
electrical power from one or more vehicle battery to the
electrical systems of the vehicle 14. Upon successful pairing
of'the guest’s beacon-key 38 A with the vehicle tablet 26, the
vehicle tablet 26 will access all the guest information and
guest authorization parameters associated/correlated/linked
the MAC address of the respective guest’s beacon-key 38A.
Subsequently, if the guest information and guest authoriza-
tion parameters provide authorization to drive the respective
vehicle 14 (e.g., authorization to drive a golf car or personal
transport vehicle) the vehicle tablet 26 will ‘Unlock’ the
vehicle 14 and enable the vehicle 14 for operation by the
guest. For example, the tablet 26 will instruct the voltage
control module to electrically connect the vehicle electrical
power source to the vehicle electrical systems (e.g., the
prime mover 78), and will instruct the PMCU 86 and the
vehicle main controller 84 to enable operation of vehicle 14.
Thereafter, the vehicle 14 is assigned to the respective guest
and can only be operated by the respective guest until the
respective guest is deauthorized within the BTBFMGS
software of the FMGS central server 18. In various embodi-
ments, when the tablet 26 loses the signal of the BTB after
a given amount of time the tablet 26 will 26 will ‘Lock’ the
vehicle 14 and disable the vehicle 14 for operation by the
guest. For example, the tablet 26 will instruct the voltage
control module to electrically disconnect the vehicle elec-
trical power source to the vehicle electrical systems (e.g., the
prime mover 78), and will instruct the PMCU 86 and the
vehicle main controller 84 to disable operation of vehicle 14

[0057] In various instances, the vehicle 14 assignment to
the guest can be overridden by a facility employee with a
beacon-key 38A having employee authorization parameters
associated/corresponding/linked with the MAC address of
the respective beacon-key 38A that authorize the employee
to operate the vehicle 14

Feb. 9, 2023

[0058] Similarly, in the various exemplary embodiments
wherein the BTBFMGS 10 is implemented and utilized by
a resort or golf club, one or more facility employee can be
issued a beacon 38 for use as a key for access to one or more
utility vehicle 14, e.g., a turf mower, a maintenance vehicle,
a dump bed utility vehicle, a guest shuttle vehicle, etc. As
described above, in such instances the beacon will also be
referred to as the beacon-key 38.

[0059] More specifically, when issuing a beacon-key 38A
to an employee a facility manager (e.g., a human resources
manager) can access, via a FMGS facility computer 22, the
BTBFMGS software stored on the FMGS central server 18.
Utilizing the BTBFMGS software the facility manager will
enter the employee information (e.g., the name, job title, cell
phone number, etc.) and employee authorization parameters
(e.g., what type of vehicle 14 the employee is authorized to
drive, the maximum speed the employee is authorized to
drive the vehicle 14, the terrestrial geographical areas of the
facility property on which the employee is authorized to
drive the vehicle 14, employee operating time, etc.) and then
scan the beacon identification code 110 of a beacon-key
38A, thereby associating/correlating/linking the respective
beacon-key 38A to the employee (e.g., employee informa-
tion and employee authorization parameters) within the
FMGS central server 18. As described above, each beacon
identification code 110 and Bluetooth circuitry portion MAC
address is unique to the respective beacon 38. Therefore,
when the facility manager scans the beacon identification
code 110 into the BTBFMGS software, the employee (e.g.,
employee information and employee authorization param-
eters) is also associated/correlated/linked with respective
MAC address of the beacon-key 38A. The association/
correlation/linking of the guest (e.g., guest information and
guest authorization parameters) with respective MAC is
stored in the FMGS central server 18.

[0060] In various embodiments, after the employee has
been issued a beacon-key 38A, the employee can select any
vehicle 14 he/she is authorized to operate. In vehicles 14
having a FMGS vehicle tablet 26 installed therein, the
employee can pair the beacon-key 38A to the tablet 26 (i.e.,
communicatively connect the beacon-key 38A with the
FMGS vehicle tablet 26) as described above with regard to
a guest pairing a beacon-key 38A with at tablet 26. Particu-
larly, when an employee approaches an available vehicle 14,
the FMGS vehicle tablet 26 will sense, in real time, the
employee’s beacon-key 38A and inquire whether the
employee wants to pair (i.e., communicatively connect) their
beacon-key 38A to the respective FMGS vehicle tablet 26.
For example, when the FMGS vehicle tablet 26 of a vehicle
14 senses that an employee’s beacon-key 38A is within the
Bluetooth signal range, the tablet 26 will look up the MAC
address of the beacon-key 38A from the database or table of
MAC addresses stored in the tablet 26 and identify the
employee (e.g., employee information employee authoriza-
tion parameters). The tablet 26 will then display on the
screen thereof an initial pairing screen such as a message
inquiring whether the empl