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DIGITAL IDENTITY SIGN-UP

RELATED APPLICATIONS

This application claims the benefit of and priority to,
pursuant to 35 USC § 119, U.S. Provisional Application No.
62/864,891, filed Jun. 21, 2019, entitled “DIGITAL IDEN-
TITY,” U.S. Provisional Application No. 62/864,900, filed
Jun. 21, 2019, entitled “DIGITAL IDENTITY SIGN-UP,”
U.S. Provisional Application No. 62/864,906, entitled
“DIGITAL IDENTITY SIGN-IN,” U.S. Provisional Appli-
cation No. 62/864,911, entitled “DIGITAL IDENTITY
STEP-UP,” and U.S. Provisional Application No. 62/864,
889, entitled “DIGITAL IDENTITY LOCK,” each of which
is assigned to the assignee hereof, and each of which are
incorporated herein in their entirety by reference for all
purposes.

U.S. Patent Application Ser. No. 16/908,435, filed con-
currently herewith, entitled “DIGITAL IDENTITY,” U.S.
Patent Application Ser. No. 16/908,453, filed concurrently
herewith, entitled “DIGITAL IDENTITY SIGN-IN,” U.S.
Patent Application Ser. No. 16/908,456, filed concurrently
herewith, entitled “DIGITAL IDENTITY STEP-UP,” and
U.S. Patent Application Ser. No. 16/908,460, filed concur-
rently herewith, entitled “DIGITAL IDENTITY LOCK,” are
each incorporated by reference in their entirety for all
purposes.

BACKGROUND

Most companies have an online presence today and each
has information about each of its users and customers.
However, authentication of a user is largely handled piece-
meal by each company with little verification of the user by
a trusted source. The current way that users are onboarded
and authenticated lacks security, consistency, and ease of use
for both the companies and the users. Additionally, current
methods to perform identity verification online have con-
siderable drawbacks in coverage, validity, and usability

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates an example system for providing an
authenticated, universal digital identity for a user, according
to an embodiment.

FIG. 2 illustrates an example data information flow using
an authenticated, universal digital identity for a user, accord-
ing to an embodiment.

FIG. 3 illustrates an example swim diagram for a sign-up
flow according to an embodiment.

FIG. 4 illustrates an example common identifier data flow
for identifying suspicious activity of a digital identity,
according to an embodiment.

FIG. 5 illustrates an example method for providing an
authenticated, universal digital identity for a user, according
to an embodiment.

FIG. 6 illustrates an example computer system.

SUMMARY

A system of one or more computers can be configured to
perform particular operations or actions by virtue of having
software, firmware, hardware, or a combination of them
installed on the system that in operation causes or cause the
system to perform the actions. One or more computer
programs can be configured to perform particular operations
or actions by virtue of including instructions that, when
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executed by data processing apparatus, cause the apparatus
to perform the actions. One general aspect includes a method
for using an authenticated digital identity in account creation
with an identity network. The identity network may receive
a sign-up request for a user from a relying party, where the
sign-up request includes requested information. In response
to receiving the sign-up request, the identity network pro-
vides a session identifier for the sign-up request to the
relying party. The identity network provides, within a rely-
ing party mobile application using an identity network
software development kit, a list of identity providers from
which the user may select an identity provider. In response
to receiving a selection of a first identity provider from the
list of identity providers, the identity network may launch,
using the identity network software development kit, a first
identity provider mobile application, where launching the
first identity provider mobile application includes providing
the session identifier to the first identity provider mobile
application. The identity network may receive a validation
of authentication of the user from the first identity provider
mobile application. In response to receiving the validation,
the identity network may request the requested information
from the first identity provider, where the session identifier
is provided with the request for the requested information.
The identity network may receive at least a portion of the
requested information and the session identifier from the
first identity provider. The identity network may encrypt the
requested information with a cryptographic key and transmit
the encrypted information and the session identifier to the
relying party. Other embodiments of this aspect include
corresponding computer systems, apparatus, and computer
programs recorded on one or more computer storage
devices, each configured to perform the actions of the
methods.

Implementations may include one or more of the follow-
ing features. Optionally, the identity network may receive a
detail request for the sign-up request from the first identity
provider mobile application, where the detail request
includes the session identifier. In response to receiving the
detail request, the identity network may provide at least a
portion of the sign-up request to the first identity provider
mobile application. The identity network may request, via
the first identity provider mobile application using a second
software development kit, consent from the user to provide
the requested information included in the sign-up request.
Optionally, the identity network may validate the user. The
identity network may transmit the validation with the
encrypted information and the session identifier to the
relying party. Validating the user may include calculating a
confidence score of the user. Optionally, the identity network
may obtain other information regarding the user from a third
party. Optionally, the confidence score of the user may be
calculated based at least in part on the other information.
Optionally, the identity network may transmit the confidence
score with the encrypted information and the session iden-
tifier to the relying party. Optionally, the identity network
may transmit the other information with the encrypted
information and the session identifier to the relying party.
Optionally, the identity network may transmit the crypto-
graphic key and the session identifier to the relying party.
Implementations of the described techniques may include
hardware, a method or process, or computer software on a
computer-accessible medium.

DETAILED DESCRIPTION

The explosion of online user activity and data over the
past decades have resulted in a disparate system in which
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most online companies have developed their own systems
for users to sign-up, sign in, and utilize their services.
Authentication of users is often difficult to ensure that online
identity theft and other sinister activities are avoided. Fur-
ther, the process for creation of new accounts and tracking
of countless passwords for users is tedious.

To solve the problem of invalid authentication and pass-
word security for users, described herein is a system for an
authenticated, universal digital identity that a user may use
to create new accounts with relying parties of the system.
The identity network that allows a user to sign up with a
relying party using authentication from an identity provider
solves the technical problem faced by many online compa-
nies that a user may provide information to create an
account, and the company has no way to verify or authen-
ticate the new user. Companies cannot be sure that existing
users are verified other than through their own password
systems, which suffer from password theft issues and invalid
initial sign up. Accordingly, the technical solution described
herein provides a consistent and technical way for the
company to authenticate the user using a universal online
digital identity.

Users often have a trusted relationship with their banks,
and banks are regulated so certain precautions are taken by
banks to ensure the user is a legitimate and authenticated
user. Banks and other providers that have regulated pro-
cesses for identifying users may be used to authenticate
users with a digital identity authentication and provide
information on the users for relying companies by becoming
an identity provider in the disclosed identity network. Rely-
ing companies, such as insurance companies, retailers, and
so forth can enroll with the identity network to gain the
benefit of the identity provider authenticating the digital
identity of users and customers and providing verified
information upon account sign-up for a new customer. The
identity network can broker authentication and information
exchange using cryptographic technology and other verifi-
able methods between the relying party and the identity
provider. Additional technological value can be provided by
the identity network which can oversee and identify suspi-
cious activity overall for a device or user, obtain information
from various third parties for the relying party to further
validate the user, and so forth.

FIG. 1 illustrates an example digital identity system 100
for authenticated, universal digital identities for users. Sys-
tem 100 includes an identity network 105, relying party 110,
user device 115, identity provider 120, and external provid-
ers 125. Components or functionality described may be
combined into fewer components or expanded into more
components without departing from the scope of the inven-
tion.

Identity network 105 may include a network of one or
more computers, such as computing device 600. The identity
network 105 may include application programming inter-
face gateway 130, authentication and identity hub 135, data
management platform 140, document verification subsystem
145, and website 150. Identity network 105 may include
other components or functionality than discussed or func-
tionality may be combined into fewer or more components
without departing from the scope of the invention. Identity
network 105 provides the functionality to broker authenti-
cation and information exchange between the relying party
110 and the identity provider 120 as discussed in more detail
herein.

Application programming interface gateway 130 provides
a gateway for the relying party 110, user device 115, identity
provider 120, and the website 150 to interact with the

10

15

20

25

30

35

40

45

50

55

60

65

4

authentication and identity hub 135. The authentication and
identity hub 135 interfaces between various components and
collects information needed for identity assertions. For
example, authentication and identity hub 135 may collect
information from external providers 125 including, for
example, credit bureaus, the social security administration,
the American association of motor vehicle administrators,
and other external providers that utilize out-of-band authen-
tication (e.g., secure message service out-of-band authenti-
cation), and/or mobile network operator data. Various data
from external providers may be used depending on the
request from the relying party 110, which will be described
in greater detail with respect to FIG. 2.

Authentication and identity hub 135 also interfaces with
the document verification subsystem 145 for verifying docu-
ments. The document verification subsystem 145 may be a
third party subsystem or may interface with a third party
subsystem in some embodiments. The authentication and
identity hub 135 may interface with the document verifica-
tion subsystem 145 using an application programming inter-
face. The document verification subsystem enables the iden-
tity network 105 to request a standard identity document
from an end user on user device 115. The standard identity
document may be, for example, a driver license, state-issued
identification, or country-issued passport. The document
verification subsystem 145 can validate the document pre-
sented by the user is a legitimate document, that the identity
attributes match those of the identity provider 120 for the
given user, and that the document photo matches the end
user holding the document. The document verification sub-
system 145 can also verify data submitted by an end user
against data found on authoritative documents such as a state
issued driver license or a United States Passport, for
example. In some embodiments, when a user submits data or
information using user device 115, the authentication and
identity hub 135 may provide the data to the document
verification subsystem 145 in conjunction with information
from an external provider 125. The document verification
subsystem 145 can extract information from the documents
provided from the external providers 125 and compare it to
the data the user provided. For example, the user may
provide a driver license number, and the document verifi-
cation subsystem 145 may extract the user’s driver license
number from the user’s driver license obtained from an
external provider 125 (e.g., the state department of motor
vehicles) and compare the two values to ensure the user
entered data is accurate.

Authentication and identity hub 135 also interfaces with
data management platform 140. Data management platform
140 can provide, for example, identity reputation scores
and/or device reputation information. For example, the
identity network 105 may identify based on a common
device id (described in more detail with respect to FIG. 4)
activity of a device at one or more identity providers 120
and/or one or more relying parties 110. This activity can be
modelled and compared to models that may indicate whether
the activity the device is engaging in is suspicious. If
suspicious activity is detected, new requests may be flagged
for the relying party 110 requesting the information or
authentication. Similar to device reputation, identity repu-
tation models capture network behavior of a given user to
determine inconsistencies that correlate to potential fraud.
The identity reputation and/or the device reputation infor-
mation may be used to generate an identity confidence score
used to help a relying party determine if the confidence is
sufficient to proceed with the relying party use of the digital
identity or if the relying party may instead, for example,
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require additional authentication information from the user.
The authentication and identity hub 135 can interface with
the data management platform 140 using an application
programming interface.

Website 150 may be an internet interface provided by
identity network 105 that a relying party 110 may redirect
the end user, for example, to select their identity provider
120 when a request is initiated. Website 150 may redirect the
user to their identity provider 120 website or mobile appli-
cation via a matrix barcode (e.g., a QR code), a deep link,
a website link, or via a short message service (SMS) or
mobile push notification. In some embodiments, the relying
party 110 may include a software development kit from the
identity network 105 that is used to redirect the user to the
website 150 to select the user’s identity provider 120 when
a request is initiated.

Authentication and identity hub 135 may communicate
digital identity data that is obtained from the identity pro-
vider 120 to the relying party 110 when the identity network
105 fulfills an identity assertion. An identity assertion may
be an authentication request in which the relying party 110
requests that the identity provider 120 validate or authenti-
cate the digital identity of the user. The authentication
request is sent to the identity network 105 from the relying
party 110 and forwarded to the identity provider 120 by the
identity network 105.

Data management platform 140 is used to provide ledger
functionality (e.g., distributed or non-distributed ledger or
hyper ledger functionality) to identity network 105. The
ledger may store a registered identifier for each user regis-
tered to a particular identity provider 120. It may also be
used to create a record of instance of the sharing of identity
attributes from identity provider 120 to a relying party 110
on behalf of an end user. Each request and response for
authentication and digital identity data may be passed
through the authentication and identity hub 135 to store
every transaction in the ledger.

Digital identity data may be provided from the identity
provider 120 to the authentication and identity hub 135. The
hub may provide the digital identity information to the
relying party 110.

Relying party 110 may be any company that would like to
be able to authenticate the digital identity of a user.
Examples of relying parties 110 include insurance compa-
nies, retailers, travel companies (e.g., airlines, hotels, cruise
lines), and the like. While only a single relying party 110 is
depicted in FIG. 1 for the sake of simplicity of explanation,
any number of relying parties 110 may be included in system
100.

User device 115 may be any suitable computing device,
such as computing device 600, as depicted and described
with respect to FIG. 6, of a user. For example, user device
115 may be a laptop, smartphone, desktop computer, tablet,
smartwatch, and the like. While only a single user device
115 is depicted in FIG. 1 for the sake of simplicity of
explanation, any number of user devices 115 may be
included in system 100.

Identity provider 120 may be any suitable company that
can authenticate a user having user device 115 for relying
party 110. Identity provider 120 may include, for example,
financial institutions. Identity provider 120 may have
detailed information and have verified the identity of the
user of user device 115 because, for example, financial
institutions are regulated by the government with respect to
identifying customers with specificity. While only a single
identity provider 120 is depicted in FIG. 1 for the sake of
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simplicity of explanation, any number of identity providers
120 may be included in system 100.

In use, a user may access a relying party 110 website using
the user device 115. For example, the user may wish to
initiate a new relationship with the relying party 110 to, for
example, become a customer of the relying party 110. The
relying party 110 may request digital identity authentication
and information for the user of user device 115 from the
identity network 105 via website 150. In some embodi-
ments, user device 115 may access a mobile application of
relying party 110. The mobile application may access web-
site 150 with an identity assertion. The identity assertion
may be a request to authenticate the digital identity of the
user and, in some cases, request additional information
about the user. In response, the website 150 may provide a
list of identity providers 120 for the user to select for
authenticating the user’s digital identity. The list may
include many identity providers 120, and the user should
select an identity provider with which the user has a rela-
tionship. For example, if the user is a customer of BankA,
and BankA is an identity provider in the list, the user may
select BankA as the identity provider for authenticating that
user’s digital identity. If the user has a relationship with
multiple identity providers 120, the user may select any one
of the identity providers 120 with which the user has a
relationship. Once the user selects an identity provider 120,
the application programming interface gateway 130 may
receive the identity assertion including requested data about
the user and the selected identity provider 120 and provide
the entire request to the authentication and identity hub 135.
The authentication and identity hub 135 may then provide
the identity assertion to the identity provider 120. The
identity provider 120 can authenticate the digital identity of
the user and provide the requested information via the
application programming interface gateway 130 to the
authentication and identity hub 135. The authentication and
identity hub 135 may obtain other information requested by
the relying party 110 but not included from the identity
provider 120. The authentication and identity hub 135 may
request and obtain the information from the external pro-
viders 125, for example. Once the information is complete,
the authentication and identity hub 135 may provide the
information and acknowledgement of the authentication of
the user’s digital identity to the relying party 110. If the
identity provider 120 cannot authenticate the digital identity
of the user, the identity provider 120 can provide such failed
authentication notice to the authentication and identity hub
135, and the authentication and identity hub 135 can inform
the relying party 110 of the failed authentication.

FIG. 2 illustrates an example data flow 200 of data
through an authenticated, universal digital identity system.
The data flow 200 includes the relying party application 205,
the identity network 105, the identity provider application
215, and the identity provider server 235. The identity
provider application 215 and the identity provider server 235
collectively are included in the identity provider 120 as
described with respect to FIG. 1. Starting with the relying
party application 205, the user may decide to sign-up for
access to the relying party using the user’s universal digital
identity. The request (Initiate Request (1)) is initiated to the
authentication and identity hub 135 of the identity network
105. In some embodiments, the identity network 105 may
provide a list of identity providers for the user to select from.
Once the identity provider is selected, the authentication and
identity hub 135 identifies a token associated with the user
for the selected identity provider. In some embodiments, the
authentication and identity hub 135 may use a user provided
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token to look up the associated identity provider. For
example, when the user signs up and requests an identity
provider 120 to authenticate the user, a token may be
received and saved in the authentication and identity hub
135 for the user/identity provider relationship so that upon
later requests to authenticate, the token can be identified in
the authentication and identity hub 135 and the same identity
provider used. In some embodiments, the token is provided
by the user with the selection of the identity provider, in
some embodiments, the identity provider may provide the
token upon first request by the identity network 105 to
authenticate the user with the identity provider, or in some
embodiments, the identity network may generate a token for
storing the user/identity provider relationship. The identity
network 105 generates a session 1D and provides it to the
relying party application 205 (Session ID (2)). Deep linking
is used on the user’s device to launch the identity provider
application 215 (Deep Link+Session 1D (3)). The deep link
includes the session ID generated by the identity network
105, and that session ID is used throughout the process to
track the activity associated with the initial request from the
relying party application 205 for the specific user. The
identity network 105 and the identity provider 120 (identity
provider application 215 and identity provider server 235)
may share a cryptographic key 225. In some embodiments,
this key is known and used between the identity provider
120 and the identity network 105. In some embodiments, a
cryptographic key is generated for each session. In such
embodiments, the collection and encryption module 230
generates the cryptographic key 225 and provides it with the
session ID to the identity provider server 235 and the
identity provider application 215 (Key +Session ID (4)). In
the identity provider application 215, the user logs into their
account and is subsequently authenticated with authentica-
tion module 220. The identity provider application 215 may
provide the consent information to the user via a user
interface providing the user with the information the identity
network 105 and identity provider 120 intend to provide to
the relying party 110 using the consent module 240. The user
may provide consent or decline consent. If consent is
declined, the process flow halts and nothing further happens,
or perhaps a failure message is sent to the relying party
application 205 to notify it that the identity provider 120 will
not be validating/authenticating the digital identity of the
user. When the user provides consent, the identity provider
application 215 may, in some embodiments, encrypt the
consent and indication of authentication with cryptographic
key 225. The authentication and consent (either encrypted or
unencrypted) with the session ID are provided to the col-
lection and encryption module 230 (Authentication and
Consent+Session 1D (5)).

The collection and encryption module 230, upon receiv-
ing the authentication and consent, sends a request including
the session ID to the identity provider server 235 to obtain
the identity attributes 245 of the user (Request+Session 1D
(6)). The identity attributes 245 include the information
about the user that may have been requested by the relying
party application 205 in the initial request. The Request+
Session ID (6), which may also include a device identifier of
the user’s device, is transmitted through the identity network
105 to the identity provider server 235. The user’s device
identifier may be used to observe suspicious activity for that
device throughout the identity network as described in more
detail with respect to FIG. 4.

The identity provider server 235 provides the identity
attributes 245 to the collection and encryption module 230
of the identity network 105 (Identity Attributes+Session ID
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(7)). In some embodiments, the identity provider server
encrypts the identity attributes 245 with cryptographic key
225. In some embodiments, cryptographic key 225 may be
a different cryptographic key than that shared with identity
provider application 215. Collection and encryption module
230 may be a submodule of authentication and identity hub
135 as described with respect to FIG. 1. Upon receipt, the
collection and encryption module 230 may decrypt the
identity attributes 245 and determine whether the requested
information from the initial request of the relying party
application 205 is all included. When there is missing
information, the collection and encryption module may
attempt to obtain any missing requested information from
third parties. For example, the collection and encryption
module 230 may attempt to obtain insurance information
from an insurance company, driver information from a
department of motor vehicle, or the like.

The collection and encryption module 230 may encrypt
the identity attributes 245 and any other information
obtained from third parties along with the confirmation of
validation of authentication with an encryption key 250. The
collection and encryption module 230 may transmit the
encryption key 250 with the session ID to the relying party
application 205 (Key+Session ID (8)) so that the relying
party has the key for decrypting the information. While a
specific cryptographic key is described, other forms of
cryptography and transmission of the cryptographic keys
may be used without departing from the scope of the
invention including symmetric cryptography, asymmetric
cryptography, or any other suitable cryptography that main-
tains the security of the user’s information between the
parties.

The collection and encryption module 230 may, upon
receiving the user information and authentication and con-
sent, and completing the encryption of the information with
key 250, provides the encrypted identity attributes 245 and
all additional information including the validation of authen-
tication to the relying party application 205 (Identity Attri-
butes+Session ID (9)). The relying party application 205 can
use the encryption key 250 to decrypt the identity attributes
245 and other information and populate the user’s informa-
tion into the relying party application 205 form.

As an example of the third party information that may be
obtained, in some embodiments, the user has requested to
use a digital identity authentication to apply for a new
account with a relying party such as an insurance company.
The insurance company may initially request authentication
of the user and provision of the user’s first and last name,
residential address, email address, telephone number, and
credit score. The identity provider may be, for example, the
user’s primary bank that holds the user’s checking and
savings account. The identity attributes 245 may then
include the user’s first and last name, residential address,
email address, telephone number, and credit score. In some
embodiments, the user’s credit score, for example, may not
come from the identity provider but instead an external
provider, such as a credit bureau. In such embodiments,
collection and encryption module 230 may collect the credit
score from the credit bureau and add the credit score to the
other identity attribute 245. Once received at the relying
party application 205, the identity attributes 245 may be
filled into the relying party application form, as shown in
part in FIG. 2.

FIG. 3 illustrates an example swim diagram 300 showing
messaging and activities between components in the system
100 for a new user sign-up with a relying party 110. The
swim diagram 300 includes communication and activities
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conducted by relying party 110, relying party application
205, identity provider application 215, identity provider 120,
and identity network 105. Relying party application 205
may be the relying party’s web or mobile application on the
user’s device. Relying party software development kit
(SDK) 302 may be the software development kit compo-
nents built into the relying party application. Identity pro-
vider application 215 may be the identity provider’s web or
mobile application on the user’s device. Activities per-
formed by identity provider 120 may be performed by a
server or computer system such as computing device 600.
Identity network 105 activities may also be performed by a
server or computer system such as computing device 600.

The activity may truly begin when a user attempts to
create an account with the relying party 110 by accessing the
relying party application 205 on the user’s device. A screen
such as that shown in FIG. 2 may provide a sign-up button
for the user to click. Upon clicking the button, the relying
party application 205 may send a sign-up request to the
identity network 105 as shown by arrow 305. The identity
network may generate a session identifier (Session ID) for
the sign-up request and transmit the session identifier to the
relying party 110 as shown by arrow 310.

Upon receiving the session 1D, the relying party applica-
tion may redirect control of the application to the relying
party SDK 302, providing the session ID to the SDK. The
relying party SDK may provide a list of the available
identity providers to the user via the user interface on the
user’s device. The user can select an identity provider with
which the user has a relationship. For example, if Bank A is
the bank with which the user has a checking account, the
user may select Bank A from the list of available identity
providers (that is an option if Bank A is an identity provider
enrolled with the identity network 105). Each identity pro-
vider will have a deep link (for mobile applications) and/or
a web link (for redirecting in a web application). When the
user selects the identity provider 120, the relying party SDK
302 launches the identity provider application 215 using the
deep link as shown by arrow 320.

The user will log into the identity provider application
215 as the user normally would when the application 215
launches, so the login information and authorization request
is sent to the identity provider 120 as shown by arrow 325.
If the login information is correct, the authorization is
returned by identity provider 120 as shown by arrow 330.

The identity provider application 215 also includes an
identity provider SDK which handles the request. First, the
SDK requests the details of the sign-up request from the
identity network 105 and includes the session ID with the
request as shown by arrow 335. The identity network 105,
upon receiving the detail request and session 1D returns the
sign-up request details and session ID to the identity pro-
vider application 215 as shown by arrow 340. The sign-up
request details may include the sign-up request or some
portion of it. As part of the sign-up request, the relying party
application 205 requested user information. The details of
the user information the relying party application 205
requested are returned at arrow 340.

Upon receiving the details of the sign-up request includ-
ing what user information the relying party application 205
requested, the identity network SDK via the identity pro-
vider application 215 requests consent of the user to provide
the user details to the relying party 110. The consent request
may be a textual message that includes the details of the
request or, in some embodiments, simply requests permis-
sion to provide user details to the relying party 110. If the
user grants consent, the consent and session ID are sent to
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10
the identity network 105 as shown by arrow 345. The
consent response may be provided to the identity network
105 even if the user declined to provide consent, at which
time the identity network 105 may cancel the sign-up
request.

Once the identity network 105 receives the consent and
session 1D, the identity network 105 transmits the informa-
tion request and session ID to the identity provider 120 as
shown by arrow 350. The information request includes
requesting from the identity provider 120 the user informa-
tion the relying party application 205 requested in the
sign-up request. The identity provider 120 sends the user
information that it maintains and the session ID back to the
identity network 105 as shown by arrow 355.

Once the identity network 105 receives the requested user
information from the identity provider 120, the information
may be encrypted using a known encryption key between
the identity provider 120 and the identity network 105. The
identity network may decrypt the information and validation
confirmation. Identity network 105 may determine that, in
some cases, there may be some requested user information
that was requested by the relying party that the identity
provider 120 did not have or provide. For example, the
relying party 110 may be an insurance company and the user
is requesting automobile insurance from the insurance com-
pany. The user information request may include, in that
example, a copy of the user’s driving record. The identity
provider 120 may be the user’s bank, but the user’s bank
may not have a copy of the user’s driving record. In that
case, the identity network may request the user’s driving
record from an external provider such as, for example, the
department of motor vehicles for the state in which the user
lives. In this way, the identity network 105 may obtain, using
external sources beyond the identity provider 120, all of the
user information the relying party 110 requested. For
example the identity network may request user information
from external providers that are not the relying party or the
identity provider, receive the requested user information,
and provide the received user information to the relying
party or identity provider. In addition, the identity network
105 may provide confidence values for the user based on
previous activities of the user with other enrollees of the
identity network 105 including other relying parties 110 and
other identity providers 120. Other validation of the user
based on the user’s device can also be provided. FIG. 4
discusses the device identifier associated with the user’s
device which allows the identity network 105 to track
activities of the user’s device and provide confidence infor-
mation as well as flag suspicious activities.

Once the identity network 105 has all the information
requested by the relying party application 205 in the sign-up
request, the identity network 105 encrypts all of the infor-
mation using a cryptographic key. All of the information
may include the validation of authentication from the iden-
tity provider 120, the user information collected from third
parties and the identity provider 120, confidence values that
were calculated, and any other information that the identity
network 105 is providing to the relying party application
205. The identity network 105 then provides the crypto-
graphic key with the session ID to the relying party appli-
cation 205 as shown by arrow 360. Separately, the identity
network 105 provides the encrypted information and the
session ID as shown by arrow 365. The relying party
application 205, having the cryptographic key and the
encrypted user’s information and the associated session 1D
can decrypt the user’s information with the cryptographic
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key and use the information to, for example, fill in the
application form for the user as shown in FIG. 2.

FIG. 4 illustrates a system 400 showing common device
identifiers for a device 420, which can be used by the
identity network 105 to identify, for example, suspicious
activity of the device 420. The identity network 105 may
have access to information about transactions of device 420
across many identity providers while each individual iden-
tity provider (405, 410, and 415) only has access to inter-
actions with that identity provider. The identity network 105
has a more universal view that can be used as a benefit to
both the identity providers and the user of the device 420.
System 400 includes identity provider A 405, identity pro-
vider B 410, identity provider C 415, device 420, identity
network 105, and database 425. While only three identity
providers are depicted in FIG. 4, any number of identity
providers may be included in system 400. Further, while a
single device 420 is depicted, system 400 may include any
number of devices. Additionally, while identity providers are
listed, relying parties may also be included in addition to
identity providers.

Identity providers A 405, B 410, and C 415 may each be
a company subscribed to the identity network such as a
relying party (e.g., relying party 110) or an identity provider
(e.g., identity provider 120). For each identity provider 405,
410, and 415, the device 420 may have a device ID. For
example, identity provider A 405 has assigned device 420 a
locally unique identifier Party A Device 1D 432. A different
device will have a different device ID with identity provider
A 405 than party A device ID 432. Similarly, identity
provider B 410 may have assigned device 420 party B
device ID 434, and identity provider C 415 may have
assigned device 420 party C device ID 436. In this way, any
activity performed between device 420 and identity provider
A 405 will include party A device ID 432, any activity
performed between device 420 and identity provider B 410
will include party B device ID 434, and any activity per-
formed between device 420 and identity provider C 415 will
include party C device 1D 436.

Identity network 105 also has a unique device ID assigned
to device 420. Network device ID 430 is the device ID
assigned to device 420 by identity network 105. Any activity
performed between identity network 105 and device 420
will include network device ID 430. Further, identity net-
work 105 stores information in database 425 that links party
A device ID 432, party B device ID 434, and party C device
1D 436 with network device ID 430 so that identity network
105 may identify all known activity of device 420 to that
single device 420.

In this way, when identity provider A 405 communicates
with identity network 105 about an interaction with device
420, the information can include party A device 1D 432.
Identity network 105 can access database 425 to identify
network device ID 430 based on the received party A device
1D 432.

Identity network 105 may develop models of suspicious
and normal activity for various users based on demographic
and/or other data. Because identity network 105 can review
all activity of device 420 with identity providers, the sus-
picious and normal activity models can be applied to the
activity of device 420 to determine whether the device 420
activity is suspicious. If suspicious, identity network 105 can
send an alert to the identity provider that may be interacting
with device 420 currently or previously. Perhaps, for
example, device 420 is a user’s smartphone. If the user’s
smartphone is stolen and the thief accesses the user’s
accounts to make excessive purchases or transfer money out
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of the user’s bank accounts, identity network 105 may
identify the suspicious activity and notify identity providers
that may be interacting with device 420. This not only
protects the identity providers but the user as well from this
type of criminal activity.

FIG. 5 illustrates a method 500 for using an authenticated
digital identity in account creation. Method 500 may be
performed by, for example, the identity network 105. Some
portions of the method 500 are performed by the software
development kits (“SDKs”) provided by the identity net-
work 105 to the identity providers 120 and the relying
parties 110. Method 500 begins with step 505 when the
identity network receives a sign-up for a user from a relying
party, where the sign-up request includes requested infor-
mation. For example, the relying party may have specific
information requested to fill out an application by the user.
The user may select to use the identity network digital
identity for the user to fill out the application. In doing so,
the sign-up request from the relying party may include a
request for some or all of the user’s information needed by
the relying party to fill out the application. This information
may include any information about the user including, for
example, the user’s first and last name, address, telephone
number, email address, gross income, account balances,
driver’s license number, driving record, social security num-
ber, and so forth.

At step 510, the identity network may provide a session
ID to the relying party for the sign-up request. The session
ID may be used to track the session and sign-up request
throughout the entire process until the relying party receives
the requested information or the sign-up request fails or ends
for a different reason including, for example, lack of user
consent.

At step 515, the SDK in the relying party application
provides a list of identity providers to the user via the user
interface for the user to select. The list of identity providers
may include all enrolled identity providers including, for
example, enrolled banks and other financial institutions. The
user can select an identity provider with which the user has
a relationship. For example, the user may select a bank or
other financial institution that the user has an account with.

At step 520, the SDK in the relying party application
launches, in response to receiving the selection of an identity
provider, the identity provider’s mobile application. Each
identity provider will include a deep link and/or a web
redirect link such that when the user is using a mobile
application of the relying party, a deep link is used to launch
the identity provider mobile application. If the user is using
a web application of the relying party, the web redirect link
may launch a new tab or browser and open the identity
provider’s web application. When the mobile application or
web application is launched, the SDK further provides the
identity provider application with the session ID. This can be
done during the launch or after the launch is initiated. The
user will then log into the identity provider application as
normal with the user’s username and password, biometric
information, or other login credentials.

At step 525, the identity network receives a request for the
details of the sign-up request and the session ID from the
identity provider. In some embodiments, this request for
details may include a validation of authentication of the
user’s digital identity. For example, the user may have
successfully authenticated by signing into the identity pro-
vider application. The session ID may be used to identify the
sign-up request for which the identity provider is requesting
details. The request for details may be a request for the
sign-up request, a request for the user information being
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requested by the relying party, or some other request for
information about the sign-up request.

At step 530, the identity network provides the sign-up
request to the identity provider application. For example, the
identity network may provide information about what user
information the relying party is requesting.

At step 535, the identity network SDK in the identity
provider application can request consent from the user to
provide the requested information to the relying party. While
the consent request will look like it is being asked by the
identity provider, in reality the identity network is requesting
and receiving the requisite consent for the transaction as the
broker for the information exchange.

At step 540, the identity network, in response to receiving
the user’s consent, requests the requested information from
the identity provider. The request will include the session 1D,
which is used to track the transaction from beginning to end.

At step 545, the identity network receives at least a
portion of the requested information and the session ID from
the identity provider. The identity provider may encrypt the
user information with a cryptographic key shared with the
identity network. The encrypted information may include an
explicit confirmation of the identity provider authentication/
validation of the user’s digital identity, and in some cases
providing the encrypted information rather than providing a
denial may serve as the confirmation of authentication of the
user’s digital identity. In some cases, the identity provider
may not have all of the requested information about the user.
For example, the identity provider may not have the user’s
driver license number, which may be one piece of user
information the relying party is requesting. In some cases,
the identity provider will have all of the requested informa-
tion and provide all of it.

At step 550, the identity network may perform user
validation. For example the identity network may utilize the
known information about the user to provide a confidence
score on the digital identity of the user. For example, if the
request of the relying party is to open a new line of credit,
this may be uncharacteristic of the user based on known
information models for the user’s behavior, and may lower
the confidence of the identity network that the user is truly
the person requesting the new line of credit or whether
someone else is trying to use the user’s identity to open the
new line of credit. In other words, the identity network may
provide a confidence score on whether the request may be
identity theft. As discussed in FIG. 4, the known activity of
the user’s device with enrolled relying parties and enrolled
identity providers may allow the identity network to gener-
ate models of user behavior to identify suspicious activity.

At step 555, in addition to validation, the identity network
may also obtain requested user information from external
providers if the identity provider did not have or provide all
of the requested user information. For example, the social
security administration, departments of motor vehicles for
each state, and other external providers may be accessed by
the identity network for obtaining further information
requested about the user.

At step 560, once the information is obtained from the
identity provider and, if necessary and possible, the external
providers, the identity network encrypts the user information
with a cryptographic key. Standard encryption techniques
may be used for encryption, and the identity network may
use strong encryption to ensure security of the user’s infor-
mation.

At step 565, the identity network transmits the session 1D
and the encrypted requested information from the sign-up
request to the relying party. The relying party may then
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decrypt the encrypted requested information using the cryp-
tographic key and utilize the information in the user’s
application with the relying party. In some embodiments, the
identity network may decrypt the encrypted requested infor-
mation and transmit the decrypted requested information to
the relying party with the session ID.

FIG. 6 illustrates a block diagram of an example computer
system 600 usable for performing image analysis, normal-
ization, and display. The computing device 600 can be or
include, for example, a laptop computer, desktop computer,
tablet, e-reader, smart phone or mobile device, smart watch,
personal data assistant (PDA), or other electronic device.

The computing device 600 can include a processor 640
interfaced with other hardware via a bus 605. A memory
610, which can include any suitable tangible (and non-
transitory) computer readable medium, such as RAM, ROM,
EEPROM, or the like, can embody program components
(e.g., instructions 615) that configure operation of the com-
puting device 600. In some examples, the computing device
600 can include input/output (“I/O”) interface components
625 (e.g., for interfacing with a display 645, keyboard, or
mouse) and additional storage 630.

The computing device 600 can include network compo-
nents 620. Network components 620 can represent one or
more of any components that facilitate a network connec-
tion. In some examples, the network components 620 can
facilitate a wireless connection and include wireless inter-
faces such as IEEE 802.11, Bluetooth, or radio interfaces for
accessing cellular telephone networks (e.g., a transceiver/
antenna for accessing CDMA, GSM, UMTS, or other
mobile communications network). In other examples, the
network components 620 can be wired and can include
interfaces such as Ethernet, USB, or IEEE 1394.

Although FIG. 6 depicts a single computing device 600
with a single processor 640, the system can include any
number of computing devices 600 and any number of
processors 640. For example, multiple computing devices
600 or multiple processors 640 can be distributed over a
wired or wireless network (e.g., a Wide Area Network, [ocal
Area Network, or the Internet). The multiple computing
devices 600 or multiple processors 640 can perform any of
the steps of the present disclosure individually or in coor-
dination with one another.

Each of the instructions, calculations, or operations
described herein may be performed using a computer or
other processor having hardware, software, and/or firmware.
The various method steps may be performed by modules,
and the modules may comprise any of a wide variety of
digital and/or analog data processing hardware and/or soft-
ware arranged to perform the method steps described herein.
The modules optionally comprising data processing hard-
ware adapted to perform one or more of these steps by
having appropriate machine programming code associated
therewith, the modules for two or more steps (or portions of
two or more steps) being integrated into a single processor
board or separated into different processor boards in any of
a wide variety of integrated and/or distributed processing
architectures. These methods and systems will often employ
a tangible media embodying machine-readable code with
instructions for performing the method steps described
above. Suitable tangible media may comprise a memory
(including a volatile memory and/or a non-volatile
memory), a storage media (such as a magnetic recording on
a floppy disk, a hard disk, a tape, or the like; on an optical
memory such as a CD, a CD-R/W, a CD-ROM, a DVD, or
the like; or any other digital or analog storage media), or the
like. The instructions or operations may be stored in the
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non-transitory memory or memory device and executed by
the processor, which causes the processor to perform the
instructions or operations described.

Different arrangements of the components depicted in the
drawings or described above, as well as components and
steps not shown or described are possible. Similarly, some
features and sub-combinations are useful and may be
employed without reference to other features and sub-
combinations. Embodiments of the invention have been
described for illustrative and not restrictive purposes, and
alternative embodiments will become apparent to readers of
this patent. In certain cases, method steps or operations may
be performed or executed in differing order, or operations
may be added, deleted, or modified. It can be appreciated
that, in certain aspects of the invention, a single component
may be replaced by multiple components, and multiple
components may be replaced by a single component, to
provide an element or structure or to perform a given
function or functions. Except where such substitution would
not be operative to practice certain embodiments of the
invention, such substitution is considered within the scope
of the invention.

It is to be understood that the figures and descriptions of
embodiments of the invention have been simplified to illus-
trate elements that are relevant for a clear understanding of
the invention. Those of ordinary skill in the art will recog-
nize, however, that these and other elements may be desir-
able. However, because such elements are well known in the
art, and because they do not facilitate a better understanding
of the invention, a discussion of such elements is not
provided herein. It should be appreciated that the figures are
presented for illustrative purposes and not as construction
drawings. Omitted details and modifications or alternative
embodiments are within the purview of persons of ordinary
skill in the art.

It can be appreciated that, in certain aspects of the
invention, a single component may be replaced by multiple
components, and multiple components may be replaced by
a single component, to provide an element or structure or to
perform a given function or functions. Except where such
substitution would not be operative to practice certain
embodiments of the invention, such substitution is consid-
ered within the scope of the invention.

The examples presented herein are intended to illustrate
potential and specific implementations of the invention. It
can be appreciated that the examples are intended primarily
for purposes of illustration of the invention for those skilled
in the art. There may be variations to these diagrams or the
operations described herein without departing from the spirit
of'the invention. For instance, in certain cases, method steps
or operations may be performed or executed in differing
order, or operations may be added, deleted, or modified.

Furthermore, whereas particular embodiments of the
invention have been described herein for the purpose of
illustrating the invention and not for the purpose of limiting
the same, it will be appreciated by those of ordinary skill in
the art that numerous variations of the details, materials and
arrangement of elements, steps, structures, and/or parts may
be made within the principle and scope of the invention
without departing from the invention as described in the
claims.

All patents, patent publications, patent applications, jour-
nal articles, books, technical references, and the like dis-
cussed in the instant disclosure are incorporated herein by
reference in their entirety for all purposes.

What is claimed is:
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1. A method for using an authenticated digital identity in
account creation, the method comprising:

receiving, at an identity network, a sign-up request for a
user from a relying party, wherein the sign-up request
includes requested information;

in response to receiving the sign-up request, providing, by
the identity network to the relying party, a session
identifier for the sign-up request;

upon providing the session identifier, displaying, within a
relying party mobile application using an identity net-
work software development kit, a list of identity pro-
viders;

in response to receiving a selection of a first identity
provider from the list of identity providers, launching,
by the identity network using the identity network
software development kit, a first identity provider
mobile application wherein launching the first identity
provider mobile application includes providing the
session identifier to the first identity provider mobile
application;

receiving, by the identity network from the first identity
provider mobile application, a validation of authenti-
cation of the user;

in response to receiving the validation, requesting, by the
identity network from the first identity provider, the
requested information, wherein the session identifier is
provided with the request for the requested informa-
tion;

receiving, by the identity network from the first identity
provider, at least a portion of the requested information
and the session identifier;

encrypting, by the identity network, the at least the
portion of the requested information with a crypto-
graphic key; and

transmitting, by the identity network, the encrypted at
least the portion of the requested information and the
session identifier to the relying party.

2. The method of claim 1, further comprising:

receiving, by the identity network from the first identity
provider mobile application, a detail request for the
sign-up request, wherein the detail request includes the
session identifier;

in response to receiving the detail request, providing, by
the identity network, at least a portion of the sign-up
request to the first identity provider mobile application;
and

requesting, by the identity network via the first identity
provider mobile application using a second software
development kit, consent from the user to provide the
requested information included in the at least the por-
tion of the sign-up request.

3. The method of claim 1, further comprising:

validating, by the identity network, the user; and

transmitting, by the identity network to the relying party,
the validation with the encrypted at least the portion of
the requested information and the session identifier.

4. The method of claim 3, wherein validating the user

comprises calculating a confidence score of the user.

5. The method of claim 1, further comprising:

obtaining, by the identity network from a third party, other
information regarding the user.

6. The method of claim 5, further comprising:

calculating a confidence score of the user based at least in
part on the other information; and
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transmitting, by the identity network to the relying party,
the confidence score with the encrypted at least the
portion of the requested information and the session
identifier.

7. The method of claim 5, further comprising:

transmitting, by the identity network to the relying party,

the other information with the encrypted at least the
portion of the requested information and the session
identifier.

8. The method of claim 1, further comprising:

transmitting, by the identity network to the relying party,

the cryptographic key and the session identifier.

9. A system for using an authenticated digital identity in
account creation, the system comprising:

one or more processors; and

a memory having stored thereon instructions that, upon

execution by the one or more processors, cause the one

Or more processors to:

receive a sign-up request for a user from a relying party,
wherein the sign-up request includes requested infor-
mation;

in response to receiving the sign-up request, provide a
session identifier for the sign-up request to the rely-
ing party;

upon providing the session identifier, display, within a
relying party mobile application using an identity
network software development kit, a list of identity
providers;

in response to receiving a selection of a first identity
provider from the list of identity providers, launch,
using the identity network software development kit,
a first identity provider mobile application wherein
launching the first identity provider mobile applica-
tion includes providing the session identifier to the
first identity provider mobile application;

receive a validation of authentication of the user from
the first identity provider mobile application;

in response to receiving the validation, request the
requested information from the first identity pro-
vider, wherein the session identifier is provided with
the request for the requested information;

receive at least a portion of the requested information
and the session identifier from the first identity
provider;

encrypt the at least the portion of the requested infor-
mation with a cryptographic key; and

transmit the encrypted at least the portion of the
requested information and the session identifier to
the relying party.

10. The system of claim 9, wherein the instructions
comprise further instructions that, upon execution by the one
or more processors, cause the one or more processors to:

receive a detail request for the sign-up request from the

first identity provider mobile application, wherein the
detail request includes the session identifier;

in response to receiving the detail request, provide at least

a portion of the sign-up request to the first identity
provider mobile application; and

request, via the first identity provider mobile application

using a second software development kit, consent from
the user to provide the requested information included
in the at least the portion of the sign-up request.

11. The system of claim 9, wherein the instructions
comprise further instructions that, upon execution by the one
or more processors, cause the one or more processors to:

validate the user; and
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transmit the validation with the encrypted at least the
portion of the requested information and the session
identifier to the relying party.

12. The system of claim 11, wherein the instructions to
validate the user comprises instructions to calculate a con-
fidence score of the user.

13. The system of claim 9, wherein the instructions
comprise further instructions that, upon execution by the one
or more processors, cause the one or more processors to:

obtain other information regarding the user from a third

party.

14. The system of claim 13, wherein the instructions
comprise further instructions that, upon execution by the one
or more processors, cause the one or more processors to:

calculate a confidence score of the user based at least in

part on the other information; and

transmit the confidence score with the encrypted at least

the portion of the requested information and the session
identifier to the relying party.

15. The system of claim 13, wherein the instructions
comprise further instructions that, upon execution by the one
or more processors, cause the one or more processors to:

transmit the other information with the encrypted at least

the portion of the requested information and the session
identifier to the relying party.

16. The system of claim 9, wherein the instructions
comprise further instructions that, upon execution by the one
or more processors, cause the one or more processors to:

transmit the cryptographic key and the session identifier

to the relying party.

17. A non-transitory, computer-readable memory device
having stored thereon instructions that, upon execution by
one or more processors, cause the one or more processors to:

receive a sign-up request for a user from a relying party,

wherein the sign-up request includes requested infor-
mation;

in response to receiving the sign-up request, provide a

session identifier for the sign-up request to the relying
party;

upon providing the session identifier, display, within a

relying party mobile application using an identity net-
work software development kit, a list of identity pro-
viders;

in response to receiving a selection of a first identity

provider from the list of identity providers, launch,
using the identity network software development kit, a
first identity provider mobile application wherein
launching the first identity provider mobile application
includes providing the session identifier to the first
identity provider mobile application;

receive a validation of authentication of the user from the

first identity provider mobile application;

in response to receiving the validation, request the

requested information from the first identity provider,
wherein the session identifier is provided with the
request for the requested information;

receive at least a portion of the requested information and

the session identifier from the first identity provider;
encrypt the at least the portion of the requested informa-
tion with a cryptographic key; and

transmit the encrypted at least the portion of the requested

information and the session identifier to the relying
party.

18. The memory device of claim 17, wherein the instruc-
tions comprise further instructions that, upon execution by
the one or more processors, cause the one or more proces-
sors to:



US 11,784,995 Bl
19

receive a detail request for the sign-up request from the
first identity provider mobile application, wherein the
detail request includes the session identifier;
in response to receiving the detail request, provide at least
a portion of the sign-up request to the first identity 5
provider mobile application; and
request, via the first identity provider mobile application
using a second software development kit, consent from
the user to provide the requested information included
in the at least the portion of the sign-up request. 10
19. The memory device of claim 17, wherein the instruc-
tions comprise further instructions that, upon execution by
the one or more processors, cause the one or more proces-
sors to:
validate the user; and 15
transmit the validation with the encrypted at least the
portion of the requested information and the session
identifier to the relying party.
20. The memory device of claim 19, wherein the instruc-
tions to validate the user comprises instructions to calculate 20
a confidence score of the user.
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