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Description
TECHNICAL FIELD

[0001] The presentinvention relates to the field of com-
munications technologies, and in particular, to an appli-
cation processing method and apparatus for an embed-
ded universal integrated circuit card.

BACKGROUND

[0002] An embedded universal integrated circuit card
(embedded Universal Integrated Circuit Card, eUICC) is
a universal integrated circuit card (Universal Integrated
Circuit Card, UICC) embedded in a terminal device. A
main difference between the UICC and the eUICC is as
follows: A profile used to access a carrier network is writ-
ten into the UICC during production, and after delivery,
the profile on the UICC cannot be changed. A profile used
to access any carrier network may not be written into the
eUICC during production, and after delivery, a user can
make a contract with a carrier according to the user’s
need and write a downloaded profile of a network of the
carrier into the eUICC. The UICC and the eUICC each
may include a plurality of communications applications,
for example, a subscriber identity module (Subscriber
Identity Module, SIM) application, a user identity module
(User Identity Module, UIM) application, and a universal
subscriber identity module (Universal Subscriber Identity
Module, USIM) application. After initialization of a card
(a UICC or an eUICC) is completed and a profile on the
card is enabled, the card can be used to access a carrier
network corresponding to the enabled profile.

[0003] Usually, an initialization process of the UICC
mainly includes processes such as activation of the
UICC, selection of a communications application, and
initialization of the communications application. Howev-
er, it is found in practice that there may be no communi-
cations application during an initialization process of the
eUICC. To be specific, there is no enabled profile, used
to access a carrier network, on the eUICC. In this case,
a modem modem in the terminal device may consider
the eUICC as an invalid card and therefore terminate a
session between the terminal device and the eUICC.

SUMMARY

[0004] Embodiments of the present invention disclose
an application processing method and apparatus for an
embedded universal integrated circuit card. A session
between a terminal device and an embedded universal
integrated circuit card can be maintained during an ini-
tialization process of the embedded universal integrated
circuit card.

[0005] Afirstaspectof the embodiments of the present
invention discloses an application processing method for
an embedded universal integrated circuit card, including:
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activating, by a terminal device, an embedded uni-
versal integrated circuit card eUICC; and

selecting, by the terminal device, an Issuer Security
Domain Root ISD-R application on the eUICC during
an initialization process of the eUICC, to maintain a
session between the terminal device and the eUICC.

[0006] Regardless of whether there is a communica-
tions application on the eUICC, the terminal device se-
lects the Issuer Security Domain Root ISD-R application
on the eUICC during the initialization process of the eU-
ICC, so that a modem may consider the eUICC as an
invalid card. Therefore, the session between the terminal
device and the embedded universal integrated circuit
card is maintained.

[0007] With reference to the first aspect of the embod-
iments of the present invention, in a first possible imple-
mentation of the first aspect of the embodiments of the
present invention, the selecting, by the terminal device,
an Issuer Security Domain Root ISD-R application on the
eUICC during an initialization process of the eUICC in-
cludes:

reading, by the terminal device during the initializa-
tion process of the eUICC, an application identifier
that is set by the eUICC in a historical byte of an
answer to reset ATR; and

if the application identifier is an application identifier
of the ISD-R application, implicitly selecting, by the
terminal device, the ISD-R application based on the
application identifier of the ISD-R application.

[0008] An application identifier indicated in an ATR
process can be read to select the ISD-R application.
[0009] With reference to the first possible implemen-
tation of the first aspect of the embodiments of the present
invention, in a second possible implementation of the first
aspect of the embodiments of the present invention, the
application identifier of the ISD-R application that is set
by the eUICC in the historical byte of the ATR is set after
the eUICC disables a profile on the eUICC, where the
profile is information used to access a carrier network.
[0010] With reference to the first aspect of the embod-
iments of the present invention, in a third possible imple-
mentation of the first aspect of the embodiments of the
present invention, the selecting, by the terminal device,
an Issuer Security Domain Root ISD-R application on the
eUICC during an initialization process of the eUICC in-
cludes:

obtaining, by the terminal device, application infor-
mation on the eUICC during the initialization process
of the eUICC, where an elementary file directory
EFdir on the eUICC can be read to obtain the appli-
cation information on the eUICC; and

if there is no enabled communications application on
the eUICC, explicitly selecting, by the terminal de-
vice, the ISD-R application, where the communica-
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tions application is an application used to access a
carrier network.

[0011] The EFdir on the eUICC can be read to obtain
an application identifier of the ISD-R application, so as
to select the ISD-R application.

[0012] With reference to the first aspect of the embod-
iments of the present invention, in a fourth possible im-
plementation of the first aspect of the embodiments of
the present invention, the selecting, by the terminal de-
vice, an Issuer Security Domain Root ISD-R application
on the eUICC during an initialization process of the eU-
ICC includes:

selecting, by the terminal device, the ISD-R application
on the eUICC by using a modem modem in the terminal
device during the initialization process of the eUICC.
[0013] With reference to the fourth possible implemen-
tation of the first aspect of the embodiments of the present
invention, in a fifth possible implementation of the first
aspect of the embodiments of the present invention, the
method further includes:

sending, by the terminal device, a notification message
to an application logic function module in the terminal
device by using the modem, where the notification mes-
sage includes information indicating that the ISD-R ap-
plication is selected.

[0014] With reference to the fifth possible implemen-
tation of the first aspect of the embodiments of the present
invention, in a sixth possible implementation of the first
aspect of the embodiments of the present invention, the
notification message further includes information indicat-
ing that a logical channel used by the ISD-R application
is a basic logical channel.

[0015] With reference to the fifth possible implemen-
tation of the first aspect or the sixth possible implemen-
tation of the first aspect of the embodiments of the present
invention, in a seventh possible implementation of the
first aspect of the embodiments of the present invention,
the method further includes:

obtaining, by the terminal device, eUICC information by
using the application logic function module, where the
eUICC information includes atleast one of eUICC identity
information, a profile on the eUICC, and eUICC capability
information.

[0016] With reference to the first aspect to the third
possible implementation of the first aspect of the embod-
iments of the present invention, in an eighth possible im-
plementation of the first aspect of the embodiments of
the present invention, the method further includes:
obtaining, by the terminal device, eUICC information by
using a modem modem in the terminal device, and send-
ing the eUICC information to an application logic function
module in the terminal device, where the eUICC infor-
mation includes at least one of eUICC identity informa-
tion, a profile on the eUICC, and eUICC capability infor-
mation.

[0017] A second aspect of the embodiments of the
present invention discloses an application processing
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method for an embedded universal integrated circuit
card, including:

disabling, by an embedded universal integrated cir-
cuit card eUICC, a first profile on the eUICC; and
setting, by the eUICC in a historical byte of an answer
to reset ATR, an application identifier to an applica-
tion identifier of an Issuer Security Domain Root ISD-
R application, where the application identifier of the
ISD-R application is used by a terminal device in
which the eUICC is located to select the ISD-R ap-
plication based on the application identifier of the
ISD-R application during an initialization process of
the eUICC, to maintain a session between the ter-
minal device and the eUICC.

[0018] Whenthe eUICC disables the first profile on the
eUICC, no enabled communications application exists
on the eUICC. The eUICC sets the application identifier
of the ISD-R application in the ATR. The terminal device
may select the ISD-R application during the initialization
process of the eUICC, so that a modem modem in the
terminal device may consider the eUICC as an invalid
card. Therefore, the session between the terminal device
and the eUICC is maintained.

[0019] With reference to the second aspect of the em-
bodiments of the present invention, in a first possible im-
plementation of the second aspect of the embodiments
of the present invention, after the disabling, by an em-
bedded universal integrated circuit card eUICC, a first
profile on the eUICC, the method further includes:

determining, by the eUICC, whether an enabled pro-
file exists on the eUICC; and

if no enabled profile exists on the eUICC, performing
the step of setting, by the eUICC in a historical byte
of an answer to reset ATR, an application identifier
to an application identifier of an Issuer Security Do-
main Root ISD-R application.

[0020] There may be only one enabled profile on the
eUICC at a same moment, or there may be a plurality of
enabled profiles on the eUICC at a same moment. No
limitation is imposed in the embodiments of the present
invention. When a plurality of enabled profiles exist on
the eUICC atthe same moment, after the eUICC disables
a profile, the eUICC needs to further determine whether
an enabled profile exists on the eUICC.

[0021] With reference to the first possible implemen-
tation of the second aspect of the embodiments of the
present invention, in a second possible implementation
of the second aspect of the embodiments of the present
invention, the determining, by the eUICC, whether an
enabled profile exists on the eUICC includes:

determining, by the eUICC, whether an elementary
file directory EFdir exists in a file system of the eU-
ICC, and if no elementary file directory EFdir exists
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in the file system of the eUICC, determining that no
enabled profile exists on the eUICC; or
determining, by the eUICC, whether the eUICC is in
a first state, and if the eUICC is in the first state,
determining that no enabled profile exists on the eU-
ICC, where the first state indicates that there is no
enabled profile on the eUICC; or

determining, by the eUICC, whether metadata infor-
mation corresponding to the enabled profile exists
on the eUICC, and if no metadata information cor-
responding to the enabled profile exists on the eU-
ICC, determining that no enabled profile exists on
the eUICC.

[0022] With reference to the second aspect to the sec-
ond possible implementation of the second aspect, in a
third possible implementation of the second aspect, the
method further includes:

enabling, by the eUICC, a second profile on the eU-
ICC; and

deleting, by the eUICC, the application identifier of
the ISD-R application that is set in the historical byte
of the ATR.

[0023] With reference to the third possible implemen-
tation of the second aspect, in a fourth possible imple-
mentation of the second aspect, the method further in-
cludes:

adding, by the eUICC, the application identifier of the
ISD-R application to the elementary file directory EFdir
of the eUICC.

[0024] The terminal device selects an application by
reading application information of the elementary file di-
rectory EFdir. Therefore, after the eUICC enables the
second profile on the eUICC, the eUICC further needs
to add the application identifier of the ISD-R application
to the EFdir of the eUICC, so that subsequently, before
selecting the ISD-R application, the terminal device
needs to read the EFdir to obtain the identifier of the ISD-
R application.

[0025] A third aspect of the embodiments of the
present invention discloses an application processing
apparatus, applied to a terminal device. The application
processing apparatus includes a function unit configured
to perform some or all steps of the method according to
any implementation of the first aspect of the embodi-
ments of the present invention. When the application
processing apparatus performs some or all steps of the
method according to any implementation of the first as-
pect, a session between the terminal device and an em-
bedded universal integrated circuit card can be main-
tained during an initialization process of the embedded
universal integrated circuit card.

[0026] A fourth aspect of the embodiments of the
present invention discloses an application processing
apparatus, applied to an embedded universal integrated
circuit card eUICC. The application processing appara-
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tus includes a function unit configured to perform some
or all steps of the method according to any implementa-
tion of the second aspect of the embodiments of the
present invention. When the application processing ap-
paratus performs some or all steps of the method accord-
ing to any implementation of the second aspect, a session
between a terminal device and the embedded universal
integrated circuit card can be maintained during an ini-
tialization process of the embedded universal integrated
circuit card.

[0027] Afifth aspect of the embodiments of the present
invention discloses an application processing apparatus,
applied to a terminal device. The application processing
apparatus includes a processor, an input apparatus, an
output apparatus, and a memory. The memory is config-
ured to store an instruction, the processor is configured
to run the instruction, and the processor runs the instruc-
tion to perform some or all steps of the method according
to any implementation of the first aspect of the embodi-
ments of the present invention. When the application
processing apparatus performs some or all steps of the
method according to any implementation of the first as-
pect, a session between the terminal device and an em-
bedded universal integrated circuit card can be main-
tained during an initialization process of the embedded
universal integrated circuit card.

[0028] A sixth aspect of the embodiments of the
present invention discloses an application processing
apparatus, applied to an embedded universal integrated
circuit card eUICC. The application processing appara-
tus includes a processor and a memory. The memory is
configured to store an instruction, the processor is con-
figured to run the instruction, and the processor runs the
instruction to perform some or all steps of the method
according to any implementation of the second aspect
of the embodiments of the present invention. When the
application processing apparatus performs some or all
steps of the method according to any implementation of
the second aspect, a session between a terminal device
and the embedded universal integrated circuit card can
be maintained during an initialization process of the em-
bedded universal integrated circuit card.

[0029] A seventh aspect of the embodiments of the
present invention discloses an application processing
systemforan embedded universal integrated circuit card,
including a terminal device and an embedded universal
integrated circuit card eUICC.

[0030] The eUICC isconfigured to disable a first profile
on the eUICC.
[0031] The eUICC is further configured to set, in a his-

torical byte of an answer to reset ATR, an application
identifier to an application identifier of an Issuer Security
Domain Root ISD-R application.

[0032] Theterminal device is configured to activate the
eUICC.
[0033] The terminal device is further configured to:

read, during an initialization process of the eUICC, the
application identifier that is set by the eUICC in the his-
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torical byte of the ATR; and if the application identifier is
the application identifier of the ISD-R application, implic-
itly select the ISD-R application based on the application
identifier of the ISD-R application, to maintain a session
between the terminal device and the eUICC.

[0034] Withreference to the seventh aspect of the em-
bodiments of the present invention, in a first possible im-
plementation of the seventh aspect of the embodiments
of the present invention, the terminal device is further
configured to send a notification message to an applica-
tion logic function module in the terminal device by using
a modem modem in the terminal device, where the noti-
fication message includes information indicating that the
ISD-R application is selected.

[0035] Optionally, the notification message further in-
cludes information indicating that a logical channel used
by the ISD-R application is a basic logical channel.
[0036] With reference to the first possible implemen-
tation of the seventh aspect of the embodiments of the
present invention, in a second possible implementation
of the seventh aspect of the embodiments of the present
invention, the terminal device is further configured to ob-
tain eUICC information by using the application logic
function module, where the eUICC information includes
at least one of eUICC identity information, a profile on
the eUICC, and eUICC capability information.

[0037] Withreference to the seventh aspect of the em-
bodiments of the present invention, in a third possible
implementation of the seventh aspect of the embodi-
ments of the present invention, the terminal device is
further configured to: obtain eUICC information by using
a modem modem in the terminal device, and send the
eUICC information to an application logic function mod-
ule in the terminal device, where the eUICC information
includes at least one of eUICC identity information, a pro-
file on the eUICC, and eUICC capability information.
[0038] With reference to the seventh aspect of the em-
bodiments of the present invention, in a fourth possible
implementation of the seventh aspect of the embodi-
ments of the present invention,

the eUICC is further configured to enable a second profile
on the eUICC; and

the eUICC is further configured to delete the application
identifier of the ISD-R application that is set in the histor-
ical byte of the ATR.

[0039] With reference to the fourth possible implemen-
tation of the seventh aspect of the embodiments of the
present invention, in a fifth possible implementation of
the seventh aspect of the embodiments of the present
invention, the eUICC is further configured to add the ap-
plication identifier of the ISD-R application to the elemen-
tary file directory EFdir of the eUICC.

[0040] An eighth aspect of the embodiments of the
present invention discloses an application processing
method for an embedded universal integrated circuit
card, including:

activating, by a terminal device, an embedded uni-
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versal integrated circuit card eUICC;

selecting, by the terminal device, an Issuer Security
Domain Root ISD-R application on the eUICC during
an initialization process of the eUICC; and
obtaining, by the terminal device, eUICC informa-
tion.

[0041] Optionally, after the obtaining, by the terminal
device, eUICC information, the method further includes:
sending, by the terminal device, the eUICC information
to an application logic function module in the terminal
device.

[0042] Optionally, the eUICC information includes:

at least one of eUICC identity information, information
about a profile on the eUICC, and eUICC capability in-
formation.

[0043] Optionally, when the eUICC information in-
cludes the information about the profile on the eUICC,
the profile on the eUICC includes:

atleast one of information about all profiles onthe eUICC,
information about an enabled profile on the eUICC, in-
formation about a disabled profile on the eUICC, infor-
mation about a preconfigured-type profile on the eUICC,
information about a test-type profile on the eUICC, infor-
mation indicating that there is no operable profile on the
eUICC, and information indicating that there is no ena-
bled profile on the eUICC.

[0044] Optionally, when the eUICC information in-
cludes the eUICC capability information, the eUICC ca-
pability information includes:

at least one of a protocol version number supported by
the eUICC, an identifier of a key supported by the eUICC,
a category of the eUICC, and capability information of a
local profile assistant LPA supported by the eUICC.
[0045] Optionally, when the eUICC capability informa-
tion includes the protocol version number supported by
the eUICC, the method further includes:

obtaining, by the terminal device by using the application
logic function module, the protocol version number sup-
ported by the eUICC, and determining, based on the pro-
tocol version number supported by the eUICC, a protocol
version number used for communication between the ap-
plication logic function module and the eUICC.

[0046] Optionally, when the eUICC capability informa-
tion includes the capability information of the LPA sup-
ported by the eUICC, the method further includes:

after the application logic function module obtains the
capability information of the LPA supported by the eU-
ICC, determining, by the terminal device by using the
application logic function module, whether capability in-
formation of an LPA that is on the eUICC and that is
supported by the terminal device matches the capability
information of the LPA supported by the eUICC, and if
the capability information of the LPA that is on the eUICC
and that is supported by the terminal device matches the
capability information of the LPA supported by the eU-
ICC, communicating, by the terminal device, with the LPA
on the eUICC by using the application logic module.



9 EP 3 675 537 A1 10

[0047] Optionally, when the eUICC capability informa-
tion includes the capability information of the LPA sup-
ported by the eUICC, the method further includes:
after the application logic function module obtains the
capability information of the LPA supported by the eU-
ICC, determining, by the application logic function mod-
ule based on the capability information of the LPA sup-
ported by the eUICC, whether to activate the LPA.
[0048] Optionally, a logical channel used by the ISD-
R application is a basic logical channel.

[0049] Optionally, after the selecting, by the terminal
device, an Issuer Security Domain Root ISD-R applica-
tion on the eUICC, the method further includes: terminat-
ing, by the terminal device, the ISD-R application.
[0050] Optionally, the terminating, by the terminal de-
vice, the ISD-R application includes:

after the terminal device completes initialization of
the eUICC, terminating, by the terminal device, the
ISD-R application; or

after the selecting, by the terminal device, an Issuer
Security Domain Root ISD-R application on the eU-
ICC, starting a timer, and after the timer expires, ter-
minating the selected ISD-R application; or

after a local profile assistant LPA of the terminal de-
vice initiates an instruction to select an ISD-R appli-
cation, terminating, by the terminal device, the se-
lected ISD-R application, and executing the instruc-
tion that is initiated by the LPA of the terminal device
and that is used to select the ISD-R application; or
after the terminal device receives the eUICC infor-
mation by using the application logic function mod-
ule, sending, by the terminal device, a response
message by using the application logic function mod-
ule, and after the terminal device receives the re-
sponse message, terminating the ISD-R application.

[0051] A ninth aspect of the embodiments of the
present invention discloses an application processing
method for an embedded universal integrated circuit
card, including:

activating, by a terminal device, an embedded uni-
versal integrated circuit card eUICC;

selecting, by the terminal device, an Issuer Security
Domain Root ISD-R application on the eUICC during
an initialization process of the eUICC;

obtaining, by the terminal device, eUICC capability
information; and

storing, by the terminal device, the eUICC capability
information.

[0052] The eUICC capability information includes:
at least one of a protocol version number supported by
the eUICC, an identifier of a key supported by the eUICC,
a category of the eUICC, and capability information of a
local profile assistant LPA supported by the eUICC.
[0053] Optionally, the eUICC capability information in-
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cludes the capability information of the local profile as-
sistant LPA supported by the eUICC, and the method
further includes:

whenreceiving thatthe terminal device activates the local
profile assistant LPA on the eUICC by using an applica-
tion logic function module, determining, by the terminal
device based on the capability information of the LPA
supported by the eUICC, whether the application logic
function module is supported in activating the LPA on the
eUICC, and if the application logic function module is not
supported in activating the LPA on the eUICC, rejecting
the application logic function module to activate the LPA
on the eUICC.

[0054] A tenth aspect of the embodiments of the
present invention discloses an application processing
apparatus, applied to a terminal device. The application
processing apparatus includes a function unit configured
to perform some or all steps of the method according to
any implementation of the eighth aspect of the embodi-
ments of the present invention.

[0055] An eleventh aspect of the embodiments of the
present invention discloses an application processing
apparatus, applied to a terminal device. The application
processing apparatus includes a function unit configured
to perform some or all steps of the method according to
any implementation of the ninth aspect of the embodi-
ments of the present invention.

[0056] A twelfth aspect of the embodiments of the
presentinvention discloses a computer storage medium.
The computer storage medium stores a program, and
the program specifically includes an instruction used to
perform some or all steps of the method according to any
implementation of the first aspect of the embodiments of
the present invention.

[0057] A thirteenth aspect of the embodiments of the
presentinvention discloses a computer storage medium.
The computer storage medium stores a program, and
the program specifically includes an instruction used to
perform some or all steps of the method according to any
implementation of the second aspect of the embodiments
of the present invention.

[0058] A fourteenth aspect of the embodiments of the
presentinvention discloses a computer storage medium.
The computer storage medium stores a program, and
the program specifically includes an instruction used to
perform some or all steps of the method according to any
implementation of the eighth aspect of the embodiments
of the present invention.

[0059] A fifteenth aspect of the embodiments of the
presentinvention discloses a computer storage medium.
The computer storage medium stores a program, and
the program specifically includes an instruction used to
perform some or all steps of the method according to any
implementation of the ninth aspect of the embodiments
of the present invention.

[0060] In some feasible implementations, a terminal
device may determine whetheraneUICCisin afirststate.
[0061] If the eUICC is in the first state, the terminal
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device selects an ISD-R application, where the first state
indicates that there is no enabled profile on the eUICC.
[0062] The terminal device may select the ISD-R ap-
plication based on a status of the eUICC.

[0063] In some feasible implementations, the terminal
device may identify a type of a card in the terminal device.
If the type of the card is an eUICC, the terminal device
selects the ISD-R application by using a modem.
[0064] The terminal device may select the ISD-R ap-
plication based on the type of the card in the terminal
device.

[0065] Insome feasible implementations, during anin-
itialization process of the embedded universal integrated
circuit card eUICC, the terminal device can obtain the
status of the eUICC. If the status of the eUICC is the first
state, the terminal device can maintain a session be-
tween the terminal device and the eUICC without select-
ing any application. The first state indicates that there is
no enabled profile on the eUICC.

[0066] In some feasible implementations, the terminal
device can read application information in an elementary
file directory EFdir by using the modem during an initial-
ization process of the embedded universal integrated cir-
cuit card eUICC. If the application information does not
include application information of a communications ap-
plication, the terminal device can maintain the session
between the terminal device and the eUICC without se-
lecting any application.

[0067] In the embodiments of the present invention,
the terminal device applies a voltage to the embedded
universal integrated circuit card eUICC to activate the
eUICC. Further, the terminal device selects the Issuer
Security Domain Root ISD-R application on the eUICC
during the initialization process of the eUICC, to maintain
the session between the terminal device and the eUICC.
It can be learned that in the embodiments of the present
invention, during the initialization process of the eUICC,
if there is no communications application on the eUICC,
the terminal device selects the ISD-R application on the
eUICC, so that the modem may consider the eUICC as
an invalid card. Therefore, the session between the ter-
minal device and the embedded universal integrated cir-
cuit card is maintained.

BRIEF DESCRIPTION OF DRAWINGS

[0068] To describe the technical solutions in the em-
bodiments of the present invention more clearly, the fol-
lowing briefly describes the accompanying drawings re-
quired for describing the embodiments. Apparently, the
accompanying drawings in the following description
show merely some embodiments of the present inven-
tion, and a person of ordinary skill in the art may still
derive other drawings from these accompanying draw-
ings without creative efforts.

FIG. 1is a schematic diagram of aninitialization proc-
ess of an eUICC disclosed in an embodiment of the
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present invention;

FIG. 2 is a schematic flowchart of an application
processing method for an embedded universal inte-
grated circuit card disclosed in an embodiment of
the present invention;

FIG. 2.1 is a schematic diagram of another initializa-
tion process of an eUICC disclosed in an embodi-
ment of the present invention;

FIG. 2.2 is a schematic diagram of still another ini-
tialization process of an eUICC disclosed in an em-
bodiment of the present invention;

FIG. 2.3 is a schematic diagram of yet another ini-
tialization process of an eUICC disclosed in an em-
bodiment of the present invention;

FIG. 2.4 is a schematic diagram of still yet another
initialization process of an eUICC disclosed in an
embodiment of the present invention;

FIG. 3is a schematic flowchart of another application
processing method for an embedded universal inte-
grated circuit card disclosed in an embodiment of
the present invention;

FIG. 4 is a schematic flowchart of still another appli-
cation processing method for an embedded univer-
sal integrated circuit card disclosed in an embodi-
ment of the present invention;

FIG. 5 is a schematic structural diagram of an appli-
cation processing apparatus disclosed in an embod-
iment of the present invention;

FIG. 6 is a schematic structural diagram of another
application processing apparatus disclosed in an
embodiment of the present invention;

FIG. 7 is a schematic structural diagram of still an-
other application processing apparatus disclosed in
an embodiment of the present invention;

FIG. 8 is a schematic structural diagram of yet an-
other application processing apparatus disclosed in
an embodiment of the present invention;

FIG. 9 is a schematic structural diagram of still yet
another application processing apparatus disclosed
in an embodiment of the present invention;

FIG. 10 is a schematic structural diagram of a further
application processing apparatus disclosed in an
embodiment of the present invention;

FIG. 11 is a schematic structural diagram of a still
further application processing apparatus disclosed
in an embodiment of the present invention;

FIG. 12 is a schematic structural diagram of a yet
further application processing apparatus disclosed
in an embodiment of the present invention;

FIG. 13 is a schematic flowchart of yet another ap-
plication processing method for an embedded uni-
versal integrated circuit card disclosed in an embod-
iment of the present invention; and

FIG. 14 is a schematic flowchart of still yet another
application processing method for an embedded uni-
versal integrated circuit card disclosed in an embod-
iment of the present invention.
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DESCRIPTION OF EMBODIMENTS

[0069] The following clearly and completely describes
the technical solutions in the embodiments of the present
invention with reference to the accompanying drawings
in the embodiments of the presentinvention. Apparently,
the described embodiments are merely some rather than
all of the embodiments of the present invention. All other
embodiments obtained by a person of ordinary skill in
the art based on the embodiments of the present inven-
tion without creative efforts shall fall within the protection
scope of the present invention.

[0070] In the specification, claims, and accompanying
drawings of the present invention, the terms "first", "sec-
ond", and so on are intended to distinguish between dif-
ferent objects but do not indicate a particular order. In
addition, the terms "include”, "have", or any other variant
thereof, are intended to cover a non-exclusive inclusion.
For example, a process, a method, a system, a product,
or a device that includes a series of steps or units is not
limited to the listed steps or units, but optionally further
includes an unlisted step or unit, or optionally further in-
cludes another inherent step or unit of the process, the
method, the product, or the device.

[0071] The embodiments of the present invention dis-
close an application processing method and apparatus
for an embedded universal integrated circuit card. A ses-
sion between a terminal device and an embedded uni-
versal integrated circuit card can be maintained during
an initialization process of the embedded universal inte-
grated circuit card. The following separately provides de-
tailed descriptions.

[0072] To better understand the embodiments of the
present invention, the following first describes an initial-
ization process of an eUICC disclosed in an embodiment
of the present invention.

[0073] Referring to FIG. 1, FIG. 1 is a schematic dia-
gram of an initialization process of an eUICC disclosed
in an embodiment of the present invention. As shown in
FIG. 1, aterminal device and an eUICC may be included.
The embedded universal integrated circuit card eUICC
is applied to the terminal device, and stores information
such as a profile of a user. The eUICC is readable and
writable. The eUICC can download one or more profiles
from a carrier or change a downloaded profile. The profile
is a representation form of a carrier subscription that a
user applies for on the eUICC. The profile on the eUICC
may be a combination of a file structure, data, or an ap-
plication. After a profile is enabled, information in the pro-
file is used by the terminal device to access a carrier
network that is applied for. Therefore, a profile on the
eUICC corresponds to acommunications application that
the user applies for on the eUICC, for example, a com-
mon subscriber identity module (Subscriber Identity
Module, SIM) application, user identity module (User
Identity Module, UIM) application, or universal subscriber
identity module (Universal Subscriber Identity Module,
USIM) application. The terminal device may include but
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is not limited to various user terminals such as a smart-
phone, a notebook computer, a personal computer (Per-
sonal Computer, PC), a personal digital assistant (Per-
sonal Digital Assistant, PDA), a mobile Internet device
(Mobile Internet Device, MID), and a smart wearable de-
vice (for example, a smart watch or a smart band). In
addition, the terminal device may further include a mo-
dem modem and an application function module (for ex-
ample, a local profile assistant (Local Profile Assistant,
LPA)). It should be noted that the eUICC and the terminal
device showninFIG. 1 may be twoindependent modules.
Alternatively, in actual application, the eUICC may be
embedded in the terminal device.

[0074] As shownin FIG. 1, the initialization process of
the eUICC mainly includes the following three steps: 1.
Activate the eUICC. 2. Select an application. 3. Perform
application initialization. The application selected during
the initialization process may be a communications ap-
plication or an application (for example, an Issuer Secu-
rity Domain Root ISD-R application) on the eUICC.
[0075] Specifically, in step 1, the terminal device is
powered on to start an activation process of the eUICC.
During the activation process of the eUICC, the terminal
device applies a voltage and provides a clock to the eU-
ICC, and the eUICC returns answer to reset (Answer To
Reset, ATR) information to the modem in the terminal
device, and performs a required protocol and parameter
selection (Protocol and Parameter Selection, PPS) proc-
ess. In step 2, the terminal device may select the com-
munications application or the ISD-R application on the
eUICC. In step 3, the application initialization may be
performed by the modem in the terminal device, or the
application initialization may be performed by the LPA in
the terminal device. During a process of performing the
application initialization, eUICC information may be ob-
tained. The eUICC information includes at least one of
eUICC identity information, a profile on the eUICC, and
eUICC capability information.

[0076] Referring to FIG. 2, FIG. 2 is a schematic flow-
chart of an application processing method for an embed-
ded universal integrated circuit card disclosed in an em-
bodiment of the present invention. The method is applied
to a terminal device. As shown in FIG. 2, the method may
include the following steps.

[0077] 201. The terminal device activates an embed-
ded universal integrated circuit card eUICC.

[0078] In this embodiment of the present invention,
when the terminal device is powered on (to be specific,
when the terminal device is connected to a power supply),
the terminal device can apply a voltage to the embedded
universal integrated circuit card eUICC to activate the
eUICC.

[0079] Specifically, when the terminal device is pow-
ered on, an activation process of the eUICC is started.
During the activation process of the eUICC, the terminal
device applies a voltage and provides a clock to the eU-
ICC, and the eUICC returns answer to reset (Answer To
Reset, ATR) information to a modem in the terminal de-
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vice, and performs a required protocol and parameter
selection (Protocol and Parameter Selection, PPS) proc-
ess. The ATR information may include but is not limited
to an interface characteristic, a historical byte, and the
like.

[0080] 202. The terminal device selects an Issuer Se-
curity Domain Root ISD-R application on the eUICC dur-
ing an initialization process of the eUICC, to maintain a
session between the terminal device and the eUICC.
[0081] Inthis embodiment of the presentinvention, the
eUICC includes an Issuer Security Domain Root ISD-R,
an Issuer Security Domain Profile ISD-P, and another
logic function module (for example, an eUICC Controlling
Authority Security Domain eUICC ECASD).

[0082] It should be noted that a Chinese translation of
ISD-R is not limited to Issuer Security Domain Root, a
Chinese translation of ISD-P is not limited to Issuer Se-
curity Domain Profile, and a Chinese translation of
ECASD is not limited to Controlling Authority Security
Domain.

[0083] The ISD-R is an application of the eUICC, and
is used to create and manage the ISD-P. The ISD-P is a
container of a profile. There may be a plurality of ISD-Ps
on the eUICC. Each ISD-P includes information about
different profiles.

[0084] The ISD-R application interacts with an appli-
cation logic function module (which is a local profile as-
sistant (Local Profile Assistant, LPA)) in an application
layer of the terminal device, for example, receives a com-
mand from the LPA to perform an operation such as en-
abling or disabling a profile, or receives a command from
the LPA to return a certificate and signature information
that are used for authentication on a network side, or
receives a command from the LPA to return information
about the profile on the eUICC.

[0085] Afunction ofthe LPAismainlyreceiving aprofile
and downloading the profile to the eUICC, discovering a
profile download service, and providing a Ul interface to
a user.

[0086] The terminal device may select the Issuer Se-
curity Domain Root ISD-R application on the eUICC in a
plurality of trigger manners during the initialization proc-
ess of the eUICC, to maintain the session between the
terminal device and the eUICC.

[0087] In an optional implementation, a manner of the
selecting, by the terminal device, an Issuer Security Do-
main Root ISD-R application on the eUICC during an
initialization process of the eUICC is specifically:

reading, by the terminal device during the initializa-
tion process of the eUICC, an application identifier
that is set by the eUICC in a historical byte of an
answer to reset ATR; and

if the application identifier is an application identifier
of the ISD-R application, implicitly selecting, by the
terminal device, the ISD-R application based on the
application identifier of the ISD-R application.
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[0088] The application identifier of the ISD-R applica-
tion that is set by the eUICC in the historical byte of the
ATR is set after the eUICC disables a profile on the eU-
ICC, where the profile is information used to access a
carrier network. Regardless of whether there is an ena-
bled communications application on the eUICC, the ter-
minal device implicitly selects the ISD-R application to
ensure validity of the eUICC.

[0089] Referringto FIG.2.1aswell, FIG.2.1is asche-
matic diagram of another initialization process of an eU-
ICC disclosed in an embodiment of the presentinvention.
FIG. 2.1 is obtained through further optimization on the
basis of FIG. 1. Step 2 in FIG. 2.1 is a specificimplemen-
tation of step 2 in FIG. 1.

[0090] Specifically, during the initialization process of
the eUICC, the terminal device may read, by using the
modem in the terminal device, an application identifier
that is set by the eUICC in a historical byte of an answer
toreset ATR. If the application identifier is an application
identifier of the ISD-R application, the terminal device
may implicitly select the ISD-R application by using the
modem based on the application identifier of the ISD-R
application. That the terminal device may read the appli-
cation identifier in the ATR by using the modem in the
terminal device means that the modem in the terminal
device reads the application identifier in the ATR. Like-
wise, that the terminal device may select the ISD-R ap-
plication by using the modem means that the modem in
the terminal device selects the ISD-R application. The
following is the same.

[0091] In another optional implementation, a manner
of the selecting, by the terminal device, an Issuer Security
Domain Root ISD-R application on the eUICC during an
initialization process of the eUICC is specifically:

obtaining, by the terminal device, application infor-
mation on the eUICC during the initialization process
of the eUICC; and

if there is no enabled communications application on
the eUICC, explicitly selecting, by the terminal de-
vice, the ISD-R application, where the communica-
tions application is an application used to access a
carrier network.

[0092] Referringto FIG.2.2as well, FIG.2.2is a sche-
matic diagram of still another initialization process of an
eUICC disclosed in an embodiment of the present inven-
tion. FIG. 2.2 is obtained through further optimization on
the basis of FIG. 1. Step 2 in FIG. 2.2 is a specific imple-
mentation of step 2 in FIG. 1.

[0093] Specifically, the terminal device may read an
elementary file directory EFdir (Elementary File DIRec-
tory, EFdir) on the eUICC by using the modem during
the initialization process of the eUICC, to obtain applica-
tion information on the eUICC. The application informa-
tion on the eUICC may be application information of the
communications application, for example, SIM applica-
tion information, UIM application information, or USIM



17 EP 3 675 537 A1 18

application information. Alternatively, the application in-
formation on the eUICC may be application information
of all applications on the eUICC. If there is no enabled
communications application on the eUICC, the terminal
device explicitly selects the ISD-R application by using
the modem.

[0094] In this optional implementation, the terminal de-
vice obtains the application information on the eUICC
during the initialization process of the eUICC. If there is
an enabled communications application on the eUICC,
and during the initialization process of the eUICC, the
terminal device obtains application information of the
ISD-R orlearns thatthe cardis the eUICC and application
information of the ISD-R is preconfigured, the terminal
device may selectthe ISD-R application or may not select
the ISD-R application. No limitation is imposed in this
embodiment of the present invention. In this optional im-
plementation, a specific manner of obtaining the appli-
cation information and selecting the ISD-R application is
the same as the foregoing manner. Details are not de-
scribed herein again.

[0095] In still another optional implementation, a man-
ner of the selecting, by the terminal device, an Issuer
Security Domain Root ISD-R application on the eUICC
during an initialization process of the eUICC is specifi-
cally:

determining, by the terminal device, whether the eU-
ICC is in a first state, where the first state indicates
that there is no enabled profile on the eUICC; and
if the eUICC is in the first state, selecting, by the
terminal device, the ISD-R application.

[0096] Referringto FIG.2.3 aswell, FIG. 2.3 is a sche-
matic diagram of yet another initialization process of an
eUICC disclosed in an embodiment of the presentinven-
tion. FIG. 2.3 is obtained through further optimization on
the basis of FIG. 1. Step 2 in FIG. 2.3 is a specific imple-
mentation of step 2 in FIG. 1.

[0097] Specifically, the terminal device may read a life
cycle status LCS byte of the eUICC in an ATR process
by using the modem to obtain a status of the eUICC, and
determine whether the status is a first state. If the status
is the first state, the terminal device may select the ISD-
R application by using the modem.

[0098] In this optional implementation, during the ini-
tialization process of the eUICC, if the terminal device
determines that the eUICC is not in the first state, and
during the initialization process of the eUICC, the terminal
device learns that the card is the eUICC and application
information of the ISD-R is preconfigured, the terminal
device may selectthe ISD-R application or may not select
the ISD-R application. No limitation is imposed in this
embodiment of the present invention. In this optional im-
plementation, a manner of determining the status of the
eUICC and selecting the ISD-R application is the same
as the foregoing manner.

[0099] In yet another optional implementation, a man-
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ner of the selecting, by the terminal device, an Issuer
Security Domain Root ISD-R application on the eUICC
during an initialization process of the eUICC is specifi-
cally:

identifying, by the terminal device, a type of a card
in the terminal device; and

if the type of the card is an eUICC, selecting, by the
terminal device, the ISD-R application.

[0100] Referringto FIG. 2.4 aswell, FIG. 2.4 is a sche-
matic diagram of still yet another initialization process of
an eUICC disclosed in an embodiment of the present
invention. FIG. 2.4 is obtained through further optimiza-
tion on the basis of FIG. 1. Step 2in FIG. 2.2 is a specific
implementation of step 2 in FIG. 1.

[0101] Specifically, after the terminal device identifies
that a type of a card in the terminal device is an eUICC,
the terminal device selects the ISD-R application by using
the modem. The application identifier of the ISD-R appli-
cation can be preconfigured in the modem. Optionally,
after the terminal device identifies that the type of the
card in the terminal device is an eUICC, the terminal de-
vice may further obtain application information on the eU-
ICC. If there is no enabled communications application
on the eUICC, the terminal device selects the ISD-R ap-
plication by using the modem.

[0102] After the terminal device selects the ISD-R ap-
plication on the eUICC by using the modem in the termi-
nal device, application initialization may be performed by
the modem in the terminal device, or application initiali-
zation may be performed by the LPA in the terminal de-
vice.

[0103] If the application initialization is performed by
the LPAinthe terminal device, the following is specifically
included.

[0104] The terminal device sends a notification mes-
sage to an application logic function module in the termi-
nal device by using the modem, where the notification
message includes information indicating that the ISD-R
application is selected. The notification message may
further include information indicating that a logical chan-
nel used by the ISD-R application is a basic logical chan-
nel. The application logic function module may be the
LPA in the application layer of the terminal device. During
the initialization process of the eUICC, a logical channel
selected by the terminal device by default is the basic
logical channel.

[0105] The terminal device obtains eUICC information
by using the application logic function module. The eU-
ICC information includes at least one of eUICC identity
information and the profile on the eUICC. The eUICC
identity information may be eUICC identifier EID infor-
mation. The profile on the eUICC may be any enabled
or disabled profile on the eUICC.

[0106] If the application initialization is performed by
the modem in the terminal device, the following is spe-
cifically included.
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[0107] The terminal device obtains eUICC information
by using the modem in the terminal device, and sends
the eUICC information to the application logic function
module in the terminal device. The eUICC information
includes at least one of eUICC identity information and
a profile on the eUICC.

[0108] In still yet another optional implementation, the
terminal device reads the application information in the
card during the initialization process of the eUICC. If there
is no enabled communications application in the card,
the terminal device may select no application but main-
tain the session between the terminal device and the eU-
ICC. The terminal device reads an elementary file direc-
tory EFdir on the eUICC by using the modem to obtain
the application information. Further, after initialization of
the eUICC is completed, the terminal device may send
an indication message to the application logic function
module (for example, the LPA) in the terminal device by
using the modem. The indication message is used to
indicate that the eUICC is a valid card, and is used for
the application logic function module to perform an op-
eration related to the card.

[0109] In a further optional implementation, after ini-
tialization of the eUICC ends, the method may further
include the following steps:

displaying, by the terminal device, the profile by using
the LPA, receiving an instruction that is entered by the
user and that is related to the profile, and performing an
operation corresponding to the instruction, where the in-
struction may be an enabling instruction or a disabling
instruction.

[0110] In the method procedure described in FIG. 2,
the terminal device activates the embedded universal in-
tegrated circuit card eUICC. Further, the terminal device
selects the Issuer Security Domain Root ISD-R applica-
tion on the eUICC during the initialization process of the
eUICC, to maintain the session between the terminal de-
vice and the eUICC. It can be learned that in this embod-
iment of the present invention, during the initialization
process of the eUICC, if there is no communications ap-
plication on the eUICC, the terminal device selects the
ISD-R application on the eUICC, so that the modem may
consider the eUICC as an invalid card. Therefore, the
session between the terminal device and the embedded
universal integrated circuit card is maintained.

[0111] Referring to FIG. 3, FIG. 3 is a schematic flow-
chart of another application processing method for an
embedded universal integrated circuit card disclosed in
an embodiment of the present invention. The method is
applied to a terminal device. As shown in FIG. 3, the
method may include the following steps.

[0112] 301. During an initialization process of an em-
bedded universal integrated circuit card eUICC, the ter-
minal device obtains a status of the eUICC.

[0113] In this embodiment of the present invention,
when the terminal device is powered on, an activation
process of the eUICC is started. During the activation
process of the eUICC, the terminal device applies a volt-
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age to the eUICC, and the eUICC returns answer to reset
(Answer To Reset, ATR) information to a modem in the
terminal device, and performs a required protocol and
parameter selection (Protocol and Parameter Selection,
PPS) process. The ATR information includes a life cycle
status LCS of the eUICC, and the status of the eUICC
can be obtained by using the LCS. The status of the eU-
ICC may include three types: an eUICC created state,
an eUICC initialized state, and an eUICC operating state.
[0114] The eUICC created state means that no profile
information is written into the eUICC; in other words, the
eUICC is an empty card. The eUICC initialized state
means that a profile profile is downloaded to the eUICC,
but the profile is not enabled. The eUICC operating state
means that there is enabled profile information on the
eUICC.

[0115] 302. If the status of the eUICC is a first state,
the terminal device maintains a session between the ter-
minal device and the eUICC.

[0116] Inthis embodiment of the presentinvention, the
first state indicates that there is no enabled profile on the
eUICC, for example, the first state is the eUICC created
state or the eUICC initialized state. If the status of the
eUICC obtained by the terminal device is the first state,
the terminal device selects no application, to maintain
the session between the terminal device and the eUICC.
[0117] In an optional implementation, if the status of
the eUICC is a second state, and the second state indi-
cates that there is an enabled profile on the eUICC, for
example, the second state is the eUICC operating state,
the terminal device may select a communications appli-
cation by using the modem modem in the terminal device.
The communications application may include but is not
limited to a SIM application, a UIM application, a USIM
application, or the like.

[0118] Inthe method procedure described in FIG. 3, if
the status of the eUICC indicates that there is no enabled
profile on the eUICC, the terminal device can maintain
the session between the terminal device and the eUICC.
In this way, it can be ensured that the eUICC is a valid
card during the initialization process of the eUICC.
[0119] Referring to FIG. 4, FIG. 4 is a schematic flow-
chart of still another application processing method for
an embedded universal integrated circuit card disclosed
in an embodiment of the present invention. The method
is applied to an embedded universal integrated circuit
card eUICC. As shownin FIG. 4, the method may include
the following steps.

[0120] 401. The embedded universal integrated circuit
card eUICC disables a first profile on the eUICC.
[0121] In this embodiment of the present invention, af-
ter the eUICC is delivered, a user may make a contract
with a carrier, download a profile of a network of the car-
rier, and write the profile profile into the eUICC. The user
may download a plurality of profiles. In other words, there
may be a plurality of profiles on the eUICC.

[0122] Further, the user can enable any profile on the
eUICC or disable any enabled profile on the eUICC de-
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pending on the user’s need. After the user sends a re-
questtoenable or disable the profile, the eUICC performs
a process of enabling or disabling the profile.

[0123] It should be noted that in this embodiment of
the present invention, there may be only one enabled
profile on the eUICC at a same moment, or there may
be a plurality of enabled profiles on the eUICC at a same
moment. No limitation is imposed in this embodiment of
the present invention. In an optional implementation,
when a plurality of enabled profiles exist on the eUICC
at the same moment, after step 401, the method may
further include the following steps: determining, by the
eUICC, whether an enabled profile exists on the eUICC;
if no enabled profile exists on the eUICC, performing step
402; or if the enabled profile exists on the eUICC, ending
the procedure.

[0124] In this optional implementation, after the eUICC
disables the first profile on the eUICC, the enabled profile
may exist on the eUICC, or no enabled profile exists on
the eUICC.

[0125] After the eUICC disables the first profile on the
eUICC, a manner of the determining, by the eUICC,
whether an enabled profile exists on the eUICC may be
specifically:

determining, by the eUICC, whether an elementary
file directory EFdir exists in a file system of the eU-
ICC, and if no elementary file directory EFdir exists
in the file system of the eUICC, determining that no
enabled profile exists on the eUICC; or
determining, by the eUICC, whether the eUICC is in
a first state, and if the eUICC is in the first state,
determining that no enabled profile exists on the eU-
ICC, where the first state indicates that there is no
enabled profile on the eUICC; or

determining, by the eUICC, whether metadata infor-
mation corresponding to the enabled profile exists
on the eUICC, and if no metadata information cor-
responding to the enabled profile exists on the eU-
ICC, determining that no enabled profile exists on
the eUICC.

[0126] Usually, after a profile is enabled, the eUICC
creates an elementary file directory EFdir in the file sys-
tem of the eUICC. If the profile is disabled, the eUICC
deletes the EFdir corresponding to the profile. Therefore,
if the eUICC determines that no elementary file directory
EFdir exists in the file system of the eUICC, it may be
determined that no enabled profile exists on the eUICC.
[0127] Inaddition, alife cycle status LCS onthe eUICC
may reflect a real-time status of the eUICC, for example,
an eUICC created state, an eUICC initialized state, or an
eUICC operating state. If the eUICC determines that the
eUICC is in the first state, it may be determined that no
enabled profile exists on the eUICC, where the first state
indicates that there is no enabled profile on the eUICC.
[0128] When a profile is downloaded or installed on
the eUICC, metadata information corresponding to the
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profile is generated accordingly, where the metadata in-
formation may include a profile identifier, a profile name,
information about a carrier to which the profile belongs,
status information of the profile, and the like. Specifically,
the eUICC may read metadata information on the eUICC
and determine, based on the metadata information,
whether an enabled profile exists on the eUICC. If no
enabled profile exists onthe eUICC, it may be determined
that no enabled profile exists on the eUICC.

[0129] 402. The eUICC sets, in a historical byte of an
answer to reset ATR, an application identifier to an ap-
plicationidentifier of an Issuer Security Domain Root ISD-
R application.

[0130] In this embodiment of the present invention, af-
ter the eUICC disables the first profile on the eUICC, the
eUICC needs to set, in the historical byte of the answer
to reset ATR, the application identifier to the application
identifier of the Issuer Security Domain Root ISD-R ap-
plication. The application identifier of the ISD-R applica-
tion is used by the terminal device in which the eUICC is
located to implicitly select the ISD-R application based
on the application identifier of the ISD-R application dur-
ing an initialization process of the eUICC, to maintain a
session between the terminal device and the eUICC. In
this way, the eUICC is a valid card during the initialization
process of the eUICC.

[0131] In another optional implementation, after step
402, the method may further include the following steps:

(11) The eUICC enables a second profile on the eU-
ICC.

(12) The eUICC deletes the application identifier of
the ISD-R application that is set in the historical byte
of the ATR.

[0132] Optionally, after step (11), the method may fur-
ther include the following step:

(13) The eUICC adds the application identifier of the ISD-
R application to an elementary file directory EFdir of the
eUICC.

[0133] Inthis optionalimplementation, the user can en-
able or disable the profile on the eUICC depending on
the user’s need. Therefore, after the eUICC disables the
first profile on the eUICC, if the eUICC receives an ena-
bling instruction of the user, the eUICC needs to enable
the second profile onthe eUICC, where the second profile
and the first profile may be a same profile, or may be
different profiles. The second profile enabled in step (11)
is a profile first enabled on the eUICC.

[0134] After the eUICC enables the second profile on
the eUICC, a communications application corresponding
to the second profile exists on the eUICC. In a next ini-
tialization process of the eUICC, the eUICC may directly
select the communications application corresponding to
the second profile without selecting the ISD-R applica-
tion. Therefore, after the eUICC enables the second pro-
file on the eUICC, the eUICC needs to delete the appli-
cation identifier of the ISD-R application that is set in the
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historical byte of the ATR.

[0135] Usually, the terminal device selects an applica-
tion by reading application information of the EFdir.
Therefore, after the eUICC enables the second profile
on the eUICC, the eUICC further needs to add the appli-
cation identifier of the ISD-R application to the EFdir of
the eUICC, so that subsequently, before selecting the
ISD-R application, the terminal device needs to read the
EFdir to obtain the identifier of the ISD-R application.
[0136] In the method procedure described in FIG. 4,
the embedded universal integrated circuit card eUICC
disables the first profile on the eUICC, and sets, in the
historical byte of the answer to reset ATR, the application
identifier to the application identifier of the Issuer Security
Domain Root ISD-R application. In this way, during the
initialization process of the eUICC, the terminal device
in which the eUICC is located may select the ISD-R ap-
plication based on the application identifier of the ISD-R
application, to maintain the session between the terminal
device and the eUICC.

[0137] Referringto FIG. 5, FIG. 5 is a schematic struc-
tural diagram of an application processing apparatus dis-
closed in an embodiment of the present invention. The
application processing apparatus shown in FIG. 5 may
be configured to perform some or all steps in the appli-
cation processing method for an embedded universal in-
tegrated circuit card described in FIG. 2. For details, refer
to related description in FIG. 2. Details are not described
herein again. The application processing apparatus
shown in FIG. 5 is applied to a terminal device. The ap-
plication processing apparatus 500 may include:

an activation unit 501, configured to activate an em-
bedded universal integrated circuit card eUICC; and
a selection unit 502, configured to select an Issuer
Security Domain Root ISD-R application on the eU-
ICC during an initialization process of the eUICC, to
maintain a session between the terminal device and
the eUICC.

[0138] Optionally, a manner in which a selection unit
502 selects an Issuer Security Domain Root ISD-R ap-
plication on the eUICC during an initialization process of
the eUICC is specifically:

selecting the ISD-R application on the eUICC by using a
modem modem in the terminal device during the initiali-
zation process of the eUICC.

[0139] Referringto FIG. 6, FIG. 6 is a schematic struc-
tural diagram of another application processing appara-
tus disclosed in an embodiment of the present invention.
The application processing apparatus shown in FIG. 6
may be configured to perform some or all steps in the
application processing method for an embedded univer-
sal integrated circuit card described in FIG. 2. For details,
refer to related description in FIG. 2. Details are not de-
scribed herein again. The application processing appa-
ratus shown in FIG. 6 is applied to a terminal device. The
application processing apparatus shown in FIG. 6 is ob-
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tained through further optimization on the basis of the
application processing apparatus shown in FIG. 5. Com-
pared with the application processing apparatus shown
in FIG. 5, the application processing apparatus shown in
FIG. 6 includes all units of the application processing
apparatus shown in FIG. 5, and in addition, the selection
unit 502 may include:

a reading subunit 5021, configured to read, during
the initialization process of the eUICC, an application
identifier that is set by the eUICC in a historical byte
of an answer to reset ATR; and

a first selection subunit 5022, configured to: if the
application identifier is an application identifier of the
ISD-R application, implicitly select the ISD-R appli-
cation based on the application identifier of the ISD-
R application.

[0140] Optionally, the application processing appara-
tus 500 shown in FIG. 6 may further include:

an obtaining and sending unit 503, configured to: obtain
eUICC information by using a modem modem in the ter-
minal device, and send the eUICC information to an ap-
plication logic function module in the terminal device,
where the eUICC information includes at least one of
eUICC identity information, a profile on the eUICC, and
eUICC capability information.

[0141] Referringto FIG. 7, FIG. 7 is a schematic struc-
tural diagram of still another application processing ap-
paratus disclosed in an embodiment of the present in-
vention. The application processing apparatus shown in
FIG. 7 may be configured to perform some or all steps
in the application processing method for an embedded
universal integrated circuit card described in FIG. 2. For
details, refer to related description in FIG. 2. Details are
not described herein again. The application processing
apparatus shown in FIG. 7 is applied to a terminal device.
The application processing apparatus shown in FIG. 7 is
obtained through further optimization on the basis of the
application processing apparatus shown in FIG. 5. Com-
pared with the application processing apparatus shown
in FIG. 5, the application processing apparatus shown in
FIG. 7 includes all units of the application processing
apparatus shown in FIG. 5, and in addition, the selection
unit 502 may include:

an obtaining subunit 5023, configured to obtain ap-
plication information on the eUICC during the initial-
ization process of the eUICC; and

a second selection subunit 5024, configured to: if
there is no enabled communications application on
the eUICC, explicitly select the ISD-R application,
where the communications application is an appli-
cation used to access a carrier network.

[0142] Optionally, the application processing appara-
tus 500 shown in FIG. 7 may further include:
an obtaining and sending unit 503, configured to: obtain
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eUICC information by using a modem modem in the ter-
minal device, and send the eUICC information to an ap-
plication logic function module in the terminal device,
where the eUICC information includes at least one of
eUICC identity information, a profile on the eUICC, and
eUICC capability information.

[0143] Referringto FIG. 8, FIG. 8 is a schematic struc-
tural diagram of yet another application processing ap-
paratus disclosed in an embodiment of the present in-
vention. The application processing apparatus shown in
FIG. 8 may be configured to perform some or all steps
in the application processing method for an embedded
universal integrated circuit card described in FIG. 2. For
details, refer to related description in FIG. 2. Details are
not described herein again. The application processing
apparatus shownin FIG. 8 is applied to a terminal device.
The application processing apparatus shown in FIG. 8 is
obtained through further optimization on the basis of the
application processing apparatus shown in FIG. 5. Com-
pared with the application processing apparatus shown
in FIG. 5, in addition to all units of the application process-
ing apparatus shownin FIG. 5, the application processing
apparatus shown in FIG. 8 may further include:

a sending unit 504, configured to send a notification mes-
sage to an application logic function module in the termi-
nal device by using the modem, where the notification
message includes information indicating that the ISD-R
application is selected.

[0144] The notification message further includes infor-
mation indicating that a logical channel used by the ISD-
R application is a basic logical channel.

[0145] Optionally, the application processing appara-
tus 500 shown in FIG. 8 may further include:

an obtaining unit 505, configured to obtain eUICC infor-
mation by using the application logic function module,
where the eUICC information includes at least one of
eUICC identity information, a profile on the eUICC, and
eUICC capability information.

[0146] Referringto FIG.9, FIG. 9 is a schematic struc-
tural diagram of still yet another application processing
apparatus disclosed in an embodiment of the present
invention. The application processing apparatus shown
in FIG. 9 may be configured to perform some or all steps
in the application processing method for an embedded
universal integrated circuit card described in FIG. 4. For
details, refer to related description in FIG. 4. Details are
not described herein again. The application processing
apparatus shown in FIG. 9 is applied to an embedded
universal integrated circuit card eUICC. The application
processing apparatus 900 may include:

a deactivation unit 901, configured to disable a first
profile on the eUICC; and

a setting unit 902, configured to set, in a historical
byte of an answer to reset ATR, an application iden-
tifier to an application identifier of an Issuer Security
Domain Root ISD-R application, where the applica-
tion identifier of the ISD-R application is used by a
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terminal device in which the eUICC is located to se-
lect the ISD-R application based on the application
identifier of the ISD-R application during an initiali-
zation process of the eUICC, to maintain a session
between the terminal device and the eUICC.

[0147] Referring to FIG. 10, FIG. 10 is a schematic
structural diagram of a further application processing ap-
paratus disclosed in an embodiment of the present in-
vention. The application processing apparatus shown in
FIG. 10 may be configured to perform some or all steps
in the application processing method for an embedded
universal integrated circuit card described in FIG. 4. For
details, refer to related description in FIG. 4. Details are
not described herein again. The application processing
apparatus shown in FIG. 10 is applied to an embedded
universal integrated circuit card eUICC. The application
processing apparatus shown in FIG. 10 is obtained
through further optimization on the basis of the applica-
tion processing apparatus shown in FIG. 9. Compared
with the application processing apparatus shown in FIG.
9, in addition to all units of the application processing
apparatus shown in FIG. 9, the application processing
apparatus shown in FIG. 10 may further include:

a determining unit 903, configured to determine whether
an enabled profile exists on the eUICC.

[0148] The setting unit 902 is specifically configured
to: when the determining unit 903 determines that no
enabled profile exists on the eUICC, set, in a historical
byte of an answer to reset ATR, an application identifier
to an application identifier of an Issuer Security Domain
Root ISD-R application.

[0149] Optionally,amannerin which adetermining unit
903 determines whether an enabled profile exists on the
eUICC is specifically:

determining whether an elementary file directory
EFdir exists in a file system of the eUICC, and if no
elementary file directory EFdir exists in the file sys-
tem of the eUICC, determining that no enabled pro-
file exists on the eUICC; or

determining whether the eUICC is in afirst state, and
if the eUICC is in the first state, determining that no
enabled profile exists on the eUICC, where the first
state indicates that there is no enabled profile on the
eUICC; or

determining whether metadata information corre-
sponding to the enabled profile exists on the eUICC,
and if no metadata information corresponding to the
enabled profile exists onthe eUICC, determining that
no enabled profile exists on the eUICC.

[0150] Optionally, the application processing appara-
tus 900 shown in FIG. 10 may further include:

an activation unit 904, configured to enable a second
profile on the eUICC; and
a deleting unit 905, configured to delete the applica-
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tion identifier of the ISD-R application that is set in
the historical byte of the ATR.

[0151] Optionally, if the activation unit 904 enables the
second profile on the eUICC, the application processing
apparatus 900 shown in FIG. 10 may further include:
an adding unit 906, configured to add the application
identifier of the ISD-R application to the elementary file
directory EFdir of the eUICC.

[0152] Referring to FIG. 11, FIG. 11 is a schematic
structural diagram of a still further application processing
apparatus disclosed in an embodiment of the present
invention. The application processing apparatus shown
in FIG. 11 is applied to a terminal device. The application
processing apparatus may be configured to perform
some or all steps in the application processing method
for an embedded universal integrated circuit card dis-
closed in FIG. 2. For details, refer to related description
in FIG. 2. Details are not described herein again. As
shown in FIG. 11, the application processing apparatus
1100 may include: at least one processor 1101, for ex-
ample, a CPU (Central Processing Unit, central process-
ing unit), at least one input apparatus 1102, at least one
output apparatus 1103, a memory 1104, and a commu-
nications bus 1105. The communications bus 1105 is
configured to implement communication connection be-
tween these components. A person skilled in the art can
understand that a structure of the application processing
apparatus 1100 shown in FIG. 11 does not constitute a
limitation to the present invention. The structure may be
a bus-shaped structure or a star-shaped structure, or
may include more or fewer components than those
shown in FIG. 11, or may be a combination of some com-
ponents or an arrangement of different components.
[0153] The processor 1101 is a control center of a ter-
minal, and uses various interfaces and lines to connect
parts of the entire terminal; and runs or executes program
code and/or a module stored in the memory 1104 and
invokes data stored in the memory 1104, to perform var-
ious functions of the terminal and/or process data. The
processor unit may include an integrated circuit (Integrat-
ed Circuit, IC for short), for example, include a single
packaged IC or include a plurality of packaged ICs that
have a same function or different functions. For example,
the processor 1101 may include only a central processing
unit (Central Processing Unit, CPU for short), or may be
a combination of a CPU, a digital signal processor (digital
signal processor, DSP for short), a graphics processing
unit (Graphic Processing Unit, GPU for short), and a con-
trol chip (for example, a baseband chip) in a communi-
cations unit. In this embodiment of the present invention,
the CPU may be a single computing core or may include
a plurality of computing cores.

[0154] The input apparatus 1102 is configured to im-
plement interaction between a user and the terminal
and/or input information into the terminal. For example,
the input apparatus 1102 may receive digital or character
information entered by the user, to generate signal input
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related to user settings or function control. In a specific
implementation of the present invention, the input appa-
ratus 1102 may be a touch panel, or may be another
human-computer interaction interface, for example, a
substantive inputkey or a microphone, or may be another
external information capture apparatus, for example, a
camera. The touch panel, also referred to as a touch-
screen or a touch screen, can collect an operation action
of touching or approaching the touch panel by the user,
for example, an operation action on the touch panel or
at a location close to the touch panel by the user by using
any proper object or accessory such as a finger or a sty-
lus, and drive a corresponding connection apparatus ac-
cording to a preset program. Optionally, the touch panel
may include two parts: a touch detection apparatus and
atouch controller. The touch detection apparatus detects
atouch operation of the user, converts the detected touch
operationinto an electrical signal, and transmits the elec-
trical signal to the touch controller. The touch controller
receives the electrical signal from the touch detection
apparatus, converts the electrical signal into contact co-
ordinates, and sends the contact coordinates to the proc-
essor 1101. The touch controller may further receive and
execute a command sent by the processor 1101. In ad-
dition, the touch panel can be implemented by using a
plurality of types such as a resistive type, a capacitive
type, an infrared (Infrared) type, or a surface acoustic
wave type. In another implementation of the present in-
vention, the substantive input key used by the input ap-
paratus 1102 may include but is not limited to one or
more of a physical keyboard, a function key (for example,
a volume button or a power button), a trackball, a mouse,
a joystick, and the like. An input unit in a form of a micro-
phone can collect voice that is input from a user or an
environment, and convert the voice into a command that
isin aform of an electrical signal and that can be executed
by the processor 1101.

[0155] The output apparatus 1103 may include but is
not limited to an image output unit, a sound output unit,
and a touch output unit. The image output unit is config-
ured to output text, a picture, and/or a video. The image
output unit may include a display panel, for example, a
display panel configured in aform ofan LCD (Liquid Crys-
tal Display, liquid crystal display), an OLED (Organic
Light-Emitting Diode, organic light-emitting diode), a field
emission display (field emission display, FED for short),
or the like. Alternatively, the image output unit may in-
clude areflective display, for example, an electrophoretic
(electrophoretic) display, or a display that uses interfer-
ometric modulation of light (Interferometric Modulation
of Light). The image output unit may include a single dis-
play or a plurality of displays of different sizes. In a specific
implementation of the present invention, the touch panel
used in the foregoing input apparatus 1102 may also
serve as a display panel of the output apparatus 1103 at
the same time. For example, after detecting a gesture
operation of touching or approaching the touch panel,
the touch panel transmits the gesture operation to the
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processor 1101 to determine a type of a touch event, and
then the processor 1101 provides corresponding visual
outputon the display panel based on the type of the touch
event. Although in FIG. 11, the input apparatus 1102 and
the output apparatus 1103 serve as two independent
components to implement input and output functions of
the terminal device, in some embodiments, the touch
panel and the display panel may be integrated to imple-
ment the input and output functions of the terminal. For
example, the image output unit may display various
graphical user interfaces (Graphical User Interface, GUI
for short) as virtual control components, including but not
limited to a window, a scroll bar, anicon, and a scrapbook,
for the user to perform an operation in a touch manner.
[0156] The memory 1104 is configured to store a soft-
ware program and a module. The processor 1101 runs
the software program and the module stored in the mem-
ory 1104 to execute various function applications of a
user terminal and implement data processing. The mem-
ory 1104 mainly includes a program storage area and a
data storage area. The program storage area may store
an operating system, an application program required by
at least one function, such as a sound play program or
an image play program, and the like. The data storage
area may store data (such as audio data or an address
book) created based on use of an electronic device, and
the like. In a specific implementation of the present in-
vention, the memory 1104 may include a volatile mem-
ory, for example, a nonvolatile dynamic random access
memory (Nonvolatile Random Access Memory, NVRAM
for short), a phase change random access memory
(Phase Change RAM, PRAM for short), or a magnetore-
sistive random access memory (Magnetoresistive RAM,
MRAM for short), or may include a nonvolatile memory,
for example, at least one magnetic disk storage device,
an electrically erasable programmable read-only mem-
ory (Electrically Erasable Programmable Read-Only
Memory, EEPROM for short), or a flash memory device
such as a NOR flash memory (NOR flash memory) or a
NAND flash memory (NAND flash memory). The forego-
ing application programincludes any application installed
on the user terminal, including but not limited to a brows-
er, an email, an instant message service, word process-
ing, keyboard virtualization, a widget (widget), encryp-
tion, digital copyright management, voice recognition,
voice reproduction, positioning (for example, a function
provided by a global positioning system), music play, or
the like.

[0157] In the application processing apparatus 1100
shown in FIG. 11, the processor 1101 runs or executes
the software program and/or the module stored in the
memory 1104 and invokes program code stored in the
memory 1104, to perform the following operations:

activating an embedded universal integrated circuit
card eUICC; and

selecting an Issuer Security Domain Root ISD-R ap-
plication on the eUICC during an initialization proc-
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ess of the eUICC, to maintain a session between the
terminal device and the eUICC.

[0158] Optionally, a manner in which the processor
1101 selects an Issuer Security Domain Root ISD-R ap-
plication on the eUICC during an initialization process of
the eUICC is specifically:

reading, during the initialization process of the eU-
ICC, an application identifier that is set by the eUICC
in a historical byte of an answer to reset ATR; and
if the application identifier is an application identifier
of the ISD-R application, implicitly selecting the ISD-
R application based on the application identifier of
the ISD-R application.

[0159] The application identifier of the ISD-R applica-
tion that is set by the eUICC in the historical byte of the
ATR is set after the eUICC disables a profile on the eU-
ICC, where the profile is information used to access a
carrier network.

[0160] Optionally, a manner in which the processor
1101 selects an Issuer Security Domain Root ISD-R ap-
plication on the eUICC during an initialization process of
the eUICC is specifically:

controlling the input apparatus 1102 to obtain appli-
cation information on the eUICC during the initiali-
zation process of the eUICC; and

if there is no enabled communications application on
the eUICC, explicitly selecting the ISD-R application,
where the communications application is an appli-
cation used to access a carrier network.

[0161] Optionally, a manner in which the processor
1101 selects an Issuer Security Domain Root ISD-R ap-
plication on the eUICC during an initialization process of
the eUICC is specifically:

selecting the ISD-R application on the eUICC by using a
modem modem in the terminal device during the initiali-
zation process of the eUICC.

[0162] Optionally, the processor 1101 is further con-
figured to invoke the program code stored in the memory
1104 to perform the following step:

controlling the output apparatus 1103 to send a notifica-
tion message to an application logic function module in
the terminal device by using the modem, where the no-
tification message includes information indicating that
the ISD-R application is selected.

[0163] The notification message further includes infor-
mation indicating that a logical channel used by the ISD-
R application is a basic logical channel.

[0164] Optionally, the processor 1101 is further con-
figured to invoke the program code stored in the memory
to perform the following step:

controlling the input apparatus 1102 to obtain eUICC in-
formation by using the application logic function module,
where the eUICC information includes at least one of
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eUICC identity information, a profile on the eUICC, and
eUICC capability information.

[0165] The processor is further configured to invoke
the program code stored in the memory to perform the
following step:

controlling the input apparatus 1102 to obtain eUICC in-
formation by using the modem modem in the terminal
device, and controlling the output apparatus 1103 to send
the eUICC information to an application logic function
module in the terminal device, where the eUICC infor-
mation includes at least one of eUICC identity informa-
tion, a profile on the eUICC, and eUICC capability infor-
mation.

[0166] Referring to FIG. 12, FIG. 12 is a schematic
structural diagram of a yet further application processing
apparatus disclosed in an embodiment of the present
invention. The application processing apparatus shown
in FIG. 12is applied to an embedded universal integrated
circuit card eUICC. The application processing appara-
tus may be configured to perform some or all steps in the
application processing method for an embedded univer-
sal integrated circuit card disclosed in FIG. 4. For details,
refer to related description in FIG. 4. Details are not de-
scribed hereinagain. As shownin FIG. 12, the application
processing apparatus 1200 may include: at least one
processor 1201, forexample, a CPU (Central Processing
Unit, central processing unit), a memory 1202, and a
communications bus 1203. The communications bus
1203 is configured to implement communication connec-
tion between these components. The memory 1202 may
be a high-speed RAM memory or a nonvolatile memory
(non-volatile memory). A person skilled in the art can
understand that a structure of the application processing
apparatus 1200 shown in FIG. 12 does not constitute a
limitation to the present invention. The structure may be
a bus-shaped structure or a star-shaped structure, or
may include more or fewer components than those
shown in FIG. 12, or may be a combination of some com-
ponents or an arrangement of different components.
[0167] The processor 1201 is a control center of the
application processing apparatus 1200, and may be a
central processing unit (Central Processing Unit, CPU).
The processor 1201 uses various interfaces and lines to
connect parts of the entire application processing appa-
ratus 1200, and runs or executes a software program
and/or a module stored in the memory 1202 and invokes
procedure code stored in the memory 1202 to perform
the following steps:

disabling a first profile on the eUICC; and

setting, in a historical byte of an answerto reset ATR,
an application identifier to an application identifier of
an Issuer Security Domain Root ISD-R application,
where the application identifier of the ISD-R applica-
tion is used by a terminal device in which the eUICC
is located to select the ISD-R application based on
the application identifier of the ISD-R application dur-
ing an initialization process ofthe eUICC, to maintain
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a session between the terminal device and the eU-
ICC.

[0168] Optionally, after the processor 1201 disables
the first profile on the eUICC, the processor is further
configured toinvoke the program code stored in the mem-
ory to perform the following steps:

determining whether an enabled profile exists on the
eUICC; and

if no enabled profile exists on the eUICC, performing
the step of setting, in a historical byte of an answer
to reset ATR, an application identifier to an applica-
tion identifier of an Issuer Security Domain Root ISD-
R application.

[0169] Optionally, a manner in which the processor
1201 determines whether an enabled profile exists on
the eUICC is specifically:

determining whether an elementary file directory
EFdir exists in a file system of the eUICC, and if no
elementary file directory EFdir exists in the file sys-
tem of the eUICC, determining that no enabled pro-
file exists on the eUICC; or

determining whether the eUICC is in afirst state, and
if the eUICC is in the first state, determining that no
enabled profile exists on the eUICC, where the first
state indicates that there is no enabled profile on the
eUICC; or

determining whether metadata information corre-
sponding to the enabled profile exists on the eUICC,
and if no metadata information corresponding to the
enabled profile exists onthe eUICC, determining that
no enabled profile exists on the eUICC.

[0170] Optionally, the processor 1201 is further con-
figured to invoke the program code stored in the memory
to perform the following steps:

enabling a second profile on the eUICC; and
deleting the application identifier of the ISD-R appli-
cation that is set in the historical byte of the ATR.

[0171] Optionally, the processor 1201 is further con-
figured to invoke the program code stored in the memory
to perform the following step:

adding the application identifier of the ISD-R application
to the elementary file directory EFdir of the eUICC.
[0172] Referring to FIG. 13, FIG. 13 is a schematic
flowchart of yet another application processing method
for an embedded universal integrated circuit card dis-
closed in an embodiment of the present invention. As
shown in FIG. 13, the method includes the following
steps.

[0173] 1301. Aterminal device activates an embedded
universal integrated circuit card eUICC.

[0174] 1302. The terminal device selects an Issuer Se-
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curity Domain Root ISD-R application on the eUICC dur-
ing an initialization process of the eUICC.

[0175] Optionally, a logical channel used by the ISD-
R application is a basic logical channel.

[0176] 1303. The terminal device obtains eUICC infor-
mation.

[0177] Afterstep 1303 is performed, step 1304 or 1305
may be further performed.

[0178] 1304. The terminal device sends the eUICC in-
formation to an application logic function module in the
terminal device.

[0179] 1305. When the eUICC information includes
eUICC capability information, the terminal device stores
the eUICC capability information.

[0180] Inthis embodiment of the presentinvention, the
terminal device selects the ISD-R application on the eU-
ICC by using a modem modem in the terminal device
during the initialization process of the eUICC, and after
the ISD-R application is selected, the modem in the ter-
minal device performs initialization. The performing, by
the modem, initialization may specifically include: obtain-
ing the eUICC information by the modem, and sending
the eUICC information to the application logic function
module in the terminal device.

[0181] The obtaining, by the terminal device, eUICC
may be: receiving, by the terminal device, the eUICC
information from the eUICC, or requesting, by the termi-
nal device, the eUICC information from the eUICC. No
limitation is imposed in this embodiment of the present
invention.

[0182] The application logic function module may be a
local profile assistant LPA in an application layer of the
terminal device, or may be an application logic function
module that is on the terminal and that communicates
with an LPAe (LPAe is short for an LPA on the eUICC).
[0183] The eUICC information includes at least one of
eUICC identity information, information about a profile
on the eUICC, and eUICC capability information.
[0184] Specifically, the subscription information on the
eUICC includes:

atleastone of information about all profiles on the eUICC,
information about an enabled profile on the eUICC, in-
formation about a disabled profile on the eUICC, infor-
mation about a preconfigured-type profile on the eUICC,
information about a test-type profile on the eUICC, infor-
mation indicating that there is no operable profile on the
eUICC, and information indicating that there is no ena-
bled profile on the eUICC.

[0185] The information about the profile on the eUICC
may include one or more of an identifier of the profile on
the eUICC, a status of each profile, a type of the profile,
and information about a carrier or a service provider to
which the profile belongs. The status of the profile may
be an enabled state or a disabled state. The type of the
profile may include any one of an operable type, a test
type, and a preconfigured type.

[0186] The information about the enabled profile on
the eUICC may include an identifier of the enabled profile
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and/or a type of the profile. The type of the profile is any
one of an operable type, a test type, and a preconfigured
type.

[0187] The information about the disabled profile on
the eUICC may include an identifier of the disabled profile
and/or atype of the profile. The type of the profile includes
any one of an operable type, a test type, and a precon-
figured type.

[0188] The information about the preconfigured-type
profile on the eUICC may specifically include an identifier
of the preconfigured-type profile.

[0189] The information about the test-type profile on
the eUICC may specifically include an identifier of the
test-type profile.

[0190] Specifically, the eUICC capability information
includes one or more of the following information:

a protocol version number supported by the eUICC, an
identifier of a key supported by the eUICC, a category of
the eUICC, and capability information of an LPA support-
ed by the eUICC (the LPA on the eUICC is referred to
as an LPAe, and the capability information of an LPA
supported by the eUICC is a mode of communication
between the LPAe supported by the eUICC and the ter-
minal device).

[0191] After the application logic function module (for
example, the LPA) of the terminal device obtains the eU-
ICC information, the following steps may be performed:

initiating, by the application logic function module (for
example, the LPA), a service discovery process
based on the information indicating that there is no
operable profile on the eUICC, that is, requesting,
by the application logic function module (for exam-
ple, the LPA), a carrier server to download, for the
eUICC, a profile corresponding to the eUICC; or
prompting, by the application logic function module
(for example, the LPA) based on the information in-
dicating thatthere is no enabled profile on the eUICC,
a user with the information indicating that there is no
enabled profile on the eUICC; or

displaying, by the application logic function module
(for example, the LPA) to the user based on the in-
formation about the disabled profile on the eUICC,
the profile in the disabled state on the eUICC, so that
the user enables an operable profile that is in the
disabled state on a current eUICC; or

when the user subsequently operates the application
logic function module (for example, the LPA) to per-
form an operation related to a profile, determining,
by the application logic function module (for exam-
ple, the LPA), that the terminal device currently has
no network connection, and enabling, by the appli-
cation logic function module (for example, the LPA),
the preconfigured-type profile based on the informa-
tion about the preconfigured-type profile, to provide
the terminal device with a network connection pro-
vided for a preconfigured-type subscription; or
when the application logic function module (for ex-
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ample, the LPA) operates the eUICC to enter a test
mode, displaying, by the application logic function
module (for example, the LPA) to the user, the test-
type profile based on the information about the test-
type profile, so that the user enables the test-type
profile to test the eUICC; or

after the eUICC capability information is obtained,
determining, by the application logic function module
(for example, the LPA) based on the protocol version
number supported by the eUICC, a protocol version
number used when the LPA subsequently performs
an operation with the eUICC.

[0192] After the terminal device obtains, by using the
modem, the capability information of the LPA supported
by the eUICC, the terminal device sends, by using the
modem, the capability information of the LPA supported
by the eUICC to the application logic function module in
the terminal device. The application logic function module
herein may be a module communicating with the LPAe,
or may be the LPA in the terminal device. No limitation
isimposed in this patent. When the application logic func-
tion module needs to activate the LPAe, the application
logic function module determines whether capability in-
formation of an LPAe supported by the terminal device
matches capability information of the LPAe supported by
the eUICC, to determine whether the LPAe can be acti-
vated. In an optional implementation, after the terminal
device receives, by using the modem, the capability in-
formation of the LPA supported by the eUICC, the modem
determines whether capability of the LPAe supported by
the terminal matches capability of the LPAe supported
by the eUICC. If the capability of the LPAe supported by
the terminal does not match the capability of the LPAe
supported by the eUICC, the modem may send a notifi-
cation message to the application logic function module
in the terminal, to notify the application logic function
module that the LPAe cannot be activated. Therefore,
when the module subsequently activates the LPAe, the
module determines, based on information in the received
notification message, that the LPAe cannot be activated.
In another optional implementation, in step 1304, after
the terminal device receives, by using the modem, the
capability information of the LPA supported by the eU-
ICC, the modem may send the capability information of
the LPA supported by the eUICC to the LPA on the ter-
minal device, so that the LPA on the terminal device de-
termines, based on the information, whether to activate
the LPAe.

[0193] In step 1304, after the terminal device obtains
the eUICC information by using the modem, the terminal
device may store the eUICC information by using the
modem or may not store the eUICC. No limitation is im-
posed in this specification.

[0194] In step 1305, after the terminal device receives,
by using the modem, the capability information of the
LPA supported by the eUICC, the modem stores the ca-
pability information of the LPA supported by the eUICC.
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The capability information of the LPA supported by the
eUICC is used to determine, by the modem based on the
stored capability information of the LPA supported by the
eUICC when the terminal device subsequently activates
the LPAe, whether the eUICC supports a communication
mode of the LPAe supported by the terminal device. If
the eUICC does not support the communication mode of
the LPAe supported by the terminal device, activating
the LPAe by the terminal device is rejected.

[0195] Referring to FIG. 14, FIG. 14 is a schematic
flowchart of still yet another application processing meth-
od for an embedded universal integrated circuit card dis-
closed in an embodiment of the present invention. As
shown in FIG. 14, the method includes the following
steps:

1401. A terminal device activates an embedded uni-
versal integrated circuit card eUICC.

1402. The terminal device selects an Issuer Security
Domain Root ISD-R application on the eUICC during
an initialization process of the eUICC.

1403. The terminal device obtains eUICC informa-
tion.

1404. The terminal device terminates the ISD-R ap-
plication.

[0196] Inthis embodiment of the presentinvention, the
terminal device may terminate the ISD-R application in
the following manners:

(1) When initialization of the eUICC is completed,
the terminal device terminates the selected ISD-R
application by using a modem.

(2) A timer is set in a modem of the terminal device.
After the terminal device selects the Issuer Security
Domain Root ISD-R application on the eUICC, the
terminal device starts the timer by using the modem.
After the timer expires, the terminal device termi-
nates the selected ISD-R application by using the
modem.

(3) After initialization of the eUICC is completed, and
after an LPA subsequently creates a logical channel
and initiates an ISD-R selection operation, the ter-
minal device receives an ISD-R selection instruction
by using a modem, and the modem of the terminal
device terminates the selected ISD-R, and uses the
logical channel newly created by the LPA to execute
the received ISD-R application selection instruction.
(4) During the initialization process of the eUICC de-
scribed above, after selecting the ISD-R by using a
modem, the terminal device may obtain the eUICC
information and send the eUICC information to an
application logic function module. After receiving the
eUICC information that is sent by the terminal device
by using the modem, the application logic function
module returns aresponse message. After receiving
the response message, the modem terminates the
ISD-R application.



37 EP 3 675 537 A1 38

[0197] The steps in the method embodiments shown
in FIG. 13 and FIG. 14 are performed by an application
processing apparatus of a mobile terminal. For a struc-
ture of the application processing apparatus, refer to the
apparatus embodiments shown in FIG. 12 and FIG. 13.
Details are not described herein again.

[0198] Further embodiments of the present invention
are provided in the following. It should be noted that the
numbering used in the following section does not neces-
sarily need to comply with the numbering used in the
previous sections.

Embodiment 1. An application processing method
for an embedded universal integrated circuit card,
comprising:

activating, by a terminal device, an embedded
universal integrated circuit card eUICC; and
selecting, by the terminal device, an Issuer Se-
curity Domain Root ISD-R application on the eU-
ICC during an initialization process of the eU-
ICC, to maintain a session between the terminal
device and the eUICC.

Embodiment 2. The method according to embodi-
ment 1, wherein the selecting, by the terminal device,
an Issuer Security Domain Root ISD-R application
on the eUICC during an initialization process of the
eUICC comprises:

reading, by the terminal device during the initial-
ization process of the eUICC, an application
identifier that is set by the eUICC in a historical
byte of an answer to reset ATR; and

if the application identifier is an application iden-
tifier of the 1ISD-R application, implicitly select-
ing, by the terminal device, the ISD-R application
based on the application identifier of the ISD-R
application.

Embodiment 3. The method according to embodi-
ment 2, wherein the application identifier of the ISD-
R application that is set by the eUICC in the historical
byte of the ATR is set after the eUICC disables a
profile on the eUICC, wherein the profile is informa-
tion used to access a carrier network.

Embodiment 4. The method according to embodi-
ment 1, wherein the selecting, by the terminal device,
an Issuer Security Domain Root ISD-R application
on the eUICC during an initialization process of the
eUICC comprises:

obtaining, by the terminal device, application in-
formation on the eUICC during the initialization
process of the eUICC; and

if there is no enabled communications applica-
tion on the eUICC, explicitly selecting, by the
terminal device, the ISD-R application, wherein
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the communications application is an applica-
tion used to access a carrier network.

Embodiment 5. The method according to embodi-
ment 1, wherein the selecting, by the terminal device,
an Issuer Security Domain Root ISD-R application
on the eUICC during an initialization process of the
eUICC comprises:

selecting, by the terminal device, the ISD-R applica-
tion on the eUICC by using a modem modem in the
terminal device during the initialization process of
the eUICC.

Embodiment 6. The method according to embodi-
ment 5, wherein the method further comprises:
sending, by the terminal device, a notification mes-
sage to an application logic function module in the
terminal device by using the modem, wherein the
notification message comprises information indicat-
ing that the ISD-R application is selected.
Embodiment 7. The method according to embodi-
ment 6, wherein the notification message further
comprises information indicating that a logical chan-
nel used by the ISD-R application is a basic logical
channel.

Embodiment 8. The method according to embodi-
ment 6 or 7, wherein the method further comprises:
obtaining, by the terminal device, eUICC information
by using the application logic function module,
wherein the eUICC information comprises at least
one of eUICC identity information, a profile on the
eUICC, and eUICC capability information.
Embodiment 9. The method according to any one of
embodiments 1 to 4, wherein the method further
comprises:

obtaining, by the terminal device, eUICC information
by using a modem modem in the terminal device,
and sending the eUICC information to an application
logic function module in the terminal device, wherein
the eUICC information comprises at least one of eU-
ICC identity information, a profile on the eUICC, and
eUICC capability information.

Embodiment 10. An application processing method
for an embedded universal integrated circuit card,
comprising:

activating, by a terminal device, an embedded
universal integrated circuit card eUICC;
selecting, by the terminal device, an Issuer Se-
curity Domain Root ISD-R application on the eU-
ICC during an initialization process of the eU-
ICC; and

obtaining, by the terminal device, eUICC infor-
mation.

Embodiment 11. The method according to embodi-
ment 10, wherein after the obtaining, by the terminal
device, eUICC information, the method further com-
prises:
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sending, by the terminal device, the eUICC informa-
tion to an application logic function module in the
terminal device.

Embodiment 12. The method according to embodi-
ment 10 or 11, wherein the eUICC information com-
prises:

at least one of eUICC identity information, informa-
tion about a profile on the eUICC, and eUICC capa-
bility information.

Embodiment 13. The method according to embodi-
ment 12, wherein when the eUICC information com-
prises the information aboutthe profile on the eUICC,
the profile on the eUICC comprises:

at least one of information about all profiles on the
eUICC, information about an enabled profile on the
eUICC, information about a disabled profile on the
eUICC, information about a preconfigured-type pro-
file on the eUICC, information about a test-type pro-
file on the eUICC, information indicating that there
is no operable profile on the eUICC, and information
indicating that there is no enabled profile on the eU-
ICC.

Embodiment 14. The method according to embodi-
ment 12, wherein when the eUICC information com-
prises the eUICC capability information, the eUICC
capability information comprises:

at least one of a protocol version number supported
by the eUICC, an identifier of a key supported by the
eUICC, a category of the eUICC, and capability in-
formation of a local profile assistant LPA supported
by the eUICC.

Embodiment 15. The method according to embodi-
ment 14, wherein when the eUICC capability infor-
mation comprises the protocol version number sup-
ported by the eUICC, the method further comprises:
obtaining, by the terminal device by using the appli-
cation logic function module, the protocol version
number supported by the eUICC, and determining,
based on the protocol version number supported by
the eUICC, a protocol version number used for com-
munication between the application logic function
module and the eUICC.

Embodiment 16. The method according to embodi-
ment 14, wherein when the eUICC capability infor-
mation comprises the capability information of the
LPA supported by the eUICC, the method further
comprises:

after the application logic function module obtains
the capability information of the LPA supported by
the eUICC, determining, by the terminal device by
using the application logic function module, whether
capability information of an LPA that is on the eUICC
and thatis supported by the terminal device matches
the capability information of the LPA supported by
the eUICC, and if the capability information of the
LPA that is on the eUICC and that is supported by
the terminal device matches the capability informa-
tion of the LPA supported by the eUICC, communi-
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cating, by the terminal device, with the LPA on the
eUICC by using the application logic module.
Embodiment 17. The method according to embodi-
ment 14, wherein when the eUICC capability infor-
mation comprises the capability information of the
LPA supported by the eUICC, the method further
comprises:

after the application logic function module obtains
the capability information of the LPA supported by
the eUICC, determining, by the application logic
function module based on the capability information
of the LPA supported by the eUICC, whether to ac-
tivate the LPA.

Embodiment 18. The method according to embodi-
ment 10 or 11, wherein a logical channel used by
the ISD-R application is a basic logical channel.
Embodiment 19. The method according to embodi-
ment 10 or 11, wherein after the selecting, by the
terminal device, an Issuer Security Domain Root
ISD-R application on the eUICC, the method further
comprises: terminating, by the terminal device, the
ISD-R application.

Embodiment 20. The method according to embodi-
ment 19, wherein the terminating, by the terminal
device, the ISD-R application comprises:

after the terminal device completes initialization
of the eUICC, terminating, by the terminal de-
vice, the ISD-R application; or

after the selecting, by the terminal device, an
Issuer Security Domain Root ISD-R application
onthe eUICC, starting atimer, and afterthe timer
expires, terminating the selected ISD-R applica-
tion; or

after a local profile assistant LPA of the terminal
device initiates an instruction to select an ISD-
R application, terminating, by the terminal de-
vice, the selected ISD-R application, and exe-
cuting the instruction that is initiated by the LPA
of the terminal device and that is used to select
the ISD-R application; or

after the terminal device receives the eUICC in-
formation by using the application logic function
module, sending, by the terminal device, a re-
sponse message by using the application logic
function module, and after the terminal device
receives theresponse message, terminating the
ISD-R application.

Embodiment 21. An application processing method
for an embedded universal integrated circuit card,
comprising:

activating, by a terminal device, an embedded
universal integrated circuit card eUICC;

selecting, by the terminal device, an Issuer Se-
curity Domain Root ISD-R application on the eU-
ICC during an initialization process of the eU-
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ICC;

obtaining, by the terminal device, eUICC capa-
bility information; and

storing, by the terminal device, the eUICC ca-
pability information.

Embodiment 22. The method according to embodi-
ment 21, wherein the eUICC capability information
comprises capability information of a local profile as-
sistant LPA supported by the eUICC, and the method
further comprises:

when receiving that the terminal device activates the
local profile assistant LPA on the eUICC by using an
application logic function module, determining, by
the terminal device based on the capability informa-
tion of the LPA supported by the eUICC, whether the
application logic function module is supported in ac-
tivating the LPA on the eUICC, and if the application
logic function module is not supported in activating
the LPA on the eUICC, rejecting the application logic
function module to activate the LPA on the eUICC.
Embodiment 23. An application processing method
for an embedded universal integrated circuit card,
comprising:

disabling, by an embedded universal integrated
circuit card eUICC, a first profile on the eUICC;
and

setting, by the eUICC in a historical byte of an
answer to reset ATR, an application identifier to
an application identifier of an Issuer Security Do-
main Root ISD-R application, wherein the appli-
cation identifier of the ISD-R application is used
by a terminal device in which the eUICC is lo-
cated to select the ISD-R application based on
the application identifier of the ISD-R application
during an initialization process of the eUICC, to
maintain a session between the terminal device
and the eUICC.

Embodiment 24. The method according to embodi-
ment 23, wherein after the disabling, by an embed-
ded universal integrated circuit card eUICC, a first
profile on the eUICC, the method further comprises:

determining, by the eUICC, whether an enabled
profile exists on the eUICC; and

if no enabled profile exists on the eUICC, per-
forming the step of setting, by the eUICC in a
historical byte of an answer to reset ATR, an
application identifier to an application identifier
of an Issuer Security Domain Root ISD-R appli-
cation.

Embodiment 25. The method according to embodi-
ment 24, wherein the determining, by the eUICC,
whether an enabled profile exists on the eUICC com-
prises:
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determining, by the eUICC, whether an elemen-
tary file directory EFdir exists in a file system of
the eUICC, and if no elementary file directory
EFdir exists in the file system of the eUICC, de-
termining that no enabled profile exists on the
eUICC; or

determining, by the eUICC, whether the eUICC
is in a first state, and if the eUICC is in the first
state, determining that no enabled profile exists
on the eUICC, wherein the first state indicates
that there is no enabled profile on the eUICC; or
determining, by the eUICC, whether metadata
information corresponding to the enabled profile
exists on the eUICC, and if no metadata infor-
mation corresponding to the enabled profile ex-
ists on the eUICC, determining that no enabled
profile exists on the eUICC.

Embodiment 26. The method according to any one
of embodiments 23 to 25, wherein the method further
comprises:

enabling, by the eUICC, a second profile on the
eUICC; and

deleting, by the eUICC, the application identifier
of the ISD-R application that is set in the histor-
ical byte of the ATR.

Embodiment 27. The method according to embodi-
ment 26, wherein the method further comprises:
adding, by the eUICC, the application identifier of
the ISD-R application to the elementary file directory
EFdir of the eUICC.

Embodiment 28. An application processing appara-
tus, applied to a terminal device, comprising:

an activation unit, configured to activate an em-
bedded universal integrated circuit card eUICC;
and

a selection unit, configured to select an Issuer
Security Domain Root ISD-R application on the
eUICC during an initialization process of the eU-
ICC, to maintain a session between the terminal
device and the eUICC.

Embodiment 29. The apparatus according to em-
bodiment 28, wherein the selection unit comprises:

areading subunit, configured to read, during the
initialization process of the eUICC, an applica-
tion identifier that is set by the eUICC in a his-
torical byte of an answer to reset ATR; and

a first selection subunit, configured to: if the ap-
plication identifier is an application identifier of
the ISD-R application, implicitly select the ISD-
R application based on the application identifier
of the ISD-R application.
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Embodiment 30. The apparatus according to em-
bodiment 29, wherein the application identifier of the
ISD-R application that is set by the eUICC in the
historical byte of the ATR is set after the eUICC dis-
ables a profile on the eUICC, wherein the profile is
information used to access a carrier network.

Embodiment 31. The apparatus according to em-
bodiment 28, wherein the selection unit comprises:

an obtaining subunit, configured to obtain appli-
cation information on the eUICC during the ini-
tialization process of the eUICC; and

a second selection subunit, configured to: if
there is no enabled communications application
on the eUICC, explicitly select the ISD-R appli-
cation, wherein the communications application
is an application used to access a carrier net-
work.

Embodiment 32. The apparatus according to em-
bodiment 28, wherein a manner in which a selection
unit selects an Issuer Security Domain Root ISD-R
application on the eUICC during an initialization
process of the eUICC is specifically:

selecting the ISD-R application on the eUICC by us-
ing a modem modem in the terminal device during
the initialization process of the eUICC.
Embodiment 33. The apparatus according to em-
bodiment 32, wherein the apparatus further compris-
es:

a sending unit, configured to send a notification mes-
sage to an application logic function module in the
terminal device by using the modem, wherein the
notification message comprises information indicat-
ing that the ISD-R application is selected.
Embodiment 34. The apparatus according to em-
bodiment 33, wherein the notification message fur-
ther comprises information indicating that a logical
channel used by the ISD-R application is a basic
logical channel.

Embodiment 35. The apparatus according to em-
bodiment 33 or 34, wherein the apparatus further
comprises:

an obtaining unit, configured to obtain eUICC infor-
mation by using the application logic function mod-
ule, wherein the eUICC information comprises at
least one of eUICC identity information, a profile on
the eUICC, and eUICC capability information.
Embodiment 36. The apparatus according to any
one ofembodiments 28 to 31, wherein the apparatus
further comprises:

an obtaining and sending unit, configured to: obtain
eUICC information by using a modem modem in the
terminal device, and send the eUICC information to
an application logic function module in the terminal
device, wherein the eUICC information comprises at
least one of eUICC identity information, a profile on
the eUICC, and eUICC capability information.
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Embodiment 37. An application processing appara-
tus, applied to an embedded universal integrated cir-
cuit card eUICC, and comprising:

a deactivation unit, configured to disable a first
profile on the eUICC; and

a setting unit, configured to set, in a historical
byte of an answer to reset ATR, an application
identifier to an application identifier of an Issuer
Security Domain Root ISD-R application,
wherein the application identifier of the ISD-R
application is used by a terminal device in which
the eUICC is located to select the ISD-R appli-
cation based on the application identifier of the
ISD-R application during an initialization proc-
ess of the eUICC, to maintain a session between
the terminal device and the eUICC.

Embodiment 38. The apparatus according to em-
bodiment 37, wherein the apparatus further compris-
es:

a determining unit, configured to determine
whether an enabled profile exists on the eUICC;
and

the setting unitis specifically configured to: when
the determining unit determines that no enabled
profile exists on the eUICC, set, in the historical
byte of the answer to reset ATR, the application
identifier to the application identifier of the Issuer
Security Domain Root ISD-R application.

Embodiment 39. The apparatus according to em-
bodiment 38, wherein a manner in which a determin-
ing unit determines whether an enabled profile exists
on the eUICC is specifically:

determining whether an elementary file directory
EFdir exists in a file system of the eUICC, and
if no elementary file directory EFdir exists in the
file system of the eUICC, determining that no
enabled profile exists on the eUICC; or
determining whether the eUICC is in a first state,
and if the eUICC is in the first state, determining
that no enabled profile exists on the eUICC,
wherein the first state indicates that there is no
enabled profile on the eUICC; or

determining whether metadata information cor-
responding to the enabled profile exists on the
eUICC, and if no metadata information corre-
sponding to the enabled profile exists on the eU-
ICC, determining that no enabled profile exists
on the eUICC.

Embodiment 40. The apparatus according to any
one of embodiments 37 to 39, wherein the apparatus
further comprises:
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an activation unit, configured to enable a second
profile on the eUICC; and

a deleting unit, configured to delete the applica-
tion identifier of the ISD-R application that is set
in the historical byte of the ATR.

Embodiment 41. The apparatus according to em-
bodiment40, wherein the apparatus further compris-
es:

an adding unit, configured to add the application
identifier of the ISD-R application to the elementary
file directory EFdir of the eUICC.

Embodiment 42. An application processing appara-
tus, applied to a terminal device, and comprising a
processor, an input apparatus, an output apparatus,
and a memory, wherein the processor, the input ap-
paratus, the output apparatus, and the memory are
separately connected to a communications bus, a
set of program code is stored in the memory, and
the processor is configured to invoke the program
code stored in the memory to perform the following
steps:

activating an embedded universal integrated cir-
cuit card eUICC; and

selecting an Issuer Security Domain Root ISD-
R application on the eUICC during an initializa-
tion process of the eUICC, to maintain a session
between the terminal device and the eUICC.

Embodiment 43. The apparatus according to em-
bodiment 42, wherein a manner in which the proc-
essor selects an Issuer Security Domain Root ISD-
R application on the eUICC during an initialization
process of the eUICC is specifically:

reading, during the initialization process of the
eUICC, an application identifier thatis set by the
eUICC in a historical byte of an answer to reset
ATR; and

if the application identifier is an application iden-
tifier of the ISD-R application, implicitly selecting
the ISD-R application based on the application
identifier of the ISD-R application.

Embodiment 44. The apparatus according to em-
bodiment 43, wherein the application identifier of the
ISD-R application that is set by the eUICC in the
historical byte of the ATR is set after the eUICC dis-
ables a profile on the eUICC, wherein the profile is
information used to access a carrier network.
Embodiment 45. The apparatus according to em-
bodiment 42, wherein a manner in which the proc-
essor selects an Issuer Security Domain Root ISD-
R application on the eUICC during an initialization
process of the eUICC is specifically:

controlling the input apparatus to obtain appli-
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cation information on the eUICC during the ini-
tialization process of the eUICC; and

if there is no enabled communications applica-
tion on the eUICC, explicitly selecting the ISD-
R application, wherein the communications ap-
plication is an application used to access a car-
rier network.

Embodiment 46. The apparatus according to em-
bodiment 42, wherein a manner in which the proc-
essor selects an Issuer Security Domain Root ISD-
R application on the eUICC during an initialization
process of the eUICC is specifically:

selecting the ISD-R application on the eUICC by us-
ing a modem modem in the terminal device during
the initialization process of the eUICC.
Embodiment 47. The apparatus according to em-
bodiment 46, wherein the processor is further con-
figured to invoke the program code stored in the
memory to perform the following step:

controlling the output apparatus to send a notification
message to an application logic function module in
the terminal device by using the modem, wherein
the notification message comprises information in-
dicating that the ISD-R application is selected.
Embodiment 48. The apparatus according to em-
bodiment 47, wherein the notification message fur-
ther comprises information indicating that a logical
channel used by the ISD-R application is a basic
logical channel.

Embodiment 49. The apparatus according to em-
bodiment 47 or 48, wherein the processor is further
configured to invoke the program code stored in the
memory to perform the following step:

controlling the input apparatus to obtain eUICC in-
formation by using the application logic function
module, wherein the eUICC information comprises
at least one of eUICC identity information, a profile
on the eUICC, and eUICC capability information.
Embodiment 50. The apparatus according to any
one of embodiments 42 to 45, wherein the processor
is further configured to invoke the program code
stored in the memory to perform the following step:
controlling the input apparatus to obtain eUICC in-
formation by using a modem modem in the terminal
device, and controlling the output apparatus to send
the eUICC information to an application logic func-
tion module in the terminal device, wherein the eU-
ICC information comprises at least one of eUICC
identity information, a profile on the eUICC, and eU-
ICC capability information.

Embodiment 51. An application processing appara-
tus, applied to an embedded universal integrated cir-
cuit card eUICC, and comprising a processor and a
memory, wherein the processor and the memory are
separately connected to a communications bus, a
set of program code is stored in the memory, and
the processor is configured to invoke the program
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code stored in the memory to perform the following
steps:

disabling a first profile on the eUICC; and
setting, in a historical byte of an answer to reset
ATR, an application identifier to an application
identifier of an Issuer Security Domain Root ISD-
R application, wherein the application identifier
of the ISD-R application is used by a terminal
device in which the eUICC is located to select
the ISD-R application based on the application
identifier of the ISD-R application during an ini-
tialization process of the eUICC, to maintain a
session between the terminal device and the eU-
ICC.

Embodiment 52. The apparatus according to em-
bodiment 51, wherein after the processor disables
the first profile on the eUICC, the processor is further
configured to invoke the program code stored in the
memory to perform the following steps:

determining whether an enabled profile exists
on the eUICC; and

if no enabled profile exists on the eUICC, per-
forming the step of setting, in a historical byte of
ananswertoreset ATR, an application identifier
to an application identifier of an Issuer Security
Domain Root ISD-R application.

Embodiment 53. The apparatus according to em-
bodiment 52, wherein a manner in which the proc-
essor determines whether an enabled profile exists
on the eUICC is specifically:

determining whether an elementary file directory
EFdir exists in a file system of the eUICC, and
if no elementary file directory EFdir exists in the
file system of the eUICC, determining that no
enabled profile exists on the eUICC; or
determining whetherthe eUICC is in afirst state,
and if the eUICC is in the first state, determining
that no enabled profile exists on the eUICC,
wherein the first state indicates that there is no
enabled profile on the eUICC; or

determining whether metadata information cor-
responding to the enabled profile exists on the
eUICC, and if no metadata information corre-
sponding to the enabled profile exists on the eU-
ICC, determining that no enabled profile exists
on the eUICC.

Embodiment 54. The apparatus according to any
one of embodiments 51 to 53, wherein the processor
is further configured to invoke the program code
stored in the memory to perform the following steps:

enabling a second profile on the eUICC; and
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deleting the application identifier of the ISD-R
application that is set in the historical byte of the
ATR.

Embodiment 55. The apparatus according to em-
bodiment 54, wherein the processor is further con-
figured to invoke the program code stored in the
memory to perform the following step:

adding the application identifier of the ISD-R appli-
cation to the elementary file directory EFdir of the
eUICC.

Embodiment 56. An application processing appara-
tus, applied to a terminal device, and comprising a
processor, an input apparatus, an output apparatus,
and a memory, wherein the processor, the input ap-
paratus, the output apparatus, and the memory are
separately connected to a communications bus, a
set of program code is stored in the memory, and
the processor is configured to invoke the program
code stored in the memory to perform the following
steps:

activating an embedded universal integrated cir-
cuit card eUICC;

selecting an Issuer Security Domain Root ISD-
R application on the eUICC during an initializa-
tion process of the eUICC; and

obtaining eUICC information.

Embodiment 57. The application processing appa-
ratus according to embodiment 56, wherein after the
processor obtains the eUICC information, the proc-
essor is further configured to invoke the program
code stored in the memory to perform the following
step:

sending the eUICC information to an application log-
ic function module in the terminal device.
Embodiment 58. The application processing appa-
ratus according to embodiment 56 or 57, wherein
the eUICC information comprises:

at least one of eUICC identity information, informa-
tion about a profile on the eUICC, and eUICC capa-
bility information.

Embodiment 59. The application processing appa-
ratus according to embodiment 58, wherein when
the eUICC information comprises the information
about the profile on the eUICC, the profile on the
eUICC comprises:

at least one of information about all profiles on the
eUICC, information about an enabled profile on the
eUICC, information about a disabled profile on the
eUICC, information about a preconfigured-type pro-
file on the eUICC, information about a test-type pro-
file on the eUICC, information indicating that there
is no operable profile on the eUICC, and information
indicating that there is no enabled profile on the eU-
ICC.

Embodiment 60. The application processing appa-
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ratus according to embodiment 58, wherein when
the eUICC information comprises the eUICC capa-
bility information, the eUICC capability information
comprises:

at least one of a protocol version number supported
by the eUICC, an identifier of a key supported by the
eUICC, a category of the eUICC, and capability in-
formation of a local profile assistant LPA supported
by the eUICC.

Embodiment 61. The application processing appa-
ratus according to embodiment 60, wherein when
the eUICC capability information comprises the pro-
tocol version number supported by the eUICC, the
processor is further configured to invoke the program
code stored in the memory to perform the following
step:

obtaining, by using the application logic function
module, the protocol version number supported by
the eUICC, and determining, based on the protocol
version number supported by the eUICC, a protocol
version number used for communication between
the application logic function module and the eUICC.
Embodiment 62. The application processing appa-
ratus according to embodiment 60, wherein when
the eUICC capability information comprises the ca-
pability information of the LPA supported by the eU-
ICC, the processor is further configured to invoke
the program code stored in the memory to perform
the following step:

after obtaining the capability information of the LPA
supported by the eUICC, determining, by using the
application logic function module, whether capability
information of an LPA that is on the eUICC and that
is supported by the terminal device matches the ca-
pability information of the LPA supported by the eU-
ICC, and if the capability information of the LPA that
is on the eUICC and that is supported by the terminal
device matches the capability information of the LPA
supported by the eUICC, communicating with the
LPA on the eUICC by using the application logic
module.

Embodiment 63. The application processing appa-
ratus according to embodiment 60, wherein when
the eUICC capability information comprises the ca-
pability information of the LPA supported by the eU-
ICC, the processor is further configured to invoke
the program code stored in the memory to perform
the following step:

after obtaining the capability information of the LPA
supported by the eUICC, determining, based on the
capability information of the LPA supported by the
eUICC, whether to activate the LPA.

Embodiment 64. The application processing appa-
ratus according to embodiment 56 or 57, wherein a
logical channel used by the ISD-R application is a
basic logical channel.

Embodiment 65. The application processing appa-
ratus according to embodiment 56 or 57, wherein
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after the processor selects the Issuer Security Do-
main Root ISD-R application on the eUICC, the proc-
essor is further configured to invoke the program
code stored in the memory to perform the following
step:

terminating the ISD-R application.

Embodiment 66. The application processing appa-
ratus according to embodiment 65, wherein a man-
ner in which the processor terminates the ISD-R ap-
plication is specifically:

after completing initialization of the eUICC, ter-
minating the ISD-R application; or

after the selecting an Issuer Security Domain
Root ISD-R application on the eUICC, starting
a timer, and after the timer expires, terminating
the selected ISD-R application; or

after a local profile assistant LPA of the terminal
device initiates an instruction to select an ISD-
R application, terminating the selected ISD-R
application, and executing the instruction that is
initiated by the LPA of the terminal device and
that is used to select the ISD-R application; or
after receiving the eUICC information by using
the application logic function module, sending a
response message by using the application log-
ic function module, and after the terminal device
receives theresponse message, terminating the
ISD-R application.

Embodiment 67. An application processing appara-
tus, applied to a terminal device, and comprising a
processor, an input apparatus, an output apparatus,
and a memory, wherein the processor, the input ap-
paratus, the output apparatus, and the memory are
separately connected to a communications bus, a
set of program code is stored in the memory, and
the processor is configured to invoke the program
code stored in the memory to perform the following
steps:

activating an embedded universal integrated cir-
cuit card eUICC;

selecting an Issuer Security Domain Root ISD-
R application on the eUICC during an initializa-
tion process of the eUICC;

obtaining eUICC capability information; and
storing the eUICC capability information.

Embodiment 68. The application processing appa-
ratus according to embodiment 67, wherein the eU-
ICC capability information comprises capability in-
formation of a local profile assistant LPA supported
by the eUICC, and the processor is further config-
ured to invoke the program code stored in the mem-
ory to perform the following step:

when receiving that the terminal device activates the
local profile assistant LPA on the eUICC by using an
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application logic function module, determining,
based on the capability information of the LPA sup-
ported by the eUICC, whether the application logic
function module is supported in activating the LPA
on the eUICC, and if the application logic function
module is not supported in activating the LPA on the
eUICC, rejecting the application logic function mod-
ule to activate the LPA on the eUICC.

[0199] It should be noted that, for ease of description,
the foregoing method embodiments are represented as
a series of actions. However, a person skilled in the art
should appreciate that the presentinvention is not limited
to the described order of the actions, because according
to this application, some steps may be performed in other
orders or simultaneously. It should be further appreciated
by a person skilled in the art that the embodiments de-
scribed in this specification all belong to preferred em-
bodiments, and the involved actions and modules are
not necessarily required by this application.

[0200] In the foregoing embodiments, the description
of each embodiment has respective focuses. For a part
that is not described in detail in an embodiment, refer to
related descriptions in other embodiments.

[0201] The steps of the method in the embodiments of
the presentinvention may be adjusted in sequence, com-
bined or deleted depending on an actual requirement.
[0202] The units in the apparatus in the embodiments
of the present invention may be combined, divided, or
deleted based on an actual requirement.

[0203] A person of ordinary skill in the art can under-
stand that all or some of the steps of the method in the
embodiments may be implemented by a program in-
structing related hardware. The program may be stored
in a computer readable storage medium. The storage
medium may include a flash memory, a read-only mem-
ory (Read-Only Memory, ROM), a random access mem-
ory (Random Access Memory, RAM), a magnetic disk,
an optical disc, or the like.

[0204] The application processing method and appa-
ratus for an embedded universal integrated circuit card
provided in the embodiments of the presentinvention are
described in detail above. The principle and implemen-
tation of the present invention are described herein
through specific examples. The description about the
foregoing embodiments is merely provided to help un-
derstand the method and core ideas of the present in-
vention. In addition, a person of ordinary skill in the art
can make variations and modifications in terms of the
specific implementations and application scopes based
on the ideas of the presentinvention. Therefore, the con-
tent of this specification shall not be construed as a limit
to the present invention.

Claims

1. Anapplication processing method for an embedded
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universal integrated circuit card, eUICC, comprising:

activating, by a terminal device, the eUICC;
selecting, by the terminal device, an Issuer Se-
curity Domain Root, ISD-R, application of the
eUICC during an initialization process of the eU-
ICC;

obtaining, by the terminal device, eUICC infor-
mation during the initialization process ofthe eU-
ICC.

The method according to claim 1, wherein the meth-
od further comprises:

sending the eUICC information to an Local Profile
Assistant, LPA, module.

The method according to claim 1 or 2, wherein the
activating the eUICC comprising:

activating the eUICC by providing voltage to the eU-
ICC.

The method according to any one of claims 1 to 3,
wherein the eUICC information comprises at least
one of eUICC identity information, information about
a profile on the eUICC, or eUICC capability informa-
tion.

The method according to claim 4, wherein the eUICC
capability information comprises at least one of a
protocol version number supported by the eUICC,
an identifier of a key supported by the eUICC, a cat-
egory of the eUICC, or capability information of an
LPA supported by the eUICC.

The method according to claim 4 or 5, wherein the
information about the profile on the eUICC compris-
es:

at least one of information about all profiles on the
eUICC, information about an enabled profile on the
eUICC, information about a disabled profile on the
eUICC, information about a preconfigured-type pro-
file on the eUICC, information about a test-type pro-
file on the eUICC, information indicating that there
is no operable profile on the eUICC, or information
indicating that there is no enabled profile on the eU-
ICC.

The method according to any one of claims 1 to 6,
wherein the method further comprises:

if there is no enabled profile on the eUICC, maintain-
ing a session between the terminal device and the
eUICC.

The method according to any one of claims 1 to 7,
wherein the method further comprises:
terminating, by the terminal device, the ISD-R appli-
cation.
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The method according to claim 8, wherein the termi-
nating the ISD-R application comprises:

after the terminal device completes initialization of
the eUICC, terminating, by the terminal device, the
ISD-R application.

A terminal device, comprising:

at least one processor; and

a memory coupled to the at least one processor
and storing programming instructions that, in re-
sponse to executed by the at least one proces-
sor, cause the terminal device to implement the
method according to any one of claims 1 to 9.

An apparatus, comprising:

at least one processor, configured to invoke a com-
puter program from a memory and execute the com-
puter program to cause the apparatus to:

activating the eUICC;

selecting an Issuer Security Domain Root, ISD-
R, application of the eUICC during an initializa-
tion process of the eUICC;

obtaining eUICC information during the initiali-
zation process of the eUICC.

The apparatus according to claim 11, wherein the
method further comprises:

sending the eUICC information to an Local Profile
Assistant, LPA, module.

The apparatus according to claim 11 or 12, wherein
the activating the eUICC comprising:

activating the eUICC by providing voltage to the eU-
ICC.

The apparatus according to any one of claims 11 to
13, wherein the eUICC information comprises at
least one of eUICC identity information, information
about a profile on the eUICC, or eUICC capability
information.

The apparatus according to claim 14, wherein the
eUICC capability information comprises at least one
of a protocol version number supported by the eU-
ICC, an identifier of a key supported by the eUICC,
a category of the eUICC, or capability information of
alocal profile assistant LPA supported by the eUICC.
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