US 20140328254A1

a2y Patent Application Publication o) Pub. No.: US 2014/0328254 A1l

a9 United States

Lim

43) Pub. Date: Nov. 6, 2014

(54) METHOD FOR RE-SELECTING AP IN
WIRELESS COMMUNICATION SYSTEM,
AND DEVICE FOR SAME

(71)  Applicant: LG ELECTRONICS INC., Seoul (KR)

(72) Inventor: Jaewon Lim, Anyang-si (KR)

(73) Assignee: LG ELECTRONICS INC., Seoul (KR)
(21) Appl. No.: 14/361,628

(22) PCT Filed: Dec. 17,2012

(86) PCT No.: PCT/KR2012/010992
§371 (D),
(2), (4) Date:  May 29, 2014

Related U.S. Application Data

(60) Provisional application No. 61/576,970, filed on Dec.
16, 2011.

Publication Classification

(51) Int.CL
HO4W 48/20 (2006.01)
HO4W 84/12 (2006.01)
(52) U.S.CL
CPC oo HO4W 48/20 (2013.01); HO4W 84/12
(2013.01)
1673 G 370/328
(57) ABSTRACT

The method performed by a base station and comprises
receiving, from a terminal connected to a first WLAN AP, an
AP re-selection response message requesting a connection
change from the first WLAN AP to a second WLAN AP;
transmitting, to the second WL AN AP, an AP change request
message including information relating to the association of
the terminal and information relating to the connection setup
of'the terminal; receiving, from the second WLAN AP, an AP
change response message including information indicating
approval, or not, of the connection of the terminal; if the
second WL AN AP has provided approval, transmitting, to the
first WLAN AP, an AP change indication message indicating
the connection change of the terminal; and transmitting, to the
terminal, an AP re-selection command message ordering con-
nection with the second WLAN AP.

802,11 element




Patent Application Publication Nov. 6,2014 Sheet1 of 8 US 2014/0328254 A1

FIG. 1

RS 1 808201 eleent




Patent Application Publication Nov. 6,2014 Sheet 2 of 8

FIG. 2

Y A dagrya
BSS | o | 802 1 element

AN N

"“-\._‘_“_‘__%N“ — »’\? !;’ T

e SRR

QU SR

]

e

Vs BSTE

US 2014/0328254 Al



Patent Application Publication Nov. 6,2014 Sheet3 of 8 US 2014/0328254 A1

FIG. 3

SO H elorment




Patent Application Publication Nov. 6,2014 Sheet4 of 8 US 2014/0328254 A1

FIG. 4

User Eguipment {UE) WLAN AP

BEACON {Pre-active)

Frobe Reguest (Re-active)
Probe Response

Authentication Request

Authentication Response

Associntion Reguest

Asseetation Response




Patent Application Publication Nov. 6,2014 Sheet5of 8 US 2014/0328254 A1

il TN
'“f Cperator IPaenvice A
- network {e.g, IMB) S

e TN
& e

EPC{SAE)

D S L
;T access Trusted pon-
JGPP access
- (e, UTRAN G
<, GERAN) L k w\\%gz;g/
H N 'E—Ki\__w,\\vw ;
4

E e -,
e Ay

/ ¥ lmtm. ¢ 00

eNode B
UE



Nov. 6,2014 Sheet 6 of 8 US 2014/0328254 Al

Patent Application Publication

Aepop GOmBPRS-2Y dY

IO GONRIBIILOT S5[WHS S~ :m% 10 ;.m e k e
SO 1 s K F Y P

ﬁ,nw« w 1 dY mﬁ‘i)‘m UOLEREEIY w\w 1}
013 %ﬁfm BOBIRS-SI gY 7T



US 2014/0328254 Al

LS ™ 2HIPFIOL LD iy fady |
BELS T e
. , DON UISSH WEEL 2poy wins
L8 apduny dmeg shuryy gy PURHAGT) TOURNR8Y Y
Sy Fopaesiog wpgesy o e
o mhe faissg Wi smesp 47
— neatpa] ey gy
= pal
~ HA§ 7 ((I7Y 905 SSOUDY IVIA A1 9p0) ST
~N—
8 ssundsayy 28amp) gy
= D - = -
72 BOLS {01ssa e gesy Faang Ty onetio
- OO PROTEI0N ok a4 ‘..,W.Emwmwu L SAPY 9 1) fey 199 ] qesa ey v LS
= ooy R0y v PO UGBS YO
N Ripigeds) A7
o osusdsoy HONOOMETY Y
Vo »i. e ko w4 CHS CA A MO PR AL SHE KR ERAE KR G Rs S EE 5 € 6w 5 4u 00 w02 ) -m e o B o
2 w P ; § 01 BOHNARAT dY
4 G ) _
SHLS Wenbay uonaNsg JY “
B e s s s et i st i e A 7kt 0 i o )
m t3 LT R St (sep%s 7 uw ORI
= wodar paa Bupogrion
5 I b
= 1 1
_.M | IR R H
1 1
= FBES M KA P nagag
Dm “ OOy | R O DAY
1 1
0 P S S V0 O S . - — PR ]
ﬁ
S
.“llu.._ LAY NYIA AV NYTA bong a8 EH
=
<
~— &
= L Dl
~N—
<
=¥



Patent Application Publication Nov. 6,2014 Sheet 8 of 8 US 2014/0328254 A1

80 | .
Network Node J User Eqmpment {LE) /
. 83 . 93

8] N e B .

Provessay I Processor -
RE Uit - A RE Uit

Momory Memory .

b 82 U




US 2014/0328254 Al

METHOD FOR RE-SELECTING AP IN
WIRELESS COMMUNICATION SYSTEM,
AND DEVICE FOR SAME

FIELD OF THE INVENTION

[0001] The present invention relates to a wireless commu-
nication system and, more particularly, to a method for re-
selecting a WLAN (Wireless Local Area Network) AP (Ac-
cess Point) in a wireless communication system supporting a
multiple Radio Access Network and a device for supporting
the same.

BACKGROUND ART

[0002] A standard for Wireless Local Area Network tech-
nology is being developed as an IEEE (Institute of Electrical
and Electronics Engineers) 802.11 standard. IEEE 802.11a
and b use an unlicensed band at 2.4. GHz or 5 GHz, and IEEE
802.11b provides a transmission rate (or transmission speed)
of'11 Mbps, and IEEE 802.11a provides a transmission rate of
54 Mbps. IEEE 802.11g provides a transmission rate of 54
Mbps, by applying OFDM (Orthogonal frequency-division
multiplexing) at 2.4 GHz. IEEE 802.11n provides a transmis-
sion rate of 300 Mbps with respect to 4 spatial streams, by
applying MIMO-OFDM (multiple input multiple output-
OFDM). And, IEEE 802.11n supports a channel bandwidth of
up to 40 MHz, and, in this case, IEEE 802.11n provides a
transmission rate of 600 Mbps.

DETAILED DESCRIPTION OF THE INVENTION

Technical Objects

[0003] An object of the present invention is to propose a
method for easily transceiving (transmitting/receiving) data
between user equipments in a wireless communication sys-
tem and, preferably, in a wireless communication system
supporting amultiRadio Access Network, and a device for the
same.

[0004] Additionally, an object of the present invention is to
propose a method for performing in advance procedures
required for WLAN AP re-access of a user equipment through
a cellular network, when performing WLAN AP shift of the
user equipment, and a device for the same.

[0005] The technical objects of the present invention will
not be limited only to the objects described above. Accord-
ingly, technical objects that have not been mentioned above or
additional technical objects of the present application may
become apparent to those having ordinary skill in the art from
the description presented below.

Technical Solutions

[0006] Inan aspectofthe presentinvention, as a method for
reselecting a WLAN (Wireless Local Area Network) AP (Ac-
cess Point) in a wireless communication system supporting
multi Radio Access Network, the AP reselection method
includes the steps of having a base station receive an AP
reselection response message requesting access to be
changed from a first WLAN AP to a second WLAN AP from
a user equipment accessing the first WLAN AP, having the
base station transmit an AP change request message including
information related to association of the user equipment and
information related to connection setup to the second WLAN
AP, having the base station receive an AP change response
message including information indicating whether or not
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access of the user equipment has been approved from the
second WLAN AP, in case the second WLAN AP has
approved the access, having the base station transmit an AP
change indication message for indicating access change of
the user equipment to the first WL AN AP and having the base
station transmit an AP reselection command message com-
manding access to the second WLAN AP to the user equip-
ment.

[0007] Inanother aspect of the present invention, as a base
station performing WLAN (Wireless Local Area Network)
AP (Access Point) reselection in a wireless communication
system supporting multi Radio Access Network, the base
station includes an RF (Radio Frequency) unit configured to
transceive a radio signal and a processor configured to receive
an AP reselection response message requesting access to be
changed from a first WLAN AP to a second WLAN AP from
auser equipment accessing the first WLAN AP, to transmit an
AP change request message including information related to
association of the user equipment and information related to
connection setup to the second WLAN AP, to receive an AP
change response message including information indicating
whether or not access of the user equipment has been
approved from the second WLAN AP, to transmit an AP
change indication message for indicating access change of
the user equipment to the first WLAN AP, in case the second
WLAN AP has approved the access, and to transmit an AP
reselection command message commanding access to the
second WL AN AP to the user equipment.

[0008] Preferably, alternatively or additionally, the method
further includes a step of having the base station receive a
neighboring cell report message including an identifier of a
WLAN AP searched by the user equipment and signal inten-
sity information from the user equipment.

[0009] Preferably, alternatively or additionally, when the
user equipment requires access to be changed from the first
WLAN AP to the second WLAN AP, based upon the neigh-
boring cell report message, the method further includes a step
ot having the base station transmit an AP reselection request
message requesting for an access change from the first
WLAN AP to the second WLAN AP to the user equipment.

[0010] Preferably, alternatively or additionally, when data
of the user equipment begin to be forwarded to the second
WLAN AP from the first WLAN AP, the method further
includes a step of having the base station receive an AP
change setup complete message indicating that preparations
required for the access of the user equipment have been
completed from the second WLAN AP.

[0011] Preferably, alternatively or additionally, the AP
reselection response message further includes at least any one
of'an identifier of the user equipment, capability information
of the user equipment, association identifier (AID) with the
first WLAN AP, an identifier of the first WLAN AP, and an
identifier of the second WLAN AP.

[0012] Preferably, alternatively or additionally, the AP
change request message includes information that is identical
to information included in the AP reselection response mes-
sage.

[0013] Preferably, alternatively or additionally, the AP
change response message includes an AID (Association Iden-
tifier) of the user equipment.

[0014] Preferably, alternatively or additionally, the AP
reselection command message includes information indicat-
ing whether or not access of the user equipment has been
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approved by the second WLAN AP and an AID (Association
Identifier) of the user equipment.

Effects of the Invention

[0015] According to the exemplary embodiment of the
present invention, data may be easily transceived (transmit-
ted/received) between user equipments in a wireless commu-
nication system and, preferably, in a wireless communication
system supporting a multiple Radio Access Network.

[0016] Additionally, according to the exemplary embodi-
ment of the present invention, by completing in advance
procedures that are required for WLAN AP re-access ofa user
equipment through a cellular network, WLAN AP re-access
of the user equipment may be easily and quickly performed.
[0017] The effects of the present invention will not be lim-
ited only to the effects described above. Accordingly, effects
that have not been mentioned above or additional effects of
the present application may become apparent to those having
ordinary skill in the art from the description presented below.

BRIEF DESCRIPTION OF THE DRAWINGS

[0018] The accompanying drawings, which are included as
a part of the detailed description in order to provide a further
understanding of the present invention, provide exemplary
embodiments of the present invention and describe the tech-
nical aspects of the present invention along with the detailed
description.

[0019] FIG.1illustrates anexemplary structure ofa WLAN
system.

[0020] FIG. 2 illustrates another exemplary structure of a
WLAN system.

[0021] FIG. 3 illustrates yet another exemplary structure of
a WLAN system.

[0022] FIG. 4 illustrates an exemplary procedure for having
a user equipment access an AP in a WLAN system.

[0023] FIG. 5illustrates an exemplary structural diagram of
a network to which the present invention may be applied.
[0024] FIG. 6 illustrates an example of a WLAN AP re-
selection process according to an exemplary embodiment of
the present invention.

[0025] FIG. 7 illustrates an exemplary procedure of WLAN
AP re-selection according to an exemplary embodiment of
the present invention.

[0026] FIG. 8 illustrates a block view of a structure of a
wireless communication device according to an exemplary
embodiment of the present invention.

BEST MODE FOR CARRYING OUT THE
PRESENT INVENTION

[0027] Hereinafter, the preferred embodiments of the
present invention will now be described in detail with refer-
ence to the accompanying drawings. The detailed description
of the present invention that is to be disclosed along with the
appended drawings is merely given to provide to describe the
exemplary embodiment of the present invention. In other
words, the embodiments presented in this specification do not
correspond to the only embodiments that can be realized
according to the present invention. In the following descrip-
tion of the present invention, the description of detailed fea-
tures of the present invention will be given in order to provide
full and complete understanding of the present invention.
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However, it will be apparent to those skilled in the art that the
present invention can be realized even without the detailed
features described herein.

[0028] Insome cases, in orderto avoid any ambiguity in the
concept (or idea) of the present invention, some of the struc-
tures and devices disclosed (or mentioned) in the present
invention may be omitted from the accompanying drawings
of the present invention, or the present invention may be
illustrated in the form of a block view focusing only on the
essential features or functions of each structure and device.
[0029] In the description of the present invention, the
embodiments of the present invention will be described by
mainly focusing on the data transmission and reception rela-
tion between the base station and the terminal (or user equip-
ment). Herein, the base station may refer to a terminal node of
the network that performs direct communication with the
terminal. Occasionally, in the description of the present
invention, particular operations of the present invention that
are described as being performed by the base station may also
be performed by an upper node of the base station. More
specifically, in a network consisting of multiple network
nodes including the base station, it is apparent that diverse
operations that are performed in order to communicate with
the terminal may be performed by the base station or b net-
work nodes other than the base station. The term ‘Base Sta-
tion (BS)’ may be replaced by other terms, such as fixed
station, Node B, eNode B (eNB), Access Point (AP), and so
on. The term ‘relay’ may be replaced by terms including
Relay Node (RN), Relay Station (RS), and so on. Addition-
ally, the term ‘Terminal’ may be replaced by terms including
UE (User Equipment), MS (Mobile Station), MSS (Mobile
Subscriber Station), SS (Subscriber Station), AMS (Ad-
vanced Mobile Station), WT (Wireless terminal), MTC (Ma-
chine-Type Communication) device, M2M (Machine-to-Ma-
chine) device, D2D device (Device-to-Device) device, and so
on.

[0030] The specific terms used in the following description
of the present invention are provided to facilitate the under-
standing of the present invention. And, therefore, without
deviating from the technical scope and spirit of the present
invention, such specific terms may also be varied and/or
replaced by other terms.

[0031] Herein, the embodiments of the present invention
may be supported by at least one the disclosed standard docu-
ments for wireless access systems including the IEEE 802
system, the 3GPP LTE system, the LTE-A (LTE-Advanced)
system, and the 3GPP2 system. More specifically, among the
embodiments of the present invention, partial operation steps
or structures of the present invention, which have been omit-
ted from the description of the present invention in order to
specify and clarify the technical scope and spirit of the present
invention may also be supported by the above-described stan-
dard documents. Furthermore, the terms disclosed in the
description of the present invention may be described based
upon the above-mentioned standard documents.

[0032] The technology described below may be used in a
wide range of wireless access systems, such as CDMA (Code
Division Multiple Access), FDMA (Frequency Division Mul-
tiple Access), TDMA (Time Division Multiple Access),
OFDMA (Orthogonal Frequency Division Multiple Access),
SC-FDMA (Single Carrier Frequency Division Multiple
Access), and so on. Herein, the CDMA may be realized by a
radio technology such as UTRA (Universal Terrestrial Radio
Access) or CDMA2000. The TDMA may be realized by a
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radio technology such as GSM (Global System for Mobile
communications)/GPRS (General Packet Radio Service)/
EDGE (Enhanced Data Rates for GSM Evolution). The
OFDMA may be realized by a radio technology such as IEEE
802.11 (Wi-Fi), IEEE 802.16 (WiMAX), IEEE 802-20,
E-UTRA (Evolved UTRA), and so on. The UTRA corre-
sponds to a portion of the UMTS (Universal Mobile Telecom-
munications System). And, as a portion of the E-UMTS
(Evolved UMTS) using the E-UTRA, the 3GPP (3rd Genera-
tion Partnership Project) LTE (long term evolution) system
adopts the OFDMA in a downlink and adopts the SC-FDMA
in an uplink. The LTE-A (LTE-Advanced) corresponds to an
evolution of the 3GPP LTE system.

[0033] 1. General Description of WLAN (Wireless Local
Area Network) to which the Present Invention can be Applied

[0034] FIG.1illustrates anexemplary structure ofa WLAN
system.
[0035] Referring to FIG. 1, the WLAN system includes

more than one BBS (Basic Service Set). The BBS corre-
sponds to a group of Stations (STAs), which are successfully
synchronized with one another, so as to be capable of com-
municating with one another. FIG. 1 shows an example of 2
BBSs and 2 STAs being accessed to each BSS. Oval markings
in FIG. 1 indicate coverage areas of the BSS, and this will be
referred to as a BSA (Basic Service Area). In case the STA
moves outside of the boundaries of the BSA, the STA can no
longer perform direct communication with another STA
existing in the BSA.

[0036] The BSS is divided into IBBS (Independent BSS)
and an Infrastructure BSS. The IBBS corresponds to the most
basic type of the WLAN system, and the IBBS is shown in
FIG. 1. Inthe IBBS, direct communication may be performed
between STAs, and a type of such inter-STA operation is
referred to as an ad hoc network.

[0037] In order to access the BSS, an STA should perform
a procedure for establishing synchronization with the base
station. Additionally, in order to access all services of the
Infrastructure BSS, the STA should be in association with the
base station. Such association procedure is performed
dynamically and includes usage of a DSS (Distribution Sys-
tem Service).

[0038] FIG. 2 illustrates another exemplary structure of a
WLAN system.
[0039] A direct distance between an STA and an STA may

be physically limited. Depending upon the network, this dis-
tance may be sufficient, however, if the distance is insuffi-
cient, the extension in the coverage may be required. Accord-
ingly, the BSS may be configured as an element of an
extended form of network consisting of multiple BSSs. As
described above, an architecture element being used for inter-
connecting the BSSs is referred to as a DS (Distribution
System).

[0040] As amechanism connecting multiple APs, the DS is
not necessarily required to be a network, and, if a predeter-
mined distribution service can be provided, there is no limi-
tation in the form of the DS. For example, the DS may cor-
respond to a wireless network (or radio network), such as a
mesh network, or may correspond to a physical architecture
configured to interconnect the APs.

[0041] Inthe WLAN system, a DSM (Distribution System
Medium) and a WM (Wireless Medium) may be logically
differentiated from one another. Each logical medium may be
used for a different purpose by different elements of the
architecture. By having the DS provide a logical service that
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is required for managing seamless integration of multiple
BSSs and address mapping to a destination, mobility of the
device is supported.

[0042] The AP (Access Point) corresponds to an entity
supporting an associated STA, so that the associated STA can
access the distribution system through the WM. Data between
the BSS and the DS is transported through such AP. Herein,
since all APs may correspond to STAs, the AP also corre-
sponds to an entity being assigned with an address. However,
in order to perform communication through the WM and to
perform communication through the DSM, the addresses
used by the APs are not required to be identical to one another.
[0043] FIG. 3 illustrates yet another exemplary structure of
a WLAN system.

[0044] A wireless network having an arbitrary size and
complexity may be configured by using a DS and a BSS, and
such network type is referred to as an ESS (Extended Service
set). The ESS refers to multiple BSSs being connected
through the DS and does not include a DS. Since the ESS
network has an LLC (Logical Link Control) layer that is
identical to the LLC layer of the IBSS layer, the STA belong-
ing to the ESS may move transparently to the LL.C to one BSS
to another BSS.

[0045] In order to create physically continuous coverage,
the BSSs may partially overlap (or overlay) one another. And,
since there is not limitation in the logical distance between the
BSSs, the BSSs may not be physically connected to one
another. Additionally, in order to avoid unnecessary overlap-
ping, one (or more than one) IBBS or ESS network may exist
as one (or more than one) ESS network in physically identical
space for a case when an ad hoc network is being operated in
a location having an ESS network, or for a case when each
WLAN system network physically overlapping one another
is setup as a different architecture, or for a case when multiple
access or security policies each being different from one
another are being required.

[0046] Asalogical entity including MAC (Medium Access
Control) and a Physical Layer interface respective to a wire-
less medium, the above-described STA includes an AP STA
(AP Station) and a Non-AP STA (Non-AP Station). Among
the STAs, a mobile user equipments being manipulated by the
user corresponds to a Non-AP STA, and, when simply
referred to as an STA, the STA may also indicate a Non-AP
STA. The Non-AP STA may also be referred to as other terms,
such as a terminal, a WIRU (Wireless Transmit/Receive
Unit), a UE (User Equipment), an MS (Mobile Station), a
Mobile Terminal, a Mobile Subscriber Unit, and so on. Addi-
tionally, the AP corresponds to a functional entity providing
access to a DS (Distribution system) to an STA (Associated
Station), which is coupled to the corresponding AP, by pass-
ing through a wireless medium. The AP may also be referred
to as BS (Base Station), Node-B, BTS (Base Transceiver
System), Femto BS, or site controller, and so on.

[0047] FIG. 4 illustrates an exemplary procedure for having
a user equipment access an AP in a WLAN system.

[0048] Referring to FIG. 4, the AP periodically generates
and transmits a broadcast type Beacon frame. After receiving
the beacon frame, the user equipment detects the presence of
an access point. The Beacon frame may be configured to
include a header, a frame body, and an FCS (Frame Check
Sequence), and the Beacon frame may include information,
such as Time stamp, Beacon interval, Capability, SSID (Ser-
vice Set Identifier), and Supported rates, and so on. The SSID
(Service Set Identifier) corresponds to an identifier that is
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used for identifying multiple basic service sets each being
different from one another ina WLAN system, and the SSID
may also be referred to as a basic service set identifier
(BSSID).

[0049] The user equipment receives a beacon frame, and
the user equipment verifies the presence of multiple APs that
are available for access (accessible APs) through the received
beacon frames. This is referred to as passive scanning. The
user equipment selects a specific AP among the multiple APs
and transmits a Probe Request frame to the selected AP.

[0050] Meanwhile, the user equipment may store informa-
tion on the APs to which the user equipment has already
accessed as profile. After storing the information on the APs
to which the user equipment has already accessed as profile,
the user equipment may be capable of selecting an AP from a
next profile without having to receive a beacon frame, and the
user equipment may then transmit a probe request frame to
the selected access point. This is referred to as active scan-
ning.

[0051] The probe request frame may be configured to
include a header, a frame body, and a frame check sequence
(FCS), and the probe request frame may include information,
such as Service Set Identifier (SSID), Supported rates, and so
on. As described above, the service set identifier corresponds
to an identifier that is used for differentiating (or identifying)
the basic service set, and any user equipment that is not aware
(or informed) of the unique service set identifier of a specific
basic service set is incapable of accessing the correction basic
service set. More specifically, in order to access a specific
basic service set, i.e., in order to access an AP, the user
equipment sends out a service set identifier by loading the
service set identifier in a probe request frame.

[0052] After receiving the probe request frame, the AP
transmits a Probe Response frame to the user equipment as a
response to the probe request frame. The Probe Response
frame may be configured to include a header, a frame body,
and a Frame Check Sequence (FCS), and the Probe Response
frame may include information, such as Time stamp, Beacon
interval, capability, Service Set Identifier (SSID), and Sup-
ported rates, and so on. This series of processes is referred to
as a Search procedure.

[0053] After undergoing the Search procedure, the user
equipment and the AP perform an Authentication procedure.
More specifically, after receiving the probe response frame
from the AP, the user equipment transmits an Authentication
Request frame to the AP in order to request Authentication.
Thereafter, by having the AP transmit an Authentication
Response frame to the user equipment, authentication
between the AP and the user equipment is established. The
authentication request frame and/or the authentication
response frame may be configured to include a header, a
frame body, and a frame check sequence (FCS), and the
authentication request frame and/or the authentication
response frame may include information, such as an Authen-
tication algorithm number, an Authentication transaction
sequence number, and a Status code, and so on.

[0054] After undergoing the Authentication procedure, the
user equipment and the AP perform an Association proce-
dure. More specifically, after establishing authentication
between the AP and the user equipment, the user equipment
transmits an Association Request frame to the AP. The Asso-
ciation Request frame may be configured to include a header,
a frame body, and a frame check sequence (FCS), and the
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Association Request frame may include information, such as
Capability, Listen interval, service set identifier (SSID), and
supported rates, and so on.

[0055] Then, by having the AP transmit an Association
Response frame to the user equipment as a response to the
Association request frame, association with the user equip-
ment is established. The association request frame may be
configured to include a header, a frame body, and a frame
check sequence (FCS), and the Association Request frame
may include information, such as Capability, Status Code,
AID (Association ID), and supported rates, and so on. Herein,
the association ID (AID) refers to a specific identifier that is
assigned to each user equipment in order to allow the AP to
identifier each of the multiple user equipment, after the asso-
ciation between the AP and the user equipments is estab-
lished.

[0056] 2. WLAN AP Re-Selection Method

[0057] Conventionally, when a user equipment intends to
shift (or move) from one specific WLAN AP to another
WLAN AP, since the user equipment is required to disconnect
the connection between the user equipment and the current
WLAN AP and to establish a new connection with the WLAN
AP to which the user equipment wishes to newly access, a
considerable amount of delay may occur. Additionally, when
access to the WLAN AP is intended to be established, since a
TCP/IP (Transfer Control Protocol/Internet Protocol) con-
nection is required to be newly established by performing an
association procedure and an authentication procedure, a
considerable amount of delay may occur with respect to the
WLAN AP access.

[0058] In order to resolve such problems, in the present
invention, before the user equipment reselects the WLAN AP,
if the user equipment accesses the corresponding WLAN AP,
after forwarding in advance information related to the access
of the user equipment to the WLAN AP, to which the user
equipment intends to shift, through the cellular communica-
tion network, and after completing in advance the procedures
that are required for the re-access (association and authenti-
cation), communication may be quickly resumed. At this
point, a process of transmitting in advance traffic data related
to the user equipment to the WLAN AP, to which the user
equipment intends to shift, may be included.

[0059] More specifically, when a communication user
equipment, which can communication by using both the cel-
lular mobile communication method and the WLAN commu-
nication method, is accessing both a cellular mobile commu-
nication network and a WLAN, in a situation where the user
equipment intends to perform communication by performing
WLAN AP reselection (WLAN AP reselection) from the
currently accessed WLAN AP to another WLAN AP, the
present invention relates to a method enabling the user equip-
ment to quickly resume communication without delay, when
the user equipment has reselected the WLAN AP, by deliver-
ing in advance information related to WLAN AP re-access to
the WL AN AP, to which the user equipment intends to shift,
through the currently accessed cellular network, and by trans-
mitting in advance the data traffic related to the corresponding
user equipment to the WLAN AP, to which the user equip-
ment intends to shift.

[0060] Hereinafter, in this specification, it will be assumed
that the user equipment corresponds to a user equipment that
is equipped with a RAT (RAT Radio Access Technology)
function allowing communication to be established by using
a cellular mobile communication method and a RAT function
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allowing communication to be established by using a WLAN
communication method. Additionally, for simplicity in the
description, the WLAN AP to which the user equipment is
currently access is referred to as a serving WLAN AP, and the
WLAN AP to which the user equipment wishes (or intends) to
newly access is referred to as a target WLAN AP.

[0061] Additionally, it will be assumed that the WLAN AP
according to the present invention has its location registered
by a specific mobile communication operator (or manager),
that the WLAN AP corresponds to a WLAN AP that can be
controlled by a base station or by a mobile core network
having a base station accessed thereto, and that the base
station and the WLAN AP are interconnected in a state of
being capable of communicating with one another through a
specific network. Although an exemplary structure of a net-
work to which the present invention may be applied is given
as an example in FIG. 5 shown below, the network structure
will not be limited only to this, and the present invention may
be applied to any wireless (or radio) communication system
supporting a heterogeneous (multi) radio access network.
[0062] FIG.5illustrates an exemplary structural diagram of
a network to which the present invention may be applied.
[0063] In order to respond to several forums and new tech-
nologies related to 4” generation mobile communication, as
an effort to optimize and enhance the performance of 3GPP
technologies from the end of year 2004, 3GPP, which estab-
lishes a technical standard of 3"/ generation mobile commu-
nication systems, has initiated research on LTE/SAE (Long
Term Evolution/System Architecture Evolution) technolo-
gies.

[0064] SAE, which is developed based upon 3GPP SA
WGQ@G2, corresponds to a research related to network technolo-
gies targeted to decide a network structure by alternating
processes with LTE processes of 3GPP TSG RAN and to
support mobility between heterogeneous networks, and the
SAE corresponds to one of the most important standardiza-
tionissues inrecent 3GPP. As a process for evolving the 3GPP
system to an [P (Internet Protocol) based system supporting
diverse radio access technologies, the processes of the SAE
have been carried out to target an optimized packet based
system minimizing transmission delay with a more enhanced
data transmission capability.

[0065] An SAE higher level reference model, which is
defined in 3GPP SA WG2, includes a non-roaming case and
a roaming case respective to diverse scenarios, and reference
may be made to 3GPP standard documents TS 23.401 and TS
23.402 for detailed description of the same. A brief recon-
figuration of the SAE higher level reference model is shown
in the network structure diagram of FIG. 5, which shows a
general structure of an EPS (Evolved Packet System) includ-
ing EPC (Evolved Packet Core).

[0066] The EPC corresponds to an essential element of an
SAE (system Architecture Evolution) for enhancing the per-
formance of 3GPP technologies. SAE corresponds to a
research project for deciding a network structure that sup-
ports the mobility between diverse types of networks. The
SAE, for example, is targeted to provide a packet based sys-
tem that is optimized for supporting diverse radio access
technologies based on IP and for providing a more enhanced
data transmission capability.

[0067] More specifically, EPC corresponds to a Core Net-
work of an IP mobile communication system for a3GPP LTE
system, and the EPC may support packet-based real time and
non-real time services. In the conventional mobile commu-
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nication system (i.e., 2¢ generation or 3" generation mobile
communication system), the core network structure was real-
ized through 2 different sub-domains, such as CS (Circuit-
Switched) for sound and PS (Packet-Switched) for data.
However, in the 3GPP LTE system, which corresponds to an
evolved version of the 3’ generation mobile communication
system, the CS and PS sub-domains have been unified to a
single IP domain. More specifically, inthe 3GPP LTE system,
a connection between user equipment and user equipment
each having IP capability may be configured through an IP
based base station (e.g., eNodeB (evolved Node B)), EPC,
application domain (e.g., IMS (IP Multimedia Subsystem)).
More specifically, the EPC corresponds to a structure that is
essential for the realization of an end-to-end IP service.
[0068] The EPC may include diverse elements, and FIG. 5
shows an example of SGW (Serving Gateway), PDN GW
(Packet Data Network Gateway), MME (Mobility Manage-
ment Entity), SGSN (Serving GPRS (General Packet Radio
Service) Supporting Node), ePDG (enhanced Packet Data
Gateway), which correspond to some of the diverse elements.
[0069] SGW operates as a boundary point between a RAN
(Radio Access Network) and a Core Network, and SGW
corresponds to an element that performs a function of main-
taining a data path between the eNodeB and the PDN GW.
Additionally, in case the user equipment is moved along an
area that is served by the eNodeB, the SGW performs the
function of a local mobility anchor point. More specifically,
for mobility within an E-UTRAN (Evolved-UMTS (Univer-
sal Mobile Telecommunication System) Terrestrial Radio
Access Network that is defined after 3GPP release-8), packets
may be routed through the SGW. Additionally, the SGW may
also function as an anchor point for the mobility with another
3GPP network (a RAN that is defined prior to 3GPP release-
8, e.g., UTRAN or GERAN (GSM (Global System for
Mobile Communication)/EDGE (Enhanced Data rates for
Global Evolution) Radio Access Network).

[0070] PDN GW (or P-GW) corresponds to a termination
point of a data interface directed to a packet data network.
PDN GW may support policy enforcement features, packet
filtering, charging support, and so on. Additionally, PDN GW
may function as an anchor point for mobility management
between a 3GPP network and a non-3GPP network (e.g., a
non-reliable network, such as I-WLAN (Interworking Wire-
less Local Area Network) and a reliable network, such as
CDMA (Code Division Multiple Access) network or
WiMax).

[0071] In the exemplary network structure of FIG. 5,
although SGW and PDN GW are illustrated to be configured
as separate gateways, two gateways may be configured in
accordance with a Single Gateway Configuration Option.
[0072] MME corresponds to an element performing signal-
ing and control functions for supporting access to a network
connection of a user equipment, allocation of network
resources, tracking, paging, roaming, and handover, and so
on. MME controls control plane functions related to sub-
scriber and session management. MME manages an extended
number of eNodeBs and performs signaling for the selection
of related art gateways for the handover respective to other
2G/3G networks. Additionally, MME performs the functions
of Security Procedures, Terminal-to-network Session Han-
dling, Idle Terminal Location Management, and so on.
[0073] SGSN performs handling of all packet data, such as
user mobility management and authentication respective to
another 3GPP network (e.g., GPRS network).
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[0074] ePDG performs a function ofa security node respec-
tive to a non-reliable non-3GPP network (e.g., -WLAN,
WiFi hotspot, and so on).

[0075] As described above with reference to FIG. 5, a user
equipment having an IP capability may access a service pro-
vider (i.e., an IP service network (e.g., IMS) provided by an
operator) after passing through diverse elements within the
EPC based upon a 3GPP access as well as anon-3GPP access.
[0076] Additionally, FIG. 5 illustrates diverse reference
points (e.g., S1-U, S1-MME, and so on). In the 3GPP system,
a conceptual link connecting 2 functions existing in different
functional entities of E-UTRAN and EPC is defined as a
reference point. Among the reference points shown in FIG. 5,
S2a and S2b correspond to non-3GPP interfaces. S2a corre-
sponds to a reference point providing related control and
mobility support between a reliable non-3GPP access and a
PDNGW to a user plane. S2b corresponds to a reference point
providing related control and mobility support between an
ePDG and a P-GW to a user plane. S2¢ corresponds to a
reference point between a user equipment (UE) and a P-GW.
[0077] As described above, in addition to a GTP (GPRS
Tunneling Protocol) protocol, which has been traditionally
used in the conventional 3GPP while supporting non-3GPP
interworking, the adoption of other diverse protocols of IETF
(Internet Engineering Task Force) has been realized. Most
particularly, IETF protocols of PMIPv6 (Proxy Mobile [Pv6)
and DSMIPv6 (Dual Stack Mobile IPv6), and so on, have
been adopted in a draft version state prior to RFC (Request for
Comments) ofthe IETF and is being used as a crucial protocol
of non-3GPP interoperability in the current SAE standard.
Essentially, a GTP protocol is used for inter-3GPP RAT (In-
ter-Radio Access Technology) handover, and IETF-based
protocols are used for S2 interfaces for non-3GPP interoper-
ability. Most particularly, reference point S5, which provides
User Plane tunneling and tunnel management between an
SGW and a P-GW and reference point S8 (not shown), which
is used when performing roaming, may both support GTP and
IETF-based protocols.

[0078] Hereinafter, an exemplary embodiment of a method
of delivering (or transmitting) information related to WLAN
AP re-access to a WLAN AP that is targeted for shifting
through a cellular network during the WLAN AP re-selection
procedure of the user equipment will be described.

[0079] FIG. 6 illustrates an example of a WLAN AP re-
selection process according to an exemplary embodiment of
the present invention.

[0080] FIG. 6 corresponds to a schematic view of a proce-
dure of transmitting in advance information on an access
change to a target WLAN AP through a cellular network and
a procedure of also forwarding (or delivering) data traffic to
the target WLAN AP, in case a user equipment, which is
accessing the cellular network and the WLAN, intends (or
wishes) to change (or shift) its access to the searched target
WLAN AP, so as to perform communication. As described
above, by performing in advance a preparatory procedure for
shifting access to a target WLAN AP, prior actually shifting
its access to the target WLAN AP, the user equipment may
perform seamless communication without any delay respec-
tive to the access change (or shift).

[0081] 1)Incaseasignal quality of atarget WLAN AP (AP
2), which has been searched from beacon signals that are
periodically transmitted from neighboring WLAN APs, is
better than a signal quality ofa serving WLAN AP (AP 1), the
user equipment transmits an AP reselection response mes-
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sage, which includes information on itself (the user equip-
ment), to the base station, thereby requesting an access shift to
the target WLAN AP. Herein, the WLAN AP reselection
method may be initiated by the base station. In case the
WLAN AP reselection method is initiated by the base station,
aprocedure of having the base station request the user equip-
ment to perform AP reselection by transmitting an AP rese-
lection request message to the user equipment may be further
included, and the user equipment may transmit an AP rese-
lection response including information on itself (the user
equipment) to the base station, as a response to the AP rese-
lection request message. In order to do so, the user equipment
periodically delivers (or forwards) a neighbor cell report mes-
sage, which includes an identifier of the neighbor WLAN AP
searched by the user equipment and information on a signal
intensity of each neighbor WL AN AP, to the base station.
[0082] 2-1,2-2) Thebase station directs the serving WLAN
AP (AP 1) and the target AP (AP 2) to perform the preparatory
procedure for the AP reselection of the user equipment by
transmitting an AP reselection indication message to the serv-
ing WLAN AP (AP 1) and the target AP (AP 2). Herein, the
AP reselection indication message, which is transmitted to
the target WLAN AP (AP 2) may include information on the
user equipment, information on the serving WLAN AP to
which the user equipment is currently accessing, and infor-
mation on the target WLAN AP to which the user equipment
wishes to access through AP reselection, along with informa-
tion required for association of the user equipment and infor-
mation required for connection setup.

[0083] 3) After receiving the AP reselection indication
message from the base station, the serving WLAN AP for-
wards data traffic of the current user equipment to the target
WLAN AP (traffic forwarding), and the target WLAN AP
stores the data traffic of the user equipment, which is received
from the serving WLAN AP, in a buffer until access of the user
equipment is established.

[0084] 4) The base station transmits an AP reselection com-
mand message commanding (or ordering) the WLAN AP
reselection procedure to be performed to the user equipment.
Herein, the base station may transmit the AP reselection
command message to the user equipment after verifying that
the procedure for the AP reselection of the user equipment has
been completed, by receiving an AP change setup complete
message from the target WLAN AP (AP 2).

[0085] 5)Afterreceiving the AP reselection command mes-
sage from the base station, the user equipment disconnects its
access to the serving WLAN AP (AP 1) and performs data
transmission to the target WLAN AP (AP 2). Herein, since the
information required for association of the user equipment
and the information required for connection setup have all
been forwarded (or delivered) to the target WLAN AP (AP 2),
the user equipment may perform data transmission to the
target WLAN AP (AP 2) after searching for a signal of the
target WLAN AP (AP 2), without any association process
with the target WLAN AP (AP 2) and performing synchroni-
zation with the target WLAN AP (AP 2).

[0086] FIG. 7 illustrates an exemplary procedure of WLAN
AP re-selection according to an exemplary embodiment of
the present invention.

[0087] Referring to FIG. 7, the user equipment periodically
searches for a neighboring WLAN AP that is available for
communication, while the user equipment is performing
communication by accessing both the cellular network and
the WLAN AP (S701). Herein, the method of each user equip-
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ment for searching for the corresponding WLAN AP may be
performed by searching for a beacon frame, which is periodi-
cally transmitted by the WLAN AP, and by receiving the
beacon frame.

[0088] As described above, the beacon frame may include
information, such as time stamp, beacon interval, AP capa-
bility, SSID (Service Set Identifier), and supported rates, and
so on. The SSID (Service Set Identifier) corresponds to an
identifier that is used for identifying multiple basic service
sets each being different from one another in a WLAN sys-
tem, and the SSID may also be referred to as a basic service
set identifier (BSSID).

[0089] After searching the WLAN AP, the user equipment
transmits an ID (identifier) of the searched WLAN AP to the
base station through a neighbor cell report message (S703).
More specifically, after receiving the beacon frame from the
WLAN AP, among the information within the received bea-
con frame, the user equipment may transmit the BSSID of'the
WLAN AP, which has transmitted the corresponding beacon
frame, to the base station through the neighbor cell report
message.

[0090] The neighbor cell report message may include iden-
tifier information of one or more WL AN APs. Additionally,
the neighbor cell report message may also optionally include
AP capability information, supported rate information, and so
on, which are included in the beacon frame. Moreover, the
neighbor cell report message may be included in a neighbor
base station report message of a conventional cellular net-
work, which is included in the base station, and may then be
transmitted, and the neighbor cell report message may also be
transmitted separately from the neighbor base station report
message of the conventional cellular network. Herein, in case
the neighbor cell report message is transmitted separately
from the neighbor base station report message of the conven-
tional cellular network, the neighbor cell report message may
be configured to have the same format as the neighbor base
station report message of the conventional cellular network.
Furthermore, in order to be differentiated from the neighbor
base station report message of the conventional cellular net-
work, indication information may be included in the message.

[0091] Meanwhile, since the user equipment periodically
searches for neighboring WLAN APs, the user equipment
may periodically transmit a neighbor cell report message
including the identification information respective to the
searched WLAN AP to the base station. Additionally, the
neighbor cell report message may also be transmitted to the
base station only when the searched neighbor WLAN AP is
changed due to a change in the mobility or channel status of
the user equipment.

[0092] After receiving the neighbor cell report message
from the user equipment, when the base station determines
that the signal quality of the WLAN AP, which is searched by
the user equipment, is better than the signal quality of the
serving WLAN AP (WLAN AP 1) to which the user equip-
ment is currently accessing, or when the base station deter-
mines that the user equipment is required to perform WLAN
AP reselection from the serving WLAN AP to the WLAN AP,
which is searched by the user equipment, for reasons of
distributing traffic of the serving WLAN AP, and so on, the
base station transmits an AP reselection request message to
the user equipment (S705). Herein, the AP reselection request
message may include a BSSID of the target WLAN AP
(WLAN AP 2).
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[0093] The WLAN AP reselection method that is proposed
in the present invention may either be initiated by the base
station or be initiated by the user equipment. In case the
method is initiated by the user equipment, step S705 may be
omitted.

[0094] Incasethe WLAN AP reselection is initiated by the
base station, in step S705, an AP reselection request message
may be received from the base station, or, in case the WLAN
AP reselection is initiated by the user equipment, when the
user equipment itself wishes a WLAN AP, the user equipment
transmits an AP reselection response message to the base
station so as to request for an access change to the target
WLAN AP (WLAN AP 2) (S707). As described above, in
case the WL AN AP reselection is initiated by the user equip-
ment, the AP reselection response message may be referred to
as an AP reselection request message, and, step S703,
wherein the user equipment transmits the neighbor cell report
message to the base station, may also be omitted.

[0095] The AP reselection response message may include
atleast any one of a user equipment identifier, user equipment
capability information, user equipment association informa-
tion, user equipment connection information, association
identifier (AID) with the serving WLAN AP (WLAN AP 1),
a BSSID of the serving WLAN AP (WLAN AP 1), and a
BSSID of a target WLAN AP (WLAN AP 2). Herein, a MAC
address of the user equipment may be used as an example of
the identifier of the user equipment. The MAC address refers
to an address having the length of 48 bits, which is assigned to
each communication device (WLAN network adaptor
equipped to the device), and the corresponding address is a
globally unique address. The user equipment connection
information refers to TCP/IP connection information that is
communicated by the user equipment through the serving
WLAN AP (WLAN AP 1) and information for maintaining
the corresponding connection. For example, in case a MAC
address, an IP address, a Subnet Mask, a DHCP of a network
adapter are available, a Gateway address and an IP address of
a DHCP server, and so on, may be included. The user equip-
ment association information refers to information related to
the association between the user equipment and the serving
WLAN AP (WLAN AP 1). The association identifier (AID)
refers to an identifier that is allocated (or assigned) to the user
equipment by the serving WLAN AP (WLAN AP 1) for
communication after the association between the user equip-
ment and the serving WLAN AP (WLAN AP 1). The user
equipment capability information refers to information on a
capability (or function) of the user equipment that can be used
by the user equipment for WL AN access. The user equipment
capability information, user equipment association informa-
tion, user equipment connection information, BSSID of the
serving WLAN AP (WLAN AP 1), BSSID of atarget WLAN
AP (WLAN AP 2), and association identifier (AID) may
follow the respective formats defined in the IEEE 802.11
standard document.

[0096] After receiving the AP reselection response mes-
sage from the user equipment, the base station transmits an
AP change request message to the target WLAN AP (WLAN
AP 2), 50 as to notify the target WLAN AP (WLAN AP 2) that
the user equipment has requested an AP access change
(8709).

[0097] The AP change request message may include at least
any one of an identifier of the user equipment (e.g., a MAC
address of the user equipment), user equipment capability
information, user equipment association information, user
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equipment connection information, association identifier
(AID)withthe serving WLANAP (WLANAP 1),aBSSID of
the serving WLAN AP (WLAN AP 1), and a BSSID of a
target WLAN AP (WLAN AP 2). The information included in
the AP change request message may be identical to the infor-
mation included in the AP reselection response message,
which is transmitted to the base station by the user equipment.
[0098] After receiving the AP change request message, the
target WLAN AP (WLAN AP 2) transmits an AP change
response message to the base station, so as to notify the base
station whether or not the user equipment intends to accept (or
approve) the access request made to the user equipment itself
(S711).

[0099] The AP change response message may include at
least any one of information on whether or not the user equip-
ment intends to accept the access request (status code), and an
identifier of the user equipment. Additionally, the AP change
response message may selectively include a new association
identifier (AID) in case an association identifier (AID), which
is different from the association identifier (AID) respective to
the user equipment access from the serving WLAN AP
(WLAN AP 1), is required to be assigned to the user equip-
ment. More specifically, in case a new association ID (AID) is
not included in the AP change response message, the asso-
ciation identifier (AID) that is assigned to the user equipment
by the serving WLAN AP (WLAN AP 1) may be identically
used.

[0100] In case the target WLAN AP (WLAN AP 2) rejects
(or denies) the access request of the user equipment, the base
station may transmit to the user equipment a message for
notifying that the target WLAN AP (WLAN AP 2) has
rejected the access request of the user equipment. Herein, the
message for notifying that the target WLAN AP (WLAN AP
2) has rejected the access request of the user equipment may
include information indicating whether or not the AP reselec-
tion request has been accepted by the target WLAN AP
(WLAN AP 2), i.e., a status code included in the AP change
response message.

[0101] Thereafter, by selecting another WLAN AP as the
target WLAN AP and by transmitting a reselection response
message to the base station, the user equipment may re-
perform (or repeat) the WLAN AP reselection procedure.
Herein, after re-searching for a neighboring WLAN AP, by
selecting another WLAN AP from the re-searched WLAN
APs as the new target WLAN AP, the user equipment may
repeat the procedure from step S701, or by selecting another
WLAN AP from the already searched WLLAN APs as the new
target WLAN AP, the user equipment may repeat the proce-
dure from step S707. Additionally, after receiving an AP
change response message rejecting the access request of the
user equipment from the target WLAN AP (WLAN AP 2), by
selecting another WLAN AP included in the neighbor cell
report message, which is transmitted from the user equip-
ment, as the new target WLAN AP and by transmitting an AP
reselection request message to the user equipment, the base
station may repeat the procedure starting from step S705.
[0102] Hereinafter, for simplicity in the description, a case
when it is assumed that the target WLAN AP (WLAN AP 2)
transmits an AP change response message, which indicates
that the target WLAN AP (WLAN AP 2) has accepted the
access of the user equipment, to the base station will be
described.

[0103] After receiving the AP change response message, in
case the target WLAN AP (WLAN AP 2) has authorized the
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access request of the user equipment, the base station may
transmit an AP change indication message to the serving
WLAN AP (WLAN AP 1), so as to notify the serving WLAN
AP (WLAN AP 1) that the user equipment will change its
access to the target WLAN AP (WLAN AP 2) (S713).
[0104] The AP change indication message may include
indication information for notifying or for indicating that the
user equipment will change its access to the target WLAN AP
(WLAN AP 2).

[0105] After receiving the AP change indication message
from the base station, the serving WLAN AP (WLAN AP 1)
forwards the data traffic of the user equipment to the target
WLAN AP (WLAN AP 2) (traffic forwarding), while con-
tinuing to perform communication with the corresponding
user equipment (S715). Herein, the target WLAN AP
(WLAN AP 2) receiving data traffic of the user equipment
from the serving WLAN AP (WLAN AP 1) buffers the data
traffic of the user equipment in the memory until access
between the user equipment and the target WLAN AP
(WLAN AP 2) is established.

[0106] Additionally, the target WLAN AP (WLAN AP 2)
begins to receive the data traffic of the user equipment from
the serving WLAN AP (WLAN AP 1), the target WLAN AP
(WLAN AP 2) transmits an AP change setup complete mes-
sage to the base station, so as to notify that all preparations
respective to the access of the user equipment have been
completed (S717).

[0107] The AP change setup complete message may
include indication information indicating that all prepara-
tions respective to the access of the user equipment have been
completed by the target WLAN AP (WLAN AP 2).

[0108] After receiving the AP change setup complete mes-
sage from the target WLAN AP (WLAN AP 2), the base
station may transmit an AP reselection command message to
the user equipment, so as to notify that the access change
request to the target WLAN AP (WLAN AP 2) requested by
the user equipment has been accepted and to notify that prepa-
rations for the corresponding access change have been com-
pleted (S919).

[0109] The AP reselection command message may include
information indicating whether or not the AP reselection
request has been accepted by the target WLAN AP (WLAN
AP 2), i.e., a status code included in the AP change response
message. Additionally, in case a new association identifier
(AID) has been assigned to the user equipment by the target
WLAN AP (WLAN AP 2), a new association identifier may
be included.

[0110] After receiving the AP reselection command mes-
sage, the user equipment disconnects its access to the serving
WLAN AP (WLAN AP 1) and searches for a signal of the
target WLAN AP (WLAN AP 2), so as to perform synchro-
nization, and then performs data transmission (S721). Herein,
since the information required for the association of the user
equipment and the information required for the connection
setup have already been forwarded to the target WLAN AP
(WLAN AP 2) during an information exchange between the
serving WLAN AP (WLAN AP 1) or the base station and the
target WLAN AP (WLAN AP 2), the user equipment may
seamlessly perform data communication with the target
WLAN AP (WLAN AP 2) without performing an association
procedure.

[0111] Meanwhile, the above-described step S717 may
also be omitted. More specifically, after transmitting an AP
change indication to the serving WLAN AP (WLAN AP 1)in
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step S713, by transmitting an AP reselection command mes-
sage to the user equipment, the base station may perform the
procedure starting from step S719. At this point, step S713
and step S719 may be performed at the same time point.
[0112] 3. General Description of a Device to which the
Present Invention May be Applied

[0113] FIG. 8 illustrates a block view of a structure of a
wireless communication device according to an exemplary
embodiment of the present invention.

[0114] Referring to FIG. 8, a wireless communication
device includes a network node (80) and multiple user equip-
ments (90) located within the network node (80) area. Herein,
in the above-described exemplary embodiment, the network
node (80) may correspond to a base station or a WLAN AP.
[0115] The network node (80) includes a processor (81), a
memory (82), and an RF unit (radio frequency unit) (83). The
processor (81) realizes the proposed functions, procedures,
and/or methods. Layer of the wireless interface protocol may
be realized by the processor (81). The memory (82) is con-
nected to the processor (81) and stores diverse information for
operating the processor (81). The RF unit (83) is connected to
the processor (81) and transmits and/or receives radio signals.
[0116] The user equipment (90) includes a processor (91),
a memory (92), and an RF module (93). The processor (91)
realizes the proposed functions, procedures, and/or methods.
Layer of the wireless interface protocol may be realized by
the processor (91). The memory (92) is connected to the
processor (91) and stores diverse information for operating
the processor (91). The RF unit (93) is connected to the
processor (91) and transmits and/or receives radio signals.
[0117] The memory (82, 92) may be provided inside or
outside of the processor (81, 91) and may be connected to the
processor (81, 91) through diverse well-known means. Fur-
thermore, the network node (80) and/or the user equipment
(90) may have a single antenna or multiple antennae.

[0118] The above-described embodiments of the present
invention correspond to predetermined combinations of ele-
ments and features and characteristics of the present inven-
tion. Moreover, unless mentioned otherwise, the characteris-
tics of the present invention may be considered as optional
features of the present invention. Herein, each element or
characteristic of the present invention may also be operated or
performed without being combined with other elements or
characteristics of the present invention. Alternatively, the
embodiment of the present invention may be realized by
combining some of the elements and/or characteristics of the
present invention. Additionally, the order of operations
described according to the embodiment of the present inven-
tion may be varied. Furthermore, part of the configuration or
characteristics of any one specific embodiment of the present
invention may also be included in (or shared by) another
embodiment of the present invention, or part of the configu-
ration or characteristics of any one embodiment of the present
invention may replace the respective configuration or charac-
teristics of another embodiment of the present invention.
Furthermore, it is apparent that claims that do not have any
explicit citations within the scope of the claims of the present
invention may either be combined to configure another
embodiment of the present invention, or new claims may be
added during the amendment of the present invention after the
filing for the patent application of the present invention.
[0119] The above-described embodiments of the present
invention may be implemented by using a variety of methods.
For example, the embodiments of the present invention may
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be implemented in the form of hardware, firmware, or soft-
ware, or in a combination of hardware, firmware, and/or
software. In case of implementing the embodiments of the
present invention in the form of hardware, the method accord-
ing to the embodiments of the present invention may be
implemented by using at least one of ASICs (Application
Specific Integrated Circuits), DSPs (Digital Signal Proces-
sors), DSPDs (Digital Signal Processing Devices), PLDs
(Programmable Logic Devices), FPGAs (Field Program-
mable Gate Arrays), processors, controllers, micro control-
lers, micro processors, and so on.

[0120] In case of implementing the embodiments of the
present invention in the form of firmware or software, the
method according to the embodiments of the present inven-
tion may be implemented in the form of a module, procedure,
or function performing the above-described functions or
operations. A software code may be stored in a memory unit
and driven by a processor. Herein, the memory may be
located inside or outside of the processor, and the memory
unit may transmit and receive data to and from the processor
by using a wide range of methods that have already been
disclosed.

[0121] The present invention may be realized in another
concrete configuration (or formation) without deviating from
the scope and spirit of the essential characteristics of the
present invention. Therefore, in all aspect, the detailed
description of present invention is intended to be understood
and interpreted as an exemplary embodiment of the present
invention without limitation. The scope of the present inven-
tion shall be decided based upon a reasonable interpretation
of the appended claims of the present invention and shall
come within the scope of the appended claims and their
equivalents. Therefore, it is intended that the present inven-
tion covers the modifications and variations of this invention
provided they come within the scope of the appended claims
and their equivalents, and it is not intended to limit the present
invention only to the examples presented herein.

INDUSTRIAL APPLICABILITY

[0122] Although a method for transmitting data in a wire-
less communication system of the present invention is
described based upon an example that can be applied to a
3GPP LTE system and an IEEE 802.11 system, the method of
the present invention may also be applied to a variety of other
radio access system in addition to the 3GPP LTE system and
the IEEE 802.11 system.

What is claimed is:
1. A method for reselecting a WLAN (Wireless Local Area
Network) AP (Access Point) in a wireless communication
system supporting multi Radio Access Network, the AP rese-
lection method performed by a base station and comprising:
receiving an AP reselection response message requesting
access to be changed from a first WLAN AP to a second
WLAN AP from a user equipment accessing the first
WLAN AP;

transmitting an AP change request message including
information related to association of the user equipment
and information related to connection setup to the sec-
ond WLAN AP,

receiving an AP change response message including infor-

mation indicating whether or not access of the user
equipment has been approved from the second WLAN
AP;
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transmitting an AP change indication message for indicat-
ing access change of the user equipment to the first
WLAN AP, when the second WLAN AP has approved
the access; and

transmitting an AP reselection command message com-

manding access to the second WLAN AP to the user
equipment.

2. The method of claim 1, further comprising:

receiving a neighboring cell report message including an

identifier of a WLAN AP searched by the user equip-
ment and signal intensity information from the user
equipment.

3. The method of claim 2, further comprising:

transmitting an AP reselection request message requesting

for an access change from the first WLAN AP to the
second WLAN AP to the user equipment, when the user
equipment requires access to be changed from the first
WLAN AP to the second WLAN AP, based upon the
neighboring cell report message.

4. The method of claim 1, further comprising:

receive an AP change setup complete message indicating

that preparations required for the access of the user
equipment have been completed from the second
WLAN AP, when data of the user equipment begin to be
forwarded to the second WLAN AP from the first
WLAN AP.

5. The method of claim 1, wherein the AP reselection
response message further includes at least an identifier of the
user equipment, capability information of the user equip-
ment, association identifier (AID) with the first WLAN AP, an
identifier of the first WLAN AP, or an identifier of the second
WLAN AP.

6. The method of claim 5, wherein the AP change request
message includes information that is identical to information
included in the AP reselection response message.

7. The method of claim 1, wherein the AP change response
message includes an AID (Association Identifier) of the user
equipment.

8. The method of claim 7, wherein the AP reselection
command message includes information indicating whether
or not access of the user equipment has been approved by the
second WLAN AP and an AID (Association Identifier) of the
user equipment.

9. As a base station performing WLAN (Wireless Local
Area Network) AP (Access Point) reselection in a wireless
communication system supporting multi Radio Access Net-
work, the base station comprising:

an RF (Radio Frequency) unit configured to transceive a

radio signal; and

a processor configured to:

receive an AP reselection response message requesting

access to be changed from a first WLAN AP to a second
WLAN AP from a user equipment accessing the first
WLAN AP,
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transmit an AP change request message including informa-
tion related to association of the user equipment and
information related to connection setup to the second
WLAN AP,

receive an AP change response message including infor-
mation indicating whether or not access of the user
equipment has been approved from the second WLAN
AP,

transmit an AP change indication message for indicating
access change of the user equipment to the first WLAN
AP, when the second WLAN AP has approved the
access, and

transmit an AP reselection command message command-
ing access to the second WLAN AP to the user equip-
ment.

10. The base station of claim 9, wherein the processor
receives a neighboring cell report message including an iden-
tifier of a WLAN AP searched by the user equipment and
signal intensity information from the user equipment.

11. The base station of claim 10, wherein, when the user
equipment requires access to be changed from the first
WLAN AP to the second WLAN AP, based upon the neigh-
boring cell report message, the processor transmits an AP
reselection request message requesting for an access change
from the first WLAN AP to the second WLAN AP to the user
equipment.

12. The base station of claim 9, wherein, when data of the
user equipment begin to be forwarded to the second WLAN
AP from the first WLAN AP, the processor receives an AP
change setup complete message indicating that preparations
required for the access of the user equipment have been
completed from the second WLAN AP.

13. The base station of claim 9, wherein the AP reselection
response message further includes at least an identifier of the
user equipment, capability information of the user equip-
ment, association identifier (AID) with the first WLAN AP, an
identifier of the first WLAN AP, or an identifier of the second
WLAN AP.

14. The base station of claim 13, wherein the AP change
request message includes information that is identical to
information included in the AP reselection response message.

15. The base station of claim 9, wherein the AP change
response message includes an AID (Association Identifier) of
the user equipment.

16. The base station of claim 15, wherein the AP reselec-
tion command message includes information indicating
whether or not access of the user equipment has been
approved by the second WLAN AP and an AID (Association
Identifier) of the user equipment.

#* #* #* #* #*



