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POLICY UPDATE METHOD AND 
APPARATUS 

CROSS - REFERENCE TO RELATED 
APPLICATIONS 

[ 0001 ] This application is a continuation of International 
Application No. PCT / CN2018 / 112834 , filed on Oct. 31 , 
2018 , which claims priority to Chinese Patent Application 
No. 201711067642.3 , filed on Nov. 3 , 2017. The disclosure 
of the aforementioned applications are hereby incorporated 
by reference in their entireties . 

TECHNICAL FIELD 

[ 0002 ] Embodiments of this application relate to the com 
munications field , and more specifically , to a policy update 
method and apparatus . 
[ 0003 ] BACKGROUND 
[ 0004 ] In a 5th generation ( 5G ) communications network , 
a terminal device can access a local area data network 
( LADN ) . An LADN is a dedicated data network in a local 
area . An LADN network not only has a common data 
network name ( DNN ) , but also has a particular service area 
( SA ) . A terminal device can access an LADN only when the 
terminal device is in the SA of the LADN and meets an 
access condition . 
[ 0005 ] In the prior art , signaling overheads of a policy 
update method for an LADN are relatively large . 

SUMMARY 

[ 0006 ] Embodiments of this application provide a policy 
update method and apparatus , to reduce signaling overheads 
of an LADN in a policy update process . 
[ 0007 ] According to a first aspect of this application , a 
policy update method is provided , and includes : obtaining , 
by a policy control network element , updated policy infor 
mation of a local area data network ( LADN ) ; and sending , 
by the policy control network element , the updated policy 
information and instruction information to an access and 
mobility management network element , where the instruc 
tion information is used to instruct the access and mobility 
management network element to regionally update the 
updated policy information . According to the method in the 
embodiments of this application , signaling overheads of the 
LADN in a policy update process can be reduced . 
[ 0008 ] In a first possible implementation of the first 
aspect , the obtaining , by a policy control network element , 
updated policy information of an LADN includes : 
[ 0009 ] receiving , by the policy control network element , 
the updated policy information of the LADN from a unified 
data repository network element , an application function 
network element , or a network exposure function network 
element . 
[ 0010 ] In a second possible implementation of the first 
aspect , an update area of the updated policy information is 
a service area of the LADN . 
[ 0011 ] According to a second aspect of this application , a 
policy update method is provided , and includes : receiving , 
by an access and mobility management network element , 
updated policy information of a local area data network 
( LADN ) and instruction information from a policy control 
network element , where the instruction information is used 
to instruct the access and mobility management network 
element to regionally update the updated policy information ; 

and sending , by the access and mobility management net 
work element , the updated policy information to a terminal 
device in a service area of the LADN according to the 
instruction information . 
[ 0012 ] In a first possible implementation of the second 
aspect , before sending , by the access and mobility manage 
ment network element , the updated policy information , the 
method further includes : determining , by the access and 
mobility management network element , the service area of 
the LADN . 
[ 0013 ] In a second possible implementation of the second 
aspect , before sending , by the access and mobility manage 
ment network element , the updated policy information , the 
method further includes : determining , by the access and 
mobility management network element , that the terminal 
device is in an idle state ; and caching , by the access and 
mobility management network element , the updated policy 
information . According to the method in the embodiments of 
this application , the policy information can be sent based on 
a terminal status , so that signaling overheads of the LADN 
in a policy update process can be further reduced . 
[ 0014 ] In a third possible implementation of the second 
aspect , the method further includes : determining , by the 
access and mobility management network element , that the 
terminal device is in a connected state ; and the sending , by 
the access and mobility management network element , the 
updated policy information to a terminal device in a service 
area of the LADN according to the instruction information 
includes : sending , by the access and mobility management 
network element , the updated policy information to the 
terminal device in the connected state according to the 
instruction information . According to the method in the 
embodiments of this application , the policy information can 
be sent based on a terminal status , so that signaling over 
heads of the LADN in a policy update process can be further 
reduced . 
[ 0015 ] According to a third aspect of this application , a 
policy update method is provided , and includes : obtaining , 
by a policy control network element , updated policy infor 
mation of a local area data network ( LADN ) ; determining , 
by the policy control network element , information about an 
access and mobility management network element corre 
sponding to the LADN ; and sending , by the policy control 
network element , the updated policy information to the 
access and mobility management network element . Accord 
ing to the method in the embodiments of this application , a 
policy update at a granularity of the access and mobility 
management network element can be implemented . 
[ 0016 ] In a first possible implementation of the third 
aspect , the method further includes : receiving , by the policy 
control network element , information that is about a service 
area of the LADN from a unified data management network 
element ; and the determining , by the policy control network 
element , information about an access and mobility manage 
ment network element corresponding to the LADN includes : 
determining , by the policy control network element , infor 
mation about an access and mobility management network 
element corresponding to the service area . 
[ 0017 ] In a second possible implementation of the third 
aspect , the method further includes : receiving , by the policy 
control network element , subscription information from the 
access and mobility management network element ; and the 
sending , by the policy control network element , the updated 
policy information to the access and mobility management 
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network element includes : sending , by the policy control 
network element , the updated policy information to the 
access and mobility management network element based on 
the subscription information . 
[ 0018 ] In a third possible implementation of the third 
aspect , the obtaining , by a policy control network element , 
updated policy information of an LADN includes : 
[ 0019 ] receiving , by the policy control network element , 
the updated policy information of the LADN from a unified 
data repository network element , an application function 
network element , or a network exposure function network 
element . 
[ 0020 ] According to a fourth aspect of this application , a 
policy update apparatus is provided , and includes a process 
ing unit and a transceiver unit , where the processing unit is 
configured to obtain updated policy information of a local 
area data network ( LADN ) by using the transceiver unit ; and 
the processing unit is further configured to send the updated 
policy information and instruction information to an access 
and mobility management network element by using the 
transceiver unit , where the instruction information is used to 
instruct the access and mobility management network ele 
ment to regionally update the updated policy information . 
[ 0021 ] In a first possible implementation of the fourth 
aspect , the processing unit is configured to receive , by using 
the transceiver unit , the updated policy information of the 
LADN from a unified data repository network element , an 
application function network element , or a network expo 
sure function network element . 
[ 0022 ] In a second possible implementation manner of the 
fourth aspect , the updated policy information includes iden 
tification information of the LADN and identification infor 
mation of an application deployed in the LADN . 
[ 0023 ] According to a fifth aspect of this application , a 
policy update apparatus is provided , and includes a process 
ing unit and a transceiver unit , where the processing unit is 
configured to receive , by using the transceiver unit , updated 
policy information of a local area data network ( LADN ) and 
instruction information from a policy control network ele 
ment , where the instruction information comprises an 
instruction to regionally update the updated policy informa 
tion ; and the processing unit is configured to send the 
updated policy information to a terminal device in a service 
area of the 
[ 0024 ] LADN according to the instruction information by 
using the transceiver unit . 
[ 0025 ] In a first possible implementation manner of the 
fifth aspect , the processing unit is further configured to 
determine the service area of the LADN . 
[ 0026 ] In a second possible implementation of the fifth 
aspect , the apparatus further includes a storage unit . The 
processing unit is further configured to determine that the 
terminal device is in an idle state , and the storage unit is 
configured to cache the updated policy information . 
[ 0027 ] In a third possible implementation of the fifth 
aspect , the processing unit is further configured to determine 
that the terminal device is in a connected state , and the 
processing unit is configured to send the updated policy 
information to the terminal device in the connected state 
according to the instruction information by using the trans 
ceiver unit . 
[ 0028 ] According to a sixth aspect of this application , a 
policy update apparatus is provided , and includes a process 
ing unit and a transceiver unit , where the processing unit is 

configured to obtain updated policy information of a local 
area data network ( LADN ) by using the transceiver unit . The 
processing unit is further configured to determine informa 
tion about an access and mobility management network 
element corresponding to the LADN ; and the processing 
unit is further configured to send the updated policy infor 
mation to the access and mobility management network 
element by using the transceiver unit . 
[ 0029 ] In a first possible implementation of the sixth 
aspect , the processing unit is further configured to receive , 
by using the transceiver unit , information that is about a 
service area of the LADN from a unified data management 
network element . The processing unit is configured to deter 
mine information about the access and mobility manage 
ment network element corresponding to the service area . 
[ 0030 ] In a second possible implementation of the sixth 
aspect , the processing unit is further configured to receive , 
by using the transceiver unit , subscription information from 
the access and mobility management network element , and 
the processing unit is configured to send the updated policy 
information to the access and mobility management network 
element based on the subscription information by using the 
transceiver unit . 
[ 0031 ] In a third possible implementation of the sixth 
aspect , the processing unit is configured to receive , by using 
the transceiver unit , the updated policy information of the 
LADN from a unified data repository network element , an 
application function network element , or a network expo 
sure function network element . 
[ 0032 ] According to a seventh aspect of this application , a 
policy update apparatus is provided , and it includes a 
processor , a memory , and a communications interface . The 
memory is configured to store a computer instruction , and 
the processor is configured to perform the following opera 
tions according to the computer instruction stored in the 
storage unit : obtaining updated policy information of a local 
area data network ( LADN ) through the communications 
interface ; and sending the updated policy information and 
instruction information to an access and mobility manage 
ment network element through the communications inter 
face , where the instruction information is used to instruct the 
access and mobility management network element to region 
ally update the updated policy information . 
[ 0033 ] According to an eighth aspect of this application , a 
policy update apparatus is provided , and includes a proces 
sor , a memory , and a communications interface , where the 
memory is configured to store a computer instruction , and 
the processor is configured to perform the following opera 
tions according to the computer instruction stored in the 
storage unit : receiving , through the communications inter 
face , updated policy information of a local area data network 
( LADN ) and instruction information from a policy control 
network element , where the instruction information com 
prises an instruction to regionally update the updated policy 
information ; and sending the updated policy information to 
a terminal device in a service area of the LADN according 
to the instruction information through the communications 
interface . 
[ 0034 ] In any aspect of this application and the possible 
implementations of the aspect , the updated policy informa 
tion includes identification information of the LADN and 
identification information of an application deployed in the 
LADN . 
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[ 0035 ] In any aspect of this application and the possible 
implementations of the aspect , the policy information is a 
user equipment route selection policy . 
[ 0036 ] According to a ninth aspect of this application , a 
computer storage medium is provided . An instruction is 
stored in the computer - readable storage medium . When the 
instruction is run on a computer , the computer is enabled to 
perform the method in any one of the first aspect to the third 
aspect or possible implementations thereof . 
[ 0037 ] According to a tenth aspect of this application , a 
computer program product including an instruction is pro 
vided . When the instruction is run on a computer , the 
computer is enabled to perform the method in any one of the 
first aspect to the third aspect or possible implementations 
thereof . 

BRIEF DESCRIPTION OF DRAWINGS 

[ 0038 ] FIG . 1 is a schematic diagram of a communications 
system for implementing an embodiment of this application ; 
[ 0039 ] FIG . 2 is a schematic flowchart of a policy update 
method according to a first embodiment of this application ; 
[ 0040 ] FIG . 3 is a schematic flowchart of a policy update 
method according to a second embodiment of this applica 
tion ; 
[ 0041 ] FIG . 4 is a schematic flowchart of a policy update 
method according to a third embodiment of this application ; 
[ 0042 ] FIG . 5 is a schematic flowchart of a policy update 
method according to a fourth embodiment of this applica 
tion ; and 
[ 0043 ] FIG . 6 is a schematic diagram of a policy update 
apparatus according to an embodiment of this application . 

lar geographical area , and may communicate with a terminal 
device located in the coverage area ( cell ) . The access 
network device may communicate with any quantity of 
terminal devices . There may be a plurality of air interface 
connections between the access network device and the 
terminal device . For example , there are two air interface 
connections between the access network device and the 
terminal device , and the two air interface connections are 
respectively used to transmit a data stream A and a data 
stream B. The access network device may support commu 
nication protocols of different standards , or may support 
different communication modes . For example , the access 
network device may be an evolved NodeB ( eNodeB ) , a 
wireless fidelity access point ( WiFi AP ) , a worldwide 
interoperability for microwave access base station ( WiMAX 
BS ) , or a radio controller in a cloud radio access network 
( CRAN ) , or the network device may be an access network 
device in a future 5G network or an access network device 
in a future evolved PLMN . 
[ 0048 ] The core network may include a user plane func 
tion ( UPF ) network element , an access and mobility man 
agement function ( AMF ) network element , a session man 
agement function ( SMF ) network element , a policy control 
function ( PCF ) network element , an application function 
( AF ) network element , a network slice selection function 
( NSSF ) network element , an authentication server function 
( AUSF ) network element , and a unified data management 
( UDM ) network element . User plane data transmission 
between a terminal device and an LADN may be imple 
mented by using the access network device and the user 
plane function network element . In this embodiment , net 
work elements may communicate with each other through 
interfaces shown in FIG . 1 . 
[ 0049 ] The PCF network element has a policy control 
decision function , and provides a policy for a network . The 
AMF network element is configured to perform mobility 
management , lawful interception , access authorization , 
authentication , and the like . The SMF network element is 
configured to implement session and bearer management , 
address allocation , and the like . The UDM network element 
is configured to store and manage subscription data of user 
equipment . In a possible implementation , the UDM network 
element may obtain policy information of the user equip 
ment from a unified data repository ( UDR ) network element . 
[ 0050 ] It should be understood that in the communications 
system shown in FIG . 1 , functions and interfaces of the 
network elements are merely examples . Not all functions are 
required when the network elements are applied to the 
embodiments of this application . 
[ 0051 ] In the embodiments of this application , all or some 
network elements of the access network device and the core 
network may belong to a 3rd generation partnership project 
( 3GPP ) network , or may belong to a non - 3GPP network , for 
example , an intranet of an enterprise . All or some network 
elements of the core network may be physical entity network 
elements , or may be virtualized network elements . This is 
not limited herein . 
[ 0052 ] The term “ and / or ” in the embodiments of this 
application describes only an association relationship for 
describing associated objects and represents that the rela 
tionship may exist . For example , A and / or B may represent 
the following cases : Only A exists , both A and B exist , and 
only B exists . In addition , in the descriptions of this appli 
cation , " a plurality of means two or more than two . 

DESCRIPTION OF EMBODIMENTS 

[ 0044 ] Embodiments of this application may be used for a 
long term evolution ( LTE ) network , a 5G or next generation 
network , a fixed network , a home eNodeB , a corporate 
network , a mobile network with non - 3GPP ( such as Wi - Fi ) 
access , or the like . In this application , an example in which 
the method is applied to a 5G network is used for descrip 
tion . 
[ 0045 ] FIG . 1 is a schematic diagram of a communications 
system that can implement an embodiment of this applica 
tion . In the communications system , a terminal device 
accesses a core network by using an access network ( AN ) 
device . 
[ 0046 ] The terminal device includes but is not limited to 
user equipment ( UE ) , a subscriber unit , a subscriber station , 
a mobile station , a mobile console , a remote station , a 
remote terminal device , a mobile terminal device , a user 
terminal device , a terminal device , a wireless communica 
tions device , a user agent , a user apparatus , a cellular phone , 
a cordless phone , a session initiation protocol ( SIP ) phone , 
a wireless local loop ( WLL ) station , personal digital pro 
cessing ( PDA ) , a handheld device with a wireless commu 
nication function , a computing device , a processing device 
connected to a wireless modem , a vehicle - mounted device , 
a wearable device , a terminal device in the internet of things , 
a home appliance , a virtual reality device , a terminal device 
in a future 5G network or a future evolved public land 
mobile network ( PLMN ) , and the like . 
[ 0047 ] The access network device may be a device that 
communicates with the terminal device . The access network 
device may provide communication coverage for a particu 
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[ 0053 ] In the embodiments of this application , that a 
network element ( for example , a network element A ) obtains 
information from another network element ( for example , a 
network element B ) may mean that the network element A 
directly receives the information from the network element 
B , or may mean that the network element A receives the 
information from the network element B through another 
network element ( for example , a network element C ) . When 
the network element A receives information from the net 
work element B through the network element C , the network 
element C may transparently transmit the information , or 
may process the information , for example , add the informa 
tion to different messages for transmission or filter the 
information , and send only filtered information to the net 
work element A. Similarly , in various embodiments of this 
application , that the network element A sends information to 
the network element B may mean that the network element 
A directly sends the information to the network element B , 
or may mean that the network element A sends the infor 
mation to the network element B through another network 
element ( for example , the network element C ) . 
[ 0054 ] FIG . 2 is a schematic flowchart of a policy update 
method according to a first embodiment of this application . 
The policy update method includes the following steps . 
[ 0055 ] Step 201 : A policy control network element obtains 
updated policy information of an LADN . 
[ 0056 ] In this embodiment of this application , the policy 
control network element may be a network element having 
a policy control function , for example , the PCF network 
element in FIG . 1 . 
[ 0057 ] In a possible implementation , the policy informa 
tion may be a user equipment route selection policy ( URSP ) . 
Different types of applications ( APPs ) may be deployed in 
different LADNs , and a terminal device may use different 
applications . In this case , a routing policy needs to be 
configured on the terminal device , to route data traffic of 
different applications to corresponding LADNs . The termi 
nal device may implement the foregoing function by using 
the URSP , that is , the terminal device implements an appli 
cation traffic routing function by configuring the URSP . 
[ 0058 ] The policy information may include identification 
information of the LADN and identification information of 
an application deployed in the LADN . Specifically , the 
identification information of the LADN may be an identifier 
of the LADN , or may be a name of the LADN , for example , 
DNN1 . The identification information of the application 
deployed in the LADN may be an identifier of the applica 
tion supported by the LADN , for example , APP1 or APP2 . 
Specifically , the policy information may be represented as : 
DNN1 : APP1 , APP2 , ... , and APPX , where X indicates a 
quantity of applications deployed in the LADN . 
[ 0059 ] The policy control network element receives the 
updated policy information of the LADN from a UDR 
network element , an AF network element , or a network 
exposure function ( NEF ) network element . In a possible 
implementation , the policy information of the LADN may 
be stored in the UDR network element . When the policy 
information changes , the UDR network element sends 
updated policy information to the policy control network 
element . For example , policy information DNN1 : APP1 , 
APP2 , and APP3 of the LADN before an update is stored in 
the UDR network element . After the applications deployed 
in the LADN are changed to APP1 , APP2 , APP3 , and APP4 , 
the UDR network element sends policy information DNN1 : 

APP1 , APP2 , APP3 , APP4 to the policy control network 
element , and updates the stored policy information to 
DNN1 : APP1 , APP2 , APP3 , and APP4 . This manner may be 
understood as a policy information update triggered by an 
operator . In another possible implementation , when an appli 
cation deployed in the LADN by an application provider 
changes , the application provider may send updated policy 
information of the LADN to the policy control network 
element by using the AF network element or the NEF 
network element . Specifically , the updated policy informa 
tion of the LADN received by the policy control network 
element may be included in a notification message . The 
notification message may be a notification message in a 
service - oriented operation process , for example , an event 
notification message or a policy management update noti 
fication message . 
[ 0060 ] Optionally , the AF network element or the NEF 
network element may further instruct the UDR network 
element to update the stored policy information . 
[ 0061 ] Step 202 : The policy control network element 
sends the updated policy information and instruction infor 
mation to an access and mobility management network 
element . 
[ 0062 ] In this embodiment of this application , the access 
and mobility management network element may be a net 
work element having an access management function , for 
example , the AMF network element in FIG . 1 . 
[ 0063 ] The instruction information is used to instruct the 
access and mobility management network element to region 
ally update the updated policy information . 
[ 0064 ] Optionally , the instruction information may be a 
regional update instruction . The instruction information may 
be implemented by using several bits . For example , when 
the instruction information is a particular value , the instruc 
tion information is used to instruct the access and mobility 
management network element to regionally update the 
updated policy information . Specifically , an area in which 
the policy information is updated refers to a service area of 
the LADN . 
[ 0065 ] The updated policy information and the instruction 
information may be included in a notification message . The 
notification message may be a notification message in a 
service - oriented operation process , for example , a policy 
update notification message . Alternatively , the updated 
policy information and the instruction information may be 
separately sent in different messages . This is not limited 
herein . 
[ 0066 ] Step 203 : The access and mobility management 
network element determines the service area of the LADN . 
[ 0067 ] Specifically , after receiving the updated policy 
information of the LADN and the instruction information 
from the policy control network element , the access and 
mobility management network element determines , accord 
ing to the instruction information , that the policy informa 
tion is regionally updated . Then , the access and mobility 
management network element determines the service area of 
the LADN corresponding to the updated policy information . 
[ 0068 ] In a possible implementation , the service area of 
the LADN is stored in a 
[ 0069 ] UDM network element . In a registration process , 
the access and mobility management network element may 
obtain the LADN and the service area of the LADN . The 
access and mobility management network element may store 
a correspondence between the LADN and the service area of 
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the LADN that are obtained in the registration process . After 
the access and mobility management network element 
receives the updated policy information of the LADN , the 
access and mobility management network element may 
determine , based on the correspondence , the service area of 
the LADN corresponding to the updated policy information . 
For example , the access and mobility management network 
element determines , based on the identification information 
of the LADN in the policy information and the correspon 
dence , the service area of the LADN corresponding to the 
updated policy information . 
[ 0070 ] Step 204 : The access and mobility management 
network element sends the updated policy information to a 
terminal device in the service area of the LADN . 
[ 0071 ] Specifically , the access and mobility management 
network element may send a policy update request message 
to the terminal device in the service area of the 
[ 0072 ] LADN . The request message includes the updated 
policy information . 
[ 0073 ] In a possible implementation , before the access and 
mobility management network element sends the updated 
policy information to the terminal device , the access and 
mobility management network element may first determine 
a connection status of the terminal device . If the access and 
mobility management network element determines that the 
terminal device is in a connected state , the access and 
mobility management network element sends the updated 
policy information to the terminal device in the connected 
state . If the access and mobility management network ele 
ment determines that the terminal device is in an idle state , 
the access and mobility management network element 
caches the updated policy information . When the terminal 
device is in the connected state , the access and mobility 
management network element sends the updated policy 
information to the terminal device . 
[ 0074 ] In this embodiment of this application , the policy 
control network element sends the updated policy informa 
tion and the instruction information to the access and 
mobility management network element . The access and 
mobility management network element performs a regional 
update by using the updated policy information according to 
the instruction information , thereby avoiding the case that 
the access and mobility management network element sends 
an updated policy to a terminal device that is not in the 
service area of the LADN , and reducing signaling overheads 
and air interface overheads . Especially in a scenario in 
which application information changes frequently or a sce 
nario with a large quantity of internet of things terminal 
devices attempting access , the reduction effect of signaling 
overheads and air interface overheads by using the policy 
update method in this embodiment of this application is 
more evident . 
[ 0075 ] FIG . 3 is a schematic flowchart of a policy update 
method according to a second embodiment of this applica 
tion . The policy update method includes the following steps . 
[ 0076 ] Step 301 : A policy control network element obtains 
updated policy information of an LADN . 
[ 0077 ] For details of this step , refer to the description of 

have the following correspondence : The access and mobility 
management network element manages a service area of the 
LADN . The information about the access and mobility 
management network element may be identification infor 
mation of the access and mobility management network 
element . The service area of the LADN is stored in a UDM 
network element . 
[ 0080 ] In a possible implementation , the policy control 
network element sends a request message to the UDM 
network element , to request the service area of the LADN . 
The policy control network element receives information 
that is about the service area of the LADN from the UDM 
network element . After obtaining the updated policy infor 
mation of the LADN , the policy control network element 
may request the UDM network element to obtain the infor 
mation about the service area of the LADN . Alternatively , 
the policy control network element may first request the 
UDM network element to obtain the information about the 
service area of the LADN , and then store the information 
about the service area of the LADN . 
[ 0081 ] The policy control network element obtains , based 
on a network topology structure or configuration informa 
tion , information about the access and mobility management 
network element corresponding to the updated policy infor 
mation . Specifically , the policy control network element 
obtains , based on the network topology structure or the 
configuration information , the information about the access 
and mobility management network element that manages the 
service area of the LADN . 
[ 0082 ] Step 303 : The policy control network element 
sends the updated policy information to the access and 
mobility management network element determined in step 
302 . 
[ 008 ] In a possible implementation , the policy control 
network element receives subscription information from the 
access and mobility management network element . The 
subscription message is used to request the policy control 
network element to send the updated policy information to 
the access and mobility management network element when 
policy information of the LADN is updated . The policy 
control network element may send the updated policy infor 
mation only to the access and mobility management network 
element that sends the subscription message . Optionally , the 
policy control network element may receive the subscription 
message in a service - oriented operation manner . 
[ 0084 ] In another possible implementation , the policy 
control network element may alternatively not receive the 
subscription message , but configures content related to the 
subscription message in the policy control network element . 
The policy control network element sends the updated 
policy information to an access and mobility management 
network element that meets a configuration condition . 
[ 0085 ] Step 304 : The access and mobility management 
network element sends the updated policy information to a 
managed terminal device . 
[ 0086 ] In a possible implementation , the access and 
mobility management network element may send the 
updated policy information to all terminal devices in a 
management range by using an access network device . 
[ 0087 ] In a possible implementation , the access and 
mobility management network may alternatively first deter 
mine the service area of the LADN , and then send the 
updated policy information to a terminal device in the 

step 201 . 
[ 0078 ] Step 302 : The policy control network element 
determines information about an access and mobility man 
agement network element corresponding to the LADN . 
[ 0079 ] In this embodiment of this application , the LADN 
and the access and mobility management network element 



US 2020/0252856 A1 Aug. 6 , 2020 
6 

[ 0098 ] Step 403 : The PCF network element sends the 
updated policy information and the instruction information 
to the AMF network element . 
[ 0099 ] The PCF network element sends a notification 
message to the AMF network element . The notification 
message includes the updated policy information and the 
instruction information . The notification message may be an 
Npcf_AMPolicy Control_UpdateNotify message in the ser 
vice - oriented operation . For this step , refer to the detailed 
description of step 202 . 
[ 0100 ] Step 404 : The AMF network element determines 
the service area of the LADN . 
[ 0101 ] For this step , refer to the detailed description of 
step 203 . 

service area of the LADN . For details , refer to the descrip 
tions of step 203 and step 204 . 
[ 0088 ] In this embodiment , the policy control network 
element determines the access and mobility management 
network element corresponding to the LADN , to update , at 
a granularity of the access and mobility management net 
work element , the policy information of the LADN . 
[ 0089 ] The methods in the first embodiment and the 
second embodiment are improvements performed based on 
that the access and mobility management network element 
neither stores nor parses the policy information in the prior 
art . In another possible implementation , the access and 
mobility management network element may alternatively 
store policy information , and then compare the stored policy 
information with received policy information . If the policy 
information is updated , the updated policy information is 
sent to the terminal device in the service area of the LADN 
by using the method in step 203 and step 204 . 
[ 0090 ] FIG . 4 is a schematic flowchart of a policy update 
method according to a third embodiment of this application . 
This embodiment is based on the first embodiment , and is 
described by using an example in which the terminal device 
is UE , the access and mobility management network ele 
ment is an AMF network element , and the policy control 
network element is a PCF network element . The policy 
update method includes the following steps . 
[ 0091 ] Step 401a : The UDR network element detects that 
the policy information of the LADN is updated . 
[ 0092 ] Specifically , the policy information of the LADN 
may be stored in the UDR network element . When the stored 
policy information of the LADN changes , the UDR network 
element detects that the policy information of the LADN is 
updated . For this step , refer to the detailed description of 

[ 0102 ] Step 405 : The AMF network element sends a 
policy update request message to the UE in the service area 
of the LADN . 
[ 0103 ] The request message includes the updated policy 
information . For this step , refer to the detailed description of 
step 204 . 
[ 0104 ] The AMF network element may further receive a 
policy update response message from the UE . 
[ 0105 ] FIG . 5 is a schematic flowchart of a policy update 
method according to a fourth embodiment of this applica 
tion . This embodiment is based on the second embodiment , 
and is described by using an example in which the terminal 
device is UE , the access and mobility management network 
element is an AMF network element , and the policy control 
network element is a PCF network element . The policy 
update method includes the following steps . 
[ 0106 ] Step 501a : AUDR network element detects that the 
policy information of the LADN is updated . 
[ 0107 ] For this step , refer to the detailed description of 
step 401a . 
[ 0108 ] Step 502a : The PCF network element receives the 
updated policy information of the LADN from the UDR 
network element . 
[ 0109 ] For this step , refer to the detailed description of 

step 201 . 

step 402a . 

[ 0093 ] Step 402a : The PCF network element receives the 
updated policy information of the LADN from the UDR 
network element . 
[ 0094 ] Specifically , the PCF network element receives a 
notification message from the UDR network element . The 
notification message includes the updated policy informa 
tion of the LADN . The notification message may be an 
Nudm_Policy Management_Update message in a service 
oriented operation . For this step , refer to the detailed 
description of step 201 . 
[ 0095 ] Step 402b : The AF network element sends the 
updated policy information of the LADN to the PCF net 
work element . 
[ 0096 ] Specifically , when the application deployed in the 
LADN by the application provider changes , the application 
provider may send the updated policy information to the 
PCF network element by using the AF network element . 
Alternatively , the application provider may send the updated 
policy information to the PCF network element by using the 
NEF network element . The updated policy information may 
be included in a notification message . The notification 
message may be an Npcf_Policy Authorization_Update Ser 
vice Operation message in the service - oriented operation . 
For this step , refer to the detailed description of step 201 . 
[ 0097 ] In this embodiment of this application , the method 
in step 401a and step 402a and the method in step 402b are 
optional , provided that the PCF network element learns that 
the policy information of the LADN is updated . 

[ 0110 ] Step 502b : The AF network element sends the 
updated policy information of the LADN to the PCF net 
work element . 
[ 0111 ] For this step , refer to the detailed description of step 
402b . 
[ 0112 ] Step 503 : The PCF network element obtains the 
information about the service area of the LADN from the 
UDM network element . 
[ 0113 ] Specifically , the service area of the LADN is stored 
in the UDM network element . In a possible implementation , 
the PCF network element sends a request message to the 
UDM network element , to request the service area of the 
LADN . The PCF network element receives the information 
that is about the service area of the LADN from the UDM 
network element . After obtaining the updated policy infor 
mation of the LADN , the PCF network element may request 
the UDM network element to obtain the information about 
the service area of the LADN . Alternatively , the PCF net 
work element may first request the UDM network element 
to obtain the information about the service area of the 
LADN , and then store the information about the service area 
of the LADN . 
[ 0114 ] Step 504 : The PCF network element determines 
information about the AMF network element corresponding 
to the LADN . 
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[ 0115 ] For this step , refer to the detailed description of 
step 302 . 
[ 0116 ] Step 505 : The PCF network element sends the 
updated policy information to the AMF network element 
determined in step 504 . 
[ 0117 ] Specifically , the PCF network element sends the 
notification message to the AMF . The notification message 
includes the updated policy information . The notification 
message may be an Npcf_AMPolicy Control_UpdateNotify 
message in a service - oriented operation . 
[ 0118 ] For this step , refer to the detailed description of 
step 303 . 
[ 0119 ] Step 506 : The AMF network element sends the 
updated policy information to the managed terminal device . 
[ 0120 ] For this step , refer to the detailed description of 
step 405 . 
[ 0121 ] FIG . 6 is a schematic diagram of a policy update 
apparatus according to an embodiment of this application . 
The policy update apparatus includes a transceiver unit 601 , 
a processing unit 602 , and a storage unit 603. The trans 
ceiver unit 601 , the processing unit 602 , and the storage unit 
603 may be physically separated units , or may be integrated 
into one or more physical units . This is not limited herein . 
[ 0122 ] The transceiver unit 601 is configured to imple 
ment content exchange between the processing unit 602 and 
another unit or network element . Specifically , the transceiver 
unit 601 may be a communications interface of the policy 
update apparatus , or may be a transceiver circuit or a 
transceiver . The transceiver unit 601 may alternatively be a 
communications interface or a transceiver circuit of the 
processing unit 602. Optionally , the transceiver unit 601 
may be a transceiver chip . 
[ 0123 ] Although FIG . 6 shows only one transceiver unit 
601 , the policy update apparatus may alternatively include a 
plurality of transceiver units 601 , or the transceiver unit 601 
includes a plurality of transceiver sub - units . The transceiver 
unit 601 may further include a sending unit and a receiving 
unit . 
[ 0124 ] The processing unit 602 is configured to implement 
data processing performed by the policy update apparatus . 
The processing unit 602 may be a processing circuit or may 
be a processor . The processor may be a central processing 
unit ( CPU ) , a network processor ( NP ) , or a combination of 
the CPU and the NP . The processor may further include a 
hardware chip . The hardware chip may be an application 
specific integrated circuit ( ASIC ) , a programmable logic 
device ( PLD ) , or a combination thereof . The PLD may 
complex programmable logic device ( CPLD ) , a field pro 
grammable gate array ( FPGA ) , generic array logic ( GAL ) , 
or any combination thereof . 
[ 0125 ] Although FIG . 6 shows only one processing unit 
602 , the policy update apparatus may alternatively include a 
plurality of processing units , or the processing unit 602 
includes a plurality of data processing sub - units . Specifi 
cally , the processor may be a single - core ( single - CPU ) 
processor , or may be a multi - core ( multi - CPU ) processor . 
[ 0126 ] The storage unit 603 is configured to store a 
computer instruction executed by the processing unit 602 . 
The storage unit 603 may be a storage circuit or may be a 
memory . The memory may be a volatile memory or a 
nonvolatile memory , or may include a volatile memory and 
a nonvolatile memory . The nonvolatile memory may be a 
read - only memory ( ROM ) , a programmable read - only 
memory ( PROM ) , an erasable programmable read - only 

memory ( EPROM ) , an electrically erasable programmable 
read - only memory ( EEPROM ) , or a flash memory . The 
volatile memory may be a random access memory ( RAM ) , 
used as an external cache . 
[ 0127 ] The storage unit 603 may be a unit independent of 
the processing unit 602 , or may be a storage unit in the 
processing unit 602. This is not limited herein . Although 
FIG . 6 shows only one storage unit 603 , the policy update 
apparatus may alternatively include a plurality of storage 
units 603 , or the storage unit 603 includes a plurality of 
storage sub - units . 
[ 0128 ] In embodiments of this application , the processing 
unit 602 may exchange content with another network ele 
ment by using the transceiver unit 601. For example , the 
processing unit 602 obtains or receives content from the 
other network element . If the processing unit 602 and the 
transceiver unit 601 are two components that are physically 
separated , the processing unit 602 may perform content 
exchange with another unit inside the policy update appa 
ratus without using the transceiver unit 601 . 
[ 0129 ] In a possible implementation , the transceiver unit 
601 , the processing unit 602 , and the storage unit 603 may 
be connected to each other by using a bus . The bus may be 
a peripheral component interconnect ( PCI ) bus , an extended 
industry standard architecture ( EISA ) bus , and or the like . 
The bus may be classified into an address bus , a data bus , a 
control bus , and the like . 
[ 0130 ] In this embodiment of this application , the process 
ing unit 602 enables , according to a computer instruction 
stored in the storage unit 603 , the policy update apparatus to 
implement the methods in the first embodiment to the fourth 
embodiment of this application . 
[ 0131 ] Specifically , the policy update apparatus may be a 
policy control network element , for example , a PCF network 
element . The policy update apparatus may alternatively be 
an access and mobility management network element , for 
example , an AMF network element . 
[ 0132 ] When the policy update apparatus is a policy 
control network element , in a possible implementation , the 
processing unit 602 is configured to obtain updated policy 
information of a local area data network ( LADN ) by using 
the transceiver unit 601. The processing unit 602 is further 
configured to send the updated policy information and 
instruction information to the access and mobility manage 
ment network element by using the transceiver unit 601. The 
instruction information is used to instruct the access and 
mobility management network element to regionally update 
the updated policy information . 
[ 0133 ] Optionally , the processing unit 602 is configured to 
receive , by using the transceiver unit 601 , the updated policy 
information that is of the LADN from a unified data reposi 
tory network element , an application function network ele 
ment , or a network exposure function network element . 
[ 0134 ] Optionally , an update area of the updated policy 
information is a service area of the LADN . 
[ 0135 ] In this embodiment , the transceiver unit 601 is 
further configured to implement operations of content 
receiving and sending between the policy control network 
element and an external network element in the first embodi 
ment and the third embodiment of this application . The 
processing unit 602 may implement , by using the transceiver 
unit 601 , an operation of content receiving and sending 
between the processing unit 602 and an external network 
element . 

be a 
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[ 0136 ] In this embodiment , the processing unit 602 
enables , according to the computer instruction stored in the 
storage unit 603 , the policy control network element to 
implement an operation performed by the policy control 
network element in the first embodiment and the third 
embodiment of this application . 
[ 0137 ] When the policy update apparatus is a policy 
control network element , in another possible implementa 
tion , the processing unit 602 is configured to obtain updated 
policy information of a local area data network ( LADN ) by 
using the transceiver unit 601. The processing unit 602 is 
further configured to determine information about an access 
and mobility management network element corresponding 
to the LADN . The processing unit 602 is further configured 
to send the updated policy information to the access and 
mobility management network element by using the trans 
ceiver unit 601 . 
[ 0138 ] Optionally , the processing unit 602 is further con 
figured to receive , by using the transceiver unit 601 , infor 
mation that is about the service area of the LADN from a 
unified data management network element . The processing 
unit 602 is configured to determine information about the 
access and mobility management network element corre 
sponding to the service area . 
[ 0139 ] Optionally , the processing unit 602 is further con 
figured to receive , by using the transceiver unit 601 , sub 
scription information from the access and mobility manage 
ment network element . The processing unit 602 is 
configured to send the updated policy information to the 
access and mobility management network element based on 
the subscription information by using the transceiver unit 
601 . 
[ 0140 ] Optionally , the processing unit 602 is configured to 
receive , by using the transceiver unit 601 , the updated policy 
information of the LADN from a unified data repository 
network element , an application function network element , 
or a network exposure function network element . 
[ 0141 ] In this embodiment , the transceiver unit 601 is 
further configured to implement operations of content 
receiving and sending between the policy control network 
element and an external network element in the second 
embodiment and the fourth embodiment of this application . 
The processing unit 602 is configured to implement a data or 
signaling processing operation of the policy control network 
element in the second embodiment and the fourth embodi 
ment of this application . 
[ 0142 ] In this embodiment , the processing unit 602 
enables , according to the computer instruction stored in the 
storage unit 603 , the policy control network element to 
implement an operation performed by the policy control 
network element in the second embodiment and the fourth 
embodiment of this application . 
[ 0143 ] When the policy update apparatus is an access and 
mobility management network element , the processing unit 
602 is configured to receive , by using the transceiver unit 
601 , updated policy information of a local area data network 
( LADN ) and instruction information from a policy control 
network element . The instruction information comprises an 
instruction to regionally update the updated policy informa 
tion . The processing unit 602 is configured to send the 
updated policy information to a terminal device in a service 
area of the LADN according to the instruction information 
by using the transceiver unit 601 . 

[ 0144 ] In a possible implementation , the processing unit 
602 is further configured to determine the service area of the 
LADN . 
[ 0145 ] In a possible implementation , the apparatus further 
includes the storage unit 603. The processing unit 602 is 
further configured to determine that the terminal device is in 
an idle state . The storage unit 603 is configured to cache the 
updated policy information . 
[ 014 ] In a possible implementation , the processing unit 
602 is further configured to determine that the terminal 
device is in a connected state . The processing unit 602 is 
configured to send the updated policy information to the 
terminal device in the connected state according to the 
instruction information by using the transceiver unit 601 . 
[ 0147 ] In this embodiment , the transceiver unit 601 is 
further configured to implement operations of content 
receiving and sending between the access and mobility 
management network element and an external network 
element in the first embodiment and the third embodiment of 
this application . The processing unit 602 is configured to 
implement a data or signaling processing operation of the 
access and mobility management network element in the 
first embodiment and the third embodiment of this applica 
tion . 
[ 0148 ] In this embodiment , the processing unit 602 
enables , according to the computer instruction stored in the 
storage unit 603 , the access and mobility management 
network element to implement an operation performed by 
the access and mobility management network element in the 
first embodiment and the third embodiment of this applica 
tion . 
[ 0149 ] In this embodiment , the updated policy information 
includes identification information of the LADN and iden 
tification information of an application deployed in the 
LADN . The policy information is a user equipment route 
selection policy . 
[ 0150 ] In the embodiments of this application , for ease of 
understanding , a plurality of examples are used for descrip 
tion . However , these examples are merely examples , but this 
does not mean that these examples are optimal or best mode 
implementations for implementing this application . 
[ 0151 ] In the embodiments of this application , for ease of 
description , a request message , a response message , and 
names of various other messages are used . However , these 
messages are merely used as examples to describe content 
that needs to be carried or an implemented function . Specific 
names of the messages constitute no limitation to this 
application . For example , the messages may be a first 
message , a second message , and a third message . These 
messages may be some specific messages , or may be some 
fields in the messages . These messages may alternatively 
represent various service operations . 
[ 0152 ] All or some of the foregoing embodiments may be 
implemented by using software , hardware , firmware , or any 
combination thereof . When software is used to implement 
the embodiments , the embodiments may be implemented 
completely or partially in a form of a computer program 
product . The computer program product may include one or 
more computer instructions . When the computer program 
instructions are loaded and executed on the computer , the 
procedure or functions according to the embodiments of this 
application are all or partially generated . The computer may 
be a general - purpose computer , a dedicated computer , a 
computer network , or other programmable apparatuses . The 
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computer instructions may be stored in a computer - readable 
storage medium or may be transmitted from a computer 
readable storage medium to another computer - readable stor 
age medium . For example , the computer instructions may be 
transmitted from a website , computer , server , or data center 
to another website , computer , server , or data center in a 
wired ( for example , a coaxial cable , an optical fiber , or a 
digital subscriber line ( DSL ) ) or wireless ( for example , 
infrared , radio , or microwave ) manner . The computer - read 
able storage medium may be any usable medium accessible 
by a computer , or a data storage device , such as a server or 
a data center , integrating one or more usable media . The 
usable medium may be a magnetic medium ( for example , a 
floppy disk , a hard disk , or a magnetic disk ) , an optical 
medium ( for example , a DVD ) , a semiconductor medium 
( for example , a solid - state drive ( SSD ) , or the like . 
[ 0153 ] A person of ordinary skill in the art may be aware 
that , in combination with the examples described in the 
embodiments disclosed in this specification , units and algo 
rithm steps may be implemented by electronic hardware or 
a combination of computer software and electronic hard 
ware . Whether the functions are performed by hardware or 
software depends on particular applications and design 
constraint conditions of the technical solutions . A person 
skilled in the art may use different methods to implement the 
described functions for each particular application , but it 
should not be considered that the implementation goes 
beyond the scope of this application . 
[ 0154 ] It may be clearly understood by a person skilled in 
the art that , for the purpose of convenient and brief descrip 
tion , for a detailed working process of the foregoing system , 
apparatus , and unit , refer to a corresponding process in the 
foregoing method embodiments . This is not limited herein . 
[ 0155 ] In the several embodiments provided in this appli 
cation , it should be understood that the disclosed system , 
apparatus , and method may be implemented in other man 
ners . For example , the described apparatus embodiment is 
merely an example . For example , the unit division is merely 
logical function division and may be other division in actual 
implementation . For example , a plurality of units or com 
ponents may be combined or integrated into another system , 
or some features may be ignored or not performed . In 
addition , the displayed or discussed mutual couplings or 
direct couplings or communication connections may be 
implemented by using some interfaces . The indirect cou 
plings or communication connections between the appara 
tuses or units may be implemented in electronic , mechani 
cal , or other forms . 
( 0156 ] In addition , functional units in the embodiments of 
this application may be integrated into one processing unit , 
or each of the units may exist alone physically , or two or 
more units are integrated into one unit . 
[ 0157 ] When the functions are implemented in the form of 
a software functional unit and sold or used as an independent 
product , the functions may be stored in a computer - readable 
storage medium . Based on such an understanding , the tech 
nical solutions of this application essentially , or the part 
contributing to the prior art , or some of the technical 
solutions may be implemented in a form of a software 
product . The software product is stored in a storage medium , 
and includes several instructions for instructing a computer 
device ( which may be a personal computer , a server , or a 
network device ) to perform all or some of the steps of the 
methods described in the embodiments of this application . 

The foregoing storage medium includes : any medium that 
can store program code , such as a removable hard disk , a 
read - only memory , a random access memory , a magnetic 
disk , or an optical disc . 
[ 0158 ] The foregoing descriptions are merely specific 
implementations of this application , but are not intended to 
limit the protection scope of this application . Any variation 
or replacement readily figured out by a person skilled in the 
art within the technical scope disclosed in this application 
shall fall within the protection scope of this application . 
Therefore , the protection scope of this application shall be 
subject to the protection scope of the claims . 
What is claimed is : 
1. A policy update method , comprising : 
receiving , by an access and mobility management net 
work element , updated policy information of a local 
area data network ( LADN ) and instruction information 
from a policy control network element , wherein the 
instruction information is used to instruct the access 
and mobility management network element to region 
ally update the updated policy information ; and 

sending , by the access and mobility management network 
element , the updated policy information to a terminal 
device in a service area of the LADN according to the 
instruction information . 

2. The method according to claim 1 , wherein before 
sending , by the access and mobility management network 
element , the updated policy information , the method further 
comprises : 

determining , by the access and mobility management 
network element , the service area of the LADN . 

3. The method according to claim 1 , wherein before 
sending , by the access and mobility management network 
element , the updated policy information , the method further 
comprises : 

determining , by the access and mobility management 
network element , that the terminal device is in an idle 
state ; and 

caching , by the access and mobility management network 
element , the updated policy information . 

4. The method according to claim 1 , wherein the method 
further comprises : 

determining , by the access and mobility management 
network element , that the terminal device is in a 
connected state ; and 

the sending , by the access and mobility management 
network element , the updated policy information to a 
terminal device in a service area of the LADN accord 
ing to the instruction information comprises : 

sending , by the access and mobility management network 
element , the updated policy information to the terminal 
device in the connected state according to the instruc 
tion information . 

5. The method according to claim 1 , wherein the updated 
policy information comprises identification information of 
the LADN and identification information of an application 
deployed in the LADN . 
6. The method according to claim 1 , wherein the updated 

policy information is a user equipment route selection 
policy 

7. An apparatus , comprising : 
at least one processor coupled with a memory , wherein the 

at least one processor is configured to execute instruc 
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tions stored in the memory , to enable the apparatus to 
perform the following operations : 

receiving updated policy information of a local area data 
network ( LADN ) and instruction information from a 
policy control network element , wherein the instruction 
information comprises an instruction to regionally 
update the updated policy information ; and 

sending the updated policy information to a terminal 
device in a service area of the LADN according to the 
instruction information . 

8. The apparatus according to claim 7 , wherein the 
operations further comprise : 

determining the service area of the LADN before sending 
the updated policy information . 

9. The apparatus according to claim 7 , wherein the 
operations further comprise : 

determining that the terminal device is in an idle state 
before sending the updated policy information ; and 

caching the updated policy information . 
10. The apparatus according to claim 7 , wherein the 

operations further comprise : 
determining that the terminal device is in a connected 

state before sending the updated policy information ; 
and 

the sending the updated policy information to the terminal 
device in a service area of the LADN according to the 
instruction information comprises : 

sending the updated policy information to the terminal 
device in the connected state according to the instruc 
tion information . 

11. The apparatus according to claim 7 , wherein the 
updated policy information comprises identification infor 
mation of the LADN and identification information of an 
application deployed in the LADN . 

12. The apparatus according to claim 7 , wherein the 
updated policy information is a user equipment route selec 
tion policy . 

13. A system , comprising : 
a policy control apparatus , configured to obtain updated 

policy information of a local area data network 
( LADN ) , and to send the updated policy information 

and instruction information to an access and mobility 
management apparatus , wherein the instruction infor 
mation instructs the access and mobility management 
apparatus to regionally update the updated policy infor 
mation ; and 

the access and mobility management apparatus , config 
ured to send the updated policy information to a 
terminal device in a service area of the LADN accord 
ing to the instruction information . 

14. The system according to claim 13 , wherein the policy 
control apparatus is configured to receive the updated policy 
information of the LADN from a unified data repository 
network element , or from an application function network 
element , or from a network exposure function network 
element . 

15. The system according to claim 13 , wherein the access 
and mobility management apparatus is further configured to 
determine the service area of the LADN before sending the 
updated policy information . 

16. The system according to claim 13 , wherein the access 
and mobility management apparatus is further configured to 
determine that the terminal device is in an idle state before 
sending the updated policy information , and to cache the 
updated policy information . 

17. The system according to claim 13 , wherein the access 
and mobility management apparatus is further configured to 
determine that the terminal device is in a connected state 
before sending the updated policy information , and to send 
the updated policy information to the terminal device in the 
connected state according to the instruction information . 

18. The system according to claim 13 , wherein the 
updated policy information comprises identification infor 
mation of the LADN and identification information of an 
application deployed in the LADN . 

19. The system according to claim 13 , wherein the 
updated policy information is a user equipment route selec 
tion policy . 


