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(57) ABSTRACT

Arrangements for providing data security control functions
are provided. In some aspects, a request to process a
transaction may be received. The transaction request may
include identification of one or more destinations or target
nodes for data, transaction details, a source of the transac-
tion, and the like. In some examples, one or more data
elements may be identified and a category of each data
element may be identified. One or more rules engines may
be identified and executed. Based on the application of rules
in the one or more rules engines, secure data elements may
be generated and encrypted. The encrypted data elements
may be sent to a distributed ledger system for storage. One
or more notifications may be transmitted to one or more
target nodes indicating that data has been sent to the dis-
tributed ledger system. The target nodes may retrieve and
decrypt the data to process the transaction.
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MULTI-COMPUTER SYSTEM FOR DATA
PRIVACY AND GOVERNANCE

BACKGROUND

[0001] Aspects of the disclosure relate to electrical com-
puters, systems, and devices for providing customized,
secure access to personal and transaction data.

[0002] Various distributed ledger systems may be publicly
auditable or verifiable.

[0003] Accordingly, users do not often have control over
the types of data that are visible to others. Further, as
transactions are processed using distributed ledgers, often
parties to the transaction may receive more data than is
necessary to process the transaction. Accordingly, it would
be advantageous to provide customizable user data access
preferences that control types of data visible and control data
shared with different entities.

SUMMARY

[0004] The following presents a simplified summary in
order to provide a basic understanding of some aspects of the
disclosure. The summary is not an extensive overview of the
disclosure. It is neither intended to identify key or critical
elements of the disclosure nor to delineate the scope of the
disclosure. The following summary merely presents some
concepts of the disclosure in a simplified form as a prelude
to the description below.

[0005] Aspects of the disclosure provide effective, effi-
cient, scalable, and convenient technical solutions that
address and overcome the technical issues associated with
securely sharing data in a distributed ledger system.
[0006] In some aspects, a request to process a transaction
may be received. The transaction request may include iden-
tification of one or more destinations or target nodes for data,
details of the transaction, a source of the transaction, and the
like. In some examples, one or more data elements may be
identified and a category of each data element may be
identified. In some arrangements, one or more rules engines
to execute may be identified and executed. Based on the
application of rules in the one or more rules engines, secure
data elements may be generated and encrypted. The
encrypted data elements may be sent to a distributed ledger
system for storage.

[0007] In some examples, one or more notifications may
be transmitted to one or more target nodes indicating that
data has been sent to the distributed ledger system. The
target nodes may retrieve and decrypt the data to process the
transaction.

[0008] These features, along with many others, are dis-
cussed in greater detail below.

BRIEF DESCRIPTION OF THE DRAWINGS

[0009] The present disclosure is illustrated by way of
example and not limited in the accompanying figures in
which like reference numerals indicate similar elements and
in which:

[0010] FIGS. 1A and 1B depict an illustrative computing
environment for implementing data security control func-
tions in accordance with one or more aspects described
herein;

[0011] FIGS. 2A-2H depict an illustrative event sequence
for implementing data security control functions in accor-
dance with one or more aspects described herein;
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[0012] FIG. 3 illustrates an illustrative method for imple-
menting data security control functions according to one or
more aspects described herein;

[0013] FIG. 4 illustrates one example user interface that
may be generated in accordance with one or more aspects
described herein; and

[0014] FIG. 5 illustrates one example environment in
which various aspects of the disclosure may be implemented
in accordance with one or more aspects described herein.

DETAILED DESCRIPTION

[0015] In the following description of various illustrative
embodiments, reference is made to the accompanying draw-
ings, which form a part hereof, and in which is shown, by
way of illustration, various embodiments in which aspects of
the disclosure may be practiced. It is to be understood that
other embodiments may be utilized, and structural and
functional modifications may be made, without departing
from the scope of the present disclosure.

[0016] It is noted that various connections between ele-
ments are discussed in the following description. It is noted
that these connections are general and, unless specified
otherwise, may be direct or indirect, wired or wireless, and
that the specification is not intended to be limiting in this
respect.

[0017] As discussed above, blockchain systems may be
publicly auditable and verifiable. Accordingly, controlling
data access in conventional blockchain systems can be
difficult for users. Accordingly, aspects described herein
enable users to customize data access preferences, anony-
mize or mask data, and the like, before sending the data to
the distributed ledger system for storage.

[0018] For instance, a user may request a transaction. The
transaction may include a plurality of data elements that may
be categorized. Based on the transaction, data categories,
and the like, one or more rules engines may be executed. In
executing the rules engines, rules may be applied to meet
regulatory requirements, comply with user data access pref-
erences and the like. A plurality of secure data elements may
be generated based on the outcome of applying the rules of
the one or more rules engines.

[0019] Insome examples, the secure data elements may be
encrypted. The encrypted data may then be transmitted to
the distributed ledger system for storage. In some arrange-
ments, notifications may be provided to one or more target
nodes that encrypted data is available for retrieval from the
distributed ledger system. The one or more target nodes may
then retrieve the data and process the transaction.

[0020] These and various other arrangements will be dis-
cussed more fully below.

[0021] Aspects described herein may be implemented
using one or more computing devices operating in a com-
puting environment. For instance, FIGS. 1A-1B depict an
illustrative computing environment for implementing data
security control functions in accordance with one or more
aspects described herein. Referring to FIG. 1A, computing
environment 100 may include one or more computing
devices and/or other computing systems. For example, com-
puting environment 100 may include data security control
computing platform 110, internal entity computing system
120, entity computing device 140, entity computing device
145, distributed ledger system 180, user computing device
170, and/or user computing device 175. Although one inter-
nal entity computing system 120, two entity computing
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devices 140, 145, one distributed ledger system 180, and two
user computing devices 170, 175 are shown, any number of
systems or devices may be used without departing from the
invention.

[0022] Data security control computing platform 110 may
be configured to perform intelligent, dynamic, and efficient
data security control functions. In some examples, data
security control computing platform 110 may sit atop a
Web3 or blockchain system to control data access, imple-
ment privacy and regulatory settings, and the like. The
arrangements described herein may provide an additional
layer of security, governance and/or privacy control for a
Web3 or blockchain system. For instance, data security
control computing platform 110 may receive requests for
transactions and identify, based on one or more rules engine
(s) regulatory or compliance requirements, privacy require-
ments of a user associated with the transaction, and the like,
and parse the data associated with the transaction to identify
categories of data and control access to the data based on a
determined category. For instance, if a user is purchasing a
vehicle from another user, the transaction request may be
analyzed to identify financial data associated with the trans-
action (e.g., amount, account number, or the like), vehicle
data (e.g., make, model, and the like) and may encrypt and
provide access to different users based on the identified types
or categories of data.

[0023] For instance, in some examples, data may be
masked and encrypted before being pushed to a distributed
ledger system 180. A receiving user or user node may access
the blockchain and may decrypt data associated with a
category or type of data associated with the user (e.g.,
financial data may be accessible by a financial institution
processing the request while vehicle type data may be
accessible to an insurance company providing vehicle insur-
ance).

[0024] In some examples, access to the data may be based
on one or more user privacy settings. For instance, a user
may share anonymized internet of things (IOT) data based
on one or more privacy settings. Data from the IoT devices
may be analyzed by the data security control computing
platform 110 to determine a category of type and access may
be provided to the data based on the identified type or
category, as well as the user privacy preferences. For
instance, a user may share aggregated, anonymized data
related to habits of users within a household but not par-
ticular data associated with any single user within the
household.

[0025] Insome examples, data security control computing
platform 110 may generate or identify one or more incen-
tives or offers to present to a user in exchange for the user
sharing additional data. For example, data security control
computing platform 110 may generate or identify one or
more offers to present to a user to encourage the user to share
additional types of data, greater amounts of data, or the like.
The offer may be presented to the user and the user may
accept or reject the offer. The data security control comput-
ing platform 110 may then delete or implement the offer
based on the user response data.

[0026] Internal entity computing system 120 may be or
include one or more computing devices (e.g., servers, server
blades, or the like) and/or one or more computing compo-
nents (e.g., memory, processor, and the like) and may be
associated with or operated by an enterprise organization
implementing the data security control computing platform
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110. The internal entity computing system 120 may store
user account data, may process transactions, may update one
or more account ledgers, may provide or update regulatory
rules or requirements, and the like.

[0027] Entity computing device 140 and/or entity com-
puting device 145 may be or include one or more computing
devices (e.g., desktop computers, laptop computers, tablet
devices, mobile devices, smart phones, or the like) that may
be used by or associated with one or more users (e.g.,
employees or affiliates of) the enterprise organization. Entity
computing device 140 and/or entity computing device 145
may, in some examples, be source or target nodes for
transmitting and/or receiving data (e.g., sending data to a
distributed ledger system 180 for distribution or access by
authorized users, retrieving and decrypting data transmitted
from users, and the like). In some examples, entity comput-
ing device 140 and entity computing device 145 may be
associated with a same entity or different entities.

[0028] User computing device 170 and/or user computing
device 175 may be or include computing devices (e.g.,
laptop computing devices, desktop computing devices, tab-
let computing devices, mobile computing devices, and the
like) operated by a user external to the enterprise organiza-
tion. In some examples, user computing device 170 may
correspond to a user requesting a transaction, a user sharing
data, or the like. User computing device 170 and/or user
computing device 175 may be source or target nodes for
transaction requests, data sharing, and the like. In some
examples, user computing device 170 and/or user computing
device 175 may be or include IoT devices that may capture
and share, with permission of one or more users, data
associated with one or more users.

[0029] Distributed ledger system 180 may be or include
one or more computing devices or systems (e.g., servers,
server blades, or the like) including one or more computer
components (e.g., processors, memory, or the like) hosting
a distributed ledger (e.g., blockchain, Holochain, or the
like). The distributed ledger system 180 may be a public
blockchain or may be a private blockchain and may, in some
examples, support web3.

[0030] As mentioned above, computing environment 100
also may include one or more networks, which may inter-
connect one or more of data security control computing
platform 110, internal entity computing system 120, entity
computing device 140, entity computing device 145, dis-
tributed ledger system 180, user computing device 170
and/or user computing device 175. For example, computing
environment 100 may include network 190, which may be
or include a public network and/or a private network.
Network 190 may include one or more sub-networks (e.g.,
Local Area Networks (LANs), Wide Area Networks
(WANS), or the like). Network 190 may interconnect one or
more computing devices. For example, network 190 may
interconnect data security control computing platform 110,
internal entity computing system 120, entity computing
device 140, entity computing device 145, distributed ledger
system 180, user computing device 170 and/or user com-
puting device 175 to enable communication between the
devices, transmission of data, and the like.

[0031] Referring to FIG. 1B, data security control com-
puting platform 110 may include one or more processors
111, memory 112, and communication interface 113. A data
bus may interconnect processor(s) 111, memory 112, and
communication interface 113. Communication interface 113
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may be a network interface configured to support commu-
nication between data security control computing platform
110 and one or more networks (e.g., network 190, or the
like). Memory 112 may include one or more program
modules having instructions that when executed by proces-
sor(s) 111 cause data security control computing platform
110 to perform one or more functions described herein
and/or one or more databases that may store and/or other-
wise maintain information which may be used by such
program modules and/or processor(s) 111. In some
instances, the one or more program modules and/or data-
bases may be stored by and/or maintained in different
memory units of data security control computing platform
110 and/or by different computing devices that may form
and/or otherwise make up data security control computing
platform 110.

[0032] For example, memory 112 may have, store and/or
include user registration module 112a. User registration
module 112¢ may store instructions and/or data that may
cause or enable data security control computing platform
110 to receive user registration data. For instance, one or
more users may register with the system and may provide
user identifying information, account information, contact
information, device identifying information, data privacy or
access preferences, and the like. Accordingly, registered
users may share data, conducts transactions, and the like,
using aspects described herein and via the accounts and
devices identified at registration and with privacy or access
policies implemented.

[0033] Data security control computing platform 110 may
further have, store and/or include data analysis and category
module 1125. Data analysis and category module 1125 may
store instructions and/or data that may cause or enable data
security control computing platform 110 to receive data,
requests for transactions, and the like from a source node
(e.g., user computing device 170), analyze the data to
identify different types or categories of data within the
transaction request or data, implement or execute one or
more privacy actions (e.g., data masking, anonymizing data,
and the like) and the like. For instance, data within a
transaction request may be categorized to identify any user
privacy rules to implement, regulatory requirements to
execute, and the like. Privacy actions may be executed and
one or more rules engines may be identified and executed to
determine regulatory requirements that may apply.

[0034] Data security control computing platform 110 may
further have, store and/or include one or more rules engines
112¢. Rules engine 112¢ may store instructions and/or data
that may cause or enable data security control computing
platform 110 to execute one or more rules to determine data
accessibility. For instance, rules engine 112¢ may include
rules associated with regulatory requirements for a plurality
of countries, regions, industries, or the like. Accordingly,
based on the type of data identified in a receipt of data or
request for transaction, rules from one or more rules engines
112¢ may be applied or executed to identify data accessi-
bility, privacy requirements, and the like. Accordingly, data
may be parsed into a plurality of pieces that may be handled
differently based on the type of data (e.g., a transaction
initiated at a source in a first country and completed at a
target node in a second country may require implementation
of regulatory rules in both countries for some or all of the
data associated with the transaction).
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[0035] Data security control computing platform 110 may
further have, store and/or include encryption/decryption
module 112d. Encryption/decryption module 1124 may store
instructions and/or data that may cause or enable data
security control computing platform 110 to encrypt transac-
tion data, data being shared, or the like, or portions of the
data, and push the encrypted data to the distributed ledger
system 180. In some examples, the encrypted data may be
decrypted by a designated target node. In some arrange-
ments, for a single transaction request, a plurality of different
data elements may be encrypted individually (e.g., based on
type), transmitted to the distributed ledger system 180,
retrieved from the distributed ledger system 180 by a
respective target or recipient for each data element of the
plurality of data elements and decrypted by the respective
target node or recipient.

[0036] Data security control computing platform 110 may
further have, store and/or include incentive module 112e.
Incentive module 112¢ may store instructions and/or data
that may cause or enable the data security control computing
platform 110 to generate one or more incentives for a user
to share or otherwise modify privacy or data access prefer-
ences. For instance, incentive module 112¢ may generate
one or more rewards, discounts, or other incentives to
provide to a user to encourage the user to share additional
data, additional types of data, or otherwise modify privacy
parameters. The rewards or incentives may include a token
that may be exchanged at one or more vendors or service
providers for goods or services.

[0037] Data security control computing platform 110 may
further have, store, and/or include notification module 112f.
Notification module 112f'may store instructions and/or data
that may cause or enable the data security control computing
platform 110 to generate one or more notifications related to
requests for transactions, data sharing, and the like, and
transmit the one or more notifications to one or more devices
(e.g., target node, source node, or the like). In some
examples, transmitting the notification may cause the noti-
fication to be displayed on a display of the computing
device.

[0038] Data security control computing platform 110 may
further have, store and/or include database 112g. Database
112g may store user registration data, historical transaction
request data, regulatory requirements and updates, and the
like.

[0039] FIGS. 2A-2H depict one example illustrative event
sequence for implementing data security control functions in
accordance with one or more aspects described herein. The
events shown in the illustrative event sequence are merely
one example sequence and additional events may be added,
or events may be omitted, without departing from the
invention. Further, one or more processes discussed with
respect to FIGS. 2A-2H may be performed in real-time or
near real-time.

[0040] With reference to FIG. 2A, at step 201, a registra-
tion request may be received by, for instance, user comput-
ing device 170. For instance, user input may be received
requesting registration with the data security control system.
The registration request may include user identifying infor-
mation, user device identifying information, user account
information, user privacy or data access preferences, and the
like. In some examples, the user privacy or data access
preferences may include an amount or type of data that may
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be shared by a particular device or type of device (e.g.,
automated personal assistant, wearable device, smart phone,
or the like).

[0041] At step 202, user computing device 170 may con-
nect to data security control computing platform 110. For
instance, a first wireless connection may be established
between user computing device 170 and data security con-
trol computing platform 110. Upon establishing the first
wireless connection, a communication session may be ini-
tiated between user computing device 170 and data security
control computing platform 110.

[0042] At step 203, user computing device 170 may trans-
mit or send the registration request and associated registra-
tion data to the data security control computing platform
110. For instance, the user computing device 170 may
transmit or send the registration request and/or registration
data during the communication session initiated upon estab-
lishing the first wireless connection.

[0043] At step 204, data security control computing plat-
form 110 may receive the registration request. At step 205,
data security control computing platform 110 may generate
a registration entry. For instance, data security control
computing platform 110 may modify a database (e.g., data-
base 112g) or otherwise store the registration data for the
requesting user. In some examples, user privacy and data
access preferences may be stored and, in some examples,
added to one or more rules engines to execute upon receiv-
ing transaction or other requests from the user.

[0044] With reference to FIG. 2B, at step 206, user com-
puting device 170 may receive a request for a transaction.
For instance, user computing device 170 may request to
purchase goods or services from another user, pay an invoice
associated with goods or services received, or the like. In
some examples, the request for transaction may include data
sharing from one or more user computing devices (e.g.,
location data, movement data, data captured by a fitness
tracker, or the like) in accordance with one or more user
privacy or data access preferences provided at registration.
[0045] At step 207, user computing device 170 may trans-
mit or send the request for transaction to the data security
control computing platform 110. For instance, user comput-
ing device 170 may transmit or send the request for trans-
action during the communication session initiated upon
establishing the first wireless connection. Alternatively, a
new connection and communication session may be estab-
lished.

[0046] At step 208, data security control computing plat-
form 110 may receive the request for transaction and process
the request.

[0047] At step 209, data security control computing plat-
form 110 may parse the data within the request for transac-
tion to identify one or more data elements and a data
category of each data element. For instance, if the request for
transaction is a request to purchase a vehicle, data related to
an amount of the purchase, buyer device information (e.g.,
a source node) a seller of the vehicle (e.g., user device
information of the seller target node), other target node data
(e.g., a financial institution to or from which funds may be
transferred), account information of the seller and buyer, a
make of the vehicle, a model of the vehicle, a year of the
vehicle, and the like, may be identified as discrete data
elements. Data security control computing platform 110 may
identify a category for each data element. For instance, the
amount of the purchase and account details, may be iden-
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tified as a “payment” category, details of the purchase may
be identified as a “product detail” category, source and target
node data may be identified as “node” category, and a name
of the buyer and seller may be identified as “personal”
category.

[0048] At step 210, one or more rules engines to execute
with respect to one or more data elements may be identified.
For instance, based on the identified data categories, and
data associated with the transaction, one or more rules
engines may be identified to analyze the data and apply one
or more rules. For instance, if a source node is identified in
a first location and the target node is in a second location,
one or more rules engines for transactions between those
locations may be identified. In some examples, the rules
engine(s) identified may apply regulatory requirements.
Further, one or more rules engine(s) may apply user privacy
and data access preferences.

[0049] With reference to FIG. 2C, at step 211, the data
security control computing platform 110 may execute the
one or more rules engine(s) on particular data elements. For
instance, a rules engine related to regulatory reporting
requirements for purchases in the purchase location or sale
location may be identified and executed. In another example,
a rules engine related to privacy or data access preferences
of the user requesting the transaction may be executed. In
executing the one or more rules engine(s), the rules appro-
priate to each data element or data category may be applied.
Data elements may be flagged, or otherwise modified based
on execution of the rules engine(s).

[0050] At step 212, data security control computing plat-
form 110 may encrypt the one or more data elements. In
some examples, the encrypted data may only be decrypted
by a target node associated with the transaction or particular
data type of the transaction. In some different data elements
may be decrypted by different target nodes.

[0051] At step 213, data security control computing plat-
form 110 may connect to distributed ledger system 180. For
instance, a second wireless connection may be established
between data security control computing platform 110 and
distributed ledger system 180. Upon establishing the second
wireless connection, a communication session may be ini-
tiated between data security control computing platform 110
and distributed ledger system 180.

[0052] At step 214, the data security control computing
platform 110 may push the encrypted data elements to the
distributed ledger system 180. In some examples, the
encrypted data elements may be transmitted or sent to the
distributed ledger system 180 during the communication
session initiated upon establishing the second wireless con-
nection.

[0053] At step 215, distributed ledger system 180 may
receive the encrypted data and store the encrypted data
elements in a distributed ledger (e.g., blockchain, Holo-
chain, or the like). For instance, the distributed ledger
system 180 may store the encrypted data elements by
modifying the distributed ledger to add blocks associated
with the data elements.

[0054] At step 216, data security control computing plat-
form 110 may generate one or more notifications. For
instance, data security control computing platform 110 may
generate one or more notifications indicating that encrypted
data may be available for retrieval from the distributed
ledger system 180, that user data has been stored on the
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distributed ledger, and the like. In some examples, the
generated notification(s) may include a key to decrypt the
data by the target node.

[0055] With reference to FIG. 2D, at step 217, data secu-
rity control computing platform 110 may connect to entity
computing device 140. For instance, a third wireless con-
nection may be established between data security control
computing platform 110 and entity computing device 140.
Upon establishing the third wireless connection, a commu-
nication session may be initiated between data security
control computing platform 110 and entity computing
device 140.

[0056] At step 218, data security control computing plat-
form 110 may transmit or send a generated notification to the
entity computing device 140. For instance, data security
control computing platform 110 may transmit or send the
generated notification during the communication session
initiated upon establishing the third wireless connection. In
some examples, transmitting or sending the notification may
cause the notification to be displayed by a display of the
entity computing device 140.

[0057] At step 219, entity computing device may receive
the notification and display the notification.

[0058] At step 220, data security control computing plat-
form 110 may connect to entity computing device 145. For
instance, a fourth wireless connection may be established
between data security control computing platform 110 and
entity computing device 145. Upon establishing the fourth
wireless connection, a communication session may be ini-
tiated between data security control computing platform 110
and entity computing device 145.

[0059] At step 221, data security control computing plat-
form 110 may transmit or send a generated notification to the
entity computing device 145. For instance, data security
control computing platform 110 may transmit or send the
generated notification during the communication session
initiated upon establishing the fourth wireless connection. In
some examples, transmitting or sending the notification may
cause the notification to be displayed by a display of the
entity computing device 145.

[0060] At step 222, entity computing device 145 may
receive the notification and display the notification.

[0061] With reference to FIG. 2E, at step 223, entity
computing device 145 may generate a request for encrypted
data. For instance, in continuing the example of the trans-
action being a purchase of a vehicle, entity computing
device 140 may be associated with an insurance company
that may provide insurance coverage for the vehicle and
entity computing device 145 may be associated with a
financial institution that may transfer funds to the seller.
Accordingly, entity computing device 145 may generate a
request for encrypted data associated with the transaction.
The encrypted data may be associated with the payment
category data (e.g., amount, account numbers, and the like).
[0062] At step 224, entity computing device 145 may
connect to distributed ledger system 180. For instance, a
fifth wireless connection may be established between entity
computing device 145 and distributed ledger system 180.
Upon establishing the fifth wireless connection, a commu-
nication session may be initiated between entity computing
device 145 and distributed ledger system 180.

[0063] At step 225, entity computing device 145 may
transmit or send the request for encrypted data to the
distributed ledger system 180. For instance, the request may
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be transmitted or sent during the communication session
initiated upon establishing the fifth wireless connection.
[0064] At step 226, distributed ledger system 180 may
receive the request for encrypted data and may retrieve the
requested data. At step 227, distributed ledger system 180
may transmit or send the encrypted data to the entity
computing device 145.

[0065] At step 228, entity computing device 145 may
receive the encrypted data and may decrypt the data. For
instance, entity computing device 145 may decrypt the data
using a key received with a notification sent by the data
security control computing platform 110.

[0066] With reference to FIG. 2F, at step 229, entity
computing device 145 may process the encrypted data. For
instance, entity computing device 145 may process the
decrypted data to identify source and destination accounts
for payment, an amount of the transaction, and the like.
[0067] At step 230, entity computing device 145 may
connect to internal entity computing system 120. For
instance, a sixth wireless connection may be established
between entity computing device 145 and internal entity
computing system 120. Upon establishing the sixth wireless
connection, a communication session may be initiated
between entity computing device 145 and internal entity
computing system 120.

[0068] At step 231, entity computing device 145 may
generate an instruction or command to update one or more
accounts associated with the transaction. For instance, entity
computing device 145 may generate an instruction or com-
mand to debit the amount of the transaction from the buyer’s
account and deposit it in the seller’s account. Entity com-
puting device 145 may transmit the instruction or command
to update the one or more accounts to internal entity com-
puting system 120. For instance, entity computing device
145 may send the command update the account to a financial
institution system (e.g., internal entity computing system
120) during the communication session initiated upon estab-
lishing the sixth wireless connection.

[0069] At step 232, internal entity computing system 120
may receive the instruction or command and may execute
the instruction or command, causing one or more account
updates and/or transtfer of funds from one account to another.
[0070] At step 233, entity computing device 140 may
generate a request for encrypted data. For instance, if entity
computing device 140 is associated with the insurance
provider that will insure the vehicle, entity computing
device 140 may generate a request for product detail cat-
egory data.

[0071] At step 234, entity computing device 140 may
connect to distributed ledger system 180. For instance, a
seventh wireless connection may be established between
entity computing device 140 and distributed ledger system
180. Upon establishing the seventh wireless connection, a
communication session may be initiated between entity
computing device 140 and distributed ledger system 180.
[0072] With reference to FIG. 2G, at step 235, entity
computing device 140 may transmit or send the request for
encrypted data to the distributed ledger system 180. For
instance, the request may be transmitted or sent during the
communication session initiated upon establishing the sev-
enth wireless connection.

[0073] At step 236, distributed ledger system 180 may
receive the request for encrypted data and may retrieve the
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requested data. At step 237, distributed ledger system 180
may transmit or send the encrypted data to the entity
computing device 140.

[0074] At step 238, entity computing device 140 may
receive the encrypted data and may decrypt the data. For
instance, entity computing device 140 may decrypt the data
using a key received with a notification sent by the data
security control computing platform 110.

[0075] At step 239, entity computing device 140 may
process the decrypted data. For instance, in the example in
which entity computing device 140 is associated with an
insurer of the vehicle, entity computing device 140 may
generate a policy associated with the vehicle based on the
decrypted data, may transmit one or more documents to the
buyer, and the like.

[0076] At step 240, data security control computing plat-
form 110 may generate an incentive for a user. For instance,
data security control computing platform 110 may, based on
user data (e.g., historical transaction data, current transaction
data, user privacy and data access preferences, or the like),
generate an incentive to offer to the user. The incentive may
include rewards, discounts at vendors, or the like. In some
examples, the reward or incentive may be redeemed at a
vendor that is part of a marketplace associated with the
enterprise organization (e.g., a registered vendor). Addition-
ally or alternatively, the incentive may be redeemed at a
vendor who is not associated with the marketplace and
acceptance of the incentive by the vendor may cause the
vendor to be registered with the marketplace.

[0077] With reference to FIG. 2H, at step 241, data secu-
rity control computing platform 110 may transmit or send
the generated incentive to user computing device 170. In
some examples, transmitting or sending the incentive may
cause the incentive to be displayed on a display of the user
computing device 170.

[0078] At step 242, user computing device 170 may dis-
play the incentive. In some examples, displaying the incen-
tive may include displaying a request for incentive response
data accepting or rejecting the offered incentive. For
instance, FIG. 4 illustrates one example user interface 400
that may be displayed. The interface 400 includes identifi-
cation of the offered incentive and the requested modifica-
tion of user privacy or data access preferences, as well as
selectable options to accept or reject the incentive.

[0079] With further reference to FIG. 2H, at step 243, user
computing device 170 may receive incentive response data.
For instance, the user may provide, via the user interface
displayed on the user computing device 170, an indication of
acceptance or rejection of the offered incentive. This user
input may be used to generated incentive response data.
[0080] At step 244, the user computing device 170 may
transmit or send the incentive response data to the data
security control computing platform 110.

[0081] At step 245, data security control computing plat-
form 110 may receive the incentive response data and may
process the incentive response data (e.g., identify acceptance
or rejection, identify data for updating, and the like).
[0082] At step 246, data security control computing plat-
form 110 may update user registration or profile data (e.g.,
modify one or more databases) to include the incentive
response data, update any user privacy or data access
preferences based on the response data, and the like. For
instance, if the user accepts the incentive, the user’s privacy
and data access preferences may be modified to reflect the
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additional data being shared by the user based on acceptance
of'the incentive. In some examples, the user’s reward, credit,
discount, or the like, may be stored as a token by data
security control computing platform 110 that may be
redeemed by the user as desired.

[0083] Insome examples, if the user rejects the incentive,
the rejection may be stored and further incentives offered to
the user may provide different incentives based on the
rejection.

[0084] FIG. 3 is a flow chart illustrating one example
method of implementing data security control functions in
accordance with one or more aspects described herein. The
processes illustrated in FIG. 3 are merely some example
processes and functions. The steps shown may be performed
in the order shown, in a different order, more steps may be
added, or one or more steps may be omitted, without
departing from the invention. In some examples, one or
more steps may be performed simultaneously with other
steps shown and described. One of more steps shown in FIG.
3 may be performed in real-time or near real-time.

[0085] At step 300, registration data may be received from
a user. For instance, a user may request, via user computing
device 170, registration with the data security control com-
puting platform 110. The registration data may include user
profile data such as user identifier, device identifier for one
or more devices associated with the user, account informa-
tion for the user, and the like, as well as user privacy and data
access preferences. For instance, the user privacy and data
access preferences may indicate types of data, amounts of
data, or the like, that the user is willing to share (e.g., from
the one or more devices, from transactions being processed,
or the like).

[0086] At step 302, a request for a transaction may be
received. In some examples, the request for a transaction
may include a purchase of goods or services, payment of an
invoice, sharing of data, or the like. In some examples, the
request for the transaction may be received from a source
node (e.g., user computing device 170) and may identify one
or more target nodes (e.g., devices to which data is being
transmitted), accounts to be used in the transaction (e.g.,
source and/or target account(s)), information about goods or
services being purchased, or the like. In some examples, the
request for the transaction may be received via a Web3
system and the data security control computing platform 110
may intercept the request and apply one or more control
features to comply with regulatory requirements, ensure user
privacy preferences are met, and the like.

[0087] At step 304, a plurality of data elements within the
request for transaction may be identified. For instance, if the
request for transaction is an invoice to be paid, data elements
such as payer, payee, source account, target account, amount
of payment, address of payer, address of payee, and the like,
may be identified. The example data elements identified are
merely some examples and additional data elements, or
different data elements based on the transaction type, may be
identified without departing from the invention.

[0088] At step 306, a data category for each data element
may be identified. For instance, the source account, target
account, and amount may be identified as “payment” cat-
egory data, while the payer, payee, address of the payer and
address of the payee may be identified as “personal” cat-
egory data.

[0089] At step 308, one or more rules engines to execute
may be identified. For instance, based on the type of
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transaction, location of the source node, location of the
target node, or the like, one or more rules engines may be
identified. In some examples, rules engines may execute
rules associated with regulatory requirements in different
countries or regions. Additionally or alternatively, one or
more rules engines may store rules associated with regula-
tory requirements for particular types of transactions or
transactions over a particular amount. Still further, one or
more rules engines may execute user privacy and data access
preferences (e.g., provided at registration or in the user
profile).

[0090] At step 310, the one or more identified rules
engine(s) may be executed. For instance, rules associated
with the one or more rules engine(s) may be applied to the
categorized data elements to generate a plurality for secure
data elements. In some examples, the plurality of secure data
elements may correspond to the plurality of data elements in
that each data element of the plurality of data elements may
have one or more rules applied to generate the secure data
element corresponding to a respective data element. In some
examples, executing the rules engine(s) may include apply-
ing user privacy and data access preferences to control
distribution of user data. For instance, data may be anony-
mized or masked based on one or more rules in a rules
engine and based on user preferences. In continuing the
above example of an invoice being paid, the payer address
and payee address might be data that the user has requested
to keep as private. This data might not be necessary to the
financial institution to facilitate payment. Accordingly, the
address data may be masked via application of one or more
rules to generate secure data elements that do not provide
access to the address data. Masking of address data is merely
one example and additional data may be masked or anony-
mized without departing from the invention.

[0091] At step 312, the secure data clements may be
encrypted. In some examples, the secure data elements may
be encrypted with a public key of a public-private key pair.
In some arrangements, each data element may be encrypted
discretely. Additionally or alternatively, groups of data ele-
ments (e.g., based on data category, based on target rel-
evance, or the like) may be encrypted together.

[0092] At step 314, the encrypted secure data eclements
may be transmitted or sent to a distributed ledger system. In
some examples, sending the encrypted secure data elements
to the distributed ledger system may cause the distributed
ledger to store the encrypted secure data elements in a
distributed ledger (e.g., one or more blocks may be added to
a blockchain).

[0093] At step 316, one or more notifications may be
generated. For instance, one or more notifications indicating
that the encrypted secure data elements have been transmit-
ted to the distributed ledger system may be generated. In
some examples, the notifications may include a public key
of the public-private key pair that may be used by a
designated target node to retrieve and decrypt the data from
the distributed ledger system.

[0094] At step 318, the generated one or more notifica-
tions may be transmitted to one or more target nodes. In
some examples, notifications may be transmitted to multiple
target nodes. For instance, if multiple entities are access the
data, a notification may be generated for each entity and
transmitted to the respective entity. For instance, a first
notification indicating that a first portion of the plurality of
secure data elements has been transmitted to the distributed

May 30, 2024

ledger system may be transmitted to a first target node. In
some examples, the first target node may include the public
key to decrypt the first portion of the plurality of secure data
elements.

[0095] Further, a second notification indicating that a
second portion of the plurality of secure data elements,
different from the first plurality of secure data elements, has
been transmitted to the distributed ledger system may be
transmitted to a second target node. In some examples, the
second target node may include the public key to decrypt the
second portion of the plurality of secure data elements.
[0096] At step 320, based on user registration or profile
data, an incentive to encourage a user to modify the user’s
data access preferences may be generated. In some
examples, the incentive may include a reward or discount
that may be redeemed at one or more vendors. In exchange
for the reward or discount, the incentive may request that a
user share additional amounts of data, types of data, or the
like.

[0097] At step 322, the generated incentive may be trans-
mitted to the user computing device (e.g., user computing
device 170 which may be the source node). In some
examples, transmitting the generated incentive may cause
the generated incentive to be displayed on a display of the
user computing device 170.

[0098] At step 324, incentive response data may be
received from the user computing device. For instance, the
user may select, via one or more selectable options displayed
on the incentive, an option to accept or reject the offered
incentive. The user selection may be used to generate
incentive response data.

[0099] At step 326, based on the received incentive
response data, user registration or profile data may be
modified. For instance, if the incentive is accepted, user data
access preferences may be modified to permit the user-
defined changes to data access and a token representing the
reward or discount may be generated and stored in the user
registration data or profile data until redeemed by the user.
[0100] As discussed herein, aspects described relate to a
framework that may be used, in some examples, with Web3
systems, to provide data security, privacy and controls. In
addition, aspects described herein may provide incentives
for users to share additional types of data, amounts of data,
or the like. The arrangements described herein work with
distributed ledger systems and technology (e.g., blockchain,
or the like) that are publicly auditable and/or verifiable.
Accordingly, maintaining data privacy may be an important
consideration for users.

[0101] Further, arrangements described herein may enable
compliance with data protection laws or regulations, country
specific laws and regulations, as well as other regulatory
requirements that may exist. For instance, by using one or
more rules engines to apply rules to different types of data,
data associated with different transactions, or the like, com-
pliance with regulatory requirements may be provided.
[0102] Further, the one or more rules engines may be
executed (e.g., rules in one or more rules engines may be
applied) in parallel to efficiently process the data. In some
examples, the one or more rules engines may be continu-
ously updated.

[0103] In some examples in which transactions are taking
place between countries, states or regions, the rules engines
described may include rules associated with all jurisdictions
associated with the transaction. Accordingly, upon determin-
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ing that a source node is in a first jurisdiction and a target
node is in a different jurisdiction, rules engines associated
with all jurisdictions may be identified and executing to
apply all rules to comply with regulations in all jurisdictions.

[0104] Further, while users may control access to data, in
some examples, users may wish to share data (e.g., for
gaining insights into patterns of use, to provide aggregated
data for evaluation, and the like). Accordingly, users may
designate one or more devices (e.g., wearable devices,
mobile devices, or the like) for which data may be pushed
to the distributed ledger system for use. In some examples,
a rules engine may apply one or more anonymizing or
masking rules, and/or may aggregate data within, for
example, a household, a neighborhood, or the like, to
maintain anonymity of particular users, while providing the
aggregated data for evaluations. For instance, data associ-
ated with user patterns or biometric data collected by a
wearable device may be first anonymized or masked (e.g.,
personal identitying data may be masked or removed, or the
like based on rules in a rules engine) before being aggre-
gated and/or transmitted to the distributed ledger system for
sharing.

[0105] As discussed herein, data may be encrypted (e.g.,
using a public-private key pair) before being transmitted to
the distributed ledger system. Accordingly, in some
examples, only a designated target node may be able to
decrypt the data. Further, by identifying different types of
data, the arrangements described herein share only data that
is necessary for target nodes to receive, rather than conven-
tional systems where all data is provided.

[0106] For instance, if a user is obtaining a loan, the user
may prefer to provide or share information about a property
address or type of property but maintain as private the details
of the loan. Accordingly, in some examples, while all data
may be shared, the user may determine visibility of different
types of data to different targets or destinations.

[0107] As discussed, the framework described herein may
sit atop a Web3 or blockchain system as a layer that may
intercept data prior to being provided to the Web3 or
blockchain system. The framework may provide an addi-
tional layer of security, governance and privacy control.

[0108] In some arrangements, aspects described herein
may be used in conjunction with a decentralized autono-
mous organization (DAO). For instance, if a user is part of
a DAOQ, the user may share more data or more types of data
when transmitted or shared within the DAO. However, upon
determining that data is being transmitted outside of the
DAO, the framework arrangements described herein may be
initiated to evaluate the data types, discretize the data, apply
rules engine(s), encrypt the data, and the like.

[0109] Further, as discussed herein, the framework may
generate one or more incentives for a user to share additional
data, additional types of data, and the like. For instance, in
exchange for sharing additional data, the system may pro-
vide the user with a reward, discount, or the like. These
arrangements may allow a user to continue to control access
to their data, while gaining an incentive to share data.

[0110] In arrangements in which the user is offered an
incentive, the user may still control what data is shared or an
amount of data that is shared. For instance, the user, who
previously might not have shared data from one or more [oT
devices, may be willing to share that data but only if it is
anonymized and aggregated such that data associated with
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any particular user cannot be identified. The user may
provide these parameters that may then be used to update
one or more rules engines.

[0111] Further, the user may choose to accept, reject or
request modification of any particular incentive provided.
For instance, an additional 100 rewards points may be
offered but the user may prefer a 10% discount at a local
vendor. Accordingly, the user may request modification of
the incentive to something of more interest to the user.

[0112] As discussed herein, the rewards, discounts, or the
like, may be redeemed at one or more vendors, service
providers, or the like. In some examples, the enterprise
organization may provide a marketplace of vendors who are
registered with the system and at which the user may redeem
an incentive. In some examples, the user may consent to
share his or her data with a particular vendor in exchange for
the incentive (e.g., I will share my anonymized data with my
local coffee shop for a 10% discount).

[0113] The reward, discount, or the like, may be a token
stored in the user registration data or profile data. In some
examples, individual tokens may be redeemed for a prede-
termined number of tokens may be redeemed. Tokens,
rewards, discounts, and the like, may be redeemed at reg-
istered vendors or, in some examples, a unregistered vendors
who are not part of the marketplace. In those examples,
acceptance of the token may cause the vendor to be regis-
tered with the marketplace.

[0114] FIG. 5 depicts an illustrative operating environ-
ment in which various aspects of the present disclosure may
be implemented in accordance with one or more example
embodiments. Referring to FIG. 5, computing system envi-
ronment 500 may be used according to one or more illus-
trative embodiments. Computing system environment 500 is
only one example of a suitable computing environment and
is not intended to suggest any limitation as to the scope of
use or functionality contained in the disclosure. Computing
system environment 500 should not be interpreted as having
any dependency or requirement relating to any one or
combination of components shown in illustrative computing
system environment 500.

[0115] Computing system environment 500 may include
data security control computing device 501 having processor
503 for controlling overall operation of data security control
computing device 501 and its associated components,
including Random Access Memory (RAM) 505, Read-Only
Memory (ROM) 507, communications module 509, and
memory 515. Data security control computing device 501
may include a variety of computer readable media. Com-
puter readable media may be any available media that may
be accessed by data security control computing device 501,
may be non-transitory, and may include volatile and non-
volatile, removable and non-removable media implemented
in any method or technology for storage of information such
as computer-readable instructions, object code, data struc-
tures, program modules, or other data. Examples of com-
puter readable media may include Random Access Memory
(RAM), Read Only Memory (ROM), Electronically Eras-
able Programmable Read-Only Memory (EEPROM), flash
memory or other memory technology, Compact Disk Read-
Only Memory (CD-ROM), Digital Versatile Disk (DVD) or
other optical disk storage, magnetic cassettes, magnetic tape,
magnetic disk storage or other magnetic storage devices, or



US 2024/0176896 Al

any other medium that can be used to store the desired
information and that can be accessed by data security control
computing device 501.

[0116] Although not required, various aspects described
herein may be embodied as a method, a data transfer system,
or as a computer-readable medium storing computer-execut-
able instructions. For example, a computer-readable medium
storing instructions to cause a processor to perform steps of
a method in accordance with aspects of the disclosed
embodiments is contemplated. For example, aspects of
method steps disclosed herein may be executed on a pro-
cessor on data security control computing device 501. Such
a processor may execute computer-executable instructions
stored on a computer-readable medium.

[0117] Software may be stored within memory 515 and/or
storage to provide instructions to processor 503 for enabling
data security control computing device 501 to perform
various functions as discussed herein. For example, memory
515 may store software used by data security control com-
puting device 501, such as operating system 517, application
programs 519, and associated database 521. Also, some or
all of the computer executable instructions for data security
control computing device 501 may be embodied in hardware
or firmware. Although not shown, RAM 505 may include
one or more applications representing the application data
stored in RAM 505 while data security control computing
device 501 is on and corresponding software applications
(e.g., software tasks) are running on data security control
computing device 501.

[0118] Communications module 509 may include a micro-
phone, keypad, touch screen, and/or stylus through which a
user of data security control computing device 501 may
provide input, and may also include one or more of a speaker
for providing audio output and a video display device for
providing textual, audiovisual and/or graphical output.
Computing system environment 500 may also include opti-
cal scanners (not shown).

[0119] Data security control computing device 501 may
operate in a networked environment supporting connections
to one or more remote computing devices, such as comput-
ing device 541 and 551. Computing devices 541 and 551
may be personal computing devices or servers that include
any or all of the elements described above relative to data
security control computing device 501.

[0120] The network connections depicted in FIG. 5 may
include Local Area Network (LAN) 525 and Wide Area
Network (WAN) 529, as well as other networks. When used
in a LAN networking environment, data security control
computing device 501 may be connected to LAN 525
through a network interface or adapter in communications
module 509. When used in a WAN networking environment,
data security control computing device 501 may include a
modem in communications module 509 or other means for
establishing communications over WAN 529, such as net-
work 531 (e.g., public network, private network, Internet,
intranet, and the like). The network connections shown are
illustrative and other means of establishing a communica-
tions link between the computing devices may be used.
Various well-known protocols such as Transmission Control
Protocol/Internet Protocol (TCP/IP), Ethernet, File Transfer
Protocol (FTP), Hypertext Transter Protocol (HTTP) and the
like may be used, and the system can be operated in a
client-server configuration to permit a user to retrieve web
pages from a web-based server.
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[0121] The disclosure is operational with numerous other
computing system environments or configurations.
Examples of computing systems, environments, and/or con-
figurations that may be suitable for use with the disclosed
embodiments include, but are not limited to, personal com-
puters (PCs), server computers, hand-held or laptop devices,
smart phones, multiprocessor systems, microprocessor-
based systems, set top boxes, programmable consumer elec-
tronics, network PCs, minicomputers, mainframe comput-
ers, distributed computing environments that include any of
the above systems or devices, and the like that are config-
ured to perform the functions described herein.

[0122] One or more aspects of the disclosure may be
embodied in computer-usable data or computer-executable
instructions, such as in one or more program modules,
executed by one or more computers or other devices to
perform the operations described herein. Generally, program
modules include routines, programs, objects, components,
data structures, and the like that perform particular tasks or
implement particular abstract data types when executed by
one or more processors in a computer or other data process-
ing device. The computer-executable instructions may be
stored as computer-readable instructions on a computer-
readable medium such as a hard disk, optical disk, remov-
able storage media, solid-state memory, RAM, and the like.
The functionality of the program modules may be combined
or distributed as desired in various embodiments. In addi-
tion, the functionality may be embodied in whole or in part
in firmware or hardware equivalents, such as integrated
circuits, Application-Specific Integrated Circuits (ASICs),
Field Programmable Gate Arrays (FPGA), and the like.
Particular data structures may be used to more effectively
implement one or more aspects of the disclosure, and such
data structures are contemplated to be within the scope of
computer executable instructions and computer-usable data
described herein.

[0123] Various aspects described herein may be embodied
as a method, an apparatus, or as one or more computer-
readable media storing computer-executable instructions.
Accordingly, those aspects may take the form of an entirely
hardware embodiment, an entirely software embodiment, an
entirely firmware embodiment, or an embodiment combin-
ing software, hardware, and firmware aspects in any com-
bination. In addition, various signals representing data or
events as described herein may be transferred between a
source and a destination in the form of light or electromag-
netic waves traveling through signal-conducting media such
as metal wires, optical fibers, or wireless transmission media
(e.g., air or space). In general, the one or more computer-
readable media may be and/or include one or more non-
transitory computer-readable media.

[0124] As described herein, the various methods and acts
may be operative across one or more computing servers and
one or more networks. The functionality may be distributed
in any manner, or may be located in a single computing
device (e.g., a server, a client computer, and the like). For
example, in alternative embodiments, one or more of the
computing platforms discussed above may be combined into
a single computing platform, and the various functions of
each computing platform may be performed by the single
computing platform. In such arrangements, any and/or all of
the above-discussed communications between computing
platforms may correspond to data being accessed, moved,
modified, updated, and/or otherwise used by the single
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computing platform. Additionally or alternatively, one or
more of the computing platforms discussed above may be
implemented in one or more virtual machines that are
provided by one or more physical computing devices. In
such arrangements, the various functions of each computing
platform may be performed by the one or more virtual
machines, and any and/or all of the above-discussed com-
munications between computing platforms may correspond
to data being accessed, moved, modified, updated, and/or
otherwise used by the one or more virtual machines.
[0125] Aspects of the disclosure have been described in
terms of illustrative embodiments thereof. Numerous other
embodiments, modifications, and variations within the scope
and spirit of the appended claims will occur to persons of
ordinary skill in the art from a review of this disclosure. For
example, one or more of the steps depicted in the illustrative
figures may be performed in other than the recited order, one
or more steps described with respect to one FIG. 10 may be
used in combination with one or more steps described with
respect to another figure, and/or one or more depicted steps
may be optional in accordance with aspects of the disclo-
sure.

What is claimed is:

1. A computing platform, comprising:

at least one processor;

a communication interface communicatively coupled to

the at least one processor; and

a memory storing computer-readable instructions that,

when executed by the at least one processor, cause the

computing platform to:

receive, from a source node, a request for a transaction;

analyze the request for a transaction to identify a
plurality of data elements within the request for the
transaction;

identify, for each data element of the plurality of data
elements, a category of data associated with a respec-
tive data element;

identify, based on the identified categories of data
associated with the respective data elements, one or
more rules engines to execute;

execute the identified one or more rules engines to
generate a plurality of secure data elements corre-
sponding to the plurality of data elements;

encrypt each secure data element of the plurality of
secure data elements;

transmit, to a distributed ledger system, each encrypted
secure data element of the plurality of secure data
elements, wherein transmitting each secure data ele-
ment to the distributed ledger system causes a dis-
tributed ledger to store each encrypted secure data
element;

generate one or more notifications indicating that each
encrypted secure data element has been transmitted
to the distributed ledger system; and

transmit, to a plurality of target nodes, the generated
one or more notifications, wherein transmitting the
generated one or more notifications causes the one or
more notifications to be displayed on a respective
target node.

2. The computing platform of claim 1, wherein a first
notification is transmitted to a first target node and a second
notification is transmitted to a second target node.

3. The computing platform of claim 2, wherein the first
notification indicates that a first portion of the plurality of
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secure data elements has been transmitted to the distributed
ledger system and may be retrieved by the first target node.

4. The computing platform of claim 3, wherein the first
notification includes a key of a key pair to decrypt the
encrypted secure data elements in the first portion of the
plurality of secure data elements.

5. The computing platform of claim 4, wherein the
encrypted secure data elements in the first portion of the
plurality of secure data elements are associated with a first
category of data.

6. The computing platform of claim 5, wherein the second
notification indicates that a second portion of the plurality of
secure data elements, different from the first portion, has
been transmitted to the distributed ledger system and may be
retrieved by the second target node.

7. The computing platform of claim 6, wherein the second
notification includes a key of a key pair to decrypt the
encrypted secure data elements in the second portion of the
plurality of secure data elements.

8. The computing platform of claim 7, wherein the
encrypted secure data elements in the second portion of the
plurality of secure data elements are associated with a
second category of data, different from the first category of
data.

9. The computing platform of claim 1, further including
instructions that, when executed, cause the computing plat-
form to:

prior to receiving, from the source node, the request for

the transaction, receive registration data of a user
associated with the source node, wherein the registra-
tion data includes user privacy and data access prefer-
ences;

generate an incentive for the user associated with the

source node to modify the user privacy and data access
preferences; and

transmit, to the source node, the generated incentive,

wherein transmitting, to the source node, the generated
incentive, causes the generated incentive to display on
a display of the source node.

10. The computing platform of claim 9, further including
instructions that, when executed cause the computing plat-
form to:

receive, from the source node, incentive response data;

and

modify, based on the incentive response data, the regis-

tration data.

11. A method, comprising:

receiving, by a computing platform, the computing plat-

form having at least one processor, and memory and
from a source node, a request for a transaction;

analyzing, by the at least one processor, the request for a

transaction to identify a plurality of data elements
within the request for the transaction;
identifying, by the at least one processor and for each data
element of the plurality of data elements, a category of
data associated with a respective data element;

identifying, by the at least one processor and based on the
identified categories of data associated with the respec-
tive data elements, one or more rules engines to
execute;

executing, by the at least one processor, the identified one

or more rules engines to generate a plurality of secure
data elements corresponding to the plurality of data
elements;
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encrypting, by the at least one processor, each secure data

element of the plurality of secure data elements;
transmitting, by the at least one processor and to a
distributed ledger system, each encrypted secure data
element of the plurality of secure data clements,
wherein transmitting each encrypted secure data ele-
ment to the distributed ledger system causes a distrib-
uted ledger to store each encrypted secure data element;

generating, by the at least one processor, one or more
notifications indicating that each encrypted secure data
element has been transmitted to the distributed ledger
system; and

transmitting, by the at least one processor and to a

plurality of target nodes, the generated one or more
notifications, wherein transmitting the generated one or
more notifications causes the one or more notifications
to be displayed on a respective target node.

12. The method of claim 11, wherein a first notification is
transmitted to a first target node and a second notification is
transmitted to a second target node.

13. The method of claim 12, wherein the first notification
indicates that a first portion of the plurality of secure data
elements has been transmitted to the distributed ledger
system and may be retrieved by the first target node.

14. The method of claim 13, wherein the first notification
includes a key of a key pair to decrypt the encrypted secure
data elements in the first portion of the plurality of secure
data elements.

15. The method of claim 14, wherein the encrypted secure
data elements in the first portion of the plurality of secure
data elements are associated with a first category of data.

16. The method of claim 15, wherein the second notifi-
cation indicates that a second portion of the plurality of
secure data elements, different from the first portion, has
been transmitted to the distributed ledger system and may be
retrieved by the second target node.

17. The method of claim 16, wherein the second notifi-
cation includes a key of a key pair to decrypt the encrypted
secure data elements in the second portion of the plurality of
secure data elements.

18. The method of claim 17, wherein the encrypted secure
data elements in the second portion of the plurality of secure
data elements are associated with a second category of data,
different from the first category of data.

19. The method of claim 11, further including:

prior to receiving, from the source node, the request for

the transaction, receiving, by the at least one processor,
registration data of a user associated with the source
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node, wherein the registration data includes user pri-
vacy and data access preferences;
generating, by the at least one processor, an incentive for
the user associated with the source node to modify the
user privacy and data access preferences;

transmitting, by the at least one processor and to the
source node, the generated incentive, wherein trans-
mitting, to the source node, the generated incentive,
causes the generated incentive to display on a display
of the source node;

receiving, by the at least one processor and from the

source node, incentive response data; and

modifying, by the at least one processor and based on the

incentive response data, the registration data.

20. One or more non-transitory computer-readable media
storing instructions that, when executed by a computing
platform comprising at least one processor, memory, and a
communication interface, cause the computing platform to:

receive, from a source node, a request for a transaction;

analyze the request for a transaction to identify a plurality
of data elements within the request for the transaction;

identify, for each data element of the plurality of data
elements, a category of data associated with a respec-
tive data element;

identify, based on the identified categories of data asso-

ciated with the respective data elements, one or more
rules engines to execute;

execute the identified one or more rules engines to gen-

erate a plurality of secure data elements corresponding
to the plurality of data elements;

encrypt each secure data element of the plurality of secure

data elements;

transmit, to a distributed ledger system, each encrypted

secure data element of the plurality of secure data
elements, wherein transmitting each encrypted secure
data element to the distributed ledger system causes a
distributed ledger to store each encrypted secure data
element;

generate one or more notifications indicating that each

encrypted secure data element has been transmitted to
the distributed ledger system; and

transmit, to a plurality of target nodes, the generated one

or more notifications, wherein transmitting the gener-
ated one or more notifications causes the one or more
notifications to be displayed on a respective target
node.



