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(57) ABSTRACT 

Disclosed is a method of allowing a main terminal to com 
municate with a portable terminal comprising first and second 
secure elements. The method includes: allowing the main 
terminal to communicate with the portable terminal by using 
a first applet identifier which is previously recorded in the 
main terminal; and allowing the main terminal to communi 
cate with the portable terminal by using a second applet 
identifier which is previously recorded in the main terminal, 
wherein allowing the main terminal to perform the commu 
nication by using the first applet identifier and the allowing 
the mainterminal to perform the communication by using the 
second applet identifier are alternately and repeatedly carried 
Out. 

TRANSMITTING FIRST APPLET 
IDENTIFIER CORRESPONDING TO 

FIRST APPLETRECORDED INFIRST SE 

IS 

EXCHANGING bATA OF FIRST 
APPLET RECORDED INFIRST SE 

701 

RESPONSE MESSAGE 
NRECEIVED la 

TRANSMITTING SECONDAPPLET 
IDENTIFIER CORRESPONDING TO 

FIRST APPLET RECORDED INSECOND SE 

S 
RESPONSE MESSAGE Y 

YES 
EXCHANGING DATAOF FIRST 

APPLETRECORDED INSECOND SE 

704 

705 

706 

  

    

  

  

  

  

    

  

    

  

  

  

  



Patent Application Publication Dec. 11, 2014 Sheet 1 of 7 US 2014/036610.6 A1 

200 

PORTABLE TERMINAL 

(1) App 1 RESPONSEREQUEST 
100 

MAN (2-6) SE1 App 1 RESPONSE 
TERMINAL -- 2 - 

(2-2) SE2 App RESPONSE 

FIG.1 

100 

MAN TERMINAL 

STORAGE - 
s' 

RFUNT 

CONTROLLER 

FIG.2 

  

  

  

  



Patent Application Publication Dec. 11, 2014 Sheet 2 of 7 US 2014/036610.6 A1 

300 

- AD (APPLICATION IDENTIFIER) 16 BYTES -- 

A. 1 || 2 | 3 || 4 || 5 || 6 || 7 || 8 || 9 || 10 11 

1- RID5 BYTES --- PIX0-11 BYTES —- 
2 

301 3O2 

FIG.3 

410 

411 412 
f --- --- 

7777.77 7 ZZZZY 

|- RD 4 as PIX - 

FIELD VALUE. KINDOFOBJECTS.E. 
O1 UCC 
O2 SSE 

MicroSD 

FIG.4A 

  



Patent Application Publication Dec. 11, 2014 Sheet 3 of 7 US 2014/036610.6 A1 

420 

4 21 422 

ass RD 4 

O1 UCC 
O2 SSE 
O3 

FIELD 
VALUE OBJECTSE 

FIG.4B 

  



Patent Application Publication Dec. 11, 2014 Sheet 4 of 7 US 2014/036610.6 A1 

TOUCHSCREEN --171 

TOUCHSCREEN 
CONTROLLER 172 

COMMUNICATION 
MODULE CONTROLLER 

111 
120 60 POWER SUPPLY 

INPUTIOUTPUT 
MODULE 

110 
BUTTON 

SPEAKER 

VIBRATION MOTOR 

KEYPAD 

130 

31 
150 STORAGE UNIT 

132 

133 

134 
140 APPLET 

MANAGEMENT UNIT 

FIG.5 

      

  

    

  

  

    

  

  

  

  

  

  

  

  



Patent Application Publication Dec. 11, 2014 Sheet 5 of 7 US 2014/036610.6 A1 

140 

APPLET MANAGEMENT UNIT 

STORAGE UNIT 

CONTROLLER 

RFUNIT s 

  

  

  

  

  



Patent Application Publication Dec. 11, 2014 Sheet 6 of 7 US 2014/036610.6 A1 

TRANSMITTING FIRST APPLET 
IDENTIFIER CORRESPONDING TO 

FIRST APPLET RECORDED IN FIRST SE 701 

IS 
RESPONSE MESSAGE 

NRECEIVED l1 

EXCHANGING bATA OF FIRST 
APPLET RECORDED INFIRST SE 

TRANSMITTING SECOND APPLET 
IDENTIFIER CORRESPONDING TO 

FIRST APPLET RECORDED INSECOND SE 
704 

705 S 
1 RESPONSE MESSAGE 

YES 
EXCHANGING DATAOF FIRST 

APPLETRECORDED INSECONDSE 706 

FIG.7 

    

  

  

  

  

    

    

  

    

  

  

  



Patent Application Publication 

App k ----- 
- 

-T-- 
221 

- - - - - - 
221 - App 1 - it ill : 

Dec. 11, 2014 Sheet 7 of 7 US 2014/036610.6 A1 

TRANSMITTING FIRST APPLET 
DENTIFIER CORRESPONDING TO 

FIRST APPLETRECORDED INFIRST SE 
2 IS 80 

a FIRST SE-FIRST APPLET 

YES 

REQUESTING FIRST 
SE-FRST APPLET TO RESPOND 

TRANSMITTING RESPONSE 
MESSAGE TO MAINTERMINAL 

EXCHANGING DATA OF FIRST 
SE-FIRST APPLET WITH MAINTERMINAL 

RECEIVING SECONDAPPLET 
IDENTIFIER CORRESPONDING TO 

FIRSTAPPLETRECORDED INSECOND SE 
811 

812 
IS 

SECONDSE-FIRST APPLET 

YES 
REQUESTING SECOND 

SE-FIRST APPLET TO RESPOND 

NO 

TRANSMITTING RESPONSE 
MESSAGE TOMAINTERMINAL 

EXCHANGING DATA OF SECOND 
SE-FIRST APPLET WITH MAINTERMINAL 

  

    

  

  

  

    

  

  

  

  

    

  



US 2014/0366106 A1 

APPARATUS AND METHOD FOR 
PROCESSING DATA OF APPLET INCLUDED 
INA PLURALITY OF SECURE ELEMENTS 

CROSS-REFERENCE TO RELATED 
APPLICATION(S) AND CLAIM OF PRIORITY 

0001. The present application is related to and claims the 
priority under 35 U.S.C. S 119(a) to Korean Application Serial 
No. 10-2013-0064860, which was filed in the Korean Intel 
lectual Property Office on Jun. 5, 2013, the entire content of 
which is hereby incorporated by reference. 

TECHNICAL FIELD 

0002 The present disclosure relates to a data exchange 
technology, more particularly relates to a data exchange tech 
nology between a reader and a card. 

BACKGROUND 

0003 Recently, the services and functions provided by 
portable devices have gradually diversified and increased. 
Various applications which can be carried out in the portable 
devices have been developed in order to improve an effective 
value of these portable devices and satisfy different needs of 
USCS. 

0004. The portable devices can store and carry out basic 
applications which are programmed and installed thereto by 
corresponding manufacturers, and additional applications 
downloaded via the Internet from web sites which sell them. 
The additional applications have been developed by general 
developers and can be registered to the web sites. Accord 
ingly, whoever develops applications can freely sell the appli 
cations to users of the portable devices via the web sites on 
which the applications are sold. With respect to current por 
table devices, thousands and thousands of applications 
according to products are freely or commercially available. 
0005 Portable devices such as Smartphones, tablet PCs 
and the like can store several to hundreds of applications 
therein, and shortcut keys are displayed in the form of icons 
on a touch screen of each portable device in order to execute 
the respective applications. Therefore, if a user touches any 
one of the icons displayed on the touch screen, the corre 
sponding application is executed in the portable device. 
0006. As the portable devices have been widely popular 
ized, data Such as personal information or financial informa 
tion can be stored in the portable terminals and various Ser 
vices which utilize the data are provided for the portable 
devices. Specifically, the data Such as personal information or 
financial information are intended to be applied to a user 
certification, a security setting, a financial settlement and so 
on, by using a Radio-Frequency Identification (RFID) tech 
nology including a Near Field Communication (NFC) and the 
like. 

SUMMARY 

0007. With respect to the above, it is a primary object to 
provide an apparatus and method for stably using an applet, in 
which data such as personal information or financial infor 
mation is stored, via secure elements included in a portable 
terminal. 

0008 Another aspect of the present disclosure is to pro 
vide an apparatus and method for stably using data Such as 
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personal information or financial information, which is stored 
in an applet, although an identical applet is stored in a plural 
ity of secure elements. 
0009. In accordance with an aspect of the present disclo 
Sure, a method of allowing a main terminal to communicate 
with a portable terminal comprising first and second secure 
elements is provided. The method includes: allowing the 
main terminal to communicate with the portable terminal by 
using a first applet identifier which is previously recorded in 
the main terminal; and allowing the main terminal to com 
municate with the portable terminal by using a second applet 
identifier which is previously recorded in the main terminal, 
wherein the allowing of the main terminal to perform the 
communication by using the first applet identifier and the 
allowing of the main terminal to perform the communication 
by using the second applet identifier are alternately and 
repeatedly carried out. 
0010 Further, in accordance with another aspect of the 
present disclosure, a method of allowing a portable terminal 
comprising first and second secure elements, to communicate 
with a main terminal is provided. The method includes: 
allowing the portable terminal to receive a requesting mes 
sage including a first applet identifier, and to communicate 
with the main terminal; and allowing the portable terminal to 
receive a requesting message including a second applet iden 
tifier, and to communicate with the main terminal. 
0011. In accordance with still another aspect of the present 
disclosure, a main terminal for performing communication 
with a portable terminal comprising first and second secure 
elements is provided. The main terminal includes: a Radio 
Frequency (RF) unit that receives and processes an RF signal; 
a memory unit that stores at least applet management pro 
gram; and a controller that is configured to control the applet 
management program, wherein the memory unit previously 
stores a first applet identifier and a second applet identifier, 
and the applet management program includes commands that 
are configured to repeatedly perform the communication with 
the portable terminal by alternately using the first applet 
identifier the second applet identifier. 
0012. In accordance with still another aspect of the present 
disclosure, a portable terminal is provided. The portable ter 
minal includes: first and second secure elements; a Radio 
Frequency (RF) unit that receives and processes an RF signal; 
a memory unit that stores an applet management program; 
and an applet management unit that includes a controller 
configured to control the applet management program, 
wherein the applet management program includes commands 
configured to: receive a requesting message including the first 
applet identifier and communicating with the main terminal 
after identifying whether the applet corresponding to the first 
applet identifier operates; and receive a requesting message 
including the second applet identifier and communicating 
with the main terminal after identifying whether the applet 
corresponding to the second applet identifier operates. 
0013. In the communication scheme considering the plu 
rality of secure elements according to the present disclosure, 
although the identical applet is recorded in each of the plural 
secure elements included in the portable terminal, the main 
terminal can stably exchange data necessary for communica 
tion with the applet without an occurrence of errors. 
(0014. Before undertaking the DETAILED DESCRIP 
TION below, it may be advantageous to set forth definitions 
of certain words and phrases used throughout this patent 
document: the terms “include’ and “comprise,” as well as 
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derivatives thereof, mean inclusion without limitation; the 
term 'or' is inclusive, meaning and/or; the phrases “associ 
ated with and “associated therewith, as well as derivatives 
thereof, may mean to include, be included within, intercon 
nect with, contain, be contained within, connect to or with, 
couple to or with, be communicable with, cooperate with, 
interleave, juxtapose, be proximate to, be bound to or with, 
have, have a property of, or the like; and the term “controller 
means any device, system or part thereofthat controls at least 
one operation, Such a device may be implemented in hard 
ware, firmware or software, or some combination of at least 
two of the same. It should be noted that the functionality 
associated with any particular controller may be centralized 
or distributed, whether locally or remotely. Definitions for 
certain words and phrases are provided throughout this patent 
document, those of ordinary skill in the art should understand 
that in many, if not most instances, such definitions apply to 
prior, as well as future uses of such defined words and 
phrases. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0015 For a more complete understanding of the present 
disclosure and its advantages, reference is now made to the 
following description taken in conjunction with the accom 
panying drawings, in which like reference numerals represent 
like parts: 
0016 FIG. 1 is a schematic view illustrating a system to 
which a communication scheme is applied considering a plu 
rality of secure elements according to embodiments of the 
present disclosure; 
0017 FIG. 2 is a block diagram illustrating a configuration 
of a main terminal to which a communication scheme is 
applied considering a plurality of secure elements according 
to embodiments of the present disclosure; 
0018 FIG. 3 is a view illustrating a configuration of an 
applet identifier for use in the main terminal to which the 
communication scheme is applied considering a plurality of 
secure elements according to embodiments of the present 
disclosure; 
0019 FIG. 4A is a view illustrating applet identifiers 
which are allocated to secure elements, respectively, accord 
ing to embodiments of the present disclosure; 
0020 FIG. 4B is another view illustrating applet identifi 
ers which are allocated to secure elements, respectively, 
according to embodiments of the present disclosure; 
0021 FIG.5 is a block diagram illustrating a configuration 
of a portable terminal to which a communication scheme is 
applied considering a plurality of secure elements according 
to embodiments of the present disclosure; 
0022 FIG. 6 is a block diagram illustrating a configuration 
of an applet management unit shown in FIG. 5 according to 
embodiments of the present disclosure; 
0023 FIG. 7 is a flowchart illustrating a communication 
scheme considering a plurality of secure elements according 
to embodiments of the present disclosure; and 
0024 FIG. 8 is a flowchart illustrating a communication 
scheme considering a plurality of secure elements according 
to embodiments of the present disclosure. 

DETAILED DESCRIPTION 

0025 FIGS. 1 through 8, discussed below, and the various 
embodiments used to describe the principles of the present 
disclosure in this patent document are by way of illustration 
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only and should not be construed in any way to limit the scope 
of the disclosure. Those skilled in the art will understand that 
the principles of the present disclosure can be implemented in 
any Suitably arranged electronic device. The disclosure is 
described with reference to the accompanying drawings. In 
the description of the disclosure, a detailed description of 
known related functions and components can be omitted to 
avoid unnecessarily obscuring the Subject matter of the dis 
closure. The disclosure can, however, be embodied in many 
different forms and should not be construed as limited to the 
embodiments. In addition, terms of the disclosure, which are 
defined with reference to the functions of the disclosure, can 
be implemented differently depending on a user or operators 
intention and practice. Therefore, the terms should be under 
stood on the basis of the disclosure throughout the specifica 
tion. The principles and features of the disclosure can be 
employed in varied and numerous embodiments without 
departing from the disclosure. 
0026. The same reference numbers are used throughout 
the drawings to refer to the same or similar parts. Further 
more, although the drawings represent embodiments of the 
disclosure, the drawings are not necessarily to scale and cer 
tain features can be exaggerated or omitted in order to more 
clearly illustrate and describe the disclosure. 
0027. Among the terms in the disclosure, an electronic 
device, a terminal, a portable device, etcetera, refers to any 
kind of device capable of processing data that is transmitted 
or received to or from any external entity. The electronic 
device, the terminal, the portable device, etcetera, can display 
icons or menus on a screen to which stored data and various 
executable functions are assigned or mapped. The electronic 
device, the terminal, the portable device, etcetera can include 
a computer, a notebook, a tablet PC, a cellphone, and any 
known type of electronic device. 
0028. Among the terms in the disclosure, a screen refers to 
a display or other output devices which visually display infor 
mation to the user, and which optionally can include a touch 
screen or touchpanel configured to receive and electronically 
process tactile inputs from a user using a stylus, a finger of the 
user, or other techniques for conveying a user selection from 
the user to the display or to other output devices. 
0029. Among the terms in the disclosure, an icon refers to 
a graphical element such as a figure or a symbol displayed on 
the screen of the electronic device such that a user can easily 
select a desired function or data. In particular, each icon has a 
mapping relation with any function being executable in the 
electronic device or with any data stored in the electronic 
device and is used for processing functions or selecting data 
in the electronic device. When a user selects one of the dis 
played icons, the electronic device identifies a particular 
function or data associated with the selected icon. Then the 
electronic device executes the identified function or displays 
the identified data. 
0030. Among the terms in the disclosure, data refers to any 
kind of information processed by the electronic device, 
including text and/or images received from any external enti 
ties, messages transmitted or received, and information cre 
ated when a specific function is executed by the electronic 
device. 
0031. It will be understood that, although the terms first, 
second, third, etc., can be used to describe various elements, 
components, regions, layers and/or sections, these elements, 
components, regions, layers and/or sections should not be 
limited by these terms. These terms are used to distinguish 
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one element, component, region, layer or section from 
another region, layer or section. Thus, a first element, com 
ponent, region, layer or section can be a second element, 
component, region, layer or section without departing from 
the teachings of the present disclosure. The terminology used 
in the present disclosure is for the purpose of describing 
particular embodiments and is not intended to be limiting of 
the disclosure. The singular forms “a”, “an and “the are 
intended to include the plural forms as well, unless the con 
text clearly indicates otherwise. 
0032 FIG. 1 is a schematic view illustrating a system to 
which a communication scheme is applied considering a plu 
rality of secure elements according to embodiments of the 
present disclosure. Referring to FIG. 1, the system to which 
the communication scheme is applied considering the plural 
ity of secure elements according to the embodiment of the 
present disclosure includes a main terminal 100 operating as 
a reader and a portable terminal 200 operating as a tag. 
0033. The mainterminal 100 can read one or more applets 
221, 222, 225 and 226 recorded in a plurality of secure ele 
ments 210 and 215 included in the portable terminal 200, and 
communicate with one or more applets 221, 222, 225 and 226 
recorded in the plurality of secure elements 210 and 215. 
0034 Generally, the main terminal 100 can be configured 

to communicate with only one of the applets 221, 222, 225 
and 226 at once, which are recorded in the plurality of secure 
elements 210 and 215 included in the portable terminal 200. 
That is, the main terminal 100 repeatedly transmits an iden 
tifier configured to identify one applet, i.e., a first applet 221, 
to a predetermined range of coverage at a predetermined time 
interval, and the first applet 221 responds to the identifier 
when the portable terminal 200 enters the predetermined 
range of coverage. One or more applets can be provided by a 
communication service company, a financial service pro 
vider, or a manufacturer of the portable terminal. For 
example, one or more applets can include a VISA credit card 
applet, a VISA Electron card applet, a MasterCard credit card 
applet, an Amex credit card applet, a T money applet and the 
like. 

0035. Further, the secure elements can include Universal 
Integrated Circuit Card (UICC), a Micro Secure Digital (SD) 
card, an embedded Secure Element (embedded SE), and the 
like, as a medium configured to store one or more applets, and 
a plurality of secure elements can be combined with or 
included in the portable terminal 200. Specifically, an identi 
cal applet, i.e., the first applet 221 is simultaneously recorded 
on the plurality of secure elements. Accordingly, in a state that 
the identical applet, i.e., the first applet 221 is stored in all of 
the plurality of secure elements 210 and 215 included in the 
portable terminal 200, when the main terminal 100 transmits 
an identifier of the first applet in order to communicate with 
the first applet 221 recorded in the portable terminal 200 (CD), 
the first applet 221 recorded in the plurality of elements, i.e., 
a first secure element 210 and a second secure element 215, 
which are included in the portable terminal 200 can provide 
response signals simultaneously ((2)-(D. (2)-(2)). That is, 
the main terminal 100 receives response messages from the 
first applet 221 recorded in the first secure element 210 and 
the first applet 221 recorded in the second secure element 215. 
In this case, since the main terminal 100 which is configured 
to perform communication with only one applet at a time 
cannot simultaneously communicate with the first applets 
221 which are recorded in the first and second secure ele 
ments 210 and 215 respectively, a problem can occur in that 
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the main terminal 100 recognizes an error and does not carry 
out more communication operations. 
0036. In a system according to embodiments of the present 
disclosure, to which a communication Scheme is applied in 
consideration of a plurality of secure elements, although iden 
tical applets are recorded in the plurality of secure elements 
respectively, the main terminal 100 can selectively commu 
nicate with the applets which are recorded in the plurality of 
secure elements respectively. Particularly, when the main 
terminal 100 requests communication with the first applet 
221, the main terminal 100 first transmits a first applet iden 
tifier, which identifies the first applet 221 recorded on the first 
secure element 210, to the portable terminal 200. Then, the 
portable terminal 200 identifies the first applet identifier and 
allows the main terminal 100 to communicate with the first 
applet 221 which is recorded in the first secure element 210 
and corresponds to the first applet identifier. When commu 
nication with the first applet 221 recorded in the first secure 
elements 210 is completed, the mainterminal 100 transmits a 
second applet identifier, which identifies the first applet 221 
recorded in the second secure element 215, to the portable 
terminal 200. Then, the portable terminal 200 identifies the 
second applet identifier and allows the main terminal 100 to 
communicate with the first applet 221 which is recorded in the 
second secure element 215 and corresponds to the second 
applet identifier. The main terminal 100 repeatedly commu 
nicates with the first applet 221 recorded in each secure ele 
ment in correspondence to the number of the plural Secure 
elements included in the portable terminal 200. Accordingly, 
even though the plurality of secure elements are included in 
the portable terminal 200 and the identical applet is recorded 
in the plurality of secure elements, the main terminal 100 can 
exchange data with the applet. 
0037 FIG. 2 is a block diagram illustrating a configuration 
of a main terminal to which a communication scheme is 
applied considering a plurality of secure elements according 
to embodiments of the present disclosure; 
0038. The mainterminal 100 can include a controller 11, a 
storage unit 13 and a Radio Frequency (RF) unit 15. 
0039. The controller 11 can include a CPU, a ROM in 
which a control program to control the main terminal 100 is 
stored, and a RAM which stores signals or data input from 
outside of the mainterminal 100, or is used as a storage region 
for operations performed by the mainterminal 100. The CPU, 
ROM, and RAM can be connected with one another via an 
internal bus. Further, the controller 11 is configured to control 
operations of the storage unit 13 and the RF unit 15 depending 
on a control program for performing a communication 
scheme in consideration with the plurality of secure elements. 
0040. The storage unit 13 can include the ROM and RAM 
included in the controller 11, or a memory card (not shown), 
i.e., an SD card and a memory Stick, mounted on the main 
terminal 100. In addition, the storage unit 13 can include a 
non-volatile memory, a volatile memory, a Hard Disk Drive 
(HDD), or a Solid State Drive (SSD). 
0041. The storage unit 13 can store “a control program for 
performing a communication scheme in consideration of the 
plurality of secure elements’ to control at least controller 11. 
“The communication scheme in consideration of the plurality 
of secure elements' can be implemented in a form of program 
commands which are performed by various computing 
devices, and can be stored in the storage unit 13. Further, the 
storage unit 13 can store the program commands, a data file, 
a data configuration, and the like individually, or combina 
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tions thereof. The program commands stored in the storage 
unit 13 can be one which is specially designed and configured 
for the present disclosure, or can be well known and used by 
a person skilled in the art of computer software. Further, “the 
communication scheme in consideration of the plurality of 
secure elements' can be implemented and stored in a form of 
program commands in the storage unit 13. The program com 
mands can be temporarily stored in the RAM included in the 
controller 11 according to embodiments of the present dis 
closure. The controller 11 controls a hardware configuration 
element included in the mainterminal 100 in correspondence 
to the program commands. The storage unit 13 can tempo 
rarily or continuously store data generated during the pro 
cessing of the program commands. 
0042 Especially, the storage unit 13 can store an identifier 
of applet to be referred in a carrying out of “the control 
program for performing the communication scheme in con 
sideration of the plurality of secure elements', and the con 
troller 11 identifies the identifier of the applet which is stored 
in the storage unit 13 and corresponds to an object which 
performs the communication and can be used for the commu 
nication. At this time, an applet identifier is assigned to a 
single applet, and in a case where the single applet is recorded 
in the plurality of secure elements, the single applet can be 
allocated to each of the plural secure elements. 
0043. For example, the control program can include pro 
gram commands that enable the main terminal 100 to sequen 
tially transmit the allocated applet identifier to each of the 
plural secure elements so as to request a start of communica 
tion, and to identify a response signal received from the applet 
which is stored in the secure element included in the portable 
terminal, so as to attempt an exchange of data. Particularly, 
the control program can include program commands that 
enable the main terminal 100 to transmit an identifier for the 
first applet, i.e., a first applet identifier, recorded in the first 
secure element and to stay on standby for a predetermined 
time, and then allows the main terminal 100 to transmit an 
identical identifier for the first applet, i.e., the second applet 
identifier, recorded in the second secure element if a respond 
ing message is not received from the first applet recorded in 
the first secure element, and to stay on standby for the prede 
termined time. When a response message is received from the 
first applet recorded in the second secure element in the 
predetermined time, the program commands enable the main 
terminal 100 to transmit the first applet identifier again in 
correspondence to the received response message and to stay 
on standby for the predetermined time. This operation can be 
repeatedly performed. On the other hand, the program com 
mands can be configured to enable the main terminal 100 to 
communicate with the first applet recorded in the first secure 
element (or the first applet recorded in the second secure 
element) by using a received response message when the 
response message is received from the first applet recorded in 
the first secure element (or the first applet recorded in the 
second secure element), and to exchange necessary data with 
the first applet. 
0044 FIG. 3 is a view illustrating a configuration of an 
applet identifier for use in a main terminal to which a com 
munication scheme considering a plurality of secure elements 
according to embodiments of the present disclosure. FIGS. 
4A to 4B are views illustrating an appletidentifier allocated to 
each of the plural secure elements according to embodiments 
of the present disclosure. 
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0045 Referring to FIG. 3, the applet identifier 300 is a 
unique ID value of each applet, and includes information 
which allows the main terminal to distinguish applet services 
(application) loaded on the secure element through the iden 
tifier. The applet identifier 300 can include a Registered 
Application Provider Identifier (RID) 301 and a Propriety 
Application Identifier Extension (PIX) 302. 
0046 Referring to FIGS. 4A and 4B, FIG. 4A illustrates 
an applet identifier used as a VISA credit. The first applet 
identifier 410 which is used as the VISA credit can include an 
applet type identifier 411 for identifying an applet, and an SE 
type identifier 412 for identifying a secure element. The 
applet type identifier 411 includes an RID of 5 Bytes and a 
PIX of 2 Bytes, and the SE type identifier 412 includes a PIX 
of 1 Byte. For example, the applet type identifier 411 can 
include information, i.e., a field value of A000 0000031010, 
indicating that the applet is the VISA credit, and the SE type 
identifier 412 can include information, i.e., a field value of01, 
indicating that a secure element is a UICC. Moreover, the SE 
type identifier 412 included in the applet identifier 410 has a 
field value set in consideration of the secure element recorded 
in the applet. In a case where the secure element is the UICC. 
the SE type identifier 412 is set to "01, in a case where the 
secure element is an embedded-Secure Element (e-SE), the 
SE type identifier 412 is set to “02, and in a case where the 
secure element is a MicroSD, the SE type identifier 412 is set 
to “O3. 

0047. Likewise, FIG. 4B illustrates an applet identifier 
used as a MasterCard credit. The second applet identifier 420 
used as the MasterCard credit can include an applet type 
identifier 421 for identifying an applet and an SE type iden 
tifier 422 for identifying a secure element, similarly to the first 
applet identifier 410. The applet type identifier 421 includes 
an RID of 5 Bytes and a PIX of 2 Bytes. The SE type identifier 
422 includes a PIX of 1 Byte. For example, the applet type 
identifier 421 can include information, i.e., a field value of AO 
00 00 0004 10 10, indicating that the applet is the VISA 
credit, and the SE type identifier 422 can include information, 
i.e., a field value of 01, indicating that a secure element is a 
UICC. As shown in FIG. 4A, the SE type identifier 422 has a 
field value set in consideration of the secure element in which 
the applet is recorded. 
0048. On the other hand, the controller 11 can wirelessly 
communicate with the portable terminal 200 located in a 
predetermined region by using the applet identifier, and the 
RF unit 15 can include a configuration, i.e., an antenna, an RF 
transmission a reception circuit, and the like, configured to 
transmit and receive a signal for performing the wireless 
communication with the portable terminal 200. The commu 
nication with the portable terminal 200 can be carried out by 
using various schemes Such as a cellular scheme, a wireless 
LAN scheme and a short-range communication Scheme. 
Preferably, in the present disclosure, the communication with 
the portable terminal 200 is performed by using a communi 
cation scheme such as a Radio-Frequency Identification 
(RFID) scheme and a Near Field Communication (NFC) 
scheme. 
0049 FIG. 5 is a block diagram illustrating a configuration 
of a portable terminal to which a communication scheme is 
applied considering a plurality of secure elements according 
to embodiments of the present disclosure. 
0050 Referring to FIG. 5, the portable terminal 200 to 
which the communication scheme considering the plurality 
of secure elements according to embodiments of the present 
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disclosure is applied generally includes the controller 110, a 
communication module 120, an input/output (I/O) module 
130, a storage unit 150, an electric power supply unit 160, a 
touchscreen 171 and a touchscreen controller 172. Also, the 
portable terminal 200 can further include an applet manage 
ment unit 140. 
0051. The controller 110 can include a Central Processing 
Unit (CPU) 111, a second CPU 115, a Read Only Memory 
(ROM) 112 storing a control program for controlling the 
portable terminal 200, and a Random Access Memory (RAM) 
113, which temporarily stores signals or data received from 
the outside of the portable terminal 200, or is used as a storage 
area for the operations performed in the portable terminal 
200. The CPU 111, ROM 112 and RAM 113 can be intercon 
nected via an internal bus. The controller 110 can control the 
communication module 120, the I/O module 130, the storage 
unit 150, the power supply 160, the touchscreen 171, and the 
touch screen controller 172. The controller 110 can be com 
prised of a single core, or can be comprised of multiple cores 
Such as dual cores, triple cores, and quad cores. It will be 
apparent to those of ordinary skill in the art that the number of 
cores is subject to change depending on the characteristics of 
the terminal. 
0.052 The communication module 120 can include at least 
one of a cellular module, a Wireless Local Area Network 
(WLAN) module, and a short-range communication module. 
0053. The cellular module is configured to connect the 
portable terminal 200 to the external device by mobile com 
munication via at least one or more antennas (not shown), 
under control of the controller 110. The cellular module 
exchanges wireless signals for voice calls, video calls, Short 
Message Service (SMS) messages and/or Multimedia Mes 
saging Service (MMS) messages, with cellular phones (not 
shown), Smartphones (not shown), tablet Personal Comput 
ers (PCs) (not shown) and/or other devices (not shown), 
whose phone numbers are stored or registered in the portable 
terminal 200. 
0054. The WLAN module, under control of the controller 
110, can be connected to the Internet in the place where a 
wireless Access Point (AP) (not shown) is installed. The 
WLAN module supports the WLAN standard (IEEE802.11x) 
defined by Institute of Electrical and Electronics Engineers 
(IEEE). The WLAN module can drive the Wi-Fi Positioning 
System (WPS) that identifies location information of the ter 
minal equipment with the WLAN module, using the location 
information provided by a wireless AP to which the WLAN 
module is wirelessly connected. 
0055. The short-range communication module, a module 
that wirelessly handles short-rang communication with the 
portable terminal 200 under control of the controller 110, can 
handle communication based on short-range communication 
such as Bluetooth, Infrared Data Association (IrDA), WiFi 
Direct, and Near Field Communication (NFC). 
0056. The I/O module 130 can include at least one of a 
button 131, a speaker 132, a vibration motor 133, and a 
keypad 134. 
0057 The button 131 can be formed on the front, side 
and/or rear of the housing of the portable terminal 200, and 
can include at least one of a power/lockbutton (not shown), a 
Volume button (not shown), a menu button (not shown), a 
home button (not shown), a back button (not shown), and a 
search button (not shown). 
0058. The speaker 132, under control of the controller 
110, can output the sounds corresponding to various signals 
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(for example, wireless signals, broadcast signals and the like) 
from the cellular module, the WLAN module and the short 
range communication module, to the outside of the portable 
terminal 200. One or multiple speakers 132 can be formed in 
one or multiple proper positions of the housing of the portable 
terminal 200. 

0059. The vibration motor 133 can convert electrical sig 
nals into mechanical vibrations under control of the controller 
110. One or multiple vibration motors 133 can be formed in 
the housing of the portable terminal 200. 
0060. The speaker 132 and the vibration motor 133 can 
operate depending on the set state of the Volume operating 
mode of the portable terminal 200. For example, the volume 
operating mode of the portable terminal 200 can be operated 
as a Sound mode, a vibration mode, a Sound & Vibration 
mode, and a silent mode, and can be set as one of these modes. 
Based on the set volume operating mode, the controller 110 
can output the signal instructing the operation of the speaker 
132 or the vibration motor 133 depending on the function 
performed by the portable terminal 200. For example, the 
controller 110 can output a sound signal and a vibration signal 
to the speaker 132 and the vibration motor 133, respectively, 
in response to a touch action by the user on the touch screen 
171, and/or a continuous movement of a touch on the touch 
Screen 171. 

0061 The storage unit 150, under control of the controller 
110, can store signals or data, which are input/output to cor 
respond to operations of the communication module 120, the 
I/O module 130, and the touch screen 171. The storage unit 
150 can store a variety of applications and a control program 
for control of the portable terminal 200 or the controller 110. 
0062. The term storage as used herein can include the 
storage unit 150, the ROM 112 and RAM 113 in the controller 
110, and a memory card (not shown) (for example, a Secure 
Digital (SD) card, a memory stick) mounted in the portable 
terminal 200. The storage can include a non-volatile memory, 
a volatile memory, a Hard Disk Drive (HDD), a Solid State 
Drive (SSD) and the like. 
0063. The power supply unit 160, under control of the 
controller 110, can supply the power to one or multiple 
rechargeable batteries (not shown) mounted in the housing of 
the portable terminal 200. The one or multiple batteries (not 
shown) supply power to the portable terminal 200. The power 
supply unit 160 can supply the power received from the 
external power source (not shown) to the portable terminal 
200 through a wired cable that is connected to a connector 
mounted in the portable terminal 200. The power supply unit 
160 can supply, to the portable terminal 200, the power that is 
wirelessly received from the external power source by wire 
less charging technology. 
0064. The touch screen 171 can display User Interfaces 
(UIs) corresponding to various services (for example, calls, 
data transmission and the like) for the user, based on the 
terminal's Operation System (OS). The touchscreen 171 can 
transfer an analog signal corresponding to at least one touch 
entered on a UI, to the touchscreen controller 172. The touch 
screen 171 can receive at least one touch input through the 
user's body (for example, fingers including the thumb) and/or 
a touch input device (for example, a stylus pen). The touch 
screen 171 can receive a continuous movement input of one 
among at least one touch. The touch screen 171 can transfer 
an analog signal corresponding to a continuous movement of 
an input touch, to the touch screen controller 172. 
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0065. The touch screen 171 can be implemented in, for 
example, a resistive type, a capacitive type, an infrared type, 
or an acoustic wave type. 
0066. The touchscreen controller 172 controls output val 
ues of the touch screen 171 so that the display data provided 
from the controller 110 can be displayed on the touch screen 
171. The touch screen controller 172 converts analog signals 
received from the touch screen 171 into digital signals (for 
example, X/Y coordinates) and transfers them to the control 
ler 110. The controller 110 can control the touch screen 171 
using the digital signals received from the touch screen con 
troller 172. For example, in response to a touch event or a 
hovering event, the controller 110 can select or execute a 
related shortcut icon (not shown) displayed on the touch 
screen 171. The touch screen controller 172 can be incorpo 
rated into the controller 110. 

0067. On the other hand, the applet management unit 140 
processes a data exchange between the mainterminal 100 and 
the applet recorded in the plurality of secure elements 180 
included in the portable terminal 200 via communication with 
the main terminal 100, or provides data, which is provided by 
the applet recorded in the plurality of secure elements 180, to 
the main terminal 100. 

0068 For example, the applet management unit 140 con 
trols an operation of recording at least one applet in the 
plurality of secure elements 180, or sets up an activation/ 
inactivation of the at least one applet recorded in the plurality 
of secure elements 180 so as to provide an environment, i.e., 
UI and menus, to store information on the setting (informa 
tion on at least one identifier recorded in the plurality of 
secure elements 180, the activation/inactivation of the at least 
one applet and the like). The applet management unit 140 
identifies an applet identifier which is issued periodically, and 
also identifies whether an applet corresponding to the identi 
fied applet identifier is recorded in the plurality of secure 
elements 180, and information on the activation/inactivation 
of the corresponding applet. When the applet corresponding 
to the identified applet identifier is recorded in the plurality of 
secure elements 180 and is activated, the applet management 
unit 140 transmits a response message relating to the acti 
vated applet to the main terminal 100, so as to provide envi 
ronment in which the corresponding applet exchanges data 
with the main terminal 100. 

0069. Furthermore, the applet management unit 140 stores 
information used for identifying at least one applet recorded 
in the plurality of secure elements 180, and identifies which 
applet and secure element a received applet identifier corre 
sponds to as receiving the applet identifier periodically issued 
by the main terminal 100. The information used for identify 
ing the at least one applet recorded in the plurality of secure 
elements 180 can have a configuration and a field value shown 
in FIGS.3, 4A and 4B. For example, when a value of an applet 
type identifier (an identifier used for identifying a type of an 
applet) included in the received applet identifier is A0 0000 
000310 10”, and a value of an SE type identifier (an identifier 
used for identifying a type of a secure element) is “01, the 
applet management unit 140 identifies that the corresponding 
applet is a VISA credit, and the corresponding secure element 
is a UICC. Moreover, the applet management unit 140 iden 
tifies whether a VISA credit card applet is recorded in the 
UICC and whether the VISA credit card applet recorded in the 
UICC is activated into an available state, and perform an 
operation of exchanging data with the main terminal 100. 
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0070 FIG. 6 is a block diagram illustrating a configuration 
of an applet management unit shown in FIG. 5 according to 
embodiments of the present disclosure. Referring to FIG. 6, 
the applet management unit 140 can include a controller 141 
and a Radio Frequency (RF) unit 145. 
(0071. The controller 141 can include a CPU, a ROM in 
which “a control program for processing a communication 
scheme considering the plurality of Secure elements' is 
stored, and a RAM which stores signals or data input from 
outside of the portable terminal 200, or is used as a storage 
region for operations performed by the portable terminal 200. 
The CPU, ROM, and RAM can be connected with one 
another via an internal bus. Further, the controller 141 is 
configured to control operations of the storage unit 143 and 
the RF unit 145 depending on a control program for perform 
ing a communication scheme in consideration with the plu 
rality of secure elements. 
0072. In embodiments of the present disclosure, “the con 
trol program for performing the communication scheme con 
sidering the plurality of secure elements' is stored in the 
ROM provided to an inside of the controller 141, but the 
present disclosure is not limited to the embodiment. For 
example, “the control program for performing the communi 
cation Scheme considering the plurality of secure elements' 
can be stored in a storage unit 143, i.e., an SD card, a memory 
Stick, a non-volatile memory, a volatile memory, a Hard Disk 
Drive (HDD), and a Solid State Drive (SSD), which is sepa 
rately provided to the applet management unit 140. 
0073 "The communication scheme in consideration of 
the plurality of secure elements' can be implemented in a 
form of program commands that are performed by various 
computing devices, and can be stored in the storage unit 143. 
The program commands can be specially designed and con 
figured for the present disclosure, or can be well known and 
used by a person skilled in the art of computer software. 
Further, “the communication scheme considering the plural 
ity of secure elements’ can be temporarily stored in a form of 
program commands in the RAM included in the controller 
141. The controller 141 controls structural hardware elements 
in correspondence to the program commands, and tempo 
rarily and continuously stores data generated during the pro 
cessing of the program commands in the storage unit 143. 
(0074 Specifically, the ROM or RAM included in the con 
troller 141, or the storage unit 143 can store an applet identi 
fier to be used when “the control program to perform the 
communication scheme considering the plurality of secure 
elements’ is executed. When receiving an applet identifier 
from the storage unit 143, the controller 141 identifies the 
applet identifier received from the storage unit 143 and uses 
the applet identifier in communication with the mainterminal 
100. At this time, the applet identifier includes an applet type 
identifier allocated to identify an applet, and an SE type 
identifier allocated to identify a secure element. The applet 
type identifier includes information which indicates a kind of 
applet, and the SE type identifier includes information which 
indicates a kind of secure applet. Accordingly, the controller 
141 identifies the applet type identifier and the SE type iden 
tifier, and identifies the kind of secure element and the kind of 
applet which correspond to the received applet identifier. 
Then, the controller 141 controls the applet recorded in the 
identified secure element to communicate with the mainter 
minal 100. 

0075. On the other hand, the RF unit 145 can include a 
configuration, i.e., an antenna, an RF signal transmitting and 
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receiving circuit, and the like, configured to transmit and 
receive a signal to perform wireless communication with the 
main terminal 100. The communication with the main termi 
nal 100 can be carried out by using various schemes including 
a cellular scheme, a wireless LAN scheme, a short-range 
communication scheme and the like. Preferably, in the 
present disclosure, the communication with the main termi 
nal 100 is performed using a communication scheme such as 
a Radio-Frequency Identification (RFID) scheme and a Near 
Field Communication (NFC) scheme. 
0076 Moreover, the applet management unit 140 can be 
included in the controller 110 and the like of the portable 
terminal 200, or can be configured with separate hardware, 
i.e., an NFC chip, an RFID chip, and the like. For example, 
when the applet management unit 140 is included in the 
controller 110 and the like of the portable terminal, the con 
troller 110 of the portable terminal 200 can carry out a func 
tion of the controller 141 included in the applet management 
unit 140 if necessary. The ROM 112 or RAM 113 included in 
the controller 110, or the storage unit 150 is employed as the 
storage unit 143 of the applet management unit 140, and the 
RF unit 145 can be included in a communication module 120. 

0077. As shown in FIG. 1, the communication scheme 
considering the plurality of secure elements is configured to 
Solve a problem which can occur as an identical applet is 
recorded in the plurality of secure elements. 
0078 FIG. 7 is a flowchart illustrating the communication 
scheme considering the plurality of secure elements accord 
ing to embodiments of the present disclosure, and illustrates 
a process of the communication scheme which is performed 
by the main terminal. 
007.9 Hereinafter, an operational process of the commu 
nication Scheme considering the plurality of secure elements, 
which is performed by the main terminal, will be described 
with reference to FIG. 1 and FIG. 7. In the description of the 
operation of the communication scheme considering the plu 
rality of secure elements, which is performed by the main 
terminal, it is illustrated that an applet which the main termi 
nal 100 can support is a first applet 221, and a secure element 
which the main terminal 100 can support is a first secure 
element 210, i.e., a UICC, and a second secure element 215, 
i.e., an embedded Secure Element. 
0080 Firstly, in step 701, a controller 11 of the main 
terminal 100 identifies an identifier (hereinafter, referred to as 
an first applet identifier) to identify the first applet 221, which 
is recorded in the first secure element 210, i.e., a UICC, from 
a storage unit 13, in consideration of the applet with which the 
main terminal 100 can communicate. Further, the controller 
11 broadcasts the first applet identifier through the RF unit 15. 
I0081. Then, in step 702, the controller 11 transmits the 
first applet identifier and stays in a standby state for a prede 
termined time. When the controller 11 receives a response 
message from the first applet 221 corresponding to the first 
applet identifier within the predetermined time, the controller 
11 performs step 703. Otherwise, when the controller does 
not receive a response message from the first applet 221 
corresponding to the first applet identifier within the prede 
termined time, the controller performs step 704. The response 
message can include at least one of the applet identifier, an 
available period of the applet, and/or a setting value of a 
protocol used as an interface for the applet. In step 703, the 
controller 11 exchanges data with the first applet 221 
recorded in the first secure element 210, i.e., a UICC. For 
example, in a case where the first applet 221 includes an 
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applet Such as a credit card including a VISA credit card, a 
MasterCard credit card, and the like, and a transportation card 
including a T money card and the like, which is used for a 
financial payment, the controller 11 exchanges data, which is 
necessary for the financial payment, with the first applet 221 
depending on a predetermined protocol for the financial pay 
ment. 

I0082 Next, in step 704, the controller 11 identifies an 
identifier (hereinafter, referred to as a second applet identi 
fier) to identify the first applet 221 which is recorded in the 
second secure element 215, i.e., an embedded Secure Ele 
ment, from the storage unit 13. Further, the controller 11 
broadcasts the second applet identifier through an RF unit 15. 
I0083. Then, in step 705, the controller 11 transmits the 
second applet identifier and stays in Standby mode for a 
predetermined time. When the controller 11 receives a 
response message from the first applet 221 corresponding to 
the second applet identifier within the predetermined time, 
the controller 11 performs step 707. Otherwise, when the 
controller 11 does not receive a response message from the 
first applet 221 corresponding to the second applet identifier 
within the predetermined time, the controller performs step 
701. 

I0084. In step 706, the controller 11 performs operation of 
exchanging data with the first applet 221 recorded in the 
second secure element 215, i.e., an embedded secure element. 
Step 706 is performed in an identical manner to the above 
mentioned step 703, except that the data is exchanged with the 
first applet 221 recorded in the second secure element 215. 
I0085. Next, the controller 11 can perform the steps 701 to 
706 repeatedly until the main terminal 100 is terminated, via 
step 707. 
I0086. In the communication scheme considering the plu 
rality of secure elements according to embodiments of the 
present disclosure, the first applet identifier and the second 
applet identifier are repeatedly transmitted, but the present 
disclosure is not limited to the above description. Although 
the identical applet is recorded in the plurality of secure 
elements, the present disclosure allocates the applet identifier 
so that it is distinguished in that the secure elements in which 
the applet is recorded are different from one another. Accord 
ingly, in embodiments of the present disclosure, the secure 
elements with which the mainterminal 100 can communicate 
include the UICC and the embedded Secure Element. How 
ever, a number and a kind of secure elements with which the 
main terminal 100 is configured to communicate can be vari 
ously set. In embodiments of the present disclosure, the first 
applet is illustrated as an applet, but also the number and the 
kind of applets can vary. Furthermore, in a case where the 
number and the kind of secure elements and applets are vari 
ously set, of course, the controller 11 identifies one or more 
applet identifiers which are repeatedly transmitted, according 
to the number and kind of secure elements and applets which 
are variously set, and sequentially broadcasts the identified 
applet identifiers. 
I0087 FIG. 8 is a flowchart illustrating the communication 
scheme considering the plurality of secure elements accord 
ing to embodiments of the present disclosure, and illustrates 
a process of the communication scheme which is performed 
by the portable terminal. 
I0088 Firstly, in the communication scheme, as the por 
table terminal receives an RF signal provided from the main 
terminal 100, the applet management unit 140 can start its 
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operation. For example, the starting of the operation of the 
applet management unit 140 is based on the RFID technol 
Ogy. 
0089. In step 801, the applet management unit 140 
receives an identifier (hereinafter, referred to as a first applet 
identifier) to identify the first applet 221 recorded in the first 
secure element 210, i.e., a UICC, which is broadcast from the 
main terminal 100. Continuously, the applet management 
unit 140 identifies an applet type identifier and an SE type 
identifier which are included in the first applet identifier, so as 
to identify corresponding applet and secure element. 
0090 Next, when at least one applet is recorded in the 
plurality of secure elements included in the portable terminal 
200, all of one or more applets which are recorded in the 
plurality of secure elements are activated in an available state. 
Preferably, the applet management unit 140 provides a user 
with an environment in which the user determines the use of 
one or more applets which are recorded in the plurality of 
secure elements. According to a setting input by the user, the 
applet management unit 140 can store a setting with relation 
to activation of one or more applets which are recorded in the 
plurality of secure elements. In step 802, therefore, it is iden 
tified whether the applet corresponding to the first applet 
identifier, i.e., the first applet 221 of the first secure element 
210, stays in an activated state. Moreover, in a case where all 
of the one or more applets which are recorded in the plurality 
of secure elements are activated and set in the available state, 
it is possible to omit step 802. 
0091 Next, in step 803, the applet management unit 140 
transmits a message requesting communication with an 
applet corresponding to the first applet identifier which is 
received, i.e., the first applet 221 of the first secure element 
210, and receives a response message from the first applet 221 
of the first secure element 210. 
0092. In step 804, the applet management unit 140 trans 
mits the response message, which is received from the first 
applet 221 of the first secure element 210, to the mainterminal 
100. In step 805, then, the applet management unit 140 per 
forms an exchange of data necessary for the communication 
between the main terminal 100 and the first applet 221 of the 
first secure element 210. For example, in a case where the first 
applet 221 includes an applet such as a credit card including 
aVISA credit card, a MasterCard credit card, and the like, and 
a transportation card including a T money card and the like, 
which is used for a financial payment, data, i.e., certification 
information, payment information, and the like, which are 
necessary for the financial payment is exchanged depending 
on a predetermined protocol for the financial payment. 
0093. Next, in step 811, the applet management unit 140 
receives an identifier (hereinafter, referred to as a second 
applet identifier) to identify the first applet 221 which is 
recorded in the second secure element 215, i.e., an embedded 
Secure Element, from the main terminal 100 which repeat 
edly transmits the plurality of applet identifiers. Continu 
ously, the applet management unit 140 identifies an applet 
type identifier and an SE type identifier which are included in 
the second applet identifier, so as to identify corresponding 
applet and secure element. 
0094. In step 812, it is identified whether the applet corre 
sponding to the first applet identifier, i.e., the first applet 221 
of the second secure element 215, stays in an activated State. 
Moreover, in a case where all of the one or more applets 
recorded in the plurality of secure elements are activated and 
set in the available state, it is possible to omit step 812. 
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0.095 Next, in step 813, the applet management unit 140 
transmits a message requesting communication with an 
applet, i.e., the first applet 221 of the second secure element 
215, corresponding to the second applet identifier which is 
received, and receives a response message from the first 
applet 221 of the second secure element 215. 
0096. In step 814, the applet management unit 140 trans 
mits the response message, which is received from the first 
applet 221 of the second secure element 215, to the main 
terminal 100. In step 815, then, the applet management unit 
140 performs an exchange of data necessary for communica 
tion between the mainterminal 100 and the first applet 221 of 
the second secure element 215. For example, in a case where 
the first applet 221 includes an applet Such as a credit card 
including a VISA credit card, a MasterCard credit card, and 
the like and a transportation card including a T money card 
and the like, which is used for a financial payment, data, i.e., 
certification information, payment information, and the like, 
which are necessary for the financial payment can be 
exchanged depending on a predetermined protocol for the 
financial payment. 
0097. In embodiments of the present disclosure, the first 
applet identifier and the second applet identifier are received 
via steps 801 to 815, however, the present disclosure is not 
limited to the above description. For example, the portable 
terminal 200 can further include at least another secure ele 
ment as well as the first and second secure elements. Of 
course, it is possible to repeatedly perform operations corre 
sponding to the above mentioned steps with respect to at least 
another secure element. 

0098. As described above, eventhough the identical applet 
is recorded in each of the plural secure elements included in 
the portable terminal by the communication scheme consid 
ering the plurality of secure elements, it is possible that the 
main terminal and the applet can stably exchange the data 
necessary for the communication without an occurrence of 
eO. 

(0099. It will be appreciated that the embodiments of the 
present disclosure can be implemented in a form of hardware, 
software, or a combination of hardware and software. The 
Software can be stored as program instructions or computer 
readable codes executable on the processor on a computer 
readable medium. Examples of the computer readable 
recording medium include magnetic storage media (e.g., 
ROM, floppy disks, hard disks, etc.), and optical recording 
media (e.g., CD-ROMs, or DVDs). The computer readable 
recording medium can also be distributed over network 
coupled computer systems so that the computer readable code 
is stored and executed in a distributed fashion. This media can 
be read by the computer, stored in the memory, and executed 
by the processor. The methods of the present disclosure can be 
implemented by a computer or portable terminal including a 
controller and a memory, and the memory can be an example 
of the computer readable recording medium suitable for stor 
ing a program or programs having instructions that imple 
ment the embodiments of the present disclosure. The present 
disclosure can be implemented by a program having codes for 
embodying the apparatus and method described in claims, the 
program being stored in a machine (or computer) readable 
storage medium. The program can be electronically carried 
on any medium, Such as communication signals transferred 
via wired or wireless connection, and the present disclosure 
Suitably includes its equivalent. 
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0100. The portable terminal can receive and store the pro 
gram from a program provider on wired or wirelessly con 
nected thereto. The program provider can include a memory 
for storing a program having instructions to carry out the 
method, information required for the method, etc., a commu 
nication unit for conducting wired or wireless communica 
tion, and a controller for controlling transmission of the pro 
gram. The program provider can provide the program to the 
portable terminal on wired or wirelessly at request of the 
portable terminal. The program provider can also provide the 
program to the portable terminal on wired or wirelessly even 
without request from the portable terminal, e.g., if the por 
table terminal is located within a particular range. 
0101 Although the present disclosure has been described 
with an exemplary embodiment, various changes and modi 
fications may be suggested to one skilled in the art. It is 
intended that the present disclosure encompass such changes 
and modifications as fall within the scope of the appended 
claims. 
What is claimed is: 
1. A method of allowing a main terminal to communicate 

with a portable terminal comprising first and second secure 
elements, the method comprising: 

allowing the main terminal to communicate with the por 
table terminal by using a first applet identifier which is 
previously recorded in the main terminal; and 

allowing the main terminal to communicate with the por 
table terminal by using a second applet identifier which 
is previously recorded in the main terminal. 

wherein the allowing of the main terminal to perform the 
communication by using the first applet identifier and 
the allowing of the main terminal to perform the com 
munication by using the second applet identifier are 
alternately and repeatedly carried out. 

2. The method as claimed in claim 1, wherein the first 
applet identifier identifies a first applet recorded in the first 
secure element, and the first applet identifier identifies the 
first applet recorded in the second secure element. 

3. The method as claimed in claim 2, wherein the allowing 
of the mainterminal to communicate with the portable termi 
nal by using the first applet identifier comprises: 

allowing the main terminal to transmit a requesting mes 
Sage including the first applet identifier to the portable 
terminal including the first secure element; and 

allowing the main terminal to receive a response message 
from the portable terminal including information on 
whetheran applet corresponding to the first applet iden 
tifier operates. 

4. The method as claimed in claim3, wherein operation of 
the applet corresponding to the first applet identifier indicates 
that the first applet is recorded in the first secure element. 

5. The method as claimed in claim3, wherein operation of 
the applet corresponding to the first applet identifier indicates 
that the first applet recorded in the first secure element indi 
cates that the first applet is activated. 

6. The method as claimed in claim 3, comprising allowing 
the main terminal to exchange data with the applet corre 
sponding to the first applet identifier through the portable 
terminal if the response message includes information which 
indicates that the applet corresponding to the first applet 
identifier operates. 

7. The method as claimed in claim 3, wherein the allowing 
the main terminal to communicate with the portable terminal 
by using the first applet identifier is terminated if the response 
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message includes information which indicates that the applet 
corresponding to the first applet identifier does not operate. 

8. The method as claimed in claim 1, wherein the first 
applet identifier includes an applet type identifier to identify a 
kind of the first applet, and a secure element type identifier to 
identify a kind of the first secure element, and wherein the 
second applet identifier includes an applet type identifier to 
identify a kind of the first applet, and a secure element type 
identifier to identify a kind of the second secure element. 

9. A method of allowing a portable terminal comprising 
first and second secure elements, to communicate with a main 
terminal, the method comprising: 

allowing the portable terminal to receive a requesting mes 
Sage including a first applet identifier, and to communi 
cate with the main terminal; and 

allowing the portable terminal to receive a requesting mes 
Sage including a second applet identifier, and to commu 
nicate with the main terminal. 

10. The method as claimed in claim 9, wherein the first 
applet identifier identifies a first applet recorded in the first 
secure element, and the first applet identifier identifies the 
first applet recorded in the second secure element. 

11. The method as claimed in claim 10, wherein the allow 
ing of the portable terminal to receive the requesting message 
and to communicate with the main terminal, comprises: 

identifying whether the applet corresponding to the first 
applet identifier operates; 

allowing the portable terminal to exchange data of the 
applet corresponding to the first applet identifier with the 
main terminal, if the applet corresponding to the first 
applet identifier operates; and 

allowing the portable terminal to terminate a communica 
tion with relation to the applet corresponding to the first 
applet identifier, if the applet corresponding to the first 
applet identifier does not operate. 

12. The method as claimed in claim 11, wherein operation 
of the applet corresponding to the first applet identifier indi 
cates that the first applet is recorded in the first secure ele 
ment. 

13. The method as claimed in claim 11, wherein operation 
of the applet corresponding to the first applet identifier indi 
cates that the first applet which is recorded in the first secure 
element indicates that the first applet is activated. 

14. The method as claimed in claim 9, wherein the first 
applet identifier includes an applet type identifier to identify a 
kind of the first applet, and a secure element type identifier to 
identify a kind of the first secure element, and wherein the 
second applet identifier includes an applet type identifier to 
identify a kind of the first applet, and a secure element type 
identifier to identify a kind of the second secure element. 

15. A main terminal for performing communication with a 
portable terminal comprising first and second secure ele 
ments, the main terminal comprising: 

a Radio Frequency (RF) unit that receives and processes an 
RF signal; 

a memory unit that stores at least an applet management 
program; and 

a controller that is configured to control the applet man 
agement program, 

wherein the memory unit previously stores a first applet 
identifier and a second applet identifier, and the applet 
management program includes commands that are con 
figured to repeatedly perform the communication with 
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the portable terminal by alternately using the first applet 
identifier and the second applet identifier. 

16. The main terminal as claimed in claim 15, wherein the 
first applet identifier identifies a first applet recorded in the 
first secure element, and the first applet identifier identifies 
the first applet recorded in the second secure element. 

17. The main terminal as claimed in claim 15, wherein the 
applet management program includes commands configured 
tO: 

transmit a requesting message including the first applet 
identifier to the portable terminal including the first 
secure element; 

receive a response message, which includes information on 
whether the applet corresponding to the first appletiden 
tifier operates, from the portable terminal; 

exchange data with the applet corresponding to the first 
applet identifier through the portable terminal if the 
response message includes information which indicates 
that the applet corresponding to the first applet identifier 
operates; and 

terminate the communication with the portable terminal by 
using the first applet identifier and communicating with 
the portable terminal by using the second applet identi 
fier, if the response message includes information which 
indicates that the applet corresponding to the first applet 
identifier does not operate. 

18. A portable terminal comprising: 
first and second secure elements; 
a Radio Frequency (RF) unit that receives and processes an 
RF signal; 

Dec. 11, 2014 

a memory unit that stores at least an applet management 
program; and 

an applet management unit that includes a controller con 
figured to control the applet management program, 

wherein the applet management program includes com 
mands configured to: 
receive a requesting message including the first applet 

identifier and communicating with the main terminal 
after identifying whether the applet corresponding to 
the first applet identifier operates; and 

receive a requesting message including the second 
applet identifier and communicating with the main 
terminal after identifying whether the applet corre 
sponding to the second applet identifier operates. 

19. A portable terminal as claimed in claim 18, wherein the 
first applet identifier identifies a first applet recorded in the 
first secure element, and the first applet identifier identifies 
the first applet recorded in the second secure element. 

20. A portable terminal as claimed in claim 18, wherein the 
applet management program includes commands configured 
tO: 

identify whether the applet corresponding to the first applet 
identifier operates: 

exchange data of the applet corresponding to the first applet 
identifier with the main terminal, if the applet corre 
sponding to the first applet identifier operates; and 

terminate communication which relates to the applet cor 
responding to the first applet identifier, if the applet 
corresponding to the first applet identifier does not oper 
ate. 


