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ment has been performed . Thereby , the communication unit 
for implementing the function for CloT in the 5GS and the 
communication unit for implementing a network - initiated 
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provided . 
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USER EQUIPMENT , CONTROL , AND 
COMMUNICATION CONTROL METHOD 

APPARATUS 

initiated configuration update procedure , which is a new 
procedure , it is not clear how to change the state of a user 
equipment . 
[ 0008 ] The present disclosure is contrived in view of the 
above - described circumstances , and an object thereof is to 
provide a method of implementing a function for CloT in a 
5GS and a method of implementing a network - initiated 
procedure of changing the state of a user equipment . 

FIELD 

[ 0001 ] The present disclosure relates to a user equipment , 
a control apparatus , and a communication control method . 
This application claims priority based on JP 2018-74589 
filed on Apr. 9 , 2018 in Japan , the contents of which are 
incorporated herein in its entirety by reference . 

Solution to Problem 

BACKGROUND 

[ 0002 ] In the 3rd generation partnership project ( 3GPP ) , 
studies on the system architecture for a next generation , that 
is , the system architecture for a 5G system ( 5GS ) , a 5th 
generation ( 5G ) mobile communication system , have begun , 
and discussions on support for new procedures and new 
functions have been conducted ( see Non Patent Literature 1 
and Non Patent Literature 2 ) . Further , discussions for sup 
porting functions for cellular IoT ( CIoT ) , which is supported 
in an EPS , ( optimization of signaling for implementing 
efficiency of control signals and efficient communication of 
user data such as small data and SMS ) in a 5GS have begun 
( see Non Patent Literature 3 ) . 

CITATION LIST 

Non Patent Literature 

[ 0003 ] Non Patent Literature 1 : 3GPP TS 23.501 v15.1.0 
( 2018-03 ) ; Technical Specification Group Services and 
System Aspects ; System Architecture for the 5G System ; 
Stage 2 ( Release 15 ) . 

[ 0004 ] Non Patent Literature 2 : 3GPP TS 23.502 v15.1.0 
( 2018-03 ) ; Technical Specification Group Services and 
System Aspects ; Procedures for the 5G System ; Stage 2 
( Release 15 ) . 

[ 0005 ] Non Patent Literature 3 : 3GPP TR 23.724 v0.2.0 
( 2018-03 ) ; Technical Specification Group Services and 
System Aspects ; Study on Cellular IoT support and evo 
lution for the 5G System ( Release 16 ) . 

[ 0009 ] A user equipment according to an implementation 
of the present disclosure includes a controller , a transmission 
and / or reception unit , and a storage unit , in which in a state 
where the storage unit has stored first local area data network 
( LADN ) information , and further the controller has estab 
lished a PDU session for LADN based on the first LADN 
information , the transmission and / or reception unit receives , 
from a core network , a configuration update command 
message including information A and information B , and the 
controller invalidates the first LADN information stored in 
the storage unit , stores the information A in the storage unit , 
validates the information A stored in the storage unit , and 
initiates a registration procedure , in the registration proce 
dure , the transmission and / or reception unit transmits a 
registration request message including information C to the 
core network , and the controller establishes , with the core 
network , synchronization of PDU session state including the 
PDU session , and releases the PDU session , based on the 
synchronization of the PDU session state , the information A 
is second LADN information , the information B is infor 
mation indicating a request to perform the registration 
procedure , the information C is information indicating the 
PDU session state , and the first LADN information is 
information different from the second LADN information . 
[ 0010 ] A control apparatus according to an implementa 
tion of the present disclosure includes a controller , a trans 
mission and / or reception unit , and a storage unit , in which in 
a state where a user equipment has stored first local area data 
network ( LADN ) information and has further established a 
PDU session for LADN based on the first LADN info 
tion , the transmission and / or reception unit transmits , to the 
user equipment , a configuration update command message 
including information A and information B and receives a 
registration request message including information C from 
the user equipment , and the controller establishes synchro 
nization of PDU session state including the PDU session , 
based on reception of the registration request message , and 
releases the PDU session , based on the synchronization of 
the PDU session state , the information A is second LADN 
information , the information B is information indicating a 
request to perform a registration procedure , the information 
C is information indicating the PDU session state , and the 
first LADN information is information different from the 
second LADN information . 
[ 0011 ] A communication control method for a user equip 
ment of an implementation of the present disclosure includes 
the actions of storing first local area data network ( LADN ) 
information , establishing a protocol data unit ( PDU ) session 
for LADN based on the first LADN information , receiving , 
from a core network , a configuration update command 
message including information A and information B , invali 
dating the first LADN stored , storing the information A , 
validating the information B stored , initiating a registration 
procedure , and in the registration procedure transmitting a 

SUMMARY 

Problem 

[ 0006 ] In 5G systems ( 5GS ) , a 5G core network ( 5GC ) 
which is a new core network has been discussed in order to 
provide various services . Further , the study of functions for 
cellular IoT ( CIOT ) , which is supported by an evolved 
packet system ( EPS ) , ( optimization of signaling for imple 
menting efficiency of control signals and efficient commu 
nication of user data such as small data and SMS ) has also 
been initiated . 
[ 0007 ] Further , in a 5GS , new procedures such as a 
network - initiated configuration update procedure and new 
functions such as a plurality of types of session and service 
continuity and connection to a local area data network 
( LADN ) are supported . However , in a case that functions for 
CIoT supported in an EPS are implemented in a 5GS , it is 
not clear how new procedures or new functions will be used 
to implement the functions for CIOT , which will be sup 
ported in the EPS , in the 5GS . Further , also in a network 
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registration request message including information C to the 
core network , establishing , with the core network , synchro 
nization of PDU session state including the PDU session , 
and releasing the PDU session , based on the synchronization 
of the PDU session state , in which the information A is 
second LADN information , the information B is information 
indicating a request to perform the registration procedure , 
the information C is information indicating the PDU session 
state , and the first LADN information is information differ 
ent from the second LADN information . 
[ 0012 ] A communication control method for a control 
apparatus of an implementation of the present disclosure 
includes the actions of transmitting , to a user equipment , 
first local area data network ( LADN ) information , establish 
ing a PDU session for LADN based on the first LADN 
information , transmitting , to the user equipment , a configu 
ration update command message including information A 
and information B , receiving , from the user equipment , a 
registration request message including information C , estab 
lishing synchronization of PDU session state including the 
PDU session , based on reception of the registration request 
message , and releasing the PDU session , based on the 
synchronization of the PDU session state , in which the 
information A is second LADN information , the information 
B is information indicating a request to perform a registra 
tion procedure , the information C is information indicating 
the PDU session state , and the first LADN information is 
information different from the second LADN information . 

Advantageous Effects 
[ 0013 ] According to the present disclosure , it is possible to 
use a function for CIoT in a 5GS even in a case that the 5GS 
supports a network - initiated configuration update procedure 
and a plurality of types of session and service continuities . 
Further , according to the present disclosure , it is possible to 
appropriately manage connection even in a case where a 
network - initiated change in the state of a user equipment is 
performed 

1. Outline of System 
[ 0023 ] First , FIG . 1 is a diagram illustrating an outline of 
a mobile communication system 1 used in each implemen 
tation , and FIG . 2 is a diagram illustrating a detailed 
configuration of the mobile communication system 1 . 
[ 0024 ] As illustrated in FIG . 1 , the mobile communication 
system 1 includes a UE_A 10 , an access network_A 80 , a 
core network_A 90 , a packet data network ( PDN ) _A 5 , an 
access network_B 120 , a core network_B 190 , and a data 
network ( DN ) _A 6 . 
[ 0025 ] In the following description , reference numerals of 
these apparatuses and functions may be omitted like a UE , 
an access network_A , a core network_A , a PDN , an access 
network_B , a core network_B , a DN , and the like . 
[ 0026 ] In addition , FIG . 2 illustrates apparatuses and func 
tions such as a UE_A 10 , an E - UTRAN 80 , an MME 40 , an 
SGW 35 , a PGW - U 30 , a PGW - C 32 , a PCRF 60 , an HSS 
50 , a 5G AN 120 , an AMF 140 , a UPF 130 , an SMF 132 , a 
PCF 160 , and a UDM 150 , and an interface that connects 
these apparatuses and functions to each other . 
[ 0027 ] In the following description , reference numerals of 
these apparatuses and functions may be omitted like a UE , 
an E - UTRAN , an MME , an SGW , a PGW - U , a PGW - C , a 
PCRF , an HSS , a 5G AN , an AMF , a UPF , an SMF , a PCF , 
a UDM , and the like . 
[ 0028 ] Further , an evolved packet system ( EPS ) , which is 
a 4G system , is configured to include an access network_A 
and a core network_A , but may further include a UE and / or 
a PDN . In addition , a 5G system ( 5GS ) , which is a 5G 
system , is configured to include an UE , an access network_ 
B , and a core network_B , but may further include a DN . 
[ 0029 ] Here , the UE is an apparatus capable of being 
connected to a network service through a 3GPP access ( also 
referred to as a 3GPP access network or a 3GPP AN ) and / or 
a non - 3GPP access ( also referred to as a non - 3GPP access or 
a non - 3GPP AN ) . The UE may be a terminal apparatus 
capable of performing wireless communication such as a 
mobile phone or a smartphone , or may be a terminal 
apparatus capable of being connected to both an EPS and a 
5GS . The UE may include a universal integrated circuit card 
( UICC ) and an embedded UICC ( EUICC ) . In addition , the 
UE may be expressed as a user equipment or may be 
expressed as a terminal apparatus . 
[ 0030 ] In addition , the access network_A corresponds to 
an evolved universal terrestrial radio access network 
( E - UTRAN ) and / or a wireless LAN access network . One or 
more evolved node Bs ( eNBs ) 45 are deployed in the 
E - UTRAN . Further , in the following description , the refer 
ence numerals of the eNB 45 may be omitted as in eNB . 
Further , in a case where there are a plurality of eNBs , the 
eNBs are connected to each other through , for example , an 
X2 interface . In addition , one or more access points are 
located in a wireless LAN access network . 
[ 0031 ] Further , the access network_B corresponds to a 5G 
access network ( 5G AN ) . The 5G AN is constituted by an 
NG radio access network ( NG - RAN ) and / or a non - 3GPP 
access network . One or more gNBs ( NR node Bs ) 122 are 
deployed in the NG - RAN . Further , in the following descrip 
tion , the reference numeral of the gNB 122 may be omitted 
like an eNB . The gNB is a node that provides a new radio 
( NR ) user plane and a control plane to the UE and is a node 
connected to a 5GC through an NG interface ( including an 
N2 interface or an N3 interface ) . That is , the gNB is a base 
station apparatus which is newly designed for a 5GS and has 

BRIEF DESCRIPTION OF DRAWINGS 

[ 0014 ] FIG . 1 is a diagram illustrating an outline of a 
mobile communication system ( EPS / 5GS ) . 
[ 0015 ] FIG . 2 is a diagram illustrating a detailed configu 
ration of a mobile communication system ( EPS / 5GS ) . 
[ 0016 ] FIG . 3 is a diagram illustrating an apparatus con 
figuration of a UE . 
[ 0017 ] FIG . 4 is a diagram illustrating a configuration of 
an access network apparatus ( gNB ) in a 5GS . 
[ 0018 ] FIG . 5 is a diagram illustrating a configuration of 
a core network apparatus ( AMF / SMF / UPF ) in a 5GS . 
[ 0019 ] FIG . 6 is a diagram illustrating a registration pro 
cedure . 
[ 0020 ] FIG . 7 is a diagram illustrating a PDU session 
establishment procedure . 
[ 0021 ] FIG . 8 is a diagram illustrating a UE configuration 
update procedure . 

DESCRIPTION 

[ 0022 ] Preferred implementations for implementing the 
present disclosure will be described below with reference to 
the drawings . 
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procedure by the network and / or the network apparatus 
mean the transmission and / or reception of the message 
and / or the execution of the procedure by at least some of the 
access network_A , the core network_A , the PDN , the access 
network_B , the core network_B , and the DN , and / or one or 
more apparatuses included in the networks . 
[ 0040 ] In addition , the UE can be connected to the access 
network . Additionally , the UE can be connected to the core 
network through the access network . Further , the UE can be 
connected to the PDN or the DN through the access network 
and the core network . That is , the UE can transmit and / or 
receive ( communicate ) user data to and / or from the PDN or 
the DN . In a case that the user data is transmitted and / or 
received , not only internet protocol ( IP ) communication but 
also non - IP communication may be used . 
[ 0041 ] Here , IP communication is data communication 
using an IP , and the transmission and / or reception of data is 
performed by an IP packet . The IP packet is constituted of 
an IP header and a payload portion . The payload portion may 
include data transmitted and / or received by apparatuses and 
functions included in an EPS and apparatuses and functions 
included in a 5GS . In addition , non - IP communication is 
data communication that does not use an IP , and data is 
transmitted and / or received in a different format from the 
structure of an IP packet . For example , the non - IP commu 
nication may be data communication implemented through 
the transmission and / or reception of application data which 
is not given an IP header , or may be communication for 
transmitting and / or receiving user data transmitted and / or 
received by a UE by giving another header such as a MAC 
header and an Ethernet ( registered trademark ) frame header . 

different functions from those of a base station apparatus 
( eNB ) used in an EPS which is a 4G system . Further , in a 
case where there are a plurality of gNBs , the gNBs are 
connected to each other through , for example , an Xn inter 
face . 
[ 0032 ] In addition , hereinafter , an E - UTRAN and an NG 
RAN may be referred to as a 3GPP access . In addition , a 
wireless LAN access network and a non - 3GPP AN may be 
referred to as a non - 3GPP access . Further , nodes deployed in 
the access network_B may also be collectively referred to as 
an NG - RAN node . 
[ 0033 ] In addition , hereinafter , an access network_A , an 
access network_B , an apparatus included in the access 
network_A , and / or an apparatus included in the access 
network_B may be referred to as an access network or an 
access network apparatus . 
[ 0034 ] In addition , a core network_A corresponds to an 
evolved packet core ( EPC ) . A mobile management entity 
( MME ) , a serving gateway ( SGW ) , a packet data network 
gateway ( PGW ) -U , a PGW - C , a policy and charging rules 
function ( PCRF ) , a home subscriber server ( HSS ) , and the 
like , for example , are deployed in the EPC . 
[ 0035 ] In addition , the core network_B corresponds to a 
5G core network ( 5GC ) . In the 5GC , for example , an access 
and mobility management function ( AMF ) , a user plane 
function ( UPF ) , a session management function ( SMF ) , a 
policy control function ( PCF ) , a unified data management 
( UDM ) , and the like are deployed . 
[ 0036 ] Further , hereinafter , a core network_A , a core 
network_B , an apparatus included in the core network_A , 
and / or an apparatus included in the core network_B may be 
referred to as a core network or a core network apparatus . 
[ 0037 ] The core network ( the core network_A and / or the 
core network_B ) may be an IP mobile communication 
network operated by a mobile network operator ( MNO ) that 
connects an access network ( the access network_A and / or 
the access network_B ) and a PDN and / or a DN to each other , 
may be a core network for a mobile network operator that 
operates and manages the mobile communication system 1 , 
or may be a core network for a virtual mobile communica 
tion operator or a virtual mobile communication service 
operator such as a mobile virtual network operator ( MVNO ) 
and a mobile virtual network enabler ( MVNE ) . 
[ 0038 ] Although FIG . 1 illustrates a case where a PDN and 
a DN are the same as each other , the PDN and the DN may 
be different from each other . Further , the PDN may be a data 
network ( DN ) for providing a communication service to a 
UE . In addition , the DN may be configured as a packet data 
service network or configured for each service . Further , the 
PDN may include a connected communication terminal . 
Thus , connection to the PDN may be connection to a 
communication terminal or a server apparatus deployed in 
the PDN . Further , the transmission and / or reception of user 
data to and / or from the PDN may be the transmission and / or 
reception of the user data to and / or from the communication 
terminal or the server apparatus deployed in the PDN . In 
addition , the PDN may be expressed as a DN , or the DN may 
be expressed as a PDN . 
[ 0039 ] In addition , hereinafter , at least some of an access 
network_A , a core network_A , a PDN , an access network_ 
B , a core network_B , and a DN , and / or one or more 
apparatuses included in the networks may be referred to as 
a network or a network apparatus . That is , the transmission 
and / or reception of a message and the execution of a 

2. Configurations of Devices 
[ 0042 ] Next , configurations of apparatuses ( a UE , an 
access network apparatus , and / or a core network apparatus ) 
used in the implementations will be described using the 
drawings . In addition , each of the apparatuses may be 
configured as physical hardware , may be configured as 
logical ( virtual ) hardware configured on general - purpose 
hardware , or may be configured as software . In addition , at 
least some ( including all ) of the functions of the apparatuses may be configured as physical hardware , logical hardware , 
and software . 
[ 0043 ] In addition , storage units ( a storage unit_A 340 , a 
storage unit_A 440 , a storage unit_B 540 , a storage unit_A 
640 , and a storage unit_B 740 ) in apparatuses and functions 
to be described below are constituted by , for example , a 
semiconductor memory , a solid state drive ( SSD ) , a hard 
disk drive ( HDD ) , or the like . In addition , the storage units 
can store not only information originally configured from 
the shipment thereof but also various information transmit 
ted and / or received between apparatuses and functions ( for 
example , a UE , an access network apparatus , a core network 
apparatus , a PDN , and / or a DN ) other than their own 
apparatuses and functions . Further , the storage units can 
store identification information , control information , a flag , 
a parameter , and the like included in a control message 
which is transmitted and / or received in various communi 
cation procedures to be described later . In addition , each of 
the storage units may store this information for each UE . 
Further , in a case where interworking is performed between 
a 5GS and an EPS , each of the storage units can store a 
control message and user data transmitted and / or received 
between apparatuses and functions included in the 5GS 
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and / or the EPS . In this case , not only information transmit 
ted and / or received through an N26 interface but also 
information transmitted and / or received without going 
through an N26 interface can be stored . 
[ 0044 ] 2.1 . Device Configuration of UE 
[ 0045 ] First , an example of an apparatus configuration of 
the user equipment ( UE ) will be described using FIG . 3. The 
UE includes a controller_A 300 , an antenna 310 , a trans 
mission and / or reception unit_A 320 , and a storage unit_A 
340. The controller_A 300 , the transmission and / or recep 
tion unit_A 320 , and the storage unit_A 340 are connected 
to each other through a bus . The transmission and / or recep 
tion unit_A 320 is connected to the antenna 310 . 
[ 0046 ] The controller_A 300 is a functional unit for con 
trolling operations and functions of the entire UE . The 
controller_A 300 implements various processes in the UE by 
reading and executing various programs stored in the storage 
unit_A 340 as necessary . 
[ 0047 ] The transmission and / or reception unit_A 320 is a 
functional unit for wirelessly communicating with a base 
station apparatus ( eNB or gNB ) in an access network 
through the antenna . That is , the UE can transmit and / or 
receive user data and / or control information to and / or from 
the access network apparatus , the core network apparatus , 
the PDN , and / or the DN by using the transmission and / or 
reception unit_A 320 . 
[ 0048 ] In detail , referring to FIG . 2 , the UE can commu 
nicate with the base station apparatus ( eNB ) in the 
E - UTRAN through an LTE - Uu interface by using the trans 
mission and / or reception unit_A 320. In addition , the UE 
may communicate with a base station apparatus ( gNB ) in the 
5G AN by using the transmission and / or reception unit_A 
320. Further , the UE can transmit and / or receive an AMF 
and a non - access - stratum ( NAS ) message through an N1 
interface by using the transmission and / or reception unit_A 
320. However , the N1 interface is a logical interface , and 
thus communication between the UE and the AMF is 
actually performed through the 5G AN . 
[ 0049 ] The storage unit_A 340 is a functional unit for 
storing programs , user data , control information , and the like 
that are necessary for operations of the UE . 
[ 0050 ] 2.2 . Device Configuration of ONB 
[ 0051 ] Next , an example of an apparatus configuration of 
the gNB will be described using FIG . 4. The gNB includes 
a controller_B 500 , an antenna 510 , a network connection 
unit_B 520 , a transmission and / or reception unit_B 530 , and 
a storage unit_B 540. The controller_B 500 , the network 
connection unit_B 520 , the transmission and / or reception 
unit_B 530 , and the storage unit_B 540 are connected to 
each other through a bus . The transmission and / or reception 
unit_B 530 is connected to the antenna 510 . 
[ 0052 ] The controller_B 500 is a functional unit for con 
trolling operations and functions of the entire gNB . The 
controller_B 500 implements various processes in the gNB 
by reading and executing various programs stored in the 
storage unit_B 540 as necessary . 
[ 0053 ] The network connection unit_B 520 is a functional 
unit for the gNB to communicate with the AMF and / or the 
UPF . That is , the gNB can transmit and / or receive user data 
and / or control information to and / or from the AMF and / or 
the UPF by using the network connection unit_B 520 . 
[ 0054 ] The transmission and / or reception unit_B 530 is a 
functional unit for wirelessly communicating with the UE 
through the antenna 510. That is , the gNB can transmit 

and / or receive user data and / or control information to and / or 
from the UE by using the transmission and / or reception 
unit_B 530 . 
[ 0055 ] In detail , referring to FIG . 2 , the gNB within the 5G 
AN can communicate with the AMF through the N2 inter 
face and communicate with the UPF through the N3 inter 
face by using the network connection unit_B 520. In addi 
tion , the gNB can communicate with the UE by using the 
transmission and / or reception unit_B 530 . 
[ 0056 ] The storage unit_B 540 is a functional unit for 
storing programs , data , control information , and the like that 
are necessary for operations of the gNB . 
[ 0057 ] 2.3 . Device Configuration of AMF 
[ 0058 ] Next , an example of an apparatus configuration of 
the AMF will be described using FIG . 5. As illustrated in 
FIG . 6 , the AMF includes a controller_B 700 , a network 
connection unit_B 720 , and a storage unit_B 740. The 
controller_B 700 , the network connection unit_B 720 , and 
the storage unit_B 740 are connected to each other through 
a bus . The AMF may be a node that deals with a control 
plane . 
[ 0059 ] The controller_B 700 is a functional unit for con 
trolling operations and functions of the entire AMF . The 
controller_B 700 implements various processes in the AMF 
by reading and executing various programs stored in the 
storage unit_B 740 as necessary . 
[ 0060 ] The network connection unit_B 720 is a functional 
unit for the AMF to be connected to the base station 
apparatus ( GNB ) , the SMF , the PCF , the UDM , and / or the 
SCEF in the 5G AN . That is , the AMF can transmit and / or 
receive user data and / or control information to and / or from 
the base station apparatus ( gNB ) , the SMF , the PCF , the 
UDM , and / or the SCEF in the 5G AN by using the network 
connection unit_B 720 . 
[ 0061 ] In detail , referring to FIG . 2 , the AMF in the 5GC 
can communicate with the gNB through the N2 interface , 
communicate with the UDM through an N8 interface , com 
municate with the SMF through an N11 interface , and 
communicate with the PCF through an N15 interface by 
using the network connection unit_A 620 Further , the AMF 
may transmit and / or receive the UE and a NAS message 
through the N1 interface by using the network connection 
unit_A 620. However , the N1 interface is a logical interface , 
and thus communication between the UE and the AMF is 
actually performed through the 5G AN . In addition , in a case 
where the N26 interface is supported , the AMF can com 
municate with the MME through the N26 interface by using 
the network connection unit_A 620 . 
[ 0062 ] The storage unit_B 740 is a functional unit storing 
programs , user data , control information , and the like that 
are necessary for operations of the AMF . 
[ 0063 ] In addition , the AMF has a function of exchanging 
a control message with the RAN using the N2 interface , a 
function of exchanging a NAS message with the UE using 
the N1 interface , a function of performing encoding and 
integrity protection of a NAS message , a registration man 
agement ( RM ) function , a connection management ( CM ) 
function , a reachability management function , a mobility 
management function of the UE or the like , a function of 
transferring of a session management ( SM ) message 
between the UE and the SMF , an access authentication or 
access authorization function , a security anchor functional 
ity ( SEA ) function , a security context management ( SCM ) 
function , a function of supporting the N2 interface for a 
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non - 3GPP interworking function ( N3IWF ) , a function of 
supporting the transmission and / or reception of a NAS 
signal to and / or from the UE through the N3IWF , a function 
of authenticating the UE connected through the N3IWF , and 
the like . 
[ 0064 ] Further , in the registration management , an RM 
state for each UE is managed . The RM state may be 
synchronized between the UE and the AMF . The RM state 
includes a deregistered state ( RM - DEREGISTERED state ) 
and a registered state ( RM - REGISTERED state ) . In the 
RM - DEREGISTERED state , the UE is not registered in a 
network , and thus the AMF cannot reach the UE because UE 
context in the AMF does not have valid positional informa 
tion and routing information for the UE . Further , in the 
RM - REGISTERED state , the UE is registered in a network , 
and thus the UE can receive services that require registration 
with the network . In addition , the RM state may be 
expressed as a 5GMM state . In this case , the RM - DEREG 
ISTERED state may be expressed as a 5GMM - DEREGIS 
TERED state , or the RM - REGISTERED state may be 
expressed as a 5GMM - REGISTERED state . 
[ 0065 ] In other words , the 5GMM - REGISTERED state 
may be a state where the apparatuses have established 
5GMM context , or may be a state where the apparatuses 
have established PDU session context . Further , in a case 
where the apparatuses are in a 5GMM - REGISTERED state , 
the UE_A 10 may initiate to transmit and / or receive user 
data or a control messages or may respond to paging . 
Further , in a case where the apparatuses are in a 5GMM 
REGISTERED state , the UE_A 10 may execute registration 
procedures other than the registration procedure for initial 
registration , and / or a service request procedure . 
[ 0066 ] Further , the 5GMM - DEREGISTERED state may 
be a state where the apparatuses have not established 5GMM 
context , may be a state where positional information of the 
UE_A 10 is not ascertained in a network , or may be a state 
where a network cannot reach the UE_A 10. Further , in a 
case where the apparatuses are in a 5GMM - DEREGIS 
TERED state , the UE_A 10 may initiate a registration 
procedure , or may establish 5GMM context by executing the 
registration procedure . 
[ 0067 ] Further , in connection management , a CM state for 
each UE is managed . The CM state may be synchronized 
between the UE and the AMF . The CM state includes a 
disconnected state ( CM - IDLE state ) and a connected state 
( CM - CONNECTED state ) . In the CM - IDLE state , the UE is 
in an RM - REGISTERED state but does not have a NAS 
signaling connection established between the AMF and the 
UE through the N1 interface . Further , in the CM - IDLE state , 
the UE does not have a connection of the N2 interface ( N2 
connection ) and a connection of the N3 interface ( N3 
connection ) . On the other hand , in the CM - CONNECTED 
state , the UE has a NAS signaling connection established 
between the AMF and the UE through the N1 interface . 
Further , in the CM - CONNECTED state , the UE may have 
a connection to the N2 interface ( N2 connection ) and / or a 
connection to the N3 interface ( N3 connection ) . 
[ 0068 ] Further , in the connection management , manage 
ment may be performed separately according to a CM state 
in 3GPP access and a CM state in non - 3GPP access . In this 
case , the CM state in 3GPP access may include a discon 
nected state in 3GPP access ( CM - IDLE state over 3GPP 
access ) and a connected state in 3GPP access ( CM - CON 
NECTED state over 3GPP access ) . Further , the CM state in 

non - 3GPP access includes a disconnected state in non - 3GPP 
access ( CM - IDLE state over non - 3GPP access ) and a con 
nected state in non - 3GPP access ( CM - CONNECTED state 
over non - 3GPP access ) . In addition , a disconnected state 
may be expressed as an idle mode , and a connected state 
mode may be expressed as a connected mode . 
[ 0069 ] Further , the CM state may be expressed as a 
5GMM mode . In this case , the disconnected state may be 
expressed as a 5GMM disconnected mode ( 5GMM - IDLE 
mode ) , or the connected state may be expressed as a 5GMM 
connected mode ( 5GMM - CONNECTED mode ) . Further , 
the disconnected state in 3GPP access may be expressed as 
a 5GMM disconnected mode in 3GPP access ( 5GMM - IDLE 
mode over 3GPP access ) , and the connected state in 3GPP 
access may be expressed as a 5GMM connected mode in 
3GPP access ( 5GMM - CONNECTED mode over 3GPP 
access ) . In addition , the disconnected state in non - 3GPP 
access may be expressed as a 5GMM disconnected mode in 
non - 3GPP access ( 5GMM - IDLE mode over non - 3GPP 
access ) , and the connected state in non - 3GPP access may be 
expressed as a 5GMM connected mode in non - 3GPP access 
( 5GMM - CONNECTED mode over non - 3GPP access ) . In 
addition , the 5GMM disconnected mode may be expressed 
in an idle mode , and the 5GMM connected mode may be 
expressed as a connected mode . 
[ 0070 ] In addition , one or more AMFs may be deployed 
within the core network_B . In addition , the AMF may be an 
NF that manages one or more network slice instances ( NSI ) . 
In addition , the AMF may be a common CP function 
( common control plane network function ( CPNF ) ; CCNF ) 
which is shared among a plurality of NSIS . 
[ 0071 ] In addition , the N3IWF is an apparatus and / or a 
function which is deployed between the non - 3GPP access 
and the 5GC in a case where the UE is connected to the 5GS 
through the non - 3GPP access . 
[ 0072 ] 2.4 . Device Configuration of SMF 
[ 0073 ] Next , an example of an apparatus configuration of 
the SMF will be described with reference to FIG . 5. The 
SMF includes a controller_B 700 , a network connection 
unit_B 720 , and a storage unit_B 740. The controller_B 700 , 
the network connection unit_B 720 , and the storage unit_B 
740 are connected to each other through a bus . The SMF 
may be a node that deals with a control plane . 
[ 0074 ] The controller_B 700 is a functional unit for con 
trolling operations and functions of the entire SMF . The 
controller_B 700 implements various processes in the SMF 
by reading and executing various programs stored in the 
storage unit_B 740 as necessary . 
[ 0075 ] The network connection unit_B 720 is a functional 
unit for the SMF to be connected to the AMF , the UPF , the 
PCF , and / or the UDM . That is , the SMF can transmit and / or 
receive user data and / or control information to and / or from 
the AMF , the UPF , the PCF , and / or the UDM by using the 
network connection unit_B 720 . 
[ 0076 ] In detail , referring to FIG . 2 , the SMF in the 5GC 
can communicate with the AMF through the N11 interface , 
communicate with the UPF through an N4 interface , com 
municate with the PCF through an N7 interface , and com 
municate with the UDM through an N10 interface by using 
the network connection unit_A 620 . 
[ 0077 ] The storage unit_B 740 is a functional unit for 
storing programs , user data , control information , and the like 
that are necessary for operations of the SMF . 
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[ 0078 ] The SMF has a session management function such 
as establishment , modification , and release of a PDU ses 
sion , IP address allocation for the UE and the management 
function thereof , a UPF selection and control function , a 
UPF configuration function for routing traffic to an appro 
priate destination ( transmission destination ) , a function of 
transmitting and / or receiving an SM portion of a NAS 
message , a function of giving notification that downlink data 
has arrived ( downlink data notification ) , a function of pro 
viding SM information specific to an AN ( for each AN ) and 
transmitted to the AN through the N2 interface via the AMF , 
a function of determining a session and service continuity 
mode ( SSC mode ) for a session , a roaming function , and the 
like . 

[ 0079 ] 2.5 . Device Configuration of UPF 
[ 0080 ] Next , an example of an apparatus configuration of 
the UPF will be described using FIG . 5. The UPF includes 
the controller_B 700 , the network connection unit_B 720 , 
and the storage unit_B 740. The controller_B 700 , the 
network connection unit_B 720 , and the storage unit_B 740 
are connected to each other through a bus . The UPF may be 
a node that deals with a control plane . 
[ 0081 ] The controller_B 700 is a functional unit for con 
trolling operations and functions of the entire UPF . The 
controller_B 700 implements various processes in the UPF 
by reading and executing various programs stored in the 
storage unit_B 740 as necessary . 
[ 0082 ] The network connection unit_B 720 is a functional 
unit for the UPF to be connected to the base station appa 
ratus ( gNB ) , the SMF , and / or the DN in the 5G AN . That is , 
the UPF can transmit and / or receive user data and / or control 
information to and / or from the base station apparatus ( gNB ) , 
the SMF , and / or the DN in the 5G AN by using the network 
connection unit_B 720 . 
[ 0083 ] In detail , referring to FIG . 2 , the UPF in the 5GC 
can communicate with the gNB through the N3 interface , 
communicate with the SMF through the N4 interface , com 
municate with the DN through an N6 interface , and com 
municate with other UPFs through an N9 interface by using 
the network connection unit_A 620 . 
[ 0084 ] The storage unit_B 740 is a functional unit storing 
programs , user data , control information , and the like that 
are necessary for operations of the UPF . 
[ 0085 ] The UPF has a function as an anchor point for 
intra - RAT mobility or inter - RAT mobility , a function as an 
external PDU session point for mutual connection to the DN 
( that is , a function of transferring user data as a gateway 
between the DN and the core network_B ) , a function of 
routing and transferring a packet , an uplink classifier ( UL 
CL ) function for supporting the routing of a plurality of 
traffic flows to one DN , a branching point function for 
supporting a multi - homed PDU session , a quality of service 
( QoS ) processing function for a user plane , an uplink traffic 
verification function , a function of triggering downlink 
packet buffering and downlink data notification , and the like . 
[ 0086 ] In addition , the UPF may be a gateway for IP 
communication and / or non - IP communication . Further , the 
UPF may have a function of transferring IP communication 
or may have a function of performing conversion between 
non - IP communication and IP communication . Further , the 
plurality of gateways deployed may be gateways for con 
necting the core network_B and a single DN to each other . 

In addition , the UPF may have connectivity with other NFs 
or may be connected to the apparatuses through the other 
NFs . 
[ 0087 ] Further , the user plane is user data transmitted 
and / or received between the UE and a network . The user 
plane may be transmitted and / or received using a PDN 
connection or a PDU session . Further , in the case of the EPS , 
a user plane may be transmitted and / or received using an 
LTE - Uu interface , an S1 - U interface , an S5 interface , an S8 
interface , and / or an SGi interface . Further , in the case of the 
5GS , a user plane may be transmitted and / or received 
through an interface between the UE and an NG RAN , the 
N3 interface , the N9 interface , and / or the N6 interface . 
Hereinafter , a user plane may be expressed as a U - Plane . 
[ 0088 ] Further , the control plane is a control message 
transmitted and / or received in order to perform communi 
cation control and the like of the UE . The control plane may 
be transmitted and / or received using non - access - stratum 
( NAS ) signaling connection between the UE and the MME . 
Further , in the case of the EPS , a control plane may be 
transmitted and / or received using the LTE - Uu interface and 
an S1 - MME interface . Further , in the case of the 5GS , a 
control plane may be transmitted and / or received using an 
interface between the UE and the NG RAN and the N2 
interface . Hereinafter , a control plane may be expressed as 
a control plane or may be expressed as a C - Plane . 
[ 0089 ] Further , the U - Plane ( user plane ; UP ) may be a 
communication path for transmitting and / or receiving user 
data , and may include a plurality of bearers . Further , the 
C - Plane ( control plane ; CP ) may be a communication path 
for transmitting and / or receiving a control message , and may 
include a plurality of bearers . 
[ 0090 ] 2.6 . Description of Other Devices and / or Functions 
[ 0091 ] Next , other apparatuses and / or functions will be 
described . 
[ 0092 ] The PCF has a function of providing a policy rule , 
and the like . 
[ 0093 ] In addition , the UDM includes an authentication 
credential processing function , a user identification process 
ing function , an access authentication function , a registra 
tion / mobility management function , a subscriber informa 
tion management function , and the like . 
[ 0094 ] In addition , the PCRF is connected to the PGW 
and / or the PDN and has a function of performing Qos 
management for data distribution , and the like . For example , 
QoS management for a communication path between the 
UE_A 10 and the PDN is performed . Further , the PCRF may 
be an apparatus that creates and / or manages a policy and 
charging control ( PCC ) rule and / or a routing rule used by 
each apparatus for transmitting and / or receiving user data . 
[ 0095 ] In addition , the HSS is connected to the MME 
and / or the SCEF , and has a function of managing subscriber 
information , and the like . The subscriber information of the 
HSS is referred to , for example , in a case that access control 
for the MME is performed . Further , the HSS may be 
connected to a position management apparatus different 
from the MME . 
[ 0096 ] In addition , the SCEF is connected to the DN 
and / or the PDN , the MME , and the HSS and has a function 
as a relay apparatus that transfers user data as a gateway for 
connecting the DN and / or the PDN to the core network_A . 
In addition , the SCEF may be a gateway for non - IP com 
munication . Further , the SCEF may have a function of 
performing conversion between non - IP communication and 
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IP communication . In addition , a plurality of gateways may 
be deployed in the core network_A . The SCEF may be 
outside or inside the core network . 

3. Description of Terms , Identification Information , 
and Procedure Used in Implementations 

[ 0097 ] In at least one of the implementations , terms , 
identification information , and procedures to be used will be 
described in advance . 
[ 0098 ] 3.1 . Description of Terms and Identification Infor 
mation Used in Implementations 
[ 0099 ] First , highly specialized terms and identification 
information used in a procedure , which are used in the 
implementations , will be defined in advance . 
[ 0100 ] network refers to at least some of the access 
network_B , the core network_B , and the DN . In addition , 
one or more apparatuses included in at least some of the 
access network_B , the core network_B , and the DN may be 
referred to as a network or a network apparatus . That is , the 
execution of transmission and / or reception of a message 
and / or processing by a network may mean that the trans 
mission and / or reception of the message and / or the process 
ing is executed by an apparatus ( a network apparatus and / or 
a control apparatus ) in the network . In contrast , the execu 
tion of transmission and / or reception of a message and / or 
processing by an apparatus in a network may mean that the 
transmission and / or reception of the message and / or the 
processing is executed by the network . 
[ 0101 ] A session management ( SM ) message ( also 
referred to as a non - access - stratum ( NAS ) SM message ) 
may be a NAS message used in a procedure for the SM , or 
may be a control message transmitted and / or received 
between the UE_A 10 and the SMF_A 230 through the 
AMF_A 240. Further , the SM message may include a PDU 
session establishment request message , a PDU session 
establishment accept message , a PDU session completion 
message , a PDU session reject message , a PDU session 
modification request message , a PDU session modification 
accept message , a PDU session modification response mes 
sage , and the like . In addition , the procedure for SM may 
include a PDU session establishment procedure . 
[ 0102 ] In addition , the 5G system ( 5GS ) service may be a 
connection service provided using the core network_B 190 . 
Further , the 5GS service may be a service different from the 
EPS service or may be the same service as the EPS service . 
[ 0103 ] In addition , the non 5GS service may be a service 
other than the 5GS service , and may include an EPS service 
and / or a non EPS service . 
[ 0104 ] In addition , the signal registration mode is a mode 
in which the UE_A 10 maintains a common registration state 
for the 5GMM state and the EMM state in a case where an 
N1 mode and an S1 mode can be used . 
[ 0105 ] In addition , a dual registration mode is a mode in 
which the UE_A 10 independently maintains a registration 
state between the 5GMM state and the EMM state in a case 
where the N1 mode and the S1 mode can be used . Further , 
in the case of the dual registration mode , the UE_A 10 may 
be registered in a network in only the N1 mode ( that is , 
registered in only the 5GC ) , may be registered in a network 
only in the S1 mode ( registered in only the EPC ) , or may be 
registered in a network in both the N1 mode and the S1 mode 
( registered in both the 5GC and the EPC ) . 
[ 0106 ] In addition , the UE that supports both the 5GC and 
the EPC NAS can be operated in a signal registration mode 

or a dual registration mode in order to perform interworking 
between the 5GS and the EPC . 
[ 0107 ] In addition , the S1 mode is a mode in which access 
to the EPC through the E - UTRAN is permitted for the UE_A 
10. In other words , the S1 mode may be a mode in which the 
transmission and / or reception of a message using the Si 
interface is executed . Further , the Si interface may be 
constituted by an S1 - MME interface and an S1 - U interface . 
[ 0108 ] In addition , the N1 mode is a mode in which access 
to the 5GC through the 5G access network is permitted for 
the UE_A 10. In other words , the N1 mode may be a mode 
in which the transmission and / or reception of a message 
using the N1 interface is executed . 
[ 0109 ] In addition , an access point name ( APN ) may be 
identification information for identifying a core network 
and / or an external network such as a PDN . Further , the APN 
can also be used as information for selecting a gateway such 
as a PGW_A 30 / a UPF_A 235 for connecting the core 
network A_90 . 
[ 0110 ] In addition , a traffic flow template ( TFT ) indicates 
all packet filters associated with an EPS bearer . The TFT is 
information for identifying a portion of user data to be 
transmitted and / or received , and the UE_A 10 transmits 
and / or receives the user data identified by the TFT by using 
the EPS bearer associated with the TFT . In other words , 
further , the UE_A 10 transmits and / or receives the user data 
identified by the TFT using a radio bearer ( RB ) associated 
with the TFT . In addition , the TFT may be configured such 
that user data such as application data to be transmitted 
and / or received is associated with an appropriate transfer 
path , or may be identification information for identifying the 
application data . In addition , the UE_A 10 may transmit 
and / or receive user data which cannot be identified by the 
TFT by using a default bearer . Further , the UE_A 10 may 
have had the TFT associated with the default bearer stored 
therein in advance . 
[ 0111 ] In addition , a packet data network ( PDN ) type 
indicates the type of PDN connection and includes IPv4 , 
IPv6 , IPv4v6 , and non - IP . A case where IPv4 is designated 
indicates that data is transmitted and / or received using IPv4 . 
A case where IPv6 is designated indicates that data is 
transmitted and / or received using IPv6 . A case where 
IPv4v6 is designated indicates that data is transmitted and / or 
received using IPv4 or IPv6 . A case where non - IP is desig 
nated indicates that communication is performed using any 
of other communication methods instead of using an IP . 
[ 0112 ] In addition , the EPS bearer is a logical communi 
cation path established between the UE and the PGW and 
configures a PDN connection . The EPS bearer includes a 
default bearer ( also referred to as a default EPS bearer ) and 
a dedicated bearer ( also referred to as a dedicated EPS 
bearer ) . 
[ 0113 ] In addition , the default bearer is an EPS bearer 
which is first established during the PDN connection , and 
only one default bearer can be established during one PDN 
connection . The default bearer may be an EPS bearer that 
can be used for communication of user data which is not 
associated with the traffic flow template ( TFT ) . 
[ 0114 ] In addition , the dedicated bearer is an EPS bearer 
established after the default bearer is established during the 
PDN connection , and one or more dedicated bearers can be 
established during one PDN connection . The dedicated 
bearer is an EPS bearer that can be used for communication 
of user data which is associated with the TFT . 
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[ 0115 ] In addition , the protocol data unit / packet data unit 
( PDU ) session can be defined as an association between the 
DN and the UE providing a PDU connectivity service , but 
may be a connectivity established between the UE and an 
external gateway . The UE can establish a PDU session 
through the access network_B and the core network_B in the 
5GS to transmit and / or receive user data to and / or from the 
DN using the PDU session . Here , the external gateway may 
be the UPF , the SCEF , or the like . The UE can transmit 
and / or receive user data to and / or from an apparatus such as 
an application server deployed in the DN by using the PDU 
session . 
[ 0116 ] In addition , the apparatuses ( the UE , the access 
network apparatus , and / or the core network apparatus ) may 
perform management by associating one or more pieces of 
identification information with a PDU session . Further , these 
pieces of identification information may include one or more 
of DNN , TFT , and PDU session types , application identifi 
cation information , NSI identification information , access 
network identification information , and an SSC mode , or 
may further include other information . Further , in a case 
where a plurality of PDU sessions are established , the pieces 
of identification information associated with the PDU ses 
sion may have the same contents or may have different 
contents . 
[ 0117 ] In addition , the data network name ( DNN ) may be 
identification information for identifying an external net 
work such as the core network and / or the DN . Further , the 
DNN can also be used as information for selecting a gateway 
such as the PGW_A 30 or the UPF_A 235 connecting the 
core network B 190. Further , the DNN may be equivalent to 
an access point name ( APN ) . 
[ 0118 ] In addition , the protocol data unit / packet data unit 
( PDU ) session type indicates the type of PDU session , and 
includes IPv4 , IPv6 , Ethernet , and Unstructured . A case 
where IPv4 is designated indicates that data is transmitted 
and received using IPv4 . A case where IPv6 is designated 
indicates that data is transmitted and received using IPv6 . A 
case where Ethernet is designated indicates that an Ethernet 
frame is transmitted and / or received . In addition , Ethernet 
may indicate that communication using IP is not performed . 
A case where Unstructured is designated indicates that data 
is transmitted and / or received to an application server or the 
like in the DN by using a point - to - point ( P2P ) tunneling 
technique . As the P2P tunneling technique , for example , a 
UDP / IP encapsulation may be used . In addition , the PDU 
session type may include an IP in addition to the above 
described types . The IP can be designated in a case where the 
UE is capable of using both IPv4 and IPv6 . 
[ 0119 ] In addition , the network slice ( NS ) is a logical 
network that provides specific network capabilities and 
network characteristics . The UE and / or a network can sup 
port the network slice ( NW slice ; NS ) in the 5GS . 
[ 0120 ] In addition , the network slice instance ( NSI ) 
includes an instance ( entity ) of a network function ( NF ) and 
a set of necessary resources , and forms a deployed network 
slice . Here , the NF is a processing function in a network and 
is adopted or defined in the 3GPP . The NSI is an entity of one 
or more NSs configured in the core network_B . In addition , 
the NSI may include a virtual network function ( NF ) gen 
erated using a network slice template ( NST ) . Here , the NST 
is associated with a resource request for providing a required 
communication service or capability , and is a logical expres 
sion of one or more NFs . That is , the NSI may be an 

aggregation constituted by a plurality of NFs in the core 
network_B 190. In addition , the NSI may be a logical 
network configured to classify user data distributed through 
a service or the like . The NS may include one or more NFs . 
The NF included in the NS may be or may not be an 
apparatus shared by other NSs . The UE and / or the apparatus 
in the network can be allocated to one or more NSs based on 
registration information such as NSSAI , S - NSSAI , a UE 
usage type , and / or one or more NSI IDs , and / or an APN . In 
addition , the UE usage type is a parameter value which is 
included in the registration information of the UE and used 
to identify the NSI . The UE usage type may be stored in the 
HSS . The AMF may select the SMF and UPF based on the 
UE usage type . 
[ 0121 ] In addition , single network slice selection assis 
tance information ( S - NSSAI ) is information for identifying 
the NS . The S - NSSAI may be constituted by only a slice / 
service type ( SST ) , or may be constituted by both an SST 
and a slice differentiator ( SD ) . Here , the SST is information 
indicating the operation of the NS which is expected in terms 
of a function and a service . Additionally , the SD may be 
information for interpolating the SST in a case that one NSI 
is selected from a plurality of NSIs indicated by the SST . 
The S - NSSAI may be specific information for each PLMN 
or may be standard information which is common to the 
PLMNs . In addition , the network may store one or more 
S - NSSAIs in the registration information of the UE as a 
default S - NSSAI . Further , in a case where the S - NSSAI is a 
default S - NSSAI , the network may provide an NS related to 
the UE in a case that the UE does not transmit a valid 
S - NSSAI to the network in a registration request message . 
[ 0122 ] In addition , the network slice selection assistance 
information ( NSSAI ) is a group of S - NSSAIs . The S - NS 
SAIs included in the NSSAI are information that assists an 
access network or a core network to select an NSI . The UE 
may store NSSAI permitted from the network for each 
PLMN . In addition , the NSSAI may be information used to 
select an AMF . 
[ 0123 ] In addition , a session and service continuity ( SSC ) 
mode indicates the mode of a session and service continuity 
supported by a system and / or each apparatus in a 5G system 
( 5GS ) . In more detail , the SSC mode may be a mode 
indicating the type of session and service continuity sup 
ported by a PDU session established between the UE_A 10 
and the UPF . It is noted that the SSC mode may be a mode 
indicating the type of session and service continuity which 
is configured for each PDU session . Further , the SSC modes 
may be constituted by three modes of an SSC mode 1 , an 
SSC mode 2 , and an SSC mode 3. In addition , the SSC mode 
associated with the PDU session may not be changed during 
the PDU session . 

[ 0124 ] In addition , the SSC mode 1 is a mode in which the 
network maintains a connectivity service to be provided to 
the UE_A 10. Further , in a case where the PDU session type 
associated with the PDU session is IPv4 or IPv6 , an IP 
address may be maintained during a session and service 
continuity . 
[ 0125 ] Further , the SSC mode 1 may be a mode of a 
session and service continuity in which the same UPF is 
continuously maintained regardless of an access technology 
used in a case that the UE_A 10 is connected to a network . 
In more detail , the SSC mode 1 may be a mode for 
implementing a session and service continuity without 
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changing the UPF used as a PDU session anchor of an 
established PDU session even in a case that movement of the 
UE_A 10 occurs . 
[ 0126 ] In addition , the SSC mode 2 is a mode in which a 
network releases a connectivity service provided to the 
UE_A 10 and the corresponding PDU session . It is noted 
that , in a case where the PDU session type associated with 
the PDU session is IPv4 or IPv6 , an IP address allocated to 
the UE_A 10 may be released during a session and service 
continuity . 
[ 0127 ] Further , the SSC mode 2 may be a mode of a 
session and service continuity in which the same UPF is 
continuously maintained only in a serving area of the UPF . 
In more detail , the SSC mode 2 may be a mode for 
implementing a session and service continuity without 
changing a UPF used by an established PDU session as long 
as the UE_A 10 is in the serving area of the UPF . Further , 
the SSC mode 2 may be a mode for implementing a session 
and service continuity by changing the UPF used by the 
established PDU session in a case where movement in which 
the UE_A 10 leaves the serving area of the UPF occurs . 
[ 0128 ] Here , the serving area of the UPF may be an area 
in which one UPF can provide a session and service conti 
nuity function , or may be a subset of the access network such 
as a RAT or a cell used in a case that the UE_A 10 is 
connected to a network . Further , the subset of the access 
network may be a network constituted by one or a plurality 
of RATs and / or cells . 

[ 0129 ] In addition , the SSC mode 3 is a mode in which a 
change in a user plane is revealed to the UE_A 10 while a 
network ensures that connectivity is not lost . It is noted that , 
in the case of the SSC mode 3 , in order to implement a better 
connectivity service , connection through a new PDU session 
anchor point may be established before the previous con 
nection is disconnected . Further , in a case where the PDU 
session type associated with the PDU session is IPv4 or 
IPv6 , an IP address may not be maintained during a session 
and service continuity of the transfer of a PDU session 
anchor . 

[ 0130 ] Further , the SSC mode 3 may be a mode of a 
session and service continuity that permits the establishment 
of a new PDU session through a new UPF and / or a com 
munication path for the same DN before a PDU session 
and / or a communication path established between the UE_A 
10 and the UPF is disconnected . Further , the SSC mode 3 
may be a mode of a session and service continuity that 
permits the UE_A 10 to be multi - homed . Further , the SSC 
mode 3 may be a mode in which a session and service 
continuity using a plurality of PDU sessions and / or UPFs 
associated with the PDU sessions is permitted . In other 
words , in the case of the SSC mode 3 , each of the appara 
tuses may implement the session and service continuity 
using a plurality of PDU sessions or may implement the 
session and service continuity using a plurality of UPFs . 
[ 0131 ] Here , in a case where each of the apparatuses 
establishes a new PDU session and / or a communication 
path , a new UPF may be selected by a network , or the new 
UPF may be a UPF which is the most suitable for a place 
where the UE_A 10 is connected to the network . Further , in 
a case where the plurality of PDU sessions and / or the UPFs 
used by the PDU sessions are effective , the UE_A 10 may 
immediately perform association of an application and / or a 

flow communication with a newly established PDU session 
or may perform the association based on the completion of 
communication . 
[ 0132 ] In addition , a default SSC mode is an SSC mode 
used by the UE_A 10 and / or a network in a case where a 
specific SSC mode is not determined . Specifically , the 
default SSC mode may be an SSC mode used by the UE_A 
10 in a case where there is no request for an SSC mode 
which is given from the application , and / or a case where 
there is no policy of the UE_A 10 for determining an SSC 
mode for the application . In addition , the default SSC mode 
may be an SSC mode used by the network in a case where 
there is no request for an SSC mode which is given from the 
UE_A 10 . 
[ 0133 ] It is noted that the default SSC mode may be 
configured for each PDN_A 5 or may be configured for each 
UE_A 10 and / or subscriber based on subscriber information , 
an operator policy , and / or the policy of the UE_A 10 . 
Further , the default SSC mode may be information indicat 
ing the SSC mode 1 , the SSC mode 2 , or the SSC mode 3 . 
[ 0134 ] In addition , CIOT 5GS optimization is a function 
for cellular IoT ( CIOT ) for supporting efficient communica 
tion of small data or a short message service ( SMS ) . Here , 
the CIOT EPS optimization may be a function provided in a 
5GS which is a 5G system . The CIOT 5GS optimization may 
include control plane CIOT 5GS optimization , user plane 
CIOT 5GS optimization , and header compression for control 
plane CloT 5GS optimization . Further , the CloT 5GS opti 
mization may include a 5GMM - CONNECTED mode with 
RRC inactive indication . 
[ 0135 ] It is noted that the support of the CIOT 5GS 
optimization may mean that one or more of the control plane 
CIoT 5GS optimization , the user plane CloT 5GS optimi 
zation , the header compression for control plane 5GS EPS 
optimization , and the 5GMM - CONNECTED mode with 
RRC inactive indication are supported . Further , the use of 
the CloT SGS optimization may mean that one or more of 
the control plane CIOT 5GS optimization , the user plane 
CloT 5GS optimization , the header compression for control 
plane CIOT 5GS optimization , and the 5GMM - CON 
NECTED mode with RRC inactive indication are used . 
Further , the support of the CloT 5GS optimization may 
mean that enhanced coverage and / or restriction on use of the 
enhanced coverage is supported . Further , the use of the CIOT 
5GS optimization may mean that enhanced coverage is used 
or may mean that the use of the enhanced coverage is 
restricted . 
[ 0136 ] Further , CIOT EPS optimization in the EPS and 
CIoT 5GS optimization in the 5GS may support the same 
function or may support different functions . Further , the 
CIoT EPS optimization in the 5GS may include a function 
provided by the 5GMM - CONNECTED mode with RRC 
inactive indication . 
[ 0137 ] In addition , the CIOT EPS optimization in the EPS 
and the CloT 5GS optimization in the 5GS may be provided 
as the same function . In this case , the CIOT EPS optimiza 
tion and the CloT 5GS optimization described in the imple 
mentations may be reread and provided as the same name . 
Here , the same name may be CIoT optimization , may be 
CLOT EPS optimization , or may be CIOT 5GS optimization . 
[ 0138 ] In addition , the control plane CloT 5GS optimiza 
tion is a function for signaling optimization for enabling 
efficient communication of user data through an MME or an 
AMF on a control plane . Here , the control plane CIOT 5GS 
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optimization may be a function provided in a 5GS which is 
a 5G system . Further , in the control plane CIOT 5GS 
optimization , a header compression function can also be 
used in a case where communication of IP data is performed . 
In this case , the UE and the network may transmit and / or 
receive information indicating the support of header com 
pression for control plane CIOT EPS optimization together 
with information indicating the support of the control plane 
CIOT 5GS optimization . Further , in a case where the UE is 
connected to a RAT for IoT , the control plane CloT 5GS 
optimization may be an essential function . 
[ 0139 ] In addition , the support of the control plane CIOT 
5GS optimization may mean that communication of user 
data through a control plane is supported , or may mean that 
the transmission and / or reception of user data which does 
not require the establishment of a user plane radio bearer for 
transmitting and / or receiving user data is supported . Further , 
the use of the control plane CIOT 5GS optimization may 
mean that communication of user data through a control 
plane is performed , or may mean that user data is transmitted 
and / or received without establishing a user plane radio 
bearer . 
[ 0140 ] Further , the control plane CIOT EPS optimization 
in the EPS and the control plane CIOT 5GS optimization in 
the 5GS may be the same function or may be different 
functions . 
[ 0141 ] Further , the control plane CloT EPS optimization 
in the EPS and the control plane CIOT 5GS optimization in 
the 5GS may be provided as the same function . In this case , 
the control plane CIOT EPS optimization and the control 
plane CloT 5GS optimization described in the implementa 
tions may be reread and provided as the same name . Here , 
the same name may be control plane CloT optimization , 
may be control plane CIOT EPS optimization , or may be 
control plane CIOT 5GS optimization . 
[ 0142 ] In addition , the user plane CIOT 5GS optimization 
is a function for signaling optimization that enables efficient 
communication of user data on a user plane . Here , the user 
plane CIOT 5GS optimization may be a function provided in 
a 5GS which is a 5G system . 
[ 0143 ] It is noted that the support of the user plane CIOT 
5GS optimization means that data communication using a 
user plane radio bearer for transmitting and / or receiving user 
data and the N3 interface is supported , and suspending and 
resuming of non - access stratum ( NAS ) signaling are sup 
ported . In other words , the support of the user plane CIOT 
5GS optimization may mean that transition from an idle 
mode to a connected mode , which does not require a service 
request procedure , is supported . Further , the use of the user 
plane CIOT 5GS optimization may mean that suspending 
and resuming of NAS signaling are performed , or may mean 
that transition from an idle mode to a connected mode , 
which does not require a service request procedure , is 
performed 
[ 0144 ] Further , the user plane CIOT EPS optimization in 
the EPS and the user plane CIOT 5GS optimization in the 
5GS may be the same function or may be different functions . 
Further , the user plane CIOT 5GS optimization in the 5GS 
may be a function which is the same as or different from a 
function provided by the 5GMM - CONNECTED mode with 
RRC inactive indication . 
[ 0145 ] In addition , the user plane CIOT EPS optimization 
in the EPS and the user plane CloT 5GS optimization in the 
5GS may be provided as the same function . In this case , the 

user plane CIOT EPS optimization and the user plane CIOT 
5GS optimization described in the implementations may be 
reread and provided as the same name . Here , the same name 
may be user plane CloT optimization , may be user plane 
CIoT EPS optimization , or may be user plane CloT 5GS optimization 
[ 0146 ] In addition , the header compression for control 
plane CIOT 5GS optimization refers to a header compression 
function . Here , the header compression function may be a 
function for compressing the size of the header of an IP 
protocol . Here , the header compression for control plane 
CloT 5GS optimization may be a function provided in a 5GS 
which is a 5G system . Further , the header compression 
function may be implemented by a framework such as 
robust header compression ( ROHC ) . Further , configuration 
information of the header compression function may be 
configured by a PDU session establishment procedure or 
may be reset by a PDU session modification procedure . 
[ 0147 ] In addition , the header compression for control 
plane CIOT 5GS optimization may be a function supported 
in a case where the control plane CIOT 5GS optimization is 
supported . Further , the header compression for control plane 
CloT 5GS optimization may be a function that can be used 
in a case where the PDU session type of the PDU session 
associated with the control plane CIOT 5GS optimization is 
IPv4 , IPv6 , or IP . 
[ 0148 ] In addition , the support of the header compression 
for control plane CloT 5GS optimization may mean that 
communication of user data using the header compression 
function is supported . Further , the use of the header com 
pression for control plane CIOT 5GS optimization may mean 
that communication of user data using the header compres 
sion function is performed . 
[ 0149 ] Further , the header compression for control plane 
CloT EPS optimization in the EPS and the header compres 
sion for control plane CIOT 5GS optimization in the 5GS 
may be the same function or may be different functions . 
[ 0150 ] It is noted that the header compression for control 
plane CIOT EPS optimization in the EPS and the header 
compression for control plane CIOT 5GS optimization in the 
5GS may be provided as the same function . In this case , the 
header compression for control plane CloT EPS optimiza 
tion and the header compression for control plane CIOT 5GS 
optimization described in the implementations may be 
reread and provided as the same name . Here , the same name 
may be header compression for control plane CloT optimi 
zation , may be header compression for control plane CIOT 
EPS optimization , or may be header compression for control 
plane CIOT 5GS optimization . 
[ 0151 ] In addition , the 5GMM - CONNECTED mode with 
RRC inactive indication is a state indicating that the state of 
a NAS layer is a connected state , regardless of an RRC layer 
being in an inactive state . In other words , the 5GMM 
CONNECTED mode with RRC inactive indication is a state 
where a radio bearer is released while maintaining NAS 
signaling connection and / or context of the NAS signaling 
connection . 
[ 0152 ] It is noted that the support of the 5GMM - CON 
NECTED mode with RRC inactive indication may mean 
that the state of the NAS layer is supported to be maintained 
in a connected state even in a case that a notification 
indicating that the RRC layer is set to be in an inactive state 
has been received from a lower layer . Further , the use of the 
5GMM - CONNECTED mode with RRC inactive indication 
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may mean that the state of the NAS layer is maintained in 
a connected state even in a case that a notification indicating 
that the RRC layer is set to be in an inactive state has been 
received from a lower layer . 
[ 0153 ] In addition , the support of the 5GMM - CON 
NECTED mode with RRC inactive indication may mean 
that user plane CIOT 5GS optimization is supported . Further , 
the use of the 5GMM - CONNECTED mode with RRC 
inactive indication may mean that user plane CIOT 5GS 
optimization is used . 
[ 0154 ] In addition , enhanced coverage is a function of 
enlarging a coverage area provided by a radio base station . 
In a case where enhanced coverage is used , a UE can 
perform communication with a network in a wider area than 
in the related art . In contrast , in a case where the use of 
enhanced coverage is restricted , a UE cannot perform 
enhanced coverage and can perform communication with a 
network in the same area as in the related art . It is noted that , 
the enhanced coverage may include a mode A and a mode B. 
[ 0155 ] A tracking area in the present implementation is 
one or a plurality of ranges that are managed by a core 
network and can be expressed by positional information of 
the UE_A 10. The tracking area may be constituted by a 
plurality of cells . Further , the tracking area may be a range 
in which a control message such as paging is broadcast , or 
may be a range in which the UE_A 10 is movable without 
performing a handover procedure . Further , the tracking area 
may be a routing area , a location area , or anything similar to 
these areas . Hereinafter , the tracking area may be a tracking 
area ( TA ) . 
[ 0156 ] A TA list in the present implementation is a list 
including one or a plurality of TAs allocated to the UE_A 10 
by a network . It is noted that the UE_A 10 may be able to 
move without performing a tracking area update procedure 
while the UE_A 10 is moving within one or the plurality of 
TAs included in the TA list . In other words , as for the UE_A 
10 , the TA list may be an information group indicating an 
area in which the UE_A 10 can move without performing the 
tracking area update procedure . It is noted that the TA list 
may be expressed as a TAI list constituted by one or a 
plurality of tracking area identities ( TAI ) , and the TAI list 
may refer to the TA list below . 
[ 0157 ] Here , an LADN is a DN in which a UE can be 
connected only at a specific location , and provides connec 
tivity to a specific DNN ( that is , an LADN DNN ) . 
[ 0158 ] LADN information is information related to the 
LADN . The LADN information may be information indi 
cating a specific LADN that can be used by a UE . The 
LADN information may include the LADN DNN and 
LADN service area information . The LADN DNN may be 
information indicating an LADN , may be information indi 
cating a DN treated as an LADN , or may be a DNN used in 
a case of establishing a PDU session for the LADN . Further , 
the LADN service area information may be information 
indicating an LADN service area . The LADN service area 
information may be provided as a set of tracking areas or 
may be provided as a tracking area identity ( TAI ) list . It is 
noted that the LADN service area may be an area in which 
a PDU session can be established for an LADN , or may be 
an area in which connection to the LADN can be performed . 
[ 0159 ] The PDU session for the LADN is a PDU session 
associated with a DNN associated with the LADN . The PDU 
session for the LADN may be a PDU session which is 
established for the LADN . In other words , the PDU session 

may be a PDU session established between the UE and the 
LADN , or a PDU session used for user data communication 
between the UE and the LADN . It is noted that the PDU 
session for the LADN may be a PDU session that can be 
established in only the LADN service area . 
[ 0160 ] Narrowband IoT ( NB - IoT ) is band - limited radio 
access technology ( RAT ) . The NB - IoT may be a RAT for 
providing a communication service to an IoT terminal , or 
may be a RAT in which some of the functions are limited . 
Further , the NB - IoT may be a RAT constituting an 
E - UTRAN . It is noted that the RAT constituting an 
E - UTRAN other than the NB - IoT may be a WB - E - UTRAN . 
Further , a mode of a UE connected to a core network and / or 
a DN using the NB - IoT may be expressed as a NB - N1 mode . 
In contrast , further , a mode of a UE connected to a core 
network and / or a DN using a RAT other than NB - IoT may 
be expressed as a WB - N1 mode . 
[ 0161 ] First identification information is information indi 
cating a request for CloT 5GS optimization of a UE . The 
first identification information may be a PNB - CIoT bit 
( Preferred CloT network behavior ) . It is noted that the 
PNB - CIoT bit may be a bit indicating control plane CIOT 
5GS optimization , or may be a bit indicating a request for 
control plane CloT 5GS optimization . In addition , the PNB 
CIoT bit may be a bit indicating user plane CloT 5GS 
optimization , or may be a bit indicating a request for user 
plane CIOT 5GS optimization . Further , the PNB - CIoT bit 
may be a bit constituting an additional update type infor 
mation element . 
[ 0162 ] Further , the first identification information may be 
information which is selected and determined based on the 
configuration of the UE , the state of the UE , a user policy , 
and / or a request for an application . 
[ 0163 ] Second identification information is information 
indicating whether or not the UE supports control plane 
CIoT 5GS optimization . The second identification informa 
tion may be a CP CIoT bit ( Control plane CIOT 5GS 
optimization ) . It is noted that the CP CIoT bit may be a bit 
indicating that control plane CloT 5GS optimization is 
supported ( control plane CIOT 5GS optimization supported ) . 
Further , the CP CIoT bit may be a bit constituting a 5GMM 
capability information element indicating the capability of 
the UE in 5G . 
[ 0164 ] Further , the second identification information may 
be information which is selected and determined based on 
the configuration of the UE , the state of the UE , a user 
policy , and / or a request for an application . 
[ 0165 ] Third identification information is information 
indicating whether or not the UE supports user plane CIOT 
5GS optimization . The third identification information may 
be an UP CIOT bit ( User plane CIOT 5GS optimization ) . It 
is noted that the UP CIoT bit may be a bit indicating that user 
plane CIOT 5GS optimization is supported ( user plane CloT 
5GS optimization supported ) . Further , the UP CIoT bit may 
be a bit constituting a 5GMM capability information ele 
ment indicating the capability of the UE in 5G . 
[ 0166 ] Further , the third identification information may be 
information which is selected and determined based on the 
configuration of the UE , the state of the UE , a user policy , 
and / or a request for an application . 
[ 0167 ] Fourth identification information is information 
indicating whether or not the UE supports data communi 
cation using a communication path of a user plane . The 
fourth identification information may be information indi 
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cating that the UE supports data communication using the 
N3 interface which is an interface between the gNB and the 
UPF . Further , the fourth identification information may be 
an N3 data bit ( N3 data transfer ) . It is noted that the N3 data 
bit may be a bit indicating that data communication using the 
N3 interface is supported ( N3 data transfer supported ) . 
Further , the N3 data bit may be a bit constituting a 5GMM 
capability information element indicating the capability of 
the UE in 5G . 
[ 0168 ] Further , the fourth identification information may 
be information which is selected and determined based on 
the configuration of the UE , the state of the UE , a user 
policy , and / or a request for an application . 
[ 0169 ] The fifth identification information is information 
indicating whether or not the UE supports header compres 
sion for control plane CloT 5GS optimization . The fifth 
identification information may be a HC - CP CIoT bit ( Header 
compression for control plane CIOT 5GS optimization ) . It is 
noted that the HC - CP CIoT bit may be a bit indicating that 
header compression for control plane CIOT 5GS optimiza 
tion is supported ( Header compression for control plane 
CIoT 5GS optimization supported ) . Further , the HC - CP 
CIoT bit may be a bit constituting a 5GMM capability 
information element indicating the capability of the UE in 
5G . 

[ 0170 ] Further , the fifth identification information may be 
information which is selected and determined based on the 
configuration of the UE , the state of the UE , a user policy , 
and / or a request for an application . 
[ 0171 ] Sixth identification information is information 
indicating whether or not the UE supports restriction on use 
of enhanced coverage . In other words , the sixth identifica 
tion information may be information indicating whether or 
not the UE supports the use of enhanced coverage . Further , 
the sixth identification information may be a RestrictEC bit 
( Restriction on use of enhanced coverage support ) . The 
RestrictEC bit may be a bit indicating that restriction on use 
of enhanced coverage is supported ( Restriction on use of 
enhanced coverage supported ) . Further , the RestrictEC bit 
may be a bit constituting a 5GMM capability information 
element indicating the capability of the UE in 5G . 
[ 0172 ] Further , the sixth identification information may be 
information which is selected and determined based on the 
configuration of the UE , the state of the UE , a user policy , 
and / or a request for an application . 
[ 0173 ] Seventh identification information is information 
indicating whether or not the UE supports a 5GMM - CON 
NECTED mode with RRC inactive indication . The seventh 
identification information may be capability information 
indicating that the UE can transition between the 5GMM 
CONNECTED mode with RRC inactive indication and a 
5GMM - CONNECTED mode based on notification 
received from a lower layer . 
[ 0174 ] It is noted that the seventh identification informa 
tion may be identification information indicating the same 
meaning as the third identification information . Further , in a 
case where the third identification information and the 
seventh identification information indicate the same mean 
ing , only one of the third identification information and the 
seventh identification information may be transmitted and / or 
received . 
[ 0175 ] Further , the seventh identification information may 
be information which is selected and determined based on 

the configuration of the UE , the state of the UE , a user 
policy , and / or a request for an application . 
[ 0176 ] Eighth identification information is a NSSAI 
requested by the UE . The eighth identification information 
may be information constituted by one or a plurality of 
S - NSSAIs . Further , the eighth identification information 
may be information including one or a plurality of S - NS 
SAIs associated with an NSI supporting one or more func 
tions among the functions indicated by the first to seventh 
identification information . 
[ 0177 ] Further , the eighth identification information may 
include information on the association between the S - NS 
SAIs and the functions indicated by the first to seventh 
identification information . Further , the eighth identification 
information may include information indicating which func 
tion among the functions indicated by the first to seventh 
identification information is supported by each of the NSIS . 
[ 0178 ] Further , the eighth identification information may 
be information which is selected and determined based on 
the configuration of the UE , the state of the UE , a user 
policy , and / or a request for an application . 
[ 0179 ] Ninth identification information is information 
indicating whether or not the UE supports a multiple user 
plane radio bearer . The ninth identification information may 
be a multiple DRB bit ( Multiple DRB support ) . It is noted 
that the multiple DRB bit may be a bit indicating that a 
multiple user plane radio bearer is supported ( Multiple DRB 
not supported ) . Further , the multiple DRB bit may be a bit 
constituting a 5GMM capability information element indi 
cating the capability of the UE in 5G . 
[ 0180 ] Further , the ninth identification information may be 
information indicating whether or not the UE supports QoS 
processing in currently connected radio access technology 
( RAT ) . Further , the ninth identification information may be 
information indicating whether or not the UE supports the 
establishment of the user plane radio bearers in a case that 
the UE is using control plane CloT 5GS optimization in the 
currently connected RAT . It is noted that the currently 
connected RAT may be NB - IoT or may be a RAT other than 
NB - IoT . 
[ 0181 ] Further , the ninth identification information may be 
information which is selected and determined based on the 
configuration of the UE , the state of the UE , a user policy , 
and / or a request for an application . 
[ 0182 ] Tenth identification information is information 
indicating whether or not the UE supports the establishment 
of a dedicated bearer . The tenth identification information 
may be a bit indicating that the establishment of a dedicated 
bearer is supported . Further , the tenth identification infor 
mation may be a bit constituting the 5GMM capability 
information element indicating the capability of the UE in 
5G . 
[ 0183 ] Further , the tenth identification information may be 
information indicating whether or not the UE supports the 
establishment of a plurality of DRBs and / or a dedicated 
bearer in a currently connected RAT , or may be information 
indicating whether or not the UE supports QoS processing . 
It is noted that the currently connected RAT may be NB - IoT 
or may be a RAT other than NB - IoT . 
[ 0184 ] Further , the tenth identification information may be 
information which is selected and determined based on the 
configuration of the UE , the state of the UE , a user policy , 
and / or a request for an application . 

a 
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[ 0185 ] 21st identification information is information indi 
cating that a request for CIOT 5GS optimization of the UE 
has been accepted . The 21st identification information may 
be an ANB - CIoT bit ( Accepted CIoT network behavior ) . It 
is noted that the ANB - CIoT bit may be a bit indicating 
control plane CloT 5GS optimization , or may be a bit 
indicating a request for control plane CIOT 5GS optimiza 
tion . Further , the ANB - CIoT bit may be a bit indicating user 
plane CIOT 5GS optimization , or may be a bit indicating a 
request for user plane CIOT 5GS optimization . Further , the 
ANB - CIoT bit may be a bit constituting an additional update 
result information element . 
[ 0186 ] Further , the 21st identification information may 
information which is selected and determined through the 
network , based on one or more pieces of identification 
information among the received first to third identification 
information , information associated with NSIs , capability 
information of the network , an operator policy , the state of 
the network , registration information of a user , and / or the 
like . 
[ 0187 ] 22nd identification information is information indi 
cating whether or not the network supports control plane 
CIOT 5GS optimization . The 22nd identification information 
may be a CP CIoT bit ( Control plane CIOT 5GS optimiza 
tion ) . It is noted that the CP CIoT bit may be a bit indicating 
that control plane CloT 5GS optimization is supported 
( Control plane CIOT 5GS optimization supported ) . Further , 
the CP CIoT bit may be a bit constituting a 5GS network 
feature support information element . Further , the CP CIOT 
bit may be a bit constituting a 5GMM network feature 
support information element indicating the capability of the 
network in 5G . Further , the 22nd identification information 
may be information indicating that the network has accepted 
the use of control plane CloT 5GS optimization . 
[ 0188 ] Further , the 22nd identification information may be 
information which is selected and determined through the 
network , based on one or more pieces of identification 
information among the received first to third identification 
information , information associated with NSIs , capability 
information of the network , an operator policy , the state of 
the network , registration information of a user , and / or the 
like . 
[ 0189 ] 23rd identification information is information indi 
cating whether or not the network supports user plane CIOT 
5GS optimization . The 23rd identification information may 
be a UP CIoT bit ( User plane CIOT 5GS optimization ) . It is 
noted that the UP CIOT bit may be a bit indicating that user 
plane CIOT 5GS optimization is supported ( User plane CIOT 
5GS optimization supported ) . Further , the UP CloT bit may 
be a bit constituting a 5GS network feature support infor 
mation element . Further , the UP CIoT bit may be a bit 
constituting a 5GMM network feature support information 
element indicating the capability of the network in 5G . 
Further , the 23rd identification information may be infor 
mation indicating that the network has accepted the use of 
user plane CIOT 5GS optimization . 
[ 0190 ] Further , the 23rd identification information may be 
information which is selected and determined through the 
network , based on one or more pieces of identification 
information among the received first to third identification 
information , information associated with NSIs , capability 
information of the network , an operator policy , the state of 
the network , registration information of a user , and / or the 
like . 

[ 0191 ] 24th identification information is information indi 
cating whether or not the network supports data communi 
cation using a communication path of a user plane . The 24th 
identification information may be information indicating 
that the network supports data communication using the N3 
interface which is an interface between the gNB and the 
UPF . Further , the 24th identification information may be an 
N3 data bit ( N3 data transfer ) . It is noted that the N3 data bit 
may be a bit indicating that data communication using the 
N3 interface is supported ( N3 data transfer supported ) . 
Further , the N3 data bit may be a bit constituting a 5GMM 
network feature support information element indicating the 
capability of the network in 5G . Further , the 24th identifi 
cation information may be information indicating that the 
network has accepted the data communication using the N3 
interface . 
[ 0192 ] In addition , the 23rd identification information 
and / or the 24th identification information may be identifi 
cation information indicating that a communication path of 
a user plane is established or may be identification infor 
mation indicating that the establishment of a communication 
path of a user plane can be executed in a case that the 
network is using user data communication using control 
plane CIOT 5GS optimization . 
[ 0193 ] Further , the 24th identification information may be 
information which is selected and determined through the 
network , based on the received fourth identification infor 
mation , information associated with NSIs , capability infor 
mation of the network , an operator policy , the state of the 
network , registration information of a user , and / or the like . 
[ 0194 ] 25th identification information is information indi 
cating whether or not the network supports header compres 
sion for control plane CIOT 5GS optimization . The 25th 
identification information may be a HC - CP CIoT bit ( Header 
compression for control plane CloT 5GS optimization ) . It is 
noted that the HC - CP CIoT bit may be a bit indicating that 
header compression for control plane CIOT 5GS optimiza 
tion is supported ( Header compression for control plane 
CIoT 5GS optimization supported ) . In addition , the HC - CP 
CloT bit may be a bit constituting a 5GS network feature 
support information element . Further , the HC - CP CIoT bit 
may be a bit constituting a 5GMM network feature support 
information element indicating the capability of the network 
in 5G . Further , the 25th identification information may be 
information indicating that the network has accepted the use 
of header compression for control plane CIOT 5GS optimi 
zation . 
[ 0195 ] Further , the 25th identification information may be 
information which is selected and determined through the 
network , based on the received fifth identification informa 
tion , information associated with NSIs , capability informa 
tion of the network , an operator policy , the state of the 
network , registration information of a user , and / or the like . 
[ 0196 ] 26th identification information is information indi 
cating whether or not the network is restricting the use of 
enhanced coverage . In other words , the 26th identification 
information may be information indicating whether or not 
the network is permitted to use enhanced coverage . Further , 
the 26th identification information may be a RestrictEC bit 
( Restriction on enhanced coverage ) . It is noted that the 
RestrictEC bit may be a bit indicating that the use of 
enhanced coverage is restricted ( Use of enhanced coverage 
is restricted ) , or may be a bit indicating that the use of 
enhanced coverage is not restricted ( Use of enhanced cov 
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erage is not restricted ) . Further , the RestrictEC bit may be a 
bit constituting a 5GMM network feature support informa 
tion element indicating the capability of the network in 5G . 
Further , the 26th identification information may be infor 
mation indicating that the network has accepted the use of 
enhanced coverage . 
[ 0197 ] Further , the 26th identification information may be 
information which is selected and determined through the 
network , based on the received 26th identification informa 
tion , information associated with NSIs , capability informa 
tion of the network , an operator policy , the state of the 
network , registration information of a user , and / or the like . 
[ 0198 ] 27th identification information is information indi 
cating whether or not the network supports a 5GMM 
CONNECTED mode with RRC inactive indication . The 
27th identification information may be capability informa 
tion indicating that the network can manage the transition of 
a UE between a 5GMM - CONNECTED mode with RRC 
inactive indication and a 5GMM - CONNECTED mode 
based on a notification received from a lower layer . Further , 
the 27th identification information may be information indi 
cating that the network has accepted the use of the 5GMM 
CONNECTED mode with RRC inactive indication . 
[ 0199 ] It is noted that the 27th identification information 
may be identification information indicating the same mean 
ing as the 23rd identification information . Further , in a case 
where the 23rd identification information and the 27th 
identification information indicate the same meaning , only 
one of the 23rd identification information and the 27th 
identification information may be transmitted and / or 
received . 
[ 0200 ] Further , the 27th identification information may be 
information which is selected and determined through the 
network , based on the received seventh identification infor 
mation , information associated with NSIs , capability infor 
mation of the network , an operator policy , the state of the 
network , registration information of a user , and / or the like . 
[ 0201 ] 28th identification information is NSSAI accepted 
by the network . The 28th identification information may be 
information constituted by one or a plurality of S - NSSAIS . 
Further , the 28th identification information may be infor 
mation including one or a plurality of S - NSSAIs associated 
with an NSI supporting one or more functions among the 
functions indicated by the 22nd to 27th identification infor 
mation . Further , the 28th identification information may be 
information including one or a plurality of S - NSSAIs asso 
ciated with an NSI for which the use of one or more 
functions among the functions indicated by the 22nd to 27th 
identification information has been accepted . 
[ 0202 ] Further , the 28th identification information may 
include information on association between the S - NSSAIS 
and the functions indicated by the 22nd to 27th identification 
information . Further , the 28th identification information 
may include information indicating which function among 
the functions indicated by the 22nd to 27th identification 
information is supported by each of the NSIS , or may include 
information indicating which function has been accepted to 
be used for each of the NSIS . 
[ 0203 ] Further , the 28th identification information may be 
information which is selected and determined through the 
network , based on the received eighth identification infor 
mation , information associated with NSIs , capability infor 
mation of the network , an operator policy , the state of the 
network , registration information of a user , and / or the like . 

[ 0204 ] It is noted that , in a case where the UE is an IoT 
terminal , the number of S - NSSAIs included in the NSSAI 
indicated by the 28th identification information may be only 
one . In other words , in a case that the UE is an IoT terminal , 
the 28th identification information may include a single 
S - NSSAI . 
[ 0205 ] 29th identification information is information indi 
cating whether or not the network supports multiple user 
plane radio bearers . The 29th identification information may 
be multiple DRB bits ( Multiple DRB support ) . It is noted 
that the multiple DRB bits may be bits indicating that 
multiple user plane radio bearers are supported ( Multiple 
DRB not supported ) . In addition , the multiple DRB bits may 
be bits constituting a 5GS network feature support informa 
tion element . Further , the multiple DRB bits may be bits 
constituting a 5GMM network feature support information 
element indicating the capability of the network in 56 . 
Further , the 29th identification information may be infor 
mation indicating that the network has accepted the use of 
multiple user plane radio bearers . 
[ 0206 ] Further , the 29th identification information may be 
information indicating whether or not the network supports 
QoS processing in a currently connected RAT . Further , the 
29th identification information may be information indicat 
ing whether or not the network supports the establishment of 
the user plane radio bearers in a case that the network is 
using the control plane CIOT 5GS optimization in the 
currently connected RAT . 
[ 0207 ] Further , the 29th identification information may be 
information indicating that the network has accepted the use 
of the QoS processing in the currently connected RAT . 
Further , the 29th identification information may be infor 
mation indicating that the network has accepted the estab 
lishment of the user plane radio bearers in a case that the 
network is using the control plane CloT 5GS optimization in 
the currently connected RAT . It is noted that the currently 
connected RAT may be NB - IoT or may be a RAT other than 
NB - IoT . 
[ 0208 ] Further , the 29th identification information may be 
information which is selected and determined through the 
network , based on the received ninth identification informa 
tion , information associated with NSIs , capability informa 
tion of the network , an operator policy , the state of the 
network , registration information of a user , and / or the like . 
[ 0209 ] 30th identification information is information indi 
cating whether or not the network supports the establishment 
of a dedicated bearer . The 30th identification information 
may be a bit indicating that the establishment of the dedi 
cated bearer is supported . Further , the 30th identification 
information may be a bit constituting a 5GS network feature 
support information element . Further , the 30th identification 
information may be a bit constituting the 5GMM network 
feature support information element indicating the capabil 
ity of the network in 5G . Further , the 30th identification 
information may be information indicating that the network 
has accepted the use of the dedicated bearer . 
[ 0210 ] Further , the 30th identification information may be 
information indicating whether or not the UE supports the 
establishment of a plurality of DRBs and / or the dedicated 
bearer in a currently connected RAT , or may be information 
indicating whether or not the UE supports QoS processing . 
[ 0211 ] Further , the 30th identification information may be 
information indicating that the network has accepted the 
establishment of the plurality of DRBs and / or the dedicated 
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bearer in the currently connected RAT , or may be informa 
tion indicating that the network has accepted the use of the 
QoS processing . It is noted that the currently connected RAT 
may be NB - IoT or may be a RAT other than NB - IoT . 
[ 0212 ] Further , the 30th identification information may be 
information which is selected and determined through the 
network , based on the received tenth identification informa 
tion , information associated with NSIs , capability informa 
tion of the network , an operator policy , the state of the 
network , registration information of a user , and / or the like . 
[ 0213 ] 31st identification information is local area data 
network ( LADN ) information . The 31st identification infor 
mation may be LADN information permitted by the net 
work , or may be valid LADN information . Further , the 31st 
identification information may be information transmitted 
and / or received in a case where there is an LADN service 
area in a registration area to which the UE is connected . 
[ 0214 ] Further , the 31st identification information may 
information which is selected and determined through the 
network , based on capability information of the network , an 
operator policy , the state of the network , registration infor 
mation of a user , and / or the like . 
[ 0215 ] 41st identification information is information indi 
cating that a communication path requested to be established 
is a communication path in which only control plane CIOT 
5GS optimization can be used . The 41st identification infor 
mation may be information indicating that the communica 
tion path requested to be established is a communication 
path that cannot be mapped to a communication path of a 
user plane . Further , the 41st identification information may 
be information indicating that the communication path 
requested to be established is a communication path which 
is released in a case where the control plane CIOT 5GS 
optimization cannot be used . Further , the 41st identification 
information may be information indicating that the appara 
tuses cannot map user data communication associated with 
the communication path requested to be established to a 
communication path of a user plane . It is noted that the 
communication path may be a PDU session . 
[ 0216 ] Further , the 41st identification information may be 
information which is selected and determined based on the 
configuration of the UE , the state of the UE , a user policy , 
and / or a request for an application . 
[ 0217 ] 42nd identification information is S - NSSAI 
requested by the UE . The 42nd identification information 
may be S - NSSAI associated with an NSI for which the use 
of one or more functions among the functions indicated by 
the 22nd to 27th identification information has been 
accepted . 
[ 0218 ] Further , the 42nd identification information may be 
information which is selected and determined based on the 
21st to 28th identification information , the configuration of 
the UE , the state of the UE , a user policy , and / or a request 
for an application . 
[ 0219 ] 43rd identification information is information indi 
cating an SSC mode . The 43rd identification information 
may be information indicating an SSC mode requested by 
the UE_A 10. In more detail , the 43rd identification infor 
mation may be information indicating an SSC mode 
requested by the UE_A 10 and associated with a PDU 
session established in the present procedure . It is noted that 
the 43rd identification information may be information 

indicating an SSC mode 1 , may be information indicating an 
SSC mode 2 , or may be information indicating an SSC mode 
3 . 
[ 0220 ] Further , the 43rd identification information may be 
information which is selected and determined based on the 
21st to 28th identification information , the configuration of 
the UE , the state of the UE , a user policy , and / or a request 
for an application . 
[ 0221 ] 51st identification information is information indi 
cating that an established communication path is a commu 
nication path in which only control plane CIOT 5GS opti 
mization can be used . The 51st identification information 
may be information indicating that an established commu 
nication path is a communication path that cannot be 
mapped to a communication path of a user plane . Further , 
the 51st identification information may be information indi 
cating that an established communication path is a commu 
nication path which is released in a case where the control 
plane CloT 5GS optimization cannot be used . Further , the 
51st identification information may be information indicat 
ing that the apparatuses cannot map user data communica 
tion associated with an established communication path to a 
communication path of a user plane . It is noted that the 
communication path may be a PDU session . 
[ 0222 ] Further , the 51st identification information may be 
information which is selected and determined through the 
network , based on the received 41st identification informa 
tion , information associated with NSIs , capability informa 
tion of the network , an operator policy , the state of the 
network , registration information of a user , and / or the like . 
[ 0223 ] 52nd identification information is S - NSSAI which 
is selected by the network . The 52nd identification infor 
mation may be S - NSSAI which is associated with an NSI 
permitted to be used by the network . Further , the 52nd 
identification information may be S - NSSAI which is asso 
ciated with an NSI for which the use of one or more 
functions among the functions indicated by the 22nd to 27th 
identification information has been accepted . 
[ 0224 ] Further , the 52nd identification information may be 
information which is selected and determined through the 
network , based on the received 42nd identification informa 
tion , information associated with NSIs , capability informa 
tion of the network , an operator policy , the state of the 
network , registration information of a user , and / or the like . 
[ 0225 ] 53rd identification information is information indi 
cating an SSC mode . The 53rd identification information 
may be information indicating an SSC mode which is 
selected by the network . In more detail , the 53rd identifi 
cation information may be information indicating an SSC 
mode which is selected by the network and associated with 
a PDU session established in the present procedure . It is 
noted that the selected SSC mode may be an SSC mode 1 , 
may be an SSC mode 2 , or may be an SSC mode 3. Further , 
the selected SSC mode may be an SSC mode which is 
determined in units of APNs and / or units of PDN types , or 
may be a default SSC mode . 
[ 0226 ] Further , the 53rd identification information may be 
information which is selected and determined through the 
network , based on the received 43rd identification informa 
tion , information associated with NSIs , capability informa 
tion of the network , an operator policy , the state of the 
network , registration information of a user , and / or the like . 
[ 0227 ] 61st identification information is information of 
new CIOT 5GS optimization . The 61st identification infor 
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mation may be information indicating that CIOT 5GS opti 
mization being currently used is required to be changed . 
Further , the 61st identification information may be informa 
tion indicating the changed CIOT 5GS optimization . Further , 
the 61st identification information may be information indi 
cating the CIOT 5GS optimization different from the cur 
rently used CIOT 5GS optimization . In other words , the 61st 
identification information may be information indicating the 
CIOT 5GS optimization which is different from the CIOT 
5GS optimization indicated by the 21st identification infor 
mation transmitted and / or received before . It is noted that 
the CIOT 5GS optimization may be control plane CIOT 5GS 
optimization or may be user plane CIOT 5GS optimization . 
[ 0228 ] Further , the 61st identification information may be 
information which is selected and determined through the 
network , based on one or more pieces of identification 
information among the first to third identification informa 
tion and the 21st to 23rd identification information that have 
already been transmitted and / or received , information asso 
ciated with NSIs , capability information of the network , an 
operator policy , the state of the network , registration infor 
mation of a user , and / or the like . Further , the 61st identifi 
cation information may be information similar to the infor 
mation indicated by the 21st identification information . 
[ 0229 ] 62nd identification information is new support 
information of the control plane CloT 5GS optimization . 
The 62nd identification information may be information 
indicating that the support information of the control plane 
CIOT 5GS optimization is required to be updated . Further , 
the 62nd identification information may be the updated 
support information of the control plane CIOT 5GS optimi 
zation . Further , the 62nd identification information may be 
support information of the control plane CIOT 5GS optimi 
zation which is different from the current support informa 
tion of the control plane CIOT 5GS optimization . In other 
words , the 62nd identification information may be support 
information of the control plane CIOT 5GS optimization 
which is different from the support information of the 
control plane CIOT 5GS optimization indicated by the 22nd 
identification information transmitted and / or received 
before . It is noted that the support information of the control 
plane CloT 5GS optimization may be information indicating 
that the control plane CIOT 5GS optimization is supported , 
or may be information indicating that the control plane CloT 
5GS optimization is not supported . 
[ 0230 ] Further , the 62nd identification information may be 
information which is selected and determined through the 
network , based on one or more pieces of identification 
information among the first to third identification informa 
tion and the 21st to 23rd identification information which 
have been transmitted and / or received before , information 
associated with NSIs , capability information of the network , 
an operator policy , the state of the network , registration 
information of a user , and / or the like . Further , the 62nd 
identification information may be information similar to the 
information indicated by the 22nd identification informa 
tion . 

[ 0231 ] 63rd identification information is new support 
information of the user plane CloT 5GS optimization . The 
63rd identification information may be information indicat 
ing that the support information of the user plane CIOT 5GS 
optimization is required to be updated . Further , the 63rd 
identification information may be the updated support infor 
mation of the user plane CloT 5GS optimization . In addition , 

the 63rd identification information may be support informa 
tion of the user plane CIOT 5GS optimization which is 
different from the current support information of the user 
plane CIOT 5GS optimization . In other words , the 63rd 
identification information may be support information of the 
user plane CIOT 5GS optimization which is different from 
the support information of the user plane CIOT 5GS opti 
mization indicated by the 23rd identification information 
transmitted and / or received before . It is noted that the 
support information of the user plane CIOT 5GS optimiza 
tion may be information indicating that the user plane CIOT 
5GS optimization is supported , and may be information 
indicating that the user plane CIOT 5GS optimization is not 
supported 
[ 0232 ] Further , the 63rd identification information may be 
information which is selected and determined through the 
network , based on one or more pieces of identification 
information among the first to third identification informa 
tion and the 21st to 23rd identification information which 
have been transmitted and / or received before , information 
associated with NSIs , capability information of the network , 
an operator policy , the state of the network , registration 
information of a user , and / or the like . Further , the 63rd 
identification information may be information similar to the 
information indicated by the 23rd identification information . 
[ 0233 ] 64th identification information is new support 
information of data communication using a communication 
path of a user plane . The 64th identification information may 
be information indicating that the support information of the 
data communication using the communication path of the 
user plane is required to be updated . Further , the 64th 
identification information may be the updated support infor 
mation of the data communication using the communication 
path of the user plane . Further , the 64th identification 
information may be support information of the data com 
munication using the communication path of the user plane 
which is different from the current support information of 
the data communication using the communication path of 
the user plane . In other words , the 64th identification infor 
mation may be support information of the data communi 
cation using the communication path of the user plane which 
is different from the support information of the data com 
munication using the communication path of the user plane 
indicated by the 24th identification information transmitted 
and / or received before . It is noted that the support informa 
tion of the data communication using the communication 
path of the user plane may be information indicating that the 
data communication using the communication path of the 
user plane is supported , or may be information indicating 
that the data communication using the communication path 
of the user plane is not supported . 
[ 0234 ] In addition , the 64th identification information may 
be information which is selected and determined through the 
network , based on the fourth identification information 
and / or the 24th identification information which have been 
transmitted and / or received before , information associated 
with NSIs , capability information of the network , an opera 
tor policy , the state of the network , registration information 
of a user , and / or the like . Further , the 64th identification 
information may be information similar to the information 
indicated by the 24th identification information . 
[ 0235 ] 65th identification information is new support 
information of header compression for control plane CIOT 
5GS optimization . The 65th identification information may 
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be information indicating that the support information of the 
header compression for control plane CloT 5GS optimiza 
tion is required to be updated . Further , the 65th identification 
information may be the updated support information of the 
header compression for control plane CloT 5GS optimiza 
tion . Further , the 65th identification information may be 
support information of the header compression for control 
plane CloT 5GS optimization which is different from the 
current support information of the header compression for 
control plane CloT 5GS optimization . In other words , the 
65th identification information may be support information 
of the header compression for control plane CloT 5GS 
optimization which is different from the support information 
of the header compression for control plane CIOT 5GS 
optimization indicated by the 25th identification information 
transmitted and / or received before . It is noted that the 
support information of the header compression for control 
plane CIOT 5GS optimization may be information indicating 
that the header compression for control plane CloT 5GS 
optimization is supported , or may be information indicating 
that the header compression for control plane CloT 5GS 
optimization is not supported . 
[ 0236 ] In addition , the 65th identification information may 
be information which is selected and determined through the 
network , based on the fifth identification information and / or 
the 25th identification information which have been trans 
mitted and / or received before , information associated with 
NSIs , capability information of the network , an operator 
policy , the state of the network , registration information of 
a user , and / or the like . Further , the 65th identification 
information may be information similar to the information 
indicated by the 25th identification information . 
[ 0237 ] 66th identification information is new restriction 
information of an enhanced coverage . The 66th identifica 
tion information may be information indicating that the 
restriction information of the enhanced coverage is required 
to be updated . Further , the 66th identification information 
may be the updated restriction information of the enhanced 
coverage . Further , the 66th identification information may 
be restriction information of the enhanced coverage which is 
different from the current restriction information of the 
enhanced coverage . In other words , the 66th identification 
information may be restriction information of the enhanced 
coverage which is different from the restriction information 
of the enhanced coverage which is indicated by the 26th 
identification information transmitted and / or received 
before . It is noted that the restriction information of the 
enhanced coverage may be information indicating that the 
use of the enhanced coverage is restricted , or may be 
information indicating that the use of the enhanced coverage 
is not restricted . 
[ 0238 ] Further , the 66th identification information may be 
information indicating that support information of restric 
tion on the use of an enhanced coverage is required to be 
updated . The 66th identification information may be the 
updated support information of the restriction on the use of 
then enhanced coverage . Further , the 66th identification 
information may be support information of restriction on the 
use of an enhanced coverage which is different from the 
current support information of restriction on the use of an 
enhanced coverage . In other words , the 66th identification 
information may be support information of restriction on the 
use of an enhanced coverage which is different from the 
support information of restriction on the use of an enhanced 

coverage which is indicated by the 16th identification infor 
mation transmitted and / or received before . It is noted that 
the support information of restriction on the use of an 
enhanced coverage may be information indicating that the 
restriction on the use of an enhanced coverage is supported , 
or may be information indicating that the restriction on the 
use of an enhanced coverage is not supported . 
[ 0239 ] In addition , the 66th identification information may 
be information which is selected and determined through the 
network , based on the sixth identification information and / or 
the 26th identification information which have been trans 
mitted and / or received before , information associated with 
NSIs , capability information of the network , an operator 
policy , the state of the network , registration information of 
a user , and / or the like . Further , the 66th identification 
information may be information similar to the information 
indicated by the 26th identification information . 
[ 0240 ] 67th identification information is new support 
information of a 5GMM - CONNECTED mode with RRC 
inactive indication . The 67th identification information may 
be information indicating that the support information of the 
5GMM - CONNECTED mode with RRC inactive indication 
is required to be updated . Further , the 67th identification 
information may be the updated support information of the 
5GMM - CONNECTED mode with RRC inactive indication . 
Further , the 67th identification information may be support 
information of the 5GMM - CONNECTED mode with RRC 
inactive indication which is different from the current sup 
port information of the 5GMM - CONNECTED mode with 
RRC inactive indication . In other words , the 67th identifi 
cation information may be support information of the 
5GMM - CONNECTED mode with RRC inactive indication 
which is different from the support information of the 
5GMM - CONNECTED mode with RRC inactive indication 
indicated by the 27th identification information transmitted 
and / or received before . It is noted that the support informa 
tion of the 5GMM - CONNECTED mode with RRC inactive 
indication may be information indicating that the 5GMM 
CONNECTED mode with RRC inactive indication is sup 
ported , or may be information indicating that the 5GMM 
CONNECTED mode with RRC inactive indication is not 
supported . 
[ 0241 ] It is noted that the 67th identification information 
may be identification information indicating the same mean 
ing as the 63rd identification information . Further , in a case 
where the 63rd identification information and the 67th 
identification information indicate the same meaning , only 
one of the 63rd identification information and the 67th 
identification information may be transmitted and / or 
received . 
[ 0242 ] In addition , the 67th identification information may 
be information which is selected and determined through the 
network , based on the seventh identification information 
and / or the 27th identification information which have been 
transmitted and / or received before , information associated 
with NSIs , capability information of the network , an opera 
tor policy , the state of the network , registration information 
of a user , and / or the like . Further , the 67th identification 
information may be information similar to the information 
indicated by the 27th identification information . 
[ 0243 ] 68th identification information is new LADN 
information . The 68th identification information may be 
information indicating that the LADN information is 
required to be updated . Further , the 68th identification 
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information may be the updated LADN information . Fur 
ther , the 68th identification information may be LADN 
information different from the current LADN information . 
In other words , the 68th identification information may be 
LADN information different from the LADN information 
indicated by the 31st identification information transmitted 
and / or received before . The 68th identification information 
may be information indicating that an LADN DNN has been 
updated , or may be information indicating that an LADN 
service area has been updated . 
[ 0244 ] In addition , the 68th identification information may 
be information which is selected and determined through the 
network , based on the 11th identification information and / or 
the 31st identification information which have been trans 
mitted and / or received before , information associated with 
NSIs , capability information of the network , an operator 
policy , the state of the network , registration information of 
a user , and / or the like . Further , the 68th identification 
information may be information similar to the information 
indicated by the 31st identification information . 
[ 0245 ] 69th identification information is information indi 
cating whether or not the execution of a registration proce 
dure is requested . The 69th identification information may 
be a RED bit ( Registration requested ) . The RED bit may be 
a bit indicating that the execution of the registration proce 
dure is requested ( registration requested ) , or may be a bit 
indicating that the execution of the registration procedure is 
not requested ( registration not requested ) . Further , the RED 
bit may be a bit constituting a configuration update indica 
tion . Further , the 69th identification information may be 
information indicating that the network needs to execute the 
registration procedure after the present procedure is com 
pleted . 
[ 0246 ] Further , the 69th identification information may be 
information which is selected and determined through the 
network , based on one or more pieces of identification 
information among the 61st to 68th identification informa 
tion , information associated with NSIs , capability informa 
tion of the network , an operator policy , the state of the 
network , registration information of a user , and / or the like . 
[ 0247 ] It is noted that , in a case where the 69th identifi 
cation information is received together with one or more 
pieces of identification information among the 61st to 68th 
identification information , the registration procedure may be 
initiated . 
[ 0248 ] 3.2 . Description of Procedure Used in Implemen 
tations 
[ 0249 ] Next , procedures used in the implementations will 
be described . Hereinafter , the procedures used in the imple 
mentations include a registration procedure , a PDU session 
establishment procedure , and a generic UE configuration 
update procedure . Hereinafter , the procedures will be 
described . 
[ 0250 ] It is noted that , in the implementations , as 
described in FIG . 2 , an example of a case where an HSS and 
a UDM , a PCF and a PCRF , an SMF and a PGW - C , and an 
UPF and a PGW - U are configured as the same apparatus 
( that is , the same physical hardware , the same logical 
hardware , or the same software ) will be described . However , 
the contents described in the present implementation can 
also be applied to a case where these apparatuses are 
configured as different apparatuses ( that is , different physi 
cal hardware , different logical hardware , or different soft 
ware ) . For example , data may be transmitted and / or received 

directly between these apparatuses , data may be transmitted 
and / or received through the N26 interface between an AMF 
and an MME , or data may be transmitted and / or received 
through a UE . 
[ 0251 ] 3.2.1 . Registration Procedure 
[ 0252 ] First , a registration procedure will be described 
using FIG . 6. The registration procedure is a procedure in a 
5GS . Hereinafter , the present procedure refers to a registra 
tion procedure . The registration procedure is a procedure for 
registration in the access network B , the core network_B , 
and / or the DN initiated by the UE . In a state where the UE 
is not registered in the network , the UE can execute the 
present procedure at any timing such as a timing in a case 
that power is supplied . In other words , the UE can initiate 
the present procedure at any timing in a non - registered state 
( RM - DEREGISTERED state ) . In addition , the apparatuses 
( particularly , the UE and the AMF ) can transition to a 
registered state ( RM - REGISTERED state ) based on the 
completion of the registration procedure . 
[ 0253 ] Further , the registration procedure may be a pro 
cedure for updating position registration information of the 
UE in the network , regularly giving notice of the state of the 
UE from the UE to the network , and / or updating specific 
parameters related to the UE in the network . 
[ 0254 ] The UE may initiate the registration procedure in a 
case where the UE applies mobility across TAs . In other 
words , the UE may initiate the registration procedure in a 
case that the UE moves to a TA different from a TA indicated 
in a TA list that the UE holds . Further , the UE may initiate 
the present procedure in a case that a running timer ends . 
Further , the UE may initiate the registration procedure in a 
case that the context of each apparatus is required to be 
updated due to disconnection or invalidation of a PDU 
session . Further , the UE may initiate the registration proce 
dure in a case where a change occurs in capability informa 
tion and / or preference regarding PDU session establishment 
of the UE . Further , the UE may initiate the registration 
procedure on a regular basis . Further , the UE may initiate the 
registration procedure based on the completion of the UE 
configuration update procedure . It is noted that the present 
disclosure is not limited thereto , and the UE can perform the 
registration procedure at any timing . 
[ 0255 ] First , the UE transmits a registration request mes 
sage to the AMF through the 5G AN ( or the GNB ) ( S800 ) , 
( S802 ) , and ( S804 ) to initiate the registration procedure . 
Specifically , the UE transmits an RRC message including 
the registration request message to the 5G AN ( or the gNB ) 
( S800 ) . It is noted that the registration request message is a 
NAS message . In addition , the RRC message may be a 
control message transmitted and / or received between the UE 
and the 5G AN ( or a gNB ) . In addition , the NAS message is 
processed in a NAS layer , and the RRC message is pro 
cessed in an RRC layer . It is noted that the NAS layer is a 
layer higher than the RRC layer . 
[ 0256 ] Here , the UE can transmit the registration request 
message and / or the RRC message including one or more 
pieces of identification information among at least the first 
to tenth identification information , but may transmit a dif 
ferent control message including the identification informa 
tion , for example , a control message for a layer lower than 
the RRC layer ( for example , a MAC layer , an RLC layer , or 
a PDCP layer ) . It is noted that the UE may indicate that the 
UE supports each function or indicate a request of the UE by 
transmitting these pieces of identification information . Fur 
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ther , two or more pieces of identification information among 
these pieces of identification information may be configured 
as one or more pieces of identification information . It is 
noted that information indicating the support of each func 
tion and information indicating a request for the use of each 
function may be transmitted and / or received as the same 
identification information or may be transmitted and / or 
received as different identification information . 
[ 0257 ] The UE may transmit first identification informa 
tion and / or second identification information to indicate a 
request for the use of control plane CloT 5GS optimization . 
In this case , the first identification information may be 
information indicating the control plane CIOT 5GS optimi 
zation . Further , the second identification information may be 
information indicating the support of the control plane CIOT 
5GS optimization . 
[ 0258 ] Further , the UE may transmit the first identification 
information , third identification information , and / or fourth 
identification information to indicate a request for the use of 
user plane CIOT 5GS optimization . In this case , the first 
identification information may be information indicating the 
user plane CloT 5GS optimization . Further , the third iden 
tification information may be information indicating the 
support of the user plane CIOT 5GS optimization . Further , 
the fourth identification information may be information 
indicating the support of data communication using a com 
munication path of a user plane . 
[ 0259 ] In addition , the UE may transmit fifth identification 
information to indicate a request for the use of header 
compression for control plane CIOT 5GS optimization . In 
this case , the fifth identification information may be infor 
mation indicating the support of the header compression for 
control plane CloT 5GS optimization . 
[ 0260 ] Further , the UE may transmit sixth identification 
information to indicate a request for the use of restriction on 
the use of an enhanced coverage . In this case , the sixth 
identification information may be information indicating the 
support of the restriction on the use of an enhanced cover 
age . 
[ 0261 ] Further , the UE may transmit seventh identification 
information to indicate a request for the use of 5GMM 
CONNECTED mode with RRC inactive indication . In this 
case , the seventh identification information may be infor 
mation indicating the support of the 5GMM - CONNECTED 
mode with RRC inactive indication . 
[ 0262 ] Further , the UE may transmit the eighth identifi 
cation information to request the use of an NSSAI indicated 
by the eighth identification information and / or the use of an 
S - NSSAI included in the eighth identification information or 
indicate the NSSAI requested to be used . 
[ 0263 ] Further , the UE may indicate that the establishment 
of a plurality of user plane radio bearers and / or the execution 
of QoS processing is supported in a currently connected 
RAT by transmitting the ninth identification information 
and / or the tenth identification information . Further the UE 
may transmit the ninth identification information and / or the 
tenth identification information to request transition to a 
state where a plurality of user plane radio bearers can be 
established and / or QoS processing can be performed . In this 
case , the ninth identification information may be informa 
tion indicating that the multiple user plane radio bearers are 
supported . Further , the tenth identification information may 
be information indicating that the establishment of a dedi 
cated bearer is supported . It is noted that the currently 

connected RAT may be NB - IoT or may be a RAT other than 
NB - IoT . Further , the QoS processing may refer to using a 
plurality of QoS levels for user data communication . 
[ 0264 ] In addition , the UE may initiate a PDU session 
establishment procedure during a registration procedure by 
transmitting a registration request message including an SM 
message ( for example , a PDU session establishment request 
message ) or transmitting an SM message ( for example , a 
PDU session establishment request message ) together with 
a registration request message . 
[ 0265 ] In a case that the 5G AN ( or the GNB ) receives an 
RRC message including a registration request message , the 
5G AN selects an AMF that transfers the registration request 
message ( S802 ) . It is noted that the 5G AN ( or the gNB ) can 
select the AMF based on information included in the regis 
tration request message and / or the RRC message . The 5G 
AN ( or the GNB ) takes out the registration request message 
from the received RRC message and transfers the registra 
tion request message to the selected AMF ( S804 ) . 
[ 0266 ] The AMF can execute first condition determination 
in a case of receiving the registration request message . The 
first condition determination is performed to determine 
whether or not the network ( or the AMF ) accepts a request 
from the UE . The AMF initiates a procedure of ( A ) of FIG . 
6 in a case where the first condition determination is true , 
and initiates the procedure of ( B ) of FIG . 6 in a case where 
the first condition determination is false . 
[ 0267 ] It is noted that the first condition determination 
may be executed based on the reception of the registration 
request message , each identification information included in 
the registration request message , subscriber information , 
capability information of the network , an operator policy , 
the state of the network , registration information of a user , 
context stored in the AMF , and / or the like . For example , the 
first condition determination may be true in a case where the 
network permits a request of the UE , and the first condition 
determination may be false in a case where the network does 
not permit a request of the UE . Further , the first condition 
determination may be true in a case where the network 
which is a registration destination of the UE and / or the 
apparatus in the network supports a function requested by 
the UE , and the first condition determination may be false in 
a case where the network does not support the function 
requested by the UE . Further , the first condition determina 
tion may be true in a case where identification information 
to be transmitted and / or received is permitted , and the first 
condition determination may be false in a case where 
identification information to be transmitted and / or received 
is not permitted . It is noted that conditions for determining 
whether the first condition determination is true or false may 
not be limited to the above - described conditions . 
[ 0268 ] First , a case where the first condition determination 
is true will be described . First , the AMF can execute fourth 
condition determination in the procedure of ( A ) of FIG . 6 . 
The fourth condition determination is performed to deter 
mine whether or not the AMF transmits and / or receives an 
SM message to and / or from an SMF . 
[ 0269 ] It is noted that the fourth condition determination 
may be executed based on whether or not the AMF has 
received an SM message . In addition , the fourth condition 
determination may be executed based on whether or not an 
SM message is included in a registration request message . 
For example , the fourth condition determination may be true 
in a case where the AMF has received the SM message 
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and / or in a case where the SM message is included in the 
registration request message , and the fourth condition deter 
mination may be false in a case where the AMF has not 
received the SM message and / or in a case where the SM 
message is not included in the registration request message . 
It is noted that conditions for determining whether or not the 
fourth condition determination is true or false are not limited 
to the above - described conditions . 
[ 0270 ] The AMF selects an SMF and transmits and / or 
receives an SM message to and / or from the selected SMF in 
a case where the fourth condition determination is true , and 
the AMF does not execute the selection of an SMF and the 
transmission and / or reception of an SM message in a case 
where the fourth condition determination is false ( S806 ) . 
Further , in a case that the AMF receives an SM message 
indicating rejection from the SMF even in a case that the 
fourth condition determination is true , the AMF may stop the 
procedure of ( A ) in FIG . 6. In this case , the AMF may 
initiate the procedure of ( B ) of FIG . 6 . 
[ 0271 ] It is noted that the AMF can notify the SMF of 
identification information received according to the regis 
tration request message in a case that the AMF transmits 
and / or receives the SM message to and / or from the SMF in 
S806 . The SMF may acquire the identification information 
received from the AMF by transmitting and / or receiving the 
SM messages to and / or from the AMF . 
[ 0272 ] In addition , the AMF transmits a registration accept 
message to the UE through the 5G AN ( or the gNB ) as a 
response message to the registration request message based 
on the reception of the registration request message and / or 
the completion of transmission and / or reception of the SM 
message to and / or from the SMF ( S808 ) . For example , in a 
case where the fourth condition determination is true , the 
AMF transmit the registration accept message based on 
the registration request message received from the UE . 
Further , in a case where the fourth condition determination 
is false , the AMF may transmit the registration accept 
message based on the completion of transmission and / or 
reception of the SM message to and / or from the SMF . 
Further , the registration accept message is a NAS message 
transmitted and / or received on the N1 interface , but is 
transmitted and / or received in a state of being included in the 
RRC message between the UE and the 5G AN ( GNB ) . 
[ 0273 ] The AMF may transmit the registration accept 
message including one or more pieces of identification 
information among at least the 21st to 31st identification 
information . It is noted that the AMF may transmit these 
pieces of identification information to indicate that the 
network supports each function or indicate that a request of 
the UE has been accepted . Further , two or more pieces of 
identification information of these pieces of identification 
information may be configured as one or more pieces of 
identification information . It is noted that information indi 
cating the support of each function and information indicat 
ing a request for the use of each function may be transmitted 
and / or received as the same identification information or 
may be transmitted and / or received as different identification 
information . 
[ 0274 ] The AMF may transmit the 21st identification 
information and / or the 22nd identification information to 
indicate acceptance of use of control plane CIOT 5GS 
optimization . In this case , the 21st identification information 
may be information indicating the control plane CIOT 5GS 
optimization . Further , the 22nd identification information 

may be information indicating the support of the control 
plane CIOT 5GS optimization . 
[ 0275 ] Further , the AMF may transmit the 21st identifi 
cation information , the 23rd identification information , and / 
or the 24th identification information to indicate the accep 
tance of the use of user plane CloT 5GS optimization . In this 
case , the 21st identification information may be information 
indicating the user plane CloT 5GS optimization . Further , 
the 23rd identification information may be information 
indicating the support of the user plane CloT 5GS optimi 
zation . Further , the 24th identification information may be 
information indicating the support of data communication 
using a communication path of a user plane . 
[ 0276 ] Further , the AMF may transmit the 25th identifi 
cation information to indicate the acceptance of use of 
header compression for control plane CIOT 5GS optimiza 
tion . In this case , the 25th identification information may be 
information indicating the support of the header compres 
sion for control plane CIOT 5GS optimization . 
[ 0277 ] Further , the AMF may transmit the 26th identifi 
cation information to indicate that the use of an enhanced 
coverage is restricted . In this case , the 26th identification 
information may be information indicating that the use of an 
enhanced coverage is restricted . 
[ 0278 ] Further , the AMF may transmit the 27th identifi 
cation information to indicate the acceptance of use of 
5GMM - CONNECTED mode with RRC inactive indication . 
In this case , the 27th identification information may be 
information indicating the support of the 5GMM - CON 
NECTED mode with RRC inactive indication . 
[ 0279 ] Further , the UE may transmit the 28th identifica 
tion information to indicate that a request for the use of the 
NSSAI indicated by the received eighth identification infor 
mation and / or the S - NSSAI included in the eighth identifi 
cation information has been accepted , or notify the UE of the 
NSSAI for which a request for the use has been accepted . 
[ 0280 ] Further , the AMF may transmit the 29th identifi 
cation information and / or the 30th identification information 
to indicate that the network supports the establishment of a 
plurality of user plane radio bearers and / or the execution of 
QoS processing in the currently connected RAT . Further , the 
AMF may transmit the 29th identification information and / 
or the 30th identification information to indicate that a 
request for transition to a state where a plurality of user 
plane radio bearers can be established and / or QoS process 
ing can be performed has been accepted . In this case , the 
29th identification information may be information indicat 
ing that multiple user plane radio bearers are supported . 
Further , the 30th identification information may be infor 
mation indicating that the establishment of a dedicated 
bearer is supported . It is noted that the currently connected 
RAT may be NB - IoT or may be a RAT other than NB - IoT . 
[ 0281 ] Further , the AMF may transmit the 31st identifi 
cation information to indicate that the network supports the 
LADN or indicate that connection to the LADN is permitted . 
Further , the AMF may transmit the 31st identification infor 
mation to notify the UE of a list of DNNs that can be used 
in the connection to the LADN and / or an area where 
connection to the LADN is possible . 
[ 0282 ] It is noted that the AMF may select and determine 
which identification information among the 21st to 31st 
identification information is included in the registration 
accept message , based on the received pieces of identifica 
tion information , subscriber information , capability infor 

may 
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mation of the network , an operator policy , the state of the 
network , registration information of a user , context stored in 
the AMF , and / or the like . 
[ 0283 ] In addition , the AMF can transmit the registration 
accept message including an SM message ( for example , a 
PDU session establishment accept message ) or can transmit 
an SM message ( for example , a PDU session establishment 
accept message ) together with the registration accept mes 
sage . However , this transmission method may be executed in 
a case where an SM message ( for example , a PDU session 
establishment request message ) is included in the registra 
tion request message and the fourth condition determination 
is true . Further , the transmission method may be executed in 
a case where the registration request message and the SM 
message ( for example , the PDU session establishment 
request message ) are included and the fourth condition 
determination is true . The AMF can indicate that a procedure 
for SM has been accepted in the registration procedure by 
performing such a transmission method . 
[ 0284 ] The AMF may transmit the registration accept 
message based on the received pieces of identification 
information , subscriber information , capability information 
of the network , an operator policy , the state of the network , 
registration information of a user , context stored in the AMF , 
and / or the like to indicate that a request of the UE has been 
accepted . 
[ 0285 ) Further , the AMF may transmit the registration 
accept message including information indicating that some 
of the requests of the UE have been rejected , or may transmit 
information indicating that some of the requests of the UE 
have been rejected to indicate the reason that some of the 
requests of the UE have been rejected . Further , the UE may 
recognize the reason that some of the requests of the UE 
have been rejected by receiving information indicating that 
some of the requests of the UE have been rejected . It is noted 
that the reason of the rejection may be information indicat 
ing that the content indicated by the identification informa 
tion received by the AMF is not permitted . 
[ 0286 ] The UE receives the registration accept message 
through the 5G AN ( GNB ) ( S808 ) . The UE can recognize 
that a request of the UE through the registration request 
message has been accepted and recognize contents of vari 
ous identification information included in the registration 
accept message by receiving the registration accept mes 
sage . 

[ 0287 ] The UE can further transmit a registration comple 
tion message to the AMF through the 5G AN ( GNB ) as a 
response message to the registration accept message ( S810 ) . 
It is noted that , in a case where the UE has received an SM 
message such as a PDU session establishment accept mes 
sage , the UE may transmit a registration completion mes 
sage including an SM message such as a PDU session 
establishment completion message , or may indicate that the 
procedure for SM has been completed by including the SM 
message in the registration completion message . Here , the 
registration completion message is a NAS message trans 
mitted and / or received on the N1 interface , but is transmitted 
and / or received in a state of being included in the RRC 
message between the UE and the 5G AN ( GNB ) . 
[ 0288 ] The AMF receives the registration completion 
message through the 5G AN ( GNB ) ( S810 ) . In addition , each 
of the apparatuses completes the procedure of ( A ) in FIG . 6 

based on the transmission and / or reception of the registra 
tion accept message and / or the registration completion mes 
sage . 
[ 0289 ] Next , a case where the first condition determination 
is false will be described . In the procedure of ( B ) of FIG . 6 , 
the AMF transmits a registration reject message to the UE 
through the 5G AN ( GNB ) as a response message to the 
registration request message ( S812 ) . Here , the registration 
reject message is a NAS message transmitted and / or 
received on the N1 interface , but is transmitted and / or 
received in a state of being included in the RRC message 
between the UE and the 5G AN ( GNB ) . 
[ 0290 ] It is noted that the AMF may transmit the regis 
tration reject message to indicate that a request for the UE 
through the registration request message has been rejected . 
Further , the AMF may transmit the registration reject mes 
sage including information indicating the reason of the 
rejection or may transmit the reason of the rejection to 
indicate the reason of the rejection . Further , the UE may 
receive information indicating the reason that a request of 
the UE has been rejected to recognize the reason that a 
request of the UE has been rejected . It is noted that the 
reason of rejection may be information indicating that the 
content indicated by the identification information received 
by the AMF is not permitted . 
[ 0291 ] The UE receives the registration reject message 
through the 5G AN ( gNB ) ( S812 ) . The UE can recognize 
that a request of the UE through the registration request 
message has been rejected and recognize the contents of 
various identification information included in the registra 
tion reject message by receiving the registration reject 
message . Further , in a case where the UE does not receive 
the registration reject message after transmitting the regis 
tration request message even in a case that a predetermined 
period has elapsed , the UE may recognize that a request of 
the UE has been rejected . Each of the apparatuses completes 
the procedure of ( B ) in the present procedure based on the 
transmission and / or reception of the registration reject mes 
sage . 
[ 0292 ] It is noted that the procedure of ( B ) of FIG . 6 may 
be initiated in a case where the procedure of ( A ) of FIG . 6 
is stopped . It is noted that , in a case where the fourth 
condition determination is true in the procedure of ( A ) of 
FIG . 6 , the AMF may transmit the registration reject mes 
sage including an SM message indicating rejection such as 
a PDU session establishment reject message or may indicate 
that the procedure for SM has been rejected by including the 
SM message indicating rejection . In this case , the UE may 
further receive the SM message indicating rejection , such as 
a PDU session establishment reject message , or may recog 
nize that the procedure for SM has been rejected . 
[ 0293 ] Each of the apparatuses completes the registration 
procedure based on the completion of the procedure of ( A ) 
or ( B ) of FIG . 6. It is noted that each of the apparatuses may 
transition to a state where the UE is registered in the network 
( RM_REGISTERED state ) based on the completion of the 
procedure of ( A ) in FIG . 6 , may maintain a state where the 
UE is not registered in the network ( RM_DEREGISTERED 
state ) based on the completion of the procedure of ( B ) in 
FIG . 6 , or may transition to a state where the UE is not 
registered in the network . In addition , transition to each state 
of each apparatus may be performed based on the comple 
tion of the registration procedure , or may be performed 
based on the establishment of a PDU session . 
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[ 0294 ] Further , each apparatus may perform processing 
based on information transmitted and / or received in the 
registration procedure , based on the completion of the 
registration procedure . For example , in a case where the UE 
transmits and receives information indicating that some of 
the requests of the UE have been rejected , the UE may 
recognize the reason that the requests of the UE have been 
rejected . In addition , each of the apparatuses may perform 
the present procedure again based on the reason that the 
requests of the UE have been rejected , or may perform a 
registration procedure for the core network_B or another 
cell . 
[ 0295 ] Further , the UE may store the identification infor 
mation received together with the registration accept mes 
sage and / or the registration reject message , based on the 
completion of the registration procedure , or may recognize 
the determination of the network . 
[ 0296 ] For example , in a case where the UE has received 
the 21st identification information and / or the 22nd identifi 
cation information , the UE may recognize that the use of the 
control plane CIOT 5GS optimization has been accepted . In 
this case , the 21st identification information may be infor 
mation indicating the control plane CIOT 5GS optimization . 
Further , the 22nd identification information may be infor 
mation indicating the support of the control plane CloT 5GS 
optimization . 
[ 0297 ] In addition , the UE may recognize that the use of 
the user plane CloT 5GS optimization has been accepted in 
a case where the 21st identification information , the 23rd 
identification information , and / or the 24th identification 
information have been received . In this case , the 21st 
identification information may be information indicating the 
user plane CIOT 5GS optimization . Further , the 23rd iden 
tification information may be information indicating the 
support of the user plane CIOT 5GS optimization . Further , 
the 24th identification information may be information indi 
cating the support of data communication using a commu 
nication path of a user plane . 
[ 0298 ] Further , in a case where the UE has received the 
25th identification information , the UE may recognize that 
the use of the header compression for control plane CIOT 
5GS optimization has been accepted . In this case , the 25th 
identification information may be information indicating the 
support of the header compression for control plane CIoT 
5GS optimization . 
[ 0299 ] Further , in a case where the UE has received the 
26th identification information , the UE may recognize that 
the use of an enhanced coverage is restricted . In this case , 
the 26th identification information may be information indi 
cating that the use of an enhanced coverage is restricted . 
[ 0300 ] Further , in a case where the UE has received the 
27th identification information , the UE may recognize that 
the use of the 5GMM - CONNECTED mode with RRC 
inactive indication has been accepted . In this case , the 27th 
identification information may be information indicating the 
support of the 5GMM - CONNECTED mode with RRC 
inactive indication . 
[ 0301 ] Further , in a case where the UE has received the 
28th identification information , the UE may recognize that 
a request for the use of the NSSAI indicated by the eighth 
identification information included in the registration 
request message and transmitted and / or the S - NSSAI 
included in the eighth identification information has been 
accepted . Further , in a case where the UE has received the 

28th identification information , the UE may recognize the 
NSSAI and / or the S - NSSAI for which a request of use has 
been accepted , or may store the NSSAI and / or the S - NSSAI 
in context . 
[ 0302 ] Further , in a case where the UE has received the 
29th identification information and / or the 30th identification 
information , the UE may recognize that the network sup 
ports the establishment of a plurality of user plane radio 
bearers and / or the execution of QoS processing in the 
currently connected RAT . Further , in a case where the UE 
has received the 29th identification information and / or the 
30th identification information , the UE may recognize that 
a request for transition to a state where a plurality of user 
plane radio bearers can be established and / or QoS process 
ing can be performed has been accepted . In this case , the 
29th identification information may be information indicat 
ing that the multiple user plane radio bearers are supported . 
Further , the 30th identification information may be infor 
mation indicating that the establishment of a dedicated 
bearer is supported . It is noted that the currently connected 
RAT may be NB - IoT or may be a RAT other than NB - IoT . 
[ 0303 ] Further , in a case where the UE has received the 
31st identification information , the UE may recognize that 
the network supports an LADN or may recognize that 
connection to the LADN is permitted . Further , in a case 
where the UE has received the 31st identification informa 
tion , the UE may recognize a list of DNNs that can be used 
in the connection to the LADN and / or an area where 
connection to the LADN is possible or may store the list in 
context . 
[ 0304 ] 3.2.2 . PDU Session Establishment Procedure 
[ 0305 ] Next , an outline of a PDU session establishment 
procedure performed to establish a PDU session for a DN 
will be described using FIG . 7. The PDU session establish 
ment procedure is a procedure in a 5GS . Hereinafter , the 
present procedure indicates a PDU session establishment 
procedure . The PDU session establishment procedure is a 
procedure for each of the apparatuses to establish a PDU 
session . It is noted that each of the apparatuses can initiate 
the PDU session establishment procedure at any timing at 
which the registration procedure has completed and a reg 
istered state is set . In addition , each of the apparatuses may 
be able to execute the PDU session establishment procedure 
during the registration procedure . In addition , each of the 
apparatuses may establish a PDU session based on the 
completion of the PDU session establishment procedure . 
Further , each of the apparatuses can execute the PDU 
session establishment procedure a plurality of times to 
establish a plurality of PDU sessions . 
[ 0306 ] Further , in a case where control plane CIOT 5GS 
optimization can be used , the UE may initiate the PDU 
session establishment procedure to establish a PDU session 
in which the control plane CloT 5GS optimization can be 
used . 
[ 0307 ] In addition , the UE may initiate the PDU session 
establishment procedure in order to establish a PDU session 
in which the user plane CIOT 5GS optimization can be used 
in a case where the user plane CIOT 5GS optimization can 
be used . 
[ 0308 ] Further , in a case where the control plane CIOT 
5GS optimization can be used and the user plane CIOT 5GS 
optimization and / or data communication using a communi 
cation path of a user plane can be used , the UE may initiate 
the PDU session establishment procedure in order to estab 
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lish a PDU session in which a procedure for establishing a 
user plane radio bearer can be executed . It is noted that the 
procedure for establishing the user plane radio bearer may 
be a service request procedure . It is noted that the procedure 
for establishing the user plane radio bearer may be a service 
request procedure . 
[ 0309 ] Further , in a case where the use of control plane 
CIOT 5GS optimization and / or the header compression for 
control plane CloT 5GS optimization can be used , the UE 
may initiate the PDU session establishment procedure in 
order to establish a PDU session in which a header com 
pression function can be used . 
[ 0310 ) Further , in a case where the UE is positioned in an 
area where connection to the LADN is possible and / or a case 
where the UE is positioned in an LADN service area , the UE 
may initiate a PDU session establishment procedure in order 
to establish a PDU session for the LADN . In other words , in 
a case where the UE is positioned outside the LADN service 
area , the execution of the PDU session establishment pro 
cedure for establishing a PDU session for the LADN may be 
prohibited . 
[ 0311 ] First , the UE transmits an NAS message including 
a PDU session establishment request message to the SMF 
through the 5G AN ( GNB ) and the AMF ( S900 ) , ( S902 ) , and 
( S904 ) to initiate the PDU session establishment procedure . 
[ 0312 ] Specifically , the UE transmits the NAS message 
including the PDU session establishment request message to 
the AMF through the 5G AN ( GNB ) using the N1 interface 
( S900 ) . 
[ 0313 ] Here , the UE can transmit the PDU session estab 
lishment request message and / or the NAS message includ 
ing one or more pieces of identification information among 
at least the 41st to 44th identification information , but may 
transmit a different control message including the identifi 
cation information , for example , a control message for a 
layer lower than the RRC layer ( for example , the MAC 
layer , the RLC layer , or the PDCP layer ) . These pieces of 
identification information may be included in these mes 
sages to indicate a request of the UE . Further , two or more 
pieces of identification information of these pieces of iden 
tification information may be configured as one or more 
pieces of identification information . 
[ 0314 ] The UE may transmit the 41st identification infor 
mation to indicate a request for establishing a PDU session 
in which only the control plane CIOT 5GS optimization can 
be used . The UE may transmit the 42nd identification 
information to indicate a request for establishing a PDU 
session associated with an S - NSSAI . 
[ 0315 ] Here , the UE may select an appropriate S - NSSAI 
from the stored S - NSSAIs and configure the selected S - NS 
SAI as the 42nd identification information . Specifically , in a 
case where the UE requests the establishment of a PDU 
session in which the CloT 5GS optimization can be used , the 
UE may select an S - NSSAI supported by the CIOT 5GS 
optimization and / or an S - NSSAI for which the use of the 
function has been accepted and may configure the selected 
S - NSSAI as the 42nd identification information . It is noted 
that the selection of the S - NSSAI may not be limited thereto . 
[ 0316 ] In addition , the UE can include a DNN correspond 
ing to the DN for which the UE requests connection in the 
PDU session establishment request message . It is noted that , 
in a case where the UE requests the establishment of a PDU 
session in which the CloT 5GS optimization can be used , the 
UE may select a DNN supported by the CIOT 5GS optimi 

zation and / or a DNN for which the use of the function has 
been accepted , and may include the selected DNN in the 
PDU session establishment request message . 
[ 0317 ] Further , in a case where the UE requests the 
establishment of a PDU session for the LADN , the UE may 
select an LADN DNN as a DNN and may transmit the PDU 
session establishment request message including the 
selected DNN . In this case , the UE may select the DNN from 
among the stored LADN information . It is noted that the 
stored LADN information may be information received 
from the network in the registration procedure and / or the UE 
configuration update procedure , or may be information 
configured in the UE in advance . 
[ 0318 ] In addition , the UE can generate a PDU session ID 
and include the generated PDU session ID in the PDU 
session establishment request message . In addition , the UE 
can include a request type indicating the purpose of estab 
lishing a PDU session in the PDU session establishment 
request message . The request type includes an initial 
request , an existing PDU session , and an initial emergency 
request . The initial request is designated in a case where a 
new non - emergency PDU session is requested to be estab 
lished . The existing PDU session is designated in a case of 
performing handover of a non - emergency PDU session 
between a 3GPP access and a non - 3GPP access or transfer 
of PDN connection from an EPS to a 5GS . The initial 
emergency request is designated in a case where a new 
emergency PDU session is requested to be established . 
[ 0319 ] In addition , the UE can designate a PDU session 
type indicating the type of PDU session requested to be 
established . As described above , any one of IPv4 , IPv6 , IP , 
Ethernet , and Unstructured can be designated as the PDU 
session type . In addition , the UE can include an SSC mode 
of the PDU session requested to be established in the PDU 
session establishment request message . 
[ 0320 ] Further , in a case where the UE supports the control 
plane CloT 5GS optimization and / or the header compression 
for control plane CIOT 5GS optimization , the UE may 
include configuration information of a header compression 
function ( header compression configuration IE ) in the PDU 
session establishment request message . In more detail , in a 
case where the PDU session type is any one of IPv4 , IPv6 , 
and IP and the UE supports the control plane CIOT 5GS 
optimization and / or the header compression for control 
plane CIOT 5GS optimization , the UE may include the 
configuration information of the header compression func 
tion in the PDU session establishment request message . 
[ 0321 ] In other words , in a case where the PDU session 
type is set to be any one of IPv4 , IPv6 , and IP , and the 
support of the control plane CloT 5GS optimization and / or 
the header compression for control plane CIOT 5GS opti 
mization is indicated by a registration request message , the 
UE may further include the configuration information of the 
header compression function in the PDU session establish 
ment request message . 
[ 0322 ] Further , in a case where the UE supports the control 
plane CIOT 5GS optimization and / or the header compression 
for control plane CIOT 5GS optimization , the UE may 
include the configuration information of the header com 
pression function ( header compression configuration IE ) in 
the PDU session establishment request message . In more 
detail , in a case where the PDU session type is any one of 
IPv4 , IPv6 , and IP and the UE supports the control plane 
CIOT 5GS optimization and / or the header compression for 
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control plane CIOT 5GS optimization , the UE may further 
include the configuration information of the header com 
pression function in the PDU session establishment request 
message , in addition to the 42nd identification information . 
[ 0323 ] In other words , in a case where the PDU session 
type is set to be any one of IPv4 , IPv6 , and IP , and the 
support of the control plane CIOT 5GS optimization and / or 
the header compression for control plane CIOT 5GS opti 
mization of the UE is indicated by a registration request 
message , the UE may further include the configuration 
information of the header compression function in the PDU 
session establishment request message . 
[ 0324 ] In contrast , in a case where the PDU session type 
is not IPv4 , IPv6 , or IP or in a case where the U does not 
support the control plane CIOT 5GS optimization and / or the 
header compression for control plane CloT 5GS optimiza 
tion , the UE may not include the configuration information 
of the header compression function in the PDU session 
establishment request message . 
[ 0325 ] Further , the UE may transmit the 43rd identifica 
tion information to request the establishment of the PDU 
session of the SSC mode indicated by the 43rd identification 
information or may request an SSC mode associated with 
the established PDU session . It is noted that the information 
SSC mode indicated by the 43rd identification information 
may be any one of the “ SSC mode 1 ” , the “ SSC mode 2 ” , 
and the " SSC mode 3 " . 
[ 0326 ] Further , in a case where the control plane CIOT 
5GS optimization can be used , the UE may transmit the 43rd 
identification information for setting the SSC mode 1. Fur 
ther , the UE may transmit the 43rd identification information 
for setting the SSC mode 2 or the SSC mode 3 even in a case 
where the control plane CIOT 5GS optimization can be used . 
Further , the UE may omit the transmission of the 43rd 
identification information in a case where the control plane 
CIoT 5GS optimization can be used . 
[ 0327 ] In a case that the AMF receives a NAS message 
including the PDU session establishment request message 
( S900 ) , the AMF takes out the PDU session establishment 
request message from the NAS message and selects an SMF 
as a transfer destination of the PDU session establishment 
request message ( S902 ) . It is noted that the AMF may select 
the SMF which is a transfer destination based on the PDU 
session establishment request message , pieces of identifica 
tion information included in the NAS message , subscriber 
information , capability information of the network , an 
operator policy , the state of the network , registration infor 
mation of a user , context stored in the AMF , and / or the like . 
[ 0328 ] The AMF transfers the PDU session establishment 
request message to the selected SMF through the N11 
interface ( 5904 ) . 
[ 0329 ] In a case that the SMF receives the PDU session 
establishment request message ( S904 ) , the SMF recognizes 
various identification information included in the PDU ses 
sion establishment request message . Then , the SMF 
executes the third condition determination . The third con 
dition determination is performed to determine whether or 
not the SMF accepts a request of the UE . In the third 
condition determination , the SMF determines whether or not 
the third condition determination is true or false . The SMF 
initiates the procedure of ( A ) of FIG . 7 in a case where the 
third condition determination is true , and the SMF initiates 
the procedure of ( B ) of FIG . 7 in a case where the third 
condition determination is false . 

[ 0330 ] It is noted that the third condition determination 
may be executed based on the PDU session establishment 
request message , pieces of identification information 
included in the PDU session establishment request message , 
subscriber information , capability information of the net 
work , an operator policy , the state of the network , registra 
tion information of a user , context stored in the SMF , and / or 
the like . For example , the third condition determination may 
be true in a case where the network permits a request of the 
UE . In addition , the third condition determination may be 
false in a case where the network does not permit a request 
of the UE . Further , the third condition determination may be 
true in a case where the network as a connection destination 
of the UE and / or an apparatus in the network supports a 
function requested by the UE , and the third condition 
determination may be false in a case where the network does 
not support the function requested by the UE . Further , the 
third condition determination may be true in a case where 
identification information to be transmitted and / or received 
is permitted , and the third condition determination may be 
false in a case where the identification information to be 
transmitted and / or received is not permitted . It is noted that 
conditions for determining whether the third condition deter 
mination is true or false may not be limited to the above 
described conditions . 
[ 0331 ] Next , actions in a case where the third condition 
determination is true , that is , actions of the procedure of ( A ) 
of FIG . 7 will be described . The SMF selects an UPF which 
is an establishment destination of a PDU session , transmits 
a session establishment request message to the selected UPF 
through the N4 interface ( S906 ) , and initiates the procedure 
of ( A ) of FIG . 7 . 
[ 0332 ] Here , the SMF may select one or more UPFs based 
on the pieces of identification information acquired based on 
the reception of the PDU session establishment request 
message , subscriber information , capability information of 
the network , an operator policy , the state of the network , 
registration information of a user , context stored in the SMF , 
and / or the like . It is noted that , in a case where a plurality of 
UPFs are selected , the SMF may transmit the session 
establishment request message to each of the UPFs . 
[ 0333 ] The UPF receives the session establishment 
request message from the SMF through the N4 interface 
( S906 ) and creates context for a PDU session . Further , the 
UPF transmits the session establishment request message to 
the SMF through the N4 interface based on the reception of 
the session establishment request message and / or the cre 
ation of the context for the PDU session ( S908 ) . 
[ 0334 ] The SMF receives the session establishment 
response message from the UPF through the N4 interface as 
a response message to the session establishment request 
message ( S908 ) . The SMF may perform address allocation 
of an address to be allocated to the UE based on the 
reception of the PDU session establishment request mes 
sage , the selection of the UPF , the reception of the session 
establishment response message , and / or the like . 
[ 0335 ] The SMF transmits the PDU session establishment 
accept message to the UE through the AMF , based on the 
reception of the PDU session establishment request mes 
sage , the selection of the UPF , the reception of the session 
establishment response message , and / or the completion of 
the address allocation of the address to be allocated to the 
UE ( 8910 ) ( S912 ) . 
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[ 0336 ] Specifically , in a case that the SMF transmits the 
PDU session establishment accept message to the AMF 
through the N11 interface ( 8910 ) , the AMF having received 
the PDU session establishment request message transmits a 
NAS message including the PDU session establishment 
accept message to the UE through the N1 interface ( S912 ) . 
It is noted that the PDU session establishment accept mes 
sage is a NAS message , and may be a response message to 
the PDU session establishment request . In addition , the PDU 
session establishment accept message can indicate that the 
establishment of the PDU session has been accepted . 
[ 0337 ] Here , the SMF and the AMF may transmit the PDU 
session establishment accept message to indicate that a 
request of the UE according to the PDU session establish 
ment request has been accepted . 
[ 0338 ] The SMF and the AMF may transmit one or more 
pieces of identification information , among at least the 51st 
to 53rd identification information , included in the PDU 
session establishment accept message . It is noted that the 
SMF and the AMF may transmit these pieces of identifica 
tion information to indicate that the network supports each 
function or indicate that a request of the UE has been 
accepted . Further , two or more pieces of identification 
information of these pieces of identification information 
may be configured as one or more pieces of identification 
information . It is noted that information indicating the 
support of each function and information indicating a 
request for the use of each function may be transmitted 
and / or received as the same identification information or 
may be transmitted and / or received as different identification 
information . 
[ 0339 ] The SMF and the AMF may transmit the 51st 
identification information to indicate the acceptance of 
establishment of a PDU session in which only the control 
plane CIOT 5GS optimization can be used . The SMF and the 
AMF may transmit the 52nd identification information to 
indicate the acceptance of establishment of a PDU session 
associated with an S - NSSAI . 
[ 0340 ] Here , the SMF and the AMF may select an appro 
priate S - NSSAI from among the S - NSSAI indicated by the 
received 42nd identification information or the stored S - NS 
SAI and set the selected S - NSSAI as the 52nd identification 
information . Specifically , in a case where the SMF and the 
AMF accept the establishment of a PDU session in which 
the CIOT 5GS optimization can be used , the SMF and the 
AMF may select an S - NSSAI in which the CIOT 5GS 
optimization is supported and / or an S - NSSAI in which the 
use of the function has been accepted and may set the 
selected S - NSSAI as the 52nd identification information . It 
is noted that the selection of the S - NSSAI may not be limited 
thereto . 

[ 0341 ] Further , the SMF and the AMF may transmit the 
53rd identification information to indicate that the PDU 
session of the SSC mode indicated by the 53rd identification 
information is established or indicate an SSC mode associ 
ated with the established PDU session . Further , the SMF and 
the AMF may transmit the 53rd identification information to 
indicate that a request for the establishment of the PDU 
session of the SSC mode indicated by the 43rd identification 
information has been accepted . It is noted that the SSC mode 
indicated by the 53rd identification information may be any 
one of the “ SSC mode 1 ” , the “ SSC mode 2 ” , and the “ SSC 
mode 3 ” . 

[ 0342 ] Here , in a case where the SMF receives the 43rd 
identification information , the SMF may determine the SSC 
mode indicated by the 43rd identification information as the 
SSC mode associated with the established PDU session 
based on subscriber information and / or configuration infor 
mation of the SMF . Further , in a case where the SMF has not 
received the 43rd identification information , the SMF may 
determine a default SSC mode and / or the SSC mode asso 
ciated with the configuration information of the SMF as the 
SSC mode associated with the established PDU session . 
Further , the SMF may set the SSC mode associated with the 
established PDU session as the 53rd identification informa 
tion . 
[ 0343 ] Further , in a case where the control plane CIOT 
5GS optimization can be used , the SMF may determine the 
SSC mode 1 as the SSC mode associated with the estab 
lished PDU session . In this case , the 53rd identification 
information may be information indicating the SSC mode 1 . 
Further , even in a case that the control plane CIOT 5GS 
optimization can be used , the SMF may determine the SSC 
mode 2 or the SSC mode 3 as the SSC mode associated with 
the established PDU session . In this case , the 53rd identi 
fication information may be information indicating the SSC 
mode 2 or the SSC mode 3. Further , in a case where the 
control plane CIOT 5GS optimization can be used , the SMF 
may determine that an SSC mode is not adapted to the 
established PDU session . In this case , any SSC mode may be 
set as the 53rd identification information , or the transmission 
and / or reception of the 53rd identification information may 
be omitted . 
[ 0344 ] It is noted that the SMF and the AMF may select 
and determine which identification information among the 
41st identification information to the 45th identification 
information is included in the PDU session establishment 
accept message , based on the received pieces of identifica 
tion information , subscriber information , capability infor 
mation of the network , an operator policy , the state of the 
network , registration information of a user , context stored in 
the AMF , and / or the like . 
[ 0345 ] In addition , the SMF and the AMF can include a 
DNN corresponding to a DN permitting the connection of 
the UE in the PDU session establishment accept message . It 
is noted that , in a case where the established PDU session is 
a PDU session for an LADN , the SMF and the AMF may 
include an LADN DNN in the PDU session establishment 
accept message . 
[ 0346 ] In addition , the SMF and the AMF can include a 
selected and / or permitted PDU session ID in the PDU 
session establishment accept message . In addition , the SMF 
and the AMF can designate a PDU session type indicating a 
selected and / or permitted PDU session type . As described 
above , any one of IPv4 , IPv6 , Ethernet , and Unstructured 
can be designated as the PDU session type . In addition , the 
SMF and the AMF can include an SSC mode of a selected 
and / or permitted PDU session in the PDU session establish 
ment accept message . 
[ 0347 ] Further , the SMF and the AMF can include an 
approved QoS rule group in the PDU session establishment 
accept message . It is noted that one or a plurality of QoS 
rules may be included in the approved QoS rule group . 
Further , in the present procedure , in a case where a plurality 
of QoS flows and / or user plane radio bearers are established , 
a plurality of QoS rules may be included in an approved QoS 
rule group . In contrast , in the present procedure , in a case 
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where only one QoS flow and / or user plane radio bearer is 
established , one QoS rule may be included in an approved 
QoS rule group . 
[ 0348 ] In other words , in a case where the SMF and the 
AMF transmit and / or receive the 29th identification infor 
mation and / or the 30th identification information in the 
registration procedure , the SMF and the AMF may transmit 
an approved QoS rule group including a plurality of QoS 
rules . In contrast , in a case where the SMF and the AMF do 
not transmit and / or receive the 29th identification informa 
tion and / or the 30th identification information in the regis 
tration procedure , the SMF and the AMF may transmit an 
approved QoS rule group including one QoS rule . It is noted 
that determination of whether or not a plurality of QoS rules 
are included in an approved QoS rule group may not be 
limited thereto . 
[ 0349 ] Further , in a case where the configuration informa 
tion of the header compression function is included in the 
PDU session establishment request message , the SMF and / 
or the AMF may transmit the PDU session establishment 
accept message including the configuration information of 
the header compression function . 
[ 0350 ] Further , the SMF may transmit the PDU session 
establishment accept message including information indi 
cating that some of the requests of the UE have been 
rejected , or may transmit information indicating that some 
of the requests of the UE have been rejected to indicate the 
reason that some of the requests of the UE have been 
rejected . Further , the UE may recognize the reason that some 
of the requests of the UE have been rejected by receiving 
information indicating that some of the requests of the UE 
have been rejected . It is noted that the reason of the rejection 
may be information indicating that the content indicated by 
the identification information received by the SMF is not 
permitted . 
[ 0351 ] In a case that the UE receives the NAS message 
including the PDU session establishment accept message 
from the AMF through the N1 interface ( S912 ) , the UE 
transmits the PDU session establishment completion mes 
sage to the SMF through the AMF ( S914 ) ( 8916 ) . The UE 
may receive the PDU session establishment accept message 
to detect that a request of the UE according to the PDU 
session establishment request has been accepted . 
[ 0352 ] Specifically , the UE transmits the PDU session 
establishment completion message to the AMF through the 
N1 interface ( 5914 ) . In a case that the AMF receives the 
PDU session establishment completion message from the 
UE , the AMF transmits the PDU session establishment 
completion message to the SMF through the N11 interface 
( 8916 ) . 
[ 0353 ] It is noted that the PDU session establishment 
completion message transmitted to the SMF by the AMF 
may be a response message to the PDU session establish 
ment accept message transmitted to the AMF from the SMF 
in S910 . In addition , the PDU session establishment comple 
tion message may be a NAS message . In addition , the PDU 
session establishment completion message may be a mes 
sage indicating that the PDU session establishment proce 
dure has been completed . 
[ 0354 ] In a case that the SMF receives the PDU session 
establishment completion message from the AMF through 
the N11 interface ( S916 ) , the SMF can execute the second 
condition determination . The second condition determina 
tion is performed to determine the type of message to be 

transmitted and / or received on the N4 interface . In a case 
where the second condition determination is true , the SMF 
receives a session modification accept message transmitted 
from the UPF as a response message ( S920 ) in a case of 
transmitting the session modification request message to the 
UPF through the N4 interface ( S918 ) . In a case where the 
second condition determination is false , the SMF receives a 
session modification accept message transmitted from the 
UPF as a response message ( S920 ) in a case of transmitting 
the session establishment request message to the UPF 
through the N4 interface ( 8918 ) . 
[ 0355 ] It is noted that the second condition determination 
may be executed based on whether or not a session on the 
N4 interface for a PDU session has been established . For 
example , the second condition determination may be true in 
a case where a session on the N4 interface for a PDU session 
has been established , or the second condition determination 
may be false in a case where a session on the N4 interface 
for a PDU session has not been established . It is noted that 
conditions for determining whether the second condition 
determination is true or false are not limited to the above 
described conditions . 
[ 0356 ] Each of the apparatuses completes the procedure of 
( A ) in the PDU session establishment procedure , based on 
the transmission and / or reception of the PDU session estab 
lishment completion message , the transmission and / or 
reception of the session modification response message , 
and / or the transmission and / or reception of the session 
establishment response message . In a case that the procedure 
of ( A ) in the present procedure has been completed , the UE 
is in a state where a PDU session for a DN has been 
established . 
[ 0357 ] Next , actions of the procedure of ( B ) in the PDU 
session establishment procedure will be described . The SMF 
transmits a PDU session establishment reject message to the 
UE through the AMF ( S922 ) ( S924 ) . Specifically , the SMF 
transmits the PDU session establishment reject message to 
the AMF through the N11 interface ( S922 ) . In a case that the 
AMF receives the PDU session establishment request mes 
sage from the SMF through the N11 interface ( S922 ) , the 
AMF transmits the PDU session establishment reject mes 
sage to the UE using the N1 interface ( S924 ) . 
[ 0358 ] It is noted that the PDU session establishment 
reject message may be a NAS message . In addition , the PDU 
session establishment reject message may be a message 
indicating that the establishment of a PDU session has been 
rejected . 
[ 0359 ] Here , the SMF may transmit the PDU session 
establishment reject message to indicate that a request of the 
UE according to the PDU session establishment request has 
been rejected . Further , the SMF may transmit information 
indicating the reason of the rejection and included in the 
PDU session establishment reject message , or may indicate 
the reason of the rejection by transmitting the reason of the 
rejection . Further , the UE may recognize the reason that a 
request of the UE has been rejected by receiving information 
indicating the reason that a request of the UE has been 
rejected . It is noted that the reason of the rejection may be 
information indicating that contents indicated by the iden 
tification information received by the SMF are not permit 
ted . 
[ 0360 ] The UE can receive the PDU session establishment 
reject message to recognize that a request of the UE accord 
ing to the PDU session establishment request has been 
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rejected and recognize contents of various kinds of identi 
fication information included in the PDU session establish 
ment reject message . 
[ 0361 ] Each of the apparatuses completes the PDU session 
establishment procedure based on the completion of the 
procedure of ( A ) or ( B ) of FIG . 7. It is noted that each of the 
apparatuses may transition to a state where a PDU session 
has been established , based on the completion of the pro 
cedure of ( A ) of FIG . 7 , or may recognize that the PDU 
session establishment procedure has been rejected or may 
transition to a state where a PDU session has not been 
established , based on the completion of the procedure of ( B ) 
of FIG . 7. Further , the UE can communicate with a DN using 
the established PDU session by completing the procedure of 
( A ) of FIG . 7 . 
[ 0362 ] Further , each of the apparatuses may perform pro 
cessing based on information transmitted and / or received in 
the PDU session establishment procedure , based on the 
completion of the PDU session establishment procedure . For 
example , in a case where each of the apparatuses transmits 
and / or receives information indicating that some of the 
requests of the UE have been rejected , the apparatus may 
recognize the reason that the requests of the UE have been 
rejected . Further , each of the apparatuses may perform the 
present procedure again based on the reason that the requests 
of the UE have been rejected , or may perform the PDU 
session establishment procedure on another cell . 
[ 0363 ] Further , the UE may store the PDU session estab 
lishment accept message and / or the identification informa 
tion received together with the PDU session establishment 
reject message , based on the completion of the PDU session 
establishment procedure , or may recognize the determina 
tion of the network . 
[ 0364 ] For example , in a case where the UE has received 
the 51st identification information , the UE may recognize 
that the establishment of a PDU session in which only the 
control plane CIOT 5GS optimization can be used has been 
accepted . Further , in a case where the UE has received the 
52nd identification information , the UE may recognize that 
the establishment of a PDU session associated with an 
S - NSSAI has been accepted . 
[ 0365 ] Further , in a case where the UE has received the 
PDU session establishment reject message as a response to 
the PDU session establishment request message including 
the 41st identification information , the UE may recognize 
that the establishment of a PDU session in which only the 
control plane CIOT 5GS optimization can be used has been 
rejected or may recognize that such a PDU session cannot be 
established . 
[ 0366 ] Further , in a case where the UE has received the 
PDU session establishment reject message as a response to 
the PDU session establishment request message including 
the 42nd identification information , the UE may recognize 
that the establishment of a PDU session associated with an 
S - NSSAI indicated by the 42nd identification information 
has been rejected or may recognize that such a PDU session 
cannot be established . 
[ 0367 ] Further , in a case where the UE has received the 
PDU session establishment reject message , the UE may 
transmit a PDU session establishment request message not 
including the 41st identification information to the network 
or may transmit a PDU session establishment request mes 
sage including the 42nd identification information indicating 

an S - NSSAI different from the S - NSSAI indicated by the 
42nd identification information transmitted before to the 
network . 
[ 0368 ] Further , in a case where the UE has established a 
PDU session in which a procedure for establishing a user 
plane radio bearer can be executed , the UE may initiate a 
service request procedure in order to establish the user plane 
radio bearer of the PDU session . 
[ 0369 ] Further , in a case where the UE has received the 
53rd identification information , the UE may recognize that 
the PDU session of the SSC mode indicated by the 53rd 
identification information is established , or may recognize 
the SSC mode associated with the established PDU session . 
Further , in a case where the UE has received the 53rd 
identification information , the UE may store the SSC mode 
indicated by the 53rd identification information in the con 
text of the established PDU session . Further , in a case where 
the UE has received the 53rd identification information , the 
UE may recognize that a request for the establishment of the 
PDU session of the SSC mode indicated by the 43rd 
identification information has been accepted . 
[ 0370 ] Further , in a case where the UE has not received the 
53rd identification information , the UE may recognize that 
an SSC mode is not adapted to the established PDU session . 
Further , in a case where the control plane CIOT 5GS 
optimization can be used even in a case where the UE has 
received the 53rd identification information , the UE may 
disregard the 53rd identification information or may delete 
the SSC mode from the context of the established PDU 
session . 
[ 0371 ] It is noted that even in a case where the control 
plane CIOT 5GS optimization can be used , the UE may 
recognize that the SSC mode indicated by the 53rd identi 
fication information is the SSC mode associated with the 
established PDU session , or may store the SSC mode 
indicated by the 53rd identification information in the con 
text of the established PDU session . 
[ 0372 ] Further , in a case where the UE has received an 
LADN DNN , the UE may recognize that a PDU session for 
an LADN has been established , may store an LADN DNN 
in which the established PDU session is treated as a PDU 
session for an LADN DNN in the context of the established 
PDU session , or may treat the established PDU session as a 
PDU session for an LADN DNN . 
[ 0373 ] Further , in a case where the UE has received an 
approved QoS rule group including a plurality of QoS rules , 
the UE may recognize that QoS processing can be executed 
in the established PDU session . Further , in a case where the 
UE has received an approved QoS rule group including a 
plurality of QoS rules , the UE may recognize that a plurality 
of QoS flows are established in the present procedure , or 
may recognize that a plurality of user plane radio bearers are 
established . In contrast , in a case where the UE has received 
an approved QoS rule group including one QoS rule , the UE 
may recognize that one QoS flow is established in the 
present procedure , or may recognize that one user plane 
radio bearer is established . 
[ 0374 ] 3.2.3 . UE Configuration Update Procedure 
[ 0375 ] Next , a generic UE configuration update procedure 
will be described using FIG . 8. Hereinafter , the UE con 
figuration update procedure is also referred to as the present 
procedure . The present procedure is a procedure for a core 
network to update configuration information of the UE . The 
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present procedure may be a procedure for network - initiated 
and executed mobility management executed on the UE 
registered in the network . 
[ 0376 ] Further , an apparatus in the core network , such as 
the AMF , may initiate the present procedure based on the 
update of the network configuration and / or the update of an 
operator policy . It is noted that a trigger of the present 
procedure may be the detection of mobility of the UE , may 
be the detection of a change in the state of the UE , the access 
network , and / or the core network , or may be a change in the 
state of a network slice . Further , a trigger of the present 
procedure may be the reception of a request received from 
a DN and / or an application server of the DN , may be a 
change in the configuration of the network , or may be a 
change in an operator policy . Further , a trigger of the present 
procedure may be the ending of a timer being executed . It is 
noted that a trigger for the apparatus in the core network to 
initiate the present procedure is not limited thereto . In other 
words , the present procedure may be executed at any timing 
after the above - described registration procedure and / or PDU 
session establishment procedure is completed . Further , the 
present procedure may be executed at any timing in a state 
where each of the apparatuses has established 5GMM con 
text and / or in a state where each of the apparatuses is in a 
5GMM connected mode . 
[ 0377 ] In addition , each of the apparatuses may transmit 
and / or receive a message including identification informa 
tion for changing the configuration information of the UE 
and / or identification information for stopping or changing a 
function being executed by the UE during the present 
procedure . Further , each of the apparatuses may update the 
configuration information to a configuration indicated by the 
network or may initiate behavior indicated by the network , 
based on the completion of the present procedure . 
[ 0378 ] The UE may update the configuration information 
of the UE based on the control information transmitted 
and / or received by the present procedure . Further , the UE 
may stop the function being executed or may initiate a new 
function in association with the update of the configuration 
information of the UE . In other words , the apparatus in the 
core network may initiate the present procedure and transmit 
a control message and control information of the present 
procedure to the UE to cause the UE to update the configu 
ration information of the UE that can be identified using 
these pieces of control information . Further , the apparatus in 
the core network may update the configuration information 
of the UE to stop the function being executed by the UE or 
cause the UE to initiate a new function . 
[ 0379 ] First , the AMF initiates the UE configuration 
update procedure by transmitting a configuration update 
command message to the UE through the 5G AN ( or the 
gNB ) ( S1000 ) 
[ 0380 ] The AMF may transmit one or more pieces of 
identification information , among at least the 61st to 69th 
identification information , included in the registration accept 
message . It is noted that the AMF may transmit these pieces 
of identification information to indicate new configuration 
information of the UE or request the update of the configu 
ration information of the UE . Further , two or more pieces of 
identification information among these pieces of identifica 
tion information may be configured as one or more pieces of 
identification information . It is noted that information indi 
cating the support of each function and information indicat 
ing a request for the use of each function may be transmitted 

and / or received as the same identification information or 
may be transmitted and / or received as different identification 
information . 
[ 0381 ] The AMF may transmit the 61st identification 
information to indicate new information of CIOT 5GS opti 
mization or indicate invalidation of the information of the 
CIOT 5GS optimization stored in the UE . Further , the AMF 
may transmit the 61st identification information to indicate 
that the currently used CIOT 5GS optimization is required to 
be updated , request the change of the currently used CIOT 
5GS optimization , or indicate the changed CIOT 5GS opti 
mization . 
[ 0382 ] Further , the AMF may transmit the 62nd identifi 
cation information to indicate new support information of 
the control plane CIOT 5GS optimization or indicate invali 
dation of the support information of the control plane CloT 
5GS optimization stored in the UE . Further , the AMF may 
transmit the 62nd identification information to request the 
change of the support information of the control plane CIOT 
5GS optimization or indicate the support information of the 
changed control plane CIOT 5GS optimization . 
[ 0383 ] Further , the AMF may transmit the 63rd identifi 
cation information to indicate new support information of 
the user plane CIOT 5GS optimization or indicate invalida 
tion of the support information of the user plane CIOT 5GS 
optimization stored in the UE . Further , the AMF may 
transmit the 63rd identification information to request the 
change of the support information of the user plane CIOT 
5GS optimization or indicate the support information of the 
changed user plane CIOT 5GS optimization . 
[ 0384 ] Further , the AMF may transmit the 64th identifi 
cation information to indicate new support information of 
data communication using a communication path of 
plane or indicate invalidation of the support information of 
the data communication using the communication path of 
the user plane stored in the UE . Further , the AMF may 
transmit the 64th identification information to request the 
change of the support information of the data communica 
tion using the user plane communication path , or indicate the 
changed support information of the data communication 
using the communication path of the user plane . 
[ 0385 ] Further , the UE may transmit one or more pieces of 
identification information among the 61st identification 
information and / or the 62nd to 64th identification informa 
tion to indicate that the currently used CIOT 5GS optimiza 
tion is required to be changed or request the change of the 
currently used CIOT 5GS optimization to CIOT 5GS opti 
mization indicated by identification information . 
[ 0386 ] Specifically , the AMF may transmit the 61st iden 
tification information and / or the 62nd identification infor 
mation to request the change of the currently used CIOT 5GS 
optimization to control plane CIOT 5GS optimization . In this 
case , the 61st identification information may be information 
indicating the control plane CloT 5GS optimization . Further , 
the 62nd identification information may be information 
indicating support of the control plane CIOT 5GS optimiza 
tion . 
[ 0387 ] Further , the AMF may transmit the 61st identifi 
cation information , the 63rd identification information , and / 
or the 64th identification information to request the change 
of the currently used CIOT 5GS optimization to user plane 
CIOT 5GS optimization . In this case , the 61st identification 
information may be information indicating the user plane 
CIoT 5GS optimization . Further , the 63rd identification 

user 
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information may be information indicating the support of the 
user plane CloT 5GS optimization . Further , the 64th iden 
tification information may be information indicating the 
support of data communication using a communication path 
of a user plane . 
[ 0388 ] Further , the AMF may transmit the 65th identifi 
cation information to indicate new support information of 
header compression for control plane CIOT 5GS optimiza 
tion or indicate invalidation of the support information of the 
header compression for control plane CloT 5GS optimiza 
tion stored in the UE . Further , the AMF may transmit the 
65th identification information to request the change of the 
support information of the header compression for control 
plane CIOT 5GS optimization or indicate the changed sup 
port information of the header compression for control plane 
CIoT 5GS optimization . 
[ 0389 ] Further , the AMF may transmit the 66th identifi 
cation information to indicate new information of restriction 
on the use of an enhanced coverage or indicate invalidation 
of the information of restriction on the use of an enhanced 
coverage which is stored in the UE . Further , the AMF may 
transmit the 66th identification information to request the 
change of the information of restriction on the use of an 
enhanced coverage or indicate the changed information of 
restriction on the use of an enhanced coverage . It is noted 
that the information of restriction on the use of an enhanced 
coverage may be information indicating whether or not the 
use of the enhanced coverage is restricted or may be the 
support information of restriction on the use of enhanced 
coverage . 
[ 0390 ] Further , the AMF may transmit the 67th identifi 
cation information to indicate new support information of a 
5GMM - CONNECTED mode with RRC inactive indication 
or indicate invalidation of the support information of the 
5GMM - CONNECTED mode with RRC inactive indication 
stored in the UE . Further , the AMF may transmit the 67th 
identification information to request the change of the sup 
port information of the 5GMM - CONNECTED mode with 
RRC inactive indication or indicate the changed support 
information of the 5GMM - CONNECTED mode with RRC 
inactive indication . 
[ 0391 ] Further , the AMF may transmit the 68th identifi 
cation information to indicate new LADN information or 
indicate invalidation of the LADN information stored in the 
UE . Further , the AMF may transmit the 68th identification 
information to request the change of the LADN information 
or indicate the changed LADN information . 
[ 0392 ] Further , the AMF may transmit the 68th identifi 
cation information to request the update of a list of DNNS 
that can be used in the connection to the LADN and / or 
indicate the updated list of the DNNs that can be used in the 
connection to the LADN . Further , the AMF may transmit the 
68th identification information to request the update of an 
area in which connection to the LADN can be performed or 
indicate the updated area in which connection to the LADN 
can be performed . 
[ 0393 ] Further , the AMF may transmit the 69th identifi 
cation information to indicate that a registration procedure is 
required to be executed . Further , the AMF may transmit the 
69th identification information in addition to one or more 
pieces of identification information among the 61st to 68th 
identification information to request the execution of the 
registration procedure or indicate that renegotiation between 
the pieces of information is necessary . Further , in a case 

where the AMF includes one or more pieces of identification 
information among the 61st to 68th identification informa 
tion in a configuration update command message , the AMF 
may also transmit the configuration update command mes 
sage including the 69th identification information . 
[ 0394 ] It is noted that the AMF may select and determine 
which identification information among the 61st to 69th 
identification information is included in the configuration 
update command message , based on the received pieces of 
identification information , subscriber information , capabil 
ity information of the network , an operator policy , the state 
of the network , registration information of a user , context 
stored in the AMF , and / or the like . 
[ 0395 ] In addition , the AMF may transmit the configura 
tion update command message based on the received pieces 
of identification information , subscriber information , capa 
bility information of the network , an operator policy , the 
state of the network , registration information of a user , 
context stored in the AMF , and / or the like to indicate a 
request for the update of configuration information of the 
UE . 
[ 0396 ] The UE receives the configuration update com 
mand message through the 5G AN ( GNB ) ( S1000 ) . The UE 
may update the configuration information of the UE based 
on the configuration update command message and / or the 
identification information included in the configuration 
update command message . Further , the UE may transmit a 
configuration update completion message to the AMF 
through the 5G AN ( GNB ) as a response message to the 
configuration update command message , based on the iden 
tification information included in the configuration update 
command message ( S1002 ) . 
[ 0397 ] In a case where the UE transmits the configuration 
update command message , the AMF receives a configura 
tion update completion message through the 5G AN ( GNB ) 
( S810 ) . In addition , each of the apparatuses completes the 
present procedure based on the configuration update com 
mand message and / or the configuration update completion 
message . 
[ 0398 ] Further , each of the apparatuses may perform pro 
cessing based on the information transmitted and / or received 
in the present procedure , based on the completion of the 
present procedure . For example , in a case where update 
information for the configuration information is transmitted 
and / or received , each of the apparatuses may update the 
configuration information . Further , in a case where infor 
mation indicating that the registration procedure is required 
to be executed is transmitted and / or received , the UE may 
initiate the registration procedure based on the completion of 
the present procedure . 
[ 0399 ] Further , the UE may store the identification infor 
mation received together with the configuration information 
command message based on the completion of the present 
procedure , or may recognize the determination of the net 
work . 
[ 0400 ] For example , the UE may receive the 61st identi 
fication information to recognize that the information indi 
cated by the 61st identification information is new informa 
tion of the CIOT 5GS - optimization or recognize that the new 
information of the CIOT 5GS optimization is valid . In 
addition , the UE may receive the 61st identification infor 
mation to store the new information of the CIOT 5GS 
optimization or recognize that the stored information of the 
CIoT 5GS optimization is invalid . It is noted that the 
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information of the CIOT 5GS optimization may be informa 
tion indicating the CloT 5GS optimization being used . 
Further , the UE may receive the 61st identification infor 
mation to validate the new information of the CIOT 5GS 
optimization or invalidate the stored information of the CIOT 5GS optimization . 
( 0401 ] Further , the UE may receive the 62nd identification 
information to recognize that the information indicated by 
the 62nd identification information is new support informa 
tion of control plane CIOT 5GS optimization or recognize 
that the new support information of the control plane CIOT 
5GS optimization is valid . Further , the UE may receive the 
62nd identification information to store the new support 
information of the control plane CIOT 5GS optimization or 
recognize that the stored support information of the control 
plane CIOT 5GS optimization is invalid . In addition , the UE 
may receive the 62nd identification information to validate 
the new support information of the control plane CIOT 5GS 
optimization or invalidate the stored support information of 
the control plane CIOT 5GS optimization . 
[ 0402 ] Further , the UE may receive the 63rd identification 
information to recognize that the information indicated by 
the 63rd identification information is new support informa 
tion of user plane CloT 5GS optimization or recognize that 
the new support information of the user plane CIOT 5GS 
optimization is valid . Further , the UE may receive the 63rd 
identification information to store the new support informa 
tion of the user plane CIOT 5GS optimization or recognize 
that the stored support information of the user plane CIOT 
5GS optimization is invalid . Further , the UE may receive the 
63rd identification information to validate the new support 
information of the user plane CloT 5GS optimization or 
invalidate the stored support information of the user plane 
CIOT 5GS optimization . 
[ 0403 ] Further , the UE may receive the 64th identification 
information to recognize that the information indicated by 
the 64th identification information is new support informa 
tion of data communication using a communication path of 
a user plane or recognize that the new support information 
of the data communication using the communication path of 
the user plane is valid . Further , the UE may receive the 64th 
identification information to store the new support informa 
tion of the data communication using the communication 
path of the user plane or recognize that the stored support 
information of the data communication using the commu 
nication path of the user plane is invalid . Further , the UE 
may receive the 64th identification information to validate 
the new support information of the data communication 
using the communication path of the user plane or invalidate 
the stored support information of the data communication 
using the communication path of the user plane . 
[ 0404 ] Further , the UE may receive one or more pieces of 
identification information among the 61st identification 
information and / or the 62nd to 64th identification informa 
tion to recognize that the currently used CloT 5GS optimi 
zation is required to be changed or change the currently used 
CIOT 5GS optimization to CloT 5GS optimization indicated 
by the received identification information . 
[ 0405 ] Specifically , the UE may receive the 61st identifi 
cation information and / or the 62nd identification informa 
tion to change the currently used CIOT 5GS optimization to 
control plane CIOT 5GS optimization . In this case , the 61st 
identification information may be information indicating the 
control plane CIOT 5GS optimization . Further , the 62nd 

identification information may be information indicating the 
support of the control plane CIOT 5GS optimization . 
[ 0406 ] Further , the UE may receive the 61st identification 
information , the 63rd identification information , and / or the 
64th identification information to change the currently used 
CIoT 5GS optimization to user plane CIOT 5GS optimiza 
tion . In this case , the 61st identification information may be 
information indicating the user plane CIOT 5GS optimiza 
tion . Further , the 63rd identification information may be 
information indicating the support of the user plane CloT 
5GS optimization . Further , the 64th identification informa 
tion may be information indicating the support of data 
communication using a communication path of a user plane . 
[ 0407 ] Further , the UE may receive the 65th identification 
information to recognize that the information indicated by 
the 65th identification information is new support informa 
tion of header compression for control plane CIOT 5GS 
optimization or recognize that the new support information 
of the header compression for control plane CloT 5GS 
optimization is valid . Further , the UE may receive the 65th 
identification information to store the new support informa 
tion of the header compression for control plane CIOT 5GS 
optimization or recognize that the stored support informa 
tion of the header compression for control plane CIOT 5GS 
optimization is invalid . Further , the UE may receive the 65th 
identification information to validate the new support infor 
mation of the header compression for control plane CIoT 
5GS optimization or invalidate the stored support informa 
tion of the header compression for control plane CIOT 5GS 
optimization . 
[ 0408 ] Further , the UE may receive the 66th identification 
information to recognize that the information indicated by 
the 66th identification information is new information of 
restriction on the use of an enhanced coverage or recognize 
that the new information of restriction on the use of an 
enhanced coverage is valid . Further , the UE may receive the 
66th identification information to store the new information 
of restriction on the use of an enhanced coverage or recog 
nize that the stored information of restriction on the use of 
an enhanced coverage is invalid . Further , the UE may 
receive the 66th identification information to validate the 
new information of restriction on the use of an enhanced 
coverage or invalidate the stored information of restriction 
on the use of an enhanced coverage . 
[ 0409 ] It is noted that the information of restriction on the 
use of an enhanced coverage may be information indicating 
whether or not the use of the enhanced coverage is restricted 
or may be support information of restriction on the use of an 
enhanced coverage . That is , the UE may receive the 66th 
identification information to transition to a state where the 
use of the enhanced coverage is restricted or transition to a 
state where the use of the enhanced coverage is not 
restricted , based on the 66th identification information . 
[ 0410 ] Further , the UE may receive the 67th identification 
information to recognize that the information indicated by 
the 67th identification information is new support informa 
tion of a 5GMM - CONNECTED mode with RRC inactive 
indication or recognize that the new support information of 
the 5GMM - CONNECTED mode with RRC inactive indi 
cation is valid . Further , the UE may receive the 67th 
identification information to store the new support informa 
tion of the 5GMM - CONNECTED mode with RRC inactive 
indication or recognize that the stored support information 
of the 5GMM - CONNECTED mode with RRC inactive 



US 2021/0136840 A1 May 6 , 2021 
31 

indication is invalid . Further , the UE may receive the 67th 
identification information to validate the new support infor 
mation of the 5GMM - CONNECTED mode with RRC inac 
tive indication or invalidate the stored support information 
of the 5GMM - CONNECTED mode with RRC inactive 
indication . 
[ 0411 ] Further , the UE may receive the 68th identification 
information to recognize that the information indicated by 
the 68th identification information is new LADN informa 
tion or recognize that the new LADN information is valid . 
Further , the UE may receive he 68th identification informa 
tion to store the new LADN information or recognize that 
the stored LADN information is invalid . Further , the UE 
may receive the 67th identification information to validate 
the new LADN information or invalidate the stored new 
LADN information . 
[ 0412 ] Further , the UE may receive the 68th identification 
information to change a list of DNNs that can be used in the 
connection to an LADN to a list of DNNs that can be used 
in the connection to the LADN indicated by the 68th 
identification information . Further , the UE may receive the 
68th identification information to change an area in which 
the connection to the LADN can be performed to an area in 
which the connection to the LADN indicated by the 68th 
identification information can be performed . 
[ 0413 ] Further , the UE may receive the 69th identification 
information to recognize that a registration procedure is 
required to be executed . Further , the UE may further receive 
the 69th identification information in addition to one or more 
pieces of identification information among the 61st to 68th 
identification information to initiate the registration proce 
dure after the present procedure is completed , or may 
execute the registration procedure to renegotiate the pieces 
of information between the UE and the network . Further , the 
UE may further receive the 69th identification information 
in addition to one or more pieces of identification informa 
tion among the 61st to 68th identification information to 
transmit a configuration update completion message to the 
AMF or may transmit and / or receive a network - initiated 
session management request message in the above - de 
scribed procedure , so that an apparatus in the core network 
can indicate to the UE to update the configuration informa 
tion that has already been applied by the UE and to stop or 
change a function being executed by the UE . 

execute both the first procedure and the fourth procedure . 
The present procedure is completed through the above 
described processing . 
[ 0417 ] It is noted that , in a case where a plurality of 
procedures among the first to fourth procedures are 
executed , a registration procedure described in a procedure 
A and a registration procedure described in a procedure B 
may be executed as the same registration procedure . Further , 
in this case , a PDU session establishment procedure 
described in the procedure A and a PDU session establish 
ment procedure described in the procedure B may be 
executed as the same PDU session establishment procedure . 
Further , in a case where the procedure A is a first procedure 
and the procedure B is a fourth procedure , a UE configu 
ration update procedure described in the procedure A , and 
the UE configuration update procedure described in the 
procedure B may be executed as the same UE configuration 
update procedure . 
[ 0418 ] Further , in a case where the procedure A is the first 
procedure , the procedure B may be the second procedure , 
the third procedure , or the fourth procedure . Further , in a 
case where the procedure A is the first procedure , the 
procedure B may be a procedure in which the second 
procedure and the third procedure are combined . Further , in 
a case where the procedure A is the second procedure , the 
procedure B may be the third procedure . 
[ 0419 ] 4.1 First Procedure 
[ 0420 ] Next , the first procedure will be described using the 
drawings . In the first procedure , the UE performs a regis 
tration procedure . Next , the UE establishes a PDU session 
by performing the PDU session establishment procedure and 
transitions to a state where communication using the PDU 
session can be performed between the UE and the DN . Next , 
the UE updates the configuration information of the UE 
through the UE configuration update procedure initiated by 
the core network . It is noted that the UE may initiate the 
registration procedure again after the UE configuration 
update procedure is completed . Further , each of the appa 
ratuses may change the function used in the UE configura 
tion update procedure . The present procedure is completed 
through the above - described processing . 
[ 0421 ] Further , in the present procedure , each of the 
apparatuses may exchange support information of the CIOT 
5GS optimization and / or priority information of the CloT 
5GS optimization between the UE and the network in the 
registration procedure , or may negotiate the CloT 5GS 
optimization to be used . Further , in the present procedure , 
each of the apparatuses may exchange information of 
restriction on the use of an enhanced coverage between the 
UE and the network or may negotiate whether or not the use 
of an enhanced coverage is restricted in the registration 
procedure . 
[ 0422 ] Further , each of the apparatuses may establish a 
PDU session in which the CIOT 5GS optimization is sup 
ported between the UE and the network based on the 
information exchanged in the registration procedure in the 
PDU session establishment procedure . It is noted that the 
PDU session supported by the CIOT 5GS optimization may 
be a PDU session in which the control plane CloT 5GS 
optimization can be used , or may be a PDU session in which 
the user plane CIOT 5GS optimization can be used . Further , 
the PDU session supported by the CloT 5GS optimization 
may be a PDU session in which the header compression for 
control plane CloT 5GS optimization can be used . 

4. First Implementation 

[ 0414 ] Next , a first implementation will be described . 
Hereinafter , the first implementation will be referred to as 
the present implementation . In the present implementation , 
the UE selects a procedure from among first to fourth 
procedures and executes the selected procedure . 
[ 0415 ] Specifically , in a case where the UE supports the 
CIOT 5GS optimization , the UE may execute the first 
procedure and / or the third procedure . Further , in a case 
where the UE supports the CIOT 5GS optimization , and a 
RAT of the access network is NB - IoT and / or the mode of the 
UE is an NB - N1 mode , the UE may execute the second 
procedure . 
[ 0416 ] Further , in a case where the UE supports access to 
the LADN , the UE may execute the fourth procedure . 
Further , in a case where the UE supports the CIOT 5GS 
optimization and the access to the LADN , the UE may 
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case 

[ 0423 ] Further , each of the apparatuses may update the 
support information of the CloT 5GS optimization stored in 
the UE and / or the priority information of the CIOT 5GS 
optimization in the UE configuration update procedure , or 
may change the CIOT 5GS optimization to be used . Further , 
each of the apparatuses may update the information of 
restriction on the use of an enhanced coverage which is 
stored in the UE or may change whether or not the use of the 
enhanced coverage is restricted in the UE configuration 
update procedure . It is noted that the change of the CloT 
5GS optimization to be used and / or restriction on the use of 
an enhanced coverage may be performed in the registration 
procedure executed after the UE configuration update pro 
cedure is completed . Further , whether the change of the 
CIOT 5GS optimization to be used and / or restriction on the 
use of an enhanced coverage is performed in the UE 
configuration update procedure or the registration procedure 
performed after the UE configuration update procedure is 
completed is performed may be determined by transmitting 
and / or receiving the 69th identification information . 
[ 0424 ] In detail , in a case where the core network updates 
the priority information of the CIOT 5GS optimization stored 
in the UE in the UE configuration update procedure , the core 
network may transmit the configuration update command 
message including the 61st identification information to the 
UE . Further , in a case where the core network updates the 
support information of the control plane CIOT 5GS optimi 
zation stored in the UE in the UE configuration update 
procedure , the core network may transmit the configuration 
update command message including the 62nd identification 
information to the UE . Further , in a case where the core 
network updates the support information of the user plane 
CIOT 5GS optimization stored in the UE in the UE configu 
ration update procedure , the core network may transmit the 
configuration update command message including the 63rd 
identification information to the UE . Further , in a case where 
the core network updates the support information of the data 
communication using the communication path of the user 
plane stored in the UE in the UE configuration update 
procedure , the core network may transmit the configuration 
update command message including the 64th identification 
information to the UE . 
[ 0425 ] Further , in a case where the core network changes 
the CloT 5GS optimization to be used from the user plane 
CIoT 5GS optimization to the control plane CloT 5GS 
optimization in the UE configuration update procedure , the 
core network may transmit the configuration update com 
mand message including the 61st identification information 
and / or the 62nd identification information to the UE . 

[ 0426 ] Further , in a case where the core network changes 
the CIOT 5GS optimization to be used from the user plane 
CIoT 5GS optimization to the control plane CIOT 5GS 
optimization due to the UE initiating the registration proce 
dure after the UE configuration update procedure is com 
pleted , the core network may transmit the configuration 
update command message including the 69th identification 
information to the UE together with the 61st identification 
information and / or the 62nd identification information . 
[ 0427 ] Further , in a case where the core network changes 
the CIOT 5GS optimization to be used from the control plane 
CIOT 5GS optimization to the user plane CIOT 5GS opti 
mization in the UE configuration update procedure , the core 
network may transmit the configuration update command 

message including the 61st identification information , the 
63rd identification information , and / or the 64th identifica 
tion information to the UE . 
[ 0428 ] Further , in a case where the core network changes 
the CIOT 5GS optimization to be used from the control plane 
CIOT 5GS optimization to the user plane CloT 5GS opti 
mization due to the UE initiating the registration procedure 
after the UE configuration update procedure is completed , 
the core network may transmit the configuration update 
command message including the 69th identification infor 
mation together with the 61st identification information , the 
63rd identification information , and / or the 64th identifica 
tion information to the UE . 
[ 0429 ] Further , in a case where the UE has received the 
61st identification information in the UE configuration 
update procedure , the UE may update the priority informa 
tion of the CIOT 5GS optimization stored in the UE . Further , 
in a case where the UE has received the 62nd identification 
information in the UE configuration update procedure , the 
UE may update the support information of the control plane 
CIoT 5GS optimization stored in the UE . Further , in 
where the UE has received the 63rd identification informa 
tion in the UE configuration update procedure , the UE may 
update the support information of the user plane CIOT 5GS 
optimization stored in the UE . Further , in a case where the 
UE has received the 64th identification information in the 
UE configuration update procedure , the UE may update the 
support information of the data communication using the 
communication path of the user plane stored in the UE . 
[ 0430 ] Further , in a case where the user plane CIOT 5GS 
optimization is used and the UE has received the 61st 
identification information and / or the 62nd identification 
information and has not received the 69th identification 
information in the UE configuration update procedure , the 
UE may change the CloT 5GS optimization to be used from 
the user plane CIOT 5GS optimization to the control plane 
CloT 5GS optimization , based on the update of the priority 
information of the CIOT 5GS optimization and / or the sup 
port information of the control plane CIOT 5GS optimiza 
tion . 
[ 0431 ] Further , in a case where the user plane CIOT 5GS 
optimization is used and the UE has received the 69th 
identification information together with the 61st identifica 
tion information and / or the 62nd identification information 
in the UE configuration update procedure , the UE may 
initiate the registration procedure in order to change the 
CloT 5GS optimization to be used after the UE configuration 
update procedure is completed . In this case , the UE may 
transmit the registration request message including the infor 
mation received and / or updated in the UE configuration 
update procedure . Further , the UE may change the CIOT 
5GS optimization to be used from the user plane CIOT 5GS 
optimization to the control plane CIOT 5GS optimization , 
based on the execution of the registration procedure . 
[ 0432 ] Further , the UE may release an established PDU 
session based on the change of the CIOT 5GS optimization 
to be used to the control plane CloT 5GS optimization , or 
may execute a procedure for releasing the established PDU 
session . Further , the UE may change an established PDU 
session to a PDU session in which the control plane CIOT 
5GS optimization can be used or may execute a procedure 
for changing the established PDU session to a PDU session 
in which the control plane CIOT 5GS optimization can be 
used , based on the change of the CIOT 5GS optimization to 
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be used to the control plane CloT 5GS optimization . It is 
noted that the established PDU session may be a PDU 
session in which the user plane CloT 5GS optimization can 
be used . 
[ 0433 ] Further , the UE may establish a PDU session in 
which the control plane CIOT 5GS optimization can be used 
by executing a PDU session establishment procedure after 
the CIOT 5GS optimization to be used is changed to the 
control plane CloT 5GS optimization . 
[ 0434 ] Further , in a case where the control plane CIOT 
5GS optimization is used and the UE has received the 61st 
identification information , the 63rd identification informa 
tion , and / or the 64th identification information and has not 
received the 69th identification information in the UE con 
figuration update procedure , the UE may change the CIOT 
5GS optimization to be used from the control plane CIOT 
5GS optimization to the user plane CloT 5GS optimization , 
based on the update of the priority information of the CIoT 
5GS optimization and / or the support information of the 
control plane CIOT 5GS optimization . 
[ 0435 ] Further , in a case where the control plane CIOT 
5GS optimization is used and the UE has received the 69th 
identification information together with the 61st identifica 
tion information , the 63rd identification information , and / or 
the 64th identification information in the UE configuration 
update procedure , the UE may initiate the registration pro 
cedure in order to change the CloT 5GS optimization to be 
used . In this case , the UE may transmit the registration 
request message including the information received and / or 
updated in the UE configuration update procedure . Further , 
the UE may change the CIOT 5GS optimization to be used 
from the control plane CloT 5GS optimization to the user 
plane CIOT 5GS optimization , based on the execution of the 
registration procedure . 
[ 0436 ] Further , the UE may release an established PDU 
session or may execute a procedure for releasing the estab 
lished PDU session , based on the change of the CloT 5GS 
optimization to be used to the user plane CIOT 5GS opti 
mization . Further , the UE may change the established PDU 
session to a PDU session in which the user plane CIOT 5GS 
optimization can be used or may execute a procedure for 
changing the established PDU session to a PDU session in 
which the user plane CIOT 5GS optimization can be used , 
based on the change of the CIOT 5GS optimization to be 
used to the user plane CIOT 5GS optimization . It is noted 
that the established PDU session may be a PDU session in 
which the control plane CIOT 5GS optimization can be used . 
[ 0437 ] Further , the UE may execute a PDU session estab 
lishment procedure after the CIOT 5GS optimization to be 
used is changed to the user plane CIOT 5GS optimization to 
establish a PDU session in which the user plane CIOT 5GS 
optimization can be used . 
[ 0438 ] Further , in a case where the core network updates 
the information of restriction on the use of an enhanced 
coverage which is stored in the UE in the UE configuration 
update procedure , the core network may transmit the con 
figuration update command message including the 66th 
identification information to the UE . 
[ 0439 ] Further , in a case where the core network changes 
whether or not the use of the enhanced coverage is restricted 
in the UE configuration update procedure , the core network 
may transmit the configuration update command message 
including the 66th identification information to the UE . 

[ 0440 ] Further , in a case where the core network changes 
whether or not the use of the enhanced coverage is restricted 
due to the UE initiating the registration procedure after the 
UE configuration update procedure is completed , the core 
network may transmit the configuration update command 
message including the 69th identification information 
together with the 66th identification information to the UE . 
[ 0441 ] Further , in a case where the UE has received the 
66th identification information in the UE configuration 
update procedure , the UE may update the information of 
restriction on the use of an enhanced coverage which is 
stored in the UE . 
[ 0442 ] Further , in a case where an enhanced coverage is 
restricted and the UE has received the 66th identification 
information and has not received the 69th identification 
information in the UE configuration update procedure , the 
UE may transition to a state where an enhanced coverage is 
not restricted . 
[ 0443 ] Further , in a case where an enhanced coverage is 
restricted and the UE has received the 69th identification 
information together with the 66th identification information 
in the UE configuration update procedure , the UE may 
initiate the registration procedure in order to change whether 
or not the use of an enhanced coverage is restricted after the 
UE configuration update procedure is completed . In this 
case , the UE may transmit the registration request message 
including the information received and / or updated in the UE 
configuration update procedure . Further , the UE may tran 
sition to a state where an enhanced coverage is not restricted , 
based on the execution of the registration procedure . 
[ 0444 ] Further , the UE may initiate the use of an enhanced 
coverage based on the transition to a state where an 
enhanced coverage is not restricted . Further , the UE may 
communicate with the network in a new coverage after 
transitioning to a state where an enhanced coverage is not 
restricted . 
[ 0445 ] Further , in a case where an enhanced coverage is 
not restricted and the UE has received the 66th identification 
information and has not received the 69th identification 
information in the UE configuration update procedure , the 
UE may transition to a state where an enhanced coverage is 
restricted , based on the update of the information of restric 
tion on the use of an enhanced coverage . 
[ 0446 ] Further , in a case where an enhanced coverage is 
not restricted and the UE has received the 69th identification 
information together with the 66th identification information 
in the UE configuration update procedure , the UE may 
initiate the registration procedure in order to change whether 
or not the use of an enhanced coverage is restricted after the 
UE configuration update procedure is completed . In this 
case , the UE may transmit the registration request message 
including the information received and / or updated in the UE 
configuration update procedure . Further , the UE may tran 
sition to a state where an enhanced coverage is restricted 
based on the execution of the registration procedure . 
[ 0447 ] Further , the UE may stop the use of an enhanced 
coverage based on the transition to a state where an 
enhanced coverage is restricted . Further , the UE may com 
municate with the network in a new coverage after transi 
tioning to a state where an enhanced coverage is restricted . 
Further , the UE may search for and select a coverage again 
after transitioning to a state where an enhanced coverage is 
restricted . 
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[ 0448 ] According to the above description , each of the 
apparatuses can achieve the object of the present procedure 
by executing the present procedure . In other words , the core 
network may be able to initiatively achieve the object of the 
present procedure by executing the present procedure . Fur 
ther , the core network may be able to achieve the object of 
the present procedure without the need for a trigger of the 
UE by executing the present procedure . Further , each of the 
apparatuses may be able to achieve the object of the present 
procedure without executing a de - registration procedure by 
executing the present procedure . It is noted that the trigger 
of the UE may be a request message transmitted from the UE 
to the core network . For example , the request message 
transmitted from the UE to the core network may be a 
registration request message or a service request message . 
[ 0449 ] Here , the object of the present procedure may be to 
update the support information of the CloT 5GS optimiza 
tion and / or the priority information of the CloT 5GS opti 
mization stored in the UE , and may be to change the CIOT 
5GS optimization to be used . Further , the object of the 
present procedure may be to update the information of 
restriction on the use of an enhanced coverage stored in the 
UE , or may be to change restriction on the use of an 
enhanced coverage . 
[ 0450 ] It is noted that the registration procedure described 
above is the registration procedure described in the chapter 
of 3.2.1 . Further , the PDU session establishment procedure 
described above is the PDU session establishment procedure 
described in the chapter of 3.2.2 . Further , the UE configu 
ration update procedure described above is the UE configu 
ration update procedure described in the chapter of 3.2.3 . 
[ 0451 ] 4.2 . Second Procedure 
[ 0452 ] Next , the second procedure will be described using 
the drawings . In the second procedure , the UE performs a 
registration procedure . Next , the UE establishes a PDU 
session by performing a PDU session establishment proce 
dure and transitions to a state where the UE can communi 
cate with the DN using the PDU session . The present 
procedure is completed through the above - described pro 
cessing 
[ 0453 ] Further , in the present procedure , each of the 
apparatuses may exchange support information of the CIOT 
5GS optimization and / or priority information of the CIOT 
5GS optimization between the UE and the network in the 
registration procedure , or may negotiate the CloT 5GS 
optimization to be used . 
[ 0454 ] Further , in the present procedure , each of the 
apparatuses may exchange support information for perform 
ing QoS processing between the UE and the network in the 
registration procedure . Further , each of the apparatuses may 
establish a PDU session in which the execution of the QoS 
processing is supported between the UE and the network , 
based on the information exchanged in the registration 
procedure in the PDU session establishment procedure . It is 
noted that the support information for performing the QoS 
processing may be support information of multiple user 
plane radio bearers or may be support information of the 
establishment of a dedicated bearer . Further , in the present 
procedure , the above - described matters may be imple 
mented by a first technique or a second technique . 
[ 0455 ] First , in the first technique , in a case where the UE 
supports QoS processing in NB - IoT , the UE may transmit 
the registration request message including the ninth identi 
fication information to the core network in the registration 

procedure . Further , in a case where the core network sup 
ports the QoS processing in the NB - IoT , the core network 
may transmit the registration request message including the 
29th identification information to the UE in the registration 
procedure . 
[ 0456 ] It is noted that , in the case of the first technique , 
each of the apparatuses may transmit and / or receive the 
ninth identification information and / or the 29th identifica 
tion information to recognize that the QoS processing is 
possible also in the NB - IoT in addition to recognizing that 
a procedure of switching from a CP to a UP is possible , 
recognize that a plurality of user plane radio bearers can be 
established , or recognize that a plurality of QoS flows can be 
established in a single PDU session . 
[ 0457 ] Further , in the case of the first technique , each of 
the apparatuses may identify whether a procedure of switch 
ing from a CP to a UP is possible or QoS processing is 
possible according to the type of CIOT 5GS optimization to 
be used . For example , in a case where the control plane CIOT 
5GS optimization is used , it may be recognized that a 
procedure of switching from a CP to a UP is possible . 
Further , each of the apparatuses may recognize that QoS 
processing is possible in a case where the user plane CIOT 
5GS optimization is used . 
[ 0458 ] In contrast , each of the apparatuses may identify 
whether a procedure of switching from a CP to a UP is 
possible or QoS processing is possible , based on other 
information transmitted and / or received together with the 
ninth identification information and / or the 29th identifica 
tion information . It is noted that the above - described other 
information may be information indicating that any one of 
the procedures of switching from a CP to a UP or the QoS 
processing can be performed , or may be information indi 
cating that both can be performed . 
[ 0459 ] Next , in the second technique , in a case where the 
UE supports QoS processing in the NB - IoT , the UE may 
transmit the registration request message including the tenth 
identification information to the core network in the regis 
tration procedure , separate from the ninth identification 
information . Further , in a case where the core network 
supports QoS processing in the NB - IoT , the core network 
may transmit the registration request message including the 
30th identification information in the registration procedure , 
separate from the 29th identification information . 
[ 0460 ] It is noted that , in the case of the second technique , 
each of the apparatuses may transmit and / or receive the 
tenth identification information and / or the 30th identifica 
tion information to recognize that QoS processing is pos 
sible also in the NB - IoT , recognize that a plurality of user 
plane radio bearers can be established , or recognize that a 
plurality of QoS flows can be established in a single PDU 
session . 
[ 0461 ] It is noted that the procedure of switching from a 
CP to a UP may be a procedure in which a user plane radio 
bearer is established for a single or a plurality of PDU 
sessions in a state where the control plane CloT 5GS 
optimization is used . Further , the procedure of switching 
from a CP to a UP may be a procedure implemented by the 
UE transmitting a service request message to the core 
network and the core network , having received the service 
request message , initiatively establishing a user plane radio 
bearer . It is noted that the service request message may be 
a NAS message transmitted and / or received between the UE 
and the core network . Further , the service request message 
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transmit the PDU session establishment request message 
including the 43rd identification information indicating the 
SSC mode 1 to the core network in a PDU session estab 
lishment procedure . Further , the core network may transmit 
a PDU session establishment accept message including the 
53rd identification information indicating the SSC mode 1 to 
the UE , based on the reception of the PDU session estab 
lishment request message . It is noted that , in the case of the 
first technique , each of the apparatuses may recognize that 
an SSC mode associated with a PDU session to be estab 
lished is the SSC mode 1 , or may establish the PDU session 
associated with the SSC mode 1 . 

[ 0477 ] Next , in the second technique , in a case where the 
UE uses control plane CloT 5GS optimization , the UE may 
transmit the PDU session establishment request message 
including a 43rd identification information indicating any 
SSC mode to the core network , or may transmit a PDU 
session establishment request message not including the 
43rd identification information to the core network . Further , 
in a case where the core network has received the 43rd 
identification information , the core network may disregard 
the received 43rd identification information . Further , the 
core network may not newly select an SSC mode associated 
with a PDU session based on the reception of the PDU 
session establishment request message . Further , the core 
network may transmit a PDU session establishment accept 
message not including the 53rd identification information to 
the UE or may transmit a PDU session establishment accept 
message including the 53rd identification information indi 
cating any SSC mode to the UE , based on the reception of 
the PDU session establishment request message . It is noted 
that , in the case of the second technique , each of the 
apparatuses may disregard the 53rd identification informa 
tion transmitted and / or received . Further , in the case of the second technique , each of the apparatuses may recognize 
that an SSC mode associated with a PDU session to be 
established is an SSC mode set in advance , or may establish 
the PDU session associated with the SSC mode set in 
advance . It is noted that the SSC mode set in advance may 
be an SSC mode previously determined between the UE and 
the network . For example , the SSC mode set in advance may 
be the SSC mode 1 . 

[ 0478 ] Next , in the third technique , in a case where the UE 
uses control plane CIOT 5GS optimization , the UE may 
transmit a PDU session establishment request message 
including the 43rd identification information indicating any 
SSC mode to the core network or may transmit a PDU 
session establishment request message not including the 
43rd identification information to the core network . Further , 
in a case where the core network has received the 43rd 
identification information , the core network may disregard 
the received 43rd identification information . Further , the 
core network may not select an SSC mode associated with 
a PDU session based on the reception of the PDU session 
establishment request message . Further , the core network 
may transmit a PDU session establishment accept message 
including the 53rd identification information indicating any 
SSC mode to the UE , based on the reception of the PDU 
session establishment request message . It is noted that , in the 
case of the third technique , each of the apparatuses may 
recognize that an SSC mode is not associated with a PDU 
session to be established , may disregard the 53rd identifi 

cation information transmitted and / or received , or may 
delete an SSC mode from the context of a PDU session to 
be established . 
[ 0479 ] Next , in the fourth technique , also in a case where 
the UE uses the control plane CIOT 5GS optimization , the 
UE may transmit the PDU session establishment request 
message including the 43rd identification information indi 
cating an appropriate SSC mode to the core network . Fur 
ther , the core network may determine whether the SSC mode 
indicated by the 43rd identification information is valid and 
then transmit the PDU session establishment accept message 
including the 53rd identification information indicating the 
same SSC mode as that of the 43rd identification informa 
tion to the UE . It is noted that , in the fourth technique , each 
of the apparatuses may recognize that an SSC mode asso 
ciated with a PDU session to be established is the SSC mode 
indicated by the 53rd identification information , or may 
establish the PDU session associated with the SSC mode 
indicated by the 53rd identification information . 
[ 0480 ] Further , in a case where the UE establishes the 
PDU session of the SSC mode 1 , the UE may continuously 
maintain the PDU session also in movement across a TA . 
Further , in a case where the UE establishes the PDU session 
of the SSC mode 2 and switches an anchor of the PDU 
session , the UE may cut off the PDU session and then 
establish a new PDU session to implement service continu 
ity . Further , in a case where the UE establishes the PDU 
session of the SSC mode 3 and switches an anchor of the 
PDU session , the UE may establish a new PDU session 
before cutting off the PDU session to implement service 
continuity . Further , in a case where the UE establishes a 
PDU session which is not associated with an SSC mode , the 
UE may release the PDU session in movement across a TA . 
Further , in a case where the UE establishes a PDU session 
which is not associated with an SSC mode , the UE may 
continuously maintain the PDU session . 
[ 0481 ] It is noted that , in a case where the core network 
determines that the SSC mode indicated by the 43rd iden 
tification information is not valid in a situation where the 
control plane CloT 5GS optimization is used in a case of 
determining whether or not the SSC mode indicated by the 
43rd identification information is valid , the core network 
may transmit a PDU session reject message including a 
reason value ( not supported SSC mode ) indicating not being 
supported to the UE . In this case , the UE may initiate a 
registration procedure in order to stop the use of the control 
plane CIOT 5GS optimization after receiving the PDU 
session reject message . In addition , the UE may transmit a 
PDU session establishment request message including the 
43rd identification information indicating an SSC mode 
other than the SSC mode previously transmitted to the core 
network after receiving the PDU session reject message . 
[ 0482 ] According to the above description , each of the 
apparatuses can achieve the object of the present procedure 
by executing the present procedure . Here , the object of the 
present procedure may be to select an SSC mode associated 
with a PDU session in a case where the control plane CIOT 
5GS optimization is used . 
[ 0483 ] Specifically , the UE may execute the present pro 
cedure using the first technique to recognize that an SSC 
mode of a PDU session to be established is the SSC mode 
1 or establish the PDU session associated with the SSC 
mode 1. In addition , the UE may execute the present 
procedure using the second technique to recognize that an 
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SSC mode of a PDU session to be established is an SSC 
mode set in advance or establish the PDU session associated 
with the SSC mode set in advance . In addition , the UE may 
execute the present procedure using the third technique to 
establish a PDU session which is not associated with an SSC 
mode . In addition , the UE may execute the present proce 
dure using the fourth technique to recognize an SSC mode 
of a PDU session to be established or establish the PDU 
session associated with the SSC mode 1 , the SSC mode 2 , 
or the SSC mode 3 . 
[ 0484 ] It is noted that the registration procedure described 
above is the registration procedure described in the chapter 
of 3.2.1 . Further , the PDU session establishment procedure 
described above is the PDU session establishment procedure 
described in the chapter of 3.2.2 . 
[ 0485 ] 4.4 . Fourth Procedure 
[ 0486 ] Next , the fourth procedure will be described using 
the drawings . In the fourth procedure , the UE performs a 
registration procedure . Next , the UE performs a PDU ses 
sion establishment procedure to establish a PDU session and 
transition to a state where communication using the PDU 
session can be performed between the UE and the DN . Next , 
the UE updates configuration information of the UE through 
a UE configuration update procedure initiated by the core 
network . It is noted that the UE may initiate the registration 
procedure again after the UE configuration update procedure 
is completed . Further , each of the apparatuses may change a 
function being used in the UE configuration update proce 
dure . The present procedure is completed through the above 
described processing . 
[ 0487 ] Further , in the present procedure , each of the 
apparatuses may exchange LADN information between the 
UE and the network in the registration procedure . Further , 
each of the apparatuses may establish a PDU session for an 
LADN between the UE and the network , based on the 
information exchanged in the registration procedure in the 
PDU session establishment procedure . 
[ 0488 ] Further , each of the apparatuses may update LADN 
information stored in the UE or change the state of a PDU 
session for the LADN in the UE configuration update 
procedure . It is noted that the change of the state of the PDU 
session for the LADN may be performed in the registration 
procedure executed after the UE configuration update pro 
cedure is completed . Further , whether the change of the state 
of the PDU session for the LADN is performed in the UE 
configuration update procedure or performed in the regis 
tration procedure executed after the UE configuration update 
procedure is completed may be determined according to the 
transmission and / or reception of the 69th identification 
information . For example , in a case where information 
indicating an area in which connection to the LADN 
included in the LADN information can be performed is 
updated , the core network may transmit a configuration 
update command message including the 69th identification 
information to the UE . Specifically , in a case where a TA is 
not included in the area in which connection to the LADN 
can be performed due to the UE being currently positioned 
based on the update of the LADN information , the core 
network may transmit the configuration update command 
message including the 69th identification information to the 
UE . It is noted that the conditions for including the 69th 
identification information in the configuration update com 
mand message may not be limited thereto . 

[ 0489 ] In detail , in a case where the core network updates 
the LADN information stored in the UE in the UE configu 
ration update procedure , the core network may transmit the 
68th identification information included in the configuration 
update command message to the UE . 
[ 0490 ] Further , in a case where the core network changes 
the state of the PDU session for the LADN in the UE 
configuration update procedure , the core network may trans 
mit the configuration update command message including 
the 68th identification information to the UE . 
[ 0491 ] Further , in a case where the core network changes 
the state of the PDU session for the LADN by the UE 
initiating the registration procedure after the UE configura 
tion update procedure is completed , the core network may 
transmit the configuration update command message includ 
ing the 69th identification information together with the 68th 
identification information to the UE . 
[ 0492 ] Further , in a case where the UE has received the 
68th identification information in the UE configuration 
update procedure , the UE may update the LADN informa 
tion . 
[ 0493 ] Further , in a case where the UE has established the 
PDU session for the LADN and the UE has received the 68th 
identification information and has not received the 69th 
identification information in the UE configuration update 
procedure , the UE may change the state of the PDU session 
for the LADN based on the update of the LADN informa 
tion . 
[ 0494 ] Further , in a case where the UE has established the 
PDU session for the LADN and has received the 69th 
identification information together with the 68th identifica 
tion information in the UE configuration update procedure , 
the UE may initiate the registration procedure in order to 
change the state of the PDU session for the LADN after the 
UE configuration update procedure is completed . In this 
case , the UE may transmit a registration request message 
including the information received and / or updated in the UE configuration update procedure . Further , the UE may change 
the state of the PDU session for the LADN based on the 
execution of the registration procedure . 
[ 0495 ] Further , in a case where the UE has established the 
PDU session for the LADN and a TA is not included in the 
area in which connection to the LADN can be performed due 
to the UE being currently positioned in association with the 
update of the LADN information , the UE may initiate the 
registration procedure in order to change the state of the 
PDU session for the LADN after the UE configuration 
update procedure is completed . 
[ 0496 ] In this case , the UE may transmit the registration 
request message including the information received and / or 
updated in the UE configuration update procedure . Further , 
the UE may transmit the registration request message to the 
core network in order to synchronize the state of the PDU 
session with the network , or may initiate the registration 
procedure by transmitting the registration request message . 
Further , the UE may transmit the registration request mes 
sage including the information indicating the state of the 
established PDU session . Further , the information indicating 
the state of the PDU session which includes the information 
indicating the state of the PDU session for the LADN may 
be transmitted . Further , the UE may synchronize the state of 
the PDU session with the core network or may change the 
state of the PDU session for the LADN based on the 
execution of the registration procedure . 
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[ 0497 ] It is noted that the change of the state of the PDU 
session for the LADN may mean that each of the apparatuses 
releases the PDU session for the LADN or may mean that 
user plane resources of the PDU session for the LADN are 
invalidated . In this case , the UE may release the PDU 
session for the LADN by executing a network - initiated PDU 
session release procedure . Further , the UE may recognize 
that the user plane resources of the PDU session are invali 
dated based on a notification received from a lower layer , or 
may invalidate the user plane resources of the PDU session . 
It is noted that the change of the state of the PDU session for 
the LADN may be performed based on the synchronization 
of the state of the PDU session between the UE and the core 
network or may be performed after the state of the PDU 
session is synchronized . 
[ 0498 ] Further , a PDU session establishment procedure 
for the UE , which is a procedure to establish the PDU 
session for the LADN , may be prohibited from being 
initiated after the LADN information is updated . Further , a 
PDU session modification procedure for the UE to change 
the PDU session for the LADN may be prohibited from 
being initiated . 
[ 0499 ] According to the above description , each of the 
apparatuses can achieve the object of the present procedure 
by executing the present procedure . In other words , the core 
network may be able to initiatively achieve the object of the 
present procedure by executing the present procedure . Fur 
ther , the core network may be able to achieve the object of 
the present procedure without the need for a trigger of the 
UE by executing the present procedure . Further , each of the 
apparatuses may be able to achieve the object of the present 
procedure without executing a de - registration procedure by 
executing the present procedure . It is noted that the trigger 
of the UE may be a request message transmitted from the UE 
to the core network . For example , the request message 
transmitted from the UE to the core network may be a 
registration request message or a service request message . 
[ 0500 ] Here , the object of the present procedure may be to 
update the LADN information stored in the UE or may be to 
change the state of the PDU session for the LADN . 
[ 0501 ] It is noted that the registration procedure described 
above is the registration procedure described in the chapter 
of 3.2.1 . Further , the PDU session establishment procedure 
described above is the PDU session establishment procedure 
described in the chapter of 3.2.2 . Further , the UE configu 
ration update procedure described above is the UE configu 
ration update procedure described in the chapter of 3.2.3 . 

on the recording medium . It is assumed that the " computer 
system ” refers to a computer system built into the apparatus , 
and the computer system includes an operating system and 
hardware components such as a peripheral device . Further , 
the " computer - readable recording medium " may be any of a 
semiconductor recording medium , an optical recording 
medium , a magnetic recording medium , a medium dynami 
cally retaining the program for a short period of time , or any 
of other computer - readable recording media . 
[ 0504 ] Further , each functional block or various charac 
teristics of the apparatuses used in the above - described 
implementations may be implemented or executed on an 
electric circuit , for example , an integrated circuit or a 
plurality of integrated circuits . An electric circuit designed 
to execute the functions described in the present specifica 
tion may include a general - purpose processor , a digital 
signal processor ( DSP ) , an application specific integrated 
circuit ( ASIC ) , a field programmable gate array ( FPGA ) , or 
other programmable logic devices , discrete gates or transis 
tor logic , discrete hardware components , or a combination 
thereof . The general - purpose processor may be a micropro 
cessor , or may be a processor of a known type , a controller , 
a micro - controller , or a state machine . The above - described 
electric circuit may be constituted by a digital circuit , or may 
be constituted by an analog circuit . Further , in a case where 
circuit integration technology that replaces the present inte 
grated circuits appears with advances in semiconductor 
technology , one or a plurality of aspects of the present 
disclosure are also possible to use a new integrated circuit 
based on the technology . 
[ 0505 ] It is noted that the present disclosure is not limited 
to the above - described implementations . In the implemen 
tations , apparatuses have been described as an example , but 
the present disclosure is not limited to these apparatuses , and 
is applicable to a terminal apparatus or a communication 
apparatus of a fixed - type or a stationary - type electronic 
apparatus installed indoors or outdoors , for example , an AV 
apparatus , a kitchen apparatus , a cleaning or washing 
machine , an air - conditioning apparatus , office equipment , a 
vending machine , and other household apparatuses . 
[ 0506 ] The implementations of the present disclosure have 
been described in detail above referring to the drawings , but 
the specific configuration is not limited to the implementa 
tions and includes , for example , an amendment to a design 
that falls within the scope that does not depart from the gist 
of the present disclosure . Various modifications are possible 
within the scope of the present disclosure defined by claims , 
and implementations that are made by suitably combining 
technical means disclosed according to the different imple 
mentations are also included in the technical scope of the 
present disclosure . Further , a configuration in which con 
stituent elements , described in the respective implementa 
tions and having mutually the same effects , are substituted 
for one another is also included in the technical scope of the 
present disclosure . 

5. Modified Examples 

REFERENCE SIGNS LIST 

[ 0502 ] A program operated in an apparatus according to 
the present disclosure may be a program that controls a 
central processing unit ( CPU ) and the like to cause a 
computer to operate in such a manner as to implement the 
functions of the above - described implementations according 
to the present disclosure . Programs or information handled 
by the programs are temporarily stored in a volatile memory 

random access memory ( RAM ) , a non - volatile 
memory such as a flash memory , a hard disk drive ( HDD ) , 
or another storage apparatus system . 
[ 0503 ] It is noted that a program for implementing such 
functions of the implementations according to the present 
disclosure may be recorded on a computer - readable record 
ing medium . The functions may be implemented by causing 
a computer system to read and execute the program recorded 

such as 
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[ 0508 ] 5 PDN_A 
[ 0509 ) 6 PDN_A 
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[ 0527 ] 190 Core network_B 
What is claimed is : 
1. A user equipment ( UE ) comprising : 
a controller ; 
a transmission and / or reception unit ; and 
a storage unit , wherein : 
in a state where the storage unit has stored first local area 

data network ( LADN ) information , and further the 
controller has established a protocol data unit ( PDU ) 
session for LADN based on the first LADN informa 
tion , 

the transmission and / or reception unit receives , from a 
core network , a configuration update command mes 
sage including information A and information B , and 

the controller 
invalidates the first LADN information stored in the 

storage unit , 
stores the information A in the storage unit , 
validates the information A stored in the storage unit , and 
initiates a registration procedure , 
in the registration procedure , 
the transmission and / or reception unit transmits a regis 

tration request message including information C to the 
core network , and 

the controller 
establishes , with the core network , synchronization of 
PDU session state including the PDU session , and 

releases the PDU session , based on the synchronization of 
the PDU session state , 

the information A is second LADN information , 
the information B is information indicating a request to 

perform the registration procedure , 
the information C is information indicating the PDU 

session state , and 
the first LADN information is information different from 

the second LADN information . 
2. The UE according to claim 1 , wherein : 
in the registration procedure performed before establish 
ment of the PDU session , 

the transmission and / or reception unit receives a first 
registration accept message including information D 
from the core network , the information D being the first 
LADN information , and 

the controller stores the information D in the storage unit . 
3. A control apparatus comprising : 
a controller : 

a transmission and / or reception unit ; and 
a storage unit , wherein : 
in a state where a user equipment ( UE ) has stored first 

local area data network ( LADN ) information and has 

further established a protocol data unit ( PDU ) ses 
sion for LADN based on the first LADN informa 
tion , 

the transmission and / or reception unit 
transmits , to the UE , a configuration update command 

message including information A and information B 
and 

receives a registration request message including infor 
mation C from the UE , and 

the controller 
establishes synchronization of PDU session state 

including the PDU session , based on reception of the 
registration request message , and 

releases the PDU session , based on the synchronization 
of the PDU session state , 

the information A is second LADN information , 
the information B is information indicating a request to 

perform a registration procedure , 
the information C is information indicating the PDU 

session state , and 
the first LADN information is information different 

from the second LADN information . 
4. A communication control method for a user equipment 

( UE ) , the communication control method comprising : 
storing first local area data network ( LADN ) information ; 
establishing a protocol data unit ( PDU ) session for LADN 

based on the first LADN information ; 
receiving , from a core network , a configuration update 
command message including information A and infor 
mation B ; 

invalidating the first LADN stored ; 
storing the information A ; 
validating the information B stored in the storing ; 
initiating a registration procedure ; and 
in the registration procedure 
transmitting a registration request message including 

information C to the core network , 
establishing , with the core network , synchronization of 
PDU session state including the PDU session , and 

releasing the PDU session , based on the synchronization 
of the PDU session state , wherein 

the information A is second LADN information , 
the information B is information indicating a request to 

perform the registration procedure , 
the information C is information indicating the PDU 

session state , and 
the first LADN information is information different from 

the second LADN information . 
5. The communication control method according to claim 

4 , further comprising : 
in a registration procedure performed before establish 

ment of the PDU session , 
receiving a first registration accept message including 

information D from the core network , the information 
D being the first LADN information , and 

storing the information D. 
6. A communication control method for a control appa 

ratus , the communication control method comprising : 
transmitting , to a user equipment ( UE ) , first local area 

data network ( LADN ) information ; 
establishing a PDU session for LADN based on the first 
LADN information ; 

transmitting , to the UE , a configuration update command 
message including information A and information B ; 
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receiving , from the UE , a registration request message 
including information C ; 

establishing synchronization of PDU session state includ 
ing the PDU session , based on reception of the regis 
tration request message ; and 

releasing the PDU session , based on the synchronization 
of the PDU session state , wherein 

the information A is second LADN information , 
the information B is information indicating a request to 

perform a registration procedure , 
the information C is information indicating the PDU 

session state , and 
the first LADN information is information different from 

the second LADN information . 


