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NETWORK-BASED USER IDENTIFICATION

CROSS-REFERENCE TO RELATED
APPLICATIONS

[0001] This application is a continuation of Ser. No.
15/478,444 entitled “Network-Based User Identification”,
filed Apr. 4, 2017 which is related to U.S. patent application
Ser. No. 14/813,703 entitled “Detection Of A Mobile Device
To Identify User Preferences And Provide Customized
Functionality Or Content”, filed Dec. 3, 2015, which is a
continuation in part of U.S. patent application Ser. No.
14/813,703 entitled “Detection Of A Smart Phone To Enable
Content”, filed Jul. 30, 2015; patent application Ser. No.
13/778,068, entitled “Method and Apparatus for Sharing
Content”, filed Feb. 26, 2013; U.S. patent application Ser.
No. 14/966,576, entitled “User Identification Based On The
Motion Of A Device”, filed Dec. 11, 2015; patent application
Ser. No. 15/478,448, entitled “Interaction-Based User Iden-
tification”, filed Apr. 4, 2017, and patent application Ser. No.
15/478,413, entitled ““Time and Content Restrictions Based
on User-Identification”, filed Apr. 4, 2017, all of which are
hereby expressly incorporated herein by reference in their
entireties.

BACKGROUND

Field

[0002] This disclosure is generally directed to network-
based user identification.

Background

[0003] In today’s world, on-demand availability of con-
tent—such as movies, TV shows and music, to name just a
few examples—is commonplace. But the electronic and
computerized storage and delivery of content offers the
potential for far more than just the availability and vanilla
playback of content. For example, through innovative use of
technology, it is possible to generate content recommenda-
tions that are tailored for individual users, as well as to
customize the viewing experience to each user’s personal
preferences. However, to generate useful recommendations
and customized the viewing experience for users, it would
be helpful to be able to accurately identify the user who is
viewing or otherwise consuming the content at any given
moment.

SUMMARY

[0004] Provided herein are system, apparatus, article of
manufacture, method and/or computer program product
embodiments, and/or combinations and sub-combinations
thereof, for using technology in innovative ways to provide
enhanced media streaming functionality, including auto-
matic, accurate user identification.

[0005] An embodiment is directed to system, apparatus,
article of manufacture, method and/or computer program
product embodiments, and/or combinations and sub-combi-
nations thereof, for network-based user identification. In a
non-limiting embodiment, an apparatus, such as a streaming
media device, may transmit a discovery signal over a
network. The streaming media device may receive a
response to the discovery signal from a mobile device
operating on the network. The mobile device may be asso-
ciated with a user of the streaming media device. Based on
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the response, it may be determined that the user is within a
threshold vicinity of the streaming media device. One or
more user settings corresponding to the user may be deter-
mined. The streaming media device or another device may
be configured based on the one more user settings.

[0006] An additional embodiment is directed to system,
apparatus, article of manufacture, method and/or computer
program product embodiments, and/or combinations and
sub-combinations thereof, for interaction-based user identi-
fication. In a non-limiting embodiment, an apparatus
receives an interaction between a user and a mobile device.
The mobile device can communicate with a streaming media
device. Based on the interaction, an identity of the user is
determined. User settings corresponding to the identity for
the streaming media device are determined. The streaming
media device is configured based on the user settings.
[0007] An additional embodiment is directed to system,
apparatus, article of manufacture, method and/or computer
program product embodiments, and/or combinations and
sub-combinations thereof, for enforcing time limit and/or
content restrictions against a user identified as using a media
device. In a non-limiting embodiment, an apparatus may
automatically identify a user who is using a media device
using a network-oriented method of user discovery and/or an
interaction oriented method of user discovery. The apparatus
may access preferences associated with the identified user.
The preferences may include time limit restrictions and/or
content restrictions. The apparatus may enforce the time
limit restrictions and/or content restrictions against the iden-
tified user when using the media device. In an embodiment,
the network-oriented method of user discovery may be
based on Bluetooth, WIFL, address resolution protocol,
and/or geolocation. In an embodiment, the interaction or
user-action oriented method of user discovery may be based
on voice command, biometric information and/or capacitive
sensing.

BRIEF DESCRIPTION OF THE FIGURES

[0008] The accompanying drawings are incorporated
herein and form a part of the specification.

[0009] FIG. 1 illustrates a block diagram of a multimedia
environment that includes one or more media systems and
one or more content servers, according to some embodi-
ments.

[0010] FIG. 2 illustrates a block diagram of a media
device, according to some embodiments.

[0011] FIG. 3 is a block diagram of a network-based user
identification system, according to some embodiments.
[0012] FIG. 4 is a flowchart illustrating a process for
network-based user identification, according to some
embodiments.

[0013] FIG. 5 is a block diagram of an interaction-based
user identification system, according to some embodiments.
[0014] FIG. 6 is a flowchart illustrating a process for
interaction-based user identification, according to some
embodiments.

[0015] FIG. 7 is a flowchart illustrating another process
for interaction-based user identification, according to some
embodiments.

[0016] FIG. 8 illustrates a storage module that stores
information relating to user accounts, wherein the user
account information specifies time limits and content restric-
tions applicable to users associated with the user accounts,
according to some embodiments.
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[0017] FIG. 9 is a flowchart for enforcing time limits and
content restrictions for a user identified as using a media
device, according to some embodiments.

[0018] FIG. 10 is a more detailed flowchart for enforcing
time limits and content restrictions for a user identified as
using a media streaming media device, according to sonic
embodiments.

[0019] FIG. 11 illustrates an example: computer system
useful for implementing various embodiments.

[0020] In the drawings, like reference numbers generally
indicate identical or similar elements. Additionally, gener-
ally, the left-most digit(s) of a reference number identifies
the drawing in which the reference number first appears.

DETAILED DESCRIPTION

[0021] FIG. 1 illustrates a block diagram of a multimedia
environment 102, according to some embodiments. In a
non-limiting example, multimedia environment 102 is
directed to streaming media.

[0022] The multimedia environment 102 may include one
or more media systems 104 and one or more content servers
122 communicatively coupled to a network 120. In various
embodiments, the network 120 can include, without limita-
tion, wired and/or wireless intranet, extranet, Internet, cel-
Iular, Bluetooth and/or any other short range; long range,
local, regional, global communications network, as well as
any combination thereof.

[0023] Media system 104 may include a display device
106, media device 108, 302 and remote control 110. Display
device 106 may be a monitor, television, computer, smart
phone, tablet, and/or projector, to name just a few examples.
Media device 108 may be a streaming media device, DVD
device, audio/video playback device, cable box, and/or
digital video recording device, to name just a few examples.
In some embodiments, the media device 108 can be a part
of, integrated with, operatively coupled to, and/or connected
to display device 106. The media device 108 may be
configured to communicate with network 120.

[0024] A user 112 may interact with media system 104 via
remote control 110. Remote control 110 can be any com-
ponent, part, apparatus or method for controlling media
device 108 and/or display device 106, such as a remote
control, a tablet, laptop computer, smartphone, on-screen
controls, integrated control buttons, or any combination
thereof, to name just a few examples. In an embodiment,
different users 112 may have their own remote controls 110
(e.g., mobile phones) which may be used to identify which
user is interacting with the media system 104. Or, for
example, multiple users 112 may use or share a particular
remote control 110. Then, for example, the various embodi-
ments of user identification as described herein may be used
to identify different users 112.

[0025] Content servers 120 (also called content sources
120) may each include databases to store content 124 and
metadata 126. Content 124 may include any combination of
music, videos, movies, TV programs, multimedia, images,
still pictures, text, graphics, gaming applications, advertise-
ments, software, and/or any other content or data objects in
electronic form. In some embodiments, metadata 126 com-
prises data about content 124. For example, metadata 126
may include associated or ancillary information indicating
or related to writer, director, producer, composer, artist,
actor, summary, chapters, production, history, year, trailers,
alternate versions, related content, applications, and/or any
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other information pertaining or relating to the content 124.
Metadata 126 may also or alternatively include links to any
such information pertaining or relating to the content 124.
Metadata 126 may also or alternatively include one or more
indexes of content 124, such as but not limited to a trick
mode index.

[0026] FIG. 2 illustrates an example block diagram of the
media device 108, according to some embodiments, Media
device 108 may include a streaming module 202, processing
module 204, user interface module 206 and database 208.

[0027] Now referring to FIGS. 1 and 2, in some embodi-
ments, user 112 may use remote control 110 to interact with
the user interface module 206 of media device 108 to select
content, such as a movie, TV show, music, book, applica-
tion, game, etc. The streaming module 202 of media device
108 may request the selected content from content server(s)
122 over the network 120. Content server(s) 122 may
transmit the requested content to the streaming module 202.
Media device 108 may transmit the received content to
display device 106 for presentation to user 112. In streaming
embodiments, the streaming module 202 may transmit the
content to display device 106 in real time or near real time
as it receives such content from content server(s) 122. In
non-streaming embodiments, media device 108 may buffer
or store the content received from content server(s) 122 in
database 208 for later playback on display device 106.

[0028] Network-Oriented Embodiments of User Discov-
ery
[0029] FIG. 3 is a block diagram of a network-based user

identification system 300, according to some embodiments.
In FIG. 3, a streaming media device 302 may identify a user
304 associated with a mobile device 306 over a network 310.
In an embodiment, streaming media device 302 of FIG. 3
may correspond to or otherwise include features similar to
those described herein with respect to media device 108 of
FIG. 1. Similarly, in some embodiments, content provider
312 may correspond to content server 122, mobile device
306 may correspond to remote control 110, user 304 may
correspond to user 112, and/or network 310 may correspond
to network 120.

[0030] Streaming media device 302 may receive content
(such as content 124) from one or more content providers
312. Streaming media device 302 may make the content
available to one or more users 304 by displaying or other-
wise making available the content for consumption via one
more devices such as televisions, monitors, laptops, mobile
phones, tablets, or other audio or display device 106. How-
ever, different users 304 may have different viewing pref-
erences or settings with regard to which content they prefer
and/or how they prefer to consume the respective content.
These viewing preferences or settings may be tracked,
saved, or otherwise accessed by streaming media device 302
as user settings 314.

[0031] Insome embodiments, for streaming media device
302 to customize its content (such as the content it receives,
reads, buffers, recommends or provides to user 304) and/or
operation via user settings 314, streaming media device 302
identifies which user(s) 304 are using streaming media
device 302 and/or consuming the content.

[0032] In some embodiments, a user 304 may manually
log in and out of streaming media device 302 (including
signing in/out of different streaming content applications
operating thereon) to thereby identify himself to streaming
media device 302. During operation, user 304 may set
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particular settings or configure streaming media device 302
based on different user preferences, which may be saved as
user settings 314. Thereafter, streaming media device 302
may access the user settings 314 for that user 304 to
customize its content and operation for the user 314.
[0033] However, after a user 304 logs into streaming
media device 302, the user 304 may leave a geographic
vicinity of streaming media device 302 without notifying
(i.e., logging out) streaming media device 302 or the appli-
cations executing thereon. For example, a first user may
begin playing content via streaming media device 302, and
a second user may take over control of streaming media
device 302 after the first user leaves the room or geographic
vicinity of streaming media device 302. But, because the
streaming media device 302 continues to customize its
content and operation for the first user, the second user’s
viewing experience may not be as satisfying. Accordingly,
some embodiments of this disclosure operate to automati-
cally determine which user(s) 304 are within a geographic
vicinity of streaming media device 302, and to customize its
content and operation for those users 304 who are located
within a threshold distance of the streaming media device
302. Accordingly, in the provided example, when the first
user leaves and the second user enters the room, streaming
media device 302, content, and/or one more other devices
may be configured based on the user settings 314 for the
second user and/or other users detected in the room or within
a threshold vicinity 318 of the streaming media device 302.
[0034] In some embodiments, a network agent 316 may
identify which mobile device(s) 306 are within a threshold
vicinity 318 of streaming media device 302. Streaming
media device 302 may assume that the user(s) 304 associ-
ated with those identified mobile device(s) 306 are using the
streaming media device 302. Accordingly, the streaming
media device 302 may customize which content is provided
and/or how the content is presented for those user(s) 304
using the user setting(s) 314 respectively associated with the
user(s) 304. In an embodiment, network agent 316 may ping
the detected device(s) 306 to determine which devices user
settings 314 should be loaded.

[0035] In some embodiments, network agent 316 may
transmit a signal over a network 310 to detect which mobile
devices 306 are within the threshold vicinity 318. In an
embodiment, the signal may be a discovery signal 320.
Discovery signal 320 may be a signal transmit over network
310 to one or more device(s) communicatively coupled or
potentially communicatively coupled to network 310. Net-
work 310 may provide wired and/or wireless communicative
coupling between devices. In an embodiment, network 310
may be a local area, wide area, or other network. In another
embodiment, network 310 may include a. Bluetooth net-
work (or other short range communication coupling) that
allows two or more devices to communicate directly with
one another. Network agent 316 may be part of streaming
media device 302, or may be a standalone processor or
device that is communicatively coupled to streaming media
device 302.

[0036] Network agent 316 may receive a response 322 to
discovery signal 320 from mobile device 306 via network
310. In some embodiments, the mobile device 306 may be
within a vicinity or range of the streaming media device 302
to have received the discovery signal 320, or may be
communicatively connected to network 310. In an embodi-
ment, network agent 316 may determine which user(s) 304
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or user settings 314 are associated with a mobile device 306
based on a response table 323. For example, response 322
may include identifying information that may be used to
identify mobile device 306 and/or one or more user 304. For
example, mobile device 306 may return a device identifier
code. Network agent 316 may compare the received code
against the data of response table 323 to identify which user
304 is registered to the device with the received code and/or
what user settings 314 to load.

[0037] Based on response 322, network agent 316 may
determine which mobile device(s) 306 are within threshold
vicinity 318, and for which users 304, user settings 314
should be loaded. In an embodiment, if multiple mobile
devices 306 are detected within threshold vicinity 318, a
union, intersection, or other combination or delineation of
user settings 314 may be used for the multiple devices 306
(e.g., such as based on a relative priority of the users
304/mobile devices 306). Various example embodiments on
how a system may respond when multiple mobile devices
306 or users 304 are identified within threshold vicinity 318
are described in U.S. patent application Ser. No. 14/813,703
entitled “Detection Of A Mobile Device To Identify User
Preferences And Provide Customized Functionality Or Con-
tent,” referenced above, Or, for example, if no mobile
devices 306 are detected to be within threshold vicinity 318,
then a default or most-recently used set of user settings 314
may be used.

[0038] Discovery signal 320 and/or response 322 may
vary depending on the nature or type of network 310
communications being used. For example, in Bluetooth
communication, discovery signal 320 may be a Bluetooth
beacon (e.g., a hardware processor that can transmit or
broadcast its identifying information to electronic devices
within a particular range of transmission). In an embodi-
ment, response 322 may be a Bluetooth pairing request from
mobile device 306 or a signal indicating that mobile device
306 is within a pairing range (e.g., threshold vicinity 318) of
streaming media device 302.

[0039] In an embodiment, network agent 316 may be
configured to operate as an access point (e.g., WiFi access
point). When acting as an access point, the network agent
316 may provide one or more user devices 306 access to, for
example, the internet using a wireless network standard such
as IEEE 802.11. Additionally, in some embodiments, the
network agent 316 may operate as a node in, for example, an
ad hoc peer-to-peer network. When acting as a node in a
peer-to-peer network, one or more user devices 306 may
connect to the network agent using, for example, Bluetooth,
Bluetooth LE, or any suitable wireless connection. The
network agent 316 may, in these embodiments, maintain a
record of which mobile devices 306 (if any) are connected
to via the network agent 316 at any given time. Additionally,
in such embodiments, discovery signal 320 may be a record
that identifies which mobile device(s) 306 (if any) are
communicatively coupled to the access point of streaming
media device 302.

[0040] In an embodiment, network agent 316 may com-
municate with mobile devices 306 using an address resolu-
tion protocol (ARP). For example, in ARP, network agent
316 may determine a media access control (MAC) address
of a device registered with or that may have previously
interacted with streaming media device 302. Network agent
316 may transmit discovery signal 320 with the MAC
address of one or more devices. Then, for example, if the
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identified device 306 (e.g., with the corresponding MAC
address) is on or otherwise communicatively coupled to
network 310 and receives the signal 320, the mobile device
306 may return response 322 to network agent 316 via
network 310. In an embodiment, response 322 may include
or indicate an Internet protocol (IP) address of mobile device
306 on network 306. Then, for example, network agent 316
may not only determine mobile device 306 is within thresh-
old vicinity 318, but may also communicate directly with
mobile device 306 using the IP address.

[0041] In an embodiment, if no device responds to dis-
covery signal 320 (e.g., if no device 306 has or is associated
with the indicated MAC address), network agent 316 may
try another, different MAC address of another known device
306. In an embodiment, network agent 316 may discontinue
probing for mobile devices 306 as soon as one mobile device
306 responds. In another embodiment, network agent 316
may continue transmitting discovery signals 320 with all
known or a threshold or predetermined number of MAC
addresses to determine if multiple mobile devices 306 are
currently communicatively coupled to network 310 or are
otherwise within threshold vicinity 318.

[0042] In an embodiment, network agent 316 may deter-
mine the location or vicinity of mobile device 306 relative
to streaming media device 302 using geolocation signals. In
an embodiment, a geolocation signal may be a global
positioning system (GPS) signal. For example, network
agent 316 may determine GPS data for the position of
streaming media device 302 using any well known process
or technology, and may receive GPS data from one or more
mobile device 306 (e.g., in response 322) indicating a
location of the mobile device 306. Network agent 316 may
calculate a distance between the streaming media device 302
and the mobile device based on the differences in the GPS
data. The calculated distance can be used to determine
whether the location of mobile device is within a threshold
vicinity 318 of streaming media device 302.

[0043] In an embodiment, a geolocation signal may indi-
cate a location of mobile device 306, a location of mobile
device 306 relative to streaming media device 302, or a
location of mobile device 306 within a building or other
structure associated with streaming media device 302. For
example, network agent 316 may store data representing a
map of different global positioning points that delineate
different rooms of a house or building, including a location
of streaming media device 302 as being globally located
within one of the rooms. Then, for example, network agent
316 may compare a GPS received from mobile device 306
against the map to determine in which room mobile device
306 is located. If mobile device 306 is determined to be
located in the one or more rooms defined by threshold
vicinity 318, the corresponding user settings 314 may be
loaded.

[0044] In some embodiments, threshold vicinity 318 may
be an indication of whether or not mobile device 306 is
within a likely range of interaction with streaming media
device 302. In an embodiment, if a mobile device 306 is
determined to be within threshold vicinity 318 of the stream-
ing media device 302, then user settings 314 for a corre-
sponding, known, or likely user 304 of the detected mobile
device 306 may be accessed and used by streaming media
device 302 to customized its content and/or operation for
that user 304.
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[0045] For example, with regard to geolocation signals, if
the location of mobile device 306 is determined to be within
a particular distance (e.g., radius) of streaming media device
302, then the user 304 may be determined to be within the
threshold vicinity 318 and thus interacting with streaming
media device 302. Then, for example, user settings 314 of
the user 304 may be used to configure streaming media
device 302. In an embodiment, threshold vicinity 318 may
indicate a distance from the streaming media device 302, a
relative location (e.g., whether or not mobile device 306 and
streaming media device 302 are within the dwelling or same
room of a dwelling), or a strength of signal. For example, a
signal or connection (e.g., Bluetooth connection) between
streaming media device 302 and mobile device 306 having
a signal strength above a predefined threshold (as specified
by the threshold vicinity 318) may indicate the user 304
associated with the mobile device 306 is using the streaming
media device 302.

[0046] Based on the determination that a mobile device
306 is within threshold vicinity 318, streaming media device
302 may determine which user 304 is associated with the
device 306. For example, a user 304 of mobile device 302
may have previously registered with streaming media device
302 or one or more applications operating on or in commu-
nication with streaming media device 302 (e.g., including an
app on mobile device 306) identifying the user 304. Then,
for example, based on the identification of mobile device
306 to be within threshold vicinity 318, the corresponding
user 304 may be identified as a user who is currently using
streaming media device 302, and the corresponding user
settings 314 may be retrieved (e.g., from a memory, from a
database, from the cloud, from content provider 312, or from
mobile device 306). Or for example, mobile device 306
itself may have user settings 314 associated with it (e.g.,
based on a previous usage history by one or more users using
the device 306), which may not be specific to any particular
user 304.

[0047] In an embodiment, mobile device 306 may config-
ure itself differently when it is within threshold vicinity 318
of streaming media device 302, such that mobile device 306
is configured to operate or communicate with streaming
media device 302, including receiving or playing content
from streaming media device 302. For example, mobile
device 306 may automatically launch an app operating on
mobile device 306, such that the app enables mobile device
to communicate with streaming media device 302. Such
communications may include sending commands and
receiving content. Or, for example, mobile device 306 may
automatically mute a ringer, such that user 304 is not
interrupted by a phone call while watching or consuming
content via streaming media device 302.

[0048] User settings 314 may include any settings asso-
ciated with identifying content to be provided or recom-
mended to users 304, or how that content is to be delivered/
provided to users 304 (e.g., via streaming media device
302). In an embodiment, the identified user account infor-
mation may be provided to content providers 312 or appli-
cations operating on streaming media device 302 to adjust
which content is provided, made available, or otherwise
suggested to user 304. Or, for example, user settings 314
may indicate specific device preferences or settings such as
volume, brightness, hue, or other device settings. Streaming
media player 302 may then adjust its own settings or the
settings of one or more networked devices based on user
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settings 314. For example, streaming media device 302 may
command a stereo to lower its volume, or command a
monitor to enter theater mode.

[0049] FIG. 4 is a flowchart illustrating a process 400 for
network based user identification, according to some
embodiments. Method 400 can be performed by processing
logic that can comprise hardware (e.g., circuitry, dedicated
logic, programmable logic, microcode, etc.), software (e.g.,
instructions executing on a processing device), or a combi-
nation thereof. It is to be appreciated that not all steps may
be needed to perform the disclosure provided herein. Fur-
ther, some of the steps may be performed simultaneously, or
in a different order than shown in FIG. 4, as will be
understood by a person of ordinary skill in the art. Method
400 shall be described with reference to FIG. 3. However,
method 400 is not limited to that example embodiment.
[0050] In 410, a streaming media device transmits a signal
via a network. For example, network agent 316 may transmit
discovery signal 320 via network 310 to any mobile devices
306 that may be communicatively coupled to network 310.
Depending on the type of network connectivity, the charac-
teristics of discovery signal 320 may vary. For example, a
WiFi discovery signal 320 may be transmit in a first embodi-
ment, while a Bluetooth beacon signal may be transmit in a
second embodiment.

[0051] In 420, a response to the discovery signal is
received from a mobile device communicatively coupled to
the network. For example; network agent 316 may receive
a response from one or more mobile devices 306 indicating
that they received the discovery signal 320. In an embodi-
ment, response 322 may indicate a location of mobile device
306 (either an absolute location, or a location relative to
streaming media device 302). For example, response 322
may include GPS functionality such that it transmits a global
positioning signal (e.g., response 322) indicating a location
of mobile device 306.

[0052] In 430, based on the response of 420, it is deter-
mined that the mobile device is within a threshold vicinity
of the streaming media device. For example, network agent
316 in 430 may determine whether mobile device 306 is
within threshold vicinity 318, and may accordingly deter-
mine a likelihood of whether or not mobile device 306 (or
user 304) is interacting with streaming media device 302.
Threshold vicinity 318 may be any indicator of distance,
time, or network connectivity that may be used to determine
a likelihood of a user 304 (associated with a corresponding
mobile device 306) interacting with or consuming content
from streaming media device 302. For example, network
agent 316 may determine whether the (global) position of
mobile device 306 is within a range (e.g., radius) of posi-
tions indicated by threshold vicinity 318).

[0053] Or, for example, if two mobile devices 306 were
detected on network 310. Network agent 316 may determine
from which mobile device(s) 306 commands had been
received. For example, if commands to operate streaming
media device 302 were only received from a first mobile
device within the previous 60 minutes (or other time frame),
then only the user settings 314 corresponding to the first
mobile device may be loaded.

[0054] In 440, one or more user settings corresponding to
the user are determined. For example, if in 430 mobile
device 306 is determined with be within threshold vicinity
318, then in 440 user settings 314 for that mobile device 306
or the user 304 associated with the mobile device 306 may
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be retrieved. If multiple mobile devices 306 are determined
in 430 to meet threshold vicinity criteria 318, then user
settings 314 for one or more of those mobile devices 306
may be retrieved and used depending on the characteristics
of the mobile devices 306. For example, in some embodi-
ments, different mobile devices 306 may have different
priorities (for example, parents may be assigned higher
priorities than children, and priorities may be different for
different parts of the day). Accordingly, in such embodi-
ments, the user settings 314 for the highest priority mobile
device 306 may be retrieved in 440. Or, for example, a union
or intersection of user settings 314 may be used in different
embodiments.

[0055] In 450, the streaming media device is configured
according to the user settings 314 retrieved in 440. For
example, the selection of content offered or recommended
by streaming media device 302 may be adjusted based on the
retrieved user settings 314. Or, for example, characteristics
of different devices may be configured based on the retrieved
user settings 314. Such characteristics may pertain to audio,
video, and/or other multimedia controls, to name just few
examples.

[0056] User-Oriented or Interaction-Based Methods of
User Discovery

[0057] FIG. 5 is a block diagram of an interaction-based
user identification system 500, according to some embodi-
ments. Some of the features of the system 500 may include
features similar to those described above with respect to
system 102 of FIG. 1. For example, content 508 and output
device 510 of FIG. 5 may correspond to content 124 and
display device 106 of FIG. 1, respectively.

[0058] A user identification processor (UIP) 502 may
identify which user 304 is currently using mobile device
306. Accordingly, if it is determined that the mobile device
306 is within a vicinity of the streaming media device 302
(using any embodiment described herein), then it can be
assumed that the identified user 304 is currently using the
streaming media device 302. User settings 314 associated
with the user 304 may then be accessed to customize the
operation of streaming media device 302 for that user 304.

[0059] Although UIP 502 is shown in FIG. 5 as being a
standalone processor or device, in other embodiments UIP
502 may operate on mobile device 306, on streaming media
device 302, or otherwise operate as an intermediary between
mobile device 306 and streaming media device 302. In
another embodiment, the functionality of UIP 502 may be
distributed across mobile device 306, network 310, and/or
streaming media device 302. In an embodiment, the func-
tionality of UIP 502 and network agent 316 may be com-
bined or integrated across one or more devices.

[0060] UIP 502 may identify which user 304 is holding or
operating mobile device 306 based on the user 304’s inter-
action 504 with the mobile device 306. Mobile device 306
may be a laptop, remote control, mobile phone, tablet, or
other mobile computing device. Interaction 504 may be any
user interaction or action with mobile device 306. This may
include for example, holding mobile device 306, pressing
one or more buttons or activating apps on mobile device 306
(which may or may not be commands for streaming media
device 302), voice commands, readings from one or more
sensors, etc. Based on the interaction(s) 504, UIP 502 may
determine a user identification (ID) 506 corresponding to a
user 304 or likely user 304 of mobile device 306. The user
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1D 506 may then be used to retrieve user settings 314 to
customize the operation of streaming media device 302.
[0061] As just noted, mobile device 306 (e.g., remote
control) or UIP 502 may be equipped with one or more
sensors used to identify which user 304 is operating or
handling the mobile device 306. In an embodiment, mobile
device 306 may include one or more pressure sensors that
may be used to identify a particular user based on the
pressure used to grasp or operate (e.g., push one or more
buttons) on remote device 306. For example, between two
users of mobile device 306, one may press buttons on mobile
device 306 with greater or a different (distinguishable) force
than the other user. Thus, even without a specific profile set
up, UIP 502 may identify which of several users 304 is
operating mobile device 306 based on the relative pressure
sensed. Similarly, the timing between button presses may be
used to distinguish between different users 304. For
example, one user may be more prone to switch channels
rapidly, while another user may perform a similar action at
a different or distinguishable speed (e.g., more slowly).
[0062] In an embodiment, interaction 504 may be a voice
command issued by user 304. For example, UIP 502 may be
enabled or configured to identify user 304 based on previous
voice commands or phrases spoken by user 304. In an
embodiment, user 304 may speak a number of different
phases that enable or train UIP 502 to identify the user’s
voice. For example, UIP 502 may prompt user 304 to speak
different words or phrases, and analyze the voice responses
to set up a digital profile of a user’s voiceprint. That
voiceprint may then be used to identify user 304.

[0063] In some embodiments, mobile device 306 may
have a microphone that may detect sounds, including the
user’s voice. UIP 502 may receive the detected sounds of the
microphone, and identify one or more users 304 who may be
present. In an embodiment, voice samples collected from
and/or voiceprint determined of the user 304 may be stored
in the cloud or other memory. For example, UIP 502 may
store or have access to a database or other storage of
previously collected and identified user voice samples.
Sounds collected from microphone may then be compared
against the identified samples to determine which users 304
may be present. In an embodiment, different users may be
identified by different user IDs 506. In an embodiment, UIP
502 may prompt user 304 to confirm the identification or
may otherwise notify the user 304 of the identification
before, during, or after configuration of streaming media
device 302 based on corresponding user settings 314. Or, for
example, the microphone may periodically “listen” for
sounds/voices to transmit to UIP 502 for identification.

[0064] In another embodiment. VIP 502 may not have or
need pre-stored or preconfigured voice samples to identify
or distinguish amongst different users 304. For example, in
a particular household, two users may use mobile device
306. Using voice recognition technology, UIP 502 may be
able to distinguish between the voices based on various
audio characteristics (e.g., bass, tone, pitch) of two or more
users. For example, the voices of a man and a woman, or two
men, or three women may all register differently. Even
without a preconfigured identity to match to the voice, a
profile or bin may be set up for each characteristic voice
detected. For example, the viewing habits of the person with
the deep voice may be monitored and stored in their profile.
The same may be done for the person with the higher pitched
voice.
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[0065] Then, for example, UIP 502 may identify the users
as being the one with the deep voice or the one with the high
pitch. Based on which user was identified, recommended or
associated programming or advertisements may be provided
to the user based on the user’s corresponding profile infor-
mation. This may be performed with or without specifically
requiring each user to set up a voice profile. For example,
through monitoring and machine learning, UIP 502 may
determine how many users are using the system, and create
distinguishing profiles for the users based on the monitored
voice samples.

[0066] In an embodiment, UIP 502 may identify voices of
multiple users 304 with corresponding user IDs 506. UIP
502 may then determine that (a) the voice with the strongest
voice signal is the user ID 506 which is used for user settings
314, (b) user settings 314 for all the detected users should be
retrieved and used, or (c) the user settings 314 for a user ID
506 with a highest priority is retrieved and used. Interaction
504 may be a voice command issued to operate streaming
media device 302 or a particular user identification phrase.
In an embodiment, UIP 502 may continuously or periodi-
cally “listen” for voices using a microphone of mobile
device 306 and may dynamically adjust user settings 314 as
different users 304 are identified.

[0067] In another embodiment, different mobile devices
306 may correspond to different users 304. For example,
different users 304 may each have their own designed
remote control or mobile phone. Then, for example, inter-
action 504 may be a command issued (e.g., through a button
press) to streaming media device 302. With the command,
mobile device 306 may transmit a mobile device code or
user identifier code that is received by 502 and used to
identify user 1D 506.

[0068] In an embodiment, UIP 502 may occasionally or
periodically broadcast or prompt any mobile devices 306
within a network range of streaming media device 302 to
respond with their respective codes. Then, for example,
based on which codes are received, HIP 502 may identify the
users 304 who are likely to be watching television or
otherwise consuming content from streaming media device
302 and may configure streaming media device 302 with the
appropriate and corresponding user settings 314.

[0069] In an embodiment, interaction 504 may include
biometric information determined by sensor 505. Sensor 505
may be a biometric scanner or sensor used to determine
various biometric features of user 304. In an embodiment,
sensor 505 may be a face or fingerprint scanner connected to
mobile device 306. From the scanned biometric information,
UIP 502 may identify a corresponding user ID 506 and load
the corresponding user settings 314 for the identified user
304. Or, for example; mobile device 306 may include
different buttons or key combinations corresponding to
different users 304. Then, for example, when a user 304
begins interacting with mobile device 306 to control stream-
ing media device 302, the user 304 may select or enter the
corresponding user identification button or key combination
on mobile device 306. UIP 502 may receive the correspond-
ing user code for the selected button or key combination and
may identify the corresponding user ID 506 and/or user
settings 314.

[0070] In an embodiment, sensor 505 may be a capaci-
tance sensor with a capacitive sensing capability. For
example, capacitance sensor 505 may be able to measure
fluid displacement based on how a user 304 is handling or
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holding mobile device 306 (which may be a remote control).
Based on the fluid displacement or other capacitance
changes, sensor 505 or UIP 502 may be able determine or
estimate a hand size of the user or detect which user(s) 304
are likely to be handling mobile device 306. This determi-
nation may be made, at least in part, based on a previous
usage and identification of user 304 during which mobile
device 306 detected similar capacitance changes. In an
embodiment, sensor 505 may be an accelerometer used to
identify user based on how user 304 is handling mobile
device.

[0071] In an embodiment, a combination of sensors 505
may be used to identify user 304. For example, a micro-
phone or voice sensor may be used with a thermal indicator
that may determine the temperature of the hand holding the
mobile device 306. Then, based on one or more of the
sensors 505, UIP 502 may identify the user 304. For
example, a first registered user 304 may generally have
colder hands than a second registered user 304; then, based
on the thermal indicator; UIP 502 may identify the corre-
sponding user 304.

[0072] Based on which user(s) 304 or user ID(s) 506 were
identified by UIP 502, streaming media device 302 may
retrieve the corresponding user settings 314 for the identified
user 304 or combination of users 304. As previously
described, user settings 314 may be used to select which
content 508 to make available or recommend to the identi-
fied user 304.

[0073] Or, for example, user settings 314 may be used to
configure one or more output devices 510. Output device
510 may include a computer, television, stereo, or other
video, audio, or multimedia equipment. Also, in an embodi-
ment, control of output device 501 may include controlling
the lighting of a room, which may vary based on different
user settings 314 or preferences as to how they prefer to
watch television or movies (e.g., in low light or with an
abundance of light). For example, a first user 304 may prefer
to watch movies in low light and television shows in bright
light, while a second user 304 may prefer to experience all
content in medium light.

[0074] As noted above, in an embodiment, the function-
ality of UIP 502 and network agent 316 may be combined.
Accordingly, for example, a system may use multiple,
alternative, or a combination of both networked-based and
user interaction-based techniques to identify users 304 in a
room who may be operating or consuming content from a
streaming media or other device 302. Based on this user
identification, an enhanced user experience may be config-
ured for the user(s) 304 based on the corresponding user
settings 314.

[0075] FIG. 6 is a flowchart 600 illustrating a process for
network based user identification, according to some
embodiments, Method 600 can be performed by processing
logic that can comprise hardware (e.g., circuitry, dedicated
logic, programmable logic, microcode, etc.), software (e.g.,
instructions executing on a processing device), or a combi-
nation thereof. It is to be appreciated that not all steps may
be needed to perform the disclosure provided herein. Fur-
ther, some of the steps may be performed simultaneously, or
in a different order than shown in FIG. 6, as will be
understood by a person of ordinary skill in the art. Method
600 shall be described with reference to FIG. 5. However,
method 600 is not limited to that example embodiment.
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[0076] In 610, an interaction from a user is received from
a mobile device. For example, user 304 may issue a com-
mand by pressing a button or a voice command to streaming
media device 302 using mobile device 306. The received
command represents interaction 504. Or, for example,
mobile device 306 may receive sensor input from a sensor
505 such as a temperature gauge, capacitance change, fin-
gerprint, or face scanner as interaction 504. In another
embodiment, user 304 may activate an interaction sensor
505 on mobile device 306, after which mobile device 306 or
UIP 502 receives or prompts users 304 for interaction 504.
[0077] In 620, an identity of the user is determined based
on the interaction 504. For example, UIP 502 may compare
interaction 504 to stored information about previous inter-
actions 504 across one or more devices 306 by one or more
users 304 to determine a match between interaction 504 and
stored interactions 504. For example, a voice command or
sample from user 304 may be compared to previously
received and stored voice samples or a voiceprint, which
may be used to identify user 304.

[0078] In 630, user settings 314 corresponding to the
identified user 304 are retrieved. For example, UIP 502,
streaming media device 302, and/or mobile device 306 may
identify and retrieve user settings 314 corresponding to user
ID 506. User settings 314 may correspond to settings for
mobile device 306, streaming media device 302, content
508, and/or output device 510, for example.

[0079] In 640, the retrieved user settings are used to
configure streaming media device 302 and/or other devices,
such as output device 510. In an embodiment, the user
settings 314 may be retrieved by mobile device 306 and
provided to an application operating on mobile device 306,
which may then communicate the user settings to one or
more of streaming media device 302 or output device 510.
Or, for example, user settings 314 or user ID 506 may be
provided to content provider 312, such that content provider
312 may provide the appropriate or corresponding content
608 to streaming media device 302 corresponding to the
identified user 1D 506.

[0080] FIG. 7 is a flowchart illustrating another process
for network based user identification, according to some
embodiments. Method 700 can be performed by processing
logic that can comprise hardware (e.g., circuitry, dedicated
logic, programmable logic, microcode, etc.), software (e.g.,
instructions executing on a processing device), or a combi-
nation thereof. It is to be appreciated that not all steps may
be needed to perform the disclosure provided herein. Fur-
ther, some of the steps may be performed simultaneously, or
in a different order than shown in FIG. 7, as will be
understood by a person of ordinary skill in the art. Method
700 shall be described with reference to FIG. 5. However,
method 700 is not limited to that example embodiment.
[0081] In 710, an interaction between a user and a mobile
device is received. For example, sensor 505 may determine
an interaction by and/or biometric reading of user 304. In an
embodiment, sensor 505 may determine or receive interac-
tion 502 notifying or prompting the user 304 for interaction
502. In another embodiment, sensor 505 may determine
interaction 502 through normal operation of mobile device
306 by user 304 without a particular notification or prompt
that interaction 502 is being determined or detected.
[0082] In 720, an identification of a user of a mobile
device based on an interaction 504 between the user and the
mobile device is determined. For example, UIP 502 may
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receive interaction or sensor reading from sensor 505. UIP
502 may then compare the sensor reading to previously
determined sensor readings that have been determined to be
associated with particular users. Based on a comparison of
the received sensor readings to the stored previously-iden-
tified sensor readings, UIP 502 may determine an identity of
user 304 as user II) 506.

[0083] In 730, user settings 314 corresponding to the
identified user 304 are retrieved. For example, streaming
media device 302 may retrieve from local storage or receive
(e.g., over network 310) or from one or more other devices
user settings 314 corresponding to user ID 506. In 740, the
retrieved user settings are used to configure streaming media
device 302 and/or other devices, such as output device 510.
Steps 730 and 740 are similar to steps 630 and 640 of FIG.
6

[0084] Time and Content Restrictions Based on User-
Identification

[0085] The ability to identify the user 304 who is using the
media device 108, 302 (using any of the embodiments
described herein) enables a multitude of functionality cus-
tomized to the user 304. As described above, such customi-
zation includes selecting content to make available or rec-
ommend to the user 304, and/or adjusting the presentation of
such content according to the preferences of the user 304.
Some embodiments provide other customized functionality
as shall now be described.

[0086] As shown in FIG. 8, in some embodiments, storage
module (database) 208 of the media device 108, 302 may
store information associated with one or more user accounts
804, wherein each user account 804 corresponds to a user
304 or a group of users. Each user account 804 may include
one or more preferences 806, such as time limit(s) 808
and/or content restriction(s) 810. In some embodiments, the
time limits 808 specify the amount of time the user 304
associated with the user account 804 is allowed to use
components of system 102 such as the media device 108, the
display device 106, etc. For example, adult users may have
an unlimited amount of time, whereas a child user may have
a limited amount of time.

[0087] In some embodiments, the content restriction(s)
810 may restrict the type of content the user 304 associated
with the user account 804 is allowed to display using the
media device 108. For example, adult users may have no
content restrictions, whereas a child user may be restricted
from displaying PG13, R, NR and/or X rated content.

[0088] It is noted that the content restrictions 810 are not
be limited to content ratings. Instead, in some embodiments,
content restrictions 810 may be based on type of content,
particular movies and/or TV shows, actors, themes, time
periods, locations, languages, free or fee based, political,
etc., or any combination thereof.

[0089] In some embodiments, an administrator (such as a
parent) may set the values of the time limits 808 and content
restrictions 810.

[0090] The storage module 208 may include a time limit
and content restriction module 812. The time limit and
content restriction module 812 may represent control logic
(such as software) that, when executed by one or more
processors of the media device 108, 302, cause the media
device 108, 302 to enforce the time limits 808 and/or content
restrictions 810 associated with the user who has been
identified as using the media device 108, 302.
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[0091] FIG. 9 is a method 902 for enforcing time limits
and content restrictions for a user identified as using a media
streaming media device 108, 302, according to some
embodiments. Method 902 can be performed by processing
logic that can comprise hardware (e.g., circuitry, dedicated
logic, programmable logic, microcode, etc.), software (e.g.,
instructions executing on a processing media device 1108,
302), or a combination thereof. It is to be appreciated that
not all steps may be needed to perform the disclosure
provided herein. Further, some of the steps may be per-
formed simultaneously, or in a different order than shown in
FIG. 9, as will be understood by a person of ordinary skill
in the art. Method 902 shall be described with reference to
FIGS. 1 and 8. However, method 902 is not limited to that
example embodiment.

[0092] In 904, an administrator may set time limits and/or
content restrictions for users who will be using the media
device 108, 302. For example, using remote control 110, the
administrator may access the user accounts 804 for any or all
of the users of the media device 108, 302, and set the time
limits 808 and/or content restrictions 810 for those users.
[0093] In 906, the media device 108, 302 may identify the
user who is accessing the media device 108, 302, using any
of the embodiments described herein.

[0094] In 908, the time limit and content restriction mod-
ule 812 may cause the media device 108, 302 to access the
user account 804 of the identified user, and enforce the time
limits 808 and content restrictions 810 stored therein against
the identified user as he uses the media device 108, 302.
[0095] In some embodiments, step 908 may be performed
according to method 1002 shown in FIG. 10, Method 1002
can be performed by processing logic that can comprise
hardware (e.g., circuitry, dedicated logic, programmable
logic, microcode, etc.), software (e.g., instructions executing
on a processing media device 108, 302), or a combination
thereof. It is to be appreciated that not all steps may be
needed to perform the disclosure provided herein. Further,
some of the steps may be performed simultaneously, or in a
different order than shown in FIG. 10, as will be understood
by a person of ordinary skill in the art. Method 1002 shall
be described with reference to FIGS. 1 and 8. However,
method 1002 is not limited to that example embodiment.
[0096] In 1004, the time limit and content restriction
module 812 may cause the media device 108, 302 to
determine if the user 304 is accessing restricted content as
specified by the content restrictions 810 of the user account
804 associated with the user 304. For example, in 1004,
when the user 304 attempts to use the media device 108, 302
to access content, the media device 108, 302 may determine
the rating of the content. The media device 108, 302 may
determine the rating by accessing metadata 126 associated
with the content 124, or searching the Internet (or other
sources) for the rating of the content. Then, the media device
108, 302 may compare the rating of the requested content
with the user’s content restrictions 810, to determine if the
user 304 is attempting to access restricted content. If the user
304 is attempting to access restricted content, then 1006 is
performed. Otherwise 1010 is performed.

[0097] In 1006, the time limit and content restriction
module 812 may cause the media device 108, 302 to block
the requested content. For example, in 1006, the media
device 108, 302 may not request the content from the
content server 122 or display the content on the display
device 806.
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[0098] In 1008, the time limit and content restriction
module 812 may cause the media device 108, 302 to notify
the administrator of the user’s request to access restricted
content. For example, in 1008, the media device 108, 302
may send an email or text to the administrator. In response,
the administrator may instruct the media device 108, 302 to
waive the restrictions and allow the user 304 to access the
requested content (for example, the administrator may text
back ALLOW to the media device 108, 302).

[0099] If, in 1004, it is determined the user is not attempt-
ing to access restricted content, then 1010 is performed. In
1010, the time limit and content restriction module 812 may
cause the media device 108, 302 to allow the requested
content. For example, in 1010, the media device 108, 302
may request the content from the content server 122, and
display the content on the display device 806 as the content
is received from the content server 122 via the network 120.

[0100] In 1012, the time limit and content restriction
module 812 may cause the media device 108, 302 to
determine whether the user 304 has reached the time limits
808 specified in the user account 804 associated with the
user. For example, the media device 108, 302 may maintain
a timer of the amount of time the user uses the media device
108, 302.

[0101] The time limits may be based on session, day,
week, month, or any other time increment. The time limits
may also include individual and/or group time limits. For
example, the time limits 808 associated with the user may
include a session time limit, a daily time limit, and a family
time limit. If, in 1012, the media device 108, 302 determines
that any of those time limits have been exceeded, then 1016
is performed, wherein the media device 108, 302 limits the
user’s use of the media device 108, 302. For example, the
media device 108, 302 may discontinue responding to the
user’s commands using the remote control 110, and/or may
discontinue displaying the requested content on the display
device 806. Additionally or alternatively, the media device
108, 302 may notify the administrator (via email or text). In
response, the administrator may instruct the media device
108, 302 to waive or increase the time limits 808 to allow the
user 304 to continue to use the media device 108, 302 (for
example, the administrator may text back ALLOW to the
media device 108, 302).

[0102] If, in 1012, the media device 108, 302 determines
that none of the time limits associated with the user have
been exceeded, then 1014 is performed wherein the media
device 108, 302 may allow the user to continue to use the
media device 108, 302. For example, the media device 108,
302 may continue to respond to the user’s commands using
the remote control 110, and/or may continue to display the
requested content on the display device 806.

Example Computer System

[0103] Various embodiments and/or components therein
can be implemented, for example, using one or more com-
puter systems, such as computer system 1100 shown in FIG.
11. Computer system 1100 can be any computer or comput-
ing device capable of performing the functions described
herein. For example, one or more computer systems 1100
can be used to implement any embodiments of FIGS. 1-10,
and/or any combination or sub-combination thereof.

[0104] Computer system 1100 includes one or more pro-
cessors (also called central processing units, or CPUs), such
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as a processor 1104. Processor 1104 is connected to a
communication infrastructure or bus 1106.

[0105] One or more processors 1104 can each be a graph-
ics processing unit (GPU). In some embodiments, a GPU is
a processor that is a specialized electronic circuit designed
to process mathematically intensive applications. The GPU
can have a parallel structure that is efficient for parallel
processing of large blocks of data, such as mathematically
intensive data common to computer graphics applications,
images, videos, etc.

[0106] Computer system 1100 also includes user input/
output device(s) 1103, such as monitors, keyboards, pointing
devices, etc., that communicate with communication infra-
structure 1106 through user input/output interface(s) 1102.

[0107] Computer system 1100 also includes a main or
primary memory 1108, such as random access memory
(RAM). Main memory 1108 can include one or more levels
of cache, Main memory 1108 has stored therein control logic
computer software) and/or data.

[0108] Computer system 1100 can also include one or
more secondary storage devices or memory 1110, Secondary
memory 1110 can include, for example, a hard disk drive
1112 and/or a removable storage device or drive 1114.
Removable storage drive 1114 can be a floppy disk drive, a
magnetic tape drive, a compact disk drive, an optical storage
device, tape backup device, and/or any other storage device/
drive.

[0109] Removable storage drive 1114 can interact with a
removable storage unit 1118. Removable storage unit 1118
includes a computer usable or readable storage device
having stored thereon computer software (control logic)
and/or data. Removable storage unit 1118 can be a floppy
disk, magnetic tape, compact disk, DVD, optical storage
disk, and/any other computer data storage device. Remov-
able storage drive 1114 reads from and/or writes to remov-
able storage unit 1118 in a well-known manner.

[0110] According to an exemplary embodiment, second-
ary memory 1110 can include other means, instrumentalities
or other approaches for allowing computer programs and/or
other instructions and/or data to be accessed by computer
system 1100. Such means, instrumentalities or other
approaches can include, for example, a removable storage
unit 1122 and an interface 1120. Examples of the removable
storage unit 1122 and the interface 1120 can include a
program cartridge and cartridge interface (such as that found
in video game devices), a removable memory chip (such as
an EPROM or PROM) and associated socket, a memory
stick and USB port, a memory card and associated memory
card slot, and/or any other removable storage unit and
associated interface.

[0111] Computer system 1100 can further include a com-
munication or network interface 1124. Communication
interface 1124 enables computer system 1100 to communi-
cate and interact with any combination of remote devices,
remote networks, remote entities, etc. (individually and
collectively referenced by reference number 1128). For
example, communication interface 1124 can allow computer
system 1100 to communicate with remote devices 1128 over
communications path 1126, which can be wired and/or
wireless, and which can include any combination of LANs,
WAN:S, the Internet, etc. Control logic and/or data can be
transmitted to and from computer system 1100 via commu-
nication path 1126.
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[0112] In some embodiments, a tangible apparatus or
article of manufacture comprising a tangible computer use-
able or readable medium having control logic (software)
stored thereon is also referred to herein as a computer
program product or program storage device. This includes,
but is not limited to, computer system 1100, main memory
1108, secondary memory 1110, and removable storage units
1118 and 1122, as well as tangible articles of manufacture
embodying any combination of the foregoing. Such control
logic, when executed by one or more data processing
devices (such as computer system 1100), causes such data
processing devices to operate as described herein.

[0113] Based on the teachings contained in this disclosure,
it will be apparent to persons skilled in the relevant art(s)
how to make and use embodiments of this disclosure using
data processing devices, computer systems and/or computer
architectures other than that shown in FIG. 11. In particular,
embodiments can operate with software, hardware, and/or
operating system implementations other than those
described herein.

CONCLUSION

[0114] It is to be appreciated that the Detailed Description
section, and not the Summary and Abstract sections, is
intended to be used to interpret the claims. The Summary
and Abstract sections can set forth one or more but not all
exemplary embodiments as contemplated by the inventors,
and thus, are not intended to limit this disclosure or the
appended claims in any way.

[0115] While this disclosure describes exemplary embodi-
ments for exemplary fields and applications, it should be
understood that the disclosure is not limited thereto. Other
embodiments and modifications thereto are possible, and are
within the scope and spirit of this disclosure. For example,
and without limiting the generality of this paragraph,
embodiments are not limited to the software, hardware,
firmware, and/or entities illustrated in the figures and/or
described herein. Further, embodiments (whether or not
explicitly described herein) have significant utility to fields
and applications beyond the examples described herein.
[0116] Embodiments have been described herein with the
aid of functional building blocks illustrating the implemen-
tation of specified functions and relationships thereof. The
boundaries of these functional building blocks have been
arbitrarily defined herein for the convenience of the descrip-
tion. Alternate boundaries can be defined as long as the
specified functions and relationships (or equivalents thereof)
are appropriately performed. Also, alternative embodiments
can perform functional blocks, steps, operations, methods,
etc. using orderings different than those described herein.
[0117] References herein to “one embodiment,” “an
embodiment,” “an example embodiment,” or similar
phrases, indicate that the embodiment described can include
a particular feature, structure, or characteristic, but every
embodiment can not necessarily include the particular fea-
ture, structure, or characteristic. Moreover, such phrases are
not necessarily referring to the same embodiment. Further,
when a particular feature, structure, or characteristic is
described in connection with an embodiment, it would be
within the knowledge of persons skilled in the relevant art(s)
to incorporate such feature, structure, or characteristic into
other embodiments whether or not explicitly mentioned or
described herein. Additionally, some embodiments can be
described using the expression “coupled” and “connected”

Oct. 24,2019

along with their derivatives. These terms are not necessarily
intended as synonyms for each other. For example, some
embodiments can be described using the terms “connected”
and/or “coupled” to indicate that two or more elements are
in direct physical or electrical contact with each other. The
term “coupled,” however, can also mean that two or more
elements are not in direct contact with each other, but yet
still co-operate or interact with each other.
[0118] The breadth and scope of this disclosure should not
be limited by any of the above-described exemplary embodi-
ments, but should be defined only in accordance with the
following claims and their equivalents.
What is claimed is:
1. A method comprising:
determining a media access control (MAC) address of
each of a plurality of mobile devices that have previ-
ously interacted with a streaming media device;

transmitting, by the streaming media device, a discovery
signal to the MAC addresses of the plurality of mobile
devices;

receiving, from a plurality of the mobile devices,

responses indicating a network address of each of the
respective responding mobile devices;

determining one or more user settings of the streaming

media device based on identified user settings corre-
sponding to the plurality of responding mobile devices;
and

configuring the streaming media device based on the

identified one more user settings.

2. The method of claim 1, wherein the network address
comprises an internet protocol (IP) address of the respond-
ing mobile device.

3. The method of claim 1, wherein at least one discovery
signal was transmit after receiving a response by at least one
of the mobile devices.

4. The method of claim 1, further comprising

determining that at least two of the mobile devices are

within a threshold distance of the streaming media
device, wherein at least one responding mobile device
is beyond the threshold distance.

5. The method of claim 1, wherein the streaming media
device maintains a record of which of the plurality of mobile
devices responded to the discovery signal.

6. The method of claim 1, wherein the determining the
user settings comprises determining the user settings based
on a most recent time of interaction between the responding
mobile devices and the streaming media device.

7. A system comprising:

a memory; and

at least one processor coupled to the memory and con-

figured to perform operations comprising:

determining a media access control (MAC) address of
each of a plurality of mobile devices that have
previously interacted with a streaming media device;

transmitting, by the streaming media device; a discov-
ery signal to the MAC addresses of the plurality of
mobile devices;

receiving, from a plurality of the mobile devices,
responses indicating a network address of each of the
respective responding mobile devices;

determining one or more user settings of the streaming
media device based on identified user settings cor-
responding to the plurality of responding mobile
devices; and
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configuring the streaming media device based on the
identified one more user settings.

8. The system of claim 7; wherein the network address
comprises an internet protocol P address of the responding
mobile device.

9. The system of claim 7, wherein at least one discovery
signal was transmit after receiving a response by at least one
of the mobile devices.

10. The system of claim 7, the operations further com-
prising

determining that at least two of the mobile devices are

within a threshold distance of the streaming media
device, wherein at least one responding mobile device
is beyond the threshold distance.
11. The system of claim 7, wherein the streaming media
device maintains a record of which of the plurality of mobile
devices responded to the discovery signal.
12. The system of claim 7; wherein the determining the
user settings comprises determining the user settings based
on a most recent time of interaction between the responding
mobile devices and the streaming media device.
13. A tangible computer-readable device having instruc-
tions stored thereon that, when executed by at least one
computing device, cause the at least one computing device
to perform operations comprising:
determining a media access control (MAC) address of
each of a plurality of mobile devices that have previ-
ously interacted with a streaming media device;

transmitting, by the streaming media device, a discovery
signal to the MAC addresses of the plurality of mobile
devices;
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receiving, from a plurality of the mobile devices,
responses indicating a network address of each of the
respective responding mobile devices;

determining one or more user settings of the streaming

media device based on identified user settings corre-
sponding to the plurality of responding mobile devices;
and

configuring the streaming media device based on the

identified one more user settings.

14. The device of claim 13, wherein the network address
comprises an internet protocol (IP) address of the respond-
ing mobile device.

15. The device of claim 13, wherein at least one discovery
signal was transmit after receiving a response by at least one
of the mobile devices.

16. The device of claim 13, the operations further com-
prising

determining that at least two of the mobile devices are

within a threshold distance of the streaming media
device, wherein at least one responding mobile device
is beyond the threshold distance.

17. The device of claim 13, wherein the streaming media
device maintains a record of which of the plurality of mobile
devices responded to the discovery signal.

18. The device of claim 13, wherein the determining the
user settings comprises determining the user settings based
on a most recent time of interaction between the responding
mobile devices and the streaming media device
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