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FIG. 5
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FIG. 6

Space (600) in virtual world

Object Area(610)

Object Area(620)

DO
(634)

Object Area(630) Object Area(640)




US 12,039,080 B2

Sheet 7 of 17

Jul. 16, 2024

U.S. Patent

(0% yus&g Funndwoy) pnop)

vl

N [4 [
aouejsuy | -| 2oumjsuy || SoumIsuy

JSA JSA JSA
e ] 10[[0U07) d3edg [eniaip

WSS JudWASeURy 200dg [BNMIA

[vL

PHOM
[BIISAYJ

(D¢, )o01A9(] Sunndwo) a3py

I | () (01L)2010q WD YA
I20nuo
8% N EEwS (1.) s1osuag
79 SIS[ONU0)
(€10) Repdsiq
JUNON peaH
Tl (T1Lpenonued || | = 0
] 20edg [enyA
(LIL) 2unpepy
SuLppusy
|| (17 % m@v J
Rajj[ailiivy}
ooedg e

(0zL)e01a3( Sumndwo)) o5pg a1qO
(00£) waps£s uononnsuod doeds [EnpIA

L Old




U.S. Patent Jul. 16, 2024 Sheet 8 of 17 US 12,039,080 B2

FI1G. 8

Virtual space management system (741)

Y

Client I/F(810)

= Agent Tracking Management Module(820)

= Agent Information Management Module(830)

3"Party
| Virtual World Information Management DiSplay Content
- Module(840) Provider(870)

- Real Time Content Control Module(850)

- Physical World Interface Module(860)

- Virtual Space Controller farm(742)




U.S. Patent

far phase

close phase

35m —
far phase

close phase
12m ]

far phase

close phase
0.45m _|

far phase

close phase

Jul. 16, 2024 Sheet 9 of 17 US 12,039,080 B2

F1G. 9

Personal Space

Public
Distance

—_———— e ——

-

I[ntimate
Distance

904

N —— -




U.S. Patent Jul. 16, 2024 Sheet 10 of 17 US 12,039,080 B2

FIG. 10
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FIG. 11

- ~— 1000
Change in FoV according to
h.e,ag'd:rhotion of agent

‘.,

Intimate Distance (904)

| 7

Personal Distance (903)

]

Social Distance (902)

Public Distance (901)




US 12,039,080 B2

Sheet 12 of 17

Jul. 16, 2024

U.S. Patent

(106) SouwIsi(T o1qng

(T06) 20UBISI(] [B1O0S

(£06) 20UBISI(] [BUOSId]

($06) PouBISI(T BTN

0001 Y
JSn [BN3O. 03 UonIppe W 039 ‘Auedwod Aq papraoid juafe Led pig
pUE JUaFe Paseq-Ty [EIA SpN[IUT ABUI JUSFE ‘358D SIY} U]
‘1080 Aq parnSiyuod Asnoraard (1osn) Judge AJuo uo pajodie]

)

|

Y

01 /0Q 9y10ads se yons
‘uonisod e 21040 S, JOJENSIUILIPL
10 JOSN UO PISEq UIIS JOU dJB SIOSH PIPMOID
10 Q0URISIP [B190S JO ULIOJ UL PAdNPAI ST IUEB)SIP
Surpuodsarod 1Yy Aem ur painsiuod aq Aew pue
‘SA Ul SJud5e uowuwiod yuM odeds oseq

w0y paniuidd ur Jasn (s Sunoe)ul
10 9qede st juage paywiad AJuQ

¢l D14



U.S. Patent

Jul. 16, 2024 Sheet 13 of 17

FIG. 13

US 12,039,080 B2

DO in Virtual space

~——

. T . T %

——
—_——

T -~

—




U.S. Patent

Jul. 16, 2024 Sheet 14 of 17

FIG. 14

US 12,039,080 B2

Agent controller requests space construction from VS
service platform in response to agent access

——S51401

A

Invoke visibility controller

——S1402

A

Invoke VS controller

——S1403

A

Invoke object controller

——S1404

A

Generate agent-centered VS construction information

——S1405

A

Invoke privacy controller on basis of user agent

——S1406

A

Filter visualization target in VS based on privacy-
related information of user

——S1407

A

Transmit information to visibility controller

——S1408

A

Virtual space rendering engine performs rendering
based on corresponding information

——S1409

A

Provide agent with rendering information of VS to which
privacy controller has been applied

——S1410




U.S. Patent Jul. 16, 2024 Sheet 15 of 17 US 12,039,080 B2

FIG. 15

Museum in Virtual Space Privacy Distance:Social

—~
. ————




U.S. Patent Jul. 16, 2024 Sheet 16 of 17 US 12,039,080 B2

FIG. 16
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METHOD AND SYSTEM FOR PROVIDING
PRIVACY IN VIRTUAL SPACE

CROSS-REFERENCE TO RELATED
APPLICATION

This application is a continuation of U.S. patent applica-
tion Ser. No. 17/828,680 filed on May 31, 2022, which has
been allowed: U.S. patent application Ser. No. 17/828,680 is
based on and claims priority under 35 U.S.C. 119 to Korean
Patent Application No. 10-2022-0046154, filed on Apr. 14,
2022, in the Korean intellectual property office, the disclo-
sures of which are hereby incorporated herein by reference
in their entireties.

TECHNICAL FIELD

The following description relates to a technology for
providing privacy in a virtual space.

BACKGROUND OF THE DISCLOSURE

In the existing browsing environment, each of an operator
who operates a medium that provides a service and a 3’7
party operator, that is, an external operator, records and uses
information on users by using its own cookies. For example,
the 3" party operator exposes information suitable for a user
in real time through the medium of the operator by using
programmatic bidding or real time bidding (RTB) based on
information obtained through cookies.

However, in the case of a virtual space, there is a problem
in that it is difficult to effectively collect and confirm
experience information of a user from the 3" party operator
standpoint because all experiences of the user are performed
in an operator-centered environment of a specific virtual
space. Accordingly, in a conventional technology, the 3¢
party operator has limitations in that it simply inevitably
exposes common information to many and unspecified users
regardless of the activities of a user in a virtual space or
provides related information to the user based on informa-
tion other than the activities of the user in the virtual space,
such as the profile of the user.

PRIOR ART DOCUMENT NUMBER

Korean Patent Application Publication No. 10-2002-
0007892

SUMMARY

This summary is provided to introduce a selection of
concepts in a simplified form that are further described
below in the Detailed Description. This summary is not
intended to identify key features of the claimed subject
matter, nor is it intended to be used as an aid in determining
the scope of the claimed subject matter.

Embodiments provide a method and system capable of
providing privacy of an agent in a virtual space.

In an embodiment, a method performed by a computer
device includes setting, by at least one processor included in
the computer device, a privacy distance for guaranteeing a
personal space of a user agent in a virtual space, and
filtering, by the at least one processor, information exposable
to the user agent in the virtual space based on the privacy
distance.

According to an aspect, setting the privacy distance may
include setting a social distance within which an agent

15

20

25

30

40

45

50

55

60

65

2

permitted as the privacy distance interacts with the user
agent in a permitted form or a personal distance within
which the agent permitted as the privacy distance
approaches an agent pre-configured by a user, in addition to
a basic distance between agents which is provided in the
virtual space.

According to another aspect, setting the privacy distance
may include setting the privacy distance for restricting, from
approaching the user agent, an agent not corresponding to a
pre-defined relationship with a user.

According to still another aspect, setting the privacy
distance may include setting the privacy distance permis-
sible between agents based on at least one of a purpose of the
virtual space and an age of a user.

According to still another aspect, setting the privacy
distance may include setting the privacy distance in a gaze
direction of the user agent based on a field of view (FoV) of
the user agent.

According to still another aspect, setting the privacy
distance may include setting a privacy distance grade and an
application time in response to a privacy distance setting
request received from a specific agent in the virtual space,
selecting an agent corresponding to a privacy distance
change target among agents in the virtual space, transmit-
ting, to the selected agent, notification including the privacy
distance grade and the application time, and applying the
privacy distance grade and the application time to an agent
responding to the notification within the privacy distance of
the virtual space.

According to still another aspect, filtering the information
exposable to the user agent may include performing deac-
tivation processing on adjacent agents within the privacy
distance based on a gaze direction of the user agent.

According to still another aspect, filtering the information
exposable to the user agent may include moving a distance
from the user agent instead of the deactivation with respect
to an agent having a relationship with the user agent among
the adjacent agents.

According to still another aspect, filtering the information
exposable to the user agent may include exposing an agent
having a relationship with the user agent in a visualization
form among agents in the virtual space and exposing
remaining agents in a non-visualization form.

According to still another aspect, filtering the information
exposable to the user agent may include filtering an agent or
object exposable to the user agent in the virtual space based
on service target age information set in the virtual space
along with the privacy distance.

According to still another aspect, the method may further
include rendering, by the at least one processor, the user
agent and a virtual space based on the user agent based on
the filtered information.

There is provided a computer program stored in a com-
puter-readable recording medium in order to execute the
method in a computer device.

In an embodiment, a computer device includes at least one
processor configured to execute computer-readable instruc-
tions included in a memory. The at least one processor is
configured to set a privacy distance for guaranteeing a
personal space of a user agent in a virtual space and to filter
information exposable to the user agent in the virtual space
based on the privacy distance.

According to embodiments of the present disclosure,
privacy of an agent in a virtual space can be protected by
providing a virtual space service to which a personal space
(i.e., a distance between agents) of an agent has been
applied.
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DESCRIPTION OF THE DRAWINGS

The foregoing aspects and many of the attendant advan-
tages of this disclosure will become more readily appreci-
ated as the same become better understood by reference to
the following detailed description, when taken in conjunc-
tion with the accompanying drawings, wherein:

FIG. 1 is a diagram illustrating an example of a network
environment according to an embodiment of the present
disclosure.

FIG. 2 is a block diagram illustrating an example of a
computer device according to an embodiment of the present
disclosure.

FIG. 3 is a diagram for describing spaces according to an
embodiment of the present disclosure.

FIG. 4 is a diagram illustrating an example of a movement
between spaces in a virtual world in an embodiment of the
present disclosure.

FIG. 5 is a diagram illustrating a relationship between
elements which constitute a space in a virtual world accord-
ing to an embodiment of the present disclosure.

FIG. 6 is a diagram illustrating an example in which a
digital object is constructed in a space in a virtual world
according to an embodiment of the present disclosure.

FIG. 7 is a diagram illustrating a schematic shape of a
virtual space construction system according to an embodi-
ment of the present disclosure.

FIG. 8 is a block diagram illustrating an example of
internal components of a virtual space management system
according to an embodiment of the present disclosure.

FIG. 9 is a diagram illustrating an example of a personal
space defined in a virtual space in an embodiment of the
present disclosure.

FIGS. 10 to 11 are exemplary diagrams for describing a
personal space model in an embodiment of the present
disclosure.

FIG. 12 illustrates an example of privacy control configu-
rations by a user agent in an embodiment of the present
disclosure.

FIG. 13 is an exemplary diagram for describing a situation
in which a privacy distance between agents is guaranteed by
taking a user-centered field of view (FoV) into consideration
in an embodiment of the present disclosure.

FIG. 14 is a flowchart illustrating a process of construct-
ing a space to which privacy control in a virtual space has
been applied in an embodiment of the present disclosure.

FIG. 15 illustrates an example of the setting of a privacy
distance in a museum in a virtual space in an embodiment of
the present disclosure.

FIG. 16 is a flowchart illustrating an example of a privacy
distance control process in an embodiment of the present
disclosure.

FIG. 17 illustrates an example of change request notifi-
cation for an agent privacy distance in an embodiment of the
present disclosure.

DETAILED DESCRIPTION

While illustrative embodiments have been illustrated and
described, it will be appreciated that various changes can be
made therein without departing from the spirit and scope of
the disclosure.

Hereinafter, embodiments of the present disclosure are
described in detail with reference to the accompanying
drawings.

Embodiments of the present disclosure relate to a tech-
nology for providing privacy in a virtual space.
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4

Embodiments including contents specifically disclosed in
this specification can provide privacy of an agent in a virtual
space.

FIG. 1 is a diagram illustrating an example of a network
environment according to an embodiment of the present
disclosure. The network environment of FIG. 1 illustrates an
example including a plurality of electronic devices 110, 120,
130, and 140, a plurality of servers 150 and 160, and a
network 170. FIG. 1 is an example for describing the present
disclosure, and the number of electronic devices or the
number of servers is not limited to that of FIG. 1. Further-
more, the network environment of FIG. 1 merely describes
one of environments applicable to the present embodiments,
and an environment applicable to the present embodiments
is not limited to the network environment of FIG. 1.

Each of the plurality of electronic devices 110, 120, 130
and 140 may be a stationary terminal or a mobile terminal
implemented as a computer device. For example, the plu-
rality of electronic devices 110, 120, 130 and 140 may
include a smartphone, a mobile phone, a navigation device,
a computer, a laptop computer, a device for digital broad-
casting, personal digital assistants (PDA), a portable multi-
media player (PMP), a tablet PC, etc. For example, in FIG.
1, a shape of a smartphone is illustrated as being an example
of the electronic device 110. However, in embodiments of
the present disclosure, the electronic device 110 may mean
one of various physical computer devices capable of com-
municating with other electronic devices 120, 130 and 140
and/or the servers 150 and 160 over the network 170
substantially using a wireless or wired communication
method.

The communication method is not limited, and may
include short-distance wireless communication between
devices in addition to communication methods using com-
munication networks (e.g., a mobile communication net-
work, wired Internet, wireless Internet, and a broadcasting
network) which may be included in the network 170. For
example, the network 170 may include one or more given
networks of a personal area network (PAN), a local area
network (LAN), a campus area network (CAN), a metro-
politan area network (MAN), a wide area network (WAN),
a broadband network (BBN), and the Internet. Furthermore,
the network 170 may include one or more of network
topologies, including a bus network, a star network, a ring
network, a mesh network, a star-bus network, and a tree or
hierarchical network, but is not limited thereto.

Each of the servers 150 and 160 may be implemented as
a computer device or a plurality of computer devices, which
provides an instruction, a code, a file, content, or a service
through communication with the plurality of electronic
devices 110, 120, 130 and 140 over the network 170. For
example, the server 150 may be a system that provides the
plurality of electronic devices 110, 120, 130, and 140
connected through the network 170 with a service (e.g., a
virtual space service).

FIG. 2 is a block diagram illustrating an example of a
computer device according to an embodiment of the present
disclosure. Each of the plurality of electronic devices 110,
120, 130 and 140 or each of the servers 150 and 160 may be
implemented as a computer device 200 illustrated in FIG. 2.

As illustrated in FIG. 2, the computer device 200 may
include a memory 210, a processor 220, a communication
interface 230 and an input/output (I/O) interface 240. The
memory 210 is a computer-readable recording medium, and
may include permanent mass storage devices, such as a
random access memory (RAM), a read only memory (ROM)
and a disk drive. In this case, the permanent mass storage
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device, such as a ROM and a disk drive, may be included in
the computer device 200 as a permanent storage device
separated from the memory 210. Furthermore, an operating
system and at least one program code may be stored in the
memory 210. Such software components may be loaded
onto the memory 210 from a computer-readable recording
medium separated from the memory 210. Such a separate
computer-readable recording medium may include com-
puter-readable recording media, such as a floppy drive, a
disk, a tape, a DVD/CD-ROM drive, and a memory card. In
another embodiment, software components may be loaded
onto the memory 210 through the communication interface
230 not a computer-readable recording medium. For
example, the software components may be loaded onto the
memory 210 of the computer device 200 based on a com-
puter program installed by files received over the network
170.

The processor 220 may be configured to process instruc-
tions of a computer program by performing basic arithmetic,
logic and input/output (I/O) operations. The instructions
may be provided to the processor 220 by the memory 210 or
the communication interface 230. For example, the proces-
sor 220 may be configured to execute received instructions
based on a program code stored in a recording device, such
as the memory 210.

The communication interface 230 may provide a function
for enabling the computer device 200 to communicate with
other devices over the network 170. For example, a request,
a command, data or a file generated by the processor 220 of
the computer device 200 based on a program code stored in
a recording device, such as the memory 210, may be
provided to other devices over the network 170 under the
control of the communication interface 230. Inversely, a
signal, a command, data or a file from another device may
be received by the computer device 200 through the com-
munication interface 230 of the computer device 200 over
the network 170. A signal, a command or a file received
through the communication interface 230 may be transmit-
ted to the processor 220 or the memory 210. A file received
through the communication interface 230 may be stored in
a storage device (e.g., the aforementioned permanent storage
device) which may be further included in the computer
device 200.

The 1/O interface 240 may be means for an interface with
an /O device 250. For example, the input device may
include a device, such as a microphone, a keyboard, or a
mouse. The output device may include a device, such as a
display or a speaker. Furthermore, for example, the 1/O
interface 240 may be means for an interface with a device in
which functions for input and output have been integrated
into one, such as a touch screen. At least one of the I/O
devices 250, together with the computer device 200, may be
configured as a single device. For example, the 1/O device
250 may be embodied in a form in which a touch screen, a
microphone, a speaker, etc. are included in the computer
device 200, like a smartphone.

Furthermore, in other embodiments, the computer device
200 may include components greater or smaller than the
components of FIG. 2. However, it is not necessary to
clearly illustrate most of conventional components. For
example, the computer device 200 may be implemented to
include at least some of the I/O devices 250 or may further
include other components, such as a transceiver and a
database.

FIG. 3 is a diagram for describing spaces according to an
embodiment of the present disclosure. FIG. 3 illustrates a
physical space (PS) 310, that is, a space in a real world, and
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a virtual space (VS) 320, a mixed space (MS) 330, and a
digital twin space (DTS) 340 that are spaces in a virtual
world.

A space in a virtual world may be designed by a supplier
(or operator) of the corresponding virtual world or may be
constructed by a user or a 3"/ party operator, that is, an
external operator. The space in the virtual world may be
constructed in the form of the VS 320, the MS 330 and/or the
DTS 340 depending on a characteristic of the space. The VS
320 may be a pure digital-based space capable of operating
in conjunction with a cyber physical system (CPS). The DTS
340 may be a space operating in conjunction with a CPS as
a virtual space based on a real world. The MS 330 may be
a space in which the VS 320 and the DTS 340 are mixed.
The MS 330 may be provided in a form to which an agent,
that is, an object of a user, is adapted to an environment in
the real world or may be provided in a form in which an
environment in the real world is rendered in a virtual world.

A space in a virtual world is a concept of a basic virtual
space in which an agent of a user can move, and may have
a policy for the activities of an agent and the utilization
and/or exposure of information for each space. If an agent of
a user uses a service in a specific space in the virtual world,
the agent needs to recognize that each of a piece of personal
information and Privacy & Terms are present depending on
the subject who provides the service.

A space in a virtual world may be variously generated and
used depending on an operator or a user. To this end, a
separate gate may be provided as an interface for a move-
ment of an agent between spaces in the virtual world.

FIG. 4 is a diagram illustrating an example of a movement
between spaces in a virtual world in an embodiment of the
present disclosure. FIG. 4 illustrates a gate #1 430 for a
movement between a VS #1 410 and a VS #2 420, that is,
two virtual spaces. In this case, the “gate” may be a basic
interface that provides a movement between the spaces in
the virtual world. The “gate” may control mobility between
a space in a virtual world and a space in a non-virtual world
in addition to a movement between spaces in the virtual
world. For example, FIG. 4 illustrates that an agent in the VS
#1 410 may also move, as a movement target, to a space in
a non-virtual world, such as a web page, a streaming
channel, streaming content, a game environment, or an
actual offline video call. A method of distinguishing between
spaces in a virtual world may be determined by an operator
of a space in a corresponding virtual world.

An agent may mean a user or a program in a space in a
virtual world. In this case, an agent as a program has a form
of'an artificial intelligence agent, and may be a virtual avatar
or persona that is present instead of a 3" party operator.
Physical characteristics of a space in a virtual world to which
a corresponding agent belongs may be applied to an agent.
A service profile configured in a space in a corresponding
virtual world may be applied to the agent. Furthermore, an
agent may have a characteristic based on information of a
physical device that is used by a user. For example, an agent
may have a viewing angle based on characteristics of a
display of a physical device that is used by a user or may
have a control characteristic according to a controller of a
corresponding physical device.

Furthermore, a digital object to be described subsequently
is a core element that configures world information in a
space in a virtual world, and may collectively refer to objects
that provide a mutual interaction function with an agent.

FIG. 5 is a diagram illustrating a relationship between
elements which constitute a space in a virtual world accord-
ing to an embodiment of the present disclosure. FIG. 6 is a
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diagram illustrating an example in which a digital object is
constructed in a space in a virtual world according to an
embodiment of the present disclosure.

FIG. 5 illustrates that a space 500 in a virtual world, such
as the VS 320, the MS 330 and/or the DTS 340 described
with reference to FIG. 3, may include a digital object 510.
In this case, the digital object 510 may be formed in an
object area (OA), that is, an area included in the space 500
in the virtual world. Furthermore, the digital object 510 may
include a display object (DO) 511, an interaction object (10)
512, a web object (WO) 513, and a streaming object (SO)
514. In this case, each of the DO 511, the 10 512, the WO
513, and the SO 514 may selectively include a display area
for the display of content.

FIG. 6 illustrates an example in which digital objects are
disposed in OAs 610 to 640 formed in a space 600 in a
virtual world. In this case, the digital objects may include
DOs 651 to 654 that are display objects, IO0s 661 to 663 that
are interaction objects, a WO 671 that is a web object and/or
a SO 681 that is a streaming object. Dotted arrows 691 and
692 illustrated in FIG. 6 indicate a movable flow of an agent.

As in the example of FIG. 6, various forms of digital
objects may be present in a space in a virtual world accord-
ing to an embodiment of the present disclosure. Each of the
digital objects may be generated on the basis of an agent
according to a determined condition. In this case, the digital
object may be generated in an OA. If a space in a virtual
world has been simulated from a real world like a DTS (e.g.,
the DTS 340 in FIG. 3), a position of an OA may be
determined based on a determined physical position in the
real world. For example, if a specific shopping mall or
historical site in the real world is virtualized, a position of an
OA may be determined in a way to have the same construc-
tion as an actual position construction.

A display object (DO) may be an object exposed to a
space in a virtual world in a spatial form (structural form),
and may provide a simple control function to an agent. An
interactive object (I0) may be exposed to a space in a virtual
world in a spatial form, and may be an object having an
interactive characteristic capable of an interaction with an
agent. For example, the 10 may provide various interaction
characteristics with an agent. Furthermore, a web object
(WO) may be an object having a form in which content on
a web is exposed through a space in a virtual world.
Furthermore, a streaming object (SO) may be an object
having a form in which streaming content, such as video or
audio, can be continuously exposed.

An object area (OA) may have a characteristic of a space
in which a digital object, that is, a virtual object, may be
generated in a space in a virtual world. A digital object
present in the OA may basically have the following char-
acteristics. Whether each of functions will be provided may
be determined based on a contract between an owner of a
digital object and an operation of a space in a virtual world.

1. An agent interlocking-related function

1) An interaction function: a function for providing an

interface which may be directly controlled by an agent

2) A history function: a function capable of tracking and

storing the visit of an agent and interaction-related
information

3) An interested information storage (Favorite/Like) func-

tion: a function capable of storing, by an agent, inter-
ested information for a digital object

4) A follow me function: a function for making a digital

object in an OA small windows or an icon so that the
digital object follows the periphery of an agent
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2. An external API interlocking-related function

1) A function capable of sharing information on timing at
which a digital object in a space in a virtual world is
generated and terminated

2) An interface function for providing, to the outside,
agent-related information collected by digital objects in
an OA

3) An interface function for representing information on a
DO or an IO by incorporating real world information
(e.g., a function for representing information, such as
order waiting in a real store, congestion in a store, or a
parking condition)

3. A gate interlocking-related function

1) A gate connection function: a function for connecting
an agent to another VS or PS in a digital object present
in an OA

4. A display area (DA)-related function

1) A DA function: an area in which an owner of a digital
object may expose content based on his or her inten-
tion, which may be exposed to an agent.

2) A display content request function: a function capable
of being supplied with external content through a
real-time content control module

A display object (DO) and an interaction object (I0) may
be present in an OA as some of elements that constitute a
space in a virtual world. The DO and the 1O basically appear
in a form displayed on a screen of a user, and may have a
characteristic of a structure having a given standard. Exter-
nal information of the DO may be provided from an owner
of the DO to the supplier side of a space in a virtual world,
may use a template provided by the supplier side, or may be
directly designed by using a preset tool. Furthermore, each
of the DO and the 10 may have a display area (DA) which
may be directly controlled by an owner. Content exposed in
the DA may be provided by an owner of a DO and/or the
selection of an 1O within a proper range based on a policy
between an owner of the DO and/or the 10 and the supplier
of a space. The DA may individually have an exposure
characteristic according to a viewing angle of an agent
(perspective, or a characteristic for enhancement by neglect-
ing perspective) and an interaction characteristic. Further-
more, each IO may have interactive characteristics which
may be directly controlled by an owner of the 10. The 10
may provide an interaction suitable for a situation of an
agent based on interaction characteristic activation informa-
tion of the agent. For example, if a user wears only a head
mount display (HMD), an 10 may provide an operation
function having the same form as a DO. In contrast, if a user
has a controller combined with an HMD, an 10 may provide
an interaction feature (e.g., grabbing, pulling, or drawing)
with an agent provided in a space in a corresponding virtual
world. Furthermore, for example, if a user has an additional
motion recognition controller, a corresponding characteristic
may be used. A DO may have basic control characteristics.
Such basic control characteristics may include a basic con-
trol function of a space in a virtual world, which is con-
structed by the supplier side. For example, the basic control
function may include a history configuration and/or an
interested information construction.

FIG. 7 is a diagram illustrating a schematic shape of a
virtual space construction system according to an embodi-
ment of the present disclosure. A virtual space construction
system 700 in FIG. 7 may include a virtual reality (VR)
client device 710, a mobile edge computing device 720, an
edge computing device 730, and a cloud computing system
740. Each of the VR client device 710, the mobile edge
computing device 720, the edge computing device 730, and
the cloud computing system 740 may be embodied through
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the computer device 200 described with reference to FIG. 2.
It may be easily understood that the cloud computing system
740 may be embodied by two or more computer devices
200.

The VR client device 710 may be a physical device for
displaying a space in a virtual world for a user. As illustrated
in FIG. 7, the VR client device 710 may include a rendering
machine 711, a virtual space controller (hereinafter referred
to as a “VSC”) 712 which may be included in the rendering
machine 711, a head mount display (hereinafter referred to
as an “HMD”) 713, and controllers & sensors 714. The
rendering machine 711 may display a space in a virtual
world on the HMD 713 through the VSC 712. An output
value of the controllers & sensors 714 may be used to
control an agent of a user in a space in a virtual world and/or
to interact with a digital object disposed in a space in a
virtual world.

According to an embodiment, the VSC 712 may not be
directly included in the VR client device 710 or the render-
ing machine 711, but may be included in the mobile edge
computing device 720 or the edge computing device 730.
For example, if the VR client device 710 of a user is a device
having a level in which a space in a virtual world can be
directly rendered, a space in a virtual world may be rendered
by using the VSC 712 of the VR client device 710. In
contrast, if the VR client device 710 of a user cannot directly
render a space in a virtual world, the VR client device 710
may render a space in a virtual world through the VSC 721
of the mobile edge computing device 720 wirelessly con-
nected thereto through an access point 722 or through a VSC
731 of the edge computing device 730 connected thereto in
a wired way, and may display the rendered space on the
HMD 713. If both the mobile edge computing device 720
and the edge computing device 730 are not supported, as
will be described later, a space in a virtual world may be
rendered by using a virtual space controller farm 742
included in the cloud computing system 740. The virtual
space controller farm 742 may support that a user can
display a rendered space in a virtual world on the HMD 713
by generating an instance for a VSC for a user. In this case,
the VSCs 712, 721, and 731 may be VSC instances gener-
ated and provided by the cloud computing system 740
through the virtual space controller farm 742.

The VSCs 712, 721, and 731 may render a space in a
virtual world so that content delivered in relation to the
display area of a digital object can be displayed on the space
in the virtual world for an agent. The VSCs 712, 721, and
731 may be generated for the VR client device 710 of a user
corresponding to an agent by the cloud computing system
740 that constructs a space in a virtual world and provides
a service. The VSCs 712, 721, and 731 may be launched on
at least one of the VR client device 710, the mobile edge
computing device 720, the edge computing device 730 or the
cloud computing system 740, and may support the rendering
of a space in a virtual world for the VR client device 710.

The VR client device 710 may be directly connected to
the cloud computing system 740 or may be connected to the
cloud computing system 740 through the mobile edge com-
puting device 720 or the edge computing device 730, and
may be provided with a service related to a space in a virtual
world.

The cloud computing system 740 may be a system of an
operator for constructing a space in a virtual world and
providing a user with a service related to the space in the
virtual world. As illustrated in FIG. 7, the cloud computing
system 740 may include a virtual space management system
741 and the virtual space controller farm 742. The virtual
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space controller farm 742 may be embodied in a form
included in the virtual space management system 741. The
virtual space management system 741 is more specifically
described with reference to FIG. 8.

FIG. 8 is a block diagram illustrating an example of
internal components of the virtual space management sys-
tem 741 according to an embodiment of the present disclo-
sure. As illustrated in FIG. 8, the virtual space management
system 741 according to the present embodiment may
include a client interface (I/F) 810, an agent tracking man-
agement module 820, an agent information management
module 830, a virtual world information management mod-
ule 840, a real-time content control module 850, a physical
world interface module 860, and the virtual space controller
farm 742. The components of the virtual space management
system 741 may be functional expressions of the processor
220 included in at least one computer device 200 that
embodies the cloud computing system 740.

The client I/F 810 may provide a user interface for the VR
client device 710. For example, in a process of a user being
provided with a service for a space in a virtual world, which
is provided by the cloud computing system 740, by using the
VR client device 710, the client I/F 810 may provide various
user interfaces through which the user can interact with the
space in the virtual world.

The agent tracking management module 820 may track an
agent that is disposed in a space in a virtual world and
moves. Information obtained by tracking the agent may be
stored in a tracking database (DB) in association with an
identifier of the corresponding agent in real time. Tracking
history information for the agent may be stored in a tracking
history DB in association with the identifier of the agent.

The agent information management module 830 may
store a profile of an agent and the consent of the agent. For
example, the agent information management module 830
may store the profile of the agent in an agent profile DB in
association with the identifier of the agent, and may store the
contents of the consent of the agent in an agent consent DB
in association with the identifier of the agent. In this case, the
consent may include contents to personal information and
Privacy & Terms.

The virtual world information management module 840
may manage information for a space in a virtual world. For
example, the virtual world information management module
840 may store information for a policy of a space in a virtual
world, virtual map information, position information of a
space in a virtual world (e.g., GPS information for a space
in a virtual world), information of a digital object disposed
in a space in a virtual world, and may provide corresponding
information in response to a request from another module.

The real-time content control module 850 may select
content to be displayed in a space in a virtual world. For
example, the real-time content control module 850 may
select content to be displayed in a display area of a digital
object configured in a virtual world space. To this end, the
real-time content control module 850 may include a function
for content bidding and a function for selecting content to be
displayed. For example, the real-time content control mod-
ule 850 may select content to be displayed in a display area
based on bidding for a 3" party display content provider
870.

The physical world interface module 860 may provide a
function for controlling a physical resource and an interface
for a physical resource.

As described above, the virtual space controller farm 742
may generate, provide, and manage an instance of a VSC in
order to help the rendering of the VR client device 710.
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The virtual space management system 741 may receive
HMD information and control/censor information from the
VR client device 710. The HMD information may include
device motion tracking information of a 3-degrees of free-
dom (DoF) or a 6-DoF. In this case, the device motion
tracking information may include motion tracking informa-
tion for the VR client device 710. Furthermore, the HMD
information may include user information from the VR
client device 710. For example, the user information may
include the rotation of the head of a user, a movement of the
body of a user, or FoV information of a user. Furthermore,
the HMD information may include rendering-related infor-
mation, such as rendering delay or a temperature. The
control/censor information may include information for a
movement of the body of a user, a key event, or real-time
controller information, such as a movement.

Hereinafter, detailed embodiments of a method and sys-
tem for providing privacy in a virtual space are described.

There is a need for a distance between agents for protect-
ing privacy of an agent in a virtual space.

FIG. 9 is a diagram for illustrating a personal space
defined in a virtual space in an embodiment of the present
disclosure.

Referring to FIG. 9, a basic value in a VS may be defined
as a public distance 901, and may construct a more intimate
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followability between specific agents is strong through agent
tracking, a VS system may give warning of the strong
followability or may perform processing in a form that
disappears from the FoV of an agent. For example, the VS
system may forcedly change a social distance 902 into the
public distance 901. Alternatively, as a specific agent moves
along another agent for a given time, a function having a
form in which an FoV cannot be put may be limited.

An operator that has constructed a VS for a business
purpose may set a distance between agents in the corre-
sponding space after a review of the VS operator for the
distance for a business purpose. In this case, an agent present
for a special business purpose may perform a configuration,
such as approaching up to a personal distance 903 based on
permission (in this case, an OA indicative of a business
space corresponds to the social distance 902). Furthermore,
an Al-based agent not a user may approach up to the
personal distance 903 and provide a service if the agent is
sufficiently identified by a user agent.

The public distance 901 and the social distance 902 are as
follows.

TABLE 1

Privacy
Distance

Social (902)

Public (901)

Characteristics

Privacy Distance
Level
Configuration
between

agents

Configuration of OA

A common distance (e.g., a shopping mall or a
theater) when a specific space is recognized.
In the case of a voice, a procedure of checking a

A basic distance
between agents in a
common VS

will to talk in a text or notification form.
BGM in a corresponding space is exposed based on
information set by an owner of the space.

An OA configured as “Social”

(When an agent recognizes an OA) a special object
agent may perform a permitted specific interaction
with an agent based on the approval of the VS (a

An OA configured as
“Public”

A basic configuration
between agents in a
basic space in a VS

voice, etc.) in an OA having a special business
purpose with respect to an agent present in a
corresponding space.

It may be provided by an owner of a corresponding
space with permission from a VS.

A basic space of a
common OA in a VS

For a business purpose, a VS operator
determines approval through an application.

space with permission from a VS administrator (Admin). In
particular, in a space having a social level or higher, if

The personal distance 903 and the intimate distance 904
are as follows.

TABLE 2

Privacy
Distance

Intimate (904)

Personal (903)

Characteristics

This is the most intimate space and

may be overlapped with the body of

an agent through an operation of the agent.
Capable of an interaction

according to a body movement.

A voice is basically supported (may

be performed in a dialogue form

A distance in which handshaking

between agents is possible

Capable of an interaction according to a
body movement

A voice has a procedure of checking a will
to talk in a voice sound or text or notification
form based on user’s setting.

without separate notification).

Privacy
Distance Level
Configuration
between agents

An OA configured as “Intimate”

This is restricted to an agent previously
configured as an intimate grade by an agent.
In this case, a service agent may also
approach an intimate distance upon

user configuration based on Al in

addition to a user agent

An OA configured as “Personal (or Privacy)”

This is restricted to an agent previously
configured as a personal grade by

an agent (e.g., capable of interlocking
based on information, such as a common
friend list or a call list, a social graph of
a social service network)



US 12,039,080 B2

14

TABLE 2-continued
Privacy
Distance Intimate (904) Personal (903)
Configuration  This may be provided through a This may be provided by an owner of a
of OA configuration with a VS with respect to an  corresponding space with permission

OA that requires privacy. from a VS.
This is provided in a basic function

form up to a total of 4 persons like 1:3
upon extension into 1:1 to 1:N.

A service may be in a form of discussion
with a separate VS administrator if
persons are to be additionally increased

In this case, density information, etc. is
previously approved based on information
on a maximum number of participants, etc.
Permission may be determined based on
corresponding information.

Furthermore, the number of simultaneous

persons who can enter an OA is restricted
based on corresponding information.

In actual VR, it is necessary to support information of the
personal space in a form in which the personal space is
limitedly exposed because up to an audible element in
addition to a visual element can be controlled.

Referring to FIG. 10, in the case of a distance between
agents, a public distance 901, a social distance 902, a
personal distance 903, and an intimate distance 904 may be
set based on a user-centered FoV by taking into consider-
ation a gaze direction, a movement behavior, etc. of an
agent.

A distance in a gaze direction of a user agent 1000 may
be set to a maximum value and to a side position while
drawing an ellipse based on the gaze direction. Accordingly,
a more natural movement can be formed when multiple
agents 1000 move in a crowded space. If an agent is not
disposed within the FoV of the user agent 1000, the agent
may be disposed at a distance closer to the user.

FIG. 11 is an exemplary diagram for describing a process
of processing agents exposed at adjacent distances when an
FoV is moved due to a position movement of an agent.

In the case of a distance between agents, a public distance
901, a social distance 902, a personal distance 903, and an
intimate distance 904 may be set by taking into consider-
ation a substantial user behavior, an FoV, etc.

In this case, it may be considered that a distance in a gaze
direction is a maximum value and a surrounding position is
an adjacent position based on the gaze direction of a user
agent 1000. If the FoV of the user agent 1000 moves, the
adjacent agent 1100 may be subjected to deactivation pro-
cessing based on information configured in a corresponding
OA. A criterion for the deactivation is to determine whether
an interaction with the user agent 1000 is performed. If an
interaction, such as a dialogue or a gesture, with the user
agent 1000 is performed, a corresponding adjacent agent
1100 is not subjected to deactivation processing in the FoV
of the user agent 1000. However, a user who has an
association relationship (e.g., a social network relationship)
with a user is not subjected to deactivation processing
through a distance movement, etc. instead of deactivation.

FIG. 12 illustrates an example of privacy control configu-
rations by a user agent in an embodiment of the present
disclosure.

A privacy control function of a user agent 1000 may be
provided based on user’s setting or a space construction.

A public distance 901 is a basic space with common
agents in a VS, and may be configured in a way that a
corresponding distance is reduced in the form of a social
distance 902 or crowded users are not seen based on a user
or administrator’s choice at a position, such as a specific
DO/1O.
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The social distance 902 may be set so that only a
permitted agent can interact with a user in a permitted form.

A personal distance 903 is targeted on only an agent (user)
previously set by a user. In this case, the agent may include
a virtual Al-based agent and a 3"/ party agent provided by a
company, etc. in addition to an actual user.

In other words, the privacy control function may limit
approach having a given distance or more if a relationship
with a specific user is not previously defined. In this case, a
distance of an agent (user) from an individual agent (user)
may be set based on user’s setting.

Furthermore, when a space is constructed in a VS, a
corresponding VS administrator may determine a permis-
sion distance between agents based on a use purpose of the
space or the age of a user. However, an agent having a
special purpose in a permitted specific space (e.g., a casher
in a store or a purpose of providing guidance to a specific
space) may use a function, such as starting a conversation,
even in the situation of the social distance 902 with a user
within a given area of the specific space.

A minimum distance between agents in a common VS
maintains the public distance 901.

However, as illustrated in FIG. 13, if multiple agents (e.g.,
a photo spot, a statue, a hot spot, and a shop entrance) are
crowded at adjacent positions on the basis of a specific
object, such as a DO or 10 in a VS, an issue in which the
personal distance 903 between user agents is invaded may
occur.

In order to solve such a problem, if multiple agents are
present in a specific OA, an agent B and an agent C that
invade the personal distance 903 of an agent A are excluded
from the FoV of the agent A on the basis of the agent A. An
agent E that invades the personal distance 903 of an agent D
on the basis of the agent D is excluded from the FoV of the
agent D. If a DO is gazed on the basis of an agent F and an
agent G, all the agents from the agent A to the agent E are
present in a corresponding space.

FIG. 14 is a flowchart illustrating a process of construct-
ing a space to which privacy control in a virtual space (VS)
has been applied in an embodiment of the present disclosure.
A process of recognizing an object type according to the
present embodiment may be performed by the computer
device 200 that embodies a device (corresponding to the VR
client device 710, the mobile edge computing device 720, or
the edge computing device 730 described with reference to
FIG. 7) capable of rendering a VS.

Referring to FIG. 14, in step S1401, the computer device
200 may request a space construction from a VS service
platform through an agent controller in response to an agent
access. The computer device 200 may request the space
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construction for providing a VS service to a user based on
the generation of an agent and agent information according
to the user access.

In step S1402, the computer device 200 may invoke a
visibility controller in response to the space construction
request from the agent controller. The computer device 200
invokes the visibility controller for an agent-centered space
construction. In this case, a corresponding module may play
a role to collect construction information from a related
module and determine information to be finally exposed for
the agent-centered rendering information construction.

In step S1403, the computer device 200 may invoke a VS
controller (i.e., the VSC 712). The computer device 200 may
obtain information of a VS through the VSC 712 by invok-
ing the VSC 712 for obtaining the information of the VS.

In step S1404, the computer device 200 may invoke an
object controller. The computer device 200 may collect and
construct information for objects disposed in the VS through
the object controller by invoking the object controller dis-
posed in the VS.

In step S1405, the computer device 200 may generate
agent-centered VS construction information. The computer
device 200 may construct information necessary for the VS
through the VSC 712 based on the information collected in
the process S1402 to S1404.

In step S1406, the computer device 200 may invoke a
privacy controller on the basis of a user agent. The computer
device 200 may construct information on characteristics for
privacy protection on the basis of information of the agent
through the privacy controller. The computer device 200
generates information so that a flag or environment configu-
ration information, such as exposable information based on
a privacy distance or an age or exposable information based
on user preference, can be constructed and filtered.

In step S1407, the computer device 200 may filter a
visualization target in the VS based on privacy-related
information of the user. The computer device 200 may
re-construct visualization target information to be exposed
to the VS based on the information constructed through the
privacy controller.

In step S1408, the computer device 200 may transmit, to
the visibility controller, the information reconstructed in step
S1407. The computer device 200 may transmit the filtered
VS construction information to the visibility controller. In
this case, the visibility controller may transmit the VS
construction information to a rendering module in order to
visually provide the VS construction information to the user.

In step S1409, the computer device 200 may perform
rendering on the VS based on the information received from
the visibility controller through a virtual space rendering
engine (e.g., the rendering machine 711). The space con-
struction for providing a VS service to a user is requested
based on the generation of the agent and the agent informa-
tion according to the user access. In this case, visibility
information for the agent around the user is filtered, and
exposable information according to a privacy distance is
configured.

In step S1410, the computer device 200 may provide the
agent with rendering information of the VS to which the
privacy controller is applied. The computer device 200 may
render the user agent and agent-centered VS information as
information to which privacy control has been applied.

Components for privacy filtering are as follows.

A privacy filter is applied to an agent or an object, and
functions to filter information in an actual service.

As an example of the privacy filter, a privacy control filter
may a role as a filtering function for controlling privacy
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information based on privacy-related configuration informa-
tion of a user. In order for a user to be not seen as an agent
having a form in which only the user can be identified in a
VS, a mode, such as a default agent having a common value,
may be configured. That is, the filtering function is a
function for exposing only an agent having its own social
relationship in a form in which the agent can be identified as
an actual agent (i.e., a visualization target) and exposing the
remaining agents as common agents having a non-visual-
ization form, which are difficult to be identified.

As another example of the privacy filter, an age control
filter may apply filtering based on an age. For example, in
the case of a kindergarten area, an agent having a specific
age or more cannot enter a corresponding OA (a conversa-
tion, etc. is also impossible), and requires an authentication
process for formal admission. Filtering may be performed
based on service target age information configured in a
DO/JO.

As another example of the privacy filter, a privacy dis-
tance control filter corresponds to a filter for determining
distance information between agents based on a privacy
configuration or distance information between an agent and
an object. The distance information may be described in a
JSON form, and may include a distance relation between
agents (e.g., Intimate, Personal, Social, or Public) and
exception information based on a characteristic between
objects. In this case, the characteristic between the objects
may include a privacy distance (e.g., Social or Public) that
is basically served when an agent enters a corresponding
object.

Referring to FIG. 15, assuming that a basic privacy
distance of a virtual space is set as the social distance 902
with respect to a museum in the virtual space, an agent X
indicative of a docent needs to deliver voice information to
a guide group having a specific session. To this end, the
docent agent X may request each of user agents A, B, C, D,
F, and G to configure a privacy distance as the personal
distance 903 for a specific period within the museum.

FIG. 16 is a flowchart illustrating an example of a privacy
distance control process in an embodiment of the present
disclosure.

Referring to FIG. 16, in step S1601, the computer device
200 may request an agent having a role to lead a group or an
organization to set a privacy distance for communication
with the group or organization. A setting right to the privacy
distance may be previously obtained from a VS platform.

In step S1602, the computer device 200 may set a grade
and application time of the privacy distance to be set. If the
privacy distance is applied, a separate mark or icon by which
agents or an agent that has requested the privacy distance
can be identified may be previously set.

In step S1603, the computer device 200 selects an agent,
that is, a privacy distance change target.

In step S1604, the computer device 200 may receive a
response from each agent by transmitting privacy distance
change request notification to the agent, that is, a privacy
distance change target.

In step S1605, the computer device 200 may apply the
privacy distance within an OA to each agent from which a
response has been received.

As illustrated in FIG. 17, if several user agents A, B, C,
and D are present around a museum, that is, a DO in a VS,
notification 1701 that requests a change in the privacy
distance may be disposed in the VS in response to a request
from a docent agent X. The notification 1701 may include
configuration information (e.g., a privacy distance grade and
an application time) for changing the privacy distance.
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In order for a common agent to apply a privacy distance,
a distance-based message push method of an agent in a
specific area or a method of disposing a guide balloon
related to a configuration in a VS in an interactive object
form and enabling an individual agent to become close to a
corresponding notification object and change a configuration
through an interaction may be used.

As described above, according to embodiments of the
present disclosure, privacy of an agent in a virtual space can
be protected by providing a virtual space service to which a
personal space of an agent (i.e., a distance between agents)
has been applied.

The aforementioned device may be implemented as a
hardware component, a software component, or a combina-
tion of a hardware component and a software component.
For example, the device and component described in the
embodiments may be implemented using a processor, a
controller, an arithmetic logic unit (ALU), a digital signal
processor, a microcomputer, a field programmable gate array
(FPGA), a programmable logic unit (PLU), a microproces-
sor, or one or more general-purpose computers or special-
purpose computers, such as any other device capable of
executing or responding to an instruction. The processing
device may perform an operating system (OS) and one or
more software applications executed on the OS. Further-
more, the processing device may access, store, manipulate,
process and generate data in response to the execution of
software. For convenience of understanding, one processing
device has been illustrated as being used, but a person
having ordinary skill in the art may understand that the
processing device may include a plurality of processing
elements and/or a plurality of types of processing elements.
For example, the processing device may include a plurality
of processors or a single processor and a single controller.
Furthermore, a different processing configuration, such as a
parallel processor, is also possible.

Software may include a computer program, a code, an
instruction or a combination of one or more of them and may
configure a processing device so that the processing device
operates as desired or may instruct the processing devices
independently or collectively. The software and/or the data
may be embodied in any type of machine, a component, a
physical device, a computer storage medium or a device in
order to be interpreted by the processor or to provide an
instruction or data to the processing device. The software
may be distributed to computer systems connected over a
network and may be stored or executed in a distributed
manner. The software and the data may be stored in one or
more computer-readable recording media.

The method according to an embodiment may be imple-
mented in the form of a program instruction executable by
various computer means and stored in a computer-readable
recording medium. In this case, the medium may continue to
store a program executable by a computer or may tempo-
rarily store the program for execution or download. Further-
more, the medium may be various recording means or
storage means having a form in which one or a plurality of
pieces of hardware has been combined. The medium is not
limited to a medium directly connected to a computer
system, but may be one distributed over a network. An
example of the medium may be one configured to store
program instructions, including magnetic media such as a
hard disk, a floppy disk and a magnetic tape, optical media
such as a CD-ROM and a DVD, magneto-optical media such
as a floptical disk, a ROM, a RAM, and a flash memory.
Furthermore, other examples of the medium may include an
app store in which apps are distributed, a site in which other
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various pieces of software are supplied or distributed, and
recording media and/or storage media managed in a server.

As described above, although the embodiments have been
described in connection with the limited embodiments and
the drawings, those skilled in the art may modify and change
the embodiments in various ways from the description. For
example, proper results may be achieved although the afore-
mentioned descriptions are performed in order different
from that of the described method and/or the aforementioned
elements, such as the system, configuration, device, and
circuit, are coupled or combined in a form different from that
of'the described method or replaced or substituted with other
elements or equivalents.

Accordingly, other implementations, other embodiments,
and the equivalents of the claims fall within the scope of the
claims.

What is claimed is:

1. A method of performed by a computer device, the
method comprising:

configuring, by at least one processor included in the

computer device, a plurality of different privacy dis-
tances for guaranteeing a personal space based on a
user agent in a virtual space;
setting, by the at least one processor, a privacy distance
for the user agent as one of the privacy distances; and

performing, by the at least one processor, deactivation
processing on another agent present within the set
privacy distance or restricting approaching of another
agent within the set privacy distance,

wherein each of the privacy distances is associated with a

privacy level of the user agent to be protected,
wherein the method further comprises:
receiving a privacy distance change request for requesting
a change of the set privacy distance of the user agent
from a specific agent in the virtual space, the specific
agent corresponding to a docent associated with the
virtual space in which a privacy distance change
authority has been obtained from an administrator of
the virtual space; and
changing the set privacy distance with another privacy
distance among the plurality of privacy distances in
response to the privacy distance change request,

wherein the privacy distance change request from the
specific agent includes information on the other privacy
distance to be changed among the plurality of privacy
distances and application time information on the other
privacy distance,

wherein the changing comprises:

receiving a response to the privacy distance change

request from the user agent; and

in response to receiving the response, applying the other

privacy distance to the user agent for a period of time
indicated by the application time information, and
wherein the changing comprises changing the set privacy
distance with the other privacy distance that represents
a privacy distance less than the set privacy distance
among the plurality of privacy distances such that
communications between the user agent and the spe-
cific agent corresponding to the docent are facilitated.

2. The method of claim 1, wherein the privacy distances
include a first privacy distance corresponding to a basic
display distance between agents and a second privacy dis-
tance less than the first privacy distance.

3. The method of claim 2, wherein the second privacy
distance corresponds to a social distance within which an
interaction with the user agent permitted by an administrator
of the virtual space or the user agent is allowed, and
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the privacy distances further include a third privacy
distance corresponding to a personal distance within
which an interaction with an agent set as a personal
grade by the user agent is allowed and less than the
second privacy distance and a fourth privacy distance
corresponding to an intimate distance within which an
interaction with an agent set as an intimate grade by the
user agent is allowed and less than the third privacy
distance.

4. The method of claim 1, wherein the configuring com-
prises configuring each of the privacy distances based on a
gaze direction of the user agent.

5. The method of claim 1, wherein the performing or the
restricting comprises performing deactivation processing on
an agent present within the set privacy distance or restricting
approaching of another agent within the set privacy distance,
and regardless of being present within the set privacy
distance, performing activation processing on a first agent
permitted by an administrator of the virtual space or the user
agent and a second agent having a predetermined relation-
ship with the user agent or permitting approaching the first
agent or the second agent within the set privacy distance.

6. The method of claim 1, wherein the specific agent is
associated with an agent group consisting of a plurality of
agents including the user agent, the agent group is a group
to receive guidance information on the virtual space from
the specific agent corresponding to the docent, and the user
agent is selected as an agent for which a privacy distance
needs to be changed from among the plurality of agents.

7. The method of claim 1, wherein information on the
other privacy distance and the application time information
included in the privacy distance change request are dis-
played as a notification in the virtual space.

8. A non-transitory computer-readable recording medium
storing instructions that when executed by a processor, cause
the processor to perform the method of claim 1.

9. A computer device comprising:

at least one processor configured to execute computer-

readable instructions included in a memory,

wherein the at least one processor is configured to con-

figure a plurality of different privacy distances for
guaranteeing a personal space based on a user agent in
a virtual space, and to perform deactivation processing
on another agent present within the set privacy distance
or restrict approaching of another agent within the set
privacy distance, and

each of the privacy distances is associated with a privacy

level of the user agent to be protected,

wherein the at least one processor is configured to

receive a privacy distance change request for requesting a

change of the set privacy distance of the user agent
from a specific agent in the virtual space, the specific
agent corresponding to a docent associated with the
virtual space in which a privacy distance change
authority has been obtained from an administrator of
the virtual space; and

change the set privacy distance with another privacy

distance among the plurality of privacy distances in

response to the privacy distance change request,
wherein the privacy distance change request from the

specific agent includes information on the other privacy
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distance to be changed among the plurality of privacy
distances and application time information on the other
privacy distance,

wherein the at least one processor is configured to the set

privacy distance with the other privacy distance by
receiving a response to the privacy distance change
request from the user agent, and
in response to receiving the response, applying the other
privacy distance to the user agent for a period of time
indicated by the application time information, and

wherein the at least one processor is configured to the set
privacy distance with the other privacy distance that
represents a privacy distance less than the set privacy
distance among the plurality of privacy distances such
that communications between the user agent and the
specific agent corresponding to the docent are facili-
tated.

10. The computer device of claim 9, wherein the privacy
distances include a first privacy distance corresponding to a
basic display distance between agents and a second privacy
distance less than the first privacy distance.

11. The computer device of claim 10, wherein the second
privacy distance corresponds to a social distance within
which an interaction with the user agent permitted by an
administrator of the virtual space or the user agent is
allowed, and

the privacy distances further include a third privacy

distance corresponding to a personal distance within
which an interaction with an agent set as a personal
grade by the user agent is allowed and less than the
second privacy distance and a fourth privacy distance
corresponding to an intimate distance within which an
interaction with an agent set as an intimate grade by the
user agent is allowed and less than the third privacy
distance.

12. The computer device of claim 9, wherein the config-
uring comprises configuring each of the privacy distances
based on a gaze direction of the user agent.

13. The computer device of claim 9, wherein the at least
one processor is configured to execute the performing or
restricting by performing deactivation processing on an
agent present within the set privacy distance or restricting
approaching of another agent within the set privacy distance,
and regardless of being present within the set privacy
distance, performing activation processing on a first agent
permitted by an administrator of the virtual space or the user
agent and a second agent having a predetermined relation-
ship with the user agent or permitting approaching the first
agent or the second agent within the set privacy distance.

14. The computer device of claim 9, wherein the specific
agent is associated with an agent group consisting of a
plurality of agents including the user agent, the agent group
is a group to receive guidance information on the virtual
space from the specific agent corresponding to the docent,
and the user agent is selected as an agent for which a privacy
distance needs to be changed from among the plurality of
agents.

15. The computer device of claim 9, wherein information
on the other privacy distance and the application time
information included in the privacy distance change request
are displayed as a notification in the virtual space.
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