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(57) ABSTRACT 

The present disclosure is directed to systems and methods for 
high-reliability power Switching. 
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A method for high-reliability power Switching may comprise: 
(a) transferring possession of a token to first control logic 
controlling a first triode for alternating current (TRIAC), the 
TRIAC operably coupled to a first power source; (b) applying 
a Voltage to a gate of the first TRIAC according to the pos 
session of the token; (c) detecting a violation of a power 
Source parameter; (d) transferring possession of the token to 
second control logic controlling a second TRIAC, the second 
TRIAC operably coupled to a second power source; (e) 
removing the voltage from the gate of the first TRIAC; and (f) 
applying a Voltage to a gate of the second TRIAC. A system 
for high-reliability power Switching may comprise: (a) means 
for transferring possession of a token to first control logic 
controlling a first triode for alternating current (TRIAC), the 
TRIAC operably coupled to a first power source; (b) means 
for applying a Voltage to a gate of the first TRIAC according 
to the possession of the token; (c) means for detecting a 
violation of a power source parameter; (d) means for trans 
ferring possession of the token to second control logic con 
trolling a second TRIAC, the second TRIAC operably 
coupled to a second power source; (e) means for removing the 
voltage from the gate of the first TRIAC; and (f) means for 
applying a Voltage to a gate of the second TRIAC. 
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210 
Transferring possession of a token to first control logic controlling 
a first triode for alternating current (TRIAC), the first TRIAC 
Operablv Coupled to a first power Source: 

220 
Applying a voltage to a gate of the first TRIAC according to the 
possession of the token 

230 
Detecting a violation of a power source parameter 

240 
Transferring possession of the token to second control logic 
controlling a second TRIAC, the second TRIAC operably coupled 
to a Second power source, 

250 
Removing the voltage from the gate of the first TRIAC; 

260 
Applying a voltage to a gate of the second TRIAC. 

FIG 2 
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210 
Transferring possession of a token to first control logic controlling 
a first triode for alternating current (TRIAC), the first TRIAC 
operably coupled to a first power source; 

Incrementing a first counter associated with the first control 
logic 

FIG. 3 

240 
Transferring possession of the token to second control logic 
controlling a second TRIAC, the second TRIAC operably coupled 
to a second power source; 

Incrementing a second counter associated with the second 
control logic 

FIG. 4 
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210 
Transferring possession of a token to first control logic controlling 
a first triode for alternating current (TRIAC), the first TRIAC 
Operably Coupled to a first power Source: 

220 
Applying a voltage to a gate of the first TRIAC according to the 
possession of the token 

230 
Detecting a violation of a power source parameter 

240 
Transferring possession of the token to second control logic 
controlling a second TRIAC, the second TRIAC operably coupled 
to a second power source, 

250 
Removing the voltage from the gate of the first TRIAC; 

260 
Applying a voltage to a gate of the second TRIAC. 

-- - - - - - - - - - - - - - - - - - - - - - - 

Receiving a power source parameter 
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520 
Selecting a power source according to the power source 
parameter 
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210 
Transferring possession of a token to first control logic controlling 
a first triode for alternating current (TRIAC), the first TRIAC 
operably coupled to a first power source; 

220 
Applying a voltage to a gate of the first TRIAC according to the 
possession of the token 

230 
Detecting a violation of a power source parameter 

240 
Transferring possession of the token to second control logic 
controlling a second TRIAC, the second TRIAC operably coupled 
to a second power source; 

250 
Removing the voltage from the gate of the first TRIAC; 

260 
Applying a voltage to a gate of the second TRIAC. 

r 

620 
Querying the second control logic regarding possession of the 
token 
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----------------------- V 
Querying the first control logic regarding possession of the token 

710 
Querying the first control logic regarding a first 

counter 
- - - - - - - - - - - - - - - - - - - - 

------------------------- 

- - - - - - - - - - - - - - - - - - - - - - - 

Querying the second Control logic regarding possession of the 
token 

- - - - - - - - - - - - - - - - - - A29 Querying the Second Control logic regarding a 
second COunter 
- - - - - - - - - - - - - - - - - - - - 

- - - - - - - - - - - - - - - - - - - - - - - - - 

FIG. 7 
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210 
Transferring possession of a token to first control logic controlling 
a first triode for alternating current (TRIAC), the first TRIAC 
Operably coupled to a first power source, 

220 
Applying a voltage to a gate of the first TRIAC according to the 
possession of the token 

230 
Detecting a violation of a power source parameter 

240 
Transferring possession of the token to second control logic 
controlling a second TRIAC, the second TRIAC operably coupled 
to a second power source; 

250 
Removing the voltage from the gate of the first TRIAC; 

260 
Applying a voltage to a gate of the second TRIAC. 

agerying the second control logic regarding possession of the 
token 

Applying a voltage to a gate of either the first TRIAC or the 
secondt RAC according to possession of the token 

FIG. 8 
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1810 
Applying a voltage to a gate of either the first TRIAC or the 
second TRIAC according to possession of the token 

the second TRIAC according to a first counter value 
associated with the first controller logic and a second 
Counter value associated with the second controller 

FIG 9 
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210 
Transferring possession of a token to first control logic controlling 
a first triode for alternating current (TRIAC), the first TRIAC 
Operably Coupled to a first power source, 

220 
Applying a voltage to a gate of the first TRIAC according to the 
possession of the token 

230 
Detecting a violation of a power source parameter 

240 
Transferring possession of the token to second control logic 
controlling a second TRIAC, the second TRIAC operably coupled 
to a second power source; 

250 
Removing the voltage from the gate of the first TRIAC; 

260 
Applying a voltage to a gate of the second TRIAC. 

- - - - - - - - - - - - - - - - - - - - - - - - 

1010 
Requesting a confirmation of possession of the token from at 
least one of the first control logic and the second control logic; 

- - - - - - - - - - - - - 

1020 
Providing a confirmation of possession of the token by at least 
one of the first control logic and the second control logic. 
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210 
Transferring possession of a token to first control logic controlling 
a first triode for alternating current (TRIAC), the first TRIAC 
Operably Coupled to a first power Source: 

220 
Applying a voltage to a gate of the first TRIAC according to the 
possession of the token 

230 
Detecting a violation of a power source parameter 

240 
Transferring possession of the token to second control logic 
Controlling a second TRIAC, the second TRIAC operably coupled 

Removing the voltage from the gate of the first TRIAC; 

260 
Applying a voltage to a gate of the second TRIAC 

1110 
Requesting a confirmation of possession of the token from at 
least one of the first control logic and the second control logic; 

: Removing a voltage from the gate of a TRIAC according to an 
unanswered request for a confirmation of possession of the token 
by the at least one of the first control logic and the second control 
logic 
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Requesting a confirmation from the second control logic of its 
possession of the token 

Providing a notification of an unanswered request 
for a confirmation of possession of the token by the 
first control logic or the second control logic 

F.G. 12 
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210 
Transferring possession of a token to first control logic controlling a first 
triode for alternating current (TRIAC), the first TRIAC operably coupled 
to a first power source, 

220 
Applying a voltage to a gate of the first TRIAC according to the 
possession of the token 

230 
Detecting a violation of a power source parameter 

240 
Transferring possession of the token to second control logic controlling 
a second TRIAC, the second TRIAC operably coupled to a second 
OOWer Source, 

250 
Removing the voltage from the gate of the first TRIAC; 

260 
Applying a voltage to a gate of the second TRIAC. 

- - - - - - - - -ae - - - - - - - - - - - - - - - - 

1110 
Requesting a confirmation from the second control logic of its 
possession of the token 

Removing a voltage from the gate of a TRIAC according to an 
unanswered request for a confirmation from the second control logic of 
its possession of the token 

Detecting a violation with a power parameter by at least one of the first 
power source and the second power source 

Providing a notification of violation with a power parameter by at least 
One of the first power source and the second power source 
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210 
Transferring possession of a token to first control logic controlling a first 
triode for alternating current (TRIAC), the first TRIAC operably coupled 
to a first power Source: 

220 
Applying a voltage to a gate of the first TRIAC according to the 
possession of the token 

230 
Detecting a violation of a power source parameter 

240 
Transferring possession of the token to second control logic controlling 
a second TRIAC, the second TRIAC operably coupled to a second 
power source; 

250 
Removing the voltage from the gate of the first TRIAC; 

260 
Applying a voltage to a gate of the second TRIAC. 

- - - - - - - - - - - - - - - - - - - - - - - - - - - 

1110 
Requesting a confirmation from the second control logic of its 
possession of the token 

Removing a voltage from the gate of the second TRIAC according to 
an unanswered request for a confirmation from the second control logic 
of its possession of the token 
as a sm as as to es so es ------------ 1410 
Transferring possession of the token to functional control logic 
- - - - - - - - - - - - - - - - - - - - - - - - - - - 

------------------------- 
1420 
Applying a voltage to the gate of a TRIAC associated with the 
functional control logic 

  



Patent Application Publication Apr. 22, 2010 Sheet 14 of 14 US 2010/0096933 A1 

- 200 

210 
Transferring possession of a token to first control logic controlling 
a first triode for alternating current (TRIAC), the first TRIAC 
Operably Coupled to a first power source: 

220 
Applying a voltage to a gate of the first TRIAC according to the 
possession of the token 

230 
Detecting a violation of a power source parameter 

240 
Transferring possession of the token to second control logic 
controlling a second TRIAC, the second TRIAC operably coupled 
to a Second power source, 

250 
Removing the voltage from the gate of the first TRIAC 

260 
Applying a voltage to a gate of the second TRIAC 

FIG. 15 
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METHOD AND SYSTEM FOR 
HIGH-RELIABILITY POWER SWITCHING 

BACKGROUND 

0001. Many installations of critical electronic devices are 
powered by two or more separate Sources of electric power. 
Traditionally, an electromechanical relay has been used as a 
simple “either-or mechanism that prevents both power 
Sources to be selected simultaneously. A typical electrome 
chanical relay operates slowly and can take up to 50 millisec 
onds to change power sources. 
0002 Recent developments in electronic devices, particu 
larly computer servers, now require much faster Switching 
times than relays can provide. To meet the increased speed 
requirement Solid-state (transistor-based) relays are used. 
These switches have 12 millisecond switching times. 
0003. Such switches may include triodes for alternating 
current (TRIAC). TRIACs are controlled by applying a volt 
age to a “gate' connection. However, TRIACs lack any inher 
ent self-locking mechanisms to preventing multiple TRIACs 
regulating multiple power sources which are routed to a 
single load from being simultaneously enabled. 
0004 If multiple TRIACs coupled to dissimilar power 
Sources are enabled simultaneously for a given load, the cir 
cuit may be immediately disconnected by the circuit breakers. 
Wiring and/or equipment damage may result from this inad 
Vertent Switching. 
0005. As such, it may be desirable to provide a method and 
system for high-reliability switching for power transfer. 

SUMMARY 

0006. The present disclosure is directed to systems and 
methods for high-reliability power switching. 
0007. A method for high-reliability power switching may 
comprise: (a) transferring possession of a token to first control 
logic controlling a first triode for alternating current 
(TRIAC), the TRIAC operably coupled to a first power 
Source; (b) applying a Voltage to a gate of the first TRIAC 
according to the possession of the token; (c) detecting a 
violation of a power source parameter; (d) transferring pos 
session of the token to second control logic controlling a 
second TRIAC, the second TRIAC operably coupled to a 
second power Source; (e) removing the Voltage from the gate 
of the first TRIAC; and (f) applying a voltage to a gate of the 
Second TRIAC. 
0008. A system for high-reliability power switching may 
comprise: (a) means for transferring possession of a token to 
first control logic controlling a first triode for alternating 
current (TRIAC), the TRIAC operably coupled to a first 
power Source; (b) means for applying a Voltage to a gate of the 
first TRIAC according to the possession of the token; (c) 
means for detecting a violation of a power source parameter, 
(d) means for transferring possession of the token to second 
control logic controlling a second TRIAC, the second TRIAC 
operably coupled to a second power source; (e) means for 
removing the voltage from the gate of the first TRIAC; and (f) 
means for applying a Voltage to a gate of the second TRIAC. 
0009. It is to be understood that both the foregoing general 
description and the following detailed description are exem 
plary and explanatory only and are not necessarily restrictive 
of the claims. The accompanying drawings, which are incor 
porated in and constitute a part of the specification, illustrate 
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examples and together with the general description, serve to 
explain the principles of the disclosure. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0010. The numerous advantages of the disclosure may be 
better understood by those skilled in the art by reference to the 
accompanying figures in which: 
0011 FIG. 1 illustrates a system for high-reliability power 
Switching. 
0012 FIG. 2 illustrates operations of a method for high 
reliability power switching. 
0013 FIG. 3 illustrates operations of a method for high 
reliability power switching. 
0014 FIG. 4 illustrates operations of a method for high 
reliability power switching. 
0015 FIG. 5 illustrates operations of a method for high 
reliability power switching. 
0016 FIG. 6 illustrates operations of a method for high 
reliability power switching. 
0017 FIG. 7 illustrates operations of a method for high 
reliability power switching. 
0018 FIG. 8 illustrates operations of a method for high 
reliability power switching. 
0019 FIG. 9 illustrates operations of a method for high 
reliability power switching. 
0020 FIG. 10 illustrates operations of a method for high 
reliability power switching. 
0021 FIG. 11 illustrates operations of a method for high 
reliability power switching. 
0022 FIG. 12 illustrates operations of a method for high 
reliability power switching. 
0023 FIG. 13 illustrates operations of a method for high 
reliability power switching. 
0024 FIG. 14 illustrates operations of a method for high 
reliability power switching. 
0025 FIG. 15 illustrates operations of a method for high 
reliability power switching. 

DETAILED DESCRIPTION 

0026. In the following detailed description, reference is 
made to the accompanying drawings, which form a part 
hereof. In the drawings, similar symbols typically identify 
similar components, unless context dictates otherwise. The 
illustrative embodiments described in the detailed descrip 
tion, drawings, and claims are not meant to be limiting. Other 
embodiments may be utilized, and other changes may be 
made, without departing from the spirit or scope of the Subject 
matter presented here. 
0027. Referring to FIG. 1, a power switching system 100 
may comprise a master controller logic 101, first triode for 
alternating current (TRIAC) controller logic 102A operably 
coupled to a first TRIAC 103A, and second TRIAC controller 
logic 102B operably coupled to a second TRIAC 103B. 
Although the master controller logic 101, first TRIAC con 
troller logic 102A and second TRIAC controller logic 102B 
are shown as distinct components, they may be provided as a 
single system or as parts of other distributed Systems or other 
electronics associated with power switching system 100. 
(0028. The first TRIAC controller logic 102A may provide 
a gate signal 104A to the first TRIAC 103A so as to enable the 
first TRIAC 103A to pass a current/voltage from a first cur 
rent/voltage source 101A to a load 104. Similarly, the second 
TRIAC controller logic 102B may provide a gate signal 104B 
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to the second TRIAC 103B So as to enable the second TRIAC 
103B to pass a current/voltage from a second current/voltage 
source 101B to the load 104. Such a configuration may pro 
vide a mechanism for redundant power Sourcing for the load 
104. While FIG. 1 depicts two TRIACs 103 respectively 
coupled to two current/voltage sources 101, it will be evident 
from the descriptions provided herein that the present inven 
tion is extensible to any number of TRIACs 103 regulating a 
corresponding number of current/voltage sources 101, 
thereby providing an unlimited degree power redundancy. 
0029. The master controller logic 101 may be operably 
coupled to a communications network, Such as the internet, 
by a user interface 109. A user 110 may access the master 
controller logic 101 via user interface 109 (e.g. a web server 
implementing a graphical user interface) so as to provide 
control data to the master controller logic 101. 
0030 FIG. 2 illustrates an operational flow 200 represent 
ing example operations related to high-reliability power 
switching. In FIG. 2 and in following figures that include 
various examples of operational flows, discussion and expla 
nation may be provided with respect to the above-described 
examples of FIG. 1, and/or with respect to other examples and 
contexts. However, it should be understood that the opera 
tional flows may be executed in a number of other environ 
ments and contexts, and/or in modified versions of FIG. 1. 
Also, although the various operational flows are presented in 
the sequence(s) illustrated, it should be understood that the 
various operations may be performed in other orders than 
those which are illustrated, or may be performed concur 
rently. 
0031. After a start operation, operation 210 depicts trans 
ferring possession of a token to first control logic controlling 
a first TRIAC operably coupled to a first power source. For 
example, as shown in FIG. 1, the master controller logic 101 
may pass a token to the first TRIAC controller logic 102A via 
a token/data path 105A. 
0032. Operation 220 depicts applying a voltage to a gate of 
the first TRIAC according to the possession of the token. For 
example, as shown in FIG. 1, as the current holder of the 
token, the first TRIAC controller logic 102A is the only 
controller authorized to enable its associated first TRIAC 
103A. The first TRIAC controller logic 102A may apply a 
gate signal 104A to the first TRIAC 103A thereby enabling 
the first TRIAC 103A as a conductor and allowing the current/ 
voltage from the first current/voltage source 101A to pass 
through to the load 104. 
0033) Operation 230 depicts detecting a violation of a 
power source parameter. For example, the master controller 
logic 101 may maintain power source parameters governing 
the allowable electrical properties (e.g. allowable threshold 
values for Voltage, current, frequency, phase, etc.) for the load 
104. These parameters may be provided to the first TRIAC 
controller logic 102A via the token/data path 105A. The first 
TRIAC controller logic 102A may receive the power source 
parameters from the master controller logic 101 and compare 
them to the present current/voltage value 111A for the first 
current/voltage source 101 A. It may be the case that the 
current/voltage value 111A for the first current/voltage 
source 101A violates one or more of the power source param 
eters and is providing a sub-optimal signal to the load 104. 
0034. Operation 240 depicts transferring possession of the 
token to second control logic controllinga second TRIAC, the 
second TRIAC operably coupled to a second power source. 
For example, as shown in FIG. 1, the first TRIAC controller 
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logic 102A may pass the token to the second TRIAC control 
ler logic 102B via token/data path 106. 
0035. Operation 250 depicts removing the voltage from 
the gate of the first TRIAC. For example, as shown in FIG. 1, 
when the token is transferred to the second TRIAC controller 
logic 102B, the first TRIAC controller logic 102A is no longer 
authorized to enable is first TRIAC 103A. As such, the first 
TRIAC controller logic 102A may remove the voltage from 
the gate signal 104A for the first TRIAC 103A thereby dis 
abling its ability to pass current or Voltage from the first 
current/voltage source 101A to the load 104. 
0036) Operation 260 depicts applying a voltage to a gate of 
the second TRIAC. For example, as shown in FIG. 1, after 
receiving the token from the first TRIAC controller logic 
102A, the second TRIAC controller logic 102B is the only 
controller authorized to enable its associated second TRIAC 
103B. The second TRIAC controller logic 102B may apply a 
gate signal 104B to the second TRIAC 103B thereby enabling 
the second TRIAC 103B as a conductor and allowing the 
current/voltage from the second current/voltage source 101B 
to pass through to the load 104. 
0037 Referring to FIG. 3, operation 210 of operational 
flow 200 may include one or more operations, such as opera 
tion 310. Operation 310 depicts incrementing a first counter 
associated with the first control logic. As previously 
described, a token may be passed between the master con 
troller logic 101, first TRIAC controller logic 102A and the 
second TRIAC controller logic 102B thereby dictating which 
controller is authorized to enable its associated TRIAC 103. 
This token may be implemented in the form of a token counter 
maintained by each of the master controller logic 101, first 
TRIAC controller logic 102A and the second TRIAC control 
ler logic 102B. For example, as shown in FIG. 1, the master 
controller logic 101 may include a token counter 107, first 
TRIAC controller logic 102A may include a token counter 
108A, and the second TRIAC controller logic 102B may 
include a token counter 108B. Upon receipt of the token 
counter value from another controller, the receiving control 
ler may increment that counter and store it to its own local 
counter. For example, as shown in FIG. 1, when the token is 
transferred from the master controller logic 101 to the first 
TRIAC controller logic 102A, the value maintained by the 
token counter 107 (e.g. 0000) may be passed to the first 
TRIAC controller logic 102A via token/data path 105A, 
incremented by the first TRIAC controller logic 102A (e.g. 
0001) and stored in the token counter 108A. In such a con 
figuration, the token counter 108 having the highest value 
indicates the controller 102 currently possesses the token and 
is thereby authorized to enable its TRIAC 103 to restore the 
associated current/voltage source 101. 
0038 Similarly, referring to FIG. 4, operation 240 of 
operational flow 200 may include one or more additional 
operations, such as operation 410. Operation 410 depicts 
incrementing a second counter associated with the second 
control logic. For example, as shown in FIG. 1, when the 
token is transferred from the first TRIAC controller logic 
102A to the second TRIAC controller logic 102B, the value 
maintained by the token counter 108A (e.g. 0001) may be 
passed to the second TRIAC controller logic 102B via token/ 
data path 106, incremented by the second TRIAC controller 
logic 102B (e.g. 0002) and stored in the token counter 108B. 
As previously stated, the token counter 108 having the highest 
value indicates the controller 102 currently possesses the 
token and is thereby authorized to enable its TRIAC 103. 
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0039 Referring to FIG. 5, operational flow 200 may 
include one or more additional operations, such as operations 
510 and 520. Operation 510 depicts receiving a power source 
parameter. For example, referring to FIG. 1, the master con 
troller logic 101 may receive a power source parameter from 
user 110 via user interface 109. The user may provide power 
configuration settings particular to the load 104 Such as a 
desired Voltage, current, frequency and/or phase of a power 
Source Supplying the load 104. 
0040. Operation 520 depicts selecting a power source 
according to the power source parameter. For example, refer 
ring to FIG. 1, upon receiving a power source parameter, the 
master controller logic 101 may compare the power Source 
parameter to the electrical properties 111 of the first current/ 
Voltage source 101A and the second current/voltage source 
101B to determine which power source 101 has properties 
most closely correlating with the power source parameter(s). 
That power source may be selected to provide power to the 
load 104. Once a power source 101 has been selected, the 
master controller logic 101 may transfer the token to the 
TRIAC controller logic 102 associated with the TRIAC 103 
regulating that power source 101 in order to provide power to 
the load 104. 
0041 Referring to FIG. 6, operational flow 200 may 
include one or more additional operations, such as operations 
610 and 620. Operation 610 depicts querying the first control 
logic regarding possession of the token. Operation 620 
depicts querying the second control logic regarding posses 
sion of the token. For example, as shown in FIG. 1, the master 
controller logic 101 may query the first TRIAC controller 
logic 102A and/or the second TRIAC controller logic 102B to 
confirm that the token is being properly passed between the 
first TRIAC controller logic 102A and the second TRIAC 
controller logic 102B. In cases where faults in the TRAIC 
controller logic 102 or data corruption have resulted in dupli 
cate oranomalous tokens, the master controller logic 101 may 
detect such faults through querying operations 610 and 620 
and may reinitialize the power switching system 100 to a 
known state by transferring a new verified token to the TRIAC 
controller logic 102 which most recently possessed the token. 
0042. Referring to FIG. 7, operations 610 and 620 may 
include at least one additional operation Such as operations 
710 and 720, respectively. Operation 710 depicts querying the 
first control logic regarding a first counter. Operation 720 
depicts querying the second control logic regarding a second 
counter. As presented above, the token may be represented by 
incremental counters maintained by the various controllers. 
These counters may be queried by the master controller logic 
101. For example, as shown in FIG. 1, the master controller 
logic 101 may query the token counter 108A of the first 
TRIAC controller logic 102A and/or the token counter 108B 
of the second TRIAC controller logic 102B to confirm that the 
token counters are being properly incremented when the 
token is passed between the first TRIAC controller logic 
102A and the second TRIAC controller logic 102B. In cases 
where faults in the TRAIC controller logic 102 or data cor 
ruption have resulted in duplicate or anomalous tokens, the 
master controller logic 101 may detect such faults through 
querying operations 610 and 620 and may reinitialize the 
power switching system 100 to a known state by transferring 
a new verified token to the TRIAC controller logic 102 having 
the highest current token counter 108 value. 
0043. Referring to FIG. 8, operational flow 200 may 
include at least one additional operation, such as operation 
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810. Operation 810 depicts applying a voltage to a gate of 
either the first TRIAC or the second TRIAC according to 
possession of the token. For example, as shown in FIG. 1, 
upon querying of operation 610 and 620 and detection of the 
most recent token holder, the TRIAC controller logic 102 
which receives a new verified token may enable its associated 
TRIAC 103 by providing a voltage to the gate signal 114 of 
that TRIAC. 
0044) Referring to FIG. 9, operation 810 of operational 
flow 200 may include at least one additional operation, such 
as operation 910. Operation 910 depicts applying a voltage to 
a gate of either the first TRIAC or the second TRIAC accord 
ing to a first counter value associated with the first controller 
logic and a second counter value associated with the second 
controller logic. For example, as shown in FIG. 1, upon que 
rying of operation 610 and 620 and detection of the most 
recent token holder, the TRIAC controller logic 102 which 
receives a new verified token through incrementation of its 
token counter 108 may enable its associated TRIAC 103 by 
providing a voltage to the gate signal 114 of that TRIAC. 
0045 Referring to FIG. 10, operational flow 200 may 
include at least one additional operation, such as operations 
1010 and 1020. Operation 1010 depicts requesting a confir 
mation of possession of the token from at least one of the first 
control logic and the second control logic. For example, as 
shown in FIG. 1, the first TRIAC controller logic 102A may 
request a confirmation from the second TRIAC controller 
logic 102B that it is currently in possession of the token. Such 
requests may occurat given time intervals (e.g. 1000 requests 
per second) or at particularly scheduled times (e.g. startup, on 
transfer of the token, etc.) 
0046) Operation 1020 depicts providing a confirmation of 
possession of the token by at least one of the first control logic 
and the second control logic. For example, upon receiving a 
request for confirmation of possession of the token, the sec 
ond TRIAC controller logic 102B may provide a confirma 
tion to the first TRIAC controller logic 102A that it is cur 
rently in possession of the token. 
0047 Referring to FIG. 11, operational flow 200 may 
include at least one additional operation, such as operations 
1110 and 1120. Operation 1110 depicts requesting a confir 
mation of possession of the token from at least one of the first 
control logic and the second control logic. For example, as 
shown in FIG. 1, the first TRIAC controller logic 102A may 
request a confirmation from the second TRIAC controller 
logic 102B that it is currently in possession of the token. 
0048 Operation 1120 depicts removing a voltage from the 
gate of a TRIAC according to an unanswered request for a 
confirmation of possession of the token by the at least one of 
the first control logic and the second control logic. For 
example, referring to FIG. 1, it may be the case that either the 
first TRIAC controller logic 102A or the second TRIAC con 
troller logic 102B (which currently has possession of the 
token) has suffered a failure and is no longer capable of 
monitoring its respective current/voltage source 101 or con 
trolling its associated TRIAC 103 or recognize that it is in 
possession of the token. As such, the remaining functional 
TRIAC controller logic 102 may initiate a unilateral disabling 
of the TRIAC 103 of the non-functional TRIAC controller 
logic 102. For example, the functional TRIAC controller 
logic 102 may enable an interlock 111 operably coupled to the 
gate signal 104 of the non-functional TRIAC controller logic 
102 thereby removing the voltage from the TRIAC 103 asso 
ciated with the non-functional TRIAC controller logic 102. 
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0049 Referring to FIG. 12, operation 1110 of operational 
flow 200 may include at least one additional operation, such 
as operation 1210. Operation 1210 depicts providing a noti 
fication of an unanswered request for a confirmation of pos 
session of the token by the first control logic or the second 
control logic. For example, as shown in FIG. 1, a functional 
TRIAC controller logic 102 that has detected another TRIAC 
controller logic 102 is failing to respond to a request for 
confirmation of possession of the token may provide a noti 
fication to a user 110 via the master controller logic 101 and 
the associated user interface 109 that a the non-functional 
TRIAC controller logic 102 is non-responsive. For example, 
the user 110 may be provided a visual notification via a 
display, an e-mail or text message notification, an audible 
notification via a speaker system, or any other notification 
mechanism. 
0050 Referring to FIG. 13, operational flow 200 may 
include at least one additional operation, such as operations 
1110 (as presented above), 1120 (as presented above), 1310 
and 1320. Operation 1310 depicts detecting a violation with a 
power parameter by at least one of the first power source and 
the second power source. For example, as shown in FIG. 1, 
upon detection of non-functional TRIAC controller logic 
102, a functional TRIAC controller logic 102 may compare 
the electrical properties of its associated current/voltage 
source 101 to a power source parameter provided by the 
master controller logic 101 in order determine if it is a viable 
power source for the load 104. If the functional TRIAC con 
troller 102 determines that it violates one or more power 
Source parameters, no action may be taken. Operation 1320 
depicts providing a notification of violation with a power 
parameter by at least one of the first power source and the 
second power source. For example, the user 110 may be 
provided a visual notification via a display, an e-mail or text 
message notification, an audible notification via a speaker 
system, or any other notification mechanism. 
0051 Referring to FIG. 14, operational flow 200 may 
include at least one additional operation, such as operations 
1110 (as presented above), 1120 (as presented above), 1410 
and 1420. Operation 1410 depicts transferring possession of 
the token to functional control logic. For example, as shown 
in FIG. 1, upon detection of a non-functional TRIAC control 
ler logic 102, a functional TRIAC controller logic 102 may 
compare the electrical properties of its associated current/ 
voltage source 101 to a power source parameter provided by 
the master controller logic 101 in order determine if it is a 
viable power source for the load 104. If the functional TRIAC 
controller 102 determines that its current/voltage source 101 
complies with the power source parameters, the functional 
TRIAC controller logic 102 may then obtain the token from 
the non-functional TRIAC controller logic 102. 
0052 Operation 1420 depicts applying a voltage to the 
gate of a TRIAC associated with the functional control logic. 
For example, referring to FIG. 1, upon transfer of the token 
from a non-functional TRIAC controller logic 102 to a func 
tional TRIAC controller logic, the functional TRIAC control 
ler logic may apply a Voltage to the gate signal 104 in order to 
enable its associated TRIAC. 
0053 Referring to FIG. 15, operational flow 200 may 
include at least one additional operation, such as operation 
1510. Operation 1510 depicts providing a notification of a 
transfer of possession of the token. For example, referring to 
FIG.1, when the token is transferred between the first TRIAC 
controller logic 102A and the second TRIAC controller logic 
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102B, the user 110 may be provided a visual notification via 
a display, an e-mail or text message notification, an audible 
notification via a speaker system, or any other notification 
mechanism. 

0054. It should be noted that many functions have been 
attributed to respective controller logic. However, such reci 
tations are for descriptive purposes only and one skilled in the 
art will recognize that the various operations may be allocated 
to or implemented with one or more controller logic in an 
integrated or distributed manner without departing from the 
Scope of the descriptions herein. 
0055. It is believed that the present invention and many of 

its attendant advantages will be understood by the foregoing 
description. It is also believed that it will be apparent that 
various changes may be made in the form, construction and 
arrangement of the components thereof without departing 
from the scope and spirit of the invention or without sacrific 
ing all of its material advantages. The form herein before 
described being merely an explanatory embodiment thereof. 
It is the intention of the following claims to encompass and 
include Such changes. 
0056. The foregoing detailed description has set forth vari 
ous embodiments of the devices and/or processes via the use 
of block diagrams, flowcharts, and/or examples. Insofar as 
Such block diagrams, flowcharts, and/or examples contain 
one or more functions and/or operations, it will be understood 
by those within the art that each function and/or operation 
within Such block diagrams, flowcharts, or examples can be 
implemented, individually and/or collectively, by a wide 
range of hardware, Software, firmware, or virtually any com 
bination thereof. In one embodiment, several portions of the 
subject matter described herein may be implemented via 
Application Specific Integrated Circuits (ASICs), Field Pro 
grammable Gate Arrays (FPGAs), digital signal processors 
(DSPs), or other integrated formats. However, those skilled in 
the art will recognize that some aspects of the embodiments 
disclosed herein, in whole or in part, can be equivalently 
implemented in integrated circuits, as one or more computer 
programs running on one or more computers (e.g., as one or 
more programs running on one or more computer systems), as 
one or more programs running on one or more processors 
(e.g., as one or more programs running on one or more micro 
processors), as firmware, or as virtually any combination 
thereof, and that designing the circuitry and/or writing the 
code for the software and or firmware would be well within 
the skill of one of skill in the art in light of this disclosure. 
0057. In addition, those skilled in the art will appreciate 
that the mechanisms of the subject matter described herein 
are capable of being distributed as a program product in a 
variety of forms, and that an illustrative embodiment of the 
Subject matter described herein applies regardless of the par 
ticular type of signal bearing medium used to actually carry 
out the distribution. Examples of a signal bearing medium 
include, but are not limited to, the following: a recordable 
type medium Such as a floppy disk, a hard disk drive, a 
Compact Disc (CD), a Digital Video Disk (DVD), a digital 
tape, a computer memory, etc.; and a transmission type 
medium such as a digital and/or an analog communication 
medium (e.g., a fiber optic cable, a waveguide, a wired com 
munications link, a wireless communication link (e.g., trans 
mitter, receiver, transmission logic, reception logic, etc.), 
etc.). 
0.058 Those having skill in the art will recognize that the 
state of the art has progressed to the point where there is little 
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distinction left between hardware, software, and/or firmware 
implementations of aspects of systems; the use of hardware, 
Software, and/or firmware is generally (but not always, in that 
in certain contexts the choice between hardware and software 
can become significant) a design choice representing cost vs. 
efficiency tradeoffs. Those having skill in the art will appre 
ciate that there are various vehicles by which processes and/or 
systems and/or other technologies described herein can be 
effected (e.g., hardware, Software, and/or firmware), and that 
the preferred vehicle will vary with the context in which the 
processes and/or systems and/or other technologies are 
deployed. For example, if an implementer determines that 
speed and accuracy are paramount, the implementer may opt 
for a mainly hardware and/or firmware vehicle: alternatively, 
if flexibility is paramount, the implementer may opt for a 
mainly software implementation; or, yet again alternatively, 
the implementer may opt for Some combination of hardware, 
software, and/or firmware. Hence, there are several possible 
vehicles by which the processes and/or devices and/or other 
technologies described herein may be effected, none of which 
is inherently superior to the other in that any vehicle to be 
utilized is a choice dependent upon the context in which the 
vehicle will be deployed and the specific concerns (e.g., 
speed, flexibility, or predictability) of the implementer, any of 
which may vary. Those skilled in the art will recognize that 
optical aspects of implementations will typically employ 
optically-oriented hardware, software, and or firmware. 

What is claimed is: 

1. A method for high-reliability power switching, the 
method comprising: 

transferring possession of a token to first control logic 
controlling a first triode for alternating current (TRIAC), 
the first TRIAC operably coupled to a first power source: 

applying a Voltage to a gate of the first TRIAC according to 
the possession of the token; 

detecting a violation of a power Source parameter, 
transferring possession of the token to second control logic 

controlling a second TRIAC, the second TRIAC oper 
ably coupled to a second power source: 

removing the voltage from the gate of the first TRIAC; and 
applying a Voltage to a gate of the second TRIAC. 
2. The method of claim 1, wherein the transferring posses 

sion of a token to first control logic controlling a first TRIAC 
operably coupled to a first power source further comprises: 

incrementing a first counter associated with the first control 
logic. 

3. The method of claim 1, wherein the transferring posses 
sion of the token to second control logic controlling a second 
TRIAC, the second TRIAC operably coupled to a second 
power source further comprises: 

incrementing a second counter associated with the second 
control logic. 

4. The method of claim 1, further comprising: 
receiving a power source parameter. 
5. The method of claim 4, further comprising: 
Selecting a power source according to the power source 

parameter. 
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6. The method of claim 1, further comprising: 
querying the first control logic regarding possession of the 

token; and 
querying the second control logic regarding possession of 

the token. 
7. The method of claim 6, wherein the querying the first 

control logic regarding possession of the token further com 
prises: 

querying the first control logic regarding a first counter. 
8. The method of claim 6, wherein the querying the second 

control logic regarding possession of the token further com 
prises: 

querying the second control logic regarding a second 
COunter. 

9. The method of claim 6, further comprising: 
applying a voltage to a gate of either the first TRIAC or the 

second TRIAC according to possession of the token. 
10. The method of claim 9, wherein the applying a voltage 

to a gate of either the first TRIAC or the second TRIAC 
according to possession of the token further comprises: 

applying a voltage to a gate of either the first TRIAC or the 
second TRIAC according to a first counter value associ 
ated with the first controller logic and a second counter 
value associated with the second controller logic. 

11. The method of claim 1, further comprising: 
requesting a confirmation of possession of the token from 

at least one of the first control logic and the second 
control logic; and 

providing a confirmation of possession of the token by at 
least one of the first control logic and the second control 
logic. 

12. The method of claim 1, further comprising: 
requesting a confirmation of possession of the token from 

at least one of the first control logic and the second 
control logic; and 

removing a Voltage from the gate of a TRIAC according to 
an unanswered request for a confirmation of possession 
of the token by the at least one of the first control logic 
and the second control logic. 

13. The method of claim 12, further comprising: 
providing a notification of an unanswered request for a 

confirmation of possession of the token by the first con 
trol logic or the second control logic. 

14. The method of claim 12, further comprising: 
detecting a violation with a power parameter by at least one 

of the first power source and the second power source. 
15. The method of claim 14, further comprising: 
providing a notification of violation with a power param 

eter by at least one of the first power source and the 
second power source. 

16. The method of claim 12, further comprising: 
transferring possession of the token to functional control 

logic; and 
applying a Voltage to the gate of a TRIAC associated with 

the functional control logic. 
17. The method of claim 1, further comprising: 
providing a notification of a transfer of possession of the 

token. 
18. A system for high-reliability power switching, the sys 

tem comprising: 
means for transferring possession of a token to first control 

logic controlling a first triode for alternating current 
(TRIAC), the TRIAC operably coupled to a first power 
Source; 
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means for applying a Voltage to a gate of the first TRIAC 
according to the possession of the token; 

means for detecting a violation of a power source param 
eter; 

means for transferring possession of the token to second 
control logic controlling a second TRIAC, the second 
TRIAC operably coupled to a second power source: 

means for removing the Voltage from the gate of the first 
TRIAC; and 

means for applying a Voltage to a gate of the second 
TRIAC. 

19. A system for high-reliability power switching, the sys 
tem comprising: 
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first controller logic controlling a first triode for alternating 
current (TRIAC), the TRIAC operably coupled to a first 
power Source, the first controller logic including a first 
token counter, 

second controller logic controlling a second TRIAC, the 
second TRIAC operably coupled to a second power 
Source, the second controller logic including a second 
token counter, and 

master control logic operably coupled to a user interface, 
the first controller logic and the second controller logic. 

c c c c c 


