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(54) TRAFFIC OFFLOADING METHOD AND RELATED APPARATUS IN ROAMING SCENARIO

(57) Embodiments of this application disclose an of-
floading method and a related device in a roaming sce-
nario, to prevent traffic of a subscribed service of a roam-
ing subscriber from looping back to a home location,
thereby reducing inter-network traffic consumption, im-
plementing a local breakout capability of a terminal at a
roaming location, and improving service quality. The
method in this embodiment of this application includes:
receiving, by a visited core network control plane V-CP,
a first message sent by a home core network control
plane H-CP, where the first message includes a local
breakout LBO policy based on a subscribed service, and
the subscribed service is a service on which local brea-
kout needs to be performed and that is of a user; and
sending, by the V-CP, the LBO policy to a visited core
network user plane V-UP, so that the LBO policy is in-
stalled on the V-UP to implement local breakout process-
ing for the subscribed service.
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Description

[0001] This application claims priority to Chinese Pat-
ent Application No. 201710776563.3, filed with the Chi-
nese Patent Office on August 31, 2017 and entitled
"TRAFFIC OFFLOADING METHOD AND RELATED
DEVICE IN ROAMING SCENARIO", which is incorpo-
rated herein by reference in its entirety.

TECHNICAL FIELD

[0002] This application relates to the field of commu-
nications technologies, and in particular, to a traffic of-
floading method and a related device in a roaming sce-
nario.

BACKGROUND

[0003] Currently, when using a terminal, a user may
leave a home location of the terminal. In this case, the
terminal needs to perform accessing at a roaming loca-
tion of the user, to ensure that the terminal normally ac-
cesses a network. To ensure service continuity in a case
of subscriber roaming handover, a networking connec-
tion needs to be established between operator networks
and a roaming agreement needs to be reached. In com-
pliance with the roaming agreement reached by the op-
erators, the operators configure a roaming control policy,
to perform admission control on network access of a
roaming subscriber and perform corresponding opera-
tion management on a roaming service.
[0004] In a current 2G/3G/4G/4.5G network architec-
ture, when a user roams to a network of another operator,
in a user data service, home routing (Home Routed) is
usually selected for access and the home location is re-
turned to for access. In this case, as shown in FIG. 1A,
even if the user accesses a local service at a roaming
location, the user needs to detour to the roaming location
from the home location. As shown in FIG. 1B, the user
may alternatively select a local breakout (Local Breakout)
at the roaming location for access, and consequently, a
delay and relatively low service quality are caused when
the user of the terminal accesses a service at a home
location.
[0005] When the technical solution is used, (over the
top, OTT) service providers or content providers (Content
Provider) that provide various application services to the
user through Internet deploy a content delivery network
(content delivery network, CDN) server nearby the home
location to implement local breakout, thereby improving
service access quality and reducing consumed inter-net-
work traffic. In this scenario, all service traffic loops back
to a home core network user plane (home user plane, H-
UP), then is offloaded to a Gi side, and loops back to a
visited CDN server through the Internet. Consequently,
a large amount of inter-network traffic is consumed and
a service access delay is increased.

SUMMARY

[0006] Embodiments of this application provide an of-
floading method and a related device in a roaming sce-
nario, to prevent traffic of a subscribed service of a roam-
ing subscriber from looping back to a home location,
thereby reducing inter-network traffic consumption, im-
plementing a local breakout capability of a terminal at a
roaming location, and improving service quality.
[0007] A first aspect of an embodiment of this applica-
tion provides an offloading method in a roaming scenario,
where the method includes: receiving, by a visited core
network control plane V-CP, a first message sent by a
home core network control plane H-CP, where the first
message includes a local breakout LBO policy based on
a subscribed service, and the subscribed service is a
service on which local breakout needs to be performed
and that is of a user; and sending, by the V-CP, the LBO
policy to a visited core network user plane V-UP, so that
the LBO policy is installed on the V-UP to implement local
breakout processing for the subscribed service. In this
embodiment of this application, the local breakout policy
of the subscribed service sent by the H-CP is received
by using the V-CP, the local breakout policy is delivered
to the V-UP for installation, thereby implementing offload-
ing of the subscribed service of the terminal at the roam-
ing location, reducing inter-network traffic consumption
between the roaming location and the home location, im-
plementing a local breakout capability of the terminal at
the roaming location, and improving service quality.
[0008] In a possible design, in a first implementation
of the first aspect of this embodiment of this application,
the receiving, by a visited core network control plane V-
CP, a first message sent by a home core network control
plane H-CP includes: receiving, by the V-CP by using a
visited session management function V-SMF entity, a
first message sent by a home session management func-
tion H-SMF entity, where the first message includes the
LBO policy based on the subscribed service; or receiving,
by the V-CP by using a visited policy control function V-
PCF entity, a first message sent by a home policy control
function H-PCF entity, where the first message includes
the LBO policy based on the subscribed service. In this
embodiment of this application, a process in which the
V-CP receives the local breakout policy is refined, and
this embodiment of this application is easier to implement
and operate.
[0009] In a possible design, in a second implementa-
tion of the first aspect of this embodiment of this applica-
tion, after the receiving, by the V-CP by using a visited
session management function V-SMF entity, a first mes-
sage sent by a home session management function H-
SMF entity, and before the sending, by the V-CP, the
LBO policy to a visited core network user plane V-UP,
the method further includes: sending, by the V-CP, the
LBO policy to the visited policy control function V-PCF
entity by using the V-SMF; or determining, by the V-CP
by using the V-PCF, whether the LBO policy is valid. In
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this embodiment of this application, a process in which
the V-CP authenticates the local breakout policy is add-
ed, and a possible implementation of this embodiment
of this application is added.
[0010] In a possible design, in a third implementation
of the first aspect of this embodiment of this application,
after the receiving, by the V-CP by using a visited policy
control function V-PCF entity, a first message sent by a
home policy control function H-PCF entity, and before
the sending, by the V-CP, the LBO policy to a visited core
network user plane V-UP, the method further includes:
determining, by the V-CP by using the V-PCF, whether
the LBO policy is valid. In this embodiment of this appli-
cation, a process in which the V-CP authenticates the
local breakout policy is added, and a possible implemen-
tation of this embodiment of this application is added.
[0011] In a possible design, in a fourth implementation
of the first aspect of this embodiment of this application,
the sending, by the V-CP, the LBO policy to a visited core
network user plane V-UP includes: sending, by the V-
CP, the LBO policy to the V-UP by using the V-SMF. In
this embodiment of this application, a process in which
the V-CP sends the local breakout policy by using the V-
SMF is refined, and this embodiment of this application
is easier to implement and operate.
[0012] A second aspect of an embodiment of this ap-
plication provides an offloading method in a roaming sce-
nario, where the method includes: obtaining, by a home
core network control plane H-CP, a local breakout LBO
policy based on a subscribed service, where the sub-
scribed service is a service on which local breakout needs
to be performed and that is of a user; and sending, by
the H-CP, a first message to a visited core network control
plane V-CP, where the first message includes the LBO
policy. In this embodiment of this application, the local
breakout policy of the subscribed service is obtained by
using the H-CP, the local breakout policy of the sub-
scribed service is sent to the V-CP, thereby implementing
offloading of the subscribed service of the terminal at the
roaming location, reducing inter-network traffic con-
sumption between the roaming location and the home
location, implementing a local breakout capability of the
terminal at the roaming location, and improving service
quality.
[0013] In a possible design, in a first implementation
of the second aspect of this embodiment of this applica-
tion, the sending, by the H-CP, a first message to a visited
core network control plane V-CP includes: sending, by
the H-CP, a first message to a visited session manage-
ment function V-SMF entity by using a home session
management function H-SMF entity, where the first mes-
sage includes the LBO policy. In this embodiment of this
application, a specific process in which the H-CP sends
the local breakout policy is refined, and this embodiment
of this application is easier to implement and operate.
[0014] In a possible design, in a second implementa-
tion of the second aspect of this embodiment of this ap-
plication, the sending, by the H-CP, a first message to a

visited core network control plane V-CP includes: send-
ing, by the H-CP, the first message to a visited policy
control function V-PCF entity by using a home policy con-
trol function H-PCF entity, where the first message in-
cludes the LBO policy. In this embodiment of this appli-
cation, a specific process in which the H-CP sends the
local breakout policy is refined, and this embodiment of
this application is easier to implement and operate.
[0015] In a possible design, in a third implementation
of the second aspect of this embodiment of this applica-
tion, the obtaining, by a home core network control plane
H-CP, a local breakout LBO policy based on a subscribed
service includes: configuring, by the H-CP, the LBO pol-
icy by using the home session management function H-
SMF entity; receiving, by the H-CP, a second message
sent by a home application server H-AS, where the sec-
ond message includes the LBO policy; or obtaining, by
the H-CP, the LBO policy from the home policy control
function H-PCF entity. In this embodiment of this appli-
cation, a specific manner in which the H-CP obtains the
local breakout policy is refined, and this embodiment of
this application is easier to implement and operate.
[0016] In a possible design, in a fourth implementation
of the second aspect of this embodiment of this applica-
tion, the first message includes grant information of a
roaming operator. In this embodiment of this application,
a composition of the first message is limited, so that steps
of this embodiment of this application are more complete.
[0017] A third aspect of an embodiment of this appli-
cation provides an offloading method in a roaming sce-
nario, where the method includes: obtaining, by a home
core network control plane H-CP, a local breakout LBO
policy based on a subscribed service, where the sub-
scribed service is a service on which local breakout needs
to be performed and that is of a user; and sending, by
the H-CP, a first message to a visited local user plane V-
Local-UP, where the first message includes the LBO pol-
icy, so that traffic of the subscribed service is offloaded
to a visited application server V-AS. In this embodiment
of this application, the local breakout policy of the sub-
scribed service is obtained by using the H-CP, the local
breakout policy of the subscribed service is sent to the
V-Local-UP, thereby implementing offloading of the sub-
scribed service at the roaming location, reducing inter-
network traffic consumption between the roaming loca-
tion and the home location, implementing a local break-
out capability of the terminal at the roaming location, and
improving service quality.
[0018] In a possible design, in a first implementation
of the second aspect of this embodiment of this applica-
tion, the sending, by the H-CP, a first message to a visited
local user plane V-Local-UP includes: sending, by the H-
CP, the first message to the visited local user plane V-
Local-UP by using a home session management function
H-SMF entity. In this embodiment of this application, a
specific process in which the H-CP sends the first mes-
sage is refined, and this embodiment of this application
is easier to implement and operate.
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[0019] A fourth aspect of this embodiment of this ap-
plication provides an offloading method in a roaming sce-
nario, where the method includes: receiving, by a visited
local user plane V-Local-UP, a local breakout LBO policy
that is based on a subscribed service and that is sent by
the home core network control plane H-CP, where the
subscribed service is a service on which local breakout
needs to be performed and that is of a user; installing,
by the V-Local-UP, the LBO policy; and if the V-Local-
UP determines that a service sent by the visited core
network user plane V-UP is the subscribed service, of-
floading, by the V-Local-UP, traffic of the subscribed
service to the visited application server V-AS. In this em-
bodiment of this application, the local breakout policy of
the subscribed service sent by the H-CP is received by
using the V-Local-UP, the local breakout policy is in-
stalled on the V-Local-UP, thereby implementing offload-
ing of the subscribed service at the roaming location,
reducing inter-network traffic consumption between the
roaming location and the home location, implementing a
local breakout capability of the terminal at the roaming
location, and improving service quality.
[0020] In a possible design, in a first implementation
of the fourth aspect of this embodiment of this application,
the receiving, by a visited local user plane V-Local-UP,
a local breakout LBO policy that is based on a subscribed
service and that is sent by the home core network control
plane H-CP includes: receiving, by the V-Local-UP, a lo-
cal breakout LBO policy that is based on the subscribed
service and that is sent by the home session manage-
ment function H-SMF entity. In this embodiment of this
application, a specific process in which the V-Local-UP
receives the first message is refined, and this embodi-
ment of this application is easier to implement and oper-
ate.
[0021] A fifth aspect of an embodiment of this applica-
tion provides a network device, where the network device
includes: a receiving unit, configured to receive a first
message sent by a home core network control plane H-
CP, where the first message includes a local breakout
LBO policy based on a subscribed service, and the sub-
scribed service is a service on which local breakout needs
to be performed and that is of a user; and a first sending
unit, configured to send the LBO policy to a visited core
network user plane V-UP, so that the LBO policy is in-
stalled on the V-UP to implement local breakout process-
ing for the subscribed service. In this embodiment of this
application, the local breakout policy of the subscribed
service of the terminal that is sent by the H-CP is received
by using the V-CP, the local breakout policy is delivered
to the V-UP for installation, thereby implementing offload-
ing of the subscribed service of the terminal at the roam-
ing location, reducing inter-network traffic consumption
between the roaming location and the home location, im-
plementing a local breakout capability of the terminal at
the roaming location, and improving service quality.
[0022] In a possible design, in a first implementation
of the fifth aspect of this embodiment of this application,

the receiving unit is specifically configured to: receive,
by using a visited session management function V-SMF
entity, a first message sent by a home session manage-
ment function H-SMF entity, where the first message in-
cludes the LBO policy based on the subscribed service;
or receive, by using a visited policy control function V-
PCF entity, a first message sent by a home policy control
function H-PCF entity, where the first message includes
the LBO policy based on the subscribed service. In this
embodiment of this application, a process in which the
V-CP receives the local breakout policy is refined, and
this embodiment of this application is easier to implement
and operate.
[0023] In a possible design, in a second implementa-
tion of the fifth aspect of this embodiment of this applica-
tion, after the receiving, by the V-CP by using a visited
session management function V-SMF entity, a first mes-
sage sent by a home session management function H-
SMF entity, and before the sending, by the V-CP, the
LBO policy to a visited core network user plane V-UP,
the network device further includes: a second sending
unit, configured to send the LBO policy to the visited pol-
icy control function V-PCF entity by using the V-SMF;
and a first determining unit, configured to determine, by
using the V-PCF, whether the LBO policy is valid. In this
embodiment of this application, a process in which the
V-CP authenticates the local breakout policy is added,
and a possible implementation of this embodiment of this
application is added.
[0024] In a possible design, in a third implementation
of the fifth aspect of this embodiment of this application,
after the receiving, by the V-CP by using a visited policy
control function V-PCF entity, a first message sent by a
home policy control function H-PCF entity, and before
the sending, by the V-CP, the LBO policy to a visited core
network user plane V-UP, the network device further in-
cludes: a second determining unit, configured to deter-
mine, by using the V-PCF, whether the LBO policy is
valid. In this embodiment of this application, a process
in which the V-CP authenticates the local breakout policy
is added, and a possible implementation of this embod-
iment of this application is added.
[0025] In a possible design, in a fourth implementation
of the fifth aspect of this embodiment of this application,
the first sending unit is specifically configured to send the
LBO policy to the V-UP by using the V-SMF. In this em-
bodiment of this application, a process in which the V-
CP sends the local breakout policy by using the V-SMF
is refined, and this embodiment of this application is eas-
ier to implement and operate.
[0026] A sixth aspect of an embodiment of this appli-
cation provides a network device, where the network de-
vice includes: an obtaining unit, configured to obtain a
local breakout LBO policy based on a subscribed service,
where the subscribed service is a service on which local
breakout needs to be performed and that is of a user;
and a sending unit, configured to send a first message
to a visited core network control plane V-CP, where the

5 6 



EP 3 661 259 A1

5

5

10

15

20

25

30

35

40

45

50

55

first message includes the LBO policy. In this embodi-
ment of this application, the local breakout policy of the
subscribed service is obtained by using the H-CP, the
local breakout policy of the subscribed service is sent to
the V-CP, thereby implementing offloading of the sub-
scribed service of the terminal at the roaming location,
reducing inter-network traffic consumption between the
roaming location and the home location, implementing a
local breakout capability of the terminal at the roaming
location, and improving service quality.
[0027] In a possible design, in a first implementation
of the sixth aspect of this embodiment of this application,
the sending unit includes: a first sending subunit, config-
ured to send a first message to a visited session man-
agement function V-SMF entity by using a home session
management function H-SMF entity, where the first mes-
sage includes the LBO policy. In this embodiment of this
application, a specific process in which the H-CP sends
the local breakout policy is refined, and this embodiment
of this application is easier to implement and operate.
[0028] In a possible design, in a second implementa-
tion of the sixth aspect of this embodiment of this appli-
cation, the sending unit includes: a second sending sub-
unit, configured to send the first message to a visited
policy control function V-PCF entity by using a home pol-
icy control function H-PCF entity, where the first message
includes the LBO policy. In this embodiment of this ap-
plication, a specific process in which the H-CP sends the
local breakout policy is refined, and this embodiment of
this application is easier to implement and operate.
[0029] In a possible design, in a third implementation
of the sixth aspect of this embodiment of this application,
the obtaining unit is specifically configured to: configure
the LBO policy by using the home session management
function H-SMF entity; receive a second message sent
by a home application server H-AS, where the second
message includes the LBO policy; or obtain the LBO pol-
icy from the home policy control function H-PCF entity.
In this embodiment of this application, a specific manner
in which the H-CP obtains the local breakout policy is
refined, and this embodiment of this application is easier
to implement and operate.
[0030] In a possible design, in a fourth implementation
of the sixth aspect of this embodiment of this application,
the first message includes grant information of a roaming
operator. In this embodiment of this application, a com-
position of the first message is limited, so that steps of
this embodiment of this application are more complete.
[0031] A seventh aspect of an embodiment of this ap-
plication provides a network device, where the network
device includes: an obtaining unit, configured to obtain
a local breakout LBO policy based on a subscribed serv-
ice, where the subscribed service is a service on which
local breakout needs to be performed and that is of a
user; and a sending unit, configured to send a first mes-
sage to a visited local user plane V-Local-UP, where the
first message includes the LBO policy, so that traffic of
the subscribed service is offloaded to a visited application

server V-AS. In this embodiment of this application, the
local breakout policy of the subscribed service is obtained
by using the H-CP, the local breakout policy of the sub-
scribed service is sent to the V-Local-UP, thereby imple-
menting offloading of the subscribed service at the roam-
ing location, reducing inter-network traffic consumption
between the roaming location and the home location, im-
plementing a local breakout capability of the terminal at
the roaming location, and improving service quality.
[0032] In a possible design, in a first implementation
of the seventh aspect of this embodiment of this applica-
tion, the sending unit is specifically configured to: send
the first message to the visited local user plane V-Local-
UP by using a home session management function H-
SMF entity. In this embodiment of this application, a spe-
cific process in which the H-CP sends the first message
is refined, and this embodiment of this application is eas-
ier to implement and operate.
[0033] An eighth aspect of the embodiment of this ap-
plication provides a network device, where the network
device includes: a receiving unit, configured to receive a
local breakout LBO policy that is based on a subscribed
service and that is sent by a home core network control
plane H-CP, where the subscribed service is a service
on which local breakout needs to be performed and that
is of a user; an installation unit, configured to install the
LBO policy; and an offloading unit, configured to: if the
V-Local-UP determines that a service sent by a visited
core network user plane V-UP is a subscribed service,
offload traffic of the subscribed service to a visited appli-
cation server V-AS. In this embodiment of this applica-
tion, the local breakout policy of the subscribed service
of the terminal sent by the H-CP is received by using the
V-Local-UP, the local breakout policy of the subscribed
service is installed on the V-Local-UP, thereby imple-
menting offloading of the subscribed service at the roam-
ing location, reducing inter-network traffic consumption
between the roaming location and the home location, im-
plementing a local breakout capability of the terminal at
the roaming location, and improving service quality.
[0034] In a possible design, in a first implementation
of the eighth aspect of this embodiment of this applica-
tion, the receiving unit is specifically configured to: re-
ceive a local breakout LBO policy sent by a home session
management function H-SMF entity. In this embodiment
of this application, a specific process in which the V-Lo-
cal-UP receives the first message is refined, and this em-
bodiment of this application is easier to implement and
operate.
[0035] A ninth aspect of this application provides a
computer-readable storage medium. The computer-
readable storage medium stores an instruction, and
when the instruction runs on a computer, the computer
is enabled to perform the method in each of the foregoing
aspects.
[0036] A tenth aspect of this application provides a
computer program product that includes an instruction,
and when the computer program product runs on a com-
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puter, the computer is enabled to perform the methods
in the foregoing aspects.
[0037] It can be learned from the foregoing technical
solution that the embodiments of this application have
the following advantages:
[0038] In the technical solution provided in the embod-
iments of this application, the visited core network control
plane V-CP receives the first message sent by the home
core network control plane H-CP, where the first mes-
sage includes the local breakout LBO policy based on
the subscribed service, and the subscribed service is the
service on which the local breakout needs to be per-
formed and that is of the user; and the V-CP sends the
LBO policy to the visited core network user plane V-UP,
so that the LBO policy is installed on the V-UP to imple-
ment the local breakout processing for the subscribed
service. Traffic of a subscribed service of a roaming sub-
scriber is prevented from looping back to the home loca-
tion, inter-network traffic consumption is reduced, a local
breakout capability of a terminal at a roaming location is
implemented, and service quality is improved.

BRIEF DESCRIPTION OF DRAWINGS

[0039]

FIG. 1A is a schematic diagram of home routing ac-
cess in a roaming scenario;
FIG. 1B is a schematic diagram of roaming local ac-
cess in a roaming scenario;
FIG. 2A is a schematic diagram of a network archi-
tecture to which this application is applied;
FIG. 2B is a schematic diagram of another network
architecture to which this application is applied;
FIG. 3 is a schematic diagram of an embodiment of
an offloading method in a roaming scenario accord-
ing to an embodiment of this application;
FIG. 4 is a schematic diagram of another embodi-
ment of an offloading method in a roaming scenario
according to an embodiment of this application;
FIG. 5 is a schematic diagram of another embodi-
ment of an offloading method in a roaming scenario
according to an embodiment of this application;
FIG. 6 is a schematic diagram of another embodi-
ment of an offloading method in a roaming scenario
according to an embodiment of this application;
FIG. 7 is a schematic diagram of an embodiment of
a network device according to an embodiment of this
application;
FIG. 8 is a schematic diagram of another embodi-
ment of a network device according to an embodi-
ment of this application;
FIG. 9 is a schematic diagram of another embodi-
ment of a network device according to an embodi-
ment of this application;
FIG. 10 is a schematic diagram of another embodi-
ment of a network device according to an embodi-
ment of this application;

FIG. 11 is a schematic diagram of another embodi-
ment of a network device according to an embodi-
ment of this application;
FIG. 12 is a schematic diagram of another embodi-
ment of a network device according to an embodi-
ment of this application; and
FIG. 13 is a schematic diagram of another embodi-
ment of a network device according to an embodi-
ment of this application.

DESCRIPTION OF EMBODIMENTS

[0040] Embodiments of this application provide an of-
floading method and a related device in a roaming sce-
nario, to prevent traffic of a subscribed service of a roam-
ing subscriber from looping back to a home location,
thereby reducing inter-network traffic consumption, im-
plementing a local breakout capability of a terminal at a
roaming location, and improving service quality.
[0041] To make a person skilled in the art understand
the technical solutions in this application better, the fol-
lowing describes the technical solutions in the embodi-
ments of this application with reference to the accompa-
nying drawings in the embodiments of this application.
[0042] In the specification, claims, and accompanying
drawings of this application, the terms "first", "second",
"third", "fourth", and so on (if existent) are intended to
distinguish between similar objects but do not necessarily
indicate a specific order or sequence. It should be un-
derstood that the data used in such a way are inter-
changeable in proper circumstances so that the embod-
iments of the present invention described herein can be
implemented in other orders than the order illustrated or
described herein. In addition, the terms "include", "have"
and any other variants mean to cover the non-exclusive
inclusion, for example, a process, method, system, prod-
uct, or device that includes a list of steps or units is not
necessarily limited to those expressly listed steps or
units, but may include other steps or units not expressly
listed or inherent to such a process, method, product, or
device.
[0043] The embodiments of this application may be ap-
plied to the network architectures shown in FIG. 2A and
FIG. 2B. In the network architecture shown in FIG. 2A,
service opening and collaboration is supported between
operators, a home operator subscribes to a correspond-
ing service opening collaboration agreement with a roam-
ing operator. A home core network control plane (home
control plane, H-CP) promotes a policy (and grant infor-
mation) of a subscribed service to a visited core network
control plane (visited control plane, V-CP), and the sub-
scribed service may be a visited CDN service or another
service. In this application, the visited CDN service is
used as an example for description. After completing au-
thentication by using a local policy control function (policy
control function, PCF) entity, the V-CP sends a received
visited CDN policy to a visited core network user plane
(visited user plane, V-UP). When a terminal subsequently
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accesses the service, traffic is offloaded by the V-UP to
a visited application server (visited application server, V-
AS) by using a local breakout (local breakout, LBO) pol-
icy. In the network architecture shown in FIG. 2B, the
home operator subscribes with the roaming operator, and
deploys a visited local user plane (visited local user plane,
V-Local-UP) at the roaming location. All user service
flows belonging to the home location are first offloaded
to the V-Local-UP, the home core network control plane
H-CP may directly manage the V-Local-UP deployed at
the roaming location, and the H-CP forwards the visited
CDN policy (and grant information) to the V-Local-UP.
When the terminal subsequently accesses the service,
traffic is offloaded by the V-Local-UP to the visited appli-
cation server (visited application server, V-AS) by using
the LBO policy. In this application, a visited CDN local
breakout policy may alternatively be referred to as the
LBO policy or the local breakout policy.
[0044] For ease of understanding, in this embodiment
and following embodiments of this application, an exam-
ple in which the subscribed service is the visited CDN
service is used for description. The following describes
a specific procedure in this embodiment of this applica-
tion. Referring to FIG. 3, when this embodiment is applied
to the network architecture shown in FIG. 2A, an embod-
iment of an offloading method in a roaming scenario in
this embodiment of this application includes the following
steps.
[0045] 301. A home core network control plane H-CP
obtains a local breakout LBO policy based on a content
delivery network CDN service.
[0046] The home core network control plane H-CP ob-
tains the local breakout LBO policy based on the visited
content delivery network CDN service. The LBO policy
is used to offload, to a visited local application server V-
AS, a service flow generated when a terminal accesses
the visited CDN service.
[0047] It should be noted that there are a plurality of
manners in which the H-CP obtains the LBO policy. For
example, the H-CP may receive a message sent by a
home application server H-AS, and the message carries
a visited CDN local breakout policy; the H-CP may further
configure the visited CDN local breakout policy by using
a home session management function H-SMF entity; or
the H-CP may further obtain a preset visited CDN local
breakout policy from a home policy control function H-
PCF entity. This is not specifically limited herein.
[0048] It may be understood that, before the H-CP ob-
tains the visited CDN local breakout policy (namely, the
LBO policy), a home operator has subscribed with a
roaming operator, and the user terminal subscribes to a
roaming local breakout service package of the home op-
erator.
[0049] 302. The H-CP sends a first message to a vis-
ited core network control plane V-CP, where the first mes-
sage includes the LBO policy.
[0050] After obtaining a LBO policy of the user terminal,
the H-CP sends the first message to the visited core net-

work control plane V-CP, where the first message in-
cludes the LBO policy.
[0051] It should be noted that a network interface is
opened between the H-CP and the V-CP, and supports
transfer of the LBO policy of the roaming subscriber, to
implement local breakout processing for the CDN serv-
ice. The LBO policy can enable the terminal to directly
perform local breakout on a visited core network user
plane V-UP, so that a visited CDN server can be ac-
cessed without a need to return, to a home core network
user plane H-UP, a data flow generated when the user
terminal accesses the CDN service and loop the data
flow back.
[0052] It may be understood that when authentication
needs to be performed on the first message, the first mes-
sage may further carry network identification information
and grant information of the home operator, to perform
authentication between the H-CP and the V-CP.
[0053] 303. The V-CP sends the LBO policy to the vis-
ited core network user plane V-UP.
[0054] The visited core network control plane V-CP de-
livers the received LBO policy to the visited core network
user plane V-UP, so that the LBO policy is installed on
the V-UP to implement local breakout processing for the
CDN service.
[0055] It should be noted that the V-CP further forwards
the received LBO policy to the V-UP by using a visited
session management function (visited session manage-
ment function, V-SMF) entity, so that the LBO policy is
installed on the V-UP. In addition, after the LBO policy is
successfully installed on the V-UP, a protocol data unit
session modification response (PDU Session modifica-
tion Response) message is sent to a home session man-
agement function (home session management function,
H-SMF) entity.
[0056] In this embodiment of this application, when ac-
cessing the visited CDN server, the terminal may directly
perform local breakout on the V-UP based on the visited
CDN local breakout policy pushed by the H-CP. In this
way, the visited CDN server can be accessed without a
need to return, to the H-UP, a data flow correspondingly
generated by the terminal and then loop the data flow
back back, thereby reducing inter-network traffic con-
sumption between the roaming location and a home lo-
cation, implementing a local breakout capability of the
terminal at the roaming location, and improving service
quality.
[0057] For ease of understanding, a specific procedure
in this embodiment of this application is described below.
Referring to FIG. 4, another embodiment of an offloading
method in a roaming scenario in this embodiment of this
application includes the following steps.
[0058] 401. The terminal goes online in an operator
network through a normal attach and activation proce-
dure.
[0059] The terminal goes online in the operator net-
work through the normal attach and activation procedure,
to access a data service.
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[0060] It should be noted that, the OTT service provider
accessed by the terminal successfully subscribes to the
roaming local breakout service package of the home op-
erator by using a subscription system provided by a ca-
pability exposure function of the operator, and a security
grant module in the capability exposure system of the
home operator allocates, to the OTT, a corresponding
initial key and a roaming local breakout service package
identifier that can be open.
[0061] 402. The terminal accesses a home application
server and completes a user login procedure.
[0062] When the terminal uses the app to which OTT
subscribing to the roaming local breakout service pack-
age of the operator belongs, the app initiates a user login
procedure on the home application server H-AS by using
an encrypted service flow.
[0063] It should be noted that, after the home applica-
tion server completes a user login authentication proce-
dure for the terminal, the terminal reports a roaming sta-
tus of the terminal to the home application server by using
the app. The home application server determines that
the terminal complies with the permission to use the
roaming local breakout service package subscribed to
by the terminal, and a CDN server exists in the roaming
location. In this case, the home application server first
generates a dynamic key based on the initial key issued
by the security grant module of the operator, encapsu-
lates the visited CDN local breakout policy (flow descrip-
tion information of the local breakout policy indicates that
the visited CDN server serves as a target server address)
based on the dynamic key, and sends encapsulated vis-
ited CDN local breakout policy to a network capability
exposure function (network capability exposure function,
NEF) entity of the home core network control plane H-
CP, to implement installation of the visited CDN local
breakout LBO policy. The visited CDN local breakout pol-
icy is referred to as the LBO policy.
[0064] 403. The NEF of the home core network control
plane H-CP sends the visited CDN local breakout policy
to the home session management function H-SMF entity.
[0065] After the home core network control plane H-
CP obtains the visited CDN local breakout policy from
the home application server, the NEF of the H-CP sends
the visited CDN local breakout policy to the home session
management function H-SMF entity.
[0066] It should be noted that in this embodiment of
this application, reference may be made to descriptions
of the Home-routed Roaming chapter in 4.3.2.2.2 of the
standard protocol 23502 of the 3rd generation partner-
ship project (3rd generation partnership project, 3GPP),
and a first message (that is, a PDU Session modification
Request message) from the H-SMF to the V-SMF is add-
ed. The message may carry information about the visited
CDN local breakout policy pushed by the H-SMF to the
V-SMF.
[0067] 404. The H-SMF sends the visited CDN local
breakout policy to the H-PCF for authentication.
[0068] After receiving the information about the visited

CDN local breakout policy carried in the first message,
the H-SMF sends the visited CDN local breakout policy
to the H-PCF for authentication.
[0069] It should be noted that the first message may
further carry grant information of a home operator, to en-
sure information security in a transmission process.
[0070] 405. The H-PCF performs authentication on the
visited CDN local breakout policy.
[0071] The H-PCF determines whether the visited
CDN local breakout policy (and the grant information of
the home operator) is valid, and sends an authentication
result to the H-SMF. Specifically, if the visited CDN local
breakout policy (and the grant information of the home
operator) is valid, the H-PCF performs step 406. If the
visited CDN local breakout policy (and the grant informa-
tion of the home operator) is invalid, the H-PCF feeds
back an authentication failure response message to the
H-SMF.
[0072] It should be noted that an OTT service provider
serving the terminal has subscribed to a visited local
breakout service package of the home operator, and the
home operator has signed a service opening collabora-
tion agreement with the roaming operator.
[0073] 406. The H-PCF sends an authentication suc-
cess response message to the H-SMF.
[0074] The H-PCF sends an authentication success
response message to the H-SMF, and the authentication
success response message carries the visited CDN local
breakout policy. It may be understood that the authenti-
cation success response message may also carry grant
information of the home operator.
[0075] 407. The H-SMF sends a visited CDN local
breakout policy to the V-SMF.
[0076] The H-SMF sends a visited CDN local breakout
policy to the V-SMF. A network interface is opened be-
tween the H-SMF and the V-SMF, and supports transfer
of the visited CDN local breakout policy of a roaming
subscriber, to implement local breakout processing for a
visited CDN service at the roaming location.
[0077] 408. The V-SMF forwards the received visited
CDN local breakout policy to the V-PCF.
[0078] The V-SMF forwards the received visited CDN
local breakout policy to the V-PCF, and performs authen-
tication on the visited CDN local breakout policy by using
the V-PCF. It may be understood that while the V-SMF
further receives the grant information of the home oper-
ator, the V-SMF simultaneously forwards the grant infor-
mation of the home operator to the V-PCF.
[0079] 409. The V-PCF performs authentication on the
visited CDN local breakout policy.
[0080] After receiving the information about the visited
CDN local breakout policy, the V-PCF determines wheth-
er the visited CDN local breakout policy is valid; and if
the visited CDN local breakout policy is valid, step 410
is performed; or if the visited CDN local breakout policy
is invalid, the V-PCF feeds an authentication failure re-
sponse message back to the V-SMF.
[0081] It should be noted that when further receiving
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the grant information of the home operator, the V-PCF
needs to simultaneously perform authentication on the
grant information of the home operator. The home oper-
ator has signed a service opening collaboration agree-
ment with the roaming operator.
[0082] 410. The V-PCF sends an authentication suc-
cess response message to the V-SMF.
[0083] When the V-PCF determines that the visited
CDN local breakout policy is valid, the V-PCF sends an
authentication success response message to the V-
SMF, and the home operator has signed the service
opening collaboration agreement with the roaming oper-
ator.
[0084] 411. The V-SMF delivers the visited CDN local
breakout policy to the V-UP for installation.
[0085] When the V-SMF receives the authentication
success response message sent by the V-PCF, the V-
SMF delivers the visited CDN local breakout policy to the
V-UP for installation, and after the V-UP successfully in-
stalls the visited CDN local breakout policy, the V-SMF
returns an installation response message (PDU Session
modification Response) of the visited CDN local breakout
policy to the H-SMF.
[0086] 412. The H-SMF sends the installation re-
sponse message of the visited CDN local breakout policy
to a home application server H-AS by using the H-NEF.
[0087] The H-SMF first sends the installation response
message of the visited CDN local breakout policy to a
home network capability exposure function H-NEF entity,
and sends the installation response message of the vis-
ited CDN local breakout policy to the home application
server H-AS by using the NEF.
[0088] 413. The home application server H-AS informs
the terminal that the visited CDN local breakout policy is
successfully installed, and informs the terminal that the
terminal may start to access the visited application server
V-AS deployed at the roaming location.
[0089] The home application server H-AS informs the
terminal that the visited CDN local breakout policy is suc-
cessfully installed, and informs the terminal that the ter-
minal may start to access the visited application server
V-AS deployed at the roaming location.
[0090] 414. The terminal starts to access the visited
application server V-AS.
[0091] When the V-UP successfully installs the visited
CDN local breakout policy, the terminal starts to access
the V-UP, and if the V-UP determines that a server ad-
dress accessed by the terminal is the same as a target
server address defined in flow description information of
a local breakout policy, the V-UP performs the visited
CDN local breakout policy, and distributes a service flow
of the terminal to the visited application server V-AS.
[0092] In this embodiment of this application, when ac-
cessing the visited CDN server, the terminal may directly
perform local breakout on the V-UP at the roaming loca-
tion based on the visited CDN local breakout policy
pushed by the H-CP, and in this way, the visited CDN
server is further accessed without a need to return, to

the H-UP, a data flow correspondingly generated by the
terminal and loop the data flow back, thereby reducing
inter-network traffic consumption between the roaming
location and the home location, implementing a local
breakout capability of the terminal at the roaming loca-
tion, and improving service quality.
[0093] Referring to FIG. 5, another manner in which a
home core network control plane pushes a visited CDN
local breakout policy to a visited core network control
plane is shown. Another embodiment of an offloading
method in a roaming scenario in this embodiment of this
application includes the following steps.
[0094] 501. The terminal goes online in an operator
network through a normal attach and activation proce-
dure.
[0095] The terminal goes online in the operator net-
work through the normal attach and activation procedure,
to access a data service.
[0096] It should be noted that, the OTT service provider
accessed by the terminal successfully subscribes to the
roaming local breakout service package of the home op-
erator by using a subscription system provided by a ca-
pability exposure function of the operator, and a security
grant module in the capability exposure system of the
home operator allocates, to the OTT, a corresponding
initial key and a roaming local breakout service package
identifier that can be open.
[0097] 502. The terminal accesses a home application
server and completes a user login procedure.
[0098] When the terminal uses the app to which OTT
subscribing to the roaming local breakout service pack-
age of the operator belongs, the app initiates a user login
procedure on the home application server H-AS by using
an encrypted service flow.
[0099] It should be noted that, after the home applica-
tion server completes a user login authentication proce-
dure for the terminal, the terminal reports a roaming sta-
tus of the terminal to the home application server by using
the app. The home application server determines that
the terminal complies with the permission to use the
roaming local breakout service package subscribed to
by the terminal, and a CDN server exists in the roaming
location. In this case, the home application server first
generates a dynamic key based on the initial key issued
by the security grant module of the operator, encapsu-
lates the visited CDN local breakout policy (flow descrip-
tion information of the local breakout policy indicates that
the visited CDN server serves as a target server address)
based on the dynamic key, and sends encapsulated vis-
ited CDN local breakout policy to an NEF entity of the
home core network control plane H-CP, to implement
installation of the visited CDN local breakout LBO policy.
The visited CDN local breakout policy may be referred
to as the LBO policy.
[0100] 503. The NEF of the home core network control
plane H-CP sends the visited CDN local breakout policy
to the home policy control function H-PCF entity.
[0101] After the home core network control plane H-
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CP obtains the visited CDN local breakout policy from
the home application server, the NEF of the H-CP sends
the visited CDN local breakout LBO policy to the home
policy control function H-PCF entity.
[0102] It should be noted that in this embodiment of
this application, there are a plurality of manners in which
the H-CP obtains the visited CDN local breakout policy.
In addition to a manner of receiving, from the home ap-
plication server H-AS, a message that carries the visited
CDN local breakout policy, the visited CDN local breakout
policy may further be configured by using the home ses-
sion management function H-SMF entity, or the visited
CDN local breakout policy is obtained from the home
policy control function H-PCF entity. This is not specifi-
cally limited herein.
[0103] 504. The H-PCF sends the visited CDN local
breakout policy to the V-PCF.
[0104] After receiving information about the visited
CDN local breakout policy, the H-PCF sends the visited
CDN local breakout policy to the V-PCF.
[0105] It should be noted that the message that carries
the visited CDN local breakout policy may further carry
grant information of a home operator, to ensure informa-
tion security in a transmission process.
[0106] 505. The V-PCF performs authentication on the
visited CDN local breakout policy.
[0107] The V-PCF determines whether the visited
CDN local breakout policy (and the grant information of
the home operator) is valid, and sends an authentication
result to the V-SMF. Specifically, if the visited CDN local
breakout policy (and the grant information of the home
operator) is valid, the V-PCF performs step 506. If the
visited CDN local breakout policy (and the grant informa-
tion of the home operator) is invalid, the V-PCF feeds
back an authentication failure response message to the
V-SMF.
[0108] It should be noted that an OTT service provider
has subscribed to a visited local breakout service pack-
age of the home operator, and the home operator has
signed a service opening collaboration agreement with
the roaming operator.
[0109] 506. The V-PCF sends a policy update request
message to the V-SMF.
[0110] The V-PCF sends a policy update request mes-
sage to the V-SMF. The policy update request message
carries the visited CDN local breakout policy. It may be
understood that the policy update request message may
also carry the grant information of the home operator.
[0111] 507. The V-SMF delivers the visited CDN local
breakout policy to the V-UP for installation.
[0112] After the V-SMF receives the policy update re-
quest message sent by the V-PCF, the V-SMF delivers
the visited CDN local breakout policy to the V-UP for in-
stallation.
[0113] 508. The V-UP sends an installation success
response message to the V-SMF.
[0114] After the V-UP successfully installs the visited
CDN local breakout policy, the V-UP sends an installation

success response message to the V-SMF, and the in-
stallation success response message is used to indicate
that the visited CDN local breakout policy is successfully
installed on the V-UP.
[0115] 509. The V-SMF sends the installation success
response message of the visited CDN local breakout pol-
icy to the V-PCF.
[0116] After the V-SMF receives the installation suc-
cess response message of the visited CDN local break-
out policy from the V-UP, the V-SMF forwards the instal-
lation success response message of the visited CDN lo-
cal breakout policy to the V-PCF.
[0117] 510. The V-PCF sends the installation success
response message of the visited CDN local breakout pol-
icy to the H-PCF.
[0118] After the V-PCF receives the installation suc-
cess response message of the visited CDN local break-
out policy from the V-SMF, the V-PCF forwards the in-
stallation success response message of the visited CDN
local breakout policy to the H-PCF.
[0119] 511. The H-PCF sends the installation re-
sponse message of the visited CDN local breakout policy
to a home application server H-AS by using the H-NEF.
[0120] After the H-PCF receives the installation suc-
cess response message of the visited CDN local break-
out policy from the V-PCF, the H-PCF first sends the
installation response message of the visited CDN local
breakout policy to the home network capability exposure
function H-NEF entity, and then sends the installation
response message of the visited CDN local breakout pol-
icy to the home application server H-AS by using the NEF.
[0121] 512. The home application server H-AS informs
the terminal that the visited CDN local breakout policy is
successfully installed, and informs the terminal that the
terminal may start to access the visited application server
V-AS deployed at the roaming location.
[0122] The home application server H-AS informs the
terminal that the visited CDN local breakout policy is suc-
cessfully installed, and informs the terminal that the ter-
minal may start to access the visited application server
V-AS deployed at the roaming location.
[0123] 513. The terminal starts to access the visited
application server V-AS.
[0124] When the V-UP successfully installs the visited
CDN local breakout policy, the terminal starts to access
the V-UP, and if the V-UP determines that a server ad-
dress accessed by the terminal is the same as a target
server address defined in flow description information of
a local breakout policy, the V-UP performs the visited
CDN local breakout policy, and distributes a service flow
of the terminal to the visited application server V-AS.
[0125] In this embodiment of this application, when ac-
cessing the visited CDN server, the terminal may directly
perform local breakout on the V-UP at the roaming loca-
tion based on the visited CDN local breakout policy
pushed by the H-CP, and in this way, the visited CDN
server is further accessed without a need to return, to
the H-UP, a data flow correspondingly generated by the
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terminal and loop the data flow back, thereby reducing
inter-network traffic consumption between the roaming
location and the home location, implementing a local
breakout capability of the terminal at the roaming loca-
tion, and improving service quality.
[0126] Referring to FIG. 6, when applied to the network
architecture shown in FIG. 2B, another embodiment of
an offloading method in a roaming scenario in this em-
bodiment of this application includes the following steps.
[0127] 601. The terminal goes online in an operator
network through a normal attach and activation proce-
dure.
[0128] The terminal goes online in the operator net-
work through the normal attach and activation procedure,
to access a data service.
[0129] 602. The terminal accesses a home application
server and completes a user login procedure.
[0130] When the terminal uses the app to which OTT
subscribing to the roaming local breakout service pack-
age of the operator belongs, the app initiates a user login
procedure on the home application server H-AS by using
an encrypted service flow.
[0131] Step 601 and step 602 are similar to step 301
and step 302. Details are not described herein again.
[0132] 603. The NEF of the home core network control
plane H-CP sends the visited CDN local breakout policy
to the home policy control function H-PCF entity.
[0133] After the home core network control plane H-
CP obtains the visited CDN local breakout policy from
the home application server, the NEF of the H-CP sends
the visited CDN local breakout policy to the home policy
control function H-PCF entity.
[0134] 604. The H-PCF performs authentication on the
visited CDN local breakout policy.
[0135] The H-PCF determines whether the visited
CDN local breakout policy (and the grant information of
the home operator) is valid, and sends an authentication
result to the home session management function H-SMF
entity. Specifically, if the visited CDN local breakout pol-
icy (and the grant information of the home operator) is
valid, the H-PCF performs step 605. If the visited CDN
local breakout policy (and the grant information of the
home operator) is invalid, the H-PCF feeds back an au-
thentication failure response message to the home ap-
plication server H-AS.
[0136] It should be noted that an OTT service provider
serving the terminal has subscribed to a visited local
breakout service package of the home operator, and the
home operator has signed a service opening collabora-
tion agreement with the roaming operator.
[0137] 605. The H-PCF sends a visited CDN local
breakout policy to the H-SMF.
[0138] After determining that the visited CDN local
breakout policy is valid, the H-PCF sends the visited CDN
local breakout policy to the H-SMF.
[0139] 606. The H-SMF delivers the visited CDN local
breakout policy to the visited local user plane V-Local-
UP for installation.

[0140] After the H-SMF receives the visited CDN local
breakout policy, the H-SMF delivers the received visited
CDN local breakout policy to the visited local user plane
V-Local-UP for installation.
[0141] 607. The V-Local-UP sends an installation suc-
cess response message to the H-SMF.
[0142] After the V-Local-UP successfully installs the
visited CDN local breakout policy, the V-Local-UP sends
an installation success response message to the H-SMF,
and the installation success response message is used
to indicate that the visited CDN local breakout policy is
successfully installed on the V-Local-UP.
[0143] 608. The H-SMF sends the installation success
response message of the visited CDN local breakout pol-
icy to the H-PCF.
[0144] After the H-SMF receives the installation suc-
cess response message of the visited CDN local break-
out policy from the V-Local-UP, the H-SMF forwards the
installation success response message of the visited
CDN local breakout policy to the H-PCF.
[0145] 609. The H-PCF sends the installation re-
sponse message of the visited CDN local breakout policy
to a home application server H-AS by using the H-NEF.
[0146] After the H-PCF receives the installation suc-
cess response message of the visited CDN local break-
out policy from the H-SMF, the H-PCF first sends the
installation response message of the visited CDN local
breakout policy to the home network capability exposure
function H-NEF entity, and then sends the installation
response message of the visited CDN local breakout pol-
icy to the home application server H-AS by using the NEF.
[0147] 610. The home application server H-AS informs
the terminal that the visited CDN local breakout policy is
successfully installed, and informs the terminal that the
terminal may start to access the visited application server
V-AS deployed at the roaming location.
[0148] The home application server H-AS informs the
terminal that the visited CDN local breakout policy is suc-
cessfully installed, and informs the terminal that the ter-
minal may start to access the visited application server
V-AS deployed at the roaming location.
[0149] 611. The terminal starts to access the visited
application server V-AS.
[0150] Before the terminal starts to access the V-UP,
the H-UP sends a notification message to the V-CP, the
notification message is used to instruct to forward all serv-
ices of the terminal at the roaming location to the de-
ployed V-Local-UP, and the V-CP forwards the notifica-
tion message to the V-UP by using a normal service pro-
cedure. After the V-Local-UP successfully installs the vis-
ited CDN local breakout policy, the terminal starts to ac-
cess the V-UP. The V-UP sends all service procedures
of the roaming subscriber to the V-Local-UP. If the V-
Local-UP determines that a server address accessed by
the terminal is consistent with a target server address
defined in flow description information of the local brea-
kout policy, the V-Local-UP executes the visited CDN
local breakout policy, and distributes a service flow of the
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terminal to the visited application server V-AS. If the V-
Local-UP determines that the server address accessed
by the terminal is inconsistent with the target server ad-
dress defined in the flow description information of the
local breakout policy, that is, the service is an ordinary
service, and the service flow of the terminal is distributed
to the home application server H-AS.
[0151] It should be noted that a service flow of a non-
subscribed service still needs to be forwarded to the H-
UP for processing.
[0152] In this embodiment of this application, when ac-
cessing the visited CDN server, the terminal may directly
perform, based on the visited CDN local breakout policy
pushed by the H-CP, local breakout on the V-UP de-
ployed at the roaming location, and in this way, the visited
CDN server is further accessed without a need to return,
to the H-UP, a data flow correspondingly generated by
the terminal and loop the data flow back, thereby reducing
inter-network traffic consumption between the roaming
location and the home location, implementing a local
breakout capability of the terminal at the roaming loca-
tion, and improving service quality.
[0153] The foregoing describes the offloading method
in a roaming scenario in this embodiment of this applica-
tion, and the following describes a network device in an
embodiment of this application. Referring to FIG. 7, an
embodiment of the network device in the embodiments
of this application includes:

a receiving unit 701, configured to receive a first mes-
sage sent by a home core network control plane H-
CP, where the first message includes a local break-
out LBO policy based on a subscribed service, and
the subscribed service is a service on which local
breakout needs to be performed and that is of a user;
and
a first sending unit 702, configured to send the LBO
policy to a visited core network user plane V-UP, so
that the LBO policy is installed on the V-UP to im-
plement local breakout processing for the sub-
scribed service.

[0154] In this embodiment of this application, the V-CP
receives a local breakout policy of a subscribed service
pushed by the H-CP, and performs local breakout on the
V-UP based on the local breakout policy of the subscribed
service. A visited server is further accessed without a
need to return, to the H-UP, a data flow correspondingly
generated by the terminal and loop the data flow back,
thereby reducing inter-network traffic consumption be-
tween the roaming location and the home location, im-
plementing a local breakout capability of the terminal at
the roaming location, and improving service quality.
[0155] Referring to FIG. 8, another embodiment of a
network device in an embodiment of this application in-
cludes:

a receiving unit 801, configured to receive a first mes-

sage sent by a home core network control plane H-
CP, where the first message includes a local break-
out LBO policy based on a subscribed service, and
the subscribed service is a service on which local
breakout needs to be performed and that is of a user;
and
a first sending unit 802, configured to send the LBO
policy to a visited core network user plane V-UP, so
that the LBO policy is installed on the V-UP to im-
plement local breakout processing for the sub-
scribed service.

[0156] Optionally, the receiving unit 801 is specifically
configured to:

receive, by using a visited session management
function V-SMF entity, a first message sent by a
home session management function H-SMF entity,
where the first message includes the LBO policy
based on the subscribed service; or
receive, by using a visited policy control function V-
PCF entity, a first message sent by a home policy
control function H-PCF entity, where the first mes-
sage includes the LBO policy based on the sub-
scribed service.

[0157] Optionally, the network device may further in-
clude:

a second sending unit 803, configured to send the
LBO policy to the visited policy control function V-
PCF entity by using the V-SMF; and
a first determining unit 804, configured to determine,
by using the V-PCF, whether the LBO policy is valid.

[0158] Optionally, the network device may further in-
clude:
a second determining unit 805, configured to determine,
by using the V-PCF, whether the LBO policy is valid.
[0159] Optionally, the first sending unit 802 is specifi-
cally configured to:
send the LBO policy to the V-UP by using the V-SMF.
[0160] In this embodiment of this application, the V-CP
receives a local breakout policy of a subscribed service
pushed by the H-CP, and performs local breakout on the
V-UP based on the local breakout policy of the subscribed
service. A visited server is further accessed without a
need to return, to the H-UP, a data flow correspondingly
generated by the terminal and loop the data flow back,
thereby reducing inter-network traffic consumption be-
tween the roaming location and the home location, im-
plementing a local breakout capability of the terminal at
the roaming location, and improving service quality.
[0161] Referring to FIG. 9, another embodiment of a
network device in an embodiment of this application in-
cludes:

an obtaining unit 901, configured to obtain a local
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breakout LBO policy based on a subscribed service,
where the subscribed service is a service on which
local breakout needs to be performed and that is of
a user; and
a sending unit 902, configured to send a first mes-
sage to a visited core network control plane V-CP,
where the first message includes the LBO policy.

[0162] In this embodiment of this application, the H-CP
obtains the local breakout policy of the subscribed serv-
ice, and pushes the local breakout policy of the sub-
scribed service to the V-CP, so that the local breakout
policy of the subscribed service is installed at the roaming
location to implement local breakout. A visited server is
further accessed without a need to return, to the H-UP,
a data flow correspondingly generated by the terminal
and loop the data flow back, thereby reducing inter-net-
work traffic consumption between the roaming location
and the home location, implementing a local breakout
capability of the terminal at the roaming location, and
improving service quality.
[0163] Referring to FIG. 10, another embodiment of a
network device in an embodiment of this application in-
cludes:

an obtaining unit 1001, configured to obtain a local
breakout LBO policy based on a subscribed service,
where the subscribed service is a service on which
local breakout needs to be performed and that is of
a user; and
a sending unit 1002, configured to send a first mes-
sage to a visited core network control plane V-CP,
where the first message includes the LBO policy.

[0164] Optionally, the sending unit 1002 may further
include:
a first sending subunit 10021, configured to send a first
message to a visited session management function V-
SMF entity by using a home session management func-
tion H-SMF entity, where the first message includes the
LBO policy.
[0165] Optionally, the sending unit 1002 may further
include:
a second sending subunit 10022, configured to send the
first message to a visited policy control function V-PCF
entity by using a home policy control function H-PCF en-
tity, where the first message includes the LBO policy.
[0166] Optionally, the obtaining unit 1001 is specifically
configured to:

configure the LBO policy by using the home session
management function H-SMF entity;
receive a second message sent by a home applica-
tion server H-AS, where the second message in-
cludes the LBO policy; or
obtain the LBO policy from the home policy control
function H-PCF entity.

[0167] In this embodiment of this application, the H-CP
obtains the local breakout policy of the subscribed serv-
ice, and pushes the local breakout policy of the sub-
scribed service to the V-CP, so that the local breakout
policy of the subscribed service is installed at the roaming
location to implement local breakout. A visited server is
further accessed without a need to return, to the H-UP,
a data flow correspondingly generated by the terminal
and loop the data flow back, thereby reducing inter-net-
work traffic consumption between the roaming location
and the home location, implementing a local breakout
capability of the terminal at the roaming location, and
improving service quality.
[0168] Referring to FIG. 11, another embodiment of a
network device in an embodiment of this application in-
cludes:

an obtaining unit 1101, configured to obtain a local
breakout LBO policy based on a subscribed service,
where the subscribed service is a service on which
local breakout needs to be performed and that is of
a user; and
a sending unit 1102, configured to send a first mes-
sage to a visited local user plane V-Local-UP, where
the first message includes the LBO policy, so that
traffic of the subscribed service is offloaded to a vis-
ited application server V-AS.

[0169] Optionally, the sending unit 1102 is specifically
configured to:
send the first message to the visited local user plane V-
Local-UP by using a home session management function
H-SMF entity.
[0170] In this embodiment of this application, the H-CP
obtains the local breakout policy of the subscribed serv-
ice, and pushes the local breakout policy of the sub-
scribed service to the V-Local-UP, so that the local brea-
kout policy of the subscribed service is installed at the
roaming location to implement local breakout. A visited
server is further accessed without a need to return, to
the H-UP, a data flow correspondingly generated by the
terminal and loop the data flow back, thereby reducing
inter-network traffic consumption between the roaming
location and the home location, implementing a local
breakout capability of the terminal at the roaming loca-
tion, and improving service quality.
[0171] Referring to FIG. 12, another embodiment of a
network device in an embodiment of this application in-
cludes:

a receiving unit 1201, configured to receive a local
breakout LBO policy that is based on a subscribed
service and that is sent by a home core network con-
trol plane H-CP, where the subscribed service is a
service on which local breakout needs to be per-
formed and that is of a user;
an installation unit 1202, configured to install the LBO
policy; and
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an offloading unit 1203, configured to: if the V-Local-
UP determines that a service sent by a visited core
network user plane V-UP is a subscribed service,
offload traffic of the subscribed service to a visited
application server V-AS.

[0172] Optionally, the receiving unit 1201 is specifically
configured to:
receive a local breakout LBO policy that is based on the
subscribed service and that is sent by a home session
management function H-SMF entity.
[0173] In this embodiment of this application, the V-
Local-UP receives a local breakout policy of a subscribed
service pushed by the H-CP, and performs local breakout
on the V-Local-UP based on the local breakout policy of
the subscribed service. A visited server is further ac-
cessed without a need to return, to the H-UP, a data flow
correspondingly generated by the terminal and loop the
data flow back, thereby reducing inter-network traffic con-
sumption between the roaming location and the home
location, implementing a local breakout capability of the
terminal at the roaming location, and improving service
quality.
[0174] FIG. 7 to FIG. 12 above separately describe in
detail the network device in this embodiment of this ap-
plication from a perspective of a modular function entity,
and the following describes in detail the network device
in this embodiment of this application from a perspective
of hardware processing. Referring to FIG. 13, another
embodiment of a network device in an embodiment of
this application includes:
[0175] FIG. 13 is a schematic structural diagram of a
network device according to an embodiment of this ap-
plication. Relatively large differences in the network de-
vice 1300 may be generated because of configuration or
performance differences. The network device 1300 may
include one or more processors (central processing units,
CPU) 1301 (for example, one or more processors), one
or more memories 1309, and one or more storage media
1308 (for example, one or more mass storage devices)
for storing an application program 1307 or data 1306.
The memory 1309 and the storage medium 1308 each
may be a transitory storage or a persistent storage. The
program stored in the storage medium 1308 may include
one or more modules (not shown in the figure). Each
module may include a series of instruction operations for
the network device. Further, the processor 1301 may be
configured to: communicate with the storage medium
1308, and perform, on the network device 1300, a series
of instruction operations in the storage medium 1308.
[0176] The network device 1300 may further include
one or more power supplies 1302, one or more wired or
wireless network interfaces 1303, one or more input/out-
put interfaces 1304, and/or one or more operating sys-
tems 1305, such as Windows Server, Mac OS X, Unix,
Linux, or FreeBSD. A person skilled in the art may un-
derstand that a structure of the network device shown in
FIG. 13 constitutes no limitation on the network device,

and the network device may include more or fewer parts
than those shown in the figure, or a combination of some
parts, or parts disposed differently.
[0177] The following describes each component of the
network device in detail with reference to FIG. 13.
[0178] The memory 1309 may be configured to store
a software program and a module, and the processor
1301 runs the software program and the module that are
stored in the memory 1309, to perform various functional
applications of the network device and data processing.
The memory 1309 may mainly include a program storage
area and a data storage area. The program storage area
may store an operating system, an application program
required by at least one function (such as an authentica-
tion function), and the like. The data storage area may
store data (such as a visited CDN local breakout policy
and grant information of a home operator) created based
on use of the network device, and the like. In addition,
the memory 1309 may include a high-speed random ac-
cess memory, and may further include a nonvolatile
memory, for example, at least one magnetic disk storage
device, a flash storage device, or another volatile solid-
state storage device. A program of an offloading method
in a roaming scenario provided in this embodiment of this
application and a received data flow are stored in the
memory 1309, and are invoked by the processor 1301
from the memory 1309 when the program and the data
flow need to be used.
[0179] The processor 1301 is a control center of the
network device, and may perform service offloading
based on a set offloading method. The processor 1301
is connected to all parts of the entire network device by
using various interfaces and lines, and perform various
functions of the network device and data processing by
running or executing the software program and/or the
module that are/is stored in the memory 1309 and by
invoking data stored in the memory 1309, to implement
offloading of a data flow of a roaming service in a roaming
scenario.
[0180] The computer program product includes one or
more computer instructions. When the computer pro-
gram instructions are loaded and executed on the com-
puter, the procedure or functions according to the em-
bodiments of the present invention are all or partially gen-
erated. The computer may be a general-purpose com-
puter, a dedicated computer, a computer network, or oth-
er programmable apparatuses. The computer instruc-
tions may be stored in a computer-readable storage me-
dium or may be transmitted from a computer-readable
storage medium to another computer-readable storage
medium. For example, the computer instructions may be
transmitted from a website, computer, server, or data
center to another website, computer, server, or data cent-
er in a wired (for example, a coaxial cable, an optical
fiber, or a twisted pair) or wireless (for example, infrared,
radio, or microwave) manner. The computer-readable
storage medium may be any usable medium accessible
to a computer, or a data storage device, such as a server
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or a data center, integrating one or more usable media.
The usable medium may be a magnetic medium (for ex-
ample, a floppy disk, a hard disk, or a magnetic tape), an
optical medium (for example, an optical disc), a semicon-
ductor medium (for example, a solid state disk (Solid
State Disk, SSD)), and or the like.
[0181] It may be clearly understood by a person skilled
in the art that, for the purpose of convenient and brief
description, for a detailed working process of the forego-
ing system, apparatus, and unit, refer to a corresponding
process in the foregoing method embodiments, and de-
tails are not described herein again.
[0182] In the several embodiments provided in this ap-
plication, it should be understood that the disclosed sys-
tem, apparatus, and method may be implemented in oth-
er manners. For example, the described apparatus em-
bodiment is merely an example. For example, the unit
division is merely logical function division and may be
other division in actual implementation. For example, a
plurality of units or components may be combined or in-
tegrated into another system, or some features may be
ignored or not performed. In addition, the displayed or
discussed mutual couplings or direct couplings or com-
munication connections may be implemented by using
some interfaces. The indirect couplings or communica-
tion connections between the apparatuses or units may
be implemented in electronic, mechanical, or other forms.
[0183] The units described as separate parts may or
may not be physically separate, and parts displayed as
units may or may not be physical units, may be located
in one position, or may be distributed on a plurality of
network units. Some or all of the units may be selected
based on actual requirements to achieve the objectives
of the solutions of the embodiments.
[0184] In addition, functional units in the embodiments
of this application may be integrated into one processing
unit, or each of the units may exist alone physically, or
two or more units are integrated into one unit. The inte-
grated unit may be implemented in a form of hardware,
or may be implemented in a form of a software functional
unit.
[0185] When the integrated unit is implemented in the
form of a software functional unit and sold or used as an
independent product, the integrated unit may be stored
in a computer-readable storage medium. Based on such
an understanding, the technical solutions of this applica-
tion essentially, or the part contributing to the prior art,
or all or some of the technical solutions may be imple-
mented in the form of a software product. A computer
software product is stored in a storage medium and in-
cludes several instructions for instructing a computer de-
vice (which may be a personal computer, a server, or a
network device) to perform all or some of the steps of the
methods described in the embodiments of this applica-
tion. The foregoing storage medium includes: any medi-
um that can store program code, such as a USB flash
drive, a removable hard disk, a read-only memory (read-
only memory, ROM), a random access memory (random

access memory, RAM), a magnetic disk, or an optical
disc.
[0186] The foregoing embodiments are merely intend-
ed for describing the technical solutions of this applica-
tion, but not for limiting this application. Although this ap-
plication is described in detail with reference to the fore-
going embodiments, a person of ordinary skill in the art
should understand that they may still make modifications
to the technical solutions described in the foregoing em-
bodiments or make equivalent replacements to some
technical features thereof, without departing from the
spirit and scope of the technical solutions of the embod-
iments of this application.

Claims

1. A traffic offloading method in a roaming scenario,
comprising:

receiving, by a visited core network control plane
V-CP, a first message sent by a home core net-
work control plane H-CP, wherein the first mes-
sage comprises a local breakout LBO policy
based on a subscribed service, and the sub-
scribed service is a service on which local brea-
kout needs to be performed and that is of a user;
and
sending, by the V-CP, the LBO policy to a visited
core network user plane V-UP, so that the LBO
policy is installed on the V-UP to implement local
breakout processing for the subscribed service.

2. The method according to claim 1, wherein the re-
ceiving, by a visited core network control plane V-
CP, a first message sent by a home core network
control plane H-CP comprises:

receiving, by the V-CP by using a visited session
management function V-SMF entity, a first mes-
sage sent by a home session management func-
tion H-SMF entity, wherein the first message
comprises the LBO policy based on the sub-
scribed service; or
receiving, by the V-CP by using a visited policy
control function V-PCF entity, a first message
sent by a home policy control function H-PCF
entity, wherein the first message comprises the
LBO policy based on the subscribed service.

3. The method according to claim 2, wherein after the
receiving, by the V-CP by using a visited session
management function V-SMF entity, a first message
sent by a home session management function H-
SMF entity, and before the sending, by the V-CP,
the LBO policy to a visited core network user plane
V-UP, the method further comprises:
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sending, by the V-CP, the LBO policy to the vis-
ited policy control function V-PCF entity by using
the V-SMF; and
determining, by the V-CP by using the V-PCF,
whether the LBO policy is valid.

4. The method according to claim 2, wherein after the
receiving, by the V-CP by using a visited policy con-
trol function V-PCF entity, a first message sent by a
home policy control function H-PCF entity, and be-
fore the sending, by the V-CP, the LBO policy to a
visited core network user plane V-UP, the method
further comprises:
determining, by the V-CP by using the V-PCF,
whether the LBO policy is valid.

5. The method according to any one of claims 1 to 4,
wherein the sending, by the V-CP, the LBO policy to
a visited core network user plane V-UP comprises:
sending, by the V-CP, the LBO policy to the V-UP
by using the V-SMF.

6. A traffic offloading method in a roaming scenario,
comprising:

obtaining, by a home core network control plane
H-CP, a local breakout LBO policy based on a
subscribed service, wherein the subscribed
service is a service on which local breakout
needs to be performed and that is of a user; and
sending, by the H-CP, a first message to a visited
core network control plane V-CP, wherein the
first message comprises the LBO policy.

7. The method according to claim 6, wherein the send-
ing, by the H-CP, a first message to a visited core
network control plane V-CP comprises:
sending, by the H-CP, a first message to a visited
session management function V-SMF entity by using
a home session management function H-SMF entity,
wherein the first message comprises the LBO policy.

8. The method according to claim 6, wherein the send-
ing, by the H-CP, a first message to a visited core
network control plane V-CP comprises:
sending, by the H-CP, the first message to a visited
policy control function V-PCF entity by using a home
policy control function H-PCF entity, wherein the first
message comprises the LBO policy.

9. The method according to any one of claims 6 to 8,
wherein the obtaining, by a home core network con-
trol plane H-CP, a local breakout LBO policy based
on a subscribed service comprises:

configuring, by the H-CP, the LBO policy by us-
ing the home session management function H-
SMF entity;

receiving, by the H-CP, a second message sent
by a home application server H-AS, wherein the
second message comprises the LBO policy; or
obtaining, by the H-CP, the LBO policy from the
home policy control function H-PCF entity.

10. The method according to any one of claims 6 to 8,
wherein the first message comprises grant informa-
tion of an operator at a roaming location.

11. A traffic offloading method in a roaming scenario,
comprising:

obtaining, by a home core network control plane
H-CP, a local breakout LBO policy based on a
subscribed service, wherein the subscribed
service is a service on which local breakout
needs to be performed and that is of a user; and
sending, by the H-CP, a first message to a visited
local user plane V-Local-UP, wherein the first
message comprises the LBO policy, so that traf-
fic of the subscribed service is offloaded to a
visited application server V-AS.

12. The method according to claim 11, wherein the send-
ing, by the H-CP, a first message to a visited local
user plane V-Local-UP comprises:
sending, by the H-CP, the first message to the visited
local user plane V-Local-UP by using a home ses-
sion management function H-SMF entity.

13. A traffic offloading method in a roaming scenario,
comprising:

receiving, by a visited local user plane V-Local-
UP, a local breakout LBO policy that is for a sub-
scribed service and that is sent by a home core
network control plane H-CP, wherein the sub-
scribed service is a service on which local brea-
kout needs to be performed and that is of a user;
installing, by the V-Local-UP, the LBO policy;
and
if the V-Local-UP determines that a service sent
by a visited core network user plane V-UP is a
subscribed service, offloading, by the V-Local-
UP, traffic of the subscribed service to a visited
application server V-AS.

14. The method according to claim 13, wherein the re-
ceiving, by a visited local user plane V-Local-UP, a
local breakout LBO policy that is for a subscribed
service and that is sent by a home core network con-
trol plane H-CP comprises:
receiving, by the V-Local-UP, a local breakout LBO
policy that is for the subscribed service and that is
sent by a home session management function H-
SMF entity.
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15. A network device, comprising:

a receiving unit, configured to receive a first
message sent by a home core network control
plane H-CP, wherein the first message compris-
es a local breakout LBO policy based on a sub-
scribed service, and the subscribed service is a
service on which local breakout needs to be per-
formed and that is of a user; and
a first sending unit, configured to send the LBO
policy to a visited core network user plane V-
UP, so that the LBO policy is installed on the V-
UP to implement local breakout processing for
the subscribed service.

16. The network device according to claim 15, wherein
the receiving unit is specifically configured to:

receive, by using a visited session management
function V-SMF entity, a first message sent by
a home session management function H-SMF
entity, wherein the first message comprises the
LBO policy based on the subscribed service; or
receive, by using a visited policy control function
V-PCF entity, a first message sent by a home
policy control function H-PCF entity, wherein the
first message comprises the LBO policy based
on the subscribed service.

17. The network device according to claim 16, wherein
after the receiving, by the V-CP by using a visited
session management function V-SMF entity, a first
message sent by a home session management func-
tion H-SMF entity, and before the sending, by the V-
CP, the LBO policy to a visited core network user
plane V-UP, the network device further comprises:

a second sending unit, configured to send the
LBO policy to the visited policy control function
V-PCF entity by using the V-SMF; and
a first determining unit, configured to determine,
by using the V-PCF, whether the LBO policy is
valid.

18. The network device according to claim 16, wherein
after the receiving, by the V-CP by using a visited
policy control function V-PCF entity, a first message
sent by a home policy control function H-PCF entity,
and before the sending, by the V-CP, the LBO policy
to a visited core network user plane V-UP, the net-
work device further comprises:
a second determining unit, configured to determine,
by using the V-PCF, whether the LBO policy is valid.

19. The network device according to any one of claims
15 to 18, wherein the first sending unit is specifically
configured to:
send the LBO policy to the V-UP by using the V-SMF.

20. A network device, comprising:

an obtaining unit, configured to obtain a local
breakout LBO policy based on a subscribed
service, wherein the subscribed service is a
service on which local breakout needs to be per-
formed and that is of a user; and
a sending unit, configured to send a first mes-
sage to a visited core network control plane V-
CP, wherein the first message comprises the
LBO policy.

21. The network device according to claim 20, wherein
the sending unit comprises:
a first sending subunit, configured to send a first mes-
sage to a visited session management function V-
SMF entity by using a home session management
function H-SMF entity, wherein the first message
comprises the LBO policy.

22. The network device according to claim 20, wherein
the sending unit comprises:
a second sending subunit, configured to send the
first message to a visited policy control function V-
PCF entity by using a home policy control function
H-PCF entity, wherein the first message comprises
the LBO policy.

23. The network device according to any one of claims
20 to 22, wherein the obtaining unit is specifically
configured to:

configure the LBO policy by using the home ses-
sion management function H-SMF entity;
receive a second message sent by a home ap-
plication server H-AS, wherein the second mes-
sage comprises the LBO policy; or
obtain the LBO policy from the home policy con-
trol function H-PCF entity.

24. The network device according to any one of claims
20 to 22, wherein the first message comprises grant
information of an operator at a roaming location.

25. A network device, comprising:

an obtaining unit, configured to obtain a local
breakout LBO policy based on a subscribed
service, wherein the subscribed service is a
service on which local breakout needs to be per-
formed and that is of a user; and
a sending unit, configured to send a first mes-
sage to a visited local user plane V-Local-UP,
wherein the first message comprises the LBO
policy, so that traffic of the subscribed service
is offloaded to a visited application server V-AS.

26. The network device according to claim 25, wherein
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the sending unit is specifically configured to:
send the first message to the visited local user plane
V-Local-UP by using a home session management
function H-SMF entity.

27. A network device, comprising:

a receiving unit, configured to receive a local
breakout LBO policy that is for a subscribed
service and that is sent by a home core network
control plane H-CP, wherein the subscribed
service is a service on which local breakout
needs to be performed and that is of a user;
an installation unit, configured to install the LBO
policy; and
an offloading unit, configured to: if the V-Local-
UP determines that a service sent by a visited
core network user plane V-UP is a subscribed
service, offload traffic of the subscribed service
to a visited application server V-AS.

28. The network device according to claim 27, wherein
the receiving unit is specifically configured to:
receive a local breakout LBO policy that is for the
subscribed service and that is sent by a home ses-
sion management function H-SMF entity.

29. A computer-readable storage medium, comprising
an instruction, wherein when the instruction runs on
a computer, the computer is enabled to perform the
method according to any one of claims 1 to 14.

30. A computer program product that comprises an in-
struction, wherein when the computer program prod-
uct runs on a computer, the computer is enabled to
perform the method according to any one of claims
1 to 14.
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