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Description

[0001] The present invention is related to a card type
device having a fingerprint reading function and a finger-
print identification system using the card type device.
[0002] Very recently, since electronic appliances are
gradually utilized in the network form, communications
are freely established among these electronic appliances
connected to each other via networks, so that various
sorts of information thereof may be accessed every-
where. In connection with such a network operation,
needs of security aspects capable of preventing illegal
accesses made by third party are increased.

[0003] As one of such security techniques, a method
capable of identifying a regular user by checking a fin-
gerprint has been proposed, and a fingerprint reading
sensor is provided on a PC card. When a user depresses
his finger on a fingerprint sensor of such a PC card, a
fingerprint of this finger is acquired. Then, user identifi-
cation is carried out based upon this acquired fingerprint,
so that an access to such an information having high
secrecy may be controlled.

[0004] Such a PC card may have the following struc-
ture. That is, a fingerprint reading sensor constructed of
a CCD (charge-coupled device) is provided on a surface
of this PC card itself. Alternatively, a fingerprint reading
unit is mounted on any position except for an insertion
portion of the PC card.

[0005] However,ifthefingerprintreading sensoris pro-
vided on the surface of the PC card, then the following
problem may occur. That is, when this PC card is loaded
on a card slot of an electronic appliance, the fingerprint
reading sensor is located inside the card slot, so that the
user cannot be identified by operating this fingerprint
reading sensor under such a condition that this PC card
is loaded on the electronic appliance. Also, if the finger-
print sensor is provided on any position other than the
PC card insertion portion, then another problem may oc-
cur. That is, when this PC card is loaded in the PC card
slot, since this PC card is largely projected out from the
PC card slot, the PC card equipped with such a fingerprint
reading sensor can be hardly carried while this PC card
is continuously loaded on the electronic appliance.
[0006] On the other hand, both the fingerprint reading
sensors are manufactured in plane rectangular shapes
on which the finger can be mounted. Since these finger-
print reading sensors employ such expensive semicon-
ductor devices as a CCD, higher cost is required. Fur-
thermore, since two-dimensional CCD chips necessarily
require mounting areas thereof, fingerprint reading sen-
sors cannot be provided with microminiture type memory
cards which are known as a CF card (Compact Flash
Card), an SD memory card (Secure Digital Memory
Card), an MMC card (Multi-Media Card), and a USB-
connection portable type flash memory card. These
memory cards are used as extended memories em-
ployed in a portable telephone and a PDA (Personal Dig-
ital Assistance). As a result, information stored in these
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memory cards cannot be protected by utilizing the fin-
gerprint identification. Moreover, the fingerprint identifi-
cation functions cannot be extended to the portable tel-
ephone and the PDA by way of such memory cards.
[0007] Aninterface card including a fingerprint sensor
that is movably attached to a card housing is described
in WO 00/28471. The fingerprint sensor has a first posi-
tion, wherein it is partly extracted from the housing for
sensing the fingerprint, and a second position completely
inserted in the housing, wherein the sensor is inactive.
The fingerprint sensor comprises a 2-dimensional CCD
area. Moreover, the interface card described in that doc-
ument includes a processor for comparing a sensed fin-
gerprint with a pre-stored fingerprint, and an interface for
connecting the interface card to a host system.

[0008] Document US 6, 282,303 B1 describes an ap-
paratus for scanning a fingerprint by employing a 1-di-
mensional sensor. The device includes atransparentroll-
er. Light directed through the roller is focused onto a lin-
ear imaging device.

[0009] A fingerprint sensor comprising a transparent
roller that is mounted to be rotated as a portion of the
outer periphery exposed to a slit provided in a casing is
described in document JP 2002-133 402.

[0010] The presentinvention has been made to solve
the above-described problems, and therefore, has an ob-
ject to provide a microminiture card type device on which
a fingerprint reading sensor is mounted, and also to pro-
vide an identification system using this card type device.

[0011] This is achieved by the features of the inde-
pendent claims.
[0012] Forabetter understanding of the presentinven-

tion, reference is made of a detailed description to be
read in conjunction with the accompanying drawings, in
which:

Fig. 1Ais a front view for indicating an outer appear-
ance construction of a card type device according to
a first embodiment, to which the present invention is
applied; Fig. 1B is a side view for showing the card
type device of Fig. 1A; and Fig. 1C is a rear view for
representing the card type device of Fig. 1A;

Fig. 2 is a block diagram for schematically showing
a functional structure of the card type device accord-
ing to the first embodiment, to which the present in-
vention is applied;

Fig. 3 is a side view for schematically indicating a
structural example of a fingerprint reading unit 2
shown in Fig. 2;

Fig. 4 is a schematic block diagram for indicating a
functional structure of an electronic appliance ac-
cording to a first embodiment, to which the present
invention is applied;

Fig. 5A and Fig. 5B illustratively show an example
of outer appearance constructions of the electronic
appliance indicated in Fig. 4;

Fig. 6illustratively shows another outer structural ex-
ample of the electronic appliance indicated in Fig. 4;
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Fig. 7 illustratively indicates another outer appear-
ance structural example of the electronic appliance
indicated in Fig. 4;

Fig. 8 illustratively represents another outer appear-
ance structural example of the electronic appliance
indicated in Fig. 4;

Fig. 9isadiagram for schematically indicating a func-
tional structure of a card type device according to a
second embodiment, to which the present invention
is applied;

Fig. 10is adiagram for schematically showing a func-
tional structure of a card type device according to a
third embodiment, to which the present invention is
applied;

Fig. 11Ato Fig. 11C illustratively show outer appear-
ance construction examples of a card type device
according to a fourth embodiment, to which the
present invention is applied; and

Fig. 12 is a diagram for schematically indicating a
functional structure of the card type device shown in
Fig.

11A.

[0013] Referring now to drawings, various preferred
embodiments of the present invention will be described
in detail.

OUTER VIEW OF FIRST CARD TYPE DEVICE

[0014] Fig. 1 shows an outer appearance view of a
card type device 1 according to a first embodiment of the
present invention. The card type device 1 contains a
memory member having a predetermined storage capac-
ity, and is used in such a manner that this card type device
1is inserted into a card slot provided with an electronic
appliance. This card type device 1 corresponds to, for
example, a standardized memory card known as a PC
(Personal Computer) card, a CF (Compact Flash) card,
an SD (Secure Digital) memory card, and MMC (Multi-
Media Card). In a housing 10 of this card type device 1,
a fingerprint reading unit 2 is provided on one edge por-
tion 11, and a connection terminal 13 is provided on a
rear surface 12a of the other edge portion 12. This con-
nection terminal 13 is employed so as to be electrically
connected to an electronic appliance. Also, in the card
type device 1, the other edge portion 12 of the housing
10 thereof constitutes an insertion portion which is insert-
ed into a card slot of the electronic appliance, and the
one edge portion 11 where the fingerprint reading unit 1
is provided is exposed from this card slot.

FUNCTIONAL STRUCTURE OF CARD TYP DEVICE 1

[0015] Fig.2schematically indicates afunctional struc-
ture of the above-described card type device 1. The card
type device 1is arranged by employing a signal process-
ing unit 14, a memory 15, a control unit 16, and an input/
outputI/F unit 17 in addition to both the fingerprintreading

10

15

20

25

30

35

40

45

50

55

unit 2 and the connection terminal 13. The respective
structural elements are connected to each other via a
bus 18.

CONSTRUCTION OF FINGERPRINT READING UNIT
2

[0016] Fig. 3is asectional view for showing a construc-
tion of the fingerprint reading unit 2. The fingerprint read-
ing unit 2 owns a roller 21, while a portion of an outer
peripheral plane 21a of this roller 21 is projected from a
slit 11b to an external area. The slit 11b is formed in one
edge plane 11a of the housing. The roller 21 represents
a cylindrical shape, and is made of a light transparent
material such as acrylic resin, polycarbonats, borosilicate
glass, quartz glass, and so on.

[0017] A light source 22, a SELFOC (trademark) lens
array 23, a board 24, a one-dimensional image sensor
25, and a holder 26 are provided inside a hollow portion
of the roller 21. This holder 26 holds these components
22 to 25. The holder 26 is elongated from one end, or
both ends of the roller 21, and then is fixed to the housing
10. Even when the roller 21 is rotated, this holder 26 is
supported by the housing 10 under such a condition that
this holder 26 is not rotated.

[0018] The light source 22 illuminates fingerprint read-
ing light "Lo" to a finger 100 of a user which abuts against
the outer peripheral plane 21a of the roller 21 by emitting
lighttoward the slit 11b. This light source 22 is constituted
by a self-light-emitting element such as an LED (light
emitting diode), an organic EL (electroluminescence), an
inorganic EL, and a fluorescent tube.

[0019] The SELFOC lens array 23 is such an optical
component that a plurality of SELFOC lenses having
center axes are arrayed so as to form alens array located
parallel to a roller center of the roller 21, while the center
axes are positioned perpendicular to the roller center of
this roller 21. The SELFOC lens array 23 focus an one-
dimensional image of the finger 100 which abuts against
the outer peripheral plane 21a of the roller 21 onto the
one-dimensional image sensor 25. The optical axis of
this SELFOC lens array 23 is intersected perpendicular
to the roller center of the roller 21, and a light incident
plane 23a of the SELFOC lens array 23 is directed to the
slit 11b.

[0020] It should be understood that a SELFOC lens
corresponds to arod lens having a cylindrical shape. This
rod lens owns a parabolic refraction index distribution
from a center axis of the own rod lens and a peripheral
plane thereof, and also corresponds to a self-converging
type lens in which the highest refraction index is realized
at the center axis thereof and the lowest refraction index
is realized at the peripheral plane thereof. Each of the
SELFOC lenses has an optically equivalent effect with
respect to that of a spherical lens, while all of these
SELFOC lenses own optically equivalent natures with
each other.

[0021] A one-dimensional image of the finger 10 which
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is focused onto the light receiving plane 25a of the one-
dimensional image sensor 25 by the SELFOC lens array
23 has the magnification equal to that of the one-dimen-
sional image of the finger 100 which abuts against the
outer peripheral plane 21a of the roller 21, and is directed
to the same direction of this one-dimensional image.
[0022] Astothe board 24, the one-dimensional image
sensor 25 is mounted on a surface of this board 24, and
a wiring pattern is formed on the surface thereof in order
to transmit/receive signals to/from both the signal
processing unit 14 and the control unit 16.

[0023] The one-dimensional image sensor 25 is con-
stituted by a photoelectric converting element such as a
linear type CCD image sensor, and a linear type CMOS
image sensor. This linear type image sensor 25 is pro-
vided in a parallel manner along the roller center of the
roller 21 in such a manner that the light receiving plane
25a thereof is located opposite to the slit 11b. The one-
dimensional image sensor 25 converts a one-dimension-
al image of a fingerprint which is focused onto the light
receiving plane 25a by the SELFOC lens array 23 and
the like into a one-dimensional fingerprint signal function-
ing as an electric signal.

[0024] Bothamicroswitch 19 and arotary encoder (not
shown) are provided with the roller 21. The microswitch
19 turns ON/OFF a connection established between the
fingerprint reading unit 2 and the control unit 16. The
rotary encoder produces a pulse signal to output this
pulse signal to the control unit 16 every time the roller 21
is rotated at a preselected angle. The microswitch 19 is
turned ON when the finger 100 is contacted to the outer
peripheral plane 21a of the roller 21 under certain pres-
sure condition, and is turned OFF when the finger 100 is
released from this outer peripheral plane 21a.

[0025] Itshould also be notedthatinstead of the above-
explained rotary encoder, while a predetermined printed
pattern used to detect a rotation amount is printed on the
outer peripheral plane 21a of the roller 21, this printed
pattern is read in order that the rotation amount may be
sensed by the control unit 16.

[0026] The signal processing unit 14 converts the one-
directional fingerprint signal corresponding to the analog
signal into a digital signal so as to produce one-dimen-
sional fingerprint data, and then outputs this one-dimen-
sional fingerprint data via the control unit 16 to the mem-
ory 15.

[0027] The controlunit16is provided witha CPU (Cen-
tral Processing Unit), a RAM (Random Access Memory),
a ROM (Read-Only Memory), and the like. The control
unit 16 expands a designated program to a predeter-
mined memory area of the RAM, and executes various
sorts of process operations such as fingerprint reading
process operation in accordance with the expanded pro-
gram. The designated program includes a fingerprint
reading program which has been stored in either the RAM
or the ROM.

[0028] The fingerprint reading process operation is
commenced by turning ON the microswitch 19. When
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the user moves the finger 100 along one direction under
such a condition that the finger 100 is contacted to the
outer peripheral plane 21a of the roller 21 by applying
certain pressure, this roller 21 is rotated. At this time, this
microswitch 19 is caused to be turned ON, and every
time the roller 21 is rotated at a predetermined angle, a
pulse signal is generated from the rotary encoder. The
light source 22 irradiates the fingerprint reading light "Ly"
with respect to the finger 100. Light "L" reflected from the
finger 100 is collected to the light receiving plane 25a of
the one-dimensional image sensor 25 by way of the
SELFOC lens array 23 and the like. The one-dimensional
image sensor 25 produces a one-dimensional fingerprint
signal in synchronism with the pulse signal, and then out-
puts this one-dimensional fingerprint signal to the signal
processing unit 14. In the signal processing unit 14, the
one-dimensional fingerprint signals which are sequen-
tially entered thereinto in synchronism with the pulse sig-
nal are sequentially A/D-converted to one-dimensional
fingerprint data, and then, the one-dimensional finger-
print data are sequentially outputted to the memory 15.
The control unit 16 synthesizes fingerprint data function-
ing as a two-dimensional image of a fingerprint of the
finger 100 from the one-dimensional fingerprint data
stored inthe memory 15 based upon the rotation direction
of the roller 21.

[0029] The produced fingerprint data is transmitted via
the input/output I/F unit 17 and the connection terminal
13 to an electronic appliance (will be discussed later). It
should be noted that the input/output I/F unit 17 is pro-
vided so as to transmits various sorts of data containing
fingerprint data between this card type device 1 and the
electronic appliance in accordance with a predetermined
transmission system.

FIRST ELECTRONIC APPLIANCE 3

[0030] Referring now to Fig. 4 to Fig. 8, a description
is made of an electronic appliance 3 according to a first
embodiment of the present invention, on which the
above-described card type device 1 is mounted. Since
the card type device 1 is mounted on the electronic ap-
pliance 3, this electronic appliance 3 can perform identi-
fication of users based upon fingerprints of these users.
[0031] As indicated in Fig. 4, the electronic appliance
3 is equipped with a card slot 31, an operation input unit
32, adisplay unit 33, a voice input/output unit 40, a mobile
communication unit 50, a main body function control unit
60, and the like. These structural units are connected to
each other via a bus 34. The electronic appliance 3 is
equipped with various sorts of functions such as a wire-
less communication function capable of communicating
with an external unit; an address record function capable
of managing names, addresses, and telephone num-
bers; and a schedule function for managing dates, times,
and scheduled contents. The electronic appliance 3 can
restrict either a portion of these functions or all of these
functions based upon an identification result of a user.
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[0032] Also, since the card type device 1 is mounted
on the electronic appliance 3, this electronic appliance 3
may be used as a personal identifying apparatus as to
access identification to a Web site, and an electronic set-
tlement made in an electronic commercial transaction via
a network such as the Internet.

[0033] Assuch an electronic appliance 3 various sorts
of electronic appliances may be realized, for example,
portable telephones 3a and 3b indicated in Fig. 5A and
Fig. 5B; a folding type portable telephone 3c indicated in
Fig. 6; a portable type information appliance 3d such as
a PDA (Personal Digital Assistant) indicated in Fig. 7;
and a body mounting type electronic appliance 3e such
as a wrist watch shown in Fig. 8.

[0034] It should also be noted that as shown in Fig. 5
to Fig. 8, the positions of the card slots 31 provided on
these electronic appliances 3a to 3e are not limited only
to these illustrated positions. As a consequence, when
the card type device 1 is mounted on each of these elec-
tronic appliances 3a to 3e, the mounting position of the
card slot 31 may be set in such a manner that the roller
21 of the fingerprint reading unit 2 may be rotated while
the finger 100 is contacted to this roller 21 by applying
certain pressure.

[0035] The card slot 31 is provided with a connection
connector 31. Then, the card type device 1 is inserted
into this card slot 31 so as to be connected to the con-
nection terminal 13, so that the card type device 1 is
electrically connected to the electronic appliance 3.
[0036] The operation input unit 32 is equipped with a
ten-numeral entry key, various sorts of function keys, and
the like. In response to a key operation, the operation
input unit 32 outputs a depression signal to the CPU 61.
[0037] The display unit 33 is equipped with a display
screen such as an LCD (Liquid Crystal Display), and dis-
plays thereon information based upon display informa-
tion entered from the CPU 61.

[0038] The voice input/output unit 40 is constructed by
employing a microphone 41, a speaker 42, a voice
(speech) codec unit43. Inthe voice codec unit43, avoice
signal (analog voice signal) entered from the microphone
41 is converted by an A/D converter (not shown in detail)
into a digital voice signal, and this digital voice signal is
outputted to the mobile communication unit 50. Also, the
voice codec unit 43 decodes a voice signal (digital voice
signal) which is externally received via the mobile com-
munication unit 50, and D/A-converts this digital voice
signal) into an analog voice signal, and then, outputs this
analog voice signal to the speaker 42.

[0039] The mobile communication unit 50 is equipped
with an antenna 51, an RF/transmission/reception unit
52, a subscriber ID/terminal ID storage unit 53, a com-
munication control unit 54, and the like. The antenna 51
transmits/receives a wireless signal related to call receiv-
ing/call transmitting operations between the own antenna
51 and awireless base station (not shown). In this mobile
communication unit 50, the communication control unit
54 executes the communication protocol used for the
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portable telephone, which corresponds to such an IMT-
2000 standardized communication system (for example,
either W-CDMA or cdma 2000) between the own com-
munication control unit 54 and the wireless base station.
Thus, the communication control unit 54 transmits /re-
ceives voice signals to be transmitted/received, and also
performs a data communication.

[0040] The main body function control unit 60 is
equipped witha CPU 561, a RAM 62, a program memory
63, a data memory 64, and an input/output I/F unit 65.
While a preselected storage area of the RAM 62 is used
as a work area, the CPU 61 executes various sorts of
control programs stored in the program memory 63, and
transmits control signals to the respective units in order
to control overall operations of the electronic appliance 3.
[0041] The program memory 63 has stored thereinto
a user identification program including a fingerprint iden-
tification program 63a and a voiceprint identification pro-
gram 63b.

[0042] Inthis case, the main body function control unit
60 may alternatively perform a voice print identification
process operation based upon voice (voiceprint) of auser
entered from the microphone 41 in combination with a
fingerprintidentification process operation when the CPU
61 executes the user identification process operation by
way of the fingerprint identification process operation
based upon this fingerprint identification program 63a.
[0043] The data memory 64 contains a fingerprint data
storage area 64a and a voiceprint data storage area 64b.
In the fingerprint data storage area 64a, fingerprint data
of previously-registered regular users have been stored.
Similarly, in the voiceprint data storage area 64b, voice-
print data of previously-registered regular users have
been stored.

USER IDENTIFICATION PROCESS OPERATION

[0044] Next, auseridentification process operation ex-
ecuted by the main body function control unit 60 will now
be explained.

[0045] When a user inserts the card type device 1 into
the card slot 31 of the electronic appliance 3, the main
body function control unit 60 thereof initiates the user
identification program 63c, and thus executes the finger-
print identification process operation.

[0046] In the fingerprint identification process opera-
tion, such an indication is firstly displayed on the display
unit 33 in which the CPU 61 prompts the user to move
the roller 21 along one direction, while the finger 100 of
this user is contacted to this roller 21 by applying prede-
termined pressure. In this case, such a message may be
notified to the user by using the speaker 42.

[0047] When the user rotates the roller 21 by using the
finger 100, as previously explained, the control unit 16
of the card type device 1 executes a fingerprint reading
process operation, and then transmits the read fingerprint
data from the card type device 1 via both the input/output
I/F units 17 and 65 to the electronic appliance 3.
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[0048] When the fingerprint data is received from the
card type device 1, the main body function control unit
60 provided on the side of the electronic appliance 3iden-
tifies the received fingerprint data of the user with the
fingerprint data previously registered in the data memory
64 in order to judge as to whether or not the received
fingerprint data is made coincident with the registered
fingerprint data. It should also be noted that at this time,
the main body function unit 60 may alternatively extract
feature patterns from the respective fingerprint data, and
thus may judge as to whether or not the received finger-
pattern data is made coincident with the registered fin-
gerpattern data based upon the extracted feature pat-
terns. Also, since an occurrence of such a shift (deviation)
in fingerprint data may be predicted, a verification ratio
"A" between both received fingerprint data and registered
fingerprintdatais calculated. This shiftin these fingerprint
data is caused by a position and depression strength of
the finger 100 which is contacted to the roller 21 by ap-
plying certain pressure. If the calculated verification ratio
"A" is larger than, or equal to a predetermined reference
value (for example, 85 %), the main body function control
unit 60 may alternatively judge that the received finger-
print data is made coincident with the registered finger-
print data.

[0049] As aresult of this identification process opera-
tion, when the main body function control unit 60 judges
that the received fingerprint data is made coincident with
the registered fingerprint data, the main body function
control unit 60 displays this judgement result on the dis-
play unit 33, and commences a voiceprint identification
processing operation.

[0050] Inthis voiceprintidentification processing oper-
ation, the main body function control unit 60 identifies as
to whether or not a voiceprint of the user acquired from
the microphone 41 is made coincident with the registered
voiceprint data which has been registered in the voice-
print data storage area 64b of the data memory 64. When
the main body function control unit 60 judges that the
received voiceprint data is made coincident with the reg-
istered voiceprint data, this main body function control
unit 60 identifies that this user is the normal user who
has been previously registered.

[0051] Itshould also be understood that when the main
body function control unit 60 identifies that the user is not
the regular user by executing this user identification
processing operation, the various functions of the elec-
tronic appliance 3 are brought into limited conditions.
[0052] Itshould also be understood that while both fin-
gerprint data and voiceprint data as to a plurality of reg-
istered users may be stored in the data memory 64, since
the card type device 1 is mounted on the electronic ap-
pliance 3, the main body function control unit 60 may
identify a plurality of users. As a consequence, both a
usable function and a not-usable function may be set with
respect to each of the plural registered users may be
alternatively set.

[0053] Itis desirable to set such an operation condition
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as to an identification results of a user. That is, in such
a case that no operation is not carried out from the op-
eration input unit 32 for a predetermined time, this iden-
tification result may be deleted and the electronic appli-
ance 3 may be set to the initial condition thereof.

ADVANTAGES OF FIRST CARD TYPE DEVICE 1

[0054] In accordance with the above-explained card
type device 1, since the two-dimensional image of the
finger is acquired by the one-dimensional image sensor,
the area required to mount this one-dimensional image
sensor can be decreased, and further, the fingerprint
reading sensor 2 can be also mounted even on such a
micro-compact type memory card as a CF card. Also, in
comparison with such a case that a two-dimensional fin-
gerprint reading sensor is provided, the cost of the com-
ponents which constitute the fingerprint sensor such as
the CCD can be reduced. With employment of these
structures, the fingerprint identification function can be
readily extended in the general user-oriented electronic
appliance 3, for example, the portable telephone 3a, 3b,
3c (see Fig. 5 and Fig. 6), the PDA 3d (see Fig. 7), and
the wrist watch 3e (see Fig. 8).

[0055] Furthermore, since the one-dimensional image
sensor 25 is arranged inside the roller 21 which is made
ofthe lighttransparent material, and also, since the finger
100 is moved over the outer peripheral plane 21a of the
roller 21 under such a condition that this finger 100 is
contacted to this outer peripheral plane 21a by applying
certain pressure, the finger 100 can be moved while being
guided along the direction perpendicular to the one-di-
mensional image sensor 25. As a result, both deforma-
tion and distortions of the finger 100 which occur during
the fingerprint reading operation can be avoided. Also,
since the move amounts of the finger 100 can be readily
managed by operating the rotary encoder, the timing
when the one-directional fingerprint data is acquired by
the one-dimensional image sensor 25 can be controlled.
[0056] Also, since the roller 21 is provided under such
a condition that this roller 21 is projected from the inser-
tion port of the card slot 31, this roller 21 can be readily
rotated and can own higher operability. In addition, since
the fingerprint reading unit 2 can be made compact, even
under such a condition that the card type device 1 is
mounted on the electronic appliance 3, this fingerprint
reading unit 2 is not largely projected out from the card
slot 31, but this card type device 1 can own superior port-
ability.

[0057] Also, since the operations of the electronic ap-
pliance 3 can be restricted based upon the identification
result of the user, it is possible to prevent the illegal uses
of the electronic appliance 3, the illegal accesses to the
personal information stored in the electronic appliance
3, and also, the illegal accesses to the personal informa-
tion stored in the card type device 1.

[0058] It should also be understood that in the above-
described first embodiment; when the card type device
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1is mounted on the electronic appliance 3, the user iden-
tification process operation is executed based upon the
fingerprint data by the electronic appliance 3. However,
the present invention is not limited only to this first em-
bodiment. Alternatively, while the card type device 1 is
continuously mounted on the electronic appliance 3, for
instance, when an electronic commercial transaction is
carried out via a communication network such as the In-
ternet by employing the mobile communication unit 50,
a user identification process operation may be carried
out only in such a case that user identification is required.
[0059] Also, in the first embodiment, the user identifi-
cation process operation is carried out in the electronic
appliance 3. Alternatively, such a user identification proc-
ess operation may be carried out by other electronic ap-
pliances (for example, server) which are connected to
the communication network.

SECOND CARD TYPE DEVICE 7

[0060] Next, a second embodiment of the present in-
vention will now be explained. In this second embodi-
ment, a user identification process operation is executed
in a card type device 7 based upon a fingerprint. It should
be understood that the same reference numerals shown
inthe above-explained firstembodiment will be employed
for denoting the same, or similar structural units indicated
in the second embodiment.

[0061] Fig. 9 schematically shows aninternal arrange-
ment of the card type device 7 according to the second
embodiment of the present invention. The card type de-
vice 7 contains a program memory 71 which has stored
thereinto a fingerprint identification program, and a data
memory 72 which has stored thereinto fingerprint data
of regular users.

[0062] Inthe second embodiment, a user identification
process operation is carried out based upon a fingerprint
identification process operation on the side of a control
unit 16 of the card type device 7. In this case, the control
unit 16 executes the fingerprint identification process op-
eration in accordance with the fingerprint identification
program stored in the program memory 71. In this finger-
print identification process operation, the control unit 16
identifies such a fingerprint data which has been synthe-
sized based upon one-dimensional fingerprint data ac-
quired from the fingerprint reading unit 2 with respect to
such a fingerprint data which has been stored in the data
memory 72. An identification result is notified via the in-
put/output I/F unit 17 to the electronic appliance 3. Upon
receipt of this notified identification result, the electronic
appliance 3 may allow and/or prohibit an execution of a
specific function.

[0063] The above-described card type device 7, ac-
cording to the second embodiment, can identify the user
based upon the fingerprint before this card type device
7 is connected to the electronic appliance 3. Apparently,
under such a condition that the card type device 7 is
mounted on the electronic appliance 3, the control unit
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16 of this card type device 7 may alternatively execute
the fingerprint identification process operation.

[0064] Also, in the case that secret information has
been stored in the memory 15 of the card type device 7,
iffingerprintdata acquired viathe one-dimensional image
sensor 25 is hot made coincident with the fingerprint data
which has been stored in the data memory 72, then the
control unit 16 of this card type device 7 may restrict
transmission/reception of data between the own card
type device 7 and the electronic appliance 3 in order to
prevent an illegal use of the secret information stored in
the memory 15.

THIRD CARD TYPE DEVICE 8

[0065] Next, a third embodiment of the present inven-
tion will now be explained. It should be understood that
the same reference numerals shown in the above-ex-
plained first embodiment will be employed for denoting
the same, or similar structural units indicated in the third
embodiment.

[0066] As shown in Fig. 10, a card type device 8, ac-
cording to a third embodiment of he present invention,
contains an encrypting circuit 81, and a secret key mem-
ory 82 which has stored thereinto secret encryption keys.
The signal processing unit 14, the memory 15, the control
unit 16, the encrypting circuit 81, and the secret key mem-
ory 82 of this card type device 8 have been integrated in
an identification chip having an tamper resistant charac-
teristic.

[0067] The expression "tamper resistant" implies a
function capable of resisting physical shocks (illegal ac-
cesses, alternations etc.) to some extent. In other words,
this card type device 8 is equipped with such a physical
structure and a preventing means as follows: The phys-
ical structure cannot allow illegal accesses to this card
type device 8, which are issued from an external source.
Also, in such a case that the card type device 8 is tried
to be disassembled so as to electronically analyze the
secret keys and the like, the preventing means can pre-
vent forged data, modified data, altered data, and the like
in such a manner that the circuitry of the IC chip itself
may be electrically destroyed.

[0068] The encrypting circuit 81 encrypts fingerprint
data synthesized by the control unit 16 based upon a
specific secret encryption key which is specifically de-
signed to this card type device 8 and has been stored in
the secret key memory 82, and then transmits this en-
crypted fingerprint data via the input/output I/F unit 17 to
the electronic appliance 3. In this electronic appliance 3,
the encrypted fingerprint data is decrypted by using a
decryption key, and then, a fingerprint identification proc-
ess operation is carried out. Thereafter, the main body
function control unit 60 controls a function which can be
executed by the user in response to an identification re-
sult. Alternatively, the electronic appliance 3 may not ex-
ecute both the decryption process operation and the
identification process operation by the own electronic ap-
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pliance 3, but may transfer the encrypted fingerprint data
which has been transmitted from the card type device 8
to a server provided in a network, so that this server may
execute the decryption process operation and the iden-
tification process operation.

[0069] In this third embodiment, the above-explained
"secret encryption key" corresponds to such a key infor-
mation which is employed in order to perform encrypting/
decrypting operations based upon a so-called "PKI (Pub-
lic Key Infrastructure) encrypting system." It should be
understood that information which has been encrypted
by this secret encryption key can be decrypted by using
only a PKI decrypt key corresponding thereto.

[0070] Asaconsequence, in accordance with the card
type device 8 of this third embodiment, since the finger-
print data which has been encrypted based upon the se-
cret encryption key by the encrypting circuit 81 is trans-
mitted to the electronic appliance 3, or transmitted via
this electronic appliance 3 to the server provided on the
network, either the electronic appliance 3 or the server
provided on the network cannot decrypt this encrypted
fingerprint data except that either this electronic appli-
ance 3 or the network server owns the PKI decrypt key
which constitutes the paired key with respect to the
above-described secret encryption key. As a result the
card type device 8 can avoid the unfair use of the finger-
print data, and can further improve the security aspect.

FOURTH CARD TYPE DEVICE 9

[0071] Next, afourthembodiment of the presentinven-
tion will now be explained. It should be understood that
the same reference numerals shown in the above-ex-
plained first embodiment will be employed for denoting
the same, or similar structural units indicated in the fourth
embodiment.

[0072] Fig. 11A to Fig. 11C illustratively show outer
appearance examples of USB-connection portable type
flash memories which correspond to a card type device
9 according to the fourth embodiment of the present in-
vention. In each of the USB-connection portable type
flash memories indicated in Fig. 11A, Fig. 11B, and Fig.
11C, a USB (Universal Serial Bus) terminal 92 is
equipped with a one edge portion 91 of a housing 90, a
fingerprintreading unit 2 is provided with an edge surface
of the housing 90, and a roller 21 is projected from the
edge surface. Also, a flash memory (Flash EPROM:
Erasable Programmable Read-Only Memory) is stored
inside the housing 90, and may be used as an external
memory device.

[0073] Since these card type devices 9 are detachably
mounted on an electronic appliance (for example, PDA
and personal computer) equipped with a serial interface
circuit designed based upon the USB standard, data may
be transmitted/received between these card type devices
9 and the electronic appliance.

[0074] Next, adescriptionis made of a functional struc-
ture of the card type device 9 shown in Fig. 12. As shown
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in Fig. 12, this card type device 9 contains a USB input/
output I/F circuit 93, an encrypting unit 81, a secret key
memory 82 which has stored thereinto secret encryption
keys, a signal processing unit 14, amemory 15, a control
unit 16, and a fingerprint reading unit 2. Similar to the
above-explained third embodiment, the signal process-
ing unit 14, the memory 15, the control unit 16, the en-
crypting unit 18, and also, the secret key memory 82 have
been integrated in an LS| (Large-Scaled Integration) chip
having the above-defined tamper resistant characteristic.
[0075] While electronic certifications made based up-
on the PKI encryption system passwords, and the like
have been stored in the flash memory in this card type
device 9, the card type device 9 expresses the electronic
certifications and the passwords by using specific data
called as "Token", and then sends out these processed
electronic certifications and passwords to either an elec-
tronic appliance connected via the USB terminal 92 or a
network via the electronic appliance. At thistime, the card
type device 9 is controlled in such a manner that the
electronic certifications cannot be sent to the electronic
appliance 3 unless a useridentification process operation
based upon a fingerprint read by the fingerprint reading
unit 2 is accomplished.

[0076] Asamodification of this fourth embodiment, the
identification process operation of the fingerprint data
may be carried out on the side of the electronic appliance
3to which the card type device 9 is connected in a similar
manner to that of the first embodiment, on the side of the
card type device 9 in a similar way to that of the second
embodiment, or an identification-purpose server which
is connected via a network to the card type device 9.
[0077] In such a case that the identification process
operation of the fingerprint data is carried out by the iden-
tification-purpose server connected to the network, when
fingerprint data is transmitted via the communication unit
provided in the electronic appliance to the identification-
purpose server, the fingerprint data may be encrypted
by the encrypting circuit based upon the secret encrypt
key so as to transmit the encrypted fingerprint data.
[0078] As a consequence, in such a case that user
identification is required in, for example, an electronic
commercial transaction, an electronic certification func-
tioning as personal information cannot be used unless
the user identification is accomplished based upon the
fingerprint read by the fingerprint reading unit 2. Accord-
ingly, it is possible to avoid the unfair uses of such per-
sonal information as the electronic certifications and the
passwords, which have been stored in the card type de-
vice 9, and also possible to prevent "spoofing” actions
made by the third party.

Claims

1. A card type device connected to an electronic appli-
ance (3), comprising:
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a card type housing (10) having a connection
terminal (13) used to be connected to said elec-
tronic appliance; and

an interface unit (17) for transmitting/receiving
data via said connection terminal between the
own card type device and the electronic appli-
ance;

characterised by

a transparent cylindrical-shaped roller (21) pro-
vided at an edge plane of said card type housing,
the outer peripheral plane of which is projected
from said edge plane;

a one-dimensional image sensor (25) provided
inside said roller, for acquiring one-dimensional
fingerprint image data of a finger which abuts
against the outer peripheral plane of said roller;
finger print data synthesizing means (16) for
synthesizing two-dimensional fingerprint data
from the one-dimensional fingerprintimage data
which are continuously acquired from said one-
dimensional image sensor by rotating said roller
by moving the finger abutting against the outer
peripheral plane of the roller; and in that

said housing (10) further comprising an insertion
portion (12) which is inserted into a card slot
provided on said electronic appliance (3), and
on which said connection terminal (13) is ar-
ranged; and

said roller (21) is provided on an edge portion
(112) of the housing (10) which is exposed from
an insertion port of said card slot.

A card type device as claimed in claim 1, charac-
terized by further comprising:

control means (16) for identifying as to whether
or not said fingerprint data synthesized by said
fingerprint data synthesizing means is made co-
incident with fingerprint data which has been
previously registered, and for outputting an iden-
tification result to said electronic appliance.

A card type device as claimed in claim 1 or 2, char-
acterized by further comprising:

encrypting means (16) for encrypting said fin-
gerprint data based upon a secret encryption
key which is specific to said card type device.

A card type device as claimed in claim 3, charac-
terized in that:

said encrypting means (16) is assembled in an
LSI [large-scaled integration] chip having an
tamper resistant characteristic.

A card type device as claimed in any of claims 1 to
4, characterized in that:
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6.

10.

said connection terminal owns a structure made
based upon the USB [universal serial bus]
standard.

A card type device according to any of claims 1 to
5, characterized by further comprising:

a light source (22) provided in an internal hollow
portion of said roller (21), for irradiating a finger
which abuts against the outer peripheral plane
of said roller; wherein said one-dimensional im-
age sensor (25) being provided in said internal
hollow portion of said roller;

a SELFOC lens array (23) provided in said in-
ternal hollow portion of said roller (21), for fo-
cusing a one-dimensional image of the finger
which abuts against the outer peripheral plane
of said roller onto said one-dimensional image
sensor; and

a holder (26) for holding thereon said light
source, said one-dimensional image sensor,
and said SELFOC lens array, which is fixed to
said card type housing in such a manner that
even when said roller is rotated, said holder is
not rotated.

A card type device as claimed in claim 6, charac-
terized in that:

said SELFOC lens array (23) is constituted in
such amannerthata plurality of SELFOC lenses
having center axes which are intersected per-
pendicular to a roller center of said roller (21)
are arrayed.

An identification system arranged by connecting an
electronic appliance (3) to a card type device (1) ac-
cording to any of claims 1 to 7, wherein

said electronic appliance (3) comprising:

a control unit (60) for identifying as to whether
or not said fingerprint data transmitted from said
card type device (1) is made coincident with pre-
viously-registered fingerprint data, and for re-
stricting operation of said electronic appliance
(3) in the case that said control unit (60) judges
that said transmitted fingerprint data is not made
coincident with said previously-registered fin-
gerprint data.

An identification system as claimed in claim 8,
wherein said electronic appliance (3) including acard
slot (31) used to mount the card type device.

An identification system as claimed in claim 9,
wherein
said electronic appliance (3) further comprising:
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decrypting means (16) for decrypting encrypted
fingerprint data which is transmitted from said
card type device based upon a public decryption
key corresponding to a secret encryption key
specific to said card type device.

An identification system as claimed in claim 9 or 10,
wherein

said electronic appliance (3) corresponds to an elec-
tronic appliance having a wireless communication
function, which performs fingerprint identification
when user identification required in an electronic
commercial transaction using a network is carried
out.

An identification system as claimed in any of claims
9to 11, wherein

said electronic appliance (3) controls a function to
be executed based upon an identification result out-
put by control means (16) located on said card type
device (1) for identifying as to whether or not said
fingerprint data synthesized by said fingerprint data
synthesizing means is made coincident with finger-
print data which has been previously registered.

Patentanspriiche

1.

Kartenartige Vorrichtung, verbunden mit einer elek-
tronischen Vorrichtung (3), umfassend:

ein kartenartiges Geh&use (10) mit einer An-
schlusseinheit (13), verwendet zum Anschlie-
Ren an die elektronische Vorrichtung; und
eine Schnittstelleneinheit (17) zum Ubertragen/
Empfangen von Daten uber die Anschlussein-
heit zwischen der kartenartigen Vorrichtung
selbst und der elektronischen Vorrichtung;
gekennzeichnet durch

einen transparenten zylinderfdrmigen Roller
(21), der sich an einer Kantenflache des karten-
artigen Gehéauses befindet, dessen aulRere pe-
riphere Flache aus der Kantenflache heraus-
ragt;

einen eindimensionalen Bildsensor (25), der
sich innerhalb des Rollers befindet, zum Be-
schaffen eindimensionaler Fingerabdruck-Bild-
daten eines Fingers, der an die &ul3ere periphe-
re Flache des Rollers angrenzt;

eine Fingerabdruckdaten-Synthetisiereinrich-
tung (16) zum Zusammensetzen zweidimensio-
naler Fingerabdruckdaten aus den eindimensio-
nalen Fingerabdruckdaten, die kontinuierlich
von dem eindimensionalen Bildsensor beschafft
werden, indem der Roller durch Bewegen des
an die auRere periphere Flache des Rollers
grenzenden Fingers gedreht wird; und da-
durch, dass
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das Gehause (10) weiterhin einen Einsatzbe-
reich (12) umfasst, der in einen an der elektro-
nischen Vorrichtung (3) bereitgestellten Karten-
schlitz eingesetzt wird, und an dem sich die An-
schlusseinheit (13) befindet; und

der Roller (21) sich an einem Kantenbereich (11)
des Gehéauses (10) befindet, der von einem Ein-
satzanschluss des Kartenschlitzes freigelegt
wird.

Kartenartige Vorrichtung nach Anspruch 1, weiterhin
gekennzeichnet durch:

eine Steuereinrichtung (16) zum Identifizieren,
ob die von der Fingerabdruckdaten-Syntheti-
siereinrichtung zusammengesetzten Fingerab-
druckdaten in Ubereinstimmung mit vorab regi-
strierten Fingerabdruckdaten gebracht werden,
und zum Ausgeben eines ldentifikationsergeb-
nisses an die elektronische Vorrichtung.

Kartenartige Vorrichtung nach Anspruch 1 oder 2,
weiter gekennzeichnet durch:

eine Verschlisselungseinrichtung (16) zum
Verschlusseln der Fingerabdruckdaten basie-
rend auf einem geheimen Verschliusselungsco-
de, der fur die kartenartige Vorrichtung spezi-
fisch ist.

Kartenartige Vorrichtung nach Anspruch 3, dadurch
gekennzeichnet, dass die Verschlisselungsein-
richtung (16) in einem hoch integrierten Chip mit ma-
nipulationssicherer Charakteristik montiert ist.

Kartenartige Vorrichtung nach einem der Anspriiche
1 bis 4, dadurch gekennzeichnet, dass

die Anschlusseinheit einer auf dem USB [universel-
ler serieller Bus]-Standard basierende Struktur be-
sitzt.

Kartenartige Vorrichtung nach einem der Anspriiche
1 bis 5, weiterhin gekennzeichnet durch:

eine Lichtquelle (22), die sich in einem inneren
hohlen Bereich des Rollers (22) befindet, zum
Bestrahlen eines Fingers, der an die aul3ere pe-
riphere Flache des Rollers grenzt; wobei sich
der eindimensionale Bildsensor (25) in dem in-
neren hohlen Bereich des Rollers befindet;
eine SELFOC-Linsenanordnung (23), die sich
in dem inneren hohlen Bereich des Rollers (21)
befindet, zum Fokussieren eines eindimensio-
nalen Bildes des Fingers, der an die dul3ere pe-
riphere Flache des Rollers grenzt, auf den ein-
dimensionalen Bildsensor; und

einen Halter (26), auf dem die Lichtquelle, der
eindimensionale Bildsensor, und die SELFOC-
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Linsenanordnung gehalten werden, der so an
dem kartenartigen Gehause befestigt ist, dass
selbst dann, wenn der Roller gedreht wird, der
Halter nicht gedreht wird.

Kartenartige Vorrichtung nach Anspruch 6, dadurch
gekennzeichnet, dass

die SELFOC-Linsenanordnung (23) so aufgebaut
ist, dass eine Mehrzahl von SELFOC-Linsen mit
Zentrumsachsen, die senkrecht ein Rollerzentrum
des Rollers (21) schneiden, angeordnet sind.

Identifikationssystem, zusammengesetzt durch Ver-
binden einer elektronischen Vorrichtung (3) mit einer
kartenartigen Vorrichtung (1) nach einem der An-
spriiche 1 bis 7, wobei

die elektronische Vorrichtung (3) umfasst:

eine Steuereinheit (60) zum Identifizieren, ob
die von der kartenartigen Vorrichtung (1) Gber-
tragenen Fingerabdruckdaten mit vorab regi-
strierten Fingerabdruckdaten in Ubereinstim-
mung gebracht werden und zum Beschrénken
des Betriebes der elektronischen Vorrichtung
(3), falls die Steuereinheit (60) beurteilt, dass
die Ubertragenen Fingerabdruckdaten nicht in
Ubereinstimmung mit den vorab registrierten
Fingerabdruckdaten gebracht werden.

Identifikationssystem nach Anspruch 8, wobei die
elektronische Vorrichtung (3) einen Kartenschlitz
(31) einschlief3t, der verwendet wird, um die karten-
artige Vorrichtung anzubringen.

Identifikationssystem nach Anspruch 9, wobei
die elektronische Vorrichtung (3) weiterhin umfasst:

eine Dechiffriereinheit (16) zum Entschlisseln
verschlisselter Fingerabdruckdaten, die von
der kartenartigen Vorrichtung tUbertragen wer-
den, basierend auf einem offentlichen Ent-
schliisselungscode, der einem geheimen Ver-
schliisselungscode entspricht, der fir die kar-
tenartige Vorrichtung spezifisch ist.

Identifikationssystem nach Anspruch 9 oder 10, wo-
bei

die elektronische Vorrichtung (3) einer elektroni-
schen Vorrichtung mit einer drahtlosen Kommunika-
tionsfunktion entspricht, die Fingerabdruckidentifi-
kation ausfiihrt, wenn Benutzeridentifikation ausge-
fuhrt wird, die bei einem elektronischen kommerzi-
ellen Vorgang unter Verwendung eines Netzes er-
forderlich ist.

Identifikationssystem nach einem der Anspriiche 9
bis 11, wobei
die elektronische Vorrichtung (3) eine auszufiihren-
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de Funktion basierend auf einem Identifikationser-
gebnis steuert, ausgegeben von einer auf der kar-
tenartigen Vorrichtung (1) befindlichen Steuerein-
richtung (16) zum ldentifizieren, ob die von der Fin-
gerabdruckdaten-Synthetisiereinheit zusammenge-
setzten Fingerabdruckdaten mit vorab registrierten
Fingerabdruckdaten zur Ubereinstimmung gebracht
werden.

Revendications

Dispositif de type carte connecté a un appareil élec-
tronique (3), comprenant :

un boitier de type carte (10) comprenant une
borne de connexion (13) qui est utilisée pour
étre connectée audit appareil électronique ; et
une unité d'interface (17) pour émettre/recevoir
des données via ledit terminal de connexion en-
tre ce dispositif de type carte et l'appareil
électronique ;

caractérisé par :

unrouleau de forme cylindrique transparent
(21) agencé au niveau d’'un plan de bord
dudit bottier de type carte, la surface péri-
phérique externe du rouleau faisant saillie
depuis ledit plan de bord ;

un capteur d’'image monodimensionnelle
(25) agencé dans ledit rouleau, pour acqué-
rir des données d'image monodimension-
nelle d’'empreintes digitales d'un doigt qui
s’appuie contre la surface périphérique ex-
terne dudit rouleau ;

un moyen de synthése de données d’em-
preintes digitales (16) pour synthétiser des
données d’empreintes digitales bidimen-
sionnelles a partir des données d’emprein-
tes digitales monodimensionnelles qui sont
acquises en continu par ledit capteur d’'ima-
ge monodimensionnelle en faisant tourner
ledit rouleau par un mouvement du doigt qui
s’appuie contre la surface périphérique ex-
terne du rouleau ; et en ce que

ledit boftier (10) comprend en outre une par-
tie d'insertion (12) qui est insérée dans une
fente de carte prévue sur ledit appareil élec-
tronique (3) et sur laquelle ladite borne de
connexion (13) est agenceée ; et

ledit rouleau (21) est agencé sur une partie
de bord (11) du boitier (10) qui est exposée
a partir d’'un port d'insertion de ladite fente
de carte.

Dispositif de type carte selon la revendication 1, ca-
ractérisé en ce qu’ il comprend en outre :
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un moyen de commande (16) pour identifier si
oui ou non lesdites données d’empreintes digi-
tales synthétisées par ledit moyen de synthese
de données d’empreintes digitales sont ame-
nées en coincidence avec des données d’em-
preintes digitales qui ont été préalablement en-
registrées et pour émettre en sortie un résultat
d'identification sur ledit appareil électronique.

Dispositif de type carte selon la revendication 1 ou
2, caractérisé en ce qu’ il comprend en outre :

un moyen de cryptage (16) pour crypter lesdites
données d’empreintes digitales sur la base
d’une clé de cryptage secréte qui est spécifique
dudit dispositif de type carte.

Dispositif de type carte selon la revendication 3, ca-
ractérisé en ce que

ledit moyen de cryptage (16) est assemblé dans
une puce LSI [circuit a grande échelle d'intégra-
tion] présentant une caractéristique de résistan-
ce a la violation.

Dispositif de type carte selon I'une quelconque des
revendications 1 a 4, caractérisé en ce que

ladite borne de connexion possede une structu-
re réalisée sur la base du standard USB [bus
série universel].

Dispositif de type carte selon I'une quelconque des
revendications 1 a 5, caractérisé en ce qu’ il com-
prend en outre :

une source de lumiéere (22) agencée dans une
partie creuse interne dudit rouleau (21), pour ir-
radier un doigt qui s’appuie contre la surface pé-
riphérique externe dudit rouleau ; dans lequel
ledit capteur d’image monodimensionnelle (25)
est agencé dans ladite partie creuse interne du-
dit rouleau ;

un réseau de lentilles SELFOC (23) agencé
dans ladite partie creuse interne dudit rouleau
(21), pour focaliser une image monodimension-
nelle du doigt qui s’appuie contre la surface pé-
riphérique externe dudit rouleau sur ledit cap-
teur d'image monodimensionnelle ; et

un support (26) qui sert a supporter ladite source
de lumiére, ledit capteur d’image monodimen-
sionnelle et ledit réseau de lentilles SELFOC et
qui est fixé audit boitier de type carte de telle
sorte que lorsque ledit rouleau est entrainé en
rotation, ledit support est entrainé en rotation.

Dispositif de type carte selon la revendication 6, ca-
ractérisé en ce que
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ledit réseau de lentilles SELFOC (23) est cons-
titué de telle sorte qu’'une pluralité de lentilles
SELFOC ayant des axes centraux qui sont in-
tersectés perpendiculairement a un centre de
rouleau dudit rouleau (21) soient agencées en
réseau.

Systeme d'identification agencé en connectant un
appareil électronique (3) a un dispositif de type carte
(1) selon l'une quelconque des revendications 1 a
7, dans lequel ledit appareil électronique comprend :

une unité de commande (60) pour identifier si
oui ou non lesdites données d’empreintes digi-
tales transmises depuis ledit dispositif de type
carte (1) sontamenées en coincidence avec des
données d’empreintes digitales préalablement
enregistrées et pour limiter le fonctionnement
dudit appareil électronique (3) dans le cas ou
ladite unité de commande (60) apprécie que les-
dites données d’empreintes digitales ne sont
pas amenées en coincidence avec lesdites don-
nées d’empreintes digitales préalablement en-
registrées.

Systeme d'identification selon la revendication 8,
dans lequel ledit appareil électronique (3) inclut une
fente de carte (31) qui est utilisée pour recevoir le
dispositif de type carte.

Systeme d'identification selon la revendication 9,
dans lequel ledit appareil électronique (3) comprend
en outre :

un moyen de décryptage (16) pour décrypter les
données d’'empreintes digitales cryptées qui
sont transmises depuis ledit dispositif de type
carte sur la base d’une clé de décryptage publi-
gue qui correspond a une clé de cryptage se-
créte qui est spécifique dudit dispositif de type
carte.

Systeme d’identification selon la revendication 9 ou
10, dans lequel ledit appareil électronique (3) cor-
respond a un appareil électronique comprenant une
fonction de communication sans fil, lequel appareil
effectue une identification d’empreintes digitales
lorsqu’une identification d'utilisateur requise dans
une transaction commerciale électronique utilisant
un réseau est mise en oeuvre.

Systéme d'identification selon I'une quelconque des
revendications 9a 11, danslequel ledit appareil élec-
tronique (3) commande une fonction qui doit étre
exécutée sur la base d'un résultat d’identification
émis en sortie par un moyen de commande (16) qui
est situé sur ledit dispositif de type carte (1) pour
identifier sioui ou non lesdites données d’empreintes
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digitales synthétisées par ledit moyen de synthése
de données d’empreintes digitales sontamenées en
coincidence avec des données d’empreintes digita-
les qui ont été préalablement enregistrées.
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