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(57) ABSTRACT

This application discloses a method that includes obtaining
by a network device an original segment list corresponding
to a packet forwarding path, where the original segment list
includes original segment identifiers that are sequentially
arranged, and each of the original segment identifiers that
are sequentially arranged corresponds to one node or link on
the packet forwarding path. The method further includes
comparing by the network device a plurality of successively
adjacent original segment identifiers in the original segment
list, to generate a plurality of successively adjacent com-
pressed segment identifiers, where a length of each com-
pressed segment identifier is less than a length of a corre-
sponding original segment identifier, and generating by the
network device a compressed segment list, where the com-
pressed segment list includes a plurality of compressed
segment identifiers, and the compressed segment list is used
to forward a packet along the packet forwarding path.
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S201: Obtain an original segment list corresponding to a packet
forwarding path

S202: Compare S successively adjacent original segment
identifiers in the original segment list to generate C
successively adjacent compressed segment identifiers

S5203: Generate a compressed segment list to forward a packet
along the packet forwarding path
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METHOD FOR GENERATING SEGMENT
LIST, METHOD FOR FORWARDING
PACKET, DEVICE, AND SYSTEM IN SRV6
NETWORK

CROSS-REFERENCE TO RELATED
APPLICATIONS

[0001] This application is a continuation of U.S. patent
application Ser. No. 17/520,737, filed on Nov. 8, 2021,
which is a continuation of International Application No.
PCT/CN2020/087804, filed on Apr. 29, 2020, which claims
priority to Chinese Patent Application No. 201910385660.9,
filed on May 9, 2019. All of the aforementioned applications
are hereby incorporated by reference in their entireties.

TECHNICAL FIELD

[0002] This application relates to the communications
field, and in particular, to a method for generating a segment
list, a method for forwarding a packet, a device, and a system
in an SRv6 network.

BACKGROUND

[0003] Segment routing (segment routing, SR) is a proto-
col designed based on a source routing concept to forward
a data packet on a network, and supports explicit specifying
a forwarding path of a data packet on a source node. When
the SR is deployed on an Internet Protocol Version 6
(Internet Protocol Version 6, IPv6) data plane, it is referred
to as segment routing over [IPv6 (SRv6). SRv6 has a segment
routing header (SRH) added compared to IPv6.

[0004] The SRH includes a segment list (SID list), the SID
list includes a plurality of segment identifiers (segment
identification, SID) that are sequentially arranged, and each
SID corresponds to a node on a packet forwarding path.
Each SID is a 128-bit (bit) IPv6 address. Each SID occupies
128 bits in a packet. Therefore, each time a SID is added to
the SID list, the SRH is extended by 128 bits in length, and
the packet is also extended by 128 bits in length. An
increased length of the packet requires a large quantity of
network resources such as bandwidth in a forwarding pro-
cess. For example, when the packet forwarding path
includes 100 nodes, the SRH needs to include 100 SIDs, and
a length of the segment list is up to 1600 bytes. In this case,
packet transmission efficiency in an SR network is reduced
due to the lengthy segment list. In addition, the lengthy SRH
makes packet processing more difficult. For example, a
length of a packet window read by the node at one time is
128 bytes, while a length of the SRH is 1600 bytes, far
greater than a length of the packet window read at one time.
An entire SRH reading process is completed after a plurality
of read operations, thereby reducing packet processing effi-
ciency.

SUMMARY

[0005] This application provides a method for generating
a segment list, a device, and a system, to resolve a technical
problem that network transmission efficiency and processing
efficiency are reduced due to a lengthy segment list.

[0006] According to a first aspect, a method for generating
a segment list is provided. The method includes: A network
device obtains an original segment list corresponding to a
packet forwarding path, where the original segment list
includes original segment identifiers that are sequentially
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arranged, and each original segment identifier in the original
segment identifiers that are sequentially arranged corre-
sponds to one node or link on the packet forwarding path.
The network device compares S successively adjacent origi-
nal segment identifiers in the original segment list, to
generate C successively adjacent compressed segment iden-
tifiers, where the C compressed segment identifiers are in a
one-to-one correspondence with C original segment identi-
fiers in the S original segment identifiers, a sequence of the
C compressed segment identifiers is the same as a sequence
of'the C original segment identifiers, and a length of each of
the C compressed segment identifiers is less than a length of
a corresponding original segment identifier. S is a positive
integer, C is a positive integer, and C is less than or equal to
S. The network device generates a compressed segment list,
where the compressed segment list includes the C succes-
sively adjacent compressed segment identifiers, and the
compressed segment list is used to forward a packet along
the packet forwarding path.

[0007] Inthe method, the compressed segment identifier is
generated based on the original segment identifier, where the
length of the compressed segment identifier is less than that
of the original segment identifier, a plurality of compressed
segment identifiers are included in the compressed segment
list, and a length of the compressed segment list is less than
that of the original segment list. This improves packet
transmission efficiency and processing efficiency in an SR
network.

[0008] In a possible design, that the network device com-
pares the S successively adjacent original segment identifi-
ers in the original segment list, to generate the C succes-
sively adjacent compressed segment identifiers includes:
The network device generates a difference set, where the
difference set includes a difference between each original
segment identifier other than the first original segment
identifier in the S original segment identifiers and a previous
original segment identifier. The network device obtains,
based on the difference between each original segment
identifier and the previous original segment identifier, a
compressed segment identifier corresponding to each origi-
nal segment identifier.

[0009] In a possible design, that the network device
obtains, based on the difference between each original
segment identifier and the previous original segment iden-
tifier, the compressed segment identifier corresponding to
each original segment identifier includes: The network
device calculates a largest length in lengths of the differ-
ences, where the largest length is L. bytes, and L is a positive
integer. The network device uses each of the differences as
the compressed segment identifier corresponding to each
original segment identifier other than the first original seg-
ment identifier, where a length of the compressed segment
identifier corresponding to each original segment identifier
other than the first original segment identifier is L bytes.
[0010] In a possible design, the method further includes:
The network device generates the first compressed segment
identifier, where the first compressed segment identifier is O,
a length of the first compressed segment identifier is the L.
bytes, and the first compressed segment identifier corre-
sponds to the first original segment identifier.

[0011] In a possible design, the network device is a
controller in a network, and the method further includes: The
network device generates a first control packet, where the
first control packet includes the compressed segment list and
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a first flag, and the first flag is used to indicate that a length
of each compressed segment identifier in the compressed
segment list is the L bytes. The network device sends the first
control packet to a network ingress node.

[0012] In a possible design, the network device is a
network ingress node. That the network device obtains the
original segment list corresponding to the packet forwarding
path includes: The network device receives the original
segment list from a controller in a network. The method
further includes: The network device receives a packet,
where the packet is forwarded along the packet forwarding
path. The network device encapsulates a first flag and the
compressed segment list into the packet, where the first flag
is used to indicate that a length of each compressed segment
identifier in the compressed segment list is the L. bytes.

[0013] In a possible design, a length of each of the S
original segment identifiers is M bytes. That the network
device compares S successively adjacent original segment
identifiers in the original segment list, to generate C suc-
cessively adjacent compressed segment identifiers includes:
The network device compares the S original segment iden-
tifiers, and determines that first N bytes in the S original
segment identifiers are the same. The network device uses
last M—-N bytes in each of the S original segment identifiers
as a compressed segment identifier corresponding to each
original segment identifier, where M is a positive integer, N
is a positive integer, and N is less than M.

[0014] In a possible design, the network device is a
controller in a network, and the method further includes: The
network device generates a second control packet, where the
second control packet includes the compressed segment list
and a second flag, and the second flag is used to indicate that
the compressed segment list includes the compressed seg-
ment identifier. The network device generates a fourth
control packet corresponding to the compressed segment
list, where the fourth control packet includes a fourth flag,
and the fourth flag is used to indicate that the first N bytes
in the S original segment identifiers are the same. The
network device sends the second control packet to a network
ingress node. The network device sends the fourth control
packet to a node on the packet forwarding path.

[0015] Inapossible design, each of the S original segment
identifiers includes a first part, the first part includes a
locator field and a function field, and a length of the first part
is M bytes. That the network device compares the S suc-
cessively adjacent original segment identifiers in the original
segment list, to generate the C successively adjacent com-
pressed segment identifiers includes: The network device
compares the S original segment identifiers, and determines
that first N bytes in the first parts of the S original segment
identifiers are the same. The network device uses last M-N
bytes in the first part of each original segment identifier as
a compressed segment identifier corresponding to each
original segment identifier, where M is a positive integer, N
is a positive integer, and N is less than M.

[0016] In a possible design, the network device is a
controller in a network, and the method further includes: The
network device generates a first control packet, where the
first control packet includes the compressed segment list and
a first flag, and the first flag is used to indicate a length of
each compressed segment identifier in the compressed seg-
ment list. The network device sends the first control packet
to a network ingress node.
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[0017] In a possible design, the network device generates
a second control packet, where the second control packet
includes the compressed segment list and a second flag, and
the second flag is used to indicate that the compressed
segment list includes the compressed segment identifier. The
network device generates a fourth control packet corre-
sponding to the compressed segment list, where the fourth
control packet includes a fourth flag, and the fourth flag is
used to indicate a length of each compressed segment
identifier in the compressed segment list. The network
device sends the second control packet to a network ingress
node; and the network device sends the fourth control packet
to a node on the packet forwarding path.

[0018] In a possible design, the network device is a
network ingress node. That the network device obtains the
original segment list corresponding to the packet forwarding
path includes: The network device receives the original
segment list from a controller in a network. The method
further includes: The network device receives a packet,
where the packet is forwarded along the packet forwarding
path. The network device encapsulates a first flag and the
compressed segment list into the packet, where the first flag
is used to indicate a length of each compressed segment
identifier in the compressed segment list.

[0019] In a possible design, the network device is a
network ingress node. That the network device obtains the
original segment list corresponding to the packet forwarding
path includes: The network device receives the original
segment list from a controller in a network. The method
further includes: The network device encapsulates a second
flag and the compressed segment list into the packet, where
the second flag is used to indicate that the compressed
segment list includes the compressed segment identifier.
[0020] Inapossible design, each of the S original segment
identifiers further includes a first part, and the second part
includes an argument field.

[0021] In a possible design, each original segment iden-
tifier includes a first part and a second part. That the network
device compares the S successively adjacent original seg-
ment identifiers in the original segment list, to generate the
C successively adjacent compressed segment identifiers
includes: The network device compares the first parts of the
S original segment identifiers, to generate a first part of a
compressed segment identifier corresponding to each of the
S original segment identifiers, where a length of the first part
of the compressed segment identifier is less than a length of
the first part of the corresponding original segment identifier.
The network device establishes a correspondence between
the second part of each original segment identifier and a
compression flag, and uses the compression flag as a second
part of the compressed segment identifier corresponding to
each original segment identifier, where a length of the
second part of the compressed segment identifier is less than
a length of the second part of the corresponding original
segment identifier. The network device obtains, based on the
first part of the compressed segment identifier corresponding
to each original segment identifier and the second part of the
compressed segment identifier corresponding to each origi-
nal segment identifier, the compressed segment identifier
corresponding to each original segment identifier.

[0022] In a possible design, that the network device com-
pares the first parts of the S original segment identifiers, to
generate the first part of the compressed segment identifier
corresponding to each of the S original segment identifiers
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includes: The network device compares the first parts of the
S original segment identifiers, and determines that first N
bytes in the first parts of the S original segment identifiers
are the same, where N is a positive integer. The network
device uses last LA-N bytes in the first part of each original
segment identifier as the first part of the compressed seg-
ment identifier corresponding to each original segment iden-
tifier, where LA is a positive integer, and a length of the first
part of each of the S original segment identifiers is LA bytes.
[0023] In a possible design, the network device is a
controller in a network. The method further includes: The
network device generates a second control packet, where the
second control packet includes the compressed segment list
and a second flag, and the second flag is used to indicate that
the compressed segment list includes the compressed seg-
ment identifier. The network device generates a fourth
control packet corresponding to the compressed segment
list, where the fourth control packet includes a fourth flag,
and the fourth flag is used to indicate that the first N bytes
in the first parts of the S original segment identifiers are the
same. The network device sends the second control packet
to a network ingress node; and the network device sends the
fourth control packet to a node on the packet forwarding
path.

[0024] In a possible design, the network device is a
controller in a network, the S original segment identifiers do
not include the last original segment identifier in the original
segment list, and the compressed segment identifier includes
the last original segment identifier. The method further
includes: The network device generates a third control
packet corresponding to the compressed segment list, where
the third control packet includes a third flag, and the third
flag is used to indicate that the compressed segment list
includes the last original segment identifier. The network
device sends the third control packet to the network ingress
node.

[0025] In a possible design, the network device is a
network ingress node. That the network device obtains the
original segment list corresponding to the packet forwarding
path includes: The network device receives the original
segment list from a controller in a network. The method
further includes: The network device generates a second flag
corresponding to the compressed segment list, where the
second flag is used to indicate that the compressed segment
list includes the compressed segment identifier. The network
device receives a packet, where the packet is forwarded
along the packet forwarding path. The network device
encapsulates the second flag and the compressed segment
list into the packet.

[0026] In a possible design, the network device is a
controller in a network, the S segment identifiers do not
include the last original segment identifier in the original
segment list, and the compressed segment identifier includes
the last original segment identifier. The method further
includes: The network device generates a third flag corre-
sponding to the compressed segment list, where the third
flag is used to indicate that the compressed segment list
includes the last original segment identifier. The network
device encapsulates the third flag into the packet.

[0027] In a possible design, the length of the compressed
segment identifier is 32 bits or 4 bytes.

[0028] According to a second aspect, a method for for-
warding a packet is provided. The method includes: A
network device receives a packet, where the packet includes
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a compressed segment list, the compressed segment list
corresponds to a forwarding path of the packet, and the
compressed segment list includes a compressed segment
identifier. The network device generates an original segment
identifier based on the compressed segment identifier and a
destination address of the packet, where the original seg-
ment identifier corresponds to a next-hop node of the
network device on the forwarding path of the packet, and a
length of the compressed segment identifier is less than a
length of the original segment identifier. The network device
sends the packet to the next-hop node based on the original
segment identifier.

[0029] In the method, the original segment identifier is
generated based on the compressed segment identifier,
where the length of the compressed segment identifier is less
than that of the original segment identifier, and a length of
the compressed segment list is less than that of the original
segment list. This improves packet transmission efficiency in
an SR network. The original segment identifier is used to
forward a packet, and therefore a forwarding feature of an
SRv6 network is not affected.

[0030] In a possible design, that the network device gen-
erates the original segment identifier based on the com-
pressed segment identifier and the destination address of the
packet includes: The network device adds the compressed
segment identifier and the destination address of the packet
to generate the original segment identifier.

[0031] In a possible design, that the network device gen-
erates the original segment identifier based on the com-
pressed segment identifier and the destination address of the
packet includes: The network device replaces last X bytes in
the destination address of the packet with the compressed
segment identifier, where X is a positive integer, and the
length of the compressed segment identifier is X bytes.

[0032] In a possible design, that the network device gen-
erates the original segment identifier based on the com-
pressed segment identifier and the destination address of the
packet includes: The network device replaces a to-be-re-
placed part in the destination address of the packet with the
compressed segment identifier, where a length of the to-be-
replaced part is the same as the length of the compressed
segment identifier.

[0033] In a possible design, that the network device gen-
erates the original segment identifier based on the com-
pressed segment identifier and the destination address of the
packet includes: The network device divides the compressed
segment identifier into a first part and a second part. The
network device replaces last Y bytes in the first part of the
destination address of the packet with the first part of the
compressed segment identifier, to obtain a first part of the
original segment identifier, where Y is a positive integer, and
a length of the first part of the compressed segment identifier
is Y bytes. The network device obtains a second part of the
original segment identifier based on a correspondence
between the second part of the compressed segment identi-
fier and the second part of the original segment identifier.
The network device obtains the original segment identifier
based on the first part of the original segment identifier and
the second part of the original segment identifier.

[0034] Inapossible design, the packet includes a first flag,
the first flag is used to indicate that the length of the
compressed segment identifier is X bytes, and X is a positive
integer. The method further includes: The network device
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reads the compressed segment identifier from the com-
pressed segment list based on an indication of the first flag.

[0035] In a possible design, the packet includes a second
flag, and the second flag is used to indicate that the com-
pressed segment list includes the compressed segment iden-
tifier. The method further includes: The network device
receives a fourth control packet from a controller in a
network, where the fourth control packet includes a fourth
flag, a value of the fourth flag is N, and N is a positive
integer. The network device reads the compressed segment
identifier from the compressed segment list based on an
indication of the second flag, where the length of the
compressed segment identifier is M-N bytes, M is a positive
integer, M is greater than N, and the length of the original
segment identifier is M bytes.

[0036] Inapossible design, the packet includes a first flag,
the first flag is used to indicate that the length of the
compressed segment identifier is X bytes, X is a positive
integer, the packet includes a second flag, and the second
flag is used to indicate that the compressed segment list
includes the compressed segment identifier. The method
further includes: The network device receives a fourth
control packet from a controller in a network, where the
fourth control packet includes a fourth flag, a value of the
fourth flag is N, and N is a positive integer. The network
device reads the compressed segment identifier from the
compressed segment list based on an indication of the
second flag, where the length of the compressed segment
identifier is the X bytes. The network device obtains the first
part of the compressed segment identifier and the second
part of the compressed segment identifier from the com-
pressed identifier based on an indication of the fourth flag,
where a length of the first part of the compressed segment
identifier is X-M+N bytes, M is a positive integer greater
than N, and a length of the first part of the original segment
identifier is M bytes.

[0037] In a possible design, the packet includes a second
flag, and the second flag is used to indicate that the com-
pressed segment list includes the compressed segment iden-
tifier. The method further includes: The network device
receives a fourth control packet from a controller in a
network, where the fourth control packet includes a fourth
flag, and the fourth flag is used to indicate the length of the
compressed segment identifier. The network device reads
the compressed segment identifier from the compressed
segment list based on the second flag and the fourth flag.

[0038] In a possible design, a destination address field of
the packet includes a current segment identifier, and the
current segment identifier is used to indicate the length of the
compressed segment identifier. The method further includes:
The network device reads the compressed segment identifier
from the compressed segment list based on the length of the
compressed segment identifier indicated by the current seg-
ment identifier.

[0039] In a possible design, the original segment identifier
is a binding segment identifier, and the binding segment
identifier is used to indicate the next-hop node to send a
packet including the binding segment identifier to a node
corresponding to the binding segment identifier.

[0040] In a possible design, the method further includes:
The network device replaces an address in the destination
address field in a packet header of the packet with the
original segment identifier.
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[0041] According to a third aspect, a network device is
provided, and performs the method performed by the net-
work device in any one of the first aspect or the possible
implementations of the first aspect. Specifically, the network
device includes units configured to perform the method in
any one of the first aspect or the possible implementations of
the first aspect.

[0042] According to a fourth aspect, a network device is
provided, and performs the method performed by the net-
work device in any one of the second aspect or the possible
implementations of the second aspect. Specifically, the net-
work device includes units configured to perform the
method in any one of the second aspect or the possible
implementations of the second aspect.

[0043] According to a fifth aspect, a network device is
provided, where the network device includes a processor, a
network interface, and a memory. The network interface
may be a transceiver. The memory may be configured to
store program code, and the processor is configured to
invoke the program code in the memory to perform the
method in any one of the first aspect or the possible
implementations of the first aspect. Details are not described
herein again.

[0044] According to a sixth aspect, a network device is
provided, where the network device includes a processor, a
network interface, and a memory. The network interface
may be a transceiver. The memory may be configured to
store program code, and the processor is configured to
invoke the program code in the memory to perform the
method in any one of the second aspect or the possible
implementations of the second aspect. Details are not
described herein again.

[0045] According to a seventh aspect, a network system is
provided, where the system includes a controller, a first
network device, and a second network device.

[0046] The controller is configured to: obtain an original
segment list corresponding to a packet forwarding path,
where the original segment list includes original segment
identifiers that are sequentially arranged, and each original
segment identifier in the original segment identifiers that are
sequentially arranged corresponds to one network device on
the packet forwarding path; compare S successively adjacent
original segment identifiers in the original segment list, to
generate C successively adjacent compressed segment iden-
tifiers, where the C compressed segment identifiers are in a
one-to-one correspondence with C original segment identi-
fiers in the S original segment identifiers, a sequence of the
C compressed segment identifiers is the same as a sequence
of'the C original segment identifiers, and a length of each of
the C compressed segment identifiers is less than a length of
a corresponding original segment identifier, where S is a
positive integer, C is a positive integer, and C is less than or
equal to S; and generate a compressed segment list, where
the compressed segment list includes the C successively
adjacent compressed segment identifiers, and the com-
pressed segment list is used to forward a packet along the
packet forwarding path.

[0047] The first network device is configured to: receive
the compressed segment list from the controller; receive a
packet, where the packet is forwarded along the packet
forwarding path; and encapsulate the compressed segment
list into the packet, and send the packet to the second
network device.
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[0048] The second network device is configured to:
receive the packet sent by the first network device; generate,
based on the compressed segment identifier and a destina-
tion address of the packet, an original segment identifier
corresponding to the compressed segment identifier, where
the original segment identifier corresponds to a next-hop
node of the second network device on the forwarding path
of the packet, and a length of the compressed segment
identifier is less than a length of the original segment
identifier; and send the packet to the next-hop node based on
the original segment identifier.

[0049] According to an eighth aspect, a computer storage
medium is provided, and used to store computer software
instructions used by the foregoing network device, where
the instructions include a program used to execute the
foregoing aspects.

[0050] According to a ninth aspect, a computer program
product including computer program instructions is pro-
vided. When the computer program product runs on a
network device, the network device is enabled to perform
the method provided in any one of the first aspect, the second
aspect, the tenth aspect, the possible implementations of the
first aspect, the possible implementations of the second
aspect, or the possible implementations of the tenth aspect.
[0051] According to a tenth aspect, a method for forward-
ing a packet is provided. The method includes: A network
device obtains a compressed segment list including a com-
pressed segment identifier, where each compressed segment
identifier in the compressed segment identifier corresponds
to one node or link on a packet forwarding path. The
network device receives a first packet, where the first packet
is forwarded along the packet forwarding path. The network
device encapsulates the compressed segment list into the
first packet, to form a second packet. The network device
sends the second packet along the packet forwarding path.
[0052] The method may be performed by a network
ingress device, and encapsulates the compressed segment
list including the compressed segment identifier into a
packet, where the compressed segment list is used to indi-
cate to forward the packet along the forwarding path. A
length of the compressed segment identifier is less than that
of an original segment identifier, and a length of the com-
pressed segment list is less than that of the original segment
list. This improves packet transmission efficiency in an SR
network.

[0053] In a possible design, the second packet includes a
first flag, and the first flag is used to indicate a length of each
compressed segment identifier in the compressed segment
list.

[0054] In a possible design, the second packet includes a
second flag, and the second flag is used to indicate that the
compressed segment list includes the compressed segment
identifier.

[0055] According to an eleventh aspect, a network device
is provided, and performs the method performed by the
network device in any one of the tenth aspect or the possible
implementations of the tenth aspect. Specifically, the net-
work device includes units configured to perform the
method in any one of the tenth aspect or the possible
implementations of the tenth aspect.

[0056] According to a twelfth aspect, a network device is
provided, where the network device includes a processor, a
network interface, and a memory. The network interface
may be a transceiver. The memory may be configured to

Aug. 22, 2024

store program code, and the processor is configured to
invoke the program code in the memory to perform any one
of the tenth aspect or the possible implementations of the
tenth aspect. Details are not described herein again.

BRIEF DESCRIPTION OF DRAWINGS

[0057] FIG. 1A is a schematic diagram of a network
scenario according to an embodiment of the present disclo-
sure;

[0058] FIG. 1B is a schematic diagram of another network
scenario according to an embodiment of the present disclo-
sure;

[0059] FIG. 2 is a method for generating a segment list
according to an embodiment of the present disclosure;
[0060] FIG. 3A is a method for generating a segment list
according to an embodiment of the present disclosure;
[0061] FIG. 3B is a format of a packet header format
according to an embodiment of the present disclosure;
[0062] FIG. 4 is a method for generating a segment list
according to an embodiment of the present disclosure;
[0063] FIG. 5 is a schematic diagram of a structure of a
network device according to an embodiment of the present
disclosure;

[0064] FIG. 6 is a schematic diagram of a structure of a
network device according to an embodiment of the present
disclosure;

[0065] FIG. 7 is a schematic diagram of a structure of a
network device according to an embodiment of the present
disclosure;

[0066] FIG. 8 is a schematic diagram of a structure of a
network device according to an embodiment of the present
disclosure;

[0067] FIG. 9 is a schematic diagram of a structure of a
network device according to an embodiment of the present
disclosure; and

[0068] FIG. 10 is a schematic diagram of a structure of a
network device according to an embodiment of the present
disclosure.

DESCRIPTION OF EMBODIMENTS

[0069] The following describes embodiments of this
application with reference to the accompanying drawings.
[0070] FIG. 1A shows a possible application scenario
according to an embodiment of this application. This sce-
nario includes an SRv6 network. The SRv6 network
includes several nodes, for example, a node S, a node A, a
node B, a node C, a node D, a node E, and a node F. These
nodes may be network devices, network elements (network
elements), or the like in the network, for example, switches,
routers, or forwarders. The node S may be an ingress node
in the network. FIG. 1B shows another possible application
scenario according to an embodiment of this application.
This scenario also includes an SRv6 network, and the SRv6
network further includes a controller in addition to the
foregoing nodes. The controller may generate a segment
routing policy (SR policy) including a segment list, and send
the SR policy to a network ingress node. The controller may
send a control packet including network configuration infor-
mation to another node in the network. Each node has a
corresponding SID. The SID of each node may include a
locator (locator) part and a function (function) part, which
may also be referred to as a locator field and a function field.
The locator part is used to indicate an address of a node. To
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be specific, the SRv6 network forwards a packet to the node
based on the locator part in the SID. The function part is
used to indicate an operation performed by the node.
Because the locator part is used to indicate the address of a
node, locator parts of nodes in a same network segment
share same content. In addition, although a total length of the
locator part and the function part is fixed and equal to a
length of the entire SID, respective lengths of the locator
part and the function part are not fixed. For example, in the
application scenarios shown in FIG. 1A and FIG. 1B, a SID
of the node A is AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:
1AAA:BBBI, a SID of the node B is AAAA:BBBB:CCCC:
DDDD:EEEE:FFFF:2AAA:BBB2, a SID of the node C is
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:3AAA:BBB3, a
SID of the node D is AAAA:BBBB:CCCC:DDDD:EEEE:
FFFF:4AAA:BBB4, a SID of the node E is AAAA:BBBB:
CCCC:DDDD:EEEE:FFFF:5AAA:BBBS, and a SID of the
node F is AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:
6AAA:BBBG6. A length of each character may be 4 bits, and
each SID is 128 bits, that is, 16 bytes (bytes). First 13 bytes
of each SID may be a locator part, and last 3 bytes may be
a function ID part. For example, the SID of the node A is
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:1AAA:BBBI,
where lengths of the character A, the character B, the
character C, the character D, the character E, the character
F, and the character 1 are all 4 bits, and a total length of the
SID is 16 bytes. The first 13 bytes AAAA:BBBB:CCCC:
DDDD:EEEE:FFFF:1A are the locator part, and the last
three bytes AA:BBBI1 are the function part. The foregoing
six nodes are located in a same network segment, and locator
parts of SIDs of the six nodes share a same part of the
content. Specifically, first 12 bytes of the SIDs of the six
nodes are the same.

[0071] In the application scenarios shown in FIG. 1A and
FIG. 1B, the node S is the network ingress node. The node
S may be connected to a user node (which is not shown in
the figure), and receive a packet sent by the user node. When
sending a packet to the SRv6 network, the user node first
sends a request including a destination address of the packet
to the controller. The controller generates, based on the
request of the user node, a packet forwarding path associated
with the destination address, and sends a segment list
corresponding to the packet forwarding path to the node S.
After receiving the packet sent by the user node, the node S
encapsulates the segment list into the packet, and indicates
to forward the packet along the packet forwarding path. The
segment list includes segment identifiers of one or more
nodes on the packet forwarding path. For example, when the
packet forwarding path successively passes through the node
A, the node B, the node C, the node E, and the node F, the
segment list is [AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:
1AAA:BBB1, AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:
2AAA:BBB2, AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:
3AAA:BBB3, AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:
4AAA:BBB4, AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:
SAAA:BBBS, AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:
6AAA:BBB6]. It can be learned that the entire SID list
includes six SIDs, and a length of the entire SID list is 96
bytes. This reduces network transmission efficiency and
processing efficiency.

[0072] Embodiments of this application provide a method
for generating a segment list, and a device and system based
on the method. The method, the device, and the system are
based on a same inventive concept. Principles of resolving
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problems by the method, the device, and the system are
similar. Therefore, mutual reference may be made to the
embodiments of the method, the device, and the system, and
same or similar content is not described herein.

[0073] Refer to FIG. 2. An embodiment of the present
disclosure provides a method for generating a segment list.
The method includes the following steps.

[0074] S201: A network device obtains an original seg-
ment list corresponding to a packet forwarding path. The
original segment list includes original segment identifiers
that are sequentially arranged, and each original segment
identifier in the original segment identifiers that are sequen-
tially arranged corresponds to one node or link on the packet
forwarding path.

[0075] The original segment identifier may be a node
segment identifier (node SID) corresponding to a node in an
SRv6 network, or the original segment identifier may be an
adjacency segment identifier (adjacent SID) corresponding
to a link of the node. For example, an original segment
identifier of the node A in FIG. 1 is a SID corresponding to
the node A, that is, AAAA:BBBB:CCCC:DDDD:EEEE:
FFFF:1AAA:BBB1. The original segment list may be
formed by sequentially arranging SIDs corresponding to
network devices on the packet forwarding path. Therefore,
the original segment identifiers that are sequentially
arranged in the original segment list correspond to the
network device that the packet forwarding path successively
passes through.

[0076] In an example, the network device may be an
ingress node in the network. With reference to the applica-
tion scenarios shown in FIG. 1A and FIG. 1B, the network
device may be the node S. That the node S obtains the
original segment list may mean that the node S receives the
original segment list from a controller.

[0077] In an example, the network device may be a
controller in the network. With reference to the application
scenario shown in FIG. 1B, the network device may be the
controller in FIG. 1B. The controller generates, based on a
request of a user node, the original segment list correspond-
ing to the packet forwarding path.

[0078] S202: The network device compares S succes-
sively adjacent original segment identifiers in the original
segment list to generate C successively adjacent compressed
segment identifiers. The C compressed segment identifiers
are in a one-to-one correspondence with C original segment
identifiers in the S original segment identifiers, a sequence
of the C compressed segment identifiers is the same as a
sequence of the C original segment identifiers, and a length
of each of the C compressed segment identifiers is less than
a length of a corresponding original segment identifier. S is
a positive integer, C is a positive integer, and C is less than
or equal to S.

[0079] The S original segment identifiers may be all
original segment identifiers in the original segment list. The
S original segment identifiers may alternatively be some
original segment identifiers selected from the original seg-
ment list.

[0080] In an example, the network device compares the S
original segment identifiers, and compresses the original
segment identifiers by obtaining a difference. With reference
to the application scenarios shown in FIG. 1A and FIG. 1B,
for example, the network device may compare all six SIDs
in the original segment list. In this case, S is equal to 6.
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[0081] The network device separately obtains a difference
between each original segment identifier other than the first
original segment identifier in the S original segment iden-
tifiers and a previous original segment identifier. The first
original segment identifier may be the first SID in the
original segment list, that is, a SID corresponding to a
next-hop node of the network ingress node on the packet
forwarding path. With reference to the application scenarios
shown in FIG. 1A and FIG. 1B, the first original segment
identifier may be the SID corresponding to the node A. The
difference may be a difference obtained by using each
original segment identifier as a minuend and using the
previous original segment identifier as a subtrahend. Alter-
natively, the difference may be a difference obtained by
using each segment identifier as a subtrahend and using the
previous original segment identifier as a minuend. In addi-
tion, the difference is a signed number, and a most significant
bit describes a sign of the difference. For example, when the
most significant bit is 1, it indicates that a sign of the
difference is negative; and when the most significant bit is O,
it indicates that a sign of the difference is positive. A length
of the most significant bit may be 1 bit. For example, the
network device separately calculates a difference between
each of last five SIDs in the six SIDs and a respective
previous SID. Specifically, a difference between the second
SID  (AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:2AAA:
BBB2) and the first SID (AAAA:BBBB:CCCC:DDDD:
EEEE:FFFF:1AAA:BBB1) calculated by the network
device is 0:1000:0001. The most significant bit 0 indicates
that the difference is positive, and a length of the most
significant bit is 1 bit. 32 bits following the most significant
bit are 1000:0001, where lengths of the character 1 and the
character O are all 4 bits. Therefore, a total length of the
difference is 33 bits. The difference corresponds to the
second SID, and may be denoted as the second difference.
Similarly, a difference between the third SID (AAAA:
BBBB:CCCC:DDDD:EEEE:FFFF:3AAA:BBB3) and the
second SID obtained by the network device is 0:1000:0001,
a difference between the fourth SID (AAAA:BBBB:CCCC:
DDDD:EEEE:FFFF:4AAA:BBB4) and the third SID
obtained by the network device the fifth SID is 0:1000:0001,
a difference between (AAAA:BBBB:CCCC:DDDD:EEEE:
FFFF:5AAA:BBBS) and the fourth SID obtained by the
network device is 0:1000:0001, and a difference between the
sixth  SID (AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:
6AAA:BBB6) and the fifth SID obtained by the network
device is 0:1000:0001. Four differences respectively corre-
spond to the third SID, the fourth SID, the fifth SID, and the
sixth SID, and may be respectively denoted as the third
difference, the fourth difference, the fifth difference, and the
sixth difference. It can be learned that the network device
obtains five differences in total, and the five differences are
arranged in an arrangement order of the five corresponding
SIDs. In this case, C may be equal to 5.

[0082] Further, the network device obtains, based on the
difference, a compressed segment identifier corresponding
to each original segment identifier. Specifically, the network
device sets a value of each of the differences to a value of
a corresponding compressed segment identifier, calculates a
largest length in lengths of the differences, and sets a length
of'the compressed segment identifier to the largest length, to
obtain each compressed segment identifier. For example, the
network device separately sets values of the five differences
to values of corresponding compressed segment identifiers,

Aug. 22, 2024

and obtains through calculation that lengths of the five
differences are all 33 bits. In other words, the largest length
is 33 bits. Optionally, a length of the compressed segment
identifier is 8-bit aligned, and therefore a length of each
compressed segment identifier is bytes. Specifically, a value
of a compressed segment identifier corresponding to the
second difference is 0:1000:0001, and a length of the com-
pressed segment identifier is 5 bytes. Therefore, the network
device obtains five compressed segment identifiers corre-
sponding to the five SIDs. The five compressed segment
identifiers are also arranged in the arrangement order of the
five corresponding SIDs. Lengths of the five compressed
segment identifiers are all 5 bytes, which are less than 16
bytes of the original segment identifier.

[0083] In an example, the network device may further
generate a compressed segment identifier corresponding to
the first SID. Specifically, the network device obtains a
difference between the first SID and the first SID, where the
difference is 0. The network device sequentially arranges the
difference and the five differences. In this case, C may be
equal to 6. The network device uses O as a value of the
compressed segment identifier corresponding to the first
SID, and sets a length of the compressed segment identifier
corresponding to the first SID to be the same as a length of
the five compressed segment identifiers, that is, five bytes. In
this way, the compressed segment identifier corresponding
to the first SID is obtained. The network device places the
compressed segment identifier corresponding to the first SID
before the five compressed segment identifiers, so that six
compressed segment identifiers in total are arranged in an
arrangement order of the six corresponding SIDs. Lengths of
the six compressed segment identifiers are all 5 bytes, which
are less than 16 bytes of the original segment identifier.

[0084] In an example, the network device compares the S
original segment identifiers, and compresses the original
segment identifiers by obtaining a different part. For
example, the network device determines, by comparing the
six SIDs, that first 12 bytes of the SIDs are the same, that is,
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF. The network
device selects last four bytes of each SID as a compressed
segment identifier corresponding to each SID. For example,
last four bytes of the SID corresponding to the node A are
1AAA:BBBI, so that a compressed segment identifier cor-
responding to the SID is 1AAA:BBBI1. Similarly, com-
pressed segment identifiers corresponding to SIDs of the
node B, the node C, the node E, and the node F are
respectively 2AAA:BBB2, 3AAA:BBB3, 4AAA:BBB4,
and SAAA:BBB5. 6AAA:BBB6. In other words, the net-
work device generates the six compressed segment identi-
fiers that are in a one-to-one correspondence with the six
SIDs, and the six compressed segment identifiers are suc-
cessively adjacent. In this case, C is equal to 6. Lengths of
the six compressed segment identifiers are all 4 bytes, which
are less than 16 bytes of the original segment identifier.

[0085] With reference to the foregoing description, the
SID of each node may include a first part. The first part
includes a locator (locator) field and a function (function)
field, where the locator field is used to indicate an address of
a node, and the function field is used to indicate an operation
performed by the node. In some scenarios, the SID of each
node may further include a second part. The second part is
an argument (argument) field, and is used to indicate an
argument used when the node performs the operation cor-
responding to the function field. In an SID, the argument
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field usually follows the function field. For example, in the
SID of each node, a length of the locator field may be 64 bits,
a length of the function field may be 16 bits, and a length of
the argument field may be 48 bits. In other words, in the SID,
first 64 bits are the locator field, middle 16 bits are the
function field, and last 48 bits are the argument field.

[0086] In an example, when the network device compares
the S original segment identifiers, and compresses the origi-
nal segment identifier by obtaining a different part, the
network device may compare only first parts including
locator fields and function fields in the S original segment
identifiers rather than compare second parts including argu-
ment fields in the S original segment identifiers. Therefore,
the length of the compressed segment identifier may be
further shortened. For example, when the length of the
locator field in the SID is 64 bits, the length of the function
field is 16 bits, and the length of the argument field is 48 bits,
the network device may compare only first 80 bits including
the locator field and the argument field, to compress the
original segment identifier by obtaining a different part.

[0087] In an example, the network device separately pro-
cesses the locator part and the function ID part of each of the
S original segment identifiers. The network device compares
locator parts of the original segment identifiers to obtain a
different part of the locator part as a first part of a com-
pressed segment identifier corresponding to each SID. The
network device establishes a correspondence between a
node operation indicated by the function ID part of each
original segment identifier and one compressed function ID,
and uses the compressed function ID as the second part of
the compressed segment identifier corresponding to each
SID. A length of the compressed function ID is less than a
length of a function ID part of each original segment
identifier. For example, first 13 bytes of each of the six SIDs
are a locator part, and last 3 bytes are a function ID part. The
network device compares locator parts of the six SIDs to
determine that first 12 bytes of the locator parts in the SIDs
are the same, that is, AAAA:BBBB:CCCC:DDDD:EEEE:
FFFF. The network device selects a last byte of the locator
part in each SID as the first part of the compressed segment
identifier corresponding to each SID. For example, if a last
byte of a locator part in the SID corresponding to the node
A is 1A, a first part of a compressed segment identifier
corresponding to the SID is 1A. Similarly, first parts of
compressed segment identifiers corresponding to the SIDs of
the node B, the node C, the node E, and the node F are
respectively 2A, 3A, 4A, SA, and 6A. A function ID part in
the SID of the node A is AA:BBB1, and may indicate a node
operation of replacing a DA field with a next SID and then
forwarding a data packet after a table lookup. A function
name is END SID. The network device establishes a corre-
spondence between the node operation indicated by the
function ID part in the SID of the node A and one com-
pressed function ID. For example, the compressed function
1D is B1. In other words, B1 is a compressed function ID
corresponding to the node operation of forwarding a data
packet after a table lookup (END SID). Similarly, node
operations indicated by function ID parts in the SIDs of the
node B, the node C, the node E, and the node F may also
respectively correspond to compressed function IDs, and
these compressed function IDs may be B2, B3, B4, BS, and
B6. Further, second parts of the compressed segment iden-
tifiers corresponding to the SIDs of the node B, the node C,
the node E, and the node F are respectively 2A, 3A, 4A, 5A,
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and 6A. Therefore, the network device generates six com-
pressed segment identifiers that are in a one-to-one corre-
spondence with the six SIDs, that is, 1AB1, 2AB2, 3AB3,
4AB4, SABS, and 6AB6 respectively. Lengths of the six
compressed segment identifiers are all 2 bytes, which are
less than 16 bytes of the original segment identifier.
[0088] Optionally, the network device publishes the cor-
respondence between each compressed function ID and each
node operation to each node on the packet forwarding path.
[0089] Optionally, the network device advertises the cor-
respondence between each compressed function ID and the
function ID part of each SID to each node on the packet
forwarding path.

[0090] It can be learned that whether compression is
performed by obtaining an overall difference of the SID,
compression is performed by obtaining an overall different
part of the SID, or compression is separately performed on
two divided parts in the SID, a length of a finally obtained
compressed segment identifier is less than a length of the
SID (namely, the original segment identifier).

[0091] It can be further learned that, in the foregoing
example, the length of the compressed segment identifier is
determined by a specific difference or different part. For
example, when compression is performed by obtaining the
overall difference of the SID, the length of the compressed
segment identifier is determined by the overall difference of
the SID; when compression is performed by obtaining the
overall different part of the SID, the length of the com-
pressed segment identifier is determined by the overall
different part of the SID; and when compression is sepa-
rately performed on the two divided parts in the SID, the
length of the compressed segment identifier is determined by
differences or different parts of the two parts.

[0092] Optionally, the length of the compressed segment
identifier may be expressed in bytes, or the length of the
compressed segment identifier is per-byte aligned. For
example, the length of the compressed segment identifier
may be 2 bytes, 3 bytes, or 4 bytes, or the like. For example,
when compression is performed by obtaining the overall
different part of the SID, if a length of the overall different
part of the SID is 33 bits, that is, a length of a same part
between SIDs in the segment list is 95 bits, and a length of
a different part is 33 bits, the length of the compressed
segment identifier is 5 bytes.

[0093] Optionally, the length of the compressed segment
identifier may be expressed in bits, or the length of the
compressed segment identifier may be per-bit aligned. For
example, the length of the compressed segment identifier
may be 16 bits, 20 bits, 32 bits, or the like. For example,
when compression is performed by obtaining the overall
different part of the SID, if a length of the overall different
part of the SID is 33 bits, that is, a length of a same part
between SIDs in the segment list is 95 bits, and a length of
a different part is 33 bits, the length of the compressed
segment identifier is 33 bits.

[0094] S203: The network device generates a compressed
segment list, where the compressed segment list includes the
C successively adjacent compressed segment identifiers, and
the compressed segment list is used to forward a packet
along the packet forwarding path.

[0095] An example is provided with reference to the
application scenarios shown in FIG. 1A and FIG. 1B. In an
example, the network device compares the six SIDs in the
original segment list to obtain different parts, and further
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obtains the six compressed segment identifiers:1AAA:
BBB1, 2AAA:BBB2, 3AAA:BBB3, 4AAA:BBB4, SAAA:
BBBS5, 6AAA:BBB6. In this case, C is equal to 6. The six
compressed segment identifiers respectively correspond to
the SIDs of the node A, the node B, the node C, the node E,
and the node F. The network device generates the com-
pressed segment list, that is, [lAAA:BBB1, 2AAA:BBB2,
3AAA:BBB3, 4AAA:BBB4, SAAA:BBBS, 6AAA:BBB6].

[0096] In an example, the network device compares the
six SIDs in the original segment list to obtain differences.
Specifically, the network device separately obtains a differ-
ence between each of the last five SIDs in the foregoing six
SIDs and a previous SID, and further obtains five com-
pressed segment identifiers, that is, 0:1000:0001, 0:1000:
0001, 0:1000:0001, 0:1000:0001, 0:1000:0001. In this case,
C is equal to 5. The five compressed segment identifiers
respectively correspond to the SIDs of the node B, the node
C, the node E, and the node F. The network device generates
the compressed segment list including the five compressed
segment identifiers, that is, [0:1000:0001, 0:1000:0001,
0:1000:0001, 0:1000:0001, 0:1000:0001].

[0097] Insome application scenarios, a value of a last SID
in the SID list may differ greatly from a value of another
SID. For example, when a node corresponding to the last
SID and a node corresponding to a SID previous to the last
SID belong to different domains in the network, or when the
SID list is generated by using an insertion (insertion) mode,
the value of the last SID in the SID list differs greatly from
a value of another SID. In this case, in the foregoing manner
of performing compression by obtaining a difference or
performing compression by obtaining a different part, a
compression effect is affected. With reference to the appli-
cation scenarios shown in FIG. 1A and FIG. 1B, the packet
forwarding path successively passes through the node A, the
node B, the node C, the node E, and a node G (which is not
shown in the figure), where a SID of the node G is a
ABCD:ABCD:ABCD:ABCD:ABCD:ABCD:6AAA:
BBB6. The original segment list is [AAAA:BBBB:CCCC:
DDDD:EEEE:FFFF:1AAA:BBB1, AAAA:BBBB:CCCC:
DDDD:EEEE:FFFF:2AAA:BBB2, AAAA:BBBB:CCCC:
DDDD:EEEE:FFFF:3AAA:BBB3, AAAA:BBBB:CCCC:
DDDD:EEEE:FFFF:4AAA:BBB4, AAAA:BBBB:CCCC:
DDDD:EEEE:FFFF:5AAA:BBB5, ABCD:ABCD:ABCD:
ABCD:ABCD:ABCD:6AAA:BBB6]. The network device
may compare all the six SIDs, that is, S may be equal to 6.
If compression is performed by obtaining a different part, the
network device compares the six SIDs and finds that for all
the six SIDs, only first bytes A are the same. In this case,
according to the foregoing method, the length of the com-
pressed segment identifier is 15 bytes, and a compression
effect is not ideal. If compression is performed by obtaining
a difference, a difference between the sixth SID (ABCD:
ABCD:ABCD:ABCD:ABCD:ABCD:6AAA:BBB6)  and
the fifth SID (AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:
SAAA:BBBS) is 0123:0123:0123:0123:0123:0123:1000:
0001, which is 125 bits in total. In this case, according to the
foregoing method, a length of an aligned compressed seg-
ment identifier is 16 bytes, and a compression effect is not
ideal.

[0098] In an example, the network device does not com-
press the last SID in the original segment list. With reference
to the application scenarios shown in FIG. 1A and FIG. 1B,
the network device compares the first five SIDs in the
original segment list. For example, compression is per-
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formed by obtaining a different part, and five compressed
segment identifiers obtained by the network device are
respectively 1AAA:BBB1, 2AAA:BBB2, 3AAA:BBB3,
4AAA:BBB4, and SAAA:BBBS. In this case, C is equal to
5. The five compressed segment identifiers respectively
correspond to the SIDs of the node A, the node B, the node
C, and the node E. The network device generates the
compressed segment list including the five compressed
segment identifiers, that is, [LAAA:BBB1, 2AAA:BBB2,
3AAA:BBB3, 4AAA:BBB4, SAAA:BBBS, ABCD:ABCD:
ABCD:ABCD:ABCD:ABCD:6AAA:BBB6]. The last seg-
ment ID is still the SID in the original segment list and is not
compressed. Lengths of the first five compressed segment
identifiers are all 4 bytes, a length of the last SID is 16 bytes,
and a length of the compressed segment list is 36 bytes.
Compared with a length of 96 bytes of the original segment
list, the length of the compressed segment list is still
shortened, thereby improving network transmission effi-
ciency.

[0099] In an example, the network device maps the last
SID by using a binding segment identifier (binding SID,
BSID). An example is provided with reference to the appli-
cation scenarios shown in FIG. 1A and FIG. 1B. In this case,
the node F (which is not shown in the figure) advertises a
binding SID AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:
6AAA:BBB6=ABCD:ABCD:ABCD:ABCD:ABCD:
ABCD:6AAA:BBB6 through network configuration, where
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:6AAA:BBBG is
a binding SID corresponding to the node F. In this case, the
original segment list obtained by the network device may be
[AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:1AAA:BBBI,
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:2AAA:BBBI,
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:3AAA:BBBI,
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:4AAA:BBBI,
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:5AAA:BBBI,
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:6AAA:BBB2].
The last SID is the binding SID. For example, compression
is performed by obtaining a different part, and the network
device generates the compressed segment list, that is,
[IAAA:BBBI1, 2AAA:BBB2, 3AAA:BBB3, 4AAA:BBB4,
SAAA:BBB5. 6AAA:BBB6]. For a process of generating
the compressed segment list, refer to the foregoing method.
Details are not described herein again. The six compressed
segment identifiers in the compressed segment list respec-
tively correspond to the node A, the node B, the node C, the
node E, and the node F. During forwarding of a packet
according to the compressed segment list, after the packet
arrives at the node F, the node F further sends the packet to
the node G. In this case, the length of the compressed
segment list is still shortened, thereby improving network
transmission efficiency.

[0100] Refer to FIG. 3A. An embodiment of this applica-
tion provides a method for generating a segment list. The
method relates to a network device 301 and a network device
302. The network device 301 may be an ingress node in a
network, and the network device 302 may be an intermediate
node in the network. With reference to the application
scenario shown in FIG. 1A, the network device 301 may be
the node S, and the network device 302 may be the node A,
the node B, the node C, the node E, or the node F. The
method includes the following steps.

[0101] S310: The network device 301 obtains an original
segment list corresponding to a packet forwarding path. The
original segment list includes original segment identifiers
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that are sequentially arranged, and each original segment
identifier in the original segment identifiers that are sequen-
tially arranged corresponds to one network device on the
packet forwarding path.

[0102] S311: The network device 301 compares S succes-
sively adjacent original segment identifiers in the original
segment list to generate C successively adjacent compressed
segment identifiers. The C compressed segment identifiers
are in a one-to-one correspondence with C original segment
identifiers in the S original segment identifiers, a sequence
of the C compressed segment identifiers is the same as a
sequence of the C original segment identifiers, and a length
of each of the C compressed segment identifiers is less than
a length of a corresponding original segment identifier. S is
a positive integer, C is a positive integer, and C is less than
or equal to S. S312: The network device 301 generates a
compressed segment list, where the compressed segment list
includes the C successively adjacent compressed segment
identifiers, and the compressed segment list is used to
forward a packet along the packet forwarding path.

[0103] For specific processes of steps S310, S311, and
S312, refer to the descriptions of steps S201, S202, and S203
in the embodiments of this application. Similarities are not
described herein again. The network device 301 may obtain
the original segment list corresponding to the packet for-
warding path from a controller in the network.

[0104] In an example, after generating the compressed
segment list, the network device 301 further generates a first
flag corresponding to the compressed segment list, where a
value of the first flag is a length value of the compressed
segment identifier in the compressed segment list. The value
of the first flag may be a positive integer. With reference to
the application scenario shown in FIG. 1A, the node S
receives the original segment list from the controller in the
network, and generates a compressed segment list, that is,
[IAAA:BBBI1, 2AAA:BBB2, 3AAA:BBB3, 4AAA:BBB4,
SAAA:BBBS, 6AAA:BBB6]. The node S generates the first
flag corresponding to the compressed segment list, and a
length of the compressed segment identifier in the com-
pressed segment list is 4 bytes, so that the value of the first
flag is 4. The first flag corresponds to the compressed
segment list.

[0105] S313: The network device 301 receives a packet,
where the packet is forwarded along the packet forwarding
path, and the network device 301 encapsulates the com-
pressed segment list into the packet.

[0106] The network device 301 may encapsulate the com-
pressed segment list into a routing header (routing header) of
a first packet. Optionally, the routing header of the first
packet may be an SRH. Optionally, the routing header of the
first packet may be a new-format routing header. For
example, the new-format routing header may be referred to
as a differentiated routing header (difference routing header,
DRH) or a compressed routing header (compressed routing
header, CRH). It should be noted that, in an SRv6 network,
the segment list needs to be in reverse order when being
encapsulated into a packet. For example, the six compressed
segment identifiers 1AAA:BBB1, 2AAA:BBB2, 3AAA:
BBB3, 4AAA:BBB4, SAAA:BBBS, 6AAA:BBB6 sequen-
tially correspond to the node A, the node B, the node C, the
node E, and the node F on the packet forwarding path; and
the compressed segment list is [IAAA:BBB1, 2AAA:
BBB2, 3AAA:BBB3, 4AAA:BBB4, SAAA:BBBS, 6AAA:
BBB6] based on a sequence of the corresponding nodes on
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the packet forwarding path. However, when the compressed
segment list is encapsulated into a packet header, the sorting
order is reversed. The compressed segment list encapsulated
in the packet header in reverse order is [(AAA:BBBG6,
SAAA:BBBS, 4AAA:BBB4, 3AAA:BBB3, 2AAA:BBB2,
1AAA:BBBI].

[0107] Inan example, the network device 301 may encap-
sulate, into a packet, the generated first flag corresponding to
the compressed segment list. For example, the network
device 301 may encapsulate the first flag into a routing
header of the packet. For example, the network device 301
may encapsulate the first flag into a compressed internal
(compress internal, Cmpr) field in the routing header of a
packet. FIG. 3B shows a format of a packet header according
to an embodiment of this application. In addition to the
Cmpr field, the packet header further includes: a next header
field indicating a next packet header, a Hdr Ext Len field
indicating a packet header extension length, a routing type
field indicating a routing type, and a segment left field
indicating a segment left, and a last entry field indicating a
last entry. A length of the Cmpr field is 4 bits.

[0108] In an example, the network device 301 may gen-
erate a special segment identifier based on the generated first
flag corresponding to the compressed segment list, and
encapsulate the special segment identifier into a destination
address (destination address, DA) field in the packet header
of the packet. A first part of the special segment identifier is
a locator part in the SID of a next-hop node, and a second
part of the special segment identifier is a function ID part. A
function ID part in the special segment identifier represents
an END.CXSID function, where X is a value of the first flag.
The function is to identify the length of the compressed
segment identifier in the compressed segment list as X. For
example, when the first flag is 2, a function represented by
the function ID part in the special segment identifier is
END.C2SID, that is, the length of the compressed segment
identifier in the compressed segment list is identified as 2.
[0109] Optionally, a function ID part that represents the
END.CXSID function in all nodes on the packet transmis-
sion path may be the same or different.

[0110] In one example, the length of the compressed
segment identifier may be obtained from the compressed
segment identifier. For example, the length of the com-
pressed segment identifier may be included in a function
instruction represented by a function field in the compressed
segment identifier, or the length of the compressed segment
identifier may be included in a flavor (flavor) in the com-
pressed segment identifier. The segment identifier obtained
by the network device 301 includes the special segment
identifier dedicated to the compressed segment list, and the
length of the compressed segment identifier is indicated in a
function represented by the function field in the special
segment identifier or indicated in the flavor in the special
segment identifier. The network device 301 may generate the
compressed segment list based on the special segment
identifier. The special segment identifier may be a segment
identifier whose length is 128 bits, or may be a compressed
segment identifier whose length is less than 128 bits. There-
fore, when the DA field in the packet includes the special
segment identifier, that is, when the special segment iden-
tifier is a current segment identifier in the DA field, the
network device that receives the packet learns the length of
the compressed segment identifier based on the special
segment identifier. In this way, the network device continues
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to obtain a next compressed segment identifier from the
compressed segment list based on the length, and updates
the next compressed segment identifier to the DA field in the
packet.

[0111] In an example, the network device 301 may further
generate a second flag corresponding to the compressed
segment list, and encapsulate the second flag into the packet.
The second flag is used to indicate that the compressed
segment list includes the compressed segment identifier.
Optionally, a length of the second flag may be 1 bit, and
when the second flag is 1, it indicates that the compressed
segment list includes the compressed segment identifier.
Optionally, the network device 301 may encapsulate the
second flag into the routing header of the packet.

[0112] In an example, the network device 301 may further
generate a third flag corresponding to the compressed seg-
ment list, and encapsulate the third flag into the packet. The
third flag is used to indicate that the compressed segment list
includes the last original segment identifier in the original
segment list, that is, the last original segment identifier is not
compressed. Optionally, a length of the third flag may be 1
bit, and when the third flag is 1, it indicates that the
compressed segment list includes the last original segment
identifier in the original segment list, that is, the last original
segment identifier is not compressed. Optionally, the net-
work device 301 may encapsulate the third flag into the
routing header of the packet.

[0113] S314: The network device 301 sends the packet
that carries the compressed segment list.

[0114] The packet may further carry the first flag. The
packet may further carry the second flag. The packet may
further carry the third flag.

[0115] S315: The network device 302 receives the packet
sent by the network device 301, where the packet includes
the compressed segment list, the segment list corresponds to
the forwarding path of the packet, and the compressed
segment list includes the compressed segment identifier.
[0116] The network device 302 receives the packet sent by
the network device 301. Optionally, the network device 301
is directly connected to the network device 302 over a
network link, and the network device 301 directly sends the
packet to the network device 302 over the link. Optionally,
another intermediate node exists between the network
device 301 and the network device 302. A packet is sent by
the network device 301, and arrives at the network device
302 after forwarded by one or more other intermediate
nodes.

[0117] S316: The network device 302 generates an origi-
nal segment identifier based on the compressed segment
identifier and a destination address of the packet. The
original segment identifier corresponds to a next-hop node
of the second network device on the forwarding path of the
packet, and the length of the compressed segment identifier
is less than a length of the original segment identifier.
[0118] In an example, the network device 302 reads the
first flag from the packet, where the value of the first flag is
the length of the compressed segment identifier in the
compressed segment list. The network device 302 reads the
compressed segment identifier from the compressed seg-
ment list based on the value of the first flag.

[0119] In an example, the network device 302 adds the
compressed segment identifier and the destination address of
the packet to generate the original segment identifier.
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[0120] With reference to the application scenario shown in
FIG. 1A, the network device 302 may be the node B. The
node B receives a packet sent by the node S, where the
packet includes a compressed segment list. As described
above, the compressed segment list in this case is a com-
pressed segment list in reverse order, for example, [0:1000:
0001, 0:1000:0001, 0:1000:0001, 0:1000:0001, 0:1000:
0001; 0:1000:0001]. The node B reads the first flag from the
packet, where the value of the first flag is 5, indicating that
the length of the compressed segment identifier in the
compressed segment list is 5 bytes. The node B learns, based
on the value of 5 of the first flag, that a length of each
compressed segment identifier in the current compressed
segment list is 5 bytes. Optionally, the node B further needs
to determine a currently processed compressed segment
identifier based on a value of the segment left (segment left,
SL) field. For example, the SI.=4, and the node B learns that
the currently processed compressed segment identifier is the
fourth compressed segment identifier. Therefore, the node B
obtains that the currently processed compressed segment
identifier is 0:1000:0001. A most significant bit of the
compressed segment identifier is a sign bit. Specifically, the
most significant bit of the compressed segment identifier is
1, indicating that the compressed segment identifier is posi-
tive. The node B obtains the destination address of the
packet. Optionally, the destination address of the packet is an
address in the destination address field in the packet header
of the packet. For example, the destination address may be
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:2AAA:BBB2.
The node B adds the compressed segment identifier and the
destination address, to obtain an addition result of AAAA:
BBBB:CCCC:DDDD:EEEE:FFFF:3AAA:BBB3,  where
the addition result is the original segment identifier. The
original segment identifier is a SID of the next-hop node of
the node B on the forwarding path of the packet. For
example, the original segment identifier is a SID of the node
C

[0121] Inan example, the network device reads the second
flag from the packet, and reads the compressed segment
identifier from the compressed segment list based on an
indication of the second flag.

[0122] In an example, the network device 302 receives a
fourth control packet from the controller in the network,
where the fourth control packet includes a fourth flag, a
value of the fourth flag is N, N is a positive integer, and first
N bytes of the S original segment identifiers are the same.
The network device 302 obtains, based on the first flag, that
the length of the compressed segment identifier is M-N
bytes, where M is a positive integer, and the length of the
original segment identifier is M bytes. The original segment
identifier may be a SID in the SRv6 network. The network
device 302 reads the compressed segment identifier from the
compressed segment list based on the length of M-N bytes
of the compressed segment identifier.

[0123] In an example, the network device replaces a
to-be-replaced part in the destination address of the packet
with the compressed segment identifier, where a length of
the to-be-replaced part is the same as the length of the
compressed segment identifier. With reference to the fore-
going description, when the compressed segment identifier
is generated, the same first N bytes in the original segment
identifiers may be omitted, or the same first N bytes in first
parts of the original segment identifiers may be omitted,
where the first parts each includes a locator field and a
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function field. The to-be-replaced part varies with different
omission manners used in generating the compressed seg-
ment identifier. When the compressed segment identifier is
last M—-N bytes of the original segment identifier, the to-be-
replaced part is last M-N bytes of the DA field; when the
compressed segment identifier is middle several bytes of the
original segment identifier, the to-be-replaced part is the
middle several bytes of the DA field.

[0124] Inan example, the network device 302 replaces the
last M—N bytes of the DA field in the packet header of the
packet with the compressed segment identifier, to generate
the original segment identifier.

[0125] With reference to the application scenario shown in
FIG. 1A, the network device 302 may be the node B. The
node B receives a packet sent by the node S, where the
packet includes a compressed segment list, and the com-
pressed segment list may be [(AAA:BBB6, SAAA:BBBS,
4AAA:BBB4, 3AAA:BBB3, 2AAA:BBB2, 1AAA:BBB1].
The node B receives a first control packet from the control-
ler, where the first control packet includes the first flag, and
the value of the first flag is 12, that is, first 12 bytes of the
six original segment identifiers in the original segment list
are the same. The node B obtains that the length of the
compressed segment identifier in the compressed segment
list is 4 bytes based on the value of 12 of the first flag and
a length of 16 bytes of the SID in the SR network. Option-
ally, the node B further needs to determine a currently
processed compressed segment identifier based on the value
of'the segment left (segment left, SL) field. For example, the
SL=4, and the node B learns that the currently processed
compressed segment identifier is the fourth compressed
segment identifier. Therefore, the node B obtains that the
currently processed compressed segment identifier is
3AAA:BBBI1. The node B obtains the destination address of
the packet. Optionally, the destination address of the packet
is an address in the destination address field in the packet
header of the packet. For example, the destination address
may be AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:2AAA:
BBB2. The node B replaces last four bytes of a destination
address of the first packet with the compressed segment
identifier, to obtain a result of AAAA:BBBB:CCCC:DDDD:
EEEE:FFFF:3AAA:BBB3, where the result is the original
segment identifier. The original segment identifier is a SID
of the next-hop node of the node B on the forwarding path
of'the packet. For example, the original segment identifier is
a SID of the node C.

[0126] In an example, the network device 302 reads the
function ID part in the special segment identifier from the
DA field in the packet header, and obtains, based on that the
function ID part is END.CXSID, that the length of the
compressed segment identifier in the compressed segment
list is X bytes. The network device 302 reads the compressed
segment identifier from the compressed segment list based
on the X-byte length of the compressed segment identifier.
[0127] In an example, the network device 302 receives a
fourth control packet from the controller in the network,
where the fourth control packet includes a fourth flag, a
value of the fourth flag is N, N is a positive integer, and first
N bytes of the S original segment identifiers are the same.
The network device 302 obtains, based on the fourth flag,
that a length of the first part of the compressed segment
identifier is LA-N bytes, where LA is a positive integer, and
a length of the locator part in the original segment identifier
is LA bytes. The original segment identifier may be a SID in
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the SRv6 network. The network device 302 obtains the first
part of the compressed segment identifier from the com-
pressed segment identifier based on the length of LA-N
bytes of the first part of the compressed segment identifier.
Further, the network device 302 obtains content other than
the first part from the compressed segment identifier, that is,
a second part of the compressed segment identifier.

[0128] Inanexample, the network device 302 replaces last
LA-N bytes of a locator part in the DA field in the packet
header with the first part of the compressed segment iden-
tifier, to generate the locator part in the original segment
identifier.

[0129] In an example, the network device 302 receives a
correspondence between each compressed function ID and
each node operation, or the network device 302 receives a
correspondence between each compressed function ID and a
function ID part in each SID. These correspondences may be
sent by the network device 301, or may be sent by the
controller in the network. The network device 302 uses the
second part of the compressed segment identifier as the
compressed function 1D, and obtains the function ID part of
the original segment identifier based on the received corre-
spondence between each compressed function ID and each
node operation or the correspondence between each com-
pressed function ID and the function ID part in each SID.

[0130] An example is provided with reference to the
application scenario shown in FIG. 1A. The network device
302 may be the node B. The node B receives a packet sent
by the node S, where the packet includes a compressed
segment list, and the compressed segment list may be
[6AB6, SABS, 4AB4, 3AB3, 2AB2, 1ABI1]. The node B
obtains the DA field from the packet header of the packet,
where a compressed function part in the DA field is END.
C2SID, and a locator part in the DA field is AAAA:BBBB:
CCCC:DDDD:EEEE:FFFF:2A. The node B obtains, based
on the compressed function ID of END.C2SID in the DA
field, that the length of the compressed segment identifier in
the compressed segment list is 2 bytes. The node B reads the
compressed segment identifier from the compressed seg-
ment list based on the 2-byte length of the compressed
segment identifier. Optionally, the node B further needs to
determine a currently processed compressed segment iden-
tifier based on the value of the segment left (segment left,
SL) field. For example, the SI.=4, and the node B learns that
the currently processed compressed segment identifier is the
fourth compressed segment identifier. Therefore, the node B
obtains that the currently processed compressed segment
identifier is 3AB3. The node B receives a first control packet
from the controller in the network, where the first control
packet includes a fourth flag, and a value of the fourth flag
is 12, indicating that the first 12 bytes of the original segment
identifiers are the same. The node B obtains, based on the
value of 12 of the fourth flag and a 13-byte length of the
locator part in the SID in the SR network, that the length of
the first part of the compressed segment identifier is
13-12=1 byte. The node B obtains that the first part of the
compressed segment identifier is 3A based on the 1-byte
length of the first part of the compressed segment identifier,
where the second part of the compressed segment identifier
is B3. The node B replaces a last byte of the locator part in
the DA field with 3A, to generate the locator part in the
original segment identifier as AAAA:BBBB:CCCC:DDDD:
EEEE:FFFF:3A. The node B receives the correspondence
between each compressed function and the function ID part
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in each SID that is sent by the node S. When the compressed
function ID is B3, a corresponding function ID part in the
SID is AA:BBB3. Therefore, the node B obtains, based on
the compressed function 1D part of B3, that the function part
of the original segment identifier is AA:BBB3. Therefore,
the node B obtains the original segment identifier as AAAA:
BBBB:CCCC:DDDD:EEEE:FFFF:3AAA:BBB3.

[0131] In an example, the network device 302 replaces an
address in the DA field in the packet header of the packet
with the obtained original segment identifier.

[0132] With reference to the application scenario shown in
FIG. 1A, the network device 302 may be the node B. The
node B obtains the original segment identifier of AAAA:
BBBB:CCCC:DDDD:EEEE:FFFF:3AAA:BBB3, and the
node B replaces an address in a destination address (Desti-
nation Address, DA) field in a packet header of the first
packet with the original segment identifier.

[0133] In an example, the network device 302 replaces a
first part of the DA field in the packet header with a first part
of the original segment identifier.

[0134] With reference to the application scenario shown in
FIG. 1A, the network device 302 may be the node B. The
first part of the DA field, that is, the locator part, may be
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:2A. The node B
obtains the original segment identifier of AAAA:BBBB:
CCCC:DDDD:EEEE:FFFF:3AAA:BBB3, and the node B
replaces the first part of the DA field with the first part of the
original segment identifier, that is, the locator part. A first
part of the DA field after the replacement is AAAA:BBBB:
CCCC:DDDD:EEEE:FFFF:3A.

[0135] In an example, the network device 302 obtains a
corresponding node operation based on the compressed
function ID part in the compressed segment identifier, and
performs the node operation. With reference to the applica-
tion scenario shown in FIG. 1A, the network device 302 may
be the node B. The node B receives the correspondence
between each compressed function ID and each node opera-
tion. The node B obtains that the compressed function 1D
part in the compressed segment identifier is B3. A corre-
sponding node operation is obtained from the foregoing
correspondence based on the compressed function ID part of
B3, and the node operation is performed.

[0136] In an example, the network device 302 obtains a
corresponding node operation based on the obtained func-
tion ID part in the original segment identifier, and performs
the node operation. With reference to the application sce-
nario shown in FIG. 1A, the network device 302 may be the
node B. The node B receives the correspondence between
each compressed function ID and the function ID part in
each SID. The node B obtains that the compressed function
ID part in the compressed segment identifier is B3. The
function ID part of AA:BBB3 in the SID is obtained from
the foregoing correspondence based on the compressed
function ID part of B3. Then, a corresponding node opera-
tion is obtained based on the function ID part of AA:BBB3
in the SID, and the node operation is performed.

[0137] In an example, the network device 302 does not
replace the second part of the DA field in the packet header
of'the packet. The second part of the DA field is the function
1D part. Specifically, the function ID part in the DA field is
a function ID corresponding to the foregoing END.CXSID
function. In one case, function IDs corresponding to the
foregoing END.CXSID function in all nodes on the packet
forwarding path are the same. In this case, the network
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device 302 does not need to replace the second part of the
DA field in the packet header of the packet. When the packet
arrives at a next-hop node, the next-hop node obtains the
second part of the DA field, that is, the function ID part, and
obtains the corresponding END.CXSID function based on
the function 1D part.

[0138] Inan example, the network device 302 replaces the
second part of the DA field in the packet header of the
packet. With reference to the foregoing description, in
another case, function IDs corresponding to the foregoing
END.CXSID function in different nodes on the packet
forwarding path are different. In this case, the network
device 302 needs to replace the second part of the DA field
in the packet header of the packet. In this case, the network
device 302 further receives a correspondence between the
END.CXSID function and the function 1D representing the
function in each node. Specifically, the network device 302
obtains the locator part of the original segment identifier
based on the first part of the compressed segment identifier,
where the locator part of the original segment identifier
indicates the next-hop node of the network device 302 on the
packet forwarding path. The network device 302 obtains,
based on the received correspondence between the END.
CXSID function and the function ID representing the func-
tion in each node, a function ID representing the function in
the next-hop node, and replaces the second part of the DA
field in the packet header of the packet with the function ID.

[0139] S317: The network device 302 sends the packet to
the next-hop node based on the original segment identifier.

[0140] In an example, the original segment identifier is a
binding segment identifier used to indicate the next-hop
node to send a packet including the binding segment iden-
tifier to a node corresponding to the binding segment iden-
tifier.

[0141] With reference to the application scenario shown in
FIG. 1A, the network device 302 may be the node E. The
node F advertises the binding SID AAAA:BBBB:CCCC:
DDDD:EEEE:FFFF:6AAA:BBB6 ABCD:ABCD:ABCD:
ABCD:ABCD:ABCD:6AAA:BBB6 through network con-
figuration, where the ABCD:ABCD:ABCD:ABCD:ABCD:
ABCD:6AAA:BBB6 may be a SID corresponding to the
node G (which is not shown in FIG. 1A), and the AAAA:
BBBB:CCCC:DDDD:EEEE:FFFF:6AAA:BBB6 may be a
SID corresponding to the node F. The node E receives the
first packet sent by the node S, where the first packet
includes the compressed segment list, and the compressed
segment list may be [(AAA:BBB6, SAAA:BBBS, 4AAA:
BBB4, 3AAA:BBB3, 2AAA:BBB2, 1AAA:BBBI1]. The
node E generates, based on the compressed segment iden-
tifier in the compressed segment list and the destination
address of the packet, the original segment identifier as
AAAA:BBBB:CCCC:DDDD:EEEE:FFFF:6 AAA:BBB6,

that is, a SID of the node F. For a process of obtaining the
original segment identifier, refer to the description in the
foregoing method. Similarities are not described herein
again. The node E sends the first packet to a next-hop node,
namely, the node F, based on the original segment identifier.
After the packet arrives at the node F, the node F queries
forwarding entries and learns that the AAAA:BBBB:CCCC:
DDDD:EEEE:FFFF:6AAA:BBB6 is the binding SID and
the binding SID of AAAA:BBBB:CCCC:DDDD:EEEE:
FFFF:6AAA:BBB6=ABCD:ABCD:ABCD:ABCD:ABCD:
ABCD:6AAA:BBB6. The ABCD:ABCD:ABCD:ABCD:
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ABCD:ABCD:6AAA:BBB6 is the SID corresponding to the
node G. The node F sends the packet to the node G.

[0142] Refer to FIG. 4. Embodiment 3 of this application
provides a method for generating a segment list. The method
involves a network device 401, a network device 402, and a
network device 403. The network device 401 may be a
controller in a network, the network device 402 may be an
ingress node in the network, and the network device 403
may be an intermediate node in the network. With reference
to the application scenario shown in FIG. 1B, the network
device 401 may be a controller, the network device 402 may
be the node S, and the network device 403 may be the node
A, the node B, the node C, the node E, or the node F. The
method includes the following steps.

[0143] S410: The network device 401 obtains an original
segment list corresponding to a packet forwarding path. The
original segment list includes original segment identifiers
that are sequentially arranged, and each original segment
identifier in the original segment identifiers that are sequen-
tially arranged corresponds to one network device on the
packet forwarding path.

[0144] S411: The network device 401 compares S succes-
sively adjacent original segment identifiers in the original
segment list to generate C successively adjacent compressed
segment identifiers. The C compressed segment identifiers
are in a one-to-one correspondence with C original segment
identifiers in the S original segment identifiers, a sequence
of the C compressed segment identifiers is the same as a
sequence of the C original segment identifiers, and a length
of each of the C compressed segment identifiers is less than
a length of a corresponding original segment identifier. S is
a positive integer, C is a positive integer, and C is less than
or equal to S.

[0145] S412: The network device 401 generates a com-
pressed segment list, where the compressed segment list
includes the C successively adjacent compressed segment
identifiers, and the compressed segment list is used to
forward a packet along the packet forwarding path.

[0146] For specific processes of steps S410, S411, and
S412, refer to the respective descriptions of steps S201,
S202, and S203 in the embodiment shown in FIG. 2.
Similarities are not described herein again.

[0147] In an example, the network device 401 generates a
first control packet, where the first control packet includes
the compressed segment list and a first flag. A value of the
first flag is a length value of the compressed segment
identifier in the compressed segment list. With reference to
the application scenario shown in FIG. 1B, the controller
generates, based on the original segment list, the compressed
segment list as [0:1000:0001, 0:1000:0001, 0:1000:0001,
0:1000:0001, 0:1000:0001, 0:1000:0001]. The controller
further generates the first flag corresponding to the com-
pressed segment list. If the length of the compressed seg-
ment identifier in the compressed segment list is 5 bytes, the
value of the first flag is 5. The first control packet may be one
or more packets.

[0148] In an example, the network device 401 further
generates a second control packet, where the second control
packet includes the compressed segment list and a second
flag. The second flag is used to indicate that the compressed
segment list includes the compressed segment identifier.
Optionally, a length of the second flag may be 1 bit, and
when the second flag is 1, it indicates that the compressed
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segment list includes the compressed segment identifier. The
first control packet may be one or more packets.

[0149] In an example, the network device 401 further
generates a third control packet corresponding to the com-
pressed segment list, where the third control packet includes
a third flag corresponding to the compressed segment list.
The third flag is used to indicate that the compressed
segment list includes the last original segment identifier in
the original segment list, that is, the last original segment
identifier is not compressed. Optionally, a length of the third
flag may be 1 bit, and when the third flag is 1, it indicates
that the compressed segment list includes the last original
segment identifier in the original segment list, that is, the last
original segment identifier is not compressed.

[0150] In an example, the network device 401 generates a
fourth control packet corresponding to the compressed seg-
ment list, where the fourth control packet includes a fourth
flag, a value of the fourth flag is N, N is a positive integer,
and first N bytes of the S original segment identifiers are the
same.

[0151] In an example, the compressed segment identifier
includes a special segment identifier, and the special seg-
ment identifier can indicate the length of the compressed
segment identifier in the compressed segment list. For
example, the length of the compressed segment identifier
may be included in a function instruction represented by a
function field in the compressed segment identifier, or the
length of the compressed segment identifier may be included
in a flavor (flavor) in the compressed segment identifier.
[0152] S413: The network device 401 sends the com-
pressed segment list to the network device 402.

[0153] In an example, the network device 401 further
sends the first control packet including the first flag to the
network device 402.

[0154] In an example, the network device 401 further
sends the second control packet including the second flag to
the network device 402.

[0155] In an example, the network device 401 further
sends the third control packet including the third flag to the
network device 402.

[0156] In an example, the network device 401 further
sends the fourth control packet including the fourth flag to
the network device 403. The network device 403 may be an
intermediate node in the network. With reference to the
application scenario shown in FIG. 1B, the network device
403 may be the node A, the node B, the node C, the node E,
or the node F.

[0157] Inanexample, the network device 401 sends, to the
network device 402, a segment routing policy (segment
routing policy, SR policy) including the compressed seg-
ment list. The segment policy further includes a binding
segment identifier (binding SID) corresponding to the com-
pressed segment list.

[0158] In an example, when the forwarding path of the
packet includes a plurality of sub-paths, and the plurality of
sub-paths are respectively included in a plurality of different
segment policies, the network device 401 sends the plurality
of segment policies to respective ingress network devices of
the plurality of sub-paths. The plurality of segment policies
each include a compressed segment list corresponding to the
sub-path and the binding segment identifier corresponding to
the compressed segment list.

[0159] S414: The network device 402 receives the packet,
where the packet is forwarded along the packet forwarding
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path, and the network device 402 encapsulates the com-
pressed segment list into the packet.

[0160] In an example, the network device 402 further
encapsulates the first flag in the first control packet received
from the controller into a routing header of the packet.
Optionally, the network device 402 may encapsulate the first
flag into a Cmpr field in the routing header of the packet.
Optionally, the network device 403 may generate a special
segment identifier including the first flag, and place the
special segment identifier into a DA field in a packet header
of the packet.

[0161] In an example, the network device 402 further
encapsulates the second flag in the second control packet
received from the controller into the routing header of the
packet.

[0162] In an example, the network device 402 further
encapsulates the third flag in the third control packet
received from the controller into the routing header of the
packet.

[0163] S415: The network device 402 sends the packet
that carries the compressed segment list.

[0164] The packet may further carry the first flag. The
packet may further carry the second flag. The packet may
further carry the third flag.

[0165] S416: The network device 403 receives the packet
sent by the network device 402, where the packet includes
the compressed segment list, the segment list corresponds to
the forwarding path of the packet, and the compressed
segment list includes the compressed segment identifier.
[0166] S417: The network device 403 generates an origi-
nal segment identifier based on the compressed segment
identifier and a destination address of the packet. The
original segment identifier corresponds to a next-hop node
of the second network device on the forwarding path of the
packet, and the length of the compressed segment identifier
is less than a length of the original segment identifier.
[0167] S418: The network device 403 sends the packet to
the next-hop node based on the original segment identifier.
[0168] For specific processes of steps S416, S417, and
S418, refer to the respective descriptions of steps S315,
S316, and S317 in Embodiment 1 of this application.
Similarities are not described herein again.

[0169] FIG. 5 is a schematic diagram of a possible struc-
ture of the network device in the foregoing embodiment. A
network device 500 may implement functions of the net-
work device in the embodiment shown in FIG. 2, the
network device 301 in the embodiment shown in FIG. 3, or
the network device 401 in the embodiment shown in FIG. 4.
Refer to FIG. 5. The network device 500 includes an
obtaining unit 501 and a processing unit 502. These units
may perform corresponding functions of the network device
in the foregoing method examples.

[0170] For example, the obtaining unit 501 is configured
to obtain an original segment list corresponding to a packet
forwarding path, where the original segment list includes
original segment identifiers that are sequentially arranged,
and each original segment identifier in the original segment
identifiers that are sequentially arranged corresponds to one
node or link on the packet forwarding path.

[0171] The processing unit 502 is configured to compare
S successively adjacent original segment identifiers in the
original segment list to generate C successively adjacent
compressed segment identifiers. The C compressed segment
identifiers are in a one-to-one correspondence with C origi-
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nal segment identifiers in the S original segment identifiers,
and a length of each of the C compressed segment identifiers
is less than a length of a corresponding original segment
identifier. S is a positive integer, C is a positive integer, and
C is less than or equal to S.

[0172] The processing unit 502 is further configured to
generate a compressed segment list, where the compressed
segment list includes the C successively adjacent com-
pressed segment identifiers, positions of the C compressed
segment identifiers in the compressed segment list corre-
spond to positions of the C original segment identifiers in the
original segment list, and the compressed segment list is
used to forward a packet along the packet forwarding path.
[0173] For example, an integrated unit is used. FIG. 6 is a
possible schematic diagram of another structure of the
network device in the foregoing embodiment. A network
device 600 may implement functions of the network device
in the embodiment shown in FIG. 2, the network device 301
in the embodiment shown in FIG. 3, or the network device
401 in the embodiment shown in FIG. 4.

[0174] The network device 600 includes a storage unit
601, a processing unit 602, and a communications unit 603.
The processing unit 602 is configured to control and manage
an action of the network device 600. For example, the
processing unit 602 is configured to support the network
device 600 in performing the processes S201, S202, and
S203 in FIG. 2, the processes S310, S311, S312, S313, and
S314 in FIG. 3, processes S410, S411, and S412 in FIG. 4,
and/or other processes used in the technologies described in
this specification. The communications unit 603 is config-
ured to support communication between the network device
600 and another network entity, for example, communica-
tion with the network device 302 in the embodiment shown
in FIG. 3 or the network device 402 in the embodiment
shown in FIG. 4. The storage unit 601 is configured to store
program code and data of the network device 600.

[0175] The processing unit 602 may be a processor, for
example, a central processing unit (central processing unit,
CPU), a general-purpose processor, a digital signal proces-
sor (digital signal processor, DSP), an application-specific
integrated circuit (application-specific integrated circuit,
ASIC), a field programmable gate array (field programmable
gate array, FPGA), or another programmable logic device, a
transistor logic device, a hardware component, or any com-
bination thereof. The processing unit 602 may implement or
execute various example logical blocks, modules, and cir-
cuits described with reference to content disclosed in the
embodiments of the present disclosure. The processor may
be a combination of processors implementing a computing
function, for example, a combination including one or more
microprocessors, or a combination of a DSP and a micro-
processor. The communications unit 603 may be a network
interface, and the storage unit 601 may be a memory.
[0176] When the processing unit 602 is a processor, the
communications unit 603 is a network interface. When the
storage unit 601 is a memory, the network device in this
embodiment of the present disclosure may be a network
device 700 shown in FIG. 7.

[0177] FIG. 7 is a schematic diagram of another possible
structure of the network device in the foregoing embodi-
ment. A network node 700 includes a processor 702, a
network interface 703, a memory 701, and a bus 704.
[0178] The memory 701 is configured to store instruc-
tions. When the embodiment shown in FIG. 5 is imple-
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mented and the units described in the embodiment of FIG.
5 are implemented by using software, software or program
code required for performing functions of the receiving unit
501 and the processing unit 502 in FIG. 5 is stored in the
memory 701.

[0179] The processor 702 is configured to execute the
instructions in the memory 701, to perform the foregoing
method applied to the embodiments shown in FIG. 2 to FIG.
4 for generating a segment list by the network device.

[0180] The network interface 703 is used for communi-
cation.
[0181] The network interface 703 may be an Ethernet

(Ethernet) interface, an asynchronous transfer mode (asyn-
chronous transfer mode, ATM) interface, or the like.
[0182] The transceiver 703, the processor 702, and the
memory 701 are connected to each other through the bus
704. The bus 704 may be a peripheral component intercon-
nect (peripheral component interconnect, PCI for short) bus,
an extended industry standard architecture (extended indus-
try standard architecture, EISA for short) bus, or the like.
The bus may be classified into an address bus, a data bus, a
control bus, and the like. For ease of representation, only one
thick line is used to represent the bus in FIG. 7, but this does
not mean that there is only one bus or only one type of bus.
[0183] In a specific embodiment, the processor 702 is
configured to: obtain an original segment list corresponding
to a packet forwarding path, where the original segment list
includes original segment identifiers that are sequentially
arranged, and each original segment identifier in the original
segment identifiers that are sequentially arranged corre-
sponds to one node or link on the packet forwarding path;
compare S successively adjacent original segment identifiers
in the original segment list to generate C successively
adjacent compressed segment identifiers, where the C com-
pressed segment identifiers are in a one-to-one correspon-
dence with C original segment identifiers in the S original
segment identifiers, and a length of each of the C com-
pressed segment identifiers is less than a length of a corre-
sponding original segment identifier, where S is a positive
integer, C is a positive integer, and C is less than or equal to
S; and generate a compressed segment list, where the
compressed segment list includes the C successively adja-
cent compressed segment identifiers, positions of the C
compressed segment identifiers in the compressed segment
list correspond to positions of the C original segment
identifiers in the original segment list, and the compressed
segment list is used to forward a packet along the packet
forwarding path. For a detailed processing process of the
processor 702, refer to the detailed descriptions of S201,
S202, and S203 in the embodiment shown in FIGS. 2, S310,
S311, S312, and S313 in the embodiment shown in FIG. 3,
and processes S410, S411, and S412 in FIG. 4. Details are
not described herein again.

[0184] The network interface 703 is used by the network
device to send and receive a packet or a segment list by using
anetwork system. For a specific process, refer to the detailed
descriptions of S314 in the embodiment shown in FIGS. 3
and S413 in the embodiment shown in FIG. 4. Details are
not described herein again.

[0185] FIG. 8 is a schematic diagram of a possible struc-
ture of the network device in the foregoing embodiment. A
network device 800 may implement a function of the
network device 302 in the embodiment shown in FIG. 3 or
the network device 403 in the embodiment shown in FIG. 4.
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Refer to FIG. 8. The network device 800 includes a receiv-
ing unit 801, a processing unit 802, and a sending unit 803.
These units may perform corresponding functions of the
network device in the foregoing method examples.

[0186] For example, the receiving unit 801 is configured
to receive a packet, where the packet includes a compressed
segment list, the compressed segment list corresponds to a
forwarding path of the packet, and the compressed segment
list includes a compressed segment identifier.

[0187] The processing unit 802 is configured to generate
an original segment identifier based on the compressed
segment identifier and a destination address of the packet,
where the original segment identifier corresponds to a next-
hop node of the network device on the forwarding path of
the packet, and a length of the compressed segment identifier
is less than a length of the original segment identifier.
[0188] The sending unit 803 is configured to send the
packet to the next-hop node based on the original segment
identifier.

[0189] For example, an integrated unit is used. FIG. 9 is a
schematic diagram of another possible structure of the
network device in the foregoing embodiment. A network
device 900 may implement a function of the network device
302 in the embodiment shown in FIG. 3 or the network
device 403 in the embodiment shown in FIG. 4.

[0190] The network device 900 includes a storage unit
901, a processing unit 902, and a communications unit 903.
The processing unit 902 is configured to control and manage
an action of the network device 900. For example, the
processing unit 902 is configured to support the network
device 900 in performing processes S315, S316, and S317 in
FIG. 3, processes S417, S418, and S419 in FIG. 4, and/or
other processes used in the technologies described in this
specification. The communications unit 903 is configured to
support communication between the network device 900 and
another network entity, for example, communication with
the network device 301 in the embodiment shown in FIG. 3
or the network device 402 in the embodiment shown in FIG.
4. The storage unit 901 is configured to store program code
and data of the network device 900.

[0191] The processing unit 902 may be a processor, for
example, may be a CPU, a general-purpose processor, a
DSP, an ASIC, an FPGA, or another programmable logic
device, a transistor logic device, a hardware component, or
any combination thereof. The processing unit 902 may
implement or execute various example logical blocks, mod-
ules, and circuits described with reference to content dis-
closed in the embodiments of the present disclosure. The
processor may be a combination of processors implementing
a computing function, for example, a combination including
one or more microprocessors, or a combination of a DSP and
a microprocessor. The communications unit 903 may be a
transceiver. The storage unit 901 may be a memory.
[0192] When the processing unit 902 is a processor, the
communications unit 903 is a network interface. When the
storage unit 901 is a memory, the network device in this
embodiment of the present disclosure may be a network
node 1000 shown in FIG. 10.

[0193] FIG. 10 is a schematic diagram of a possible
structure of the network device in the foregoing embodi-
ment. The network node 1000 includes a processor 1002, a
network interface 1003, a memory 1001, and a bus 1004.
[0194] The memory 1001 is configured to store instruc-
tions. When the embodiment shown in FIG. 8 is imple-
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mented and the units described in the embodiment of FIG.
8 are implemented by using software, software or program
code required for performing functions of the receiving unit
801, the processing unit 802, and the sending unit 803 in
FIG. 8 is stored in the memory 1001.

[0195] The processor 1002 is configured to execute the
instructions in the memory 1001, to perform the foregoing
method applied to the embodiments shown in FIG. 2 to FIG.
4 for forwarding a packet by the network device.

[0196] The network interface 1003 is used for communi-
cation.
[0197] The network interface 1003 may be an Ethernet

(Ethernet) interface, an asynchronous transfer mode (asyn-
chronous transfer mode, ATM) interface, or the like.
[0198] The transceiver 1003, the processor 1002, and the
memory 1001 are connected to each other through the bus
1004. The bus 1004 may be a PCI bus, an EISA bus, or the
like. The bus may be classified into an address bus, a data
bus, a control bus, and the like. For ease of representation,
only one thick line is used to represent the bus in FIG. 10,
but this does not mean that there is only one bus or only one
type of bus.

[0199] In a specific embodiment, the processor 1002 is
configured to: receive a packet, where the packet includes a
compressed segment list, the compressed segment list cor-
responds to a forwarding path of the packet, and the com-
pressed segment list includes a compressed segment iden-
tifier; generate an original segment identifier based on the
compressed segment identifier and a destination address of
the packet, where the original segment identifier corre-
sponds to a next-hop node of the network device on the
forwarding path of the packet, and a length of the com-
pressed segment identifier is less than a length of the original
segment identifier; and send the packet to the next-hop node
based on the original segment identifier. For a detailed
processing process of the processor 1002, refer to the
detailed descriptions of S315, S316, and S317 in the
embodiment shown in FIG. 3 and processes S417, S418, and
S419 in FIG. 4. Details are not described herein again.
[0200] The network interface 1003 is used by the network
device to send and receive a packet by using a network
system. For a specific process, refer to the detailed descrip-
tions of S315 and S317 in the embodiment shown in FIGS.
3 and S417 and S419 in the embodiment shown in FIG. 4.
Details are not described herein again.

[0201] An embodiment of this application further provides
a network system. The network system includes a controller,
a first network device, and a second network device. The
controller in the network system may perform the processing
steps of the network device 401 in the embodiment in FIG.
4, the first network device in the network system may
perform the processing steps of the network device 402 in
the embodiment in FIG. 4, and the second network device in
the network system may perform the processing steps of the
network device 403 in the embodiment in FIG. 4. Corre-
spondingly, the controller in the network system may be the
network device 500 in the embodiment shown in FIG. 5, and
the second network device in the network system is the
network device 800 in the embodiment shown in FIG. 8.
Alternatively, the controller in the network system may be
the network device 600 in the embodiment shown in FIG. 6,
and the second network device in the network system is the
network device 900 in the embodiment shown in FIG. 9.
Alternatively, the controller in the network system may be
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the network device 700 in the embodiment shown in FIG. 7,
and the second network device in the network system is the
network device 1000 in the embodiment shown in FIG. 10.

[0202] Specifically, the controller is configured to: obtain
an original segment list corresponding to a packet forward-
ing path, where the original segment list includes original
segment identifiers that are sequentially arranged, and each
original segment identifier in the original segment identifiers
that are sequentially arranged corresponds to one node or
link on the packet forwarding path; compare S successively
adjacent original segment identifiers in the original segment
list to generate C successively adjacent compressed segment
identifiers, where the C compressed segment identifiers are
in a one-to-one correspondence with C original segment
identifiers in the S original segment identifiers, and a length
of each of the C compressed segment identifiers is less than
a length of a corresponding original segment identifier,
where S is a positive integer, C is a positive integer, and C
is less than or equal to S; and generate a compressed
segment list, where the compressed segment list includes the
C successively adjacent compressed segment identifiers,
positions of the C compressed segment identifiers in the
compressed segment list correspond to positions of the C
original segment identifiers in the original segment list, and
the compressed segment list is used to forward a packet
along the packet forwarding path.

[0203] The first network device is configured to: receive a
packet, where the packet is forwarded along the packet
forwarding path; and encapsulate the compressed segment
list into the packet.

[0204] The second network device is configured to:
receive the packet, where the packet includes the com-
pressed segment list, the compressed segment list corre-
sponds to a forwarding path of the first packet, and the
compressed segment list includes the compressed segment
identifier; generate an original segment identifier based on
the compressed segment identifier and a destination address
of the first packet, where the original segment identifier
corresponds to a next-hop node of the network device on the
forwarding path of the packet, and a length of the com-
pressed segment identifier is less than a length of the original
segment identifier; and send the packet to the next-hop node
based on the original segment identifier.

[0205] An embodiment of the present disclosure further
provides a non-volatile storage medium, configured to store
software instructions used in the foregoing embodiment.
The non-volatile storage medium includes a program used to
perform the method shown in the foregoing embodiment.
When the software instructions are executed on a computer
or a network device, the computer or network device is
enabled to perform the method in the foregoing method
embodiment.

[0206] An embodiment of the present disclosure further
provides a computer program product including computer
program instructions. When the computer program product
runs on a network node, the network node is enabled to
perform the method in the foregoing method embodiment.

[0207] “First” in the first network device, the first flag, the
first part, and the first control packet mentioned in the
embodiments of the present disclosure is merely used for
name identification, and does not represent the first in a
sequence. The rule is also applicable to “second,” “third,”
and “fourth.”
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[0208] It should be noted that any apparatus embodiment
described above is merely an example. The units described
as separate parts may or may not be physically separate, and
parts displayed as units may or may not be physical units,
may be located in one position, or may be distributed on a
plurality of network units. Some or all the modules may be
selected based on actual requirements to achieve the objec-
tives of the solutions of the embodiments. In addition, in the
accompanying drawings of the network node embodiments
provided by the present disclosure, connection relationships
between modules indicate that the modules have communi-
cation connections with each other, which may be specifi-
cally implemented as one or more communications buses or
signal cables. A person of ordinary skill in the art may
understand and implement the embodiments without cre-
ative efforts.

[0209] Methods or algorithm steps described in the con-
tent disclosed in the embodiments of the present disclosure
may be implemented by hardware, or may be implemented
by a processor by executing software instructions. The
software instructions may include a corresponding software
module. The software module may be stored in a random
access memory (random access memory, RAM), a flash
memory, a read only memory (read only memory, ROM), an
erasable programmable read only memory (erasable pro-
grammable ROM, EPROM), an electrically erasable pro-
grammable read only memory (electrically EPROM,
EEPROM), a hard disk, a removable hard disk, a compact
disc, or any other form of storage medium well-known in the
art. For example, a storage medium is coupled to a proces-
sor, so that the processor can read information from the
storage medium or write information into the storage
medium. Certainly, the storage medium may be a component
of'the processor. The processor and the storage medium may
be located in an ASIC. In addition, the ASIC may be located
in a network node. Certainly, the processor and the storage
medium may exist in the network node as discrete compo-
nents.

[0210] A person skilled in the art should be aware that in
the foregoing one or more examples, functions described in
the present disclosure may be implemented by hardware,
software, firmware, or any combination thereof. When the
present disclosure is implemented by software, the forego-
ing functions may be stored in a computer-readable medium
or transmitted as one or more instructions or code in the
computer-readable medium. The computer-readable
medium includes a computer storage medium and a com-
munication medium, where the communication medium
includes any medium that facilitates transmission of a com-
puter program from one place to another place. The storage
medium may be any available medium accessible to a
general-purpose or dedicated computer.

[0211] The objectives, technical solutions, and benefits of
the present disclosure are further described in detail in the
foregoing specific embodiments. It should be understood
that the foregoing descriptions are merely specific embodi-
ments of the present disclosure, but are not intended to limit
the protection scope of the present disclosure. Any modifi-
cation, equivalent replacement, improvement, or the like
made based on the technical solutions of the present disclo-
sure shall fall within the protection scope of the present
disclosure.
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1. A network device, comprising:

at least one processor;

one or more memories coupled to the at least one pro-

cessor and storing programming instructions, wherein
the at least one processor is configured to execute the
programming instructions to cause the network device
to:

obtain an original segment list corresponding to a packet

forwarding path, wherein the original segment list
comprises original segment identifiers, and each of the
original segment identifiers corresponds to one node or
link on the packet forwarding path; and

generate a compressed segment list, wherein the com-

pressed segment list comprises C compressed segment
identifiers, and the compressed segment list is used to
forward a packet along the packet forwarding path,
wherein the C compressed segment identifiers are in a
one-to-one correspondence with C original segment
identifiers in the original segment list, first N bits in
each of the C original segment identifiers are the same,
a length of each of the C compressed segment identi-
fiers is X bits, each of the C compressed segment
identifiers comprises X bits following the first N bits in
a corresponding original segment identifier, a sequence
of the C compressed segment identifiers is same as a
sequence of the C original segment identifiers, and a
length of each of the C compressed segment identifiers
is less than a length of a corresponding original seg-
ment identifier, and wherein N is a positive integer, X
is a positive integer, and C is a positive integer.

2. The network device according to claim 1, wherein C is
an integer greater than 1.

3. The network device according to claim 1, wherein the
network device is a controller in a network, and the at least
one processor is further configured to execute the program-
ming instructions to cause the network device to:

generate a first control packet, wherein the first control

packet comprises the compressed segment list; and
send the first control packet to a network ingress node.

4. The network device according to claim 1, wherein the
network device is a network ingress node, and the at least
one processor is further configured to execute the program-
ming instructions to cause the network device to:

receive the original segment list from a controller;

receive a packet, wherein the packet is forwarded along

the packet forwarding path; and

encapsulate the compressed segment list into the packet.

5. The network device according to claim 1, wherein each
of the C original segment identifiers is a 128-bits segment
routing Internet Protocol version 6 (IPv6) (SRv6) segment
identifier.

6. The network device according to claim 1, wherein each
of the C compressed segment identifiers does not comprise
the first N bytes in a corresponding original segment iden-
tifier.

7. The network device according to claim 1, wherein the
original segment list comprises S original segment identifi-
ers, and C is less than S.

8. The network device according to claim 1, wherein the
length of each of the C compressed segment identifiers is 32
bits.

9. The network device according to claim 1, wherein the
length of each of the C compressed segment identifiers is 16
bits.
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10. The network device according to claim 1, wherein N
is 32, or N is 48.

11. A network device, comprising:

at least one processor;

one or more memories coupled to the at least one pro-

cessor and storing programming instructions, wherein
the at least one processor is configured to execute the
programming instructions to cause the network device
to:

obtain a compressed segment list comprising C com-

pressed segment identifiers, wherein each of the C
compressed segment identifiers corresponds to one
node or link on a packet forwarding path, the C
compressed segment identifiers are in a one-to-one
correspondence with C original segment identifiers,
first N bits in each of the C original segment identifiers
are the same, a length of each of the C compressed
segment identifiers is X bits, each of the C compressed
segment identifiers comprises X bits following the first
N bits in a corresponding original segment identifier, a
sequence of the C compressed segment identifiers is
same as a sequence of the C original segment identi-
fiers, and a length of each of the C compressed segment
identifiers is less than a length of a corresponding
original segment identifier, and wherein N is a positive
integer, X is a positive integer, and C is a positive
integer;

receive a first packet, wherein the first packet is forwarded

along the packet forwarding path;

encapsulate the compressed segment list into the first

packet, to generate a second packet; and

send the second packet along the packet forwarding path.

12. The network device according to claim 10, wherein C
is an integer greater than 1.

13. The network device according to claim 10, each of the
C original segment identifiers is a 128 bits segment routing
Internet Protocol version 6 (IPv6) (SRv6) segment identifier.

14. The network device according to claim 1, wherein
each of the C compressed segment identifiers does not
comprise the first N bytes in a corresponding original
segment identifier.

15. The network device according to claim 10, wherein
the length of each of the C compressed segment identifiers
is 32 bits.

16. A method, comprising:

obtaining, by a network device, an original segment list

corresponding to a packet forwarding path, wherein the
original segment list comprises original segment iden-
tifiers, and each of the original segment identifiers
corresponds to one node or link on the packet forward-
ing path; and

generating, by the network device, a compressed segment

list, wherein the compressed segment list comprises C
compressed segment identifiers, and the compressed
segment list is used to forward a packet along the
packet forwarding path, wherein the C compressed
segment identifiers are in a one-to-one correspondence
with C original segment identifiers in the original
segment list, first N bits in each of the C original
segment identifiers are the same, a length of each of the
C compressed segment identifiers is X bits, each of the
C compressed segment identifiers comprises X bits
following the first N bits in a corresponding original
segment identifier, a sequence of the C compressed
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segment identifiers is same as a sequence of the C
original segment identifiers, and a length of each of the
C compressed segment identifiers is less than a length
of a corresponding original segment identifier, and
wherein N is a positive integer, X is a positive integer,
and C is a positive integer.

17. The method according to claim 16, wherein C is an
integer greater than 1.

18. The method according to claim 16, wherein the
network device is a controller in a network, and the method
further comprises:

generating, by the network device, a first control packet,

wherein the first control packet comprises the com-
pressed segment list; and

sending, by the network device, the first control packet to

a network ingress node.

19. The method according to claim 16, wherein the
network device is a network ingress node, and the method
further comprises:

receiving, by the network device, the original segment list

from a controller;

receiving, by the network device, a packet, wherein the

packet is forwarded along the packet forwarding path;
and

encapsulating, by the network device, the compressed

segment list into the packet.

20. The method according to claim 16, each of the C
original segment identifiers is a 128-bits segment routing
Internet Protocol version 6 (IPv6) (SRv6) segment identifier.

21. The method according to claim 16, wherein each of
the C compressed segment identifiers does not comprise the
first N bytes in a corresponding original segment identifier.

22. The method according to claim 16, wherein the
original segment list comprises S original segment identifi-
ers, C is less than S.

23. The method according to claim 16, wherein the length
of each of the C compressed segment identifiers is 32 bits.

24. The method according to claim 16, wherein the length
of each of the C compressed segment identifiers is 16 bits.

25. The method according to claim 16, wherein N is 32,
or N is 48.

26. A packet processing method, comprising:

obtaining, by a network device, a compressed segment list

comprising C compressed segment identifiers, wherein
each of the C compressed segment identifiers corre-
sponds to one node or link on a packet forwarding path,
the C compressed segment identifiers are in a one-to-
one correspondence with C original segment identifi-
ers, first N bits in each of the C original segment
identifiers are the same, a length of each of the C
compressed segment identifiers is X bits, each of the C
compressed segment identifiers comprises X bits fol-
lowing the first N bits in a corresponding original
segment identifier, a sequence of the C compressed
segment identifiers is same as a sequence of the C
original segment identifiers, and a length of each of the
C compressed segment identifiers is less than a length
of a corresponding original segment identifier, and
wherein N is a positive integer, X is a positive integer,
and C is a positive integer;

receiving, by the network device, a first packet, wherein

the first packet is forwarded along the packet forward-
ing path;
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encapsulating, by the network device, the compressed
segment list into the first packet, to generate a second
packet; and

sending, by the network device, the second packet along

the packet forwarding path.

27. The method according to claim 26, wherein C is an
integer greater than 1.

28. The method according to claim 26, each of the C
original segment identifiers is a 128 bits segment routing
Internet Protocol version 6 (IPv6) (SRv6) segment identifier.

29. The method according to claim 26, wherein each of
the C compressed segment identifiers does not comprise the
first N bytes in a corresponding original segment identifier.

30. The method according to claim 26, wherein the length
of each of the C compressed segment identifiers is 32 bits.

#* #* #* #* #*



