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Description

BACKGROUND

TECHNICAL FIELD

[0001] This disclosure relates generally to electronic
devices, and more particularly to electronic devices with
user authentication systems.

BACKGROUND ART

[0002] Modern electronic devices, such as smart-
phones, allow a user to hold the computing power of yes-
terday’s supercomputer in their palm. This computing
power allows the user to not only make voice telephone
calls, but to perform numerous other operations as well.
Users can send text messages, multimedia messages,
execute financial transactions, watch movies and televi-
sion shows, listen to music, store and analyze medical
information, store large photo galleries, maintain calen-
dars, to-do, and contact lists, and even perform personal
assistant functions.
[0003] Many of these functions require the entry, stor-
age, and retrieval of "private" data about the user. Such
data can include their location, financial information,
medical information, personal identifiers such as Social
Security Numbers, and activity history, e.g., travels, pur-
chases, contacts, and so forth. With all of this information
stored in an electronic device, it can be desirable to en-
sure that only an authorized user or device owner be able
to see or share this data. At the same time, it is also
desirable to have a simple and efficient user interface
that allows for quick access to the electronic device. It
would be advantageous to have an improved user inter-
face that works to protect the exposure of private data.
[0004] Document US 2007/0009139 discloses a meth-
od for enhancing the security of a handheld electronic
device, in particular a mobile communication device. The
method includes (1) providing biometric reference data
of an authorized user of functions of a handheld electronic
device: (2) capturing the biometric user data of a party
requesting access to functions of the handheld electronic
device: and (3) comparing the biometric user data with
the biometric reference data and determining whether
the party is an authorized user.

BRIEF DESCRIPTION OF THE DRAWINGS

[0005]

FIG. 1 illustrates one or more explanatory system
components and method steps in accordance with
one or more embodiments of the disclosure.
FIG. 2 illustrates one explanatory electronic device
in accordance with one or more embodiments of the
disclosure.
FIG. 3 illustrates one or more explanatory method

steps in accordance with one or more embodiments
of the disclosure.
FIG. 4 illustrates one explanatory method in accord-
ance with one or more embodiments of the disclo-
sure.
FIG. 5 illustrates one or more explanatory method
steps in accordance with one or more embodiments
of the disclosure.
FIG. 6 illustrates one or more explanatory method
steps in accordance with one or more embodiments
of the disclosure.
FIG. 7 illustrates one or more explanatory method
steps in accordance with one or more embodiments
of the disclosure.
FIG. 8 illustrates one explanatory electronic device
presenting examples of indicia and prompts on a dis-
play in accordance with one or more embodiments
of the disclosure.
FIG. 9 illustrates one or more embodiments of the
disclosure.

[0006] Skilled artisans will appreciate that elements in
the figures are illustrated for simplicity and clarity and
have not necessarily been drawn to scale. For example,
the dimensions of some of the elements in the figures
may be exaggerated relative to other elements to help
to improve understanding of embodiments of the present
disclosure.

DETAILED DESCRIPTION OF THE DRAWINGS

[0007] The present invention relates to an electronic
device as defined in independent claim 1 and the corre-
sponding independent method claim 13.
[0008] Before describing in detail embodiments that
are in accordance with the present disclosure, it should
be observed that the embodiments reside primarily in
combinations of method steps and apparatus compo-
nents related to precluding entry of user authentication
data, such as a Personal Identification Number (PIN),
password, or other user authentication code when per-
sons other than an authorized user and/or device owner
are within an environment of the electronic device. Any
process descriptions or blocks in flow charts should be
understood as representing modules, segments, or por-
tions of code that include one or more executable instruc-
tions for implementing specific logical functions or steps
in the process. Alternate implementations are included,
and it will be clear that functions may be executed out of
order from that shown or discussed, including substan-
tially concurrently or in reverse order, depending on the
functionality involved. Accordingly, the apparatus com-
ponents and method steps have been represented where
appropriate by conventional symbols in the drawings,
showing only those specific details that are pertinent to
understanding the embodiments of the present disclo-
sure so as not to obscure the disclosure with details that
will be readily apparent to those of ordinary skill in the
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art having the benefit of the description herein.
[0009] Embodiments of the disclosure do not recite the
implementation of any commonplace business method
aimed at processing business information, nor do they
apply a known business process to the particular tech-
nological environment of the Internet. Moreover, embod-
iments of the disclosure do not create or alter contractual
relations using generic computer functions and conven-
tional network operations. Quite to the contrary, embod-
iments of the disclosure employ methods that, when ap-
plied to electronic device and/or user interface technol-
ogy, improve the functioning of the electronic device itself
by and improving the overall user experience to over-
come problems specifically arising in the realm of the
technology associated with electronic device user inter-
action.
[0010] It will be appreciated that embodiments of the
disclosure described herein may be comprised of one or
more conventional processors and unique stored pro-
gram instructions that control the one or more processors
to implement, in conjunction with certain non-processor
circuits, some, most, or all of the functions of precluding
the entry of user authentication data or user authentica-
tion codes when persons other than an authorized user
or device owner are within an environment of the elec-
tronic device as described herein. The non-processor cir-
cuits may include, but are not limited to, a radio receiver,
a radio transmitter, signal drivers, clock circuits, power
source circuits, and user input devices. As such, these
functions may be interpreted as steps of a method to
perform the preclusion of the entry of user authentication
data or codes when two or more persons are within an
environment of the electronic device. Alternatively, some
or all functions could be implemented by a state machine
that has no stored program instructions, or in one or more
application specific integrated circuits (ASICs), in which
each function or some combinations of certain of the func-
tions are implemented as custom logic. Of course, a com-
bination of the two approaches could be used. Thus,
methods and means for these functions have been de-
scribed herein. Further, it is expected that one of ordinary
skill, notwithstanding possibly significant effort and many
design choices motivated by, for example, available time,
current technology, and economic considerations, when
guided by the concepts and principles disclosed herein
will be readily capable of generating such software in-
structions and programs and ICs with minimal experi-
mentation.
[0011] Embodiments of the disclosure are now de-
scribed in detail. Referring to the drawings, like numbers
indicate like parts throughout the views. As used in the
description herein and throughout the claims, the follow-
ing terms take the meanings explicitly associated herein,
unless the context clearly dictates otherwise: the mean-
ing of "a," "an," and "the" includes plural reference, the
meaning of "in" includes "in" and "on." Relational terms
such as first and second, top and bottom, and the like
may be used solely to distinguish one entity or action

from another entity or action without necessarily requiring
or implying any actual such relationship or order between
such entities or actions.
[0012] As used herein, components may be "opera-
tively coupled" when information can be sent between
such components, even though there may be one or more
intermediate or intervening components between, or
along the connection path. The terms "substantially" and
"about" are used to refer to dimensions, orientations, or
alignments inclusive of manufacturing tolerances. Thus,
a "substantially orthogonal" angle with a manufacturing
tolerance of plus or minus two degrees would include all
angles between 88 and 92, inclusive. Also, reference
designators shown herein in parenthesis indicate com-
ponents shown in a figure other than the one in discus-
sion. For example, talking about a device (10) while dis-
cussing figure A would refer to an element, 10, shown in
figure other than figure A.
[0013] Most all portable electronic devices, including
smartphones, tablet computers, gaming devices, laptop
computers, multimedia players, and the like, now come
with an option to prevent unauthorized access to the de-
vice. Illustrating by example, most smartphones allow
the user to elect the requirement that a PIN or password
be entered to access or "unlock" the electronic device.
Many devices now come with other modes of obtaining
access as well, including the use of fingerprint sensors,
facial recognition devices, or other biometric sensors.
[0014] Embodiments of the disclosure contemplate
that, at times, a biometric sensor may be unsuccessful
in authenticating a person as an authorized user of an
electronic device. For instance, if a smartphone has a
facial recognition device, and a person who is an author-
ized user happens to be out in the cold with a ski mask
over their face, the facial recognition device will likely be
unable to authenticate the person as an authorized user.
Similarly, if a person is lying in bed with their face half
covered by a pillow or blanket, the facial recognition de-
vice likely will be unable to authenticate the person as
an authorized user.
[0015] Embodiments of the disclosure contemplate
that when this occurs, an electronic device may employ
a backup method of authentication. For example, where
a biometric sensor fails to authenticate a person as an
authorized user of the electronic device, one or more
processors may present a prompt on the display request-
ing that a user authentication code, such as a PIN or
password, be entered for user authentication purposes.
If the user enters the proper user authentication code,
they will be authorized. By contrast, if the proper user
authentication code is not entered, the device will remain
locked.
[0016] The problem with these prior art systems is that
an unauthorized user, which could be a friend, stranger,
nosy coworker, or other person, may have the display
within their line of sight. When this occurs, they may be
able to watch the authorized user enter the authentication
code. If the authentication code is a simple one, e.g., a
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four-digit number, the other person may remember the
code. When the authorized user is away from the elec-
tronic device, this unscrupulous person may attempt to
access the electronic device using the stolen authenti-
cation code, thereby gaining access to the authorized
user’s private information stored within the electronic de-
vice.
[0017] Advantageously, embodiments of the disclo-
sure prevent this from happening. In one or more em-
bodiments, one or more processors of an electronic de-
vice determine, with one or more sensors, whether one
or more persons are within a predefined environment of
the electronic device. Where only one person is within
the predefined environment, the one or more processors
can request entry of a user authentication code at the
user interface to authenticate that person as an author-
ized user of the electronic device. By contrast, where two
or more persons are within the predefined environment,
the one or more processors can instead preclude entry
of the user authentication code at the user interface to
authenticate a person as the authorized user of the elec-
tronic device. This preclusion step prevents an unauthor-
ized user from spying on the display in an effort to see
what the authorized user’s authentication code is during
entry of the same.
[0018] In one or more embodiments, a user can over-
ride this preclusion. Such an override may be warranted,
for example, where the other person is the spouse of the
authorized user. Alternatively, an authorized user may
override the preclusion when the other person is a trusted
friend, and so forth.
[0019] In one or more embodiments, the one or more
processors of the electronic device may present indicia,
such as one or more prompts, when the preclusion oc-
curs. Illustrating by example, in one or more embodi-
ments, the one or more processors may present a prompt
on the display when two or more persons are within the
predefined environment about the electronic device re-
questing the electronic device be moved to a location
where the only one person is within the predefined envi-
ronment. Such a prompt may say, "Multiple persons have
been detected, which may compromise security. Please
move to a private location for user authentication entry
to be enabled." Other prompts will be obvious to those
of ordinary skill in the art having the benefit of this dis-
closure.
[0020] In one or more embodiments, the one or more
processors may simply present an informational prompt
on the display where two or more persons are within the
predefined embodiment. For instance, the prompt may
include indicia indicating that entry of the user authenti-
cation code to authenticate the person as the authorized
user of the electronic device has been precluded. Such
a prompt may say, "authentication code entry has been
disabled." The prompts may further indicate why the entry
of the user authentication code to authenticate the person
as the authorized user of the electronic device has been
precluded. Such a prompt may say, "Multiple persons

have been detected. For your safety and security, as well
as the safety and security of your data, authentication
code entry has been disabled so that others do not watch
you during entry in an effort to steal your code." Other
prompts will be obvious to those of ordinary skill in the
art having the benefit of this disclosure.
[0021] Where an override is allowed, the one or more
processors may prompting, at the display when the two
or more persons are within the predefined environment,
for the entry of a predefined user input overriding the
preclusion of entry of the user authentication code to au-
thenticate the person as the authorized user of the elec-
tronic device. Such a prompt may say, "Would you like
to override this security feature despite the fact that
someone might steal your code?" In response to such a
prompt, when the user desires to override the preclusion,
the one or more processors may receive, from a user
interface after the prompting, a user input overriding the
preclusion of entry of the user authentication code to au-
thenticate the person as the authorized user of the elec-
tronic device. When such an override input is received,
i.e., after the one or more processors receive the override
input, the one or more processors may then allow entry
of the user authentication code by requesting, at the user
interface, the entry of the user authentication code to
authenticate the person as the authorized user of the
electronic device.
[0022] Advantageously, embodiments of the disclo-
sure provide a solution to situations in which a person
other than the authorized user or device owner is nearby
at a viewing angle where the display is visible when the
authorized user is inputting an authorization code while
unlocking the device, and sees the authorization code.
In one or more embodiments, if the authorized user is
not alone and desires to unlock the electronic device, the
one or more processors of the electronic device preclude
the entry of the authorization code by not presenting the
authorization code entry screen on the display of the elec-
tronic device. However, in some embodiments if the au-
thorized user covers the display with a hand, this is de-
tected by one or more sensors of the electronic device
and entry of the authorization code is allowed. Similarly,
in other embodiments if the authorized user moves to a
private area, the one or more sensors detect that the
second person is no longer within the predefined envi-
ronment of the electronic device and entry of the author-
ization code is allowed.
[0023] Where the electronic device is equipped with a
biometric sensor and the authorized user desires to un-
lock the electronic device in the presence of other people,
e.g., where the sensors of the electronic device deter-
mine that the person is in a public setting, the biometric
sensor, be it a facial scanner, voice recognition device,
or other device, defaults as the only option for device
access.
[0024] When the electronic device is sitting on a table
and in a locked state, in one or more embodiments an
imager is actuated when the electronic device is moved.
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In one or more embodiments, when this occurs the im-
ager determines whether the electronic device is in a
public or private setting. If the setting is public, the bio-
metric sensor will attempt to authenticate a person as
the authorized user of the electronic device. It should be
noted that, in one or more embodiments, rather than sen-
sors determining the electronic device is in a public set-
ting, the user can deliver user input to the electronic de-
vice to indicate that the device is in a public setting, there-
by placing the electronic device in a private mode.
[0025] When in the private mode, an imager or audio
sensor can detect that the person is the only person in
the environment, perhaps by capturing images of the
electronic device being tightly coupled with the user or
by a light sensor indicating shadows when the user cov-
ers the display with the hand. Where this occurs, entry
of the authentication code can be enabled. Thus, in one
or more embodiments when a user is attempting to unlock
an electronic device in a public environment, entry of user
authentication data or a user authentication code is pre-
cluded, with biometric authentication being the only op-
tion. In one or more embodiments a prompt is presented
on the display indicating why authentication code entry
is not available, as described above.
[0026] Advantageously, when someone, such as a
friend or family member or a stranger, is detected to be
looking at a display of an electronic device and is within
a readable range/distance from the electronic device, a
PIN entry screen is disabled. Reasons why this is occur-
ring can be presented on the display so that the user
understands what is happening. During such user au-
thentication code preclusion states, one or more proces-
sors of the electronic device can provide other options
to authenticate, e.g., a fingerprint sensor, a facial scan-
ner, a voice recognition system, or other system.
[0027] In one or more embodiments, in this non-private
compromised security setting, in addition to disabling PIN
screen, a prompt is presented to the user notifying them
that the content presented on the display can be read by
someone near. For example, the prompt may indicate
another person is looking from a certain direction and is
within a predefined distance of the electronic device and
the background lighting is such that the other person can
likely read the display.
[0028] In one or more embodiments, the user can still
enable PIN screen if they choose by turning to face the
person and/or crowd making screen content non viewa-
ble by others or covering screen. This prompt to act re-
inforces how users should always behave in the pres-
ence of others when accessing device. Moreover, spe-
cific instructions on how to act provide a call to action
that can be more likely to make the user act than by simply
notifying user he is not in a private setting. Other embod-
iments are explained below. Still others will be obvious
to those of ordinary skill in the art having the benefit of
this disclosure.
[0029] Turning now to FIG. 1, illustrated therein is one
explanatory electronic device 100 configured in accord-

ance with one or more embodiments of the disclosure.
Also shown in FIG. 1 are one or more method steps for
the electronic device 100. This illustrative electronic de-
vice 100 includes a biometric sensor that can be used
for authentication. The biometric sensor used for illustra-
tive purposes is a combination of an imager 102 and a
depth scanner 105. These devices can optionally be used
with a thermal sensor 112. It should be noted, however,
that this biometric sensor could be replaced by another
biometric sensor. Examples of other biometric sensors
include fingerprint sensors, voice authentication sys-
tems, and iris scanners. Other types of biometric sensors
will be obvious to those of ordinary skill in the art having
the benefit of this disclosure. It should also be noted that
some electronic devices configured in accordance with
embodiments of the disclosure will not include any bio-
metric sensors at all.
[0030] In the illustrative embodiment of FIG. 1, a user
101 is authenticating himself as an authorized user of
the electronic device 100 in accordance with one or more
embodiments of the disclosure. In this illustrative embod-
iment, the authentication process is "touchless" in that
the user 101 need not manipulate or interact with the
electronic device 100 using his fingers. To the contrary,
in accordance with one or more embodiments of the dis-
closure, the user is authenticated using a combination of
two-dimensional imaging and depth scan imaging, op-
tionally thermal sensing, and also optionally one or more
higher authentication factors.
[0031] In this illustrative embodiment, an imager 102
captures at least one image 103 of an object situated
within a predefined radius 104 of the electronic device
100, which in this case is the user 101. In one embodi-
ment, the imager 102 captures a single image 103 of the
object. In another embodiment, the imager 102 captures
a plurality of images 103,118 of the object. In one or more
embodiments, the one or more images 103 are each a
two-dimensional image. For example, in one embodi-
ment the image 103 is a two-dimensional RGB image.
In another embodiment, the image 103 is a two-dimen-
sional infrared image. Other types of two-dimensional
images will be obvious to those of ordinary skill in the art
having the benefit of this disclosure.
[0032] In one or more embodiments, the image 103
can be compared to one or more predefined reference
images 108. By making such a comparison, one or more
processors 110 can confirm whether the shape, skin
tone, eye color, hair color, hair length, and other features
identifiable in a two-dimensional image are that of the
authorized user identified by the one or more predefined
reference images 108.
[0033] In addition to the imager 102 capturing the im-
age 103, in one or more embodiments a depth imager
105 captures at least one depth scan 106 of the object
when situated within the predefined radius 104 of the
electronic device 100. In one embodiment, the depth im-
ager 105 captures a single depth scan 106 of the object.
In another embodiment, the depth imager 105 captures
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a plurality of depth scans 106 of the object.
[0034] The depth imager 105 can take any of a number
of forms. These include the use of stereo imagers, sep-
arated by a predefined distance, to create a perception
of depth, the use of structured light lasers to scan patterns
- visible or not - that expand with distance and that can
be captured and measured to determine depth or pro-
jecting different patterns, time of flight sensors that de-
termine how long it takes for an infrared or laser pulse to
translate from the electronic device 100 to the user 101
and back. Other types of depth imagers will be obvious
to those of ordinary skill in the art having the benefit of
this disclosure. However, in each case, the depth scan
106 creates a depth map of a three-dimensional object,
such as the user’s face 107. This depth map can then be
compared to one or more predefined facial maps 109 to
confirm whether the contours, nooks, crannies, curva-
tures, and features of the user’s face 107 are that of the
authorized user identified by the one or more predefined
facial maps 109.
[0035] In one or more embodiments, the image 103
and the depth scan 106 are used in combination for au-
thentication purposes. Illustrating my example, in one or
more embodiments one or more processors 110 com-
pare the image 103 with the one or more predefined ref-
erence images 108. The one or more processors 110
then compare the depth scan 106 with the one or more
predefined facial maps 109.
[0036] Authentication 116 will fail in one or more em-
bodiments unless the image 103 sufficiently corresponds
to at least one of the one or more predefined reference
images 108 and the depth scan 106 sufficiently corre-
sponds to at least one of the one or more predefined
facial maps 109. As used herein, "sufficiently" means
within a predefined threshold. For example, if one of the
predefined reference images 108 includes 500 reference
features, such as facial shape, nose shape, eye color,
background image, hair color, skin color, and so forth,
the image 103 will sufficiently correspond to at least one
of the one or more predefined reference images 108
when a certain number of features in the image 103 are
also present in the predefined reference images 108.
This number can be set to correspond to the level of
security desired. Some users may want ninety percent
of the reference features to match, while other users will
be content if only eighty percent of the reference features
match, and so forth.
[0037] As with the predefined reference images 108,
the depth scan 106 will sufficiently match the one or more
predefined facial maps 109 when a predefined threshold
of reference features in one of the facial maps is met. In
contrast to two-dimensional features found in the one or
more predefined reference images 108, the one or more
predefined facial maps 109 will include three-dimension-
al reference features, such as facial shape, nose shape,
eyebrow height, lip thickness, ear size, hair length, and
so forth. As before, the depth scan 106 will sufficiently
correspond to at least one of the one or more predefined

facial maps 109 when a certain number of features in the
depth scan 106 are also present in the predefined facial
maps 109. This number can be set to correspond to the
level of security desired. Some users may want ninety-
five percent of the reference features to match, while oth-
er users will be content if only eighty-five percent of the
reference features match, and so forth.
[0038] The use of both the image 103 and the depth
scan 106 as combined authentication factors can be su-
perior to using one or the other alone. The depth scan
106 adds a third "z-dimension" to the x-dimension and
y-dimension data found in the image 103, thereby en-
hancing the security of using the user’s face 107 as their
password in the process of authentication by facial rec-
ognition. Another benefit of using the depth scan 106 in
conjunction with the image 103 is the prevention of some-
one "faking" the imager 102 acting alone by taking an
image 103 of a picture of the user 101, rather than the
user 101 themselves. Illustrating by example, if only the
imager 102 is used, a nefarious person trying to get un-
authorized access to the electronic device 100 may sim-
ply snap a picture of a two-dimensional photograph of
the user 101. The use of a depth scan 106 in conjunction
with the image 103 prevents this type of chicanery by
requiring that a three-dimensional object, i.e., the actual
user 101, be present and within the predefined radius
104 before the authentication system 111 authenticates
the user 101.
[0039] The opposite is also true. Use of only the depth
imager 105, without the imager 102, can be problematic.
If only the depth imager 105 is used, a nefarious actor
attempting to gain unauthorized access to the electronic
device 100 may create a three-dimensional, lifelike mask
of the user 101. However, the use of the image 103 in
conjunction with the depth scan 106 prevents this, as
features of the user 101 that are hard to replicate with a
mask are verified from the image 103, which is a RGB
image in one or more embodiments. Features such as
facial shape, nose shape, eye color, hair color, skin color,
and so forth can be sufficiently verified by comparing the
image 103 to the one or more predefined reference im-
ages 108. Advantageously, the use of the image in con-
junction with the depth scan 106 prevents this type of
chicanery by capturing a color two-dimensional image of
the object, thereby confirming that the object looks like
the user 101 in addition to being shaped like the user 101.
[0040] While the use of both the image 103 and the
depth scan 106 as combined authentication factors can
be superior to using one or the other alone, as noted
above it is contemplated that a nefarious actor may take
even more desperate steps attempt to "spoof’ the au-
thentication system 111 if the information stored within
the electronic device 100 is sufficiently valuable. Consid-
er the situation where the malefactor goes to the extreme
of making a three-dimensional mask of the authorized
user with Holly wood-caliber hair and make up so that it
is not only shaped like the user 101, but looks like the
user 101 as well. While very expensive, such masks can
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be obtained when the stakes are sufficiently high. If only
an image 103 and a depth scan 106 are required for the
authentication system 111, this could conceivably result
in unauthorized access to the electronic device 100 being
obtained.
[0041] Advantageously, one or more embodiments of
the present disclosure optionally further include an op-
tional thermal sensor 112 to detect an amount of thermal
energy 113 received from an object within a thermal re-
ception radius 114 of the electronic device 100. In one
or more embodiments where a thermal sensor 112 is
included, only where the amount of thermal energy 113
received form the object is within a predefined tempera-
ture range 115 will authentication 116 occur, and thus
access be granted when the electronic device 100 is un-
locked 122. Advantageously, this prevents the use of
three-dimensional masks from "tricking" the authentica-
tion system by masquerading as the actual user 101,
Buster. Thus, in one or more embodiments, the one or
more processors 110 determine whether the amount of
thermal energy 113 received from the object, which in
this case is the user 101, is within the predefined tem-
perature range 115.
[0042] In one or more embodiments, authentication
116 occurs where each of the following is true: the at
least one image 103 sufficiently corresponds to at least
one of the one or more predefined reference images 108
and the at least one depth scan 106 sufficiently corre-
sponds to at least one of the one or more predefined
facial maps 109. Where both are true, in one or more
embodiments, the object is authenticated 116 as the user
101 authorized to use the electronic device 100 when
the electronic device 100 is unlocked 122.
[0043] When a thermal sensor 112 is included, in one
or more embodiments, authentication 116 occurs where
each of the following is true: the at least one image 103
sufficiently corresponds to at least one of the one or more
predefined reference images 108; the at least one depth
scan 106 sufficiently corresponds to at least one of the
one or more predefined facial maps 109; and the amount
of thermal energy 113 received from the object is within
the predefined temperature range 115. Where all three
are true, in one or more embodiments, the object is au-
thenticated 116 as the user 101 authorized to use the
electronic device 100 when the electronic device 100 is
unlocked 122.
[0044] In one or more embodiments, when the authen-
tication 116 fails, for whatever reason, the one or more
processors 110 detect that a user authentication failure
of the biometric sensor has occurred. In one or more
embodiments, the one or more processors 110 then re-
quest entry 117 of a user authentication code via a prompt
or other notification or indicia presented on a user inter-
face of the electronic device 100. Examples of user au-
thentication codes include PINs, passwords, passcodes,
identifying phrases, answers to predefined questions,
and so forth. Other examples of user authentication
codes will be obvious to those of ordinary skill in the art

having the benefit of this disclosure.
[0045] The user 107 can then enter the user authenti-
cation code 119 at the user interface of the electronic
device 100. A second authentication process 120 can
then occur. If the user authentication code 119 sufficiently
matches a stored user authentication code, the object is
authenticated 117 as the user 101 authorized to use the
electronic device 100 when the electronic device 100 is
unlocked 122. However, when the user authentication
code 119 fails to sufficiently match a stored user authen-
tication code, the one or more processors 110 can lock
121 or limit full access the electronic device 100 to pre-
clude access to it or the information stored therein.
[0046] In one or more embodiments, the authentication
system 111 can determine a distance between the object
and the electronic device 100. For example, in one em-
bodiment the authentication system 111, using the scal-
ing from the image 103 or the distance calculated using
the depth scan 106, can determine how far the electronic
device 100 is from the user’s face 107. In such an em-
bodiment, the authentication 116 can occur only when
the determined distance is within a predefined range.
[0047] For example, in one or more embodiments the
image, depth scan, and temperature must be captured
within a predefined range definable by a user in a device
menu, e.g., between a distance of one and two feet, for
authentication 116 to successfully occur. This could be
driven by environmental conditions where user motion,
background darkness, or crowd presence shortens max-
imum distance for triggering authentication. Accordingly,
in one or more embodiments the authenticating 117 oc-
curs only when the at least one image 103 sufficiently
corresponds to at least one of the one or more predefined
reference images 108, the at least one depth scan 106
sufficiently corresponds to at least one of the one or more
predefined facial maps 109, the amount of thermal en-
ergy 113 received from the object falls within the prede-
fined temperature range 115, and the determined dis-
tance between the user 101 and the electronic device
100 is within a predefined distance range, such as be-
tween one and two feet.
[0048] In other embodiments, device orientation can
be used as an authentication factor. For example, de-
tecting whether the electronic device 100 is oriented so
as to capture a "selfie," as shown in FIG. 1, or an image
from the rear imager prevents someone from getting ac-
cess to an electronic device 100, pointing it in the direc-
tion of the authorized user, capturing a rearward shot,
and obtaining access to the electronic device 100. Ac-
cordingly, in one or more embodiments the authenticat-
ing 117 occurs only when the at least one image 103
sufficiently corresponds to at least one of the one or more
predefined reference images 108, the at least one depth
scan 106 sufficiently corresponds to at least one of the
one or more predefined facial maps 109, the amount of
thermal energy 113 received from the object falls within
the predefined temperature range 115, and the orienta-
tion of the electronic device 100 matches one or more
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predefined orientation criteria, such as the fact that the
image 103 is a selfie and not one captured by a rearward
facing camera. Other authentication factors will be de-
scribed below. Still others will be obvious to those of or-
dinary skill in the art having the benefit of this disclosure.
[0049] Turning now to FIG. 2, illustrated therein is one
explanatory block diagram schematic 200 of one explan-
atory electronic device 100 configured in accordance with
one or more embodiments of the disclosure. The elec-
tronic device 100 can be one of various types of devices.
In one embodiment, the electronic device 100 is a port-
able electronic device, one example of which is a smart-
phone that will be used in the figures for illustrative pur-
poses. However, it should be obvious to those of ordinary
skill in the art having the benefit of this disclosure that
the block diagram schematic 200 could be used with oth-
er devices as well, including conventional desktop com-
puters, palm-top computers, tablet computers, gaming
devices, media players, wearable devices, or other de-
vices. Still other devices will be obvious to those of ordi-
nary skill in the art having the benefit of this disclosure.
[0050] In one or more embodiments, the block diagram
schematic 200 is configured as a printed circuit board
assembly disposed within a housing 201 of the electronic
device 100. Various components can be electrically cou-
pled together by conductors or a bus disposed along one
or more printed circuit boards.
[0051] The illustrative block diagram schematic 200 of
FIG. 2 includes many different components. Embodi-
ments of the disclosure contemplate that the number and
arrangement of such components can change depend-
ing on the particular application. Accordingly, electronic
devices configured in accordance with embodiments of
the disclosure can include some components that are
not shown in FIG. 2, and other components that are
shown may not be needed and can therefore be omitted.
[0052] The illustrative block diagram schematic 200 in-
cludes a user interface 202. In one or more embodiments,
the user interface 202 includes a display 203, which may
optionally be touch-sensitive. In one embodiment, users
can deliver user input to the display 203 of such an em-
bodiment by delivering touch input from a finger, stylus,
or other objects disposed proximately with the display
203. In one embodiment, the display 203 is configured
as an active matrix organic light emitting diode
(AMOLED) display. However, it should be noted that oth-
er types of displays, including liquid crystal displays, suit-
able for use with the user interface 202 would be obvious
to those of ordinary skill in the art having the benefit of
this disclosure.
[0053] In one embodiment, the electronic device in-
cludes one or more processors 204. In one embodiment,
the one or more processors 204 can include an applica-
tion processor and, optionally, one or more auxiliary proc-
essors. One or both of the application processor or the
auxiliary processor(s) can include one or more proces-
sors. One or both of the application processor or the aux-
iliary processor(s) can be a microprocessor, a group of

processing components, one or more ASICs, program-
mable logic, or other type of processing device. The ap-
plication processor and the auxiliary processor(s) can be
operable with the various components of the block dia-
gram schematic 200. Each of the application processor
and the auxiliary processor(s) can be configured to proc-
ess and execute executable software code to perform
the various functions of the electronic device with which
the block diagram schematic 200 operates. A storage
device, such as memory 205, can optionally store the
executable software code used by the one or more proc-
essors 204 during operation.
[0054] In this illustrative embodiment, the block dia-
gram schematic 200 also includes a communication cir-
cuit 206 that can be configured for wired or wireless com-
munication with one or more other devices or networks.
The networks can include a wide area network, a local
area network, and/or personal area network. Examples
of wide area networks include GSM, CDMA, W-CDMA,
CDMA-2000, iDEN, TDMA, 2.5 Generation 3GPP GSM
networks, 3rd Generation 3GPP WCDMA networks,
3GPP Long Term Evolution (LTE) networks, and 3GPP2
CDMA communication networks, UMTS networks, E-
UTRA networks, GPRS networks, iDEN networks, and
other networks. The communication circuit 206 may also
utilize wireless technology for communication, such as,
but are not limited to, peer-to-peer or ad hoc communi-
cations such as HomeRF, Bluetooth and IEEE 802.11
(a, b, g or n); and other forms of wireless communication
such as infrared technology. The communication circuit
206 can include wireless communication circuitry, one of
a receiver, a transmitter, or transceiver, and one or more
antennas.
[0055] In one embodiment, the one or more processors
204 can be responsible for performing the primary func-
tions of the electronic device with which the block diagram
schematic 200 is operational. For example, in one em-
bodiment the one or more processors 204 comprise one
or more circuits operable with the user interface 202 to
present presentation information to a user. The execut-
able software code used by the one or more processors
204 can be configured as one or more modules 207 that
are operable with the one or more processors 204. Such
modules 207 can store instructions, control algorithms,
and so forth.
[0056] In one or more embodiments, the block diagram
schematic 200 includes an audio input/processor 209.
The audio input/processor 209 can include hardware, ex-
ecutable code, and speech monitor executable code in
one embodiment. The audio input/processor 209 can in-
clude, stored in memory 205, basic speech models,
trained speech models, or other modules that are used
by the audio input/processor 209 to receive and identify
voice commands that are received with audio input cap-
tured by an audio capture device. In one embodiment,
the audio input/processor 209 can include a voice rec-
ognition engine. Regardless of the specific implementa-
tion utilized in the various embodiments, the audio in-
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put/processor 209 can access various speech models to
identify speech commands.
[0057] In one embodiment, the audio input/processor
209 is configured to implement a voice control feature
that allows a user to speak a specific device command
to cause the one or more processors 204 to execute a
control operation. For example, the user may say, "Au-
thenticate Me Now." This statement comprises a device
command requesting the one or more processors to co-
operate with the authentication system 111 to authenti-
cate a user. Consequently, this device command can
cause the one or more processors 204 to access the
authentication system 111 and begin the authentication
process. In short, in one embodiment the audio in-
put/processor 209 listens for voice commands, process-
es the commands and, in conjunction with the one or
more processors 204, performs a touchless authentica-
tion procedure in response to voice input.
[0058] Various sensors can be operable with the one
or more processors 204. FIG. 2 illustrates several exam-
ples such sensors. It should be noted that those shown
in FIG. 2 are not comprehensive, as others will be obvious
to those of ordinary skill in the art having the benefit of
this disclosure. Additionally, it should be noted that the
various sensors shown in FIG. 2 could be used alone or
in combination. Accordingly, many electronic devices will
employ only subsets of the sensors shown in FIG. 2, with
the particular subset defined by device application.
[0059] A first example of a sensor that can be included
with the other components 208 is a touch sensor. The
touch sensor can include a capacitive touch sensor, an
infrared touch sensor, resistive touch sensors, or another
touch-sensitive technology. Capacitive touch-sensitive
devices include a plurality of capacitive sensors, e.g.,
electrodes, which are disposed along a substrate. Each
capacitive sensor is configured, in conjunction with as-
sociated control circuitry, e.g., the one or more proces-
sors 204, to detect an object in close proximity with - or
touching - the surface of the display 203 or the housing
of an electronic device 100 by establishing electric field
lines between pairs of capacitive sensors and then de-
tecting perturbations of those field lines.
[0060] The electric field lines can be established in ac-
cordance with a periodic waveform, such as a square
wave, sine wave, triangle wave, or other periodic wave-
form that is emitted by one sensor and detected by an-
other. The capacitive sensors can be formed, for exam-
ple, by disposing indium tin oxide patterned as electrodes
on the substrate. Indium tin oxide is useful for such sys-
tems because it is transparent and conductive. Further,
it is capable of being deposited in thin layers by way of
a printing process. The capacitive sensors may also be
deposited on the substrate by electron beam evapora-
tion, physical vapor deposition, or other various sputter
deposition techniques.
[0061] Another example of a sensor is a geo-locator
that serves as a location detector 210. In one embodi-
ment, location detector 210 is able to determine location

data when the touchless authentication process occurs
by capturing the location data from a constellation of one
or more earth orbiting satellites, or from a network of ter-
restrial base stations to determine an approximate loca-
tion. Examples of satellite positioning systems suitable
for use with embodiments of the present invention in-
clude, among others, the Navigation System with Time
and Range (NAVSTAR) Global Positioning Systems
(GPS) in the United States of America, the Global Orbit-
ing Navigation System (GLONASS) in Russia, and other
similar satellite positioning systems. The satellite posi-
tioning systems based location fixes of the location de-
tector 210 autonomously or with assistance from terres-
trial base stations, for example those associated with a
cellular communication network or other ground based
network, or as part of a Differential Global Positioning
System (DGPS), as is well known by those having ordi-
nary skill in the art. The location detector 210 may also
be able to determine location by locating or triangulating
terrestrial base stations of a traditional cellular network,
such as a CDMA network or GSM network, or from other
local area networks, such as Wi-Fi networks.
[0062] One or more motion detectors 211 can be con-
figured as an orientation detector that determines an ori-
entation and/or movement of the electronic device 100
in three-dimensional space. Illustrating by example, the
motion detectors 211 can include an accelerometer, gy-
roscopes, or other device to detect device orientation
and/or motion of the electronic device 100. Using an ac-
celerometer as an example, an accelerometer can be
included to detect motion of the electronic device. Addi-
tionally, the accelerometer can be used to sense some
of the gestures of the user, such as one talking with their
hands, running, or walking.
[0063] The motion detectors 211 can determine the
spatial orientation and/or motion of an electronic device
100 in three-dimensional space by, for example, detect-
ing a gravitational direction and acceleration due to ap-
plied forces. In addition to, or instead of, an accelerom-
eter, an electronic compass can be included to detect
the spatial orientation of the electronic device relative to
the earth’s magnetic field. Similarly, one or more gyro-
scopes can be included to detect rotational orientation
of the electronic device 100.
[0064] A gaze detector 212 can comprise sensors for
detecting the user’s gaze point. The gaze detector 212
can include an iris scanner 222. The gaze detector 212
can optionally include sensors for detecting the alignment
of a user’s head in three-dimensional space. Electronic
signals can then be processed for computing the direc-
tion of user’s gaze in three-dimensional space. The gaze
detector 212 can further be configured to detect a gaze
cone corresponding to the detected gaze direction, which
is a field of view within which the user may easily see
without diverting their eyes or head from the detected
gaze direction. The gaze detector 212 can be configured
to alternately estimate gaze direction by inputting images
representing a photograph of a selected area near or
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around the eyes. It will be clear to those of ordinary skill
in the art having the benefit of this disclosure that these
techniques are explanatory only, as other modes of de-
tecting gaze direction can be substituted in the gaze de-
tector 212 of FIG. 2.
[0065] Other components 208 operable with the one
or more processors 204 can include output components
such as video, audio, and/or mechanical outputs. For ex-
ample, the output components may include a video out-
put component or auxiliary devices including a cathode
ray tube, liquid crystal display, plasma display, incandes-
cent light, fluorescent light, front or rear projection dis-
play, and light emitting diode indicator. Other examples
of output components include audio output components
such as a loudspeaker disposed behind a speaker port
or other alarms and/or buzzers and/or a mechanical out-
put component such as vibrating or motion-based mech-
anisms.
[0066] The other components 208 can also include
proximity sensors. The proximity sensors fall in to one of
two camps: active proximity sensors and "passive" prox-
imity sensors. Either the proximity detector components
or the proximity sensor components can be generally
used for gesture control and other user interface proto-
cols, some examples of which will be described in more
detail below.
[0067] As used herein, a "proximity sensor component"
comprises a signal receiver only that does not include a
corresponding transmitter to emit signals for reflection
off an object to the signal receiver. A signal receiver only
can be used due to the fact that a user’s body or other
heat generating object external to device, such as a wear-
able electronic device worn by user, serves as the trans-
mitter. Illustrating by example, in one the proximity sensor
components comprise a signal receiver to receive signals
from objects external to the housing 201 of the electronic
device 100. In one embodiment, the signal receiver is an
infrared signal receiver to receive an infrared emission
from an object such as a human being when the human
is proximately located with the electronic device 100. In
one or more embodiments, the proximity sensor compo-
nent is configured to receive infrared wavelengths of
about four to about ten micrometers. This wavelength
range is advantageous in one or more embodiments in
that it corresponds to the wavelength of heat emitted by
the body of a human being.
[0068] Additionally, detection of wavelengths in this
range is possible from farther distances than, for exam-
ple, would be the detection of reflected signals from the
transmitter of a proximity detector component. In one em-
bodiment, the proximity sensor components have a rel-
atively long detection range so as to detect heat emanat-
ing from a person’s body when that person is within a
predefined thermal reception radius. For example, the
proximity sensor component may be able to detect a per-
son’s body heat from a distance of about ten feet in one
or more embodiments. The ten-foot dimension can be
extended as a function of designed optics, sensor active

area, gain, lensing gain, and so forth.
[0069] Proximity sensor components are sometimes
referred to as a "passive IR detectors" due to the fact that
the person is the active transmitter. Accordingly, the prox-
imity sensor component requires no transmitter since ob-
jects disposed external to the housing deliver emissions
that are received by the infrared receiver. As no trans-
mitter is required, each proximity sensor component can
operate at a very low power level. Simulations show that
a group of infrared signal receivers can operate with a
total current drain of just a few microamps.
[0070] In one embodiment, the signal receiver of each
proximity sensor component can operate at various sen-
sitivity levels so as to cause the at least one proximity
sensor component to be operable to receive the infrared
emissions from different distances. For example, the one
or more processors 204 can cause each proximity sensor
component to operate at a first "effective" sensitivity so
as to receive infrared emissions from a first distance.
Similarly, the one or more processors 204 can cause
each proximity sensor component to operate at a second
sensitivity, which is less than the first sensitivity, so as to
receive infrared emissions from a second distance, which
is less than the first distance. The sensitivity change can
be effected by causing the one or more processors 204
to interpret readings from the proximity sensor compo-
nent differently.
[0071] By contrast, proximity detector components in-
clude a signal emitter and a corresponding signal receiv-
er. While each proximity detector component can be any
one of various types of proximity sensors, such as but
not limited to, capacitive, magnetic, inductive, opti-
cal/photoelectric, imager, laser, acoustic/sonic, radar-
based, Doppler-based, thermal, and radiation-based
proximity sensors, in one or more embodiments the prox-
imity detector components comprise infrared transmit-
ters and receivers. The infrared transmitters are config-
ured, in one embodiment, to transmit infrared signals
having wavelengths of about 860 nanometers, which is
one to two orders of magnitude shorter than the wave-
lengths received by the proximity sensor components.
The proximity detector components can have signal re-
ceivers that receive similar wavelengths, i.e., about 860
nanometers.
[0072] In one or more embodiments, each proximity
detector component can be an infrared proximity sensor
set that uses a signal emitter that transmits a beam of
infrared light that reflects from a nearby object and is
received by a corresponding signal receiver. Proximity
detector components can be used, for example, to com-
pute the distance to any nearby object from characteris-
tics associated with the reflected signals. The reflected
signals are detected by the corresponding signal receiv-
er, which may be an infrared photodiode used to detect
reflected light emitting diode (LED) light, respond to mod-
ulated infrared signals, and/or perform triangulation of
received infrared signals.
[0073] The other components 208 can optionally in-
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clude a barometer operable to sense changes in air pres-
sure due to elevation changes or differing pressures of
the electronic device 100. Where included, in one em-
bodiment the barometer includes a cantilevered mecha-
nism made from a piezoelectric material and disposed
within a chamber. The cantilevered mechanism functions
as a pressure sensitive valve, bending as the pressure
differential between the chamber and the environment
changes. Deflection of the cantilever ceases when the
pressure differential between the chamber and the envi-
ronment is zero. As the cantilevered material is piezoe-
lectric, deflection of the material can be measured with
an electrical current.
[0074] The other components 208 can also optionally
include a light sensor that detects changes in optical in-
tensity, color, light, or shadow in the environment of an
electronic device. This can be used to make inferences
about context such as weather or colors, walls, fields,
and so forth, or other cues. An infrared sensor can be
used in conjunction with, or in place of, the light sensor.
The infrared sensor can be configured to detect thermal
emissions from an environment about the electronic de-
vice 100. Similarly, a temperature sensor can be config-
ured to monitor temperature about an electronic device.
The other components 208 can also include a flash 224.
The other components 208 can also include an fingerprint
sensor 225 or retina scanner 226.
[0075] A context engine 213 can then operable with
the various sensors to detect, infer, capture, and other-
wise determine persons and actions that are occurring
in an environment about the electronic device 100. For
example, where included one embodiment of the context
engine 213 determines assessed contexts and frame-
works using adjustable algorithms of context assessment
employing information, data, and events. These assess-
ments may be learned through repetitive data analysis.
Alternatively, a user may employ the user interface 202
to enter various parameters, constructs, rules, and/or
paradigms that instruct or otherwise guide the context
engine 213 in detecting multi-modal social cues, emo-
tional states, moods, and other contextual information.
The context engine 213 can comprise an artificial neural
network or other similar technology in one or more em-
bodiments.
[0076] In one or more embodiments, the context en-
gine 213 is operable with the one or more processors
204. In some embodiments, the one or more processors
204 can control the context engine 213. In other embod-
iments, the context engine 213 can operate independ-
ently, delivering information gleaned from detecting mul-
ti-modal social cues, emotional states, moods, and other
contextual information to the one or more processors
204. The context engine 213 can receive data from the
various sensors. In one or more embodiments, the one
or more processors 204 are configured to perform the
operations of the context engine 213.
[0077] As previously described, in one illustrative em-
bodiment the authentication system 111 includes an im-

ager 102 and a depth imager 105. The authentication
system 111 can optionally include a thermal sensor 112.
In one embodiment, the imager 102 comprises a two-
dimensional imager configured to receive at least one
image of a person within an environment of the electronic
device 100. In one embodiment, the imager 102 com-
prises a two-dimensional RGB imager. In another em-
bodiment, the imager 102 comprises an infrared imager.
Other types of imagers suitable for use as the imager
102 of the authentication system will be obvious to those
of ordinary skill in the art having the benefit of this dis-
closure.
[0078] The thermal sensor 112, where included, can
also take various forms. In one embodiment, the thermal
sensor 112 is simply a proximity sensor component in-
cluded with the other components 208. In another em-
bodiment, the thermal sensor 112 comprises a simple
thermopile. In another embodiment, the thermal sensor
112 comprises an infrared imager that captures the
amount of thermal energy emitted by an object. Other
types of thermal sensors 112 will be obvious to those of
ordinary skill in the art having the benefit of this disclo-
sure.
[0079] The depth imager 105 can take a variety of
forms. In a first embodiment, the depth imager 105 com-
prises a pair of imagers separated by a predetermined
distance, such as three to four images. This "stereo" im-
ager works in the same way the human eyes do in that
it captures images from two different angles and recon-
ciles the two to determine distance.
[0080] In another embodiment, the depth imager 105
employs a structured light laser. The structured light laser
projects tiny light patterns that expand with distance.
These patterns land on a surface, such as a user’s face,
and are then captured by an imager. By determining the
location and spacing between the elements of the pat-
tern, three-dimensional mapping can be obtained.
[0081] In still another embodiment, the depth imager
105 comprises a time of flight device. Time of flight three-
dimensional sensors emit laser or infrared pulses from a
photodiode array. These pulses reflect back from a sur-
face, such as the user’s face. The time it takes for pulses
to move from the photodiode array to the surface and
back determines distance, from which a three-dimen-
sional mapping of a surface can be obtained. Regardless
of embodiment, the depth imager 105 adds a third "z-
dimension" to the x-dimension and y-dimension defining
the two-dimensional image captured by the imager 102,
thereby enhancing the security of using a person’s face
as their password in the process of authentication by fa-
cial recognition.
[0082] The authentication system 111 can be operable
with a face analyzer 219 and an environmental analyzer
214. The face analyzer 219 and/or environmental ana-
lyzer 214 can be configured to determine, for example,
whether the user 108 is the only person within a prede-
fined environment 230 of the electronic device 100, or
whether multiple people are within the predefined envi-
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ronment 230 of the electronic device 100. The predefined
environment 230 is "predefined" because it is defined by
a signal reception radius, similar to predefined radius
(104) of FIG. 1, within which the various components 208
of the electronic device 100 can receive reliable signals.
[0083] The face analyzer 219 and/or environmental
analyzer 214 can also be configured to process an image
or depth scan of an object and determine whether the
object matches predetermined criteria. For example, the
face analyzer 219 and/or environmental analyzer 214
can operate as an identification module configured with
optical and/or spatial recognition to identify objects using
image recognition, character recognition, visual recogni-
tion, facial recognition, color recognition, shape recogni-
tion, and the like. Advantageously, the face analyzer 219
and/or environmental analyzer 214, operating in tandem
with the authentication system 111, can be used as a
facial recognition device to determine the identity of one
or more persons detected about the electronic device
100.
[0084] Illustrating by example, in one embodiment
when the authentication system 111 detects a person,
one or both of the imager 102 and/or the depth imager
105 can capture a photograph and/or depth scan of that
person. The authentication system 111 can then com-
pare the image and/or depth scan to one or more refer-
ence files stored in the memory 205. This comparison,
in one or more embodiments, is used to confirm beyond
a threshold authenticity probability that the person’s face
- both in the image and the depth scan - sufficiently match-
es one or more of the reference files.
[0085] Beneficially, this optical recognition performed
by the authentication system 111 operating in conjunc-
tion with the face analyzer 219 and/or environmental an-
alyzer 214 allows access to the electronic device 100
only when one of the persons detected about the elec-
tronic device are sufficiently identified as the owner of
the electronic device 100. Accordingly, in one or more
embodiments the one or more processors 204, working
with the authentication system 111 and the face analyzer
219 and/or environmental analyzer 214 can determine
whether at least one image captured by the imager 102
matches a first predefined criterion, whether at least one
facial depth scan captured by the depth imager 105
matches a second predefined criterion, and whether the
thermal energy identified by the thermal sensor 112
matches a third predefined criterion, with the first criteri-
on, second criterion, and third criterion being defined by
the reference files and predefined temperature range.
The first criterion may be a skin color, eye color, and hair
color, while the second criterion is a predefined facial
shape, ear size, and nose size. The third criterion may
be a temperature range of between 95 and 101 degrees
Fahrenheit. In one or more embodiments, the one or
more processors 204 authenticate a person as an au-
thorized user of the electronic device when the at least
one image matches the first predefined criterion, the at
least one facial depth scan matches the second prede-

fined criterion, and the thermal energy matches the third
predefined criterion.
[0086] In one or more embodiments, the face analyzer
219 can also include an image/gaze detection-process-
ing engine. The image/gaze detection-processing engine
can process information to detect a user’s gaze point.
The image/gaze detection-processing engine can op-
tionally also work with the depth scans to detect an align-
ment of a user’s head in three-dimensional space. Elec-
tronic signals can then be delivered from the imager 102
or the depth imager 105 for computing the direction of
user’s gaze in three-dimensional space. The image/gaze
detection-processing engine can further be configured
to detect a gaze cone corresponding to the detected gaze
direction, which is a field of view within which the user
may easily see without diverting their eyes or head from
the detected gaze direction. The image/gaze detection-
processing engine can be configured to alternately esti-
mate gaze direction by inputting images representing a
photograph of a selected area near or around the eyes.
It can also be valuable to determine if the user wants to
be authenticated by looking directly at device. The im-
age/gaze detection-processing engine can determine
not only a gazing cone but also if an eye is looking in a
particular direction to confirm user intent to be authenti-
cated.
[0087] In one or more embodiments, the face analyzer
219 is further configured to detect mood. The face ana-
lyzer 219 can infer a person’s mood based upon contex-
tual information received from the imager 102 and/or
depth imager 105. For example, if a picture, a depth scan,
multiple successive pictures, multiple successive depth
scans, video, or other information from which a person
can be identified as the owner of the electronic device
100 indicate that the owner is crying, the face analyzer
219 can infer that she is either happy or sad.
[0088] The face analyzer 219 can similarly determine
emotion in one or more embodiments. Illustrating by ex-
ample, a picture, a depth scan, multiple successive pic-
tures, multiple successive depth scans, video, or other
information relating to of the owner of an electronic device
can allow an expression detector 215 to determine the
inference of their silently communicated emotional state,
e.g. joy, anger, frustration, and so forth. This can be in-
ferred from, for example, facial expressions such as a
raised eyebrow, grin, or other feature. In one or more
embodiments, such emotional cues can be used as a
secret password for authentication in addition to the face.
[0089] For completeness, FIG. 2 illustrates one em-
bodiment of a user authentication input user interface
232. The presentation of such a user authentication input
user interface 232 is precluded when the electronic de-
vice 100, or more particularly, its display 203 or user in-
terface 202 is in the view of persons that are potentially
not the authorized user or owner of the electronic device
100 in accordance with one or more embodiments of the
disclosure. In this illustrative embodiment, the user au-
thentication input user interface 232 is a PIN entry pres-
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entation with which the user may touch user actuation
targets presented on the display 203 to enter a numeric
or alphanumeric code identifying the user as an author-
ized user or owner of the electronic device 100. FIG. 3
will illustrate one or more ways in which this preclusion
will occur.
[0090] Turning now to FIG. 3, illustrated therein is the
user 107 again attempting to authenticate himself using
a touchless authentication system, which in this case is
a biometric facial recognition system. However, rather
than being alone, as was the case in FIG. 1, two nefarious
actors 308,309 are within the environment 310 of the
electronic device 100 from which signals can be received
by the one or more sensors of the electronic device 100.
A method 300 is also shown in FIG. 3. The actors 308,309
could be other than nefarious. For example, they could
just include a nosy friend or relative. In any event, for the
purposes of this illustration, one or more of the actors
308,309 is not an authorized user of the electronic device
100, but desires to gain access to the information stored
therein.
[0091] As noted above, embodiments of the disclosure
contemplate that, at times, a biometric sensor may be
unsuccessful in authenticating the person 107 as an au-
thorized user of the electronic device 100. Where this
occurs, one or more processors (204) of the electronic
device 100 detect a user authentication failure at step
301. If the electronic device 100 had no biometric sensor,
step 301 would be omitted.
[0092] Ordinarily, the next step would be to request
entry (117) of a user authentication code via a prompt or
other notification or indicia presented on a user interface
of the electronic device 100. The user 107 could then
enter the user authentication code (119) at the user in-
terface of the electronic device 100. However, in this em-
bodiment the two actors 308,309 are watching the elec-
tronic device 100 closely hoping to see what the user
authentication code is so that they scan snoop through
the user’s text messages when the user 107 is away from
the electronic device 100.
[0093] Advantageously, to stop this, at step 302 the
method 300 determines at step 302, using one or more
sensors of the electronic device 100, whether one or
more persons are within the predefined environment 310
of the electronic device 100, which in this case there are.
This determination can be made in a number of ways.
[0094] Illustrating by example, an imager (102) of the
electronic device 100 may capture an image of the pre-
defined environment 310. The authentication system
(111), the face analyzer (219), the environmental ana-
lyzer (214), the one or more processors (204), or another
component of the electronic device 100 can then analyze
that image to determine whether multiple persons are
within the predefined environment 310. Alternatively, an
audio input/processor (209) may capture audio from the
predefined environment 310, and can analyze this audio
input to detect multiple persons within the predefined en-
vironment 310. In other embodiments, the depth scanner

105 can capture depth scans of multiple people. The gaze
detector (212) may detect the gaze of more than one
person toward the electronic device 100. The communi-
cation circuit (206) may detect radio frequency signals
coming from electronic devices belonging to the other
people within the predefined environment 310.
[0095] In a simpler embodiment, the user 107 simply
delivers user input to the user interface (202) of the elec-
tronic device 100 that indicates two or more people are
within the predefined environment 310. Said differently,
in one or more embodiments step 302 comprises receiv-
ing, from the user interface (202) of the electronic device
100, user input indicating that the two or more persons
are within the predefined environment. When the user
authentication input user interface (232) is presented, for
example, the user may enter #######, rather than the
PIN, to alert the one or more processors (204) of the
electronic device 100 that multiple persons are within the
predefined environment 310. Other techniques for deter-
mining whether multiple people are within the predefined
environment 310 will be obvious to those of ordinary skill
in the art having the benefit of this disclosure.
[0096] In one or more embodiments, the imager (102)
is the primary tool to determine whether one or more
persons are within the predefined environment 310. For
instance, in one embodiment the one or more processors
(204) determine whether the one or more persons are
within the predefined environment 310 of the electronic
device 100 by capturing, with the imager (102), one or
more images of the predefined environment 310. From
there, at optional step 303 one or more of the authenti-
cation system (111), the face analyzer (219), the envi-
ronmental analyzer (214), the one or more processors
(204), or another component of the electronic device 100
can perform image analysis on images captured by the
imager (102) to detect conditions within the predefined
environment 310 that may affect the ability of the two
nefarious actors 308,309 to see the display (203) of the
electronic device 100.
[0097] Where the components and systems of the
electronic device 100 conclude that the nefarious actors
308,309 have a line of sight to the display (203) of the
electronic device 100, in one or more embodiments the
one or more processors (204) will preclude entry of the
user authentication code to authenticate the user 107 as
an authorized user of the electronic device 100. However,
where the components and systems of the electronic de-
vice 100 conclude that the display (203) is not viewable
by the nefarious actors, the one or more processors will
allow entry of the user authentication code to authenti-
cate the user 107 as an authorized user of the electronic
device 100. A few use cases will illustrate conditions for
precluding or allowing entry of the user authentication
code.
[0098] Illustrating by example, in one or more embod-
iments, the imager (102) defines a field of view 311 for
the one or more images. As is known in the art, the field
of view 311 of the imager is the area of inspection that
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captured by the imager (102). In many cases, this field
of view 311 can be adjusted by adjusting the settings of
the imager (102).
[0099] In one or more embodiments, the imager (102)
is designed such that the field of view 311 can be set to
define a viewing angle within which the display (203) can
be seen. For instance, in the illustrative embodiment of
FIG. 3, the field of view 311 is set wide enough that any
person standing within the field of view can likely see the
display (203). As shown in FIG. 3, both of the actors
308,309 are within the field of view 311. Since this is the
case, the nefarious actors 308,309 likely can see the dis-
play (203) of the electronic device 100. The gaze detector
(212) of the electronic device 100 can further confirm this
by performing image analysis to detect that, in this illus-
tration, both actors 308,309 are secretly gazing at the
display (203) of the electronic device 100 while the user
107 is attempting to authenticate himself as an author-
ized user of the electronic device 100.
[0100] Since this is the case, at step 304 the method
precludes entry of the user authentication code at the
user interface to authenticate the user 107 as a person
who is the authorized user of the electronic device 100.
This means that the user authentication input user inter-
face (232) would not be presented on the display. Ac-
cordingly, the user 107 is unable to touch user actuation
targets presented on the display (203) to enter a numeric
or alphanumeric code identifying the user 107 as an au-
thorized user or owner of the electronic device 100. Ad-
vantageously, this prevents the nefarious actors 308,309
from secretly watching and obtaining the user authenti-
cation code.
[0101] There are, however, situations in which entry of
the authentication code would be permissible even when
multiple persons are within the environment of the elec-
tronic device 100. This is true because whether the actors
308,309 can actually see the electronic device 100 can
be an important factor in determining whether to preclude
entry of the authentication code. Illustrating by example,
if the nefarious actors 308,309 are too far away from the
electronic device 100, it may be possible to allow entry
of the user authentication code without fear of it being
compromised simply because the nefarious actors
308,309 cannot sufficiently see the display (203) of the
electronic device 100. However, if the nefarious actors
308,309 were far away but were using binoculars or a
telescope, allowing entry of the user authentication code
could be problematic.
[0102] Accordingly, in one or more embodiments the
one or more processors (204) of the electronic device
100 verify, at step 303, by analyzing the one or more
images, whether a distance 312 between all but one per-
son of the two or more persons is beyond a predefined
distance threshold. Alternatively, the authentication sys-
tem (111) can determine the distance 312 between the
actors 308,309 and the electronic device 100 by using
the scaling from the captured images using the depth
scanner (105). In other embodiments, proximity detector

components can use a signal emitter that transmits a
beam of infrared light that reflects from a nearby object
and is received by a corresponding signal receiver, which
can be used to compute the distance 312 between the
actors 308,309 and the electronic device 100.
[0103] Embodiments of the disclosure contemplate
that when the actors 308,309 are beyond a predefined
distance 312, they will be unable to discern what is being
entered into the user interface (202) of the electronic de-
vice 100. Accordingly, the preclusion of entry of the user
authentication code or data at step 304 will be unneces-
sary. As such, in one or more embodiments rather than
precluding this entry, the one or more processors (204)
will prompt, at the user interface (202) for entry of the
user authentication code to authenticate the person as
the authorized user of the electronic device 100 when all
but one person, e.g., user 107, of the people within the
predefined environment 310 is beyond a predefined dis-
tance threshold 313.
[0104] However, as noted above, embodiments of the
disclosure contemplate there can be scenarios when all
of the nefarious actors 308,309 are beyond a predefined
distance threshold 313, but those far-away persons can
still see the user interface (202) of the electronic device
100. For example, in one or more embodiments the ac-
tors 308,309 may be using binoculars, telescopes, or oth-
er auxiliary lensed optical instrument 314. Accordingly,
in one or more embodiments step 303 includes the en-
vironmental analyzer (214) or other component of the
electronic device 100 determines, by analyzing the one
or more images, whether people within the field of view
311 or within the predefined embodiment are using an
auxiliary lensed optical instrument 314 such as binocu-
lars or a telescope. The term "auxiliary" is used to distin-
guish distance-based lensed optical instruments, such
as binoculars or telescopes, from corrective vision lensed
instruments such as eyeglasses and contact lenses.
Where any of the people are using an auxiliary lensed
optical instrument 314, despite the fact that they are be-
yond the predefined distance 312, step 304 will include
precluding the entry of the user authentication code to
authenticate the person 107 as the authorized user of
the electronic device 100.
[0105] Embodiments of the disclosure contemplate
that the authentication system (111), the face analyzer
(219), the environmental analyzer (214), the one or more
processors (204), or another component of the electronic
device 100 can, under certain conditions, initially mistak-
enly conclude there are multiple persons within the pre-
defined environment 310. This can occur when, for ex-
ample, a mirror 316 is disposed behind the user 107.
When this happens, the environmental analyzer (214)
may think that the reflection 315 of the user 107 is instead
a second person.
[0106] Accordingly, in one or more embodiments step
303 includes determining, by analyzing the one or more
images, authentication system (111), the face analyzer
(219), the environmental analyzer (214), the one or more
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processors (204), or another component of the electronic
device 100, whether all but one person of the two or more
persons is a mirrored reflection 315 of the all but one
person. Said differently, in one embodiment step 303
comprises determining, with the authentication system
(111), the face analyzer (219), the environmental ana-
lyzer (214), the one or more processors (204), or another
component of the electronic device 100, whether the per-
ceived other person is a mirror image of the user 107.
Where this is the case, i.e., where the all but one person
of the two or more persons is the mirrored reflection 316
of the all but one person, the one or more processors
may skip the precluding of step 304 and will instead re-
questing entry of the user authentication code at the user
interface (202) to authenticate the all but one person as
the authorized user of the electronic device (100).
[0107] Step 304 comprises, where two or more per-
sons are within the predefined environment 310, preclud-
ing entry of the user authentication code at the user 107
interface to authenticate the user 107 as the authorized
user of the electronic device 100. As noted, this preclu-
sion step prevents an unauthorized user from spying on
the display in an effort to see what the authorized user’s
authentication code is during entry of the same. By con-
trast, where only one person is within the predefined en-
vironment, step 304 comprises requesting entry of a user
authentication code at the user interface to authenticate
that person as an authorized user of the electronic device.
In this illustration, the nefarious actors 308,309 are in the
predefined environment 310, can see the display (203),
and are gazing at the display (203). Accordingly, the
former would be performed, and entry of the user authen-
tication code would be precluded.
[0108] Embodiments of the disclosure contemplate
that it is conceivable that the user 107 may forget that
the preclusion of the entry of the user authentication code
at the user interface of the electronic device 100 is for
their own safety and security. If the user 107 is particularly
absent minded, or is simply having an off day, they may
think that the electronic device 100 is not working prop-
erly. To ensure this is not the case, in one or more em-
bodiments the one or more processors (204) of the elec-
tronic device 100 prompt the user 107 by presenting help-
ful indicia on the display (203) or user interface (202) of
the electronic device 100.
[0109] Illustrating by example, in one embodiment op-
tional step 305 comprises presenting indicia at the user
interface (202) of the electronic device 100 when the two
or more persons are within the predefined environment
310. In one or more embodiments, these indicia indicates
that entry of the user authentication code to authenticate
the user 107 as the authorized user of the electronic de-
vice 100 has been precluded. The indicia might say, "PIN
ENTRY DISABLED." Alternatively, the indicia might be
a large picture of a STOP sign. Alternatively, the indicia
may just be a blank screen where the user authentication
input user interface (232) would normally appear. Other
examples of suitable indicia indicating that entry of the

user authentication code has been precluded will be ob-
vious to those of ordinary skill in the art having the benefit
of this disclosure.
[0110] In one or more embodiments, optional step 305
includes not only presenting indicia that entry of the user
authentication code is precluded, but why it is precluded
as well. Accordingly, in one or more embodiments step
305 comprises presenting additional indicia, at the user
interface (202) when the two or more persons are within
the predefined environment 310. In one or more embod-
iments the additional indicia indicates why the entry of
the user authentication code to authenticate the person
as the authorized user of the electronic device has been
precluded. The indicia might say, "Look out! Other people
can see your display! PIN Entry Disabled for your pro-
tection!" Alternatively, the indicia might say, "Buster, be
careful! People are trying to get your PIN! For this reason,
you can’t enter your PIN at this time." In another embod-
iment, the indicia might just be a giant picture of the World
War II era "Kilroy" peeking over a wall, which indicates
that other people are watching. Other examples of suit-
able indicia will be obvious to those of ordinary skill in
the art having the benefit of this disclosure.
[0111] It should be noted that step 305 is optional, due
to the fact that it may be safer not to present anything at
all. Where the nefarious actors 308,309 are just nosy
family members, presenting step 305 does no harm.
However, were the nefarious actors 308,309 actual crim-
inals, presentation of this indicia may tip them off that the
electronic device 100 can somehow still be unlocked by
the user 107, thereby placing additional pressure on the
user 107 that he does not need. Accordingly, in one or
more embodiments step 305 can be included or excluded
via adjustments of the user settings of the electronic de-
vice 100. A forgetful user might ensure that step 305 oc-
curs, while a mindful user might disable it, and so forth.
[0112] In addition to informational prompts and indicia,
instructional prompts and indicia can be presented as
well. For example, in one or more embodiments optional
step 306 comprises prompting, on a user interface (202)
of the electronic device, for the electronic device 100 to
be moved to a location where the only one person is
within the predefined environment. Such a prompt may
say, "Buster, Wait! You need to move to a private location
so nobody watches you enter your PIN!" Alternatively,
the prompt may say, "People are watching! Move to a
private location BEFORE entering your PIN! Now, man!"
Other suitable "move somewhere private" prompts will
be obvious to those of ordinary skill in the art having the
benefit of this disclosure.
[0113] Embodiments of the disclosure contemplate
that the two actors 308,309 may not be nefarious. They
may be best friends of the user 107, and the user 107
may care less whether they know his user authentication
code. For that matter, the user 107 may have told them
the user authentication code. Alternatively, the electronic
device 100 may be a shared electronic device, and each
of the actors 308,309 may have their own password. As
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such, the user 107 may desire to override the preclusion
of the entry of the user authentication code. Optional step
307 allows just that.
[0114] In one or more embodiments, step 307 com-
prises prompting, at the user interface (202) of the elec-
tronic device 100 when the two or more persons are with-
in the predefined environment 310, for the entry of a user
input overriding preclusion of entry of the user authenti-
cation code to authenticate the user as the authorized
user of the electronic device 100. For example, the one
or more processors (204) of the electronic device 100
may cause a message to be presented on the display
(203) of the electronic device 100. The message may
say, "Buster, do you want to override this important se-
curity feature and enter your PIN anyway?" Alternatively,
the message may say, "Would you like us to try biometric
authentication again? The message may say, "Speak
’override’ in your normal tone of voice so that voice anal-
ysis can be used to validate that you want this security
feature to be overridden." Other suitable messages will
be obvious to those of ordinary skill in the art having the
benefit of this disclosure.
[0115] In one or more embodiments, step 307 then
comprises receiving, from the user interface after the
prompting, the user input overriding preclusion of entry
of the user authentication code to authenticate the person
as the authorized user of the electronic device. Where
the electronic device 100 includes a biometric sensor,
this user input could be biometric. Examples of biometric
input include a particular voice, a fingerprint, or facial
features. Where the electronic device 100 does not in-
clude a biometric sensor, or where the biometric sensor
is not functioning properly, in one or more embodiments
this user input can be user authentication data that is
different that the user authentication code used to unlock
the electronic device 100.
[0116] Illustrating by example, if the user authentica-
tion code used to unlock the device is 2-4-6-8-0, the user
input to override the preclusion of its entry might be
BSTRWNTSTVRRIDE, which is "Buster wants to over-
ride" without the vowels. Other examples of user input
used to override the preclusion of the user authentication
code will be obvious to those of ordinary skill in the art
having the benefit of this disclosure.
[0117] As shown and described with reference to FIG.
3, embodiments of the disclosure provide a solution to
situations in which a person other than the authorized
user or device owner is nearby at a viewing angle where
the display (203) of the electronic device 100 is visible
when the authorized user is inputting an authorization
code while unlocking the device, and sees the authori-
zation code. In one or more embodiments, if the author-
ized user is not alone and desires to unlock the electronic
device 100, the one or more processors (204) of the elec-
tronic device 100 preclude the entry of the authorization
code by not presenting the user authentication input user
interface (232) on the display (203) of the electronic de-
vice 100.

[0118] Turning now to FIG. 4, illustrated therein is one
illustrative method 400 for an electronic device in accord-
ance with one or more embodiments of the disclosure.
In situations where the electronic device includes a bio-
metric sensor, and the authorized user desires to unlock
the electronic device in the presence of other people,
e.g., where the sensors of the electronic device deter-
mine that the person is in a public setting, the biometric
sensor, be it a facial scanner, voice recognition device,
or other device, defaults as the only option for device
access. Where biometric authentication is successful,
the method 400 of FIG. 4 is unnecessary, even in public
environments. However, where user authentication fail-
ure of the biometric sensor occurs, as detected by step
401, or where the electronic device fails to include a bi-
ometric sensor, the method 400 of FIG. 4 is useful in
public situations to ensure that an authentication code is
not compromised.
[0119] At decision 402, the method 400 determines,
using one or more sensors of the electronic device,
whether two or more persons are within a predefined
environment of the electronic device. Turning briefly to
FIG. 5, illustrated therein are various ways that decision
402 can be made.
[0120] In one or more embodiments, decision 402 is
made through thermal detection 501. Illustrating by ex-
ample, the electronic device could include proximity sen-
sor components or proximity detector components. The
proximity sensor components can be disposed corners
of the electronic device. For example, a first proximity
sensor component can be disposed at a first corner of
the electronic device, while a second proximity sensor
component can be disposed at a second corner of the
electronic device, and so forth. Similarly, proximity sen-
sor components can be disposed about a perimeter of
the electronic device as well.
[0121] Each proximity sensor component can be dis-
posed behind a grille that defines one or more apertures
through which infrared emissions are received. The grille
can define one or more reception beams in which infrared
emissions can be received. A cumulative beam reception
angle is defined by the angular range at which infrared
emissions can be received by a particular proximity sen-
sor component. In one or more embodiments, to provide
360-degree coverage about the housing of the electronic
device, the cumulative beam reception angle for each
proximity sensor component is obtuse such that it over-
laps with at least one other beam reception angle of at
least one other proximity sensor component.
[0122] The definition of such reception beams advan-
tageously can enable the proximity sensor components
to detect not only the location of an object relative to the
housing, but also whether one or multiple objects are
within a thermal detection radius. Embodiments of the
disclosure contemplate that there is a high value in not
only detecting presence or motion of a user in a 360-
degree coverage area provided by the proximity sensor
components, but also in determining where the exact us-
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er position is relative to electronic device to determine
whether people can see the display. The use of the grille
and its corresponding reception beams allows for the de-
tection of multiple people about the housing of the elec-
tronic device, even when those people are close to one
another. Advantageously, in one or more embodiments
this can be detected by sensing infrared emissions by
those persons via the reception beams and overlapping
the cumulative beam reception angle.
[0123] By determining which proximity sensor compo-
nent, or combination of components, receives an infrared
emission, one or more processors of the electronic de-
vice can determine where a person or persons may be
located about the electronic device. Said differently, in
one embodiment the one or more processors can deter-
mine whether a single proximity sensor component or
multiple proximity sensor components receives the infra-
red emission to determine a relative location of either a
single person or a plurality of people relative to the hous-
ing of the electronic device.
[0124] In another embodiment, decision 402 is made
using image analysis 502. Illustrating by example, an im-
ager of the electronic device may capture an image of
the predefined environment about the electronic device.
Components of the electronic device can then analyze
that image to determine whether multiple persons are
within the predefined environment. In one embodiment
one or more processors of the electronic device deter-
mine whether the one or more persons are within the
predefined environment of the electronic device by cap-
turing, with the imager, one or more images of the pre-
defined environment and performing image analysis on
images captured by the imager to determine whether
multiple persons are within the predefined environment.
[0125] In another embodiment decision 402 is made
using audio analysis 503. An audio input/processing sys-
tem may capture audio from the predefined environment,
and can analyze this audio input to detect multiple per-
sons within the predefined environment.
[0126] In another embodiment, decision 402 can be
made as a function of received user input. A user may
deliver user input to the user interface of the electronic
device that indicates two or more people are within the
predefined environment 310. When the user authentica-
tion code entry field is presented, for example, the user
may enter * * * *, rather than the PIN, to alert the one or
more processors of the electronic device that multiple
persons are within the predefined environment. Other
techniques for making decision 402 will be obvious to
those of ordinary skill in the art having the benefit of this
disclosure.
[0127] Turning back to FIG. 4, where only one person
is within the predefined environment, as determined by
decision 402, step 404 requests entry of a user authen-
tication code at the user interface to authenticate the only
one person as an authorized user of the electronic device.
Illustrating by example, step 404 can comprises presen-
tign a user authentication input user interface on a touch

sensitive display of the electronic device. One example
of a user authentication input user interface is a password
entry presentation with which the user may touch user
actuation targets presented on the display to enter a nu-
meric or alphanumeric code identifying the user as an
authorized user or owner of the electronic device. Other
techniques for requesting entry of a user authentication
code at the user interface to authenticate the only one
person as an authorized user of the electronic device will
be obvious to those of ordinary skill in the art having the
benefit of this disclosure.
[0128] Where two or more persons are within the pre-
defined environment, as determined at decision 402, op-
tional step 403 can occur. Optional step 403 includes
performing other verification options to determine wheth-
er one or more persons of the two or more persons could
see, and potentially obtain, a user authentication code
when entered into the electronic device. Turning briefly
to FIG 6, illustrated therein are some examples of optional
verification steps that can be performed.
[0129] In one embodiment, step 403 comprises deter-
mining if at least a second person is within a field of view
of a user interface or display of the electronic device at
601. In one embodiment, this can occur with the use of
an imager as previously described. Where at least a sec-
ond person is within the field of view of the user interface
or display of the electronic device, it is possible that they
may see a user authentication code entry if it is allowed
to occur. However, where only one person is within the
field of view of the user interface or display, entry of the
user authentication code can occur without concern since
no one but the single person within the field of view can
see the user interface or display.
[0130] In one embodiment, step 403 comprises deter-
mining if at least a second person is within a field of view
of a user interface or display of the electronic device at
602. If all but one person is sufficiently far from the elec-
tronic device that they cannot sufficiently see the user
interface or display of the electronic device, entry of the
user authentication code can occur without concern since
only the single person is sufficiently close so as to legibly
see the user interface or display. By contrast, when more
than one person is within a predefined distance of the
electronic device, it is possible that they may see a user
authentication code entry if it is allowed to occur.
[0131] In one embodiment, step 403 comprises deter-
mining if the number of persons minus one detected with-
in the predefined environment of the electronic device
are mirrored reflections at 603. As noted above, if a per-
son is standing near one or more mirrors, one or more
reflections may be captured by an imager when capturing
images of the predefined environment about the elec-
tronic device. Accordingly, image analysis can be per-
formed on the images. Where all persons minus one are
reflections from a mirror, entry of the user authentication
code can occur without concern. By contrast, where at
least two people within the predefined environment are
not reflections, it is possible that they may see a user
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authentication code entry if it is allowed to occur.
[0132] In one or more embodiments, step 403 com-
prises determining if any of the two or more persons with-
in the predefined environment are using a vision en-
hancement device at 604. If, for example, two people are
within the predefined environment, and one is far away,
ordinarily entry of the user authentication code can occur
without concern since no one but the single person could
see the display legibly enough to watch what alphanu-
meric characters were being entered as the user authen-
tication code. However, if that other person is using a
telescope, binoculars, imaging device, or other vision en-
hancement device, they very well may be able to watch
what alphanumeric characters were being entered as the
user authentication code. Accordingly, it is possible that
they may see a user authentication code entry if it is al-
lowed to occur.
[0133] In one or more embodiments, step 403 com-
prises determining what data is being presented on the
display at 605. If, for example, the authentication code
entry field is presented in a very small font, it may be hard
for another person to legibly see the display when the
user authentication code is entered. Accordingly, entry
of the user authentication code can occur without con-
cern since only the single person is sufficiently close so
as to legibly see the remarkably small font. By contrast,
when a giant font is used, it is possible that they may see
a user authentication code entry if it is allowed to occur.
[0134] Turning now back to FIG. 4, optional decision
405 determines whether any of the verification factors
are true or false, as well as whether they change the
default mode of the method 400 that causes the preclu-
sion of entry of a user authentication code at a user in-
terface of the electronic device to authenticate a person
as an authorized user of the electronic device when the
two or more persons are within the predefined environ-
ment at step 406. For example, if people were far away,
this may change this default mode, sending the method
400 to step 404 where entry of the user authentication
code is permitted.
[0135] Where entry of the user authentication code has
been precluded at step 407, other control operations can
optionally be performed at step 407. Turning now to FIG.
7, illustrated therein are several examples of such op-
tional control operations. Others will be obvious to those
of ordinary skill in the art having the benefit of this dis-
closure.
[0136] In one embodiment, step 407 comprises
prompting, with the one or more processors at the user
interface, for the person to move the electronic device to
a location where the person is the only person within the
predefined environment at step 701. Step 701 can further
comprise detecting, with one or more location detectors,
both movement of the electronic device to a new location
and only one person being within the predefined envi-
ronment. Where this occurs, the method (400) of FIG. 4
can move from step 407 to step (404), and thereafter
request entry of the user authentication code at the user

interface to authenticate the only one person as the au-
thorized user of the electronic device.
[0137] In one embodiment, step 407 can comprise pre-
senting a notification, with the one or more processors
at the user interface, that entry of the user authentication
code has been precluded at step 702. Step 702 can fur-
ther comprise presenting a notification why the entry of
the user authentication code has been precluded.
[0138] In one embodiment, step 407 can comprise al-
lowing the user to override the preclusion of step (406)
of FIG. 4 at step 703. Illustrating by example, step 703
can include prompting, at the user interface when the two
or more persons are within the predefined environment,
for the entry of a user input overriding preclusion of entry
of the user authentication code to authenticate the person
as the authorized user of the electronic device. Step 703
can then include receiving, from the user interface after
the prompting, the user input overriding preclusion of en-
try of the user authentication code to authenticate the
person as the authorized user of the electronic device
and, after receiving the user input, requesting, at the user
interface, the entry of the user authentication code to
authenticate the person as the authorized user of the
electronic device.
[0139] In one embodiment, step 407 can comprise,
with the one or more other sensors, shielding of the user
interface of the electronic device at step 704. This can
be accomplished, for example, by capturing an image of
a hand over the display, detecting low light at the display
with a light detector, or other techniques. Where this oc-
curs, the method (400) of FIG. 4 can move from step 407
to step (404), and thereafter request entry of the user
authentication code at the user interface to authenticate
the only one person as the authorized user of the elec-
tronic device.
[0140] Turning now back to FIG. 4, when one or more
control operations are performed at step 407, optional
decision 408 can determine whether they change the
condition of the electronic device causing the preclusion
of entry of a user authentication code at a user interface
of the electronic device to authenticate a person as an
authorized user of the electronic device when the two or
more persons are within the predefined environment. If,
for example, a hand is placed over the display, thereby
obscuring entry of a user authentication code as de-
scribed above at step (704), this would change the con-
dition, thereby causing the method 400 to move to step
404 where entry of the user authentication code is per-
mitted. If the condition has not changed, the method 400
returns to step 406.
[0141] Turning now to FIG. 8, illustrated therein are
various prompts that can be presented on a display 203
of an electronic device 100. The various prompts can be
presented individually or in combination.
[0142] As before, the electronic device 100 can include
a user interface, a biometric sensor and one or more
other sensors, and one or more processors operable with
the user interface, the biometric sensor, and the one or
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more other sensors. As described above, the one or more
processors, in response to detecting a user authentica-
tion failure by the biometric sensor, can determine with
the one or more other sensors that two or more persons
are within a field of view of the user interface. Where the
two or more persons are within the field of view of the
user interface, the one or more processors can preclude
entry of any user authentication code at the user interface
to authenticate a person as an authorized user of the
electronic device 100.
[0143] In one or more embodiments, the one or more
processors further present a notification 801 at the user
interface, one example of which is the display 203. In one
embodiment, the notification 801 indicates that two or
more persons are within the field of view of the electronic
device 100.
[0144] In another embodiment, the one or more proc-
essors present a prompt 802 at the user interface when
the two or more persons are within the predefined envi-
ronment. In one or more embodiments, the prompt com-
prises a request for the electronic device 100 to be moved
to a location where the only one person is within the pre-
defined environment.
[0145] In another embodiment, the one or more proc-
essors present indicia 803 at the user interface when the
two or more persons are within the predefined environ-
ment. In one or more embodiments, the indicia 803 indi-
cate that entry of the user authentication code to authen-
ticate the person as the authorized user of the electronic
device 100 has been precluded.
[0146] In another embodiment, the one or more proc-
essors present additional indicia 804 on the user inter-
face. In one embodiment, the additional indicia 804 indi-
cate why the entry of the user authentication code to au-
thenticate the person as the authorized user of the elec-
tronic device has been precluded.
[0147] In another embodiment, the one or more proc-
essors present a prompt 805 on the user interface. In
one embodiment, the prompt 805 requests entry of a user
input overriding preclusion of entry of the user authenti-
cation code to authenticate the person as the authorized
user of the electronic device.
[0148] Turning now to FIG. 9, illustrated therein are
one or more embodiments of the disclosure. At 901, an
electronic device comprises a user interface. At 901, the
user interface comprises a display. At 901, the electronic
device comprises one or more sensors and one or more
processors operable with the user interface and the one
or more sensors.
[0149] At 901, the one or more processors determine,
with the one or more other sensors, whether one or more
persons are within a predefined environment of the elec-
tronic device. At 901, and where only one person is within
the predefined environment, the one or more processors
request entry of a user authentication code at the user
interface to authenticate the only one person as an au-
thorized user of the electronic device. However, at 901
where two or more persons are within the predefined

environment, the one or more processors preclude entry
of the user authentication code at the user interface to
authenticate a person as the authorized user of the elec-
tronic device.
[0150] At 902, the one or more processors of 901 fur-
ther prompt, at the user interface when the two or more
persons are within the predefined environment, for the
electronic device to be moved to a location where the
only one person is within the predefined environment. At
903, the one or more processors of 901 further present
indicia, at the user interface when the two or more per-
sons are within the predefined environment. At 903, the
indicia indicate that entry of the user authentication code
to authenticate the person as the authorized user of the
electronic device has been precluded.
[0151] At 904, the one or more processors of 903 fur-
ther present additional indicia at the user interface when
the two or more persons are within the predefined envi-
ronment. At 904, the additional indicia indicate why the
entry of the user authentication code to authenticate the
person as the authorized user of the electronic device
has been precluded.
[0152] At 905, the one or more processors of 903 fur-
ther prompt, at the user interface when the two or more
persons are within the predefined environment, for the
entry of a user input overriding preclusion of entry of the
user authentication code to authenticate the person as
the authorized user of the electronic device. At 905, the
one or more processors receive, from the user interface
after the prompting, the user input overriding preclusion
of entry of the user authentication code to authenticate
the person as the authorized user of the electronic device.
At 905, the one or more processors, after receiving the
user input, request, at the user interface, the entry of the
user authentication code to authenticate the person as
the authorized user of the electronic device.
[0153] At 906, the one or more other sensors of 901
comprise an imager. At 906, the one or more processors
determine whether the one or more persons are within
the predefined environment of the electronic device by
capturing, with the imager, one or more images of the
predefined environment.
[0154] At 907, the imager of 906 defines a field of view
for the one or more images. At 907, the predefined en-
vironment comprises the field of view. At 908, the field
of view of 907 defines a viewing angle within which the
display can be seen by at least one person of the two or
more persons.
[0155] At 909, the one or more processors of 906 verify,
by analyzing the one or more images, whether a distance
between all but one person of the two or more persons
is beyond a predefined distance threshold. At 910, the
one or more processors of 909 further prompt, at the user
interface when the all but one person of the two or more
persons is beyond the predefined distance threshold, for
entry of the user authentication code to authenticate the
person as the authorized user of the electronic device.
[0156] At 911, the one or more processors of 910 fur-
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ther determine, by analyzing the one or more images,
whether any person other than the all but one person of
the two or more persons is using a lensed optical instru-
ment. At 911, where the any person other than the all but
one person of the two or more persons is using the lensed
optical instrument, the one or more processors preclude
the entry of the user authentication code to authenticate
the person as the authorized user of the electronic device.
[0157] At 912, the one or more processors of 906 fur-
ther determine, by analyzing the one or more images,
whether all but one person of the two or more persons
is a mirrored reflection of the all but one person. At 912,
where the all but one person of the two or more persons
is the mirrored reflection of the all but one person, the
one or more processors request entry of the user authen-
tication code at the user interface to authenticate the all
but one person as the authorized user of the electronic
device.
[0158] At 913, the one or more processors of 901 fur-
ther receive, from the user interface, user input indicating
that the two or more persons are within the predefined
environment. At 913, in response to the user input, the
one or more processors preclude entry of the user au-
thentication code to authenticate the person as the au-
thorized user of the electronic device.
[0159] At 914, a method in an electronic device com-
prises detecting, with a biometric sensor of the electronic
device, a user authentication failure by the biometric sen-
sor. At 914, the method comprises determining, with one
or more other sensors of the electronic device, that two
or more persons are within a predefined environment of
the electronic device. At 914, the method comprises,
when the two or more persons are within the predefined
environment, precluding, with one or more processors,
entry of a user authentication code at a user interface of
the electronic device to authenticate a person as an au-
thorized user of the electronic device.
[0160] At 915, the method of 914 further comprises
prompting, with the one or more processors at the user
interface, for the person to move the electronic device to
a location where the person is the only person within the
predefined environment. At 916, the method of 915 fur-
ther comprises detecting, with one or more location de-
tectors, both movement of the electronic device to a new
location and only one person being within the predefined
environment. At 916, the method thereafter comprises
requesting entry of the user authentication code at the
user interface to authenticate the only one person as the
authorized user of the electronic device.
[0161] At 917, the method of 914 further comprises
presenting a notification, with the one or more processors
at the user interface, that entry of the user authentication
code has been precluded. At 918, the method of 914
further comprises detecting, with the one or more other
sensors, shielding of the user interface of the electronic
device, and thereafter requesting entry of the user au-
thentication code at the user interface to authenticate the
person as the authorized user of the electronic device.

[0162] At 919, an electronic device comprises a user
interface, a biometric sensor and one or more other sen-
sors, and one or more processors operable with the user
interface, the biometric sensor, and the one or more other
sensors. At 919, the one or more processors, in response
to detecting a user authentication failure by the biometric
sensor, determine with the one or more other sensors
that two or more persons are within a field of view of the
user interface. At 919, where the two or more persons
are within the field of view of the user interface, the one
or more processors preclude entry of any user authenti-
cation code at the user interface to authenticate a person
as an authorized user of the electronic device. At 920,
the one or more processors further present a notification,
at the user interface, that the two or more persons are
within the field of view of the electronic device.
[0163] In the foregoing specification, specific embodi-
ments of the present disclosure have been described.
However, one of ordinary skill in the art appreciates that
various modifications and changes can be made without
departing from the scope of the present disclosure as set
forth in the claims below. Thus, while preferred embod-
iments of the disclosure have been illustrated and de-
scribed, it is clear that the disclosure is not so limited.
Numerous modifications, changes, variations, substitu-
tions, and equivalents will occur to those skilled in the art
without departing from the scope of the present disclo-
sure as defined by the following claims.
[0164] For example the determination of whether mul-
tiple persons are within an environment may be triggered
by one or more motion sensors of the electronic device.
When, for instance, an electronic device is sitting on a
table and in a locked state, an imager can be actuated
when the electronic device is moved. When this occurs
the imager can determine whether the electronic device
is in a public or private setting. If the setting is public, a
biometric sensor can attempt to authenticate a person
as the authorized user of the electronic device.
[0165] When in the private mode, an imager or audio
sensor can detect that the person is the only person in
the environment, perhaps by capturing images of the
electronic device being tightly coupled with the user or
by a light sensor indicating shadows when the user cov-
ers the display with the hand. Where this occurs, entry
of the authentication code can be enabled. Thus, when
a user is attempting to unlock an electronic device in a
public environment, entry of user authentication data or
a user authentication code is precluded, with biometric
authentication being the only option. In one or more em-
bodiments a prompt is presented on the display indicating
why authentication code entry is not available, as de-
scribed above.
[0166] Advantageously, when someone, such as a
friend or family member or a stranger, is detected to be
looking at a display of an electronic device and is within
a readable range/distance from the electronic device, a
PIN entry screen is disabled. Reasons why this is occur-
ring can be presented on the display so that the user
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understands what is happening. During such user au-
thentication code preclusion states, one or more proces-
sors of the electronic device can provide other options
to authenticate, e.g., a fingerprint sensor, a facial scan-
ner, a voice recognition system, or other system.
[0167] Accordingly, the specification and figures are to
be regarded in an illustrative rather than a restrictive
sense, and all such modifications are intended to be in-
cluded within the scope of present disclosure. The ben-
efits, advantages, solutions to problems, and any ele-
ment(s) that may cause any benefit, advantage, or solu-
tion to occur or become more pronounced are not to be
construed as a critical, required, or essential features or
elements of any or all the claims. The disclosure is de-
fined solely by the appended claims including any
amendments made during the pendency of this applica-
tion and all equivalents of those claims as issued.

Claims

1. An electronic device, (100), comprising:

a user interface (202) comprising a display;
(203);
one or more sensors; (224, 225); and
one or more processors (110) operable with the
user interface and the one or more sensors;
characterized in that:

the one or more processors determining,
with the one or more sensors, whether one
or more persons are within a predefined en-
vironment of the electronic device; and
where only one person is within the prede-
fined environment, requesting entry of a us-
er authentication code at the user interface
to authenticate the only one person as an
authorized user of the electronic device;
where two or more persons are within the
predefined environment, precluding entry of
the user authentication code at the user in-
terface to authenticate a person as the au-
thorized user of the electronic device; and
prompting, at the user interface when the
two or more persons are within the prede-
fined environment, for the electronic device
to be moved to a location where the only
one person is within the predefined environ-
ment.

2. The electronic device of claim 1, the one or more
processors further presenting indicia, at the user in-
terface when the two or more persons are within the
predefined environment, the indicia indicating that
entry of the user authentication code to authenticate
the person as the authorized user of the electronic
device has been precluded.

3. The electronic device of claim 2, the one or more
processors further presenting additional indicia, at
the user interface when the two or more persons are
within the predefined environment, the additional in-
dicia indicating why the entry of the user authentica-
tion code to authenticate the person as the author-
ized user of the electronic device has been preclud-
ed.

4. The electronic device of claim 2, the one or more
processors further:

prompting, at the user interface when the two or
more persons are within the predefined environ-
ment, for the entry of a user input overriding pre-
clusion of entry of the user authentication code
to authenticate the person as the authorized us-
er of the electronic device;
receiving, from the user interface after the
prompting, the user input overriding preclusion
of entry of the user authentication code to au-
thenticate the person as the authorized user of
the electronic device; and
after receiving the user input, requesting, at the
user interface, the entry of the user authentica-
tion code to authenticate the person as the au-
thorized user of the electronic device.

5. The electronic device of any preceding claim, the
one or more sensors comprising an imager, the one
or more processors determining whether the one or
more persons are within the predefined environment
of the electronic device by capturing, with the imager,
one or more images of the predefined environment.

6. The electronic device of claim 5, the imager defining
a field of view for the one or more images, wherein
the predefined environment comprises the field of
view.

7. The electronic device of claim 6, wherein the field of
view defines a viewing angle within which the display
can be seen by at least one person of the two or
more persons.

8. The electronic device of any of claims 5 to 7, the one
or more processors verifying, by analyzing the one
or more images, whether a distance between all but
one person of the two or more persons is beyond a
predefined distance threshold.

9. The electronic device of claim 8, the one or more
processors further prompting, at the user interface
when the all but one person of the two or more per-
sons is beyond the predefined distance threshold,
for entry of the user authentication code to authen-
ticate the person as the authorized user of the elec-
tronic device.
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10. The electronic device of claim 9, the one or more
processors further determining, by analyzing the one
or more images, whether any person other than the
all but one person of the two or more persons is using
a lensed optical instrument, and where the any per-
son other than the all but one person of the two or
more persons is using the lensed optical instrument,
precluding the entry of the user authentication code
to authenticate the person as the authorized user of
the electronic device.

11. The electronic device of any of claims 5 to 10, the
one or more processors further determining, by an-
alyzing the one or more images, whether all but one
person of the two or more persons is a mirrored re-
flection of the all but one person, and where the all
but one person of the two or more persons is the
mirrored reflection of the all but one person, request-
ing entry of the user authentication code at the user
interface to authenticate the all but one person as
the authorized user of the electronic device.

12. The electronic device of any preceding claim, the
one or more processors further receiving, from the
user interface, user input indicating that the two or
more persons are within the predefined environment
and, in response to the user input, precluding entry
of the user authentication code to authenticate the
person as the authorized user of the electronic de-
vice.

13. A method in an electronic device, the method com-
prising:

detecting, with a biometric sensor of the elec-
tronic device, a user authentication failure by the
biometric sensor;
characterized in that:

determining, with one or more other sensors
of the electronic device, that two or more
persons are within a predefined environ-
ment of the electronic device;
when the two or more persons are within
the predefined environment, precluding,
with one or more processors, entry of a user
authentication code at a user interface of
the electronic device to authenticate a per-
son as an authorized user of the electronic
device; and
prompting, with the one or more processors
at the user interface, for the person to move
the electronic device to a location where the
person is the only person within the prede-
fined environment.

14. The method of claim 13, further comprising detect-
ing, with one or more location detectors, both move-

ment of the electronic device to a new location and
only one person being within the predefined environ-
ment, and thereafter requesting entry of the user au-
thentication code at the user interface to authenticate
the only one person as the authorized user of the
electronic device.

15. The method of any of claims 13 to 14, further com-
prising presenting a notification, with the one or more
processors at the user interface, that entry of the
user authentication code has been precluded.

16. The method of any of claims 13 to 15, further com-
prising detecting, with the one or more other sensors,
shielding of the user interface of the electronic de-
vice, and thereafter requesting entry of the user au-
thentication code at the user interface to authenticate
the person as the authorized user of the electronic
device.

Patentansprüche

1. Elektronische Vorrichtung (100), umfassend:

eine Benutzerschnittstelle (202), die eine Anzei-
ge (203) umfasst;
einen oder mehrere Sensoren (224, 225); und
einen oder mehrere Prozessoren (110), die mit
der Benutzerschnittstelle und dem einen oder
den mehreren Sensoren betreibbar sind;
dadurch gekennzeichnet, dass:

der eine oder die mehreren Prozessoren mit
dem einen oder den mehreren Sensoren
bestimmen, ob sich eine oder mehrere Per-
sonen innerhalb einer vordefinierten Umge-
bung der elektronischen Vorrichtung befin-
den; und
wenn sich nur eine Person innerhalb der
vordefinierten Umgebung befindet, Anfor-
dern einer Eingabe eines Benutzerauthen-
tifizierungscodes an der Benutzerschnitt-
stelle, um die nur eine Person als autorisier-
ten Benutzer der elektronischen Vorrich-
tung zu authentifizieren;
wenn sich zwei oder mehr Personen inner-
halb der vordefinierten Umgebung befin-
den, Ausschließen der Eingabe des Benut-
zerauthentifizierungscodes an der Benut-
zerschnittstelle, um eine Person als autori-
sierten Benutzer der elektronischen Vor-
richtung zu authentifizieren; und
Auffordern, an der Benutzerschnittstelle,
wenn sich die zwei oder die mehreren Per-
sonen innerhalb der vordefinierten Umge-
bung befinden, die elektronische Vorrich-
tung an einen Standort zu bewegen, an dem
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sich die nur eine Person innerhalb der vor-
definierten Umgebung befindet.

2. Elektronische Vorrichtung nach Anspruch 1, wobei
der eine oder die mehreren Prozessoren ferner Zei-
chen an der Benutzerschnittstelle präsentieren,
wenn sich die zwei oder die mehreren Personen in-
nerhalb der vordefinierten Umgebung befinden, wo-
bei die Zeichen angeben, dass die Eingabe des Be-
nutzerauthentifizierungscodes zum Authentifizieren
der Person als autorisierten Benutzer der elektroni-
schen Vorrichtung verhindert wurde.

3. Elektronische Vorrichtung nach Anspruch 2, wobei
der eine oder die mehreren Prozessoren ferner zu-
sätzliche Zeichen an der Benutzerschnittstelle an-
geben, wenn sich die zwei oder die mehrerer Per-
sonen innerhalb der vordefinierten Umgebung be-
finden, wobei die zusätzlichen Zeichen angeben,
warum die Eingabe des Benutzerauthentifizierung-
scodes zum Authentifizieren der Person als autori-
sierten Benutzer der elektronischen Vorrichtung ver-
hindert wurde.

4. Elektronische Vorrichtung nach Anspruch 2, wobei
der eine oder die mehreren Prozessoren ferner:

Auffordern, an der Benutzerschnittstelle, wenn
sich die zwei oder die mehreren Personen in-
nerhalb der vordefinierten Umgebung befinden,
zur Eingabe einer Benutzereingabe, die die Ver-
hinderung der Eingabe des Benutzerauthentifi-
zierungscodes aufhebt, um die Person als au-
torisierten Benutzer der elektronischen Vorrich-
tung zu authentifizieren;
Empfangen, von der Benutzerschnittstelle nach
dem Auffordern, der Benutzereingabe, die die
Verhinderung der Eingabe des Benutze-
rauthentifizierungscodes aufhebt, um die Per-
son als autorisierten Benutzer der elektroni-
schen Vorrichtung zu authentifizieren; und
nach dem Empfangen der Benutzereingabe,
Anfordern, an der Benutzerschnittstelle, der Ein-
gabe des Benutzerauthentifizierungscodes, um
die Person als autorisierten Benutzer der elek-
tronischen Vorrichtung zu authentifizieren.

5. Elektronische Vorrichtung nach einem der vorste-
henden Ansprüche, wobei der eine oder die mehre-
ren Sensoren einen Bildgeber umfassen und der ei-
ne oder die mehreren Prozessoren bestimmen, ob
sich die eine oder die mehreren Personen innerhalb
der vordefinierten Umgebung der elektronischen
Vorrichtung befinden, indem sie mit dem Bildgeber
ein oder mehrere Bilder der vordefinierten Umge-
bung aufnehmen.

6. Elektronische Vorrichtung nach Anspruch 5, wobei

der Bildgeber ein Sichtfeld für das eine oder die meh-
reren Bilder definiert, wobei die vordefinierte Umge-
bung das Sichtfeld umfasst.

7. Elektronische Vorrichtung nach Anspruch 6, wobei
das Sichtfeld einen Betrachtungswinkel definiert, in-
nerhalb dessen die Anzeige von mindestens einer
Person der zwei oder der mehreren Personen gese-
hen werden kann.

8. Elektronische Vorrichtung nach einem der Ansprü-
che 5 bis 7, wobei der eine oder die mehreren Pro-
zessoren durch Analysieren des einen oder der meh-
reren Bilder überprüfen, ob eine Entfernung zwi-
schen allen Personen außer einer der zwei oder der
mehreren Personen über einem vordefinierten Ent-
fernungsschwellenwert liegt.

9. Elektronische Vorrichtung nach Anspruch 8, wobei
der eine oder die mehreren Prozessoren ferner an
der Benutzerschnittstelle, wenn sich alle der zwei
oder der mehreren Personen bis auf eine außerhalb
des vordefinierten Entfernungsschwellenwerts be-
finden, zur Eingabe des Benutzerauthentifizierung-
scodes auffordern, um die Person als autorisierten
Benutzer der elektronischen Vorrichtung zu authen-
tifizieren.

10. Elektronische Vorrichtung nach Anspruch 9, wobei
der eine oder die mehreren Prozessoren durch Ana-
lysieren des einen oder der mehreren Bilder ferner
bestimmen, ob eine andere Person als alle der zwei
oder der mehreren Personen bis auf eine ein opti-
sches Instrument mit Linse verwendet, und wenn die
andere Person als alle der zwei oder der mehreren
Personen bis auf eine das optische Instrument mit
Linse verwendet, die Eingabe des Benutzerauthen-
tifizierungscodes zum Authentifizieren der Person
als autorisierter Benutzer der elektronischen Vor-
richtung verhindern.

11. Elektronische Vorrichtung nach einem der Ansprü-
che 5 bis 10, wobei der eine oder die mehreren Pro-
zessoren durch Analysieren des einen oder der meh-
reren Bilder ferner bestimmen, ob alle Personen bis
auf eine der zwei oder der mehreren Personen eine
gespiegelte Reflexion aller Personen bis auf eine
sind, und wenn alle Personen bis auf eine der zwei
oder der mehreren Personen die gespiegelte Refle-
xion aller Personen bis auf eine sind, die Eingabe
des Benutzerauthentifizierungscodes an der Benut-
zerschnittstelle anfordern, um alle Personen bis auf
eine als autorisierten Benutzer der elektronischen
Vorrichtung zu authentifizieren.

12. Elektronische Vorrichtung nach einem der vorste-
henden Ansprüche, wobei der eine oder die mehre-
ren Prozessoren ferner von der Benutzerschnittstel-
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le eine Benutzereingabe empfangen, die angibt,
dass sich die zwei oder die mehreren Personen in-
nerhalb der vordefinierten Umgebung befinden, und
als Reaktion auf die Benutzereingabe die Eingabe
des Benutzerauthentifizierungscodes verhindern,
um die Person als autorisierten Benutzer der elek-
tronischen Vorrichtung zu authentifizieren.

13. Verfahren in einer elektronischen Vorrichtung, wobei
das Verfahren umfasst:

Erkennen, mit einem biometrischen Sensor der
elektronischen Vorrichtung, eines Fehlers bei
der Benutzerauthentifizierung durch den biome-
trischen Sensor;
dadurch gekennzeichnet, dass:

Bestimmen, mit einem oder mehreren an-
deren Sensoren der elektronischen Vor-
richtung, dass sich zwei oder mehrere Per-
sonen innerhalb einer vordefinierten Umge-
bung der elektronischen Vorrichtung befin-
den;
wenn sich die zwei oder die mehreren Per-
sonen innerhalb der vordefinierten Umge-
bung befinden, Verhindern der Eingabe ei-
nes Benutzerauthentifizierungscodes an ei-
ner Benutzerschnittstelle der elektroni-
schen Vorrichtung mit einem oder mehre-
ren Prozessoren, um eine Person als auto-
risierten Benutzer der elektronischen Vor-
richtung zu authentifizieren; und
Auffordern, mit dem einen oder den mehre-
ren Prozessoren an der Benutzerschnitt-
stelle, dass die Person die elektronische
Vorrichtung an einen Standort bewegt, an
dem sie die einzige Person innerhalb der
vordefinierten Umgebung ist.

14. Verfahren nach Anspruch 13, ferner umfassend ein
Erkennen sowohl einer Bewegung der elektroni-
schen Vorrichtung an einen neuen Standort als auch
der Anwesenheit nur einer Person innerhalb der vor-
definierten Umgebung mit einem oder mehreren
Standortdetektoren und danach Anfordern der Ein-
gabe des Benutzerauthentifizierungscodes an der
Benutzerschnittstelle, um die nur eine Person als au-
torisierten Benutzer der elektronischen Vorrichtung
zu authentifizieren.

15. Verfahren nach einem der Ansprüche 13 bis 14, fer-
ner umfassend ein Präsentieren einer Benachrichti-
gung, mit dem einen oder den mehreren Prozesso-
ren an der Benutzerschnittstelle, dass die Eingabe
des Benutzerauthentifizierungscodes verhindert
wurde.

16. Verfahren nach einem der Ansprüche 13 bis 15, fer-

ner umfassend ein Erkennen, mit dem einen oder
den mehreren anderen Sensoren, einer Abschir-
mung der Benutzerschnittstelle der elektronischen
Vorrichtung und danach Anfordern der Eingabe des
Benutzerauthentifizierungscodes an der Benutzer-
schnittstelle, um die Person als autorisierten Benut-
zer der elektronischen Vorrichtung zu authentifizie-
ren.

Revendications

1. Dispositif électronique (100), comprenant :

une interface utilisateur (202) comprenant un
affichage ; (203) ;
un ou plusieurs capteurs ; (224, 225) ; et
un ou plusieurs processeurs (110) utilisables
avec l’interface utilisateur et le ou les capteurs ;
caractérisé en ce que :

le ou les processeurs déterminant, à l’aide
du ou des capteurs, si une ou plusieurs per-
sonnes se trouvent dans un environnement
prédéfini du dispositif électronique ; et
lorsqu’une seule personne se trouve dans
l’environnement prédéfini, demandant la
saisie d’un code d’authentification d’utilisa-
teur sur l’interface utilisateur pour authenti-
fier ladite seule personne en tant qu’utilisa-
teur autorisé du dispositif électronique ;
lorsque deux personnes ou plus se trouvent
dans l’environnement prédéfini, empêchant
la saisie du code d’authentification d’utilisa-
teur sur l’interface utilisateur pour authenti-
fier une personne en tant qu’utilisateur auto-
risé du dispositif électronique ; et
invitant, au niveau de l’interface utilisateur,
lorsque les deux personnes ou plus se trou-
vent dans l’environnement prédéfini, à dé-
placer le dispositif électronique vers un en-
droit où ladite seule personne se trouve
dans l’environnement prédéfini.

2. Dispositif électronique selon la revendication 1, le
ou les processeurs présentant en outre une indica-
tion, sur l’interface utilisateur, lorsque les deux per-
sonnes ou plus se trouvent dans l’environnement
prédéfini, l’indication indiquant que la saisie du code
d’authentification d’utilisateur pour authentifier la
personne en tant qu’utilisateur autorisé du dispositif
électronique a été empêchée.

3. Dispositif électronique selon la revendication 2, le
ou les processeurs présentant en outre une indica-
tion supplémentaire, sur l’interface utilisateur, lors-
que les deux personnes ou plus se trouvent dans
l’environnement prédéfini, l’indication supplémentai-
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re indiquant pourquoi la saisie du code d’authentifi-
cation d’utilisateur pour authentifier la personne en
tant qu’utilisateur autorisé du dispositif électronique
a été empêchée.

4. Dispositif électronique selon la revendication 2, le
ou les processeurs, en outre :

invitant, sur l’interface utilisateur, lorsque les
deux personnes ou plus se trouvent dans l’en-
vironnement prédéfini, à saisir une entrée utili-
sateur qui annule l’empêchement de saisie du
code d’authentification d’utilisateur pour
authentifier la personne en tant qu’utilisateur
autorisé du dispositif électronique ;
recevant, à partir de l’interface utilisateur après
l’invitation, l’entrée utilisateur qui annule l’em-
pêchement de saisie du code d’authentification
d’utilisateur pour authentifier la personne en tant
qu’utilisateur autorisé du dispositif
électronique ; et
après avoir reçu l’entrée utilisateur, demandant,
au niveau de l’interface utilisateur, la saisie du
code d’authentification d’utilisateur pour
authentifier la personne en tant qu’utilisateur
autorisé du dispositif électronique.

5. Dispositif électronique selon une quelconque reven-
dication précédente, le ou les capteurs comprenant
un imageur, le ou les processeurs déterminant si la
ou les personnes se trouvent dans l’environnement
prédéfini du dispositif électronique en capturant, à
l’aide de l’imageur, une ou plusieurs images de l’en-
vironnement prédéfini.

6. Dispositif électronique selon la revendication 5,
l’imageur définissant un champ de vision pour une
ou plusieurs images, dans lequel l’environnement
prédéfini comprend le champ de vision.

7. Dispositif électronique selon la revendication 6, dans
lequel le champ de vision définit un angle de vision
dans lequel l’écran peut être vu par au moins une
personne parmi les deux personnes ou plus.

8. Dispositif électronique selon l’une quelconque des
revendications 5 à 7, le ou les processeurs vérifiant,
en analysant la ou les images, si une distance entre
toutes les personnes sauf une parmi les deux per-
sonnes ou plus est supérieure à un seuil de distance
prédéfini.

9. Dispositif électronique selon la revendication 8, le
ou les processeurs invitant en outre, au niveau de
l’interface utilisateur, lorsque ladite une seule per-
sonne une parmi les deux personnes ou plus se trou-
ve au-delà du seuil de distance prédéfini, à saisir le
code d’authentification d’utilisateur pour authentifier

la personne en tant qu’utilisateur autorisé du dispo-
sitif électronique.

10. Dispositif électronique selon la revendication 9, le
ou les processeurs déterminant en outre, en analy-
sant la ou les images, si une personne autre que
ladite une seule personne parmi les deux personnes
ou plus utilise un instrument optique à objectif, et
lorsque ladite personne autre que ladite une seule
personne parmi les deux personnes ou plus utilise
l’instrument optique à objectif, empêchant la saisie
du code d’authentification d’utilisateur pour authen-
tifier la personne en tant qu’utilisateur autorisé du
dispositif électronique.

11. Dispositif électronique selon l’une quelconque des
revendications 5 à 10, le ou les processeurs déter-
minant en outre, en analysant la ou les images, si
une seule personne parmi les deux personnes ou
plus est un reflet miroir de ladite une seule personne,
et lorsque ladite une seule personne parmi les deux
personnes ou plus est le reflet miroir de ladite une
seule personne, demandant la saisie du code
d’authentification d’utilisateur au niveau de l’interfa-
ce utilisateur pour authentifier ladite une seule per-
sonne en tant qu’utilisateur autorisé du dispositif
électronique.

12. Dispositif électronique selon une quelconque reven-
dication précédente, le ou les processeurs recevant
en outre, à partir de l’interface utilisateur, une entrée
utilisateur indiquant que les deux personnes ou plus
se trouvent dans l’environnement prédéfini et, en ré-
ponse à l’entrée utilisateur, empêchant la saisie du
code d’authentification d’utilisateur pour authentifier
la personne en tant qu’utilisateur autorisé du dispo-
sitif électronique.

13. Procédé dans un dispositif électronique, le procédé
comprenant :

la détection, à l’aide d’un capteur biométrique
du dispositif électronique, d’un échec d’authen-
tification d’utilisateur par le capteur
biométrique ;
caractérisé en ce que :

la détermination, à l’aide du ou des autres
capteurs de l’appareil électronique, du fait
que deux personnes ou plus se trouvent
dans un environnement prédéfini du dispo-
sitif électronique ;
lorsque les deux personnes ou plus se trou-
vent dans l’environnement prédéfini, le fait
d’empêcher, à l’aide d’un ou plusieurs pro-
cesseurs, la saisie d’un code d’authentifica-
tion d’utilisateur sur une interface utilisateur
du dispositif électronique pour authentifier
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une personne en tant qu’utilisateur autorisé
du dispositif électronique ; et
le fait d’inviter, à l’aide du ou des proces-
seurs au niveau de l’interface utilisateur, la
personne à déplacer le dispositif électroni-
que vers un endroit où elle est la seule per-
sonne dans l’environnement prédéfini.

14. Procédé selon la revendication 13, comprenant en
outre la détection, à l’aide d’un ou plusieurs détec-
teurs de position, à la fois du déplacement du dis-
positif électronique vers un nouvel emplacement et
la présence d’une seule personne dans l’environne-
ment prédéfini, puis la demande de la saisie du code
d’authentification d’utilisateur sur l’interface utilisa-
teur pour authentifier ladite seule personne en tant
qu’utilisateur autorisé du dispositif électronique.

15. Procédé selon l’une quelconque des revendications
13 et 14, comprenant en outre la présentation d’une
notification, à l’aide du ou des processeurs au niveau
de l’interface utilisateur, indiquant que la saisie du
code d’authentification d’utilisateur a été empêchée.

16. Procédé selon l’une quelconque des revendications
13 à 15, comprenant en outre la détection, à l’aide
du ou des autres capteurs, de la protection de l’in-
terface utilisateur du dispositif électronique, puis la
demande de saisie du code d’authentification d’uti-
lisateur sur l’interface utilisateur pour authentifier la
personne en tant qu’utilisateur autorisé du dispositif
électronique.
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