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METHOD FOR ENROLLING AND 
AUTHENTICATING A CARDHOLDER 

FIELD OF THE INVENTION 

The various aspects , features and advantages of the inven 
tion will become more fully apparent to those having 
ordinary skill in the art upon careful consideration of the 
following Detailed Description , given by way of example 

5 thereof , with the accompanying drawings described below : 
FIG . 1 schematically shows a flowchart diagram of a first 

embodiment of the invention ; 
FIG . 2 schematically shows a flowchart diagram of a 

second embodiment . 

The present invention relates generally to banking enroll - 
ment process for cardholders and more specifically to a 
method for enrolling a bank ' s cardholder to a service 
provided by a service provider . 

10 

BACKGROUND OF THE INVENTION DETAILED DESCRIPTION 

More and more services available through smartphone The present invention may be understood according to the 
application are developed . Applications may be sold to detailed description provided herein . 
banks by a service provider and used by the 15 Shown in FIG . 1 is a first embodiment of the invention 
banks ' cardholders . wherein a service provider is adapted to propose available 

Currently , when a service provider wants to propose its services to a bank ' s cardholder through a mobile device , 
services to a cardholder , there is problem for enrolling and such as for example a smartphone . 
authenticating the cardholder to these services . All the In order for the service provider to know which applica 
services have a similar , but independent enrollment process . 20 tion belongs to which cardholder , the cardholder has to be 
Each service needs to verify the identity of the person and properly enrolled and authenticated . 
to register the user . The main problem being that only the For doing so , an application on the smartphone is used for 
bank has enough information to identify the cardholder . the enrollment and the authentication process . This applica 
There is then a need to provide a common method for tion also provides services offered by the service provider SP 
enrolling and authenticating a cardholder easily . 25 to the cardholder . 

It is then an object of the invention to provide a method A method according to the invention comprises receiving 
for enrolling and authenticating a bank ' s cardholder to a an identification cardholder data ID of a cardholder . 
service provided by a service provider . The service provider SP receives information comprising 

Thereto , the present invention provides a method charac an identification cardholder data ID and the mobile number 
terised in that it comprises receiving an identification card - 30 of the cardholder from the bank . More precisely , the bank 
holder data ( ID ) by a first channel ; double - checking the sends an input file to a data - processing workshop DP . The 
identity of said cardholder by a second channel . input file comprises all information needed to make cards . 

According to other aspects of the invention , the method For banking cards , it generally comprises the Pin code of the 
may comprise printing the identification cardholder data card , the text embossed on the card and other data that will 
( ID ) on a card carrier ; 35 be sent to the chip during the production of the card . This 

the method may comprise printing the identification card input file also comprises the identification cardholder data 
holder data ( ID ) on a banking card of the cardholder ; and the phone number of the cardholder . The data - process 

a barcode may comprise the identification cardholder data ing workshop DP generates a file for a card - carrier workshop 
( ID ) , authentication data and enrollment data provided CCW that then generates a card carrier for the cardholder . 
by the bank or by the service provider , said barcode 40 The data - processing workshop DP also generates files that 
being printed on the card of the cardholder ; will be used for making the card . 

the method may comprise sending said barcode printed to The data - processing workshop DP also generates a file 
said card carrier to the cardholder ; comprising the identification cardholder data and the phone 

the method may comprise taking a picture or a scan of the number to the service provider so that the service provider 
barcode , deciphering data contained in the barcode 45 SP is able to store all these information , as represented in 
with the mobile device and sending said data with an FIG . 1 . 
identification data of said mobile device to the service The method comprises printing the identification card 
provider ; holder data ID on a card carrier , i . e . the identification 

the method may comprise an activation step using said cardholder data ID of the cardholder is printed onto the card 
second channel ; 50 carrier of the cardholder and sent to the cardholder along 

the method may comprise sending to the cardholder an with his banking card . 
email comprising the identification cardholder data As described above , in this embodiment , the method 
instead of sending a card carrier ; comprises storing the identification cardholder data and the 

the method may comprise sending the identification card phone number of the cardholder by the service provider . The 
holder data to the cardholder in an SMS and double - 55 card carrier which is provided along with the banking card , 
checking the identity of the cardholder is checked in an has a barcode printed on it . This barcode comprises the 
email . identification cardholder ID . The barcode may also comprise 

The invention also provides a use of an application on a authentication data and enrolment data provided by the bank 
mobile device for the enrollment and the authentication or by the service provider . 
according to the proposed method . 60 When the first time the application is started , the method 

Thanks to the invention , it is advantageously possible for comprises taking a picture or a scan of the barcode printed 
the service provider to share a unique identification card on the card carrier . Once the picture or the scan is taken , the 
holder data to identify the cardholder between the service data comprised in the barcode is extracted and deciphered on 
provider and the bank . the mobile device of the cardholder and sent to the service 

This invention takes fully benefits from the barcode that 65 provider . Along with this data , an identification data of the 
is used to enroll a bank ' s cardholder to the service provider ' s mobile device also called mobile device information , is 
services without adding an extra enrollment process . retrieved by the application and sent to the service provider . 
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Therefore , by simply taking a picture or a scan of this cardholder is checked by another channel , for example by 
barcode the service provider has the identification data of the email . For doing so , the bank provides both the email and a 
cardholder , the identification data of the mobile device and phone number of the cardholder to the service provider . 
other enrollment data provided in the barcode . It will be also understood that the identification card 
Once the enrollment is successful , the method comprises 5 holder data sent to the service provider by the bank may be 

creating a cardholder account by the service provider . The different from the identification cardholder data received by 
cardholder waits for an activation step of his account . The the cardholder . 
method comprises an activation step of the created account . In this case , the service provider is responsible for linking 
The cardholder receives an activation message for example these two identification cardholder data IDs . 
an SMS from the service provider which comprises for 10 According to another embodiment , the bank sends the 
example a link the cardholder has to click in order to activate identification cardholder data to the service provider and 
his account . provides enough credentials so that the cardholder can be 

It will be well understood that the message can be in other securely authenticated . 
format such as an email received on the mobile device of the Thanks to this invention , the cardholder only enrolls to 
cardholder . In this case , the email is provided by the bank in 15 this application and gets access to all the services . 
the input file instead of the phone number . Another advantage is that once a bank has bought one 

In order to complete the activation , the cardholder defines service , getting one more service can be integrated flaw 
a password and confirms it . The service provider receives lessly : the second service does not need an extra enrollment 
the password and activates the cardholder ' s account . The process . No matter how many applications the bank buys , 
cardholder is then able to access to the different services . 20 the enrollment is the same . 
Each time the cardholder authenticates to the service The invention claimed is : 

provider through the application , the identification data of 1 . A method for enrolling and authenticating a bank ' s 
the mobile device is checked among data sent during the cardholder to a service provider to enable services of an 
enrollment process . application executing on the cardholder ' s mobile device , 

Thus , when the bank pushes information to the service 25 comprising the following steps applied by the service pro 
provider , it also sends the identification cardholder data both vider ( SP ) : 
with the information to the service provider . The service receiving on a first communication channel established 
provider is then able to identify the cardholder that is between a data - processing workshop ( DP ) and the 
intended to receive such information . The service provider is service provider ( SP ) a file comprising an identification 
also able to localize the cardholder thanks to the identifica - 30 cardholder data ( ID ) and a phone number of the card 
tion data of the mobile device of the cardholder . holder previously emitted by the bank of the card 

An example of services proposed through the application holder ; 
on the mobile device may consist in allowing a cardholder storing cardholder ID and cardholder phone number ; 
to receive his PIN code , or allowing the bank to send receiving from a mobile device operated by the bank ' s 
notifications to cardholders , or allowing a cardholder to 35 cardholder the identification cardholder data ( ID ) , 
choose a picture of his banking card from his mobile device . bank - provided enrollment data , and identification data 
It will be well understood that such services are given as non of the mobile device via a second channel established 
limitative examples and other services can be proposed to a between said mobile device and the service provider 
cardholder according to the method of the invention . using the phone number of the cardholder ; 

In a second embodiment of the FIG . 2 , the data - process - 40 during activation of an application on the mobile device 
ing does not generate a file to the service provider . As for use with the service provider , storing the identifi 
represented in FIG . 2 , information on the cardholder such as cation cardholder data ( ID ) , the bank - provided enroll 
the identification cardholder data and the phone number of ment data , and the identification data of the mobile 
the cardholder are not stored by the service provider . In this device ; 
case these information are in the barcode , signed . Data are 45 transmitting to the mobile device on a third channel , an 
extracted from the barcode by the mobile device of the activation link for the cardholder to use to activate an 
cardholder . In this embodiment , the service provider also account with the service provider for use with the 
receives the mobile number of the cardholder . The service mobile device application ; 
provider checks the signature of the received data . The during post - activation use of the application to access 
storage of the identification cardholder data , the phone 50 services , transmitting the identification data of the 
number of the mobile device of the cardholder is made mobile device and authenticating the mobile device by 
during the account creation step by the service provider . checking the mobile device identification data ; 

In another embodiment , the card carrier comprises data as using , by the service provider , the cardholder identifica 
text including the identification cardholder data ID instead tion data linked to the mobile device identification data 
of a barcode . The cardholder can then use and enter directly 55 to determine services available to the cardholder ; and 
such text when using the application . proposing , by the service provider , services to the card 

In another embodiment , the identification cardholder data holder via the mobile application . 
ID of a cardholder is printed onto the card directly . Other 2 . The method according to claim 1 further comprising 
data such enrollment data and authentication data can also printing the identification cardholder data ( ID ) on a card 
be printed on the card . 60 carrier . 

In another embodiment , the identification cardholder data 3 . The method according to claim 1 further comprising 
ID of a cardholder is sent by email to the cardholder instead printing the identification cardholder data ( ID ) on a banking 
of in a card carrier . The identity of the cardholder is card of the cardholder . 
double - checked with another channel such as an SMS 4 . The method according to claim 1 , further comprising 
channel as described above . 65 providing the cardholder with the card of the cardholder and 

In another embodiment , the identification cardholder data wherein the card has printed thereon a barcode comprising 
ID is sent by SMS to the cardholder . The identity of the an encoding of the identification cardholder data ( ID ) , 
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authentication data , and enrollment data provided by the 13 . The method of using a mobile device for the enroll 
bank or by the service provider . ment and the authentication of a cardholder of a bank to a 

5 . The method according to claim 1 , further comprising service provided by a service provider of claim 10 , further 
providing the cardholder with a card carrier and wherein the comprising providing the cardholder with the card of the 
card carrier has printed thereon a barcode comprising an 5 5 cardholder and wherein the card has printed thereon a 
encoding of the identification cardholder data ( ID ) , authen barcode comprising an encoding of the identification card 
tication data , and enrollment data provided by the bank or by holder data ( ID ) , authentication data and enrollment data 
the service provider . provided by the bank or by the service provider . 

6 . The method according to claim 4 , further comprising 14 . The method of using a mobile device for the enroll 
operating said mobile device to take a picture or a scan of the 10 " 10 ment and the authentication of a cardholder of a bank to a 
barcode , to decipher the data contained in the barcode service provided by a service provider of claim 10 , further 
including said identification cardholder data ( ID ) , said comprising providing the cardholder with a card carrier and 

wherein the card carrier has printed thereon a barcode authentication data , and said enrolment data , and to send on 
said second channel said cardholder data ( ID ) , said authen comprising an encoding of the identification cardholder data 
tication data , and said enrolment data as well as the identi - 15 ( 10 ) , auther 15 ( ID ) , authentication data , and enrollment data provided by 
fication data of said mobile device to the service provider . the bank or by the service provider . 

7 . The method according to claim 6 , further comprising an 15 . The method of using a mobile device for the enroll 
ment and the authentication of a cardholder of a bank to a activation step using said activation link over said second 

channel . service provided by a service provider of claim 13 , wherein 
8 . The method according to claim 1 , further comprising 20 ing 20 the enrollment and authentication application further causes 

sending to the cardholder an email comprising the identifi the mobile device to take a picture or a scan of the barcode , 
cation cardholder data instead of sending a card carrier . to decipher the data contained in the barcode with the mobile 

9 . The method according to claim 1 , further comprising device and to send on said second channel said cardholder 
sending the identification cardholder data to the cardholder data ( ID ) , said authentication data , and said enrolment data 
in an SMS and double - checking the identity of the card - 25 25 as well as the identification data of said mobile device to the 
holder is checked in an email . service provider . 

10 . A method of using a mobile device for the enrollment 16 . The method of using a mobile device for the enroll 
and the authentication of a cardholder of a bank to a service ment and the authentication of a cardholder of a bank to a 
provider to enable cardholder services by a service provider service provided by a service provider of claim 10 , wherein 
via an enrollment and authentication application executing 30 | 30 the enrollment and authentication application further causes 
on the cardholder ' s mobile device , the method comprising : the mobile device to perform an activation step using said 

operating the mobile device to activate the enrollment and activation link over said second channel . 
17 . The method of using a mobile device for the enroll authentication application of the mobile device by : 

receiving , by the enrolment and authentication appli ment and the authentication of a cardholder of a bank to a 

cation , an identification cardholder data ( ID ) on a 35 35 service provided by a service provider of claim 10 , further 
first channel ; comprises sending to the cardholder an email comprising the 

transmitting , by the enrolment and authentication appli identification cardholder data and double - checking the iden 
cation , the identification cardholder data ( ID ) and tity of the cardholder by transmitting an SMS to the card 

holder . mobile device identification data to the service pro 
vider on a second channel ; 40 18 . The method of using a mobile device for the enroll 

ment and the authentication of a cardholder of a bank to a receive , on a third channel , an activation link for the 
cardholder to use to activate an account with the service provided by a service provider of claim 10 , further 
service provider for use with the mobile device comprises sending the identification cardholder data to the comp 
application ; cardholder in an SMS and double - checking the identity of 

receive a confirmation from the service provider of the 45 me op of the 45 the cardholder by transmitting an email to the cardholder . 
enrolment of the mobile device as an authentication 19 . The method according to claim 5 , further comprising 

device ; operating said mobile device to take a picture or a scan of the 
during a post - activation use of the application to access barcode , to decipher the data contained in the barcode 

services provided by the service provider , transmit including said identification cardholder data ( ID ) , said 
ting the identification data of the mobile device to the 50 authentication data , and said enrolment data , and to send on 

said second channel said cardholder data ( ID ) , said authen service provider ; and 
receiving , by the enrolment and authentication appli tication data , and said enrolment data as well as the identi 

cation from the service provider , services to the fication data of said mobile device to the service provider . 
cardholder via the mobile application . 20 . The method of using a mobile device for the enroll 

11 . The method of using a mobile device for the enro11 - 55 ment and the authentication of a cardholder of a bank to a 
ment and the authentication of a cardholder of a bank to a service provided by a service provider of claim 14 , wherein 
service provided by a service provider of claim 10 , further the operating the mobile device according to an application 

that further causes the mobile device to take a picture or a comprising printing the identification cardholder data ( ID ) 
on a card carrier . scan of the barcode , to decipher the data contained in the 

12 . The method of using a mobile device for the enroll - 60 device for the enroll 60 barcode with the mobile device and to send on said second 
ment and the authentication of a cardholder of a bank to a channel said cardholder data ( ID ) , said authentication data , 
service provided by a service provider of claim 10 , further and said enrolment data as well as the identification data of 
comprising printing the identification cardholder data ( ID ) said mobile device to the service provider . 
on a banking card of the cardholder . * * * * 


